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Agriculture Department. 53182 
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National Transportation Policy 
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Public Papers of the Presidents 

of the United States 

Annual volumes containing the public messages and statements, 
news conferences, and other selected papers released by the White 
House. 

Volumes for the following years are now available: 

HERBERT HOOVER 
1929___ _$13.30 1930-_- __ _ _ $16.00 

HARRY S . TRUMAN 
1945___ _$11.75 1949_ _ $11.80 
1946___ _$10.80 1950_ _ $13.85 
1947___ _$11.15 1951_ _ $12.65 
1948__ $15.95 1952-53 _ $18.45 

DWIGHT D. EISENHOWER 
1953___ _$14.60 1957_ _ _ $14.50 
1954_ _$17.20 1958_ $14.70 
1955_ _$14..50 1959_ _ _ $14.95 

1956 $17.30 1960-61_ . $16.85 

JOHN F. KENNEDY 
1961___ _ _$14.35 1962_ ._ $15.55 

1963_$15.35 

LYNDON B. JOHNSON 
1963-64 (Book I)- _$15.00 1966 (Book II)_ ___ $14.35 

1963-64 (Book II) *15 95 1967 (Ronk 1) _$12.85 

1965 (Book I)_ $12 25 1967 (Book II)_ _$11.60 

1965 (Book li)___. __$12.35 1968-69 (Book I)_ $14.05 

1966 (Book I)_ $13.30 1968-69 (Book II)_ _$12.80 

RICHARD NIXON 
1969_ _$17.15 1972_ _$18.55 

1970_ __ $18.30 1973_ _ _$16.50 

1971___ . _$18.85 1974 _ _$12.30 

GERALD R. FORD 
1974_$16.00 

Published by Office of the Federal Register, National Archives and Records Service, 
General Services Administration 

Order from Superintendent of Documents, U.S. Government Printing Office 

Washington, D.C. 20402 





NEW BILLING PROCEDURES FOR AGENCIES 

As part of the new billing procedures announced m the FErERAi Register of August 24, 1977. and to insiure that each 
agency is correctly billed for only its own documents, the Office of the Federal Register requests agencies to insert the proper 
billing code on all of their documents The six-digit billing code should lie typed or handwritten in ink at the top of the first 
page on all three copies of documents submitted to the Office of the Federal Register for publication, as follows 

BILLING CODE 0000-00 

The list of agency billing codes assigned by the Government Printing Office follows 

Department Billing Code 

Action . -- -- 6050-01 
Administrative Conference oi the United States. - 6110 01 
Agency lor International Development.. . 4710 02 
Agriculture Department 

Agricultural Marketing Service - 3410 02 
Agricultural Research Service - 3410 03 
Agricultural Stabilization and Conservation Service.. 3410 05 
Farmer Cooperative'Service.--- 3410 06 
Farmer's Home Administration --3410-07 
Federal Crop Insurance Corporation- 3410 08 
Extension Service . .. --- 3410 09 
Forest Service. __ _3410 H 
Rural Electrification Administration--3410- 15 
Soil Conservation Service . .. . -3410 16 
Economic Research Service __3410 18 
Statistical Reporting Service.. -- 3410 20 
Cooperative State Research Service -- 3410 22 

* Pood and Nutrition Service _.— .....-3410-30 
* Rural Development Service _ . _ 3410 -32 
j Animal and Plan Health Inspection Service- 3410 34 

Economic Management Support Center_ 3410 35 
J Food Safety and Quality Service . - 3410 37 
i WPAO .. . ___3410-38 
i Office of Management and Finance__ 3410 90 
1 Office of Automated Data Systems_ 3410-94 
! Office of Personnel.. .. . ___ 3410 96 

Office of Operations ....3410-98 
Air Force Department . _ 3910 01 
American Battle Monuments Commission_ 6120 01 
Arms Control and Disarmament Agency - 6820 32 
Army Adjutant General Center _ _ _3710-08 

j Defense Command . . _3710--04 
* Chief of Engineers Civil Works . _ 3710 92 

Blind and Other Severely Handicappied Committee ..._ 6820- 12 
Civil Aeronautics Board . . ___ __ 6320 01 
Civil Rights Commission... _ 6325-01 
Civil Service Commi-sslon . .. __ 6325-01 
Commerce Department 

Maritime Administration . ......._  3510-03 
National Technical Information Service. ... .. . ..... 3510 04 
Bureau of Eccmomlc Analysis .... __ 3510 06 
Census Bureau . .. __3510-07 
US Travel Service . __3510 11 
National Oceanic and Atmospheric Administration 3510 12 
Standards. National Bureau .. _... 3510 13 
Patents and Trademark Office __ . _ 3610 16 
Office of Secretary .. ...... 3510 17 
Office of Secretary . . .... 3510 18 
Office of Secretarv 3510 19 
Economic Development Administration 3510 -24 
Domestic and International Business Administration 3510 25 
National Fire-Prevention and Control Administration 351fi-49 
Telecommunications Office _ __ 3510 60 

Commodity Futures Trading Commission ____ 6351-01 
Community Services Administration _   6315--01 
Consumer Product Safety Commission . __ 6355 -01 
Cost Accounting Standards Board__1610 01 
Defense Logistics Agency . .... 3620-01 
Energy Research and Development Administration_6170-01 
Environmental Protection Agency _ 6560-01 
Environmental Quality Council__ _ 3125 01 
Equal Employment Opportunity Commission_ 6670-4)6 
Export-Import Bank of the United States_ .. 6690-01 
Farm Credit Administration . ___ 670.5-01 
Federal Communications Commission..._6712-01 
Federal Deposit Insurance Corporation__ .. 6714-01 

Federal Election Commission_ 6716 01 

Federal Energy Administration___ 3128 01 

Federal Home Loan Bank Board___ 6720-01 

Department Billing Code 

Federal Maritime Commission___ 6730 01 
Federal Mediation and Conciliation Service__ 6732 01 
Federal Power Commission .. ____ 6740 02 
Federal Reserve System Board of Governors- 6210 01 
Federal Trade Commission__ 6750--01 
Pine Arts Commission.-. ..... _ 6330-01 
Foreign Claims Settlement Commission_ 6770-01 
General Services Administration 

OAD . . ___ 6820-14 
Administrative Management Division, Public Buildings 

Service __ 6820 22 
Public Buildings Service___ 6820 23 
Federal Supply Service .. _... 6820 24 
Automated Data and Telecommunications Service 682" -25 
NAA . ...... 6820 26 
NARS __ ___ 6820 -27 
Office of Stockpile Disposal. Federal Preparedne s 

Agency ___- 6820-28 
Executive Director Federal Preparedness Agency 6820 29 
Office of Personnel .. ___..... 6820 30 

Government Printing Office . _ __ 1505 01 
Health Education and Welfare Department 

Office of Education ... 4110 02 
Pood and Drug Administration . 4110-03 
National Institutes of Health __ .. .. 4110 08 
Health Resources Administration .... 4110 83 
Health Services Administration . .... 4110 84 
Office of Assistant Secretary for Health 4110 85 
C-enter for Disease Control .............. _ .... . 4110 86 
CSC NIOSH .. ... .. .. . 4110 87 
Alcohol, Drug Abuse and Mental Health Administration 4110 88 
Social Security Administration . ... 4110 07 

Housing and Urban Development Department_ 4216 01 
Indian Claims Commission .... .. .. "03601 
Interior Department 

Office of Secretary ... . ____ 4316 10 
Indian Affairs Bureau.. . _.... _ _ 4316 02 
Outdor Recreation Bureau_1__ .. __ 4310 03 
Surface Mining Office of__ . .. _ 4310 05 
Reclamation Bureau ___ .. .. . . 4316 09 
Bonneville Power Administration__ .. . 4316 11 
Solicitor . . _ 4316 17 
Geological Survey____ 4310- 31 
Mines Bureau .. ..___ 4316 53 
Fish and Wildlife Service_ _ . 4316 55 
National Park Service __... . .. ... 4310 70 
Land Management Bureau ... ..... ... 4310 84 
Water Research and Technology Office 4310 49 
Mine Enforcement and Safety Administration 4310 68 

International Broadcasting Board for 6155 01 
International Trade Commtssion 7020 02 
Interstate Commerce Commission 7035 01 
Justice Department .. .. 4410 f)l 
Labor Department 

Employment and Training Administration_ 4510-01 
Secretary •Administrative I aw Judges! 4510 20 
Secretarv Audit and Investment 1 4510 21 
Secretarv iOffice of Information' 4510 22 
Secretarv ....... . ... . 4510 23 
Labor Statistics_ . __ _ __ 4510 24 
OSHA I Standards! .. . . 4510 26 
Employment Standards Administration . 4510 -27 

International Labor Affairs Bureau 4510 -28 

Labor Manaeement Service Administration 4510 19 
Libraries and Information Science. National Commission . 7527 01 
Management and Budget Office .... .. 3116-01 
Marine Mammal Commission . 6820 31 
National Capital Planning Commission .. . ..... ..... 7515 01 
National Credit Union Administration.. .... 7535 01 



Department Billing Code 

National Institute of Education__4110 39 
National Mediation Board .. -- -- . 7550 01 
National Labor Belatlons Board ----. 7645 01 
National Science Foundation 

Administration -- - 7555 01 
OSTP.-...... 7555 02 

Navy Department 
DCPA U 8 ...._____ 3810 01 
OSD SD 0859.. .... . 3810 70 
Navy Judge Advocate General — -— - 3810 71 

Nuclear Regulatory Commission . -- .... .. 7590 01 
Occupational Safety and Health Review Commission .. 7600 01 
Overseas Private Investment Corporation-- - - — 3210 01 
Panama Canal Company -- 3640 01 
Pennsylvania Avenue Development Corporation—7630-01 
Pension Benefit Guaranty Corporation--- 7708 01 
Postal Rate Commission....... - 
Postal Service .. -- —- - ■ 7710 12 
Railroad Retirement Board------ 7905 -01 
Renegotiation Board-- - 7910 01 
Securities and Exchange Commission - 8010 01 
Selective Service System .... . - 8015 01 
Small Business Administration.. -- 8025 01 
Smithsonian Institution--- 8030- 01 
State Department . ..... . - 
Susquehanna River Basin Commission . 
Technical Asse.'sment, Office of - 
Telecommunications Policy Office_ 
Tennessee Valley Authority..-- 

4710 01 
7040 01 
1630 01 
3160 01 
8120-01 

Department 

Transportation Department 
Office of Secretary__ __ 
Federal Railroad Administration 
Federal Aviation Administration 
Coast Guard___ . 
Federal Highway Administration 
Urban Mass Transportation Administration 
National Transportation Safety Board 
National Highway Traffic Safety Administration 
Materials Ti'an.sportatlon Board 
St Lawrence Seaway Development Corporation 

Treasury Department 
Customs Service_ 
Administrative Programs ... 
Revenue Sharing .... . .. 
Alcohol. Tobacco and Firearms .. __ . 
Federal Law Enforcement Training Center 
Comptroller of the Currency 
Engraving and Printing . . .. . 
Government Finance Operations__ __ 
Mint, Bureau.. . . .... 
Public Debt__ ___ .. __ 

Secret Service ______ 

Internal Revenue Service __ _.. .. 

US Information Agency ... ... _____ 

Veterans Administration_— .— . 

Water Resources Council-. .. .. - . 
White House Office_ _ . .. 

Billing Code 

4910-01 
4910-06 
4910 13 
4910-14 
4910-22 
4910 57 

.. 4910-68 
4910 59 
49ia 60 

_ 4910-61 

4810-22 
4810 26 
4810-28 
4810-31 
4810-32 
4810 33 
4810 34 
481(T 35 
4810-37 
4810- 40 

4810-42 

4830-01 

8230-01 

8320 01 

8410-01 
3195 01 

If your ugenry's name does not appear alune, f>l*0 niav not liave received your printing and bindiii*' retiuisilion (*«lundurd 

Form I). Your documents can not be printed in tlie FFDKK \I KKfil'sTKR witlioui a billing I’ode. 

INFORMATION AND ASSISTANCE Mr. WUliam Rose. 202-275-2867 
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responsibility of defending the Government before a court, magistrate 
or administrative tribunal; (4) Disclosure may be made to a congres¬ 
sional office from the record of an individual in response to an inquiry 
from the congressional office made at the request of that individual. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Records arc maintained in file folders at the applicable 
address listed above. 

Retrievability: Records are indexed by name of the individual. 
Safeguards: Records are kept in a locked office or file cabinet. 
Retention and disposal: Records are maintained until file is closed or 

no longer needed or as otherwise provided in agency directives and 
disposed of or sent to appropriate records centers in accordance with 
such directives. 

System managerts) and address: Director, APHIS Division, OGC, 
I SDA, Washington, D.C. 20250. 

Notification procedure: Any individual may request information 
legarding this system of records, or information as to whether the 
system contains records pertaining to him from the Director, APHIS 
Division, OGC, USDA, Washington, D.C. telephone 202-447-5550. A 
request for information pertaining to an individual should contain: 
Name, address, and particulars involved (i.e., the name of action filed. 
Act filed under, etc.). 

Record access procedures: Any individual may obtain information as 
to the procedures for gaining access to a record in the system which 
pertains to him by submitting a written request to the appropriate 
officuil referred to in the preceding paragraph. 

Contesting record procedures: Same as Record Access Procedures. 
Record source categories: Information in this system come primarily 

from witnesses, agency employees, and investigative personnel. 
Systems exempted from certain provisions of the act: The portions of 

this system which involve cases by the Department under the Virus- 
Serum Toxin Act have been exempted pursuant to 5 U.S.C. 552a(kX2) 
from the requirements of 5 U.S.C. 552a(cK3), (d), (eKO. (eK^KG), (H), 
(I) and (0 because they consist of investigatory material compiled 
for law enforcement purposes. See 7 CFR 1.123. Individual access to 

I these files could impair investigations and alert subjects of investiga- 
• tions that their activities are being scrutinized, and thus allow them 
i time to take measures to prevent detection of illegal action or escape 

prosecution. Disclosure of investigative techniques and procedures and 
the existence and identity of confidential sources of information would 
hamper law enforcement activity. 

USDA/OI—1 
System name: Employees Records, USDA/OI 

System location: In the Headquarters Office in the Agriculture 
Administration Building, 14th and Independence Avenue, S.W., 
Washington, D.C. 20250, and in the following field offices; 

Room 1707, 26 Federal Plaza 
New York, New York 10007 
Room 432A, Federal Center Building 
Hyattsville, Maryland 20782 
Room 901, 1447 Peachtree Street, NE. 
Atlanta, Georgia 30309 
Room 800, 1 North Wacker Drive 
Chicago, Illinois 60606 
Room 311, Federal Office Building 
101 South Main Street 
Temple, Texas 76501 
8930 Ward Parkway 
P O. Box 205 
Kansas City, Missoun 64141 
Room 526, 555 Battery Street 
San Francisco, California 94111 
Room 220, U S Court House 
Hato Rey Puerto Rico 00918 
VX) Dekalb Pike 
King of Prussia, Pennsylvania 19406 
Rv>om 328, 310 New Bern Avenue 
Raleigh, North Carolina 27611 
Room 444, 80 North Hughey Avenue 
Orlando, Flonda 32801 
Room 214, Imperial Towers Office Building 
333 Waller Avenue 
Lexington, Kentucky 40504 
Room 5, 5305 Executive Place 
Jackson, Mississippi 39206 
Room 202, Federu Building 

3rd and State Streets 
Columbus, Ohio 43215 
Room 614, Federal Building 
600 South Street 
New Orleans, Louisiana 70130 
Suite I8-A, 1 Diamond Plaza 
2490 West 26th Avenue 
Denver, Colorado 80211 
Building 7, 4747 Eastern Avenue 
Bell, California 90201 

Categories of indivMttals covered by tbe system: 01 temporary and 
permanent employees, former employees, and applicants for em¬ 
ployment. 

Categories of records in the system: These records show personnel 
management and woiic-related information, including position, title, 
grade, pay rate, pay, temporary and permanent address, phone 
number, performance evaluations, promotions, travel information, 
accident reports and related information, activity reports, participa¬ 
tion in savings and contribution programs, availability for employ¬ 
ment, for assignment, or for transfer, qualifications, awards, hours 
worked, issuance of credentials, passports, and other identification, 
assignment and accountability of property and other things of 
value, parking space assignments, training and development, and 
special assignments. “Disclosure may be made to a congressional 
office from the record of an individual in response to an inqu^ 
from the congressional office made at tbe request of that in¬ 
dividual.’’ 

Authority for maintenance of the system: 5 U.S.C. 301, 7 CFR 2.33 
Routine uses of records maintained in the system, includii^ catego¬ 

ries of users and the purposes of such uses: To other agencies in the 
Department and Executive Branch agencies, such as Urn Civil Ser¬ 
vice Commission, as necessary for proper personnel actions. 

Policies and practices for storing, retrievmg, accessing, retaining, 
and disposing of records in tbe system: 

Storage: Records are maintained in file folders, notebooks, and 
card file boxes. 

Retrievability: By name of individual employee. 
Safeguards: Available on official need-to-know basis. Kept in 

locked offices after office hours. 
Retention and disposal: Records are retained as long as needed 

and then discarded. Personal information that might be considered 
derogatory or embarassing is burned when no longer needed. 

System managerfs) and address: Administrative Officer, OI, U.S. 
Department of Agriculture, Washington, D.C. 20250. 

Notificatioa procedure: Inquiries and requests should be ad¬ 
dressed to Assistant Director for Information, Research and 
Development (IRD), Office of Investigation, U.S. Department of 
Agriculture, Washington, D.C. 20250. 

Record access procedures: To gain access to information in this 
system, send request to the Assistant Director, IRD. 

Contesting record procedures: To contest information in this 
system, send request to the Assistant Director, IRD. 

Record source eateries: The primary information is from em¬ 
ployee himself. Additional information is provided by supervisors, 
coworkers, references, and investigative personnel. 

USDA/OI—2 
System name: Intelligence Records, USDA/OI 

System location: In the Headquarters Office in the Agriculture 
Administration Building, I4th and Independence Avenue, S.W., 
Washington, D.C. 20250, and in the field offices listed in the system of 
records designated USDA/OI—1. 

Categories of individuak covered by the system: Suspects and un¬ 
paid informants 

Categories of records in the system: Allegations against suspects 
and types of information previously furnished by or to be expected 
from informants • 

Authority for maintenance of the system: 5 U.S.C. 301, 7 CFR 2.33 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Routine uses for law en¬ 
forcement purposes will include referral to the appropriate agency, 
whether Federal, State, local or foreign, charged with the responsi¬ 
bility of investigating or prosecuting a violation of law or of enforc¬ 
ing or implementing the statute, rule, regulation or order issued 
pursuant thereto, of any record within this system when informa¬ 
tion available indicates a violation or potential violation of law. 
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whether civil, criminal or regulatory in nature, and whether arising 
by general statute or particular program statute, or by rule, regula¬ 
tion, or order issued pursuant thereto. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Stored on sheets of paper and index cards 
Retrievability: Retrievable by name of individual subject 
Safeguards: Available on an official need-to-know basis and kept 

in locked storage when not in use. 
Retention and disposal: Kept indefinitely and continually updated; 

out-of-date material is burned. 
System manager(s) and address: Administrative Officer, Office of 

Investigation, U.S. Department of Agriculture, Washington, D.C. 
20250 Inquiries and requests should be addressed to Assistant 
Director for Information, Research and Development, Office of In¬ 
vestigation, U.S. Department of Agriculture, Washington, D.C. 
20250. 

Systems exempted from certain provisions of the act: This system 
has been exempted from the provisions of sections (cK3), (d), 
(eXI), (eK4XG), (H), and (I) and (f) pursuant to 5 U.S.C. 552a (kK2) 
as investigatory material compiled for law enforcement purposes. 
This exemption is contained in 7 CFR 1.123, 40 Fed. Reg. 45103 
(1975). 

USDA/OI—3 
System name: Investigative Files and Subject/Title Index, USDA/OI 

System location: In the Headquarters Office in the Agriculture 
Administration Building, 14th and Independence Ave., S.W., 
Washington, D C. 20250, and in the field offices set forth in the 
system of records designated USDA/OI. 

Except for inadvertent errors, all entries in regional indexes (at the 
first seven field offices listed in USDA/OI-1) are duplicated in the 
Headquarters index. Thus the Headquarters index is the only complete 
index in Ol. The Headquarters files also contain a copy of every OI 
investigative report, but not the correspondence in all cases. Older 
investigative files of each OI office may have to be retrieved from 
Federal Records Centers when needed. 

Categories of individuals covered by the system: The individual 
names in the OI index fall into one or more of the following catego¬ 
ries: 

Subjects. These are applicants for OI employment or individuals 
against whom allegations of wrongdoing have been made. In some 
instances, these individuals have been the subjects of investigations 
conducted to establish whether allegations were true. In other in¬ 
stances, the allegations were deemed to frivilous or indefinite to 
warrant inquiry. 

Principals These are individuals who are not named subjects of 
investigative inquiries, but may be responsible for alleged viola¬ 
tions. For example, the president of a firm alleged to have violated 
laws or regulations would likely be individually listed in the OI 
index. 

Complainants. These are individuals who allege wrongdoing, 
mismanagement, or unfair treatment relating to USDA employees 
and/or programs. 

Others. These are all other individuals closely connected with a 
matter of investigative interest or whose names have been checked 
through the index to determine whether they were of record. 
Among these names are those of people who are connected with a 
matter only in that they have shown unusual interest in having al¬ 
legations investigated or in learning the results of investigation. 
Also included in the index are the names of persons on the Depart¬ 
ment of Justice crime list. 

Categories of records in the system: The OI Subject/Title Index 
and Investigative Files consist of; 

1 Index cards and/or a microfiche index filed alphabetically by 
the names of individuals, organizations, and firms with a separate 
card or line item for each; dates of entries made into the index or 
dates of materials containing information about the named subjects; 
and identification of the OI file or files containing information on 
that subject. 

2 Files containing bound sheets of paper or microfiche of such 
sheets from investigative and other reports, correspondence, and 
informal notes and notations concerning (a) one investigative matter 
or (b) a number of incidents of the same sort of alleged violation or 
irregularity. 

If such information vTas available when an index card or line item 

was made, the card or microfiche on an individual will include the 
individual's address, date of birth, and Social Security number. 

3 Where investigation is being or will be conducted, but has not 
been completed, various case management records, investigator's i 
notes, statements of witnesses, and copies of records. These are i 
contained on index slips or cards and sheets of paper located in an j 
Ol office or in the possession of the OI investigator. Certain 
management records are retained after the investigation report is 
released as a means of following action taken on the basis of the 
Ol investigative report. • 

Authority for maintenaiicc of the system: 5 U.S.C. 301, 7 CFR 2.33 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Routine use for law en¬ 
forcement purposes will include referral to the appropriate agency, > 

whether.Federal, State, local or foreign, charged with the responsi¬ 
bility for investigating or prosecuting a violation of law or of en¬ 
forcing or implementing the statute, rule, regulation or order issued | 
pursuant thereto, of any record within this system when informa- | 
tion available indicates a violation or potential violation of law, | 
whether civil, criminal or regulatory in nature, and whether arising 
by general statute or particular program statute, or by rule, regula¬ 
tion or order issued pursuant thereto. 

Policies and practices for storing, retrieving, accessing, retaining, I 
and disposing of records in the system: ' 

Storage: The OI Subject/Title Index consists of 3 inch by 5 inch 
cards or microfiche line items stored in steel cabinets. The investigative 
files are stored in steel lektriever cabinets. 

Retrievability: The cards or line items are arranged alphabeti¬ 
cally, and each card or line item identifies one or more Ol in¬ 
vestigative case file or administrative file arranged numerically by 
file number, but not individuaUy identifiable. 

Safeguards: These records are available within USDA and to 
others in the Executive Branch only upon proper identification and 
a need-to-know and are kept in a limited-access area during normal 
duty hours and in a locked office after duty hours. 

RetentNMi and disposal: The cards or line items are kept in¬ 
definitely and investigative case files are maintained for 30 years. 
Certain investigative case files of unusual significance are also kept 
indefinitely. Administrative files are kept for five years. 

System manageits) and address: Administrative Officer, Office of 
Investigation, U.S. Department of Agriculture, Washington, D.C. ^ 
20250. 

Inquiries and requests should be addressed to Assistant Director 
for Information, Research and Development, Office of Investiga¬ 
tion, U.S. Department of Agriculture, Washington, D.C. 20250. 

Systems exempted from certain provisions of the act: This system 
has been exempted from the provisions of sections (cK3), (d), 
(eXl). (eX4XG), (H), and (I) and (f) pursuant to 5 U.S.C. 552a (kX2) 
and (kX5) as investigatory material compiled for law enforcement 
purposes or complied solely for determining suitability, eligibility or 
qualifications for Federal civilian employment. This exemption is 
contained in 7 CFR 1.123, 40 Fed. Reg. 45103 (1975). 

USDA/OI—4 
System name: Liaison Records, USDA/OI 

System location: Headquarters Office in the Agriculture Adminis¬ 
tration Building, I4th and Independence Avenue, S.W., Washing¬ 
ton, D.C. 20250, and in the field offices set forth in the system of 
records designated USDA/OI. 

Categories of individuals covered by the system: Employees or of¬ 
ficials of Federal, State, and local governmental agencies 

Categories of records in the system: Such information as name, 
title, address, phone number, and type of assistance previously 
given or interest previously shown or expected 

Authority for maintenance of the system: 5 U.S.C. 301, 7 CFR 2.33 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Disclosed to other in¬ 
vestigative agencies (e.g., FBI, Secret Service, IRS) to coordinate 
investigative efforts or for those agencies to use in their indepen¬ 
dent investigations and to facilitate referral of OI investigative in¬ 
formation to other Executive Agencies that have an official in¬ 
terest. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Index cards and sheets of paper 
Retrievability: By name of person and A^ncy 
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Safeguards: Infurniation usually obtained from public records and 
available to OI employees and to others on request 

Retention and disposal: Information is kept indefinitely and 
disposed of when updated. Out-of-date information is discarded. 

System maiuiger(s) and address: Administrative Officer, Office of 
Investigation, U.S. Department of Agriculture, Washington, D.C. 
20230 

Nodfkalion procedure: Inquiries and requests should be ad¬ 
dressed to Assistant Director for Information, Research and 
Development, Office of Investigation, U.S. Department of Agricul¬ 
ture. Washington, D.C. 20230 

Record access procedures: To gain access to information in this 
system, send request to A.ssistant Director. IRD. 

Notification procedure: . 
Contesting record procedures: To contest information in this 

system, send request to the Assistant Director, IRD. 

Record source categories: Public documents and directories and 
previous contacts with individuals listed. 

USDA/OF-I 
System name: Administrative Billings and Collections, USDA/OF 

System location: USDA, Office of Finance, National Finance Center, 
New Orleans, Louisiana 70160 

Categories of individuals covered by the system: Individuals 
(USDA, former USDA or non-USDA employees) who art indebted 
to the Department for any reason. Some examples of indebtedness 
are; lost or damaged property, salary overpayments, outstanding 
travel advances, violations of transfer-of-stalion agreements, and 
misuse of Federal facilities. 

Categories of records in the system: The automated system establishes 
a master file containing debtors name, address, social security number, 
or assigned vendor number, amount of indebtedness, amount of current 
collection and amount of total billing. After a short while these records 
are transferred to a history file for inquiry use. 

Authority for maintenance of the system: 5 U.S.C. 301; 7 CFR 2.75 
Routine uses of records maintained in the system, including catego* 

lies of users and the purposes of such uses: (I) Forwarded to another 
agency when a USDA employee accepts employment with such 
agency; (2) Referred to the General Accounting Office for review 
in cases involving possible fraud. “Disclosure may be made to a 
congressional office from the record of an individual in response to 
an inquiry from the congressional office made at the request of that 
individual.” 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained on magnetic tape files and in file 
folders at the National Finance Center addressed above. 

Retrievability: Records are indexed by social security number or 
equivalent identifying number in case of non-USDA employees. 

Safeguards: File folders are kept in locked cabinets. Magnetic 
tape files are in locked computer room and library which can be ac¬ 
cessed by authorized personnel only. 

Retention and disposal: Master history magnetic tape files are 
retained indefinitely. Manual records are transferred for storage 
and disposition by the Federal Records Center in accordance with 
General Services Administration regulations. 

System manager(s) and address: Director, National Financp 
Center, Office of Finance, USDA, New Orleans, Louisiana 70160 

Notification procedure: Any individual may request information 
regarding this system of records, or information as to whether the 
system contains records pertaining to him from the System 
Manager. A request for information pertaining to an individual 
should be in writing and should contain: name, address, social 
security number and particulars involved (i.e., dates of claims, co¬ 
pies of correspondence, etc.). 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to a record in the system 
which pertains to him, by submitting a written request to the 
System Manager. 

Contesting record proecdures: Any individual may obtain informa¬ 
tion as to the procedures for contesting a record in the system 
which pertains to him, by submitting a written request to the 
System Manager. 

Record source categories: Information in this system comes 
primarily from USDA employees, former USDA employees, non- 
USDA employees, agency claimants, and USDA or other investiga¬ 
tion personnel. 

USDA/OBPE-1 
System name: Committee Management Records System, 

USDA/OBPE 
System location: USDA, Office of Budget, Planning and Evaluation, 

Management Division, Washington, D.C. 20250. 
Categories of individuals covered by the sy.stem: All individuals 

who are public members of USDA advisory committees are in¬ 
cluded in this system of records. 

Categories of records in the system: The system consists of mem¬ 
bership listings by committee name, state, ethnic affiliation, and 
female members. Keypunch cards are the basis for some of the 
above listings. 

Authority for maintenance of the system: 3 U.S.C. App. I 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such nses: Maintained as a means 
of responding to Congressional inquiries for names and numbers of 
citizens serving on committees from a particular State. “Disclosure 
may be made to a congressional office from the record of an in¬ 
dividual in response to an inquiry from the congressional office 
made at the request of that individual.” 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in notebooks and on keypunch 
cards. 

Retrievability: Records are indexed by names of individuals and 
by committee name. 

Safeguards: Records contain no sensitive information and are 
kept in regular office files. 

Retention and disposal: Records are retained until committee 
membership is changed. Obsolete listings are sent to the USDA 
historian. 

System manager(s) and address: Assistant Director, Management, 
Office of Budget, Planning and Evaluation, USDA, Washington, D C. 
20250 (202-447-6111). 

Notification procedure: Any individual may request information 
regarding this system of records, or information as to whether the 
system contains records pertaining to him, from the System 
Manager. A request for information pertaining to an individual 
should contain the individual's name, address, and name of the 
committee on which he is serving. 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to records in this system 
which pertain to him by submitting a written request to the System 
Manager. 

Contesting record proecdures: Any individual may obtain informa¬ 
tion as to the procedures for contesting a record in the system 
which pertains to him by submitting a request to the System 
Manager. 

Record source categories: Information in this system is collected by 
USDA agencies from published reference books (Who’s Who, etc.), 
from organizations which make recommendations of possible mem¬ 
bers, and from the prospective members. 

USDA/OF-2 
System name: Employee Travel and Transportation System, 

USDA/OF 
System location: USDA, Office of Finance, National Finance Center, 

New Orleans, Louisiana 70160 

Categories of individuals covered by the system: Individuals who 
have funds advanced to them for official travel use, individuals 
who have U. S. Government Transportation Requests assigned to 
them for use in purchasing tickets to be used for official travel and 
individuals who perform official USDA Travel and are reimbursed 
with Government Funds are included in this system. 

Categories of records in the system: This system consists of 
complete files on advances to and repayments by individuals, as¬ 
signment and use of Government Transportation Requests by in¬ 
dividuals, and payments for official travel to individuals. 

Authority for maintenance of the system: 3 U.S.C. 301; 7 CFR 2.73 
Routine uses of records maintained in the system, including catego- 
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rics of users and Ihe purposes of such uses: “Disclosure may be 
made to a congressional office from the record of an indisidual in 
response to an inquiry from the congressional office made at the 
request of that individual." 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained on computer tapes and disks at 
the National Finance Center addressed above. 

Retries ability: Records are indexed by Social Security Number 
and by name of individual. 

Safeguards: Limited access by authorized personnel with the in¬ 
formation needed to gain access into the system. 

Retention and disposal: Master history magnetic tapes are 
retained indefinitely. Manual records are transferred for storage 
and disposition by the federal Records Center in accordance with 
General Services Administration regulations. 

System manageris) and address: Director, National Finance 
Center, Office of Finance, I’SD.A, P.O. Box 60,(XX), New Orleans, 
Louisiana 70160 

Notification procedure: Any individual may request information 
regarding this system of records, or information as to whether the 
system contains records pertaining to him from the System 
Manager. 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to a record in the system 
which pertains to him, by submitting a written request to the 
System Manager. 

Contesting record procedures: Any individual may obtain informa¬ 
tion as to the procedures for contesting a record in the system 
which pertains to him, by submitting a written request to the 
System Manager. 

Record source categories: Information in this system comes 
primarily from individuals that request advances prior to travel, 
submit Travel Vouchers for reimbursement after travel is per¬ 
formed or request Government Transportation Requests for use in 
purchasing passenger tickets. Some of the information is obtained 
from the payroll and personnel systems maintained by the National 
Finance Center. 

LSDA/OF—3 
System name: Imprest Fund Payment System, USDA/OF 

System location: USDA, Office of Finance, National Finance Center, 
New Orleans, Louisiana 70160 

Categories of individuals covered by the system: All USDA im¬ 
prest cashiers and alternates and USDA employees designated as 
chiefs of field party. 

Categories of records in the system: The automated system 
establishes master files containing the name, social security 
number, employment address and telephone, and amount of ad¬ 
vance for each cashier, alternate cashier and chief of field party. It 
also includes records of disbursements, reimbursements, accounta¬ 
bility reports and verification and audit of funds. 

Authority for maintenance of the system: 5 U.S.C. 301; 7 CFR 2.75 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Referral to the Treasury 
Disbursing Office, Kansas City, Kansas, for approval and/or pay¬ 
ment and internal. “Disclosure may be made to a congressional of¬ 
fice from the record of an individual in response to an inquiry from 
the congressional office made at the request of that individual.” 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained on microfilm cartridges, mag¬ 
netic disks, magnetic tape, microfiche, and to a limited degree, in 
file folders. 

Retrievability: Records are indexed primarily by social security 
number of the individual cashier, alternate cashier, or chief of field 
party: and secondarily by imprest fund number. 

Safeguards: Records are kept in a locked room, to be accessed by 
authorized personnel only. 

Retention and disposal: Records will be retained indefinitely. 
System manager(s) and address: Director, National Finance 

Center, Office of Finance, USDA, P.O. Box 60,000, New Orleans, 
Louisiana 70160 

Notification procedure: Any individual may request information 

regarding this system of records, or ascertain whether the system 
contains records pertaining to him from the System Manager The 
request should be in writing and should contain; name, address, so¬ 
cial security number and particulars involved (i.e., date and type of 
document in question, etc.). 

Record access procedures: Any individual may obtain information 
on procedures for gaining access to a record in the system that per¬ 
tains to him by submitting a written request to the System 
Manager 

Contesting record procedures; Any individual may obtain informa¬ 
tion on procedures for contesting a record in the system that per 
tains to him by submitting a written request to the System 
Manager 

Record source categories: Information in this system is derived 
from diKuments submitted by USDA agencies and the Treasury 
Disbursing Office, Kansas City, Kansas. 

USDA/OF-* 
System name: Employees Personnel Fde, USDA/OF 
System location: Office of Finance, Administrative Office, United 
States Department of Agriculture. Washington. D C. 20250 

Categories of individuals covered by the system: Employees past 
and present that have been or are now employed by this office. 

Categories of records in the system: System consists of agency co¬ 
pies of personnel actions. 

Authority for maintenance of the system: 5 U.S.C. 301; 7 CFR 2.75. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: “Disclosure may be 
made to a congressional office from the record of an individual in 
response to an inquiry from the congressional office made at the 
request of that individual." 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in file folders at the address 
listed above. 

Retrievability: Records are kept in alphabetical file order with 
last name first under Divisional headings. 

Safeguards: Records are maintained in metal filing cabinets with 
access limited to those requiring the information for official pur¬ 
poses. 

Retention and disposal: Records are maintained indefinitely. 

System manager(s) and address: Administrative Officer, Office of 
Finance, United Slates Department of Agriculture, Washington, D.C. 
20250. 

Notification procedure: Any employee whose folder is maintained 
in this system may request information from and/or review his own 
folder at any time. Requests for review are normally informal and 
should be addressed to the System Manager. 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to a record in the system 
which pertains to him by submitting a request to the System 
Manager. 

Contesting record procedures: Any individual may obtain informa¬ 
tion as to the procedures for contesting a record in the system 
which pertains to him by submitting a request to the System 
Manager. 

Record source categories: Information contained in this system is 
primarily constructed from copies of personnel type actions routed 
to this office earmarked “Agency Copy.” 

USDA/OF—5 

System name: Uniform Allowance System, USDA/OF. 
System location: USDA, Office of Finance, National Finance Center, 

New Orleans, Louisiana. 
Categories of individuals covered by the system: All USDA em¬ 

ployees entitled to and receiving allowances for uniforms required 
in their work. 

Categories of records in the system: This system consists of 
complete files on advances, accruals and payments, to individuals 
within the Department, for uniform allowances. 

Authority for maintenance of the system: 5 U.S.C. 301; 7 CFR 
2.75. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: None. 
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Policies and praetkes for s>lorin|>, rdrkvinK, accessins, retaining, 
and disposing of records in the system: 

Storage: Records and maintained on computer tapes and disks at 
the National Finance Center addressed above. 

Retrievability: Records are indexed by Social Security Number 
and by name of individual. 

Safeguards; Limited access by authorized personnel and pass¬ 
words on the Data Base. 

Retention and disposal: Master history magnetic tapes are 
retained indefinitely. Manual records are transferred for storage 
and disposition by the Federal Records Center in accordance with 
General Services Administration regulations. 

System manager(s) and addres.s; Director, National Finance 
Center, OfTice of Finance, USDA, New Orleans, Louisiana 70160. 

Notifkation procedure: Any individual may request information 
regarding this system of records, or information as to whether the 
system contains records pertaining to him from the Director, Na¬ 
tional Finance Center, OfTicc of Finance, USDA. P O. Box 60,000, 
New Orleans, Louisiana 70160. 

Record access procedures: Any individual may obtain information as 
to the procedures for gaming access to a record in the system which 
pertains to him by submitting a request to the System Manager 

Contesting record procedures: Any individual may obtain information 
as to the procedures for contesting a record in the system which 
pertains to him by submitting a request to the System Manager. 

Record source caiegorks: Information in this system comes 
primarily from individuals that request payments of uniform al¬ 
lowances. 

USDA/OO-I ■ 
System name: Debarred, Ineligible and Suspended Bidders, 

USDA/OO 
System location; Office of Operations, Procurement, Grants and 

Agreements Management Staff, United States Department of 
Agriculture, Washington, D.C. 20250. 

Categories of individuals covered by the system: Individuals who, 
as principles or responsible employees of companies contracting 
with USDA or other Federal agencies, have committed or are 
suspected of having committed illegal or irresponsible acts in con¬ 
nection with the performance of those contracts. 

Categories of records in the system: The system consists of files 
on companks and their principle owners, officers or responsible 
employees The files contain correspondence relating to the per¬ 
formance of individuals and their companies under government 
contracts. 

Authority lor maintenance of the system: 41 CFR I-I.602 and 4- 
1.602. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Publication of the 
Debarred, Ineligible and Suspended List for distribution to USDA 
and other Federal purchasing offices. 2. Referral to the appropriate 
agency, whether Federal, state, local or foreign, charged with the 
lesponsibility of investigating or prosecuting a violation of law, or 
of enforcing or implementing the statute, rule, regulation or order 
issued pursuant thereto, of any record within this system when in¬ 
formation available indicates a violation or potential violation of 
law, whether civil, criminal or regulatory in nature, and whether 
arising by general statute or particular program statute, or by rule, 
regulation or order issued pursuant thereto. 3. Referral to a court, 
magistrate or administrative tribunal, or to opposing counsel in a 
proceeding before any of the above, of any record within the 
system which constitutes evidence in that proceeding, or which is 
sought in the course of discovery. “Disclosure may be made to a 
congressional office from the record of an individual in response to 
an inquiry from the congressional office made at the request of that 
individual.“Policies and praetkes for storing, retrieving, accessing, 
retaining, and disposing of records in the system: 

Poikks and praetkes for storing, retrieving, acces.sing. retaining, 
and disposing of records in the system: 

Storage: Records are maintained in file folders at the address 
above 

Retrkvability: Records are indexed by date and company or in¬ 
dividual name. 

Safeguards: Records are maintained in metal filing cabinets with 
access limited to those requiring the information for official pur¬ 
poses. 

Retention and disposal: Records are sent to Federal Records Cen¬ 
ters approximately 3 years after the close of a case and are 
destroyed approximately 2 years thereafter. 

System manager(s) and address: 
Director, Office of Operations 
United States Department of Agriculture 
Washington, D.C. 20250 

Notification procedure: Any individual may request information 
regarding this system of records, or information as to whether the 
system contains records pertaining to him from the Assistant 
Director, Office of Operations, Procurement, Grants and Agree¬ 
ments Management Staff, United States Department of Agriculture, 
Washington, D.C. 20250, Telephone—202-447-7527. A request for 
information pertaining to an individual should contain: Name; ad¬ 
dress; company name; date of debarment; ineligibility or suspen¬ 
sion date or date of last correspondence. 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to a record in the system 
which pertains to him by submitting a written request to the 
Director, Office of Operations. 

Contesting record procedures: Any individual may obtain informa¬ 
tion as to the procedures for contesting a record in the system 
which pertains to him by submitting a written request to the 
Director, Offke of Operations. 

Record source categories: Information in this system comes 
primarily from agency employees, other Federal agencies, law en¬ 
forcement officials or judicial officers. 

USDA/P&SA—1 

System name: Packers and Stockyards Administration-administra¬ 
tive records, USDA/P&SA. 

System location: Packers and Stockyards Administrative offke, 
Rm. 3044 South Building, United States Department of Agriculture, 
Washington, D C. and the Area Supervisors in charge of the follow¬ 
ing Administration field offices located at: Route I, Box 109, Sterling, 
Virgfnia 22170. Rm. 635, 1720 Peachtree Street, N.W., Atlanta, Georgia 
.30309; 208 Livestock Exchange Building, Denver, Colorado 80216; 
Rm. 8A36, Federal Building, 819 Taylor Street, Fort Worth, Texas 
76102; Suite 24, 537 Turtle Creek, South Drive, Indianapolis, Indiana 
46277; 828 Livestock Exchange Building, Kansas City, Missouri 64102; 
Rm 2W6, Federal Office Building, 15000 Aviation Boulevard, Lawn¬ 
dale, California 90260; Rm. 459, Federal Building, 167 North Main 
Street, Memphis, Tennessee 38103; 525 Milltown Road, North Bruns¬ 
wick, New jersey 08902; 909 Livestock Exchange Building, Omaha, 
Nebraska 68107; 9370 S. W. Greenburg Road, Suite E., Portland, 
Oregon 97223; 208 Post Office Building, Box 8, South St. Paul, 
Minnesota 55075; and Emmerson Building Annex, State Fairgrounds, 
Springfield. Illinois 62706. 

Categories of individuals covered by the system: Present and 
former employees of the Packers and Stockyards Administration. 

Categories of records in the system: The system includes person¬ 
nel (personnel record cards reflecting the name, date of birth, 
grade, salary, and employment history of present and former em¬ 
ployees; performance evaluation forms; requests for training 
authorizations; recommendations for promotion; copks of person¬ 
nel actions; and correspondence relating to individual employees' 
conduct), payroll and fiscal data required to meet the needs of 
agency personnel and fiscal responsibilities. 

Authority (or maintenance of the system: 5 U.S.C. 301; 7 CFR 2.54 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: The data contained in 
the foregoing records is routinely used to answer inquiries from 
agencies considering the employees identified in the system for em¬ 
ployment as well as for credit checks. This information is also used 
to initiate requests for investigation of Packers and Stockyards Ad¬ 
ministration employees for purposes of security and conduct. 
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“Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional 
office made at the request of that individual.” 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: With the exception of personnel record cards, all of 
these records are maintained on paper in file folders at the ap¬ 
propriate addresses cited. 

Retrievability: All of the records are indexed and retrievable by 
name of the individual employees. 

5vafeguards: The records are maintained in locked files. 
Retention and disposal: The personnel record cards are main¬ 

tained indefinitely The performance evaluation forms for current 
employees are maintained indefinitely and for separated employees 
two years after separation. The Time and Attendance reports are 
maintained for the current year and three years thereafter for em¬ 
ployees currently on the rolls. Final Time and Attendance reports 
are maintained for ten years after the date of separation of the em¬ 
ployees. Travel vouchers, copies of personnel actions, training 
documents, and recommendations for promotion are maintained for 
five years from the date of submission. Correspondence with 
respect to employee conduct is maintained while the employee 
remains on the rolls and for three years thereafter. The administra¬ 
tive officer of the Packers and Stockyards Administration physi¬ 
cally mutilates the records on the scheduled disposal date and they 
are thrown away with the agency’s waste. 

System manager(s) and address: Executive Assistant to the Ad¬ 
ministrator, Packers and Stockyards Administration, Rm. 3042- 
South Building, United States Department of Agriculture, Washing¬ 
ton, D.C. 20250 and Area Supervisors of field offices at locations 
previously specified. 

Notification procedure: Any individual may request information 
regarding this system of records or information as to whether the 
system contains records pertaining to him from the Executive 
Assistant to the Administrator, P&SA, USDA, Washington, D.C. 
20250 Telephone (202-447-7202) or the appropriate Area Supervisor. 
Requests for information pertaining to an individual should contain; 
Name, location at which the individual worked for the agency, and 
the approximate dates. 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to a record in the system 
which pertains to him by submitting a written request to the ap¬ 
propriate officials previously specified. 

Contesting record procedures: Use same procedures as for 
requesting access. 

Record source categories: /Information in this system comes 
primarily from the individuals concerned, personnel, training, travel 
and payroll records. 

LSDA/P&SA—2 
System name: Persons engaged in business as livestock market 

agencies and dealers under the provisions of the Packers and 
Stockyards Act, USDA/P&SA. 

System location: Registrations, Bonds, and Reports Branch, 
Livestock Marketing Division, Packers and Stockyards Administra¬ 
tion, United States Department of Agriculture, Washington, D.C. 
Also duplicate files for specific geographical areas maintained in 
the thirteen (13) Area Supervisory Offices of the P&SA. 

Categories of individuals covered by the system: Individuals who 
have applied for registration or are registered as livestock market 
agencies and dealers under the Packers and Stockyards Act. 

Categories of records in the system: The system consists of index 
cards bearing the names of individuals who are registered under the 
provisions of the Act. Also cross-reference cards bearing the names 
of individuals who are owners or officers of registrant firms. From 
the index cards access may be gained to other systems of records 
identified as follows: (1) Registration Record Cards, (2) Case 
Record Cards, (3) Bond Claim Record Cards, (4) Registration Ju¬ 
risdictional Files and (5) Stockyard Jurisdictional Files. 

Authority for maintenance of the system: 7 U.S.C. 181 et. seq. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: To answer inquiries from 
Federal and State agencies, livestock trade organizations, and 
others having a definite and proved interest in such records. 

Policies and practices (or storing, retrieving, acces.sing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in card file cabinets and file fol 
ders at the applicable address listed above 

Retrievability: All index cards are maintained in an alphabetical 
order by name of registrant and by name of owners or officers of 
registrant firms. 

Safeguards: Records arc kept in locked cabinets under the super 
vision of competent personnel. 

Retention and disposal: All files mentioned are maintained dunng 
active life of registration. When rendered inactive records are main 
tained for a period of two years in accordance with an approved 
records disposition schedule. 

System manager(s) and address: Chief, Registrations, Bonds and 
Reports Branch, Livestock Marketing Division, Packers and 
Stockyards Administration, USDA, Washington, D.C 20250 

Notification procedure: Any individual may request information 
regarding this system of records or information as to whether the 
system contains records pertaining to him from the Chief, Registra¬ 
tions, Bonds and Reports Branch, Livestock Marketing Division, 
P&SA, USDA, Washington, D.C. 20250, Telephone (202-447-4615 
or 16). A request for information pertaining to an individual should 
contain that individual's full name, and current mailing address. 

Record access procedures: Any individual desiring to gain access 
to a record maintained in the system which pertains to him may do 
so by submitting a written request to the appropriate official 
referred to in the preceding paragraph. 

Contesting record procedures: Use same procedures as followed 
in seeking access. 

Record source categories: Information in this system comes 
primarily from individuals who make application for registration or 
who are registered under the Packers and Stockyards Act, 1921, as 
amended. A limited amount of information in the system is ob¬ 
tained from other sources such as corporate surety companies, per¬ 
sons acting as trustee on bonds or Imnd equivalents and Packers 
and Stockyards Area Supervisory personnel. 

USD A/OP—1 
System name: Personnel and Payroll System for USDA employees, 

USD A/OP, 
System location: Office of Personnel, USDA, Washington, DC , 

the National Finance Center, P.O. Box 60,000, New Orleans. Loui¬ 
siana; and the personnel Offices at the following locations: 

ALABAMA Soil Conservation Service State Office, Soil Conser¬ 
vation Bldg., P.O. Box 311, Auburn, AL 36830; Farmers Home Ad¬ 
ministration State Office, Aronov Bldg., Rm. 717, 474 South Court 
St., Montgomery, AL 36104; Forest Service National Forest, Na¬ 
tional Forests in Alabama, 1765 Highland Ave., P.O. Box 40, Mont¬ 
gomery, AL 36101. 

ALASKA Forest Service Regional Office, Federal Office Bldg., 
P.O. Box 1628, Juneau, AK 99801. 

ARIZONA Forest Service National Forest, Coconino National 
Forest, P.O. Box 1268, Flagstaff, AZ 86002; Forest Service, RM 
Forest and Range Experiment Station, Forestry Sciences Laborato¬ 
ry, Northern Arizona University, Flagstaff, AZ 86001; Agricultural 
Marketing Service Milk Market Office, 2617 North 24th St., 
Phoenix, AZ 85008; Farmers Home Administration State Office, 
Federal Bldg., Rm. 6095, 230 North First Ave., Phoenix, AZ 85025, 
Soil Conservation Service State Office, 230 North First Avenue, 
6029 Federal Bldg., Phoenix, AZ 85025; Forest Service National 
Forest, Tonto National Forest, 102 So. 28th St., Phoenix, AZ 
85034, Forest Service National Forest, Prescott National Forest, 
P.O. Box 2549, Prescott, AZ 86301; Forest Service National Forest, 
Apache-Sitgreaves National Forests, Federal Bldg., P.O. Box 640, 
Springerville, AZ 85938; Forest Service, RM Forest and Range Ex¬ 
periment Station, Forest Hydrology Laboratory, Arizona State 
University, Tempe, AZ 85281; Forest Service National Forest, 
Coronado National Forest, P.O. Box 551, Tucson, AZ 85702, 
Forest Service, RM Forest and Range Experiment Station, Tu- 
mamoc Hill, University of Arizona, P.O. Box 4460, Tucson, AZ 
85717; Forest Service National Forest, Kaibab National Forest, 
P.O. Box 817, Williams, AZ 86046. 

ARKANSAS Forest Service National Forest, Ouachita National 
Forest, Reserve and Broadway Street, Federal Bldg., P.O Box 
1270, Hot Springs National Park, AR 7I90I; Agricultural Marketing 
Service Milk Market Office, 3518 W. Roosevelt Rd., Little Rock, 
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AR 72204. Farmers Hume Adnunistratiun .Slate Office, 5529 
Federal Office Bldg , 700 W Capitol. l ittle Rock, AR 72203; 
Forest ServKC National Forest. Ozark St. Francis National Forest, 
W Main and Fargo. P.O. Box lOOK, Russellville, AR 72K0I. 

CALIFORNIA Forest Service National Forest, Modoc National 
Forest, P O, Box 611, Alturas, CA 96101; Agricultural Research 
Service Western Regional Administrative Office, 2K50 Telegraph 
Ave.. Berkeley, CA 94705, Forest .Service Pacific Southwest Forest 
aiui Range F'xpenment Station, I96(» Addison St., P (). Box 245 
Berkeley, CA 94704, Fcrresl .Service National Forest. Inyo National 
Forest, 2957 Bitch St., Bishop. CA 93514, Soil Conservation Ser 
vice State Office, 2828 Chiles Rd., P.O. Box 1019, Davis, CA 
95616. Forest Service National Forest, Six Rivers National F'orest, 
710 E. Street, Eureka, CA 95501; Forest Service National Forest, 
Sierra National Forest. Federal Bldg., Rm. 3304, 1130 O Street. 
Fresno, CA 93721, Forest Service National Forest, Los Padres Na¬ 
tional Forest, 42 Aero Camino, floleta, CA 9.3017, Forest Service 
National Forest. Tahtve National Forest, Highway 49 and Coyote 
St., Nevada City, CA 95959; Forest Service National Forest, An¬ 
geles National Forest, 150 South Robles, Pasadena, CA 91101; 
Forest Service National Forest, Eldorado National Forest, 100 
Fomi Rd., Placerville, CA 95667; Forest Service National Forest, 
Sequoia N„tional Forest, 900 W. Grand Ave., Porterville, CA 
93257; Forest Service National Forest, Plumas National Forest, 159 
Lawrence St., Quincy, CA 959'^!; Forest Service National Forest, 
Shasta Trinity National Forest, 1615 Continental St., Redding, CA 
96001, Forest Service National Forest, San Bernardino National 
Forest, 144 N. Mountain V'iew Ave., San Bernardino, CA 92408; 
Forest Service National Forest, Cleveland National Forest, 3211 
Fifth Ave., San Diego, CA 92103, Food and Nutrition Service 
Western Regional Office, 550 Kearny St., Rm. 400, San Francisco. 
CA 94111, Forest Service National Forest, Stanislaus National 
Forest, 175 S. Fairview Ln., Sonora. CA 95370; Forest Service Na¬ 
tional Forest, Lassen National Forest, 707 Nevada St., Susanville, 
CA 96130; Forest Service National Forest, Mendocino National 
Forest, 420 E. Laurel St., Willows, CA 95988; Fanners Home Ad¬ 
ministration Stale Office, 459 Cleveland St., Woodlawn, CA 95695, 
Forest Service National Forest, Klamath National Forest, 1215 S. 
Main. Yreka, CA 90697. 

COLORADO Forest Service National Forest, Grand Mesa-Un- 
compahgre Gunnison National Forests, 11th and Main, P.O. Box 
138, Delta, CO 81416; Agricultural Marketing Service Milk Market 
Office, 4411 E. Kentucky Ave., Denver, CO 80222; Farmers Home 
Administration State Office, I Diamond Plaza, Rm. 231, 2490 W. 
26th Ave., Denver, CO 80211; Forest Service Regional Office, 
Federal Center, Bldg. 85, Denver, CO 80225; Soil Conservation 
Service State Office, 1 Diamond Plaza, Rm. 313, 2490 W. 26th 
Ave., Denver, CO 80211; Forest Service National Forest, San Juan 
National Forest, Oliger Bldg., P.O. Box 341, Durango, CO 81301; 
Forest Service Rocky Mountain Forest and Range Experiment Sta¬ 
tion, 240 W. Prospect St., Ft. Collins, CO 80521; Forest Service 
National Forest, Arapaho-Roosevelt National Forests, Rocky 
Mountain Bank and Trust Bldg., 211 Canyon St., Ft. Collins, CO 
80521; Forest Service National Forest, White River National 
Forest, P.O. Bldg., Box 948, Glenwood Springs, CO 81601; Forest 
Service National Forest, Rio Rande National Forest, Rt. 2, Monte 
Vista, CO 81144; Forest Service National Forest, Pike-San Isabel 
National Forests, P.O. Bldg., Box 753, Pueblo, CO 81002; Forest 
Service National Forest, Routt National Forest, Hunt Bldg., P.O. 
Box 1198; Steamboat Springs, CO 80477; 

CONNECTICUT Soil Conservation Service State Office. Man¬ 
sfield Professional Park, Rt 44A, Storrs, CT 06268; 

DELAWARE Farmers Home Administration State Office, 153 
Chestnut Hill Rd., Newark, DE 19711; 

FLORIDA Agricultural Marketing Service Milk Market Office, 
Sunrise Center, Professional Bldg., P.O. Box 4886, Ft. Lauderdale, 
FL 33304; Farmers Home Administration State Office, Federal 
Bldg., Rm. 212, 401 SE., First Ave., Gainesville, FL 32601; Soil 
Conservation Service Slate Office, Federal Bldg., P.O. Box 1208, 
Gainesville, FL 32601; Forest Service National Forest, National 
Forests in Florida, 214 S. Bronough St., P.O. Box 1050, Tallahas¬ 
see, FL 32302; 

GEORGIA Agricultural Marketing Service Milk Market Office, 
11 Corporate Square, Rm. 200, P.O. Box 49025, Atlanta, GA 30329; 
Forest Service Regional Office, Suite 800, 1720 Peachtree Rd., 
NW, Atlanta, GA 30309; Forest Service Southeastern Area, State 
and Private Forestry, Suite 700, 1720 Peachtree Rd., NW, Atlanta, 
GA .30309; Agricultural Research Service Richard B. Russell 
Agricultural Research Center, College Station Rd., P.O. Box 5677, 
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Athens, GA .30604; Farmers Home Administration Slate Office, 355 
E. Hancock, P.O. Box 1848, Athens, GA 30601; SoJ Conservation 
Service Slate Office, Federal Bldg., 355 E. Hancock Ave. Pi) 
Box 832, Athen, GA 3W>0I; Forest Service National Forest, Chat 
tahoochee-Oconec National Forest, 601 Braod St., Gainesville, (lA 
30.501, 

HAWAII Soil Conservation Service State Office, Alexander 
Young Bldg Rm. 440. Honolulu, HI 96813; 

IDAHO Farmers Home Administration State Office, Federal 
Bldg., Rm 402, 304 N. 8th St., Boise, ID 83702, Forest ServKc Na¬ 
tional F'orest, Boise National Forest, 1075 Park Blvd., Boise, ID 
83706, Soil Conservation Service State Office, 304 N. 8th St , P.O 
Box 38, Boise, ID 83702; Forest Service National Forest, Challis 
National Forest. Forest Service Bldg., P.O. Box 247, Challis, ID 
83226; Forest Service National Forest, Idaho Panhandle National 
Forest, 218 N. 23rd., Coeur d'Alene, ID 83814; Forest .Service Na¬ 
tional Forest, Nezperce National Forest, 319 E. Main St , Oran¬ 
geville, ID 83530, Forest Service National Forest, Payette National 
Forest, Forest Service Bldg., P.O. Box 1026 McCall, ID 83638, 
Forest .Service National Forest, Clearwater National Forest, P.O. 
Box 752, Orofino, ID 83.544; Forest Service National Forest. 
Caribou National Forest, 427 N. Sixth Ave., P.O Box 4189, 
Pocatello, ID 83201; Forest Service National Forest, Targhee Na¬ 
tional Forest, 420 N. Bridge St., St. Anthony, ID 83445; Forest Ser¬ 
vice National Forest Salmon National Forest, Forest Service Bldg., 
P.O. Box 729, Salmon, ID 83467; Forest Service National Forest, 
Sawtooth National Forest, 1525 Addison Ave., E., Twin Falls, ID 
83301; 

ILLINOIS Farmers Home Administration State Office, 2106 W. 
Springfield Ave., Champaign, IL 61820, Soil Conservation Service 
State Office, Federal Bldg., 200 W. Church St., P.O Box 678, 
Champaign, IL 61820; Agricultural Marketing Service Milk Market 
Office. 72 W. Adams St., Rm. 814, Chicago, IL 60603; Food and 
Nutrition Service Midwest Re^onal Office, 536 S. Clark St., 
Chicago, IL 60605; Forest Service National Forest, Shawnee Na¬ 
tional Forest, 317 E. Poplar, Harrisburg, IL 62946; Agricultural 
Research Service Northcentral Regional Administrative Office. 200 
W. Pioneer Pkwy., Peoria, IL 61614; 

INDIANA Forest Service National Forest, Wayne-Hoosier Na¬ 
tional Forest, 1615 J St., Bedford, IN 47421; Agricultural Marketing 
Service Milk Market Office, 3130 N. Brouse Ave., P.O. Box 55527, 
Indianapolis, IN 46205; Fanners Home Administration State Office, 
Suite 1700, Atkinson Square-W 5610 Crawfordsville Rd., Indi¬ 
anapolis, IN 46224; 

IOWA Fanners Home Administration State Office, Federal 
Building, Rm. 873, 210 Walnut St., Des Moines, lA 50309; Soil 
Conservation Service State Office, Federal Bldg., Rm 823, 210 
Walnut St., Des Moines, lA 50309; 

KANSAS Agricultural Marketing Service Milk Market Office, 
7939 Floyd Ave., P.O. Box 4606, Overland Park, KS 66204; SoU 
Conservation Service State Office, 760 S. Broadway, P.O. Box 600, 
Salina, KS 67401; Fanners Home Administration State Office. New 
England Bldg., Rm 630, 5th and Kansas, Topeka, KS 66603; 

KENTUCKY Fanners Home Administration State Office. 333 
Waller Ave., Lexington, KY 40504; Soil Conservation Service State 
Office 333 Waller Ave., Lexington, KY 40504; Agricultural Market¬ 
ing Service Milk Market Office, 3920 Bardstown Rd., P O. 
Box 180.30, Louisville. KY 40218, Forest Service National Forest, 
Daniel Boone National Forest, 100 Vaught Rd., Winchester, KY 
40391; 

LOUISIANA Farmers Home Administration State Office, 3727 
Government St., Alexandria, l.A 71301; Soil Conservation Service 
State Office, 3737 Government St., P.O. Box 16.30, Alexandria, LA 
71301; Agricultural Marketing Service Milk Market Office, .3001 
Ridgelake Dr., P.O. Box 456, Metairie, LA 70004; Agricultural 
Research Service Southern Regional Administrative Office, 701 
Loyola Ave., P.O. Box 53326, New Orleans, LA 7015.3; Forest Ser¬ 
vice Southern Experiment Station, T-I02I0 Federal Bldg., 701 
Loyola Ave.. New Orleans, LA 70113; Forest Service National 
Forest, Kisatchie National Forest, 2500 Shreveport Hwy., Pineville. 
LA 71360; Forest Service, SA, State and Private Forestry. Alexan¬ 
dria Field Office, 2500 Shreveport Hwy., Pineville, LA 71360; 

MAINE Earmers Home Administration State Office. USDA Of¬ 
fice Bldg., Orono, ME 04473; Soil Conservation Service Stale Of¬ 
fice, USDA Bldg., University of Maine, Orono, ME 04473, 

MARYLAND Agricultural Research Service Northeastern Re¬ 
gional Administraive Office, Administration Bldg., Beltsville 
Agricultural Research Center-West, Beltsville, MD 20705; Soil Con- 
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servation Service Sate Office. Hartwick Bldg., Rm ^22. 4321 Hart- 
wick Rd.. College Park, MD 20740; Soil Conservation Service Car¬ 
tographic Division, Federal Center Bldg., Hyattsville, MD 20782; 

MASSACHUSF'TTS Soil Conservation Service State Office, 27- 
29 Cottage St., Amerst, M.\ 01002; Agricultural Marketing Service 
Milk Market Office, 230 Congress St., Rm 403, Boston, MA 02110; 

MICHIGAN Agricultural Marketing Service Milk Market Office. 
2684 W. II Mile Rd.. Berkley. MI 48072; Forest Service National 
Forest. Huron-Manistee National Forest, 421 S. Mitchell St., Cadillac. 
MI 49t>0l; Farmers Home Administration State Office 1405 S. Har 
rison Rd.. Rm 209, E. Lansing. MI 48823; Soil Conservation Ser¬ 
vice State OlTice. 1405 S. Harrison Rd., E. Lansing, Ml 48823. 
Forest Service National Forest. Hiawatha National Forest. P.O 
Bldg.. Escanaba. MI 49829; Forest Service National Forest, Ottawa 
National Forest. Ironwood, MI 49938; 

MINNESOTA Forest Service National Forest. Chippewa Na 
tional Forest. Cass l.ake, MN 56633; Agricultural Marketing Ser¬ 
vice Milk Market Office. 508 Providence Bldg., P.O. Box 62, Du 
luth, MN 55801; Forest Service National Forest. Superior National 
Forest, Duluth, MN 55801; Agricultural Marketing Service Milk 
Market Office, 7703 Normandale Rd.. Rm. 100, Minneapolis. MN 
55435; Animal and Plant Health Inspection Service Minneapolis 
Commodity Office, 6400 France Ave., S. Minneapolis, MN 55435. 
Agricultural Marketing Service Milk Market Office, 909 6th St., 
NW., Rochester, MN 55901; Farmers Home Administration State 
Office, 252 Federal Office Bldg, and U.S. Court House, St. Paul. 
MN 55101; Forest Service Northcentral Forest Experiment Station. 
Folwcll .Ave . St Paul. MN 55101, Soil Conservation Service State 
Office. 200 Federal Bldg and U.S. Courthouse, 316 N. Roberts St.. 
St. Paul, MN 55101; 

MISSISSIPPI Farmers Home Administration Slate Office, Milner 
Bldg., Rm. 528, Jackson, MS 39201; Soil Conservation Service 
State Office, Milner Bldg., P.O. Box 610, Jackson. MS 39205; 
Forest Service National Forest, National Forests in Mississippi, 350 
Milner Bldg., Jackson, MS 39205; Forest Service. SA, State and 
Private Forestry, Project Manager. Y-LT, Adams Bldg., P.O. Box 
69. Oxford, MS 38655; 

MISSOURI Farmers Home Administration State Office. Parkade 
Plaza, Terrace Level, Columbia, MO 65201; Soil Conservation Ser¬ 
vice State Office, Parkade Plaza, Terrace Level, P.O. Box 459. 
Columbia, MO 65201, Agricultural Stabilization and Conservation 
Service Personnel Field Office, 8930 Ward Pky., Kansas City, MO 
64114; Forest Service National Forest, National Forests in Missou¬ 
ri, Rolla, MO 65401; Agricultural Marketing Service Milk Market 
Office. 2550 Schuetz Rd., P.O. Box 1485, Maryland Heights, St 
Louis, MO 63042; Fanners Home Administration Finance Office, 
1520 Market St.. St. Louis. MO 63103; 

MONTANA Forest Service National Forest, Custer National 
Forest. P.O. Box 2556, Billings, MT 59103; Fanners Home Ad¬ 
ministration State Office, Federal Bldg., P.O. Box 850, Bozeman, 
MT 59715; Forest Service National Forest, Gallatin National 
Forest, Federal Bldg., Bozeman. MT 59715; Soil Conservation Ser¬ 
vice State Office. Federal Bldg., P.O. Box 970, Bozeman, Ml 
59715; Forest Service National Forest, Deerlodge National Forest, 
107 E. Granite, Butte, MT 59701; Eorest Service National Forest. 
Beaverhead National Forest, State Hwy. 41 and Skihi St., Dillon. 
MT 59725; Forest Service National Forest, Lewis and Clark Na¬ 
tional Forest, Federal Bldg., Great Falls, MT 59401; Forest Service 
National Forest, Helena National Forest, Steamboat Block Bldg., 
616-618 Helena Ave., Helena. MT 59601; Forest Service National 
Forest, Flatheat National Forest, 290 N. Main, Kalispell, MT 
59901; Forest Service National Forest. Kootenai National Forest, 
418 Mineral Ave., Libby, MT 59923; Forest Service Regional Of¬ 
fice, Federal Bldg., Missoula, MT 59801; Forest Service National 
Forest, Lolo National Forest. 2801 Russell, Missoula, MT 59801, 
Forest Service, Intermountain Forest and Range Experiment Sta¬ 
tion, Forestry Sciences and Northern Forest Fire Laboratories, 
University of Montana, Drawer G, Missoula, MT 59801; 

NEBRASKA Forest Service National Forest, Nebraska National 
Forest, P.O. Box 999, Chadron, NB 69337; Farmers Home Ad¬ 
ministration State Office. Federal Bldg, and Courthouse, Rm. 430, 
129 N. 10th St., Lincoln, NB 68508; Forest Service, RM Forest and 
Range Experiment Station, University of Nebraska, 205 Miller 
Hall, E. Campus, Lincoln, NB 68503; Soil Conservation Service 
State Office. 134 S. I2th St.. Lincoln, NB 68508; 

NEVADA Forest Service National Forest, Humboldt National 
Forest, 976 Mountain City Hwy., Elko, NV 89801; Soil Conserva¬ 
tion Service State Office, U.S. Post Office Bldg., Rm. 234, P.O. 
Box 4850, Reno, NV 89505; Forest Service National Forest. 

Toiyabe National Forest, III N Virginia, Rm 601. Reno, NV 
89501. 

NEW HAMPSHIRE Soil Conservation Service State Office, 
Federal Bldg,, Durham, NH 03824; 

NEW JERSEY Food and Nutrition Service Northeast Regional 
Office. 707 Alexander Rd., Princeton. NJ 08540; Soil Conservation 
Service State Office, 1370 Hamilton St., P.O Box 219, Somerset. 
NJ 08873; 

NEW MEXICO Forest Service National Forest, l.incoln Na 
tional Forest, Federal Bldg.. Ilth and New York, Alamogordo, NM 
88310; Farmers Home Administration State Office, Federal Bldg , 
Rm 3414, 517 Gold Ave., SW, Albuquerque, NM 87102, Forest 
Service Regional Office. 517 Gold Ave., SW, Albuquerque, NM 
8'7102, Forest Service National Forest, Cibola National Forest, 
10308 Candelaria, NE, Albuquerque, NM 87112; Forest Service 
Riveky Mountain Forest and Range Experiment Station, New 
Federal Bldg., Rm 5423, 517 Gold Ave., SW, Albuquerque, NM 
87101, Soil Conservation Service State Office, 517 Gold Ave , SW, 
P.O. Box 2007, Albuquerque, NM 87103; Forest Service National 
Forest. Santa Fe National Forest, P.O. Box 1689, Santa Fe, NM 
87501; Forest Service National Forest, Gila National Forest. 301 
W College Ave., Silver City, NM 88061; Forest Service National 
Forest, Carson National Forest, Forest Service Bldg., P.O. Box 
558, Taos. NM 87571; 

NEW YORK Agricultural Research Service Plum Island Animal 
Disease Center. P.O. Box 848, Greenport, Long Island, NY 11944, 
Agricultural Marketing Service Milk Market Office, 205 E 42nd 
St.. New York, NY 10017; Farmers Home Administration State Of 
fice, Midtown Plaza, Rm. 214, 700 E. Water St., Syracuse, NY 
13210; Soil Conservation Service State Office, Midtown Plaza. Rm 
400, 700 E. Water St.. Syracuse. NY 13210; 

NORTH CAROLINA Forest Service Southeastern Experiment 
Station, P.O. Box 2570, Asheville, NC 28802; Forest Service Na 
tional Forest, National Forests in North Carolina, 50 S. French 
Broad Ave., P.O. Box 2750, Asheville. NC 28802; Farmers Home 
Administration State Office, Federal Bldg., Rm 514, 310 New Bern 
Ave.. Raleigh. NC 27601; Soil Conservation Service State Office, 
Federal Office Bldg., 310 New Bern Ave., P.O. Box 27307, Raleigh, 
NC 27611; 

NORTH DAKOTA Farmers Home Administration State Office. 
Federal Bldg., Rm. 208, 3rd and Rosser Ave., Bismarck, ND 58501, 
Soil Conservation Service State Office, Federal Bldg., P.O. Box 
1458, Bismarck, ND 58501; Forest Service, RM Forest and Range 
Experiment Station, Shelterbelt Laboratory, P.O. Box 25, Bot¬ 
tineau. ND 58318; 

OHIO Agricultural Marketing Service Milk Market Office, 7503 
Brookpark Rd., P.O. Box 29066, Cleveland, OH 44129; Agricultural 
Marketing Service Milk Market Office; 45W Heaton Rd., P.O. Box 
29226, Columbus, OH 43229; Farmers Home Administration State 
Office, Old Post Office Bldg., Rm. 316, 121 E. Slate St., Columbus. 
OH 43215; Soil Conservation Service State Office, 311 Old Federal 
Bldg., 3rd and State Sts., Columbus, OH 43215; 

OKLAHOMA Farmers Home Administration State Office, 
Agricultural Center Office Bldg., Stillwater, OK 74074; Soil Con¬ 
servation Service State Office, Agriculture Center Bldg., Farm Rd. 
and Bnimley St., Stillwater, OK 74074; Agricultural Marketing Ser¬ 
vice Milk Market Office, 4325 E. 51st St., P.O. Box 45563 Tulsa, 
OK 74145; 

OREGON Eorest Service National Forest, Wallow a-Whitman 
National Forest, Main and Auburn, Baker, OR 97814; Forest Ser 
vice National Forest, Deschutes National Forest. 211 E. Revere 
Ave., Bend, OR 97701; Forest Service National Forest, Siuslaw 
National Forest. 545 S. 2nd St., Corvallis, OR 97330, Forest Ser¬ 
vice Pacific Northwest Forest and Range Experiment Station. 
Forestry Sciences Laboratory, 3200 Jefferson Way, Corvallis, OR 
97331; Forest Service National Forest, Willamette National Forest, 
210 E. 11th St.. Eugene, OR 97401; Forest Service National Forest, 
Siskiyou National Forest, 1504 NW 6th St., Grants Pass, OR 97526, 
Forest Service National Forest, Malheur National Forest, 139 NE 
Dayton St.. John Day, OR 97845; Forest Service National Forest, 
Winema National Forest, P.O. Bldg., Klamath Falls, OR 97601; 
Forest Service National Forest, Fremont National Forest, 34 D St., 
N.. Lakeview, OR 97630; Forest Service National Forest, Rogue 
River National Forest, P.O. and Federal Bldg., Medford, OR 97501, 
Forest Service National Forest, Umatilla National Forest, 2517 SW 
Hailey Ave., Pendleton, OR 97801; Farmers Home Administration 
State Office, 1218 SW Washington St., Portland, OR 97205, Forest 
Service Pacific Northwest Forest and Range Experiment Station, 
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P.O. Box 3141, Portland, OR 97208; Forest Service Regional Of¬ 
fice, P.O. Box 3623, Portland, OR 97208; Forest Service National 
Forest, Mt. Hood National Forest, 2440 SB l9Sth Ave., Portland, 
OR 97223; Soil Conservation Service State Office, Washington 
Bldg., 1218 SW Washington St., Portland, OR 97205; Soil Conser¬ 
vation Service Technical Service Center, 511 NW Broadway, Port¬ 
land, OR 97209; Agricultural Marketing Service Milk Market Of¬ 
fice, Fanners Center Bldg., 6700 SW Vams St., P.O. Box 23354, 
Portland, OR 97223; Forest Service National Forest, Ochoco Na¬ 
tional Forest, Federal Bldg., Prinevillc, OR 97754; Forest Service 
National Forest, Umpqua National Forest, Federal Office Bldg., 
Roseburg, OR 97470; 

PENNSYLVANIA Fanners Home Administration State Office, 
Federal Bldg., Rm. 728, 228 Walnut St., P.O. Box 905, Harrisburg, 
PA 17108; Soil Conservation Service State Office, Federal Bldg, 
and Court House, P.O. Box 985 (Fed. Square Station), Harrisburg, 
PA 17108; Agricultural Research Service Eastern Regional 
Research Center, 600 E. Mermaid Ln., Philadelphia, PA 19118; 
Forest Service Northeastern Area, State and Private Forestry, 6816 
Market St., Upper Darby, PA 19082; Forest Service Northeastern 
Experiment Station, 6816 Market St., Upper Darby, PA 19082; Soil 
Conservation Service Technical Service Center, 7700 W. Chester 
Pike, Upper Darby, PA 19082; Forest Service National Forest, Al¬ 
legheny National Forest, P.O. Bldg., Warren, PA 16365; 

SOUTH CAROLINA Forest Service, Forest Manager, Savannah 
River Project, AEC, P.O. Box A, Aiken, SC 29802; Farmers Home 
Administration State Office, Federal Bldg., Rm. 604 , 901 Sumter 
St., Columbia, SC 29201; Forest Service National Forest, Francis 
Marion-Sumter National Forest, 1801 Assembly St., 2nd Floor, 
Columbia, SC 29201; 

SOUTH DAKOTA Forest Service National Forest, Black Hills 
National Forest, Forest Service Office Bldg., P.O. Box 792, Custer, 
SD 57730; Farmers Home Administration State Office, Christen 
and Hohm Bldg., 239 Wisconsin Ave., SW, Huron, SD 57350; Soil 
Conservation Service State Office, 239 Wisconsin Ave., SW, P.O. 
Box 1357, Huron, SD 57350; Forest Service, RM Forest and Range 
Experiment Station, Forest Research Laboratory, South Dakota 
School of Mines and Technology, Rapid City, SD 57701; 

TENNESSEE Agricultural Marketing Service Milk Market Of¬ 
fice, 119 Belmont Dr., P.O. Box 3007, Bristol, TN 37620; Forest 
Service National Forest, Cherokee National Forest, 2321 Ocoee 
St., NW, P.O. Box 400, Cleveland, TN 37311; Farmers Home Ad¬ 
ministration State Office, 538 U.S. Court House Bldg., 801 Broad- 
w.iy, Nashville, TN 37203; Soil Conservation Service State Office, 
561 U.S. Court House, Nashville, TN 37203; 

TEXAS Agricultural Marketing Service Milk Market Office, 
11061 Shady Trail, P.O. Box 34689, Dallas, TX 75234; Food and 
Nutrition Service West-Central Regional Office, 1100 Commerce 
St., Rm. 5-D-22, Dallas, TX 75202; Forest Service National Forest, 
National Forests in Texas, 3rd and Lufkin Ave., P.O. Box %9, 
Lufkin, TX 75901; Farmers Home Administration State Office, 
3920 S. General Bruce Dr., Temple, TX 76501; Soil Conservation 
Service State Office, 16-20 S. Main St., P.O. Box 648, Temple, TX 
76501; Soil Conservation Service Technical Service Center, Ft. 
Worth Federal Center, P.O. Box 11222, Fort Worth, TX 76110; 

UTAH Forest Service National Forest; Dixie National Forest, 
500 S. Main St., Cedar City, UT 84720; Forest Service Intermoun¬ 
tain Experiment Station, Federal Bldg., 507-25th St., Ogden, UT 
84401; Forest Service Regional Office, Federal Office Bldg., 324 - 
25th St., Ogden, UT 84401; Forest Service National Forest, Manti- 
LaSal National Forest, 350 E. Main St., Price, UT 84501; Forest 
Service National Forest, Unita National Forest, Federal Bldg., P.O. 
Box 1428, Provo, UT 84601; Forest Service National Forest, 
Fishlake National Forest, 170 N. Main St., Richfield, UT 84701; 
Farmers Home Administration State Office, Federal Bldg., Rm. 
5311, 125 S. State St., Salt Lake City, UT 84138; Forest Service 
National Forest, Wasatch National Forest, 4438 Federal Bldg., 125 
S. State St., Sait Lake City, UT 84111; Soil Conservation Service 
State Office, 4012 Federal Bldg., 125 S. State St., Salt Lake City, 
UT 84138; Forest Service National Forest, Ashley National Forest, 
437 E. Main St., Vernal, UT 84078; 

VERMONT Soil Conservation Service State Office, 1 Burlington 
Square, Burlington, VT 05401; Farmers Home Administration State 
Office, 141 W. Main St., P.O. Box 588, Montpelier, VT 05602; 
Forest Service National Forest, Green Mountain National Forest, 
Federal Bldg., Rutland, VT 05701; 

VIRGINIA Agricultural Marketing Service Milk Market Office, 
300 N. Lee St., Rm. 320, Alexandria, VA 22314; Forest Service Na¬ 
tional Forest, George Washington National Forest, 210 Federal 

Bldg., P.O. Box 233, Harrisonburg, VA 22801; Fanners Home Ad¬ 
ministration State Office. Federal Bldg., Rm. 8213, 400 N. Eighth 
St., Richmond VA 23240; Soil Conservation Service State Office, 
400 N. Eighth St., P.O. Box 10026, Richmond, VA 23240; Forest 
Service National Forest, Jefferson National Forest, 3517 Brandon 
Ave., SW, P.O. Box 4009, Roanoke, VA 24015; 

WASHINGTON Forest Service National Forest, Colville Na 
tional Forest, Colville, WA 99114; Forest Service National Forest, 
Okanogan National Forest, 219 2nd Ave., S., Okanogan, WA 
98840; Forest Service National Forest. Olyn;pic National Forest, 
Federal Bldg., Olympia, WA 98501; Agricultural Marketing Service 
Milk Market Office, 16 W. Harrison St., Seattle, WA 98119; Forest 
Service National Forest, Mt. Baker-Snoqualmie National Forests, 
1601 Second Ave., Bldg., Seattle, WA 98101; Soil Conservation 
Service State Office, 360 U.S. Courthouse, W. 920 Riverside Ave., 
Spokane, WA 99201; Forest Service National Forest, Gifford 
Pinchot National Forest, 500 W. 12th St., Vancouver, WA 98660; 
Fanners Home Administration State Office, Federal Office Bldg., 
Rm. 319, 301 Yakima St., Wenatchee, WA 98801; Forest Service 
National Forest, Wenatchee National Forest, 301 Yakima St., 
Wenatchee, WA 98801; 

WEST VIRGINIA Forest Service National Forest, Monongahela 
National Forest USDA Bldg., Sycamore St., Elkins, WV 26241; 
Farmers Home Administration State Office, Federal Bldg., Rm 320, 
75 High St., Morgantown, WV 26505; Soil Conservation Service 
State Office, 75 High St., P.O. Box 865, Morgantown, WV 26505; 

WISCONSIN Forest Service Forest Products Laboratory, N. 
Walnut St., P.O. Box 5130, Madison, WI 53705; Soil Conservation 
Service State Office, 4601 Hammersley Rd.. P.O. Box 4248, Madis¬ 
on, WI 53711; Forest Service Regional Office, 633 W. Wisconsin 
Ave., Milwaukee, WI 53203; Forest Service National Forest, 
Chequamegon National Forest, Federal Bldg., Park Falls, WI 
54552; Forest Service National Forest, Nicolet National Forest, 
Federal Bldg., Rhielander, WI 54501; Farmers Home Administra¬ 
tion State Office, First Financial Plaza, Suite 209, 1305 Main St., 
Stevens Point, WI 54481; 

WYOMING Fanners Home Administration State Office* Federal 
Bldg., Rm. 3213, 100 E. B. St., Casper, WY 82601; Soil Conserva¬ 
tion Service State Office, Federal Office Bldg., P.O. Box 2440, 
Casper, WY 82601; Forest Service National Forest, Shoshone 
Bighorn National Forests, Blair Bldg. No. 1, Cody, WY 82414; 
Forest Service National Forest, Bridger-Teton National Forest, 
Forest Service Bldg., P.O. Box 1888, Jackson, WY 83001; Forest 
Service National Forest, Medicine Bow National Forest, Box 3355, 
University Station, Laramie, WY 82070; Forest Service, RM Forest 
and Range Experiment Station, Forest Range and Watershed 
Laboratory, University of Wyoming, Laramie, WY 82070; 

PUERTO RICO Farmers Home Administration State Office, 
Segarra Bldg., Fifth Floor, 1409 Ponce deLeon Ave., STOP 20, 
Santurce, Puerto Rico 00907; Soil Conservation Service Caribbean 
Office, 1409 Ponce deLeon Ave., STOP 20, Santurce, Puerto Rico. 
00908; 

HEADQUARTERS Agricultural Research Service, Personnel 
Division, Federal Center Bldg., Rm. 557, Hyattsville, MD 20782; 
Agricultural Marketing Service, Personnel Division, Rm. 1709-S, 
Washington, D.C. 20250; Agricultural Stabilization and Conserva¬ 
tion Service, Personnel Division, Rm. 4752-S, Washington, D.C. 
20250; Animal and Plant Health Inspection Service, Personnel Divi¬ 
sion, Rm. 3911-S, Washington, D.C. 20250; Economic Management 
Support Center, Division of Personnel, Rm. 1441-S, Washington, 
D.C. 20250; Extension Service, Personnel Division, Rm. 6439-S, 
Washington, D.C. 20250; Farmers Home Administration, Personnel 
Division, Rm. 6319-S, Washington, D.C. 20250; Federal Crop In¬ 
surance Corporation, Personnel, Management, and Administrative 
Service Division, Rm. 4622-S, Washington, D.C. 20250; Foreign 
Agricultural Service, Personnel Division, Rm. 5649-S, Washington, 
D.C. 20250; Forest Service, Division of Personnel Management, 
Rm. 910, Rosslyn Plaza E, Arlington, VA 22209; Food and Nutrition 
Service, Personnel Division, Rm. 712-B, 5(X) 12th St., SW, Washing¬ 
ton, D.C. 20250; Office of Personnel, Personnel Operations Divi¬ 
sion, Rm. 347-W, Washington, D.C. 20250; Soil Conservation Ser¬ 
vice, Personnel Division, Rm 6212-S, Washington, D.C. 20250; Rural 
Electrification Administration, Personnel Management Division, 
Rm 4078-S, Washington, D.C. 20250; 

Categories of individuals covered by the system: Current and prior 
employees of USDA and applicants who were not hired, as well as, 
its permittes, cooperators, and contractor. 
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CHgorio ml records ia the systen: The System consists of per 
sonnel (Official Personnel Folders, Applicant Supply Filer, pei 
formance files, retention lists, appeals, grievances, complaints, 
disciplinary, conflict of interest, health, suggestion and incentive 
awards, accident, training, time and attendance, travel voucher, 
and classifeation files) and payroll data needed to conform to all 
applicable laws. Government Regulations and procedures, and the 
ne^s of the Department and agencies in carrying out their person¬ 
nel management responibilities 

Authority for maintenance of the system: 5 U.S.C. 301 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Referral to (I) Civil Ser¬ 
vice Commission for required action, records, and reports, (2) De¬ 
partment of Treasury for issuance of checks and bonds, (3) Depart¬ 
ment of Labor for Office of Workers Compensation Program and 
Office of Safety and Health Administration. (4) Department of 
Commerce for distribution of Federal payrolls, (5) Congress for 
special reports; (6) White House for special reports. (7) Office of 
Management and Budget for special reports (8) General Accounting 
Office for special reports; (9) Department of Justice. (10) General 
Services Administration for records retirement and/or destruction; 
(II) State Department for passport and foreign assignments; (12) 
Department of Transportation, Environmental Protection Agency, 
and cooperating state and local agencies for accident and safety 
records; (13) Internal Revenue Service and State and local govern¬ 
ments for matters in connection with payment of income taxes; (14) 
Social Security Administration for social security payment informa¬ 
tion; (IS) United funds for reports and records; (16) Department of 
Health, Education, and Welfare for scheduling physical examina¬ 
tions; (17) All Government agencies and potenti^ employers con¬ 
cerning employment inquiries; (18) Equal Employment Opportunity 
Commission for handling complaints; (19) Appropriate agency, 
whether Federaf, State local or foreign, charged with the responsi¬ 
bility of investigating or prosecuting a violation of law, or of en¬ 
forcing or implementing the statute, rule, regulation or order issued 
pursuarft thereto, of any record within this System when informa¬ 
tion available indicates a violation or potential violation of law, 
whether civil, criminal or regulatory in in nature, and whether aris¬ 
ing by general statute or particular program statute, or by rule, 
regulation or order issued pursuant thereto; and (20) A court, 
magistrate or administrative tribunal, or to opposing counsel in a 
proceeding before any of the above, of any record within the sys- 
stem which constitutes evidence in that proceeding, or which is 
sought in the course of discovery. 

Policies and practices for storing, retrieving, accessing, reUining, 
and disposing of records in the system: 

Storage: Records are maintained in file folders at the applicable 
address listed above, except for the National Finance Center where 
it is maintained on computer tape and disk storage. 

Retrievability: Records are indexed by name of employee and/or 
identification number. 

Safeguards: Records are kept in locked file, locked offices, 
and/or in secured computer tape storage rooms. 

Retention' and disposal: Records are maintained indefinitely until 
employees are separated from the Department and are then retired 
or transferred to a new employing agency or destroyed in con¬ 
formance with appropriate General Services Administration retire¬ 
ment and/or destruction schedules. 

System manager(s) and address: Director. Office of Personnel, 
USDA, Washington. D C. 20250. 

Notification procedure: Employees may request information from 
this System from the appropriate personnel office having custody 
of his records. A request for information should be addressed to 
the Director, Personnel Division, (name of appropriate agency), 
USDA, at the address shown under LOCATION and should con¬ 
tain: 

Name of requestor, employing agency in USDA or agency to 
which information was furnished, address of agency, and particular 
information requested. 

Record accem procedures: Any individual may obtain information 
as to the procedures for gaining access to and contesting a record 
in the System which pertains to him by submitting a written request 
to the appropriate offices referred to in the preceding paragraph. 

Contesting record procedures: Same as RECORD ACCESS 
PROCEDURES. 

Record source categories: Information in this System comes from 
the employee, applicants, permittees, cooperators, contractors, em¬ 
ployee's personnel offices, supervisors, references, investigative 
personnel, colleges and universities, and former employers. 

USDA/OP—2 
System name: Security Records for USDA employees, USDA/OP. 

System location: Security and Employee Relations Division, Of¬ 
fice of Personnel. USDA. Room 16-W. Administration Building, 
14th Street and Independence Avenue, SW, Washington, D.C. 
20250. 

Categories of individuals covered by the system: All USDA appli¬ 
cants and/or employees investigated under the authority of Execu¬ 
tive Order 10450. 

Categories of records in the system: The System consists of in¬ 
vestigative files maintained by the Department Security Officer in 
fulfilling his responsibilities in granting security clearances under 
the Personnel Security Program of the Apartment. 

Authority (or maintenance of the system: 5 U.S.C. 22-1; 22-3; Ex¬ 
ecutive Order 10450. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: (I) Referral to the Civil 
Service Commission and/or the Federal Bureau of Investigation for 
appropriate investigation; (2) referral to the agency which con¬ 
ducted the investigation upon the retirement or transfer of the em¬ 
ployee; (3) referral to the General Services Administration for 
retirement and/or destruction purposes; (4) certification of Security 
Clearances to other Government agencies; (5) referral to the ap¬ 
propriate agency, whether Federal, State, local or foreign, charged 
with the responsibility of investigating or prosecuting a violation of 
law, or of enforcing or implementing a statute, rule, regulation or 
order issued pursuant thereto, of any record within this System 
when information available indicates a violation or potential viola¬ 
tion of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or particular program statute, or 
by rule, regulation or order issued pursuant thereto; (6) referral to a 
court, magistrate or administrative tribunal, or to opposing counsel 
in a proceeding before any of the above, of any record within the 
system which constitutes evidence in that proceeding, or which is 
sought in the course of discovery. “Disclosure may be made to a 
congressional office from the record of an individual in response to 
an inquiry from the congressional office made at the request of that 
individual.” 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in locked Lektriever lOO's which 
are contained in a locked room. 

Retrievability: Records are indexed by name of the employee or 
applicant. 

Safeguards: As stated above uqder STORAGE. 
Retention and disposal: Records are maintained until employee 

has retired, or transferred to another Government agency. They are 
then returned to the agency that conducted the investigation, or 
retired to the General Services Administration for destruction under 
the appropriate destruction schedule. 

System managerfs) and address: Department Security Officer, 
U.S. Department of Agriculture, Washiiigton, D.C. 20250. 

Notifkation procedure: Employees may request information, 
other than that exempted, from this System from the Department 
Security Officer, U.S. Department of Agriculture, under the ad¬ 
dress sliown above in LOCATION. All requests should include the 
name of the requestor, employing agency or agency to where appli¬ 
cation was made, address of requestor, location of employing agen¬ 
cy, and particular information requested. 

Record access procedures: Any individual may obtain information 
as to the procedures for gaining access to and contesting a record 
in the System which pertains to him by submitting a written request 
to the office mentioned above. 

Contesting record procedures: Same as RECORD ACCESS 
PROCEDURES 

Record source categories: Information in this System comes from 
the employee, his references, present and former supervisors, edu¬ 
cational institutions, the Civil Service Commission, the Federal Bu¬ 
reau of Investigation, the investigative arms of the various agencies 
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of the Department of Defense, the investigative arms of other Ex 
ecutive Departments and Agencies, and various local and state law 
enforcement agencies. 

VSDKJSEC—l 
System aamc: Non-Career Applicant File, USD A/SEC 

System location: Office of the Secretary, 14th and Independence 
Avenue, S W., Room 202A. Administration Building, Washington, 
D C 20250 

('atcgorics of hKhviduals covered by the system: Individuals who 
have applied or have been referred to the Department for non¬ 
career appointments. 

Categories of records in the system: Consists of resumes and cor¬ 
respondence regarding individuals who are generally interested in 
non-career appointments, who are candidates for specific appoint¬ 
ments and those who have been appointed. 

Authority for asaintenaacc of the system: S USC 3301-3302; S CFR 
Part9 

Routine uses of records nutotained ka the system, mcluding catego¬ 
ries of users and the purposes of such uses: Referred to agency 
heads in anticipation of or in the case of specific non-career vacan¬ 
cies. “Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual.” 

Policies and practices far storing, retrieving, accessing, retaining, 
and disposing of records ka the system: 

Storage: Records maintained in file folders in the Office of the 
Deputy Under Secretary, United States Department of Agriculture, 
Washington, D C. 20250. 

Retrievability: Records indexed by name of individual. 
Safeguards: Records kept in locked files with a pad locked securi¬ 

ty bar. 
Rckentien and disposal: Records more than a year old are usually 

disposed of or if aa apphcaat hat accepted eaaployment elsewhere, 
the files are discarded. 

System nMaagerfs) and adthom: Deputy Under Secretary, Office 
of the Secretary, United States Department of Agriculture, Room 
202-E, Adnuaistration Buildiag, Washington, D.C. 20250. 

Notification prooadurc: Aay persoa may request information re¬ 
garding this system of recoids, or information as to whether the 
system contains records pertuning to him, from the System 
Manager Such requests should inchide the name and address of the 
requester and a statement of his reasons for believing the system 
may contain records about him. 

Record accem proeodurcs: Use same procedures as for requesting 
Notification. 

Conlcstii^ record proeodurcs: Use same procedures as for 
requesting Notification. 

Record sonrcc cakagaries: Information on this system comes from 
the individuaJs themselves, various federal, state and local govern¬ 
mental agencies, aad persons having knowledge of the individual's 
character and capabilities. 

Syalams caemptod from ccrtafai proviriou of the act: This system 
has been exempted pursuant to 5 USC S52a (kX5) from the requiie- 
menu of 5 USC 5S2a(cK3). (d), (e) (1). (eK4XG). (H) and (I) and (0, 
but only to the extent that disclosure of records contained in t^ 
system would reveal the identity of a source who had furnished in¬ 
formation to the Government under an express promise that the 
identity of the source would be held in confidence (or, prior to Sep¬ 
tember 27,1975, under an hnpiiod promise the identity of the source 
would be held in confidence). See 7 CFR 1.123. If such promise of 
confidentiality could not be made, the Department’s ability to ob¬ 
tain candid evaluations of persons being considered for appoint¬ 
ment to non-career positions would be greatly impaired. This ex¬ 
emption enables the Department to obtain needed information when 
the source will not provide it unless he has promised that his identi¬ 
ty will be kept confidential. 

USDA/SCS—1 
System name: Program Cooperators - Soil Conservation Service. 

USDA/SCS 
System locatien: All field offices of the Soil Conservation Ser¬ 

vice, usually located in county seats of government. Addresses of 
each field office are listed in the telephone directories of the field 
office locations under the heading, ‘United States Government, De¬ 
partment of Agriculture. Soil Conservation Service.* 

Categories of hHUviduals covered by tk system: Cooperators with 
SCS Programs including Soil and Water District Cooperators. Great 
Plains Conservation Program Cooperators. Water Bank Coopera¬ 
tors, Irrigation District Cooperators, and Welton-Mohawk Project 
Cooperators. 

Categories of records in the system: The System consists of file 
folders on individual cooperators recording the planning, develop¬ 
ment and accomplishments of the plan on Us land. These files con¬ 
tain personal and economic data. 

Authority lor amiatsusnee of the system: P.L 46.74th Congress, as 
amended, (16 U.S.C. 590 a-f, i-I, q, q-l;) and related laws 42 U.S.C. 
3271-3274; 7 U.S.C. 2201); and implementing regulations. 

Routiae uses of records msiataiari fas the system, iacludiag catego¬ 
ries of users aad the purposes of such uses: “Disclosure may be 
made to a congressional c^ice from the record of an individual in 
response to an inquiry from the congressional office made at the 
request of that individual.” 

Policies aad praetkos for storfag, rchrieviag, accessing, retaining, 
and disposing of records fas the system: 

Storage: Records are maintained in file folders in field offices. 
Retrievability: Records are indexed by name of cooperator and 

maintained alphabetically. 
Safeguards: Records are maintained in standard ffles and offices 

are locked during off hours. 
Rcteathm and dispsoal: Records are maintained until plans are 

cancelled, at which time basic resource data is retained, as ap¬ 
propriate. and other data is destroyed. 

System maaagerls) aad odikem: District Conservationists or other 
designees m chmge of field offices. 

NotfBcatioa pracedare: Any individual may request information 
regarding this system of records, or information as to whether the 
system contains records pertaining to him by contacting the respec¬ 
tive district conservationist or other designee. If the specific loca¬ 
tion of the record is aot known, the individual should address his 
request to the CThief, Records and Communications Management 
Branch, USDA-Soil Conservation Service. Washington, D.C. 20250, 
who will refer it to the appropriate field office. A request for infor¬ 
mation pertainmg to aa aidividual should contain; Name, address, 
and particulars involved (i.e., aame or aalare of program, name of 
cooperating body; etc.) 

Record accam praeedares: Aay individual may obtain information 
as to the procedures for gainmg access to a record in the system 
which pertains to him by submitting a written request to the Dis¬ 
trict Conservationist or his designated representative or to Chief, 
Records and Communications Management Branch, USDA-SCS, 
Washington. D.C. 

Contesting reenrd pmeedurcs: Any individual may obtain informa¬ 
tion as to the procedures for gaining access to a record in the 
system which pertains to him by submitting a written request to the 
District Conservationist or his designated representative or to 
Chief, Records and Communications Management Branch, USDA- 
SCS, Washington, D.C. 

Record source categories: Information in this system comes from 
landowners and occupiers (cooperators) and SCS technicians who 
develop and manage plans with them. 

USDA/SRS—1 
System name: Administrative Records System, USDA/SRS 

System location: Statistical Offices at the following locations: 
Montgomery, AL 
Phoenix, AZ 
Little Rock, AR 
Sacramento, CA 
Denver, CO 
Washington, DC 
Orlando, FL 
Athens, GA 
Boise, ID 
Springfield, IL 
West Lafayette, IN 
Des Moines, lA 
Topeka, KS 
Louisville, KY 
Alexandria, LA 
College Park, MD 
Lansing, MI 
St. Paul. MN 
Jackson, MS 
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Columbia, MO 
Helena. MT 
Lincoln, NE 
Reno. NV 
Concord, NH 
Trenton, NJ 
Las Cruces, NM 
Albany. NY 
Raleigh, NC 
Fargo, ND 
Columbus, OH 
Oklahoma City, OK 
Portland, OR 
Harrisburg, PA 
Columbia, SC 
Sioux Falls, SD 
Nashville, TN 
Austin, TX 
Salt Lake City, UT 
Richmond, VA 
Seattle, WA 
Charleston, WV 
Madison, W1 
Cheyenne, WY 

Addresses of each Statistical Office are listed in the telephone 
directories of the respective cities listed above under the heading 
“United States Government, Department of Agriculture, Statistical 
Reporting Service.” 

Categories of individuals covered by the system: All Federal and 
State employees who work in SRS offices. 

Categories of records in the system: The system consists of employ¬ 
ee's name, home address, telephone number, salary rate, accumulated 
salary for year, accumulated hours worked, and accumulated travel 
expenses, which includes per die^ mileage, and total miles travelled. 

Authority for maintenance of the system: S U.S.C. 301 and 7 U.S.C. 
2204. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information in the system of 
records for State Department of Agriculture employees is made 
available to the Head of the State Department of Agriculture or his 
designee. “Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congression¬ 
al office made at the request of that individual.” 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Documents (CEF-20rs and bi-weekly Time and Atten¬ 
dance reports) are retained in the State Statistical Offices specified 
above. 

Machine readable data are maintained on the INFONET network 
with each office only able to access its own files. 

Retrievability: The master employee data base is indexed by employ¬ 
ee number assigned by each office. 

Safeguards: Source documents are kept in file cabinets in the offices 
listed above. • 

Retention and disposal: The two data bases in this system are 
handled in the following manner: 

1. Bi-weekly Data Base—After initial usage, stored on tape and 
retained for one year. 

2. Master Employee Data Base—Inactive employee records are 
deleted at the end of each fiscal year. 

A copy of this file will be retained for five years. 
System managerts) and address: The Assistant Administrator for 

Washington, D.C. or the Statistician in Charge for each State Statisti¬ 
cal Office is responsible for employee's records, at the address specified 
above. 

Notification procedure: Any employee working in an SRS Statistical 
Office since 1975 may request information regarding this system of 
records, or information stating whether the system contains records 
pertaining to him from the System Manager at the appropriate Statisti¬ 
cal Office. A written request for information pertaining to an individ¬ 
ual's records should contain name, address, and most recent dat^ of 
employment with USDA/SRS. 

Record access procedures: Anyone actively employed by US¬ 
DA/SRS during the past five years may obtain information as to the 
procedures for gaining access to a record in the system which pertains 
to him by submitting a written request to the appropriate official 
referred to in the paragraph entitled "Notification procedure.” 

Contesting record procedures: Anyone actively employed by US¬ 
DA/SRS during the past five years may obtain information as to the 
procedures for contesting a record in the system which pertains to him 
by submitting a written request to the appropriate official referred to in 
the paragraph entitled "Notification procedure.” 

Record source categories: Information in this system comes from 
enumerator time and mileage forms (CEF-201), time and attendance 
forms from all other employees, and employment forms (SF-171 and 
NASDA-171). 

USDA/SRS—2 

System name: June Acreage and Livestock Enumerative Survey, 
USDA/SRS 

System location: Survey questionnaires are located in State Statisti¬ 
cal Offices at the following locations; 

Montgomery, AL 
Phoenix, AZ 
Little Rock, AR 
Sacramento, CA 
Denver, CO 
Orlando, FL 
Athens, GA 
Boise, ID 
Springfield. IL 
Wwt Lafayette, IN 
Des Moines, lA 
Topeka, K 
Louisville, KY 
Alexandria, LA 
College Park, MD 
Lansing, Ml 
St. Paul, MN 
Jackson, MS 
Columbia, MO 
Helena, MT 
Lincoln, NE 
Reno, NV 
Concord, NH 
Trenton, NJ 
Las Cruces, NM 
Albany, NY 
Raleigh, NC 
Fargo, ND 
Columbus, OH 
Oklahoma City, OK 
Portland, OR 
Harrisburg, PA 
Columbia, SC 
Sioux Falls, SD 
Nashville, TN 
Austin, TX 
Salt Lake City, UT 
Richmond, VA 
Seattle. WA 
Charleston, WV 
Madison, WI 
Cheyenne, WY 

Addresses of each State Statistical Office are listed in the telephone 
directories of the respective cities listed above under the heading 
"United States Government, Department of Agriculture, Statistical 
Reporting Service.” 

Magnetic tapes are located on the INFONET network, Chicago 
Center, Chicago, Illinois. 

Categories of individuals covered by the system: Farmers and ranchers 
residing in selected small land areas. Also included are non-farm 
residents living rent free in houses on farms in these same selected 
small land areas. 

Categories of individuals covered by the system: Questionnaires and 
magnetic tapes containing information on farm population in those 
households described above. 

Authority for maintenance of the system: 7 U.S.C. 2204. 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such uses: “Disclosure may be made to a 
congressional office from the record of an individual in response to an 
inquiry from the congressional office made at the request of that 
individual.” 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
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Storage: Questionnaires are packed in boxes and stored in State 
Statistical Offices at the following locations; 

Montgomery, AL 
Phoenix, AZ 
Little Rock, AR 
Sacramento, CA 
Denver, CO 
Orlando, FL 
Athens, GA 
Itoise, ID 

. Springfield, IL 
West Lafayette, IN 
Des Moines, lA 
Topeka, KS 
Louisville, KY 
Alexandria, LA 
College Park, MD 
L.ansing, MI 
St Paul, MN 
Jackson, MS 
Columbia, MO 
Helena, MT 
Lincoln, NE 
Reno, NV 
Concord, NH 
Trenton, NJ 
l.as Cruces, NM 
Albany, NY 
Raleigh, NC 
Fargo, ND 
Columbus, OH 
Oklahoma City, OK 
Portland, OR 
Harrisburg, PA 
Columbia, SC 
Sioux Falls, SD 
Nashville, TN 
Austin, TX 
Salt Lake City, UT 
Richmond, VA 
Seattle,’ WA 
Charleston, WV 
Madison, W1 
Cheyenne, WY 

Magnetic tapes stored in tape library of the INFONET network, 
Chicago, Center, Chicago, .Illinois. 

Retrievability: Questionnaires are stored in boxes which are identi¬ 
fied by location of selected small land areas. Magnetic tapes are 
indexed by a number assigned to selected small land areas. 

Safeguards: Questionnaires are kept in locked storage rooms. Mag¬ 
netic tapes are stored in an area to which access is limited to authorized 
personnel of the INFONET network. 

Retention and disposal: Questionnaires are kept 2 years in individual 
offices (except in Texas) and sent to Federal Record Centers for the 
balance of the retention period (4 years). Texas questionnaires are kept 
in the State Statistical Office for I year and then destroyed. Magnetic 
tapes are retained for 6 years on the INFONET network and then 
destroyed 

System managerts) and address: Chairman, Crop Reporting Board, 
Statistical Reporting Service, USDA, Washington, D.C. 20250, or the 
appropriate Statistician in Charge, State Statistical Office at the ad¬ 
dress specified above. 

Notification procedure: Any individual may request information as to 
whether the system contains records pertaining to him from the 
Chairman, Crop Reporting Board, Statistical Reporting Service, 
USDA, Washington, D C. telephone 202-447-4415, or the appropriate 
Statistician in Charge at the address listed above. If the specific 
location of the record is not known, the individual should address his 
request to the Chairman, Crop Reporting Board, who, if necessary, 
will refer it to the appropriate State Statistical Office. A request for 
information pertaining to an individual should contain, name, address, 
and date (year) that questionnaire was completed. 

Record access procedures: Any individual who was interviewed in 
the survey may obtain information as to the procedures for gaining 
access to a record in the system which pertains to him by submitting a 
written request to the appropriate official referred to in the paragraph 
entitled "Notification procedure.” 

Contesting record procedures: Any individual who was interviewed 
in the survey may obtain information as to the procedure for contesting 
a record in the system which pertains to him by submitting a written 
request to the appropriate official referred to in the paragraph entitled 
"Notification procedure.” 

Record source categories: Information in this system comes solely 
from farmers and ranchers who were interviewed in this survey, or 
from non-farm residents who are located in selected Small land areas. 

USDA/SRS—3 
System name: Personnel Data Base, USDA/SRS 

System location: Computer Records—INFONET network, Chicago 
Center, Chicago, Illinois. Inputs-coding sheets and punch cards in file 
cabinet in Room 5868 South Building, Statistical Reporting Service, 
USDA, Washington, D C. 20250. Outputs-listings distributed to and 
retained by Administrative Officer, each Division Director, Deputy 
Administrator, Statistical Reporting Service, USDA, Washington, 
D C.; and Economic Management Support Center, USDA, Washing¬ 
ton. D C. 20250 

Categories of individuals covered by tbe system: Statistical Reporting 
Service Federal employees (except enumerators). 

Categories of records in the system: The system consists of informa¬ 
tion pertaining to Statistical Reporting Service employee’s name; job 
series; grade; age; service computation date; date began in Statistical 
Reporting Service; work experience; training; and awards. _ 

Authority for maintenance of the system: 5 U.S.C. 301. 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such uses: “Disclosure may be made to a 
congressional office from the record of an individual in response to an 
inquiry from the congressional office made at the request of that 
individual.” 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system; 

Storage: Documents are maintained in offices of officials identified 
previously. Machine readable data are maintained on the INFONET 
network, Chicago Center. Chicago, Illinois. 

Retrievability: Records are indexed by Social Security Number. 
Safeguards: Source documents are kept in locking file cabinet in 

office of Administrative Officer, Statistic^ Reporting Service, USDA, 
Washington, D.C. 

Retention and disposal: A review is made each quarter. Records 
which are no longer needed are destroyed. 

System manageKs) and address: Administrative Officer, Statistical 
Reporting Service,. USDA, Washington, D.C. 20250. ^ 

Notification procedure: Any employee may request information re¬ 
garding this system of records, or information as to whether the system 
contains records pertaining to him from the Administrative Officer, 
Statistical Reporting Service, USDA, Washington, D.C., telephone 
202-447-6546. 

Record access procedures: Any individual may obtain information as 
to the procedures for gaining access to a record in the system which 
pertains to him by submitting a written request to the Administrative 
Officer referred to in the paragraph entitled “Notification procedure.” 

Contesting record procedures: Any individual may obtain information 
as to the procedures for contesting a record in (he system which 
pertains to him by submitting a written request to the Administrative 
Officer referred to in the paragraph entitled “Notification procedure.” 

Record source categories: Information in this system comes primarily 
from form SF-52, Request for Personnel Action; form AD-281, Re¬ 
quest and Authorization for Outside Training; and form AD-287-2, 
Approval and Certification of Cash Award. 

USDA/SRS—4 
System name: Quarterly Agricultural Labor Survey, USDA/SRS. 

System location: Survey questionnaires are located in State Statistical 
Offices at the following locations: 

Montgomery, AL 
Phoenix, AZ 
Little Rock, AR 
Sacramento, CA 
Denver, CO 
Orlando, FL 
Athens, GA 
Boise, ID 
Springfield, IL 
West Lafayette, IN 
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Des Moines, lA 
Topeka. KS 
Louisville, KY 
Alexandria, LA 
College Park, MD 
Lansing, Ml 
St. Paul, MN 
Columbia, MO 
Helena. MT 
Lincoln, NE 
Reno, NV 
Concord. NH 
Trenton, NJ 
Las Cruces, NM 
Albany, NY 
Raleigh, NC 
Fargo, ND 
Columbus, OH 
Oklahoma City, OK 
Portland, OR 
Harrisburg, PA 
Columbia, SC 
Sioux Falls, SD 
Nashville, TN 
Austin, TX 
Salt Lake City, UT 
Richmond, VA 
Seattle, WA 
Charleston, WV 
Madison, W1 
Cheyenne, WY 

Addresses of each State Statistical Office are listed in the telephone 
directories of the respective cities listed above under the heading 
“United States Government, Department of Agriculture, Statistical 
Reporting Service.” 

Magnetic tapes are located on the INFONET network, Chicago 
Center, Chicago, Illinois. 

Categories of individuals covered by the system: Farmers and ranchers 
who report the following information on the Quarterly Agricultural 
Labor Survey. (1) number of hours worked in the survey week by the 
operator, (2) number of unpaid family workers working more than 15 
hours in the survey week, (3) number of paid family workers working 
in the survey week, (4) hours worked by unpaid family workers, and 
(S) wages paid to paid family workers. 

Categories of records in the system: Questionnaires, punch cards and 
magnetic tapes containing information as listed under “Category of 
Individuals” reported by farmers and ranchers who are interview^ in 
the survey. 

Authority for maintenance of the system: 7 U.S.C. 2204. 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such uses: “Disclosure may be mr.de to a 
congressional office from the record of an individual in response to an 
inquiry from the congressional office made at the request of that 
individual.” 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Questionnaires are packed in boxes and stored in State 
Statistical Offices at the following locations: 

Montgomery, AL 
Phoenix, AZ 
Little Rock, AR 
Sacramento, CA 
Denver, CO 
Orlando. FL 
Athens, GA 
Boise, ID 
Springfield, IL 
West Lafayette, IN 
Des Moines, lA 
Topeka. KS 
Louisville, KY 
Alexandria, LA 
College Park, MD 
Lansing, MI 
St. Paul, MN 
Jackson, MS 
Columbia, MO 
Helena, MT 
Lincoln, NE 

Reno. NV 
Concord, NH 
Trenton, NJ 
Las Cruces, NM 
Albany, NY 
Raleigh, NC 
Fargo, ND 
Columbus, OH 
Oklahoma City, OK 
Portland, OR 
Harrisburg, PA 
Columbia. SC 
Sioux Falls, SD 
Nashville. TN 
Austin, TX 
Salt Lake City, UT 
Richmond, VA 
Seattle, WA 
Charleston, WV 
Madison, WI 
Cheyenne, WY 

Magnetic tapes stored in tape library on the INFONET network, 
Chicago Center, Chicago, Illinois. 

Retrievahility: Questionnaires are stored in boxes which are identi¬ 
fied by Reporter Identification number. Punch cards and magnetic 
tapes are indexed by Reporter Identification number. 

Safeguards: Questionnaires are kept in locked storage rooms. Punch 
cards are kept in file drawers. Magnetic tapes are stored in an area to 
which access is limited to authorized personnel of the INFONET 
network. 

Retention and disposal: Questionnaires are kept 2 years in individual 
offices and sent to Federal Records Centers for the balance of the 
retention period (4 years). Magnetic tapes are retained for 5 years on the 
INFONET network and then destroyed. 

System maaagerts) aad address: Chairman, Crop Reporting Board, 
Statistical Reporting Service, USDA, Washin^on, D.C. 20250, or the 
appropriate Statistician in Charge, State Statistical Office at the ad¬ 
dress specified above. 

Notification procedure: Any individual may request. information 
regarding this system of records, or information as to whether the system 
contains records pertaining to him from the Chairman, Crop Reporting 
Board, Statistical Reporting Service, USDA, Washington, D.C. tele¬ 
phone 202-447-4415, or the appropriate Statistician in Charge at the 
address listed above. If the specific location of the record is not known, 
the individual should address his request to the Chairman, Crop 
Reporting Board, who, if necessary, will refer it to the appropriate State 
Statistical Office. A request for information pertaining to an individual 
should contain, name, address, and date (month and year) that question¬ 
naire was completed. 

Record access procedures: Any farmer who was interviewed in the 
survey may obtain information as to the procedures for gaining access 
to a record in the system which pertains to him by submitting a written 
request to the appropriate official referred to in the paragraph entitled 
“Notification procedure.” 

Contesting record procedures: Any farmer or rancher who was 
interviewed in the survey may obtain information as to the procedures 
for contesting a record in the system which pertains to him by 
submitting a written request to the appropriate official referred to in 
the paragraph entitled “Notification procedure.” 

Record source categories: Information in this system comes solely 
from farmers and ranchers who were interviewed in this survey. 

USDA/SRS—5 
System name: State Farm Census, USDA/SRS. 

System location: Illinois Crop and Livestock Reporting Service, 
SRS/USDA, 202 U.S. Post Office and Court House Building, Spring- 
field, IL 62705. 

Categories of individuals covered by the system: Farmers who report 
number of persons living in farm household to county ass^sors or 
other enumerators. 

Categories of records in the system: Reporting forms and magnetic 
tapes containing data on number of persons living in farm households. 

Authority for maintenance of the system: 7 U.S.C. 2204. 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such uses: Supplied to Illinois State 
government. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
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Storage: Reporting forms are maintained in Tiles in the office of the 
Illinois Crop Livestock Reporting Service, and magnetic tapes are 
maintained in the Computer Center, Management Information Divi¬ 
sion, State of Illinois, Springfield, IL. 

Retrievability: Records are indexed by a unique identiTication num¬ 
ber assigned by the Illinois Crop and Livestock Reporting Service. 

Safeguards: Records are kept in a room locked after working hours. 

Retention and disposal: Reporting forms are retained for 2 years in 
the Illinois Crop and Livestock Reporting Service office and then sent 
to the State Archives where they are retained indefinitely. 

System managerts) and address: Statistician in Charge, Illinois Crop 
and Livestock Reporting Service, SRSAJSDA, 202 U.S. Post Office & 
Court House Building, Springfield, Illinois 6270S. 

Notification procedure: Any farmer in Illinois may request informa¬ 
tion regarding this system of records. He can determine whether the 
system contains records relating to him from the Statistician in Charge 
at the address listed above. A request for information pertaining to an 
individual should contain name, address and year of the report. 

Record access procedures: Any farmer may obtain information as 
to the procedure for gaining access to a record in the system which 
pertains to him by submitting a written request to the Statistician in 
Charge referred to in the paragraph entitled “Notification procedure.” 

Contesting record procedures: Any farmer may obtain information as 
to the procedure for contesting a record in the system which pertains 
to him by submitting a written request to the Statistician in Charge 
referred to in the paragraph entitled “Notification procedure.” 

Record source categories: Information in this system comes primarily 
from farmers. 

i 
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DEPARTMENT OF JUSTICE 

OFFICE OF THE ATTORNEY GENERAL 

(Order No. 748-771 

PRIVACY ACT OF 1974 

Systems of Records; Annual Publication 

Pursuant to section 3(eK4) of the Privacy Act of 1974 (5 U.S.C. 
552a(eX4)). attached is the annual compilation of notices of the systems 
of records maintained by the Department of Justice. This document 
incorporates all published changes and additions to the Department’s 
systems notices which have been published and adopted since the 1976 
compilation (41 FR .39916. September 16, 1976), and also corrects 
omissions, s|^elhng and typographical errors, and makes other neces¬ 
sary editorial changes. In some systems, system managers and address¬ 
es have been changed to reflect internal reorganizations of the 
Department of Justice. 

Following is a list of major or substantive changes that have been 
made to the systems since the 1976 compilation: 

(a) Four systems have been deleted. JUSTICE/OSG—001, Attor¬ 
ney Assignment Reports are no longer maintained by the Department 
of Justice as their use has been discontinued by the Office of the 
Solicitor General. JUSTICE/WSPF—001 and 002 were transferred to 
the Archivist of the United States upon termination of the Office of the 
Watergate Sptecial Prosecution Force. JUSTICE/WSPF—003 has 
been destroyed as these records were duplicative of records maintained 
elsewhere in the Department of Justice. 

(b) JUSTICE/ATR—009, Consumer Inquiry Index: A new routine 
use was adopted effective April 25. 1977. (42 FR 22953) 

(c) JUSTICE/BOP—006, Inmate Commissary Accounts Record 
System: A change in the storage and retrievability (as a result of 
automating the system) was adopted effective April 25, 1977. (42 FR 
22953) 

(d) JUSTICE/CIV—001, Civil Division Case File System was 
divided into three separate systems to describe more accurately the 
categories of records, the routine uses and the methods of access. The 
new systems are CIV—001, Civil Division Case File System, CIV— 
002. Civil Division Case File System—Customs Section, and CIV— 
003, Office of Alien Property Case File System. (42 FR 23558) 

(e) JUSTICE/CRM—999, Appendix to Criminal Division System of 
Records Field Offices of the Organized Crime and Racketeering 
Section: Four locations for the maintenance of records were deleted 
and the records transferred to the U.S. Attorneys w ithin those districts. 
(42 FR 1311) 

(0 Due to a reorganization of the Departrment of Justice, 12 systems 
were transferred from the Office of the Deputy Attorney General to 
the Office of the Associate Attorney General, and two DAG systems 
were renumbered. JUSTICE/DAG—001 is now A AG—(X31, DAG— 
002 is now AAG—002, DAG—005 is now AAG—003, DAG—006 is 
now AAG—004, DAG—007 is now AAG—005, DAG—008 is now 
AAG—006, DAG—009 is now AAG—007, DAG—010 is now 
AAG—008, DAG—Oil is now- AAG—009, DAG—012 is now 
AAG—010, DAG—013 is now AAG—011, DAG—014 is now 
AAG—012, DAG—003 is now DAG—001, DAG—004 is now 
DAG—002. (42 FR 33810) 

(g) JUSTICE/DEA—027, DEA Employee Profile System which 
was inadvertently omitted from the 1976 compilation was adopted on 
April 25, 1977. (42 FR 22953) 

(h) JUSTICE/DEA/INS—111, Automated Intelligence Record 
System (Pathfinder) was proposed to enlarge and redesignate DEA— 
002 (Pathfinder 1), to reflect the sharing of the data base by the Drug 
Enforcement Administration and the Immigration and Naturalization 
Service. (42 FR 15075) 

(i) JUSTICE/FBl—^2, FBI Central Records System: A new 
routine use was adopted and the description of categories of records 
was revised for clarification. (42 FR 21^8 and 22953) 

(j) JUSTICE/FBl—010, Employee Travel Vouchers and Individual 
Earning Records, and JUSTICE/FBI—011, Employee Earning 
Records, two existing systems that were inadvertently omitted from 
ihe 1976 compilation, were reported on March 30, 1977. (42 FR 16875) 

(k) JUSTICE/FBl—012, Time Utilization Record-Keeping 
(TURK) System is a new system which was reported in the March 30, 
1977, Federal Register. (42 FR 16875) 

(l) JUSTICE/INS—()01, Immigration and Naturalization Service 
Index System: The retrievability capacity of a portion of the system 
was expanded and new routine uses were proposed. (42 FR 15349) 

(m) JUSTICE/LEAA—012, Public Safety Officers’ Benefits System 
is a new system which was adopted April 25, 1977. (42 FR 22953) 

(n) JUSTICE/OMF—013, Employee Locator File: The retncvabil 
ity capacity of the system was expanded and changes were proptised in 
the storage, retrievability and safeguards of the system. (42 FR 15151) 

(o) JUSTICE/OPA—001, Executive Clemency Files: A new rou 
tine use was adopted April 25, 1977 (42 FR 22953) 

(p) JUSTICE/TAX—001, Central Classification Cards, Index 
Docket Cards and Associated Records was redesignated TAX—001 
and TAX—002, separating the Criminal and Civil Records. (42 FR 
15146) 

(q) JUSTICE/TAX—005, Tax Division Special Projects Files is a 
new system proposed in the March 18, 1977, Federal Register (42 F R 
15146) 

(r) JUSTICE/USA—007, Criminal Case F'iles: A new routine use 
was adopted April 25, 1977. (42 FR 22953) 

(s) JUSTICE/USA—015, Pre-Trial Diversion Program Files is a 
new system proposed January 27, 1977. (42 FR 5104) A new routine 
use was adopted for this system April 25, 1977. (42 FR 23506) 

(t) A system-wide routine use was proposed which would permit the 
routine disclosure of information to the National Archives and 
Records Service in connection with records management inspections. 
(42 FR 22612) 

SllPTKMBI R 26, 1977 
Griffin B Bell, 

Attorney General. 
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Repnirlers 
JL'STICE/USA—013, US Attorney, District of Columbia Supierior 

Court Division. Criminal Files, including but not limited to the 
follow ing subsystems: (a) Criminal File ITvlder (I'SA-Sl), (b) Criminal 
F-'ile F'older (USA-33), (c) Criminal; DvK'ket Card (L1SA-'17), and (d) 
Index 

JLISTICE/USA—015, Pre-Trial Diversion Program Files 
JUSTICFVUSA—qqq. .Xppendix of United States .Attorney Office 

I -ocalions 
JUSTICE/OMF-'—001, Background Investigation Check-off Card 

(OMF-l.M) 
JLISTICE/OMF'—002, Controlled Substances .Act Nonpublic 

Records 
JUSTICE/OMF—(X)3, Department of Justice Payroll System 
JUSTICE/OMF—004, Employee Clearance Record 
Jl!STlCF./OMI'—005, [Employee Time Distribution Record 
JUSTICE/OMF-'--006. Interim F’erformance Appraisal Record 
JUSTICE/OMF--007, l.egal and General Administration Account¬ 

ing System (LAGA) 
JL1STICL-/OMF—008. Security Clearance Information System 

(SCIS) 
JUSTICE/OMF -OOq, Justice Data Services Center Utilization 

Data 
JUSTICE/OMF—010, Data Index System for Classified Docu¬ 

ments (DIS) 
JUSTICE/OMF—Oil, Justice Data Services Center Tapie l.ibrary 

System 
JUSTlCE/OMF-012, Executive Biography 
JUSTICE/OMF—013, Employee Locator File 
JUSTICE/OMF—014, Directory of Organization, Functions, and 

Staf)' for Office of Management and Finance 
JUSTICE/OMF—015, EEO (Equal Employment Opportunity) 

Volunteer Representative Roster 
JUSTICE/OMF—016, Fnter-Divisional Information System (IDIS), 

(A non-operational, deactivated system) 
JUSTICE/OMF—017, Department of Justice Controlled Parking 

Records 
JLISTICE/OMF—018, (X.'cupational Health Physical Fitness Files 
JUSTICE/OMF-—019. Fre^om of Information/Privacy Act 

Recivrds 
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Jl STICE/BOP - 001 

System name Custodial and Security Record System 

System location; Records may be retained at any of the Bureau's 
facililics the Regional Offices and the Central Office. All requests 
fur re\.ords may be made to the Central f)ffice; U S. Bureau of 
Prisons, 320 First Street, N.W . Washington, D.C. 20534. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: I) Conduct Records; 2) 
F.scape Information; 3) Assault Information; 4) Disturbance Infor¬ 
mation; 5) Investigative Reports; 6) Social Data; 7) Bus Move¬ 
ments, 8) Transfers, 9) Emergency Plans; 10) Daily Activity Sheet; 
II) Intelligence Information; 12) Segregation Reports and Log 
Book, 13) Special Offender List; 14) Physical Health Data; IS) Per¬ 
sonal Property Records; 16) Identification and. Sentence Data; 17) 
Records of Work and Housing Assignments; 18) Visiting and Mail 
Records, 19) Confidential Informant Information from Inmates, 
Staff, and Others, 20) Work and Study Release Information; 21) 
FBI Referral Record; 22) Rectal and X-ray Examination Record; 
2^1 Phone Call Record 

Authority* for maintenance of the system: This system is 
established and maintained under authority of 18 U.S.C. 4003, 4042, 
4082 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of this 
western are (a) to provide information source and documented 
records of the protection given Federal inmates, and security in 
Federal penal facilities; (b) to provide information source to of¬ 
ficers and employees of the Department of Justice who have a need 
for the information in the performance of their duties; (c) to pro¬ 
vide information source to state and federal law enforcement offi¬ 
cials for investigations, possible criminal prosecutions, civil court 
actions, or regulatory proceedings; (d) to provide information 
source for responding to inquiries from federal inmates involved or 
Congressional inquiries; (e) to provide information source for con¬ 
tracting or consulting correctional agencies who provide services to 
federal inmates (f) to provide information relating to federal offen¬ 
ders to federal and state courts, court personnel, and probation of¬ 
ficials 

Release of information to news media: Information permitted to 
be released to the news media and the public pursuant to 28 C.F.R. 
50 2 may be made available from systems of records maintained by 
the Department of Justice unless it is determined that release of the 
specific information in the context of a particular case would con¬ 
stitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congiess. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, acce.ssing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on docu¬ 
ments 

Retrievability: Documents arc indexed by name and/or register 
number. 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of Prisons rules governing access and release. 

Retention and disposal: Records in this system arc retained for a 
penod of ten (10) years after expiratbn of sentence, then destroyed 
by shredding. 

System manager(s) and address: Chief, Management and Informa¬ 
tion Systems Group; U S. Bureau of Prisons; 320 First Street, 
N W , Washington, D.C. 20534. 

Notification procedure: Address inquiries to: Director; Bureau of 
Prisons, 320 First Street, N W , Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 

552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. 

Contesting record procedures: Same as the above. 

Record source categories: I) Inmates; 2) Federal Law Enforce¬ 
ment Agencies; 3) State and Federal Probation Services; 4) Non- 
Federal Law Enforcement Agencies; 5) Educational Institution 
(Study Release); 6) Relatives, friends, and other interested commu¬ 
nity individuals; 7) Former or Future Employers; 8) Evaluations, 
Observations, and Findings of Institutional Staff; 9) Foreign Law 
Enforcement Agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d). (eK2) and (3), (eK4)(H). (e)(8). (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553(b), (c) and (e) and 
have been published in the Federal Register. 

JUSTICE/BOP - 002 

System name: Freedom of Information Act Record System 

System location: Records may be retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office: U. S. Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: 1) Administrative requests 
and responses to requests for information and records under 5 
U.S.C. 552; 2) Personal data; 3) l.itigation reports; 4) Litigation 
pleadings and court decisions; 5) Reports made in preparation for 
litigation. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 5 U.S.C. 552. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of this 
system are: (a) to maintain public records concerning the 
processing and determination of requests for information made pur¬ 
suant to the Freedom of Information Act 5 U.S.C. 552; (b) to pro¬ 
vide documentation of receipt and processing requests for informa¬ 
tion made pursuant to the Freedom of Information Act for pur¬ 
poses of litigation of contested denial of release of information; (c) 
to furnish information to employees of the Department of Justice 
who have a need for information from the system in performance 
of their duties, (d) to provide information relating to federal offen¬ 
ders and state courts, court personnel, and probation officials. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. * 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on docu¬ 
ments. 

Retrievability: Documents are indexed by name and/or register 
number. 

Safeguards: Information is safeguarded in accordance, with Bu¬ 
reau of Prisons rules governing access and release. 
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Rclmlioa aad dKpoMi; Records in this system arc retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by shredding. 

System masagerts) aad address: Chief, Management and Informa¬ 
tion Systems Group, U. S. Bureau of Prisons, 320 First Street, 
N.W., Washington, D.C. 20534. 

Notifkatioa procedure: Address inquiries to: Director; Bureau of 
Prisons; 320 First Street, N.W., Washington, D.C. 20534. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source categories: I) Inmates; 2) Department of Justice 
Employees; 3) State and Federal l aw Enforcement Agencies; 4) 
Courts, 5) Attorneys. 

Systems exempted from certain provisions of the act: None 

Jl STICK/BOP • 003 

System name: Industrial Inmate Employment Record System 

System location: Records may he retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office; U. S Bureau of 
Prisons; 320 First Street, N W., Washington, D.C 20534. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: I) Inmate assignment records; 
2) Time and Attendance Reports; 3) Work Performance Reports; 4) 
Payroll Records. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 31 U.S.C. 841; 18 
u s e. 4002, 4121 et seq 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine lucs of this 
system are: (a) to determine compensation of inmates pursuant to 
18 u s e. 4002, 4126, 4125, 4121 et seq.; (b) to record employment 
history of an inmate within the Federal Prison Industries, Inc.; (c) 
to record disbursement of Federal Prison Industries, Inc., funds for 
payroll purposes; (d) to evaluate effectiveness of industrial training 
of inmates; (e) to evaluate authenticity of Federal Prison Industries, 
Inc., accounting records; (f) to provide information source to of¬ 
ficers and employees of the Department of Justice who have need 
for information in the performance of their duties; (g) to provide in¬ 
formation source to state and federal law enforcement officials for 
investigations, possible criminal prosecutions, civil court actions, or 
regulatory proceedings, (h) to provide information relating to 
federal offenders to federal and state courts, court personnel, and 
probation officials. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U .S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the System: 

Storage: Information maintained in the system is stored on docu¬ 
ments, magnetic tape, magnetic disk, tab cards, and microfilm. 

Retrievahilhy: I) Documents, Tab Cards and Microfilm - Infor¬ 
mation is indexed by name and/or register number. 2) Magnetic 
Tape and Disk - Information is indexed by Name, Register 
Number, Social Security Number, and FBI Number. 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of Prisons rules governing access and release. 

Retention and disposal: Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by electronic means or shredding. 

System manager(s) and addres.s: Chief, Management and Informa¬ 
tion Systems Group; U. S. Bureau of Prisons; 320 First Street, 
N W.; Washington, D C. 205.34. 

Notification procedure: Address inquiries to: Director, Bureau of 
Prisons; 320 First Street, N W.; Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 
-552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. 

Contesting record procedures: Same as the above. 

Record source categories: I) The inmate; 2) Bureau of 
Prisons/Federal Prison Industries staff members; 3) U S. Ireasury 
Department. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (c)(2) and (3), (eK4MH), (e)(8), (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553(b). (c) and (e) and 
have been published in the Federal Register. 

Jl STICF./BOP - 004 

System name: Inmate Administrative Remedy Record System 

System location: Records may be retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office: U. S. Bureau of 
Prisons; 320 First Street, N.W.; Washington, D C. 20534. 

Categories of individuals covered by (he system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: I) ARS records include infor¬ 
mation on the current offense and sentence; 2) Prior criminal 
record; 3) Social background; 4) Institution adjustment; 5) Institu¬ 
tion program data; 6) Medical information; 7) Personal property 
data. 

Authority for maintenance of (he system: This system is 
established and maintained under authority of 18 U.S.C. 4042 

Routine uses of records maintained in (he system, including catego¬ 
ries of users and the purposes of such uses: I he routine uses of this 
system are: (a) to maintain records of receipt, processing and 
responses to grievances filed by inmates; (b) to provide source of 
information for reconsideration or amendment of Federal Prison 
System policy with regard to its operations; (c) to maintain source 
of information as to the exhaustion of administrative remedies for 
purposes of civil suits filed against the Federal Prison System by 
inmates; (d) to provide source of information for purposes of de¬ 
fending civil actions filed against the Federal Prison System by in¬ 
mates; (e) to provide source of information for statistical reports 
furnished to Federal Courts for purpose of determining effective¬ 
ness of the Administrative Remedy Program in reducing the 
backlog of cases in Federal Court; (f) furnished to employees of 
the Department of Justice who have a need for the information in 
the performance of their duties; (g) furnished to appropriate law en¬ 
forcement authorities, state and federal, for investigation and possi¬ 
ble criminal prosecution, civil court action, or regulatory 
proceedings. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.,S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A Record from a 
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system of records may be disclosed as a routine use to the National 
Archives and Records Service (NAKS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2*^)4 and 
2m 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on docu¬ 
ments 

Relrievability: Documents are indexed by name and/or register 
number 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of Prisons rules governing access and release. 

Retention and disposal: Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by shredding. 

System manager(s) and address; Chief, Management and Informa¬ 
tion Systems Group, U. S Bureau of Prisons; 320 First Street, 
N.W., Washington, D C. 20534. 

Notification procedure: Address inquiries to: Director; Bureau of 
Prisons, 320 First Street, N W., Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 
552a (j) Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request fur access is received. 

Contesting record procedures; Same as the above. 

Record source categories: I) ARS records sources include in¬ 
mates, employees, 2) U. S. Department of Justice and its Bureaus; 
3) U. S. Courts. 

Systems exempted from certain provisions of the act; The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (e)(2) and (3), (c)(4)(H), (e)(8), (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553(b), (c) and (e) and 
have been published in the Federal Register. 

Jl STfCE/BOP . 005 

System name: Inmate Central Records System. 

System location; Records may be retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office: U. S. Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. 

Categories of individuals covered by the system; Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: I) Computation of sentence 
and supportive documentation; 2) Correspondence concerning 
pending charges, and wanted status, including warrants; 3) 
Requests from other federal and non-federal law enforcement agen¬ 
cies for notification prior to release; 4) Records of the allowance, 
forfeiture, withholding and restoration of good time; 5) Information 
concerning present offense, prior criminal background, sentence 
and parole from the U.S. Attorneys, the Federal Courts, and 
federal prosecuting agencies; 6) Identification data, physical 
description, photograph and fingerprints; 7) Order of designation of 
institution of original commitment; 8) Records and reports of work 
and housing assignments, 9) Program selection, assignment and per¬ 
formance adjustment/progress reports; 10) Conduct Records; II) 
Social background; 12) Educational data; 13) Physical and mental 
health data; 14) Parole Board orders, actions and related forms; 15) 
Correspondence regarding release planning, adjustment and viola¬ 
tions; 16) Transfer orders, 17) Mail and visit records; 18) Personal 
property records; 19) Safety reports and rules; 20) Release 
processing forms and certificates; 21) Interview request forms from 
inmates; 22) General correspondence; 23) Copies of inmate court 
petitions. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 18 U.S.C. 4003, 4042, 
4082. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of this 
system are (a) to provide documented records of the classification, 
care, subsistence, protection, discipline and programs, etc , of per¬ 
sons committed to the custody of the Attorney General; (b) to pro¬ 

vide information source to officers and employees of the Depart¬ 
ment of Justice who have a need for the information in the per¬ 
formance of their duties; (c) to provide information source to state 
and federal law enforcement officials for investigations, possible 
criminal prosecutions, civil court actions, or regulatory 
proceedings; (d) to provide information source for disclosure of in¬ 
formation that are matters solely of general public record, such as 
name, offense, sentence data, release date, and etc; (e) to provide 
information source for disclosure to contracting or consulting cor¬ 
rectional agencies that provide correctional services for federal in¬ 
mates; (f) to provide informational source for responding to inqui¬ 
ries from federal inmates involved or Congressional inquiries; (g) 
Internal Users - Employees of the Department of Justice who have 
a need to know information in the performance of their duties; (h) 
External Users - State and Federal law enforcement officials for 
the purposes of investigation, possible criminal prosecution, civil 
court actions, and regulatory proceedings; state correctional agen¬ 
cies providing services to federal inmates; (i) to provide informa¬ 
tion relating to federal offenders to federal and state courts, court 
personnel, and probation officials. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of u.sers and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on docu¬ 
ments, magnetic tape, magnetic disk, tab cards, and microfilm. 

Retrievability: I) Documents, Tab Cards and Microfilm - Infor¬ 
mation is indexed by name and/or register number. 2) Magnetic 
Tape and Disk - Information is indexed by name, register number, 
social security number, and FBI number. 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of prisons rules governing access and release. 

Retention and disposal: Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by electronic means or shredding. 

System manager(s) and address: Chief, Management and Informa¬ 
tion Systems Group; U. S. Bureau of Prisons; 320 First Street, 
N.W.; Washington, D C. 20534. 

Notification procedure: Address inquiries to: Director; Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 
552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. 

Contesting record procedures: Same as the above 

Record source categories: I) Individual inmate; 2) Federal law en¬ 
forcement agencies and personnel; 3) State and federal probation 
services; 4) Non-federal law enforcement agencies; 5) Educational 
institutions; 6) Hospital or medical sources; 7) Relatives, friends 
and other interested individuals or groups in the community; 8) 
Former or future employers; 9) Evaluations, observations, reports, 
and findings of institution supervisors, counselors, boards and com¬ 
mittees. 

Sy.stems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
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(dV (CM2) and (3). (eM4MH), (e)i8). (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553 (b), (c) and (c) and 
have been published in the Federal Register. 

JI STICE/BOP . 006 

System name: inmate Commissary Accounts Record System 

System location: Records may be retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office: U. S Bureau of 
Prisons; 320 First Street, N.W.; Washington, D C. 20534. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: I) Financial data; 2) Identifi¬ 
cation data. Both categories of records will be automated. The Bu¬ 
reau facilities will have responsibility for their maintenance The 
records will be accessible by the telecommunications means of 
BOP facilities. Regional Offices and the Central Office. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 18 U.S.C. 4042. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of this 
system are: (a) to maintain financial accounting of payments into 
and out of inmate trust fund accounts; (b) to provide accounts of 
inmate trust fund accounts for purposes of verifying pauper status 
under 28 U.S.C. 1915; (c) to provide information source to officers 
and employees of the Department of Justice who have need for in¬ 
formation in the performance of their duties; (d) to provide infor¬ 
mation source to state and federal law enforcement officials for in¬ 
vestigations, possible criminal prosecutions, civil court actions, or 
regulatory proceedings. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authorities of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and dbposing of records in the system: 

Storage: Information maintained in the system will be stored on 
documents electronically on the Department of Justice Computer 
System separate from the BOP Central Office. 

Retrievabilily: Information on the automated system will he in¬ 
dexed by name and/or register number. 

Safeguards: The Inmate Commissary Accounts Record System 
will be protected by both physical security methods and dissemina¬ 
tion and access controls. Access to this information will be limited 
to those persons with a demonstrated and lawful need to know, in 
order to perform assigned functions. 

Protection of the automated system will be provided by 
physical, procedural and electronic means. The files will 
reside on the Department of Justice Computer System which 
is physically attended or guarded on a full-time basis. For 
retrieval purpose, access to active telecommunications 
terminals will be limited to those persons with a 
demonstrated need to know. For update purposes, access to 
the files wiD be limited to BOP facilities employees, as 
required in the performance of their assigned duties. 
Surreptitious access to an unattended terminal will be 
precluded by a complex authentication procedure. The 
procedure will be provided only to authorized BOP 
employees. 

An automated log of queries will be maintained for each 
terminal. Improper procedure will result in no access, and 
under certain conditions complete lockout of the terminal, 
pending restoration by the master controller at the Bt)P 
Central Office after appropriate verification has been 
received. Unattended terminals, after normal office hours, 
will be electronically disconnected by the master controller 
at the BOP Central Office. All terminals will have key locks 
and will be located in lockable facilities. 

Retention and disposal: Records in this system will be retained 
for a period of ten (10) years after expiration of sentence, then 
destroyed by electronic means. 

.System manager(s) and address: Chief, Management and Informa¬ 
tion Systems Group; U. S. Bureau of Prisons; 320 First Street, 
N.W.; Washington, D.C. 20534. 

Notification procedure: Address inquiries to: Director; Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U .S.C. 
552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request fur access is received. 

Contesting record procedures: Same as the above. 

Record source categoYies: I) Inmates; 2) Department of Justice 
employees. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cM3) and (4), 
(d). (eM2) and (3), (eM4)(H), (eM8), (f) and (g) of the Privacy Act 
pursuant to 5 U..S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553(b), (c) and (e) and 
been published in the Federal Register. 

Jl STICF./BOP - 007 

System name: Inmate Physical and Mental Health Record System. 

System location: Records may be retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office: U. S. Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: I) Medical history and ex- 
anr.ination (past and present); 2) Dental history and examination 
(past and present); 3) Medical information concerning deaths of in¬ 
mates; 4) Offense; 5) Mental Health and Drug Abuse interview and 
testing data, generated in Bureau of Prisons; 6) Mental Health in¬ 
formation generated outside Bureau of Prisons by other corrections 
agencies, mental hospitals, private therapists, etc; 7) Information as 
per 5 and 6 above on unsentenced individuals committed under 
Title 18, sections 4244 and 4246; 8) Mental Health Treatment 
progress notes and observations made by other staff members; 9) 
Urine surveillance reports of drug program participants. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 18 U.S.C. 4003, 4042, 
4082. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of this 
system are: (a) to provide documented records of the diagnosis, 
treatment, and cure of illnesses of persons committed to the cus¬ 
tody of the Attorney General pursuant to 18 U.S.C. 4082; (b) to 
provide documented records and background medical, mental, or 
dental history to contracting, or consulting physicians, psycholo¬ 
gists and psychiatrists, and dentists, or other specialists, for diagno¬ 
sis, treatment and cure of federal inmates; (c) to provide informa¬ 
tion source to officers and employees of the Department of Justice 
who have a need for the information in the performance of their 
duties; (d) to provide information source for disclosure to state and 
federal law enforcement officials for investigations, possible 
criminal prosecutions, civil court actions, or regulatory 
proceedings; (e) to provide information source for responding to 
inquiries from federal inmates or Congressional kiquirics; (f) to pro¬ 
vide information relating to federal offenders to federal and state 
courts, court personnel, and probation officials; (g) to provide 
medical information relevant to the treatment being provided by 
physicians, psychiatrists, psychologists, state and federal medical 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30. 1977 



DEPARTMENT OF JUSTICE 53295 

facility personnel, other medical agencies and etc., providing treat¬ 
ment for a pre-existing condition for ex-federal offenders. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F.R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system; 

Storage: Information maintained in the system is stored on docu¬ 
ments, magnetic tape, magnetic disk, tab cards, and microfilm. 

Retrievability: I) Documents, Tab Cards and Microfilm - Infor¬ 
mation is indexed by name and/or register number. 2) Magnetic 
Tape and Disk - Information is indexed by name, register number, 
social soourity number, and FBI number. 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of Prisons rules governing access and release. 

Retention and disposal; Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by electronic means of shredding. 

System manager(s) and address: Chief, Management and Informa¬ 
tion Systems Group; U. S. Bureau of Prisons; 320 First Street, 
N.W.; Washington. D C. 20534. 

Notification procedure: Address inquiries to: Director; Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 
552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. 

Contesting record procedures: Same as the above. 

Record source categories: I) Individual; 2) Hospital and/or medi¬ 
cal sources; 3) Pre-sentence reports; 4) Other mental health care 
giving agencies; 5) Observation reports from other Bureau of 
Prisons staff. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eK2) and (3), (eK4KH), (eK8), (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553(b), (c) and (e) and 
have been published in the Federal Register. 

JUSTICE/BOP - 008 

System name: Inmate Safety and Accident Compensation Record 
System 

System location: Records may be retained at any of the Bureau's 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office; U. S. Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records in the system: Inmate accident/injuHes data 
sustained by: a) Work related accidents; b) Recreational injuries; c) 
Vehicle accidents; d) Assaults; e) Other non-work accident/injuries. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 18 U.S.C. 4042, 4126. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of this 

system are: (a) to provide a documented record of inmate ac¬ 
cidents, injuries, for the purpose of measuring safety programs ef¬ 
fectiveness; (b) to provide information source for compliance with 
the Occupational Safety and Health Act; (c) to provide documented 
records of inmate accidents, injuries, and disabilities for adjudica¬ 
tion of claims by inmates filed pursuant to the Inmate Accident 
Compensation System, 18 U.S.C. 4126; Chapter III, Federal Prisons 
Industries, 28 C.F.R., Part 301; (d) furnished to employees of the 
Department of Justice who require information from these records 
for performance of their duty; (e) to provide background informa¬ 
tion and litigation reports to United States Attorneys for purpose of 
defending civil actions filed against the Bureau of Prisons; (f) 
furnished to consultant physicians, and physicians treating inmates 
following release from custody for the purpose of providing prior 
medical history in conjunction with further treatment of the in¬ 
dividual inmate; (g) to provide documented records for disclosure 
to appropriate law enforcement authorities, state or federal, for in¬ 
vestigation and possible criminal prosecution, civil court action, or 
regulatory proceeding; (h) to provide information source for 
responding to inquiries from the inmate involved or Congressional 
inquiries; (i) to provide information relating to federal offenders to 
federal and state courts, court personnel, and probation officials. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on docu¬ 
ments. 

Retrievability: Documents are indexed by name and/or register 
number. 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of Prisons rules governing access and release. 

Retention and disposal: Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by electronic means or shredding. 

System manager(s) and address: Chief, Management and Informa¬ 
tion Systems Group; U. S. Bureau of Prisons; 320 First Street, 
N.W.; Washington, D.C. 20534. 

Notification procedure: Address inquiries to; Director; Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 
552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. 

Contesting record procedures: Same as the above. 

Record source categories: I) The inmate; 2) Bureau of Prisons 
staff members; 3) Medical staff members and medical consultants; 
4) U. S. Probation Officers; 5) Attorneys; 6) Relatives of inmates; 
7) Inquiries and replies to Congressmen; 8) U. S. Attorneys. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cX3) and (4), 
(d), (eK2) and (3), (eK4KH), (eK8), (f) and (g) of the I^vacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 553(b), (c) and (e) and 
have been published in the Federal Register. 
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JL'STICE/BOP • M9 
Systcai Mne: Federal Tort Claims Act Record System 

System locatioa: Records may be retained at any of the Bureau’s 
facilities, the Regional Offices and the Central Office. All requests 
for records may be made to the Central Office: U. S. Bureau of 
Prisons; 320 First Street. N.W.; Washington. D.C. 20534. 

Categories of iadivMvals covered by the system: Current and 
former inmates under the custody of the Attorney General. 

Categories of records ia tbe system: I) Administrative Tort claims 
and supporting documents; 2) Personal data; 3) Investigative re¬ 
ports; 4) Medical reports; 3) Property records; 6) Litigation reports; 
7) Reports made in preparation of htigation; 8) Social and Criminal 
Background; 9) Employment History; 10) Correspondence; 11) 
Litigation Pleadings and Court Decisions. 

Authority for maintenance of the system: This system is 
established and maintained under authority of 28 U.S.C. 2671 et 
seq. FTCA. 

Routine uses of records maintaiaed ia the system, including catego¬ 
ries of users and the purposes of sach uses: The routine uses of tUs 
system are: (a) to provide information source for purposes of adju¬ 
dicating claims for personal injury and property damages pursuant 
to the Federal Tort Claims Act. 28 U.S.C. 2675; (b) to provide in¬ 
formation source for purposes of preparing reports concerning 
litigation in United States Courts under the Federal Tort Claims 
Act. 28 U.S.C. 2671 et seq; (c) to provide information source that is 
furnished to counsel for claimants under the Federal Tort Claims 
Act; (d) to provide information source that is furnished to medical 
officials when requested by claimants under the Federal Tort 
Claims Act; (e) to provide information source that is disclosed to 
employees of the liepartment of Justice who have a need for the 
information in the performance of their duties; (f) to provide infor¬ 
mation source to state and federal law enforcement officials for the 
purpose of investigations, possible criminal prosecutions, civil court 
actions, or regulatory proceedings; (g) to provide information relat¬ 
ing to federal offenders to federal and state courts, court person¬ 
nel, and probation officials. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552. may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s.behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and tbe purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored in docu¬ 
ments. 

RetrievabilHy: Documents are indexed by name and/or register 
number. 

Safeguards: Information is safeguarded in accordance with Bu¬ 
reau of Prisons rules governing access and release. 

Reicntioa and disposal: Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by shredding. 

System managcr(s) and address: Chief, Management and Informa¬ 
tion Systems Group; U. S. Bureau of Prisons; 320 First Street, 
N.W.; Washington. D C. 20534. 

Notification procedure: Address inquiries to: Director; Bureau of 
Prisons; 320 First Street, N.W.; Washington, D.C. 20534. The major 
part of this system is exempt from this requirement under 5 U.S.C. 
552a (j). Inquiries concerning this system should be directed to the 
System Manager listed above. 

ISSUANCES 

Record access procedures: The major part of this system is ex¬ 
empt from this requirement under 5 U.S.C. 552a (j). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. 

Contesting record procedures: Same as the above. 
Record source categories: I) Inmates; 2) Department of Justice 

Employees; 3) U. S. Probation Service; 4) Contract and Consulting 
Physicians including Hospitals; 5) Attorneys; 6) Relatives and 
friends of Inmates; 7) Congress; 8) State and Federal Law Enforce¬ 
ment Agencies. 

Systems exempted from certain provisions of tbe act: The Attorney 
General has exempted this system from subsections (cK3) and (4). 
(d), (eK2) and (3), (eK4)(H), (e)(8), (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in ac¬ 
cordance with the requirements of 5 U.S.C. 353(b), (c) and (e) and 
have been published in the Federal Register. 

JL’STICE/BOP - 999 
System name: Appendix of Field Locations for the Bureau of 

Prisons. 

Regional Offices 

North East Region 
Scott Plaza 11. Industrial Highway 
Philadelphia, Pa. 10113 

South East Region 
Bldg. No. 300, Greenbriar Office Park 
3500 Greenbriar Parkway, S.W. 
Atlanta, Georgia 30331 

North Central Region 
K.C.I. Bank Bldg. 
8800 Northwest 112th Street 
Kansas City, Missouri 64153 

South Central Region 
3883 Turtle Creek Blvd. 
Dallas, Texas 75219 

Western Region 
330 Primrose Road, Fifth Floor 
Burlingame. California 94010 

United States Penitentiaries 

Atlanta, Georgia 30315 
Leavenworth, Kansas 66048 
Lewisburg, Pennsylvania 17837 
Marion. Illinois 62959 
McNeil Island, Steilacoom, Washington 98388 
Terre Haute, Indiana 47808 

Federal Correctional Institutions 

Alderson, West Virginia 24910 
Ashland, Kentucky 41101 
Butner, North Carolina 27509 
Danbury, Connecticut 06801 
El Reno, Oklahoma 73036 
Englewc^, Colorado 80110 
Ft. Worth, Texas 76119 
La Tuna, Texas 88021 
Lexington, Kentucky 40507 
Lompoc, California 93436 
Memphis, Tennessee 38134 
Miami, Florida 33177 
Milan, Michigan 48160 
Morgantown, West Virginia 26505 
Oxford, Wisconsin 53952 
Petersburg, Virginia 23803 
Pleasanton, California 94568 
Sandstone. Minnesota 55072 
Seagoville, Texas 75159 
Tallahassee. Florida 32304 
Terminal Island, California 90731 
Texarkana, Texas 75501 
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Federal Prison Camps 

Alicnwood -- Montgomery, Pennsylvania I77S2 
Eglin Air Force Base. Florida 32542 
Maxxvell Air Force Rase, Montgomery. Alabama 36112 
Safford, Arizona 85546 

Medical Center for Federal Prisoners 

Springfield, Missouri 65802 

Federal Dentention Centers 

Florence, Arizona 85232 
El Paso. Texas 79925 

Metropolitan Correctional Centers 

71 W. Van Buren Street 
Chicago, Illinois 60605 

150 Park Row 
New York, New York 10007 

808 Union Street 
San Diego, California 92101 

Community Treatment Centers 

715 McDonald Blvd. S.E. 
Atlanta, Georgia 30315 

826 S. Wabash Ave. 
Chicago, Illinois 60605 

3401 Gaston Ave. 
Dallas, Texas 75248 

1950 Trumbull Ave. 
Detroit, Michigan 43216 

2320 LaBranch Ave. 
Houston, Texas 77044 

404 E. 10th St. 
Kansas City, Missouri 64106 

600 Long Beach Blvd. 
Long Beach, California 90802 

1212 S. Alvardo St. 
Los Angeles, California 90006 

Woodward Hotel 
210 West 55th Street 

New York, New York 10019 

205 MacArthur Blvd. 
Oakland, California 94610 

316 W. Roosevelt Rd. 
Phoenix, Arizona 85003 

JUSTICE/DEA - 001 

System name: Air Intelligence Program 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D. C. 20537. Also, field offices. See Ap¬ 
pendix I for list of addresses. 

Categories of individuals covered by the system: (A.) Aircraft 
Owners; (B.) Licensed Pilots. 

Categories of records in the system: (A.) FAA Civil Aircraft Regis¬ 
try; (B.) FAA Aircraft Owners Registry; (C.) FAA Airman Directo¬ 
ry; (D.) Entries into NADDIS. ^ 

Authority for maintenance of the system: The System is main¬ 
tained to provide intelligence and law enforcement activities pur¬ 
suant to the Comprehensive Drug Abuse Prevention and Control 
Act of 1970 (P.L. 91-513) and Reorganization Plan No. 2 of 1973. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system provides a 

/ 
research data base for identification of aircraft, aircraft owners and 
pilots that are known or suspected of involvement in illicit air 
transportation of narcotics. Information developed from this system 
is provided to the following categories of users for law enforcement 
purposes on a routine basis; (A.) Other Federal law enforcement 
agencies; (B.) State and local law enforcement agencies; (C.) 
Foreign law enforcement agencies with whom DEA maintains 
liaison. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Reference materials are maintained on microfiche. Infor¬ 
mation developed from the reference materials is entered onto the 
NADDIS magnetic tape. 

Retrievability: This system is indexed by name and identifying 
numbers. 

Safeguards: This system of records is maintained at DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. Access to the 
system is restricted to authorized DEA employees with appropriate 
clearance on a nced-to-know basis. 

Retention and disposal: Reference materials are retained until up¬ 
dated and then destroyed. Entries into NADDIS are retained for 
fifty-five years. 

System manager(») and address: Assistant Administrator for Intel¬ 
ligence; Drug Enforcement Administration; 1405 Eye Street, N.W.; 
Washington, D.C. 20537. 

Notification procedure: The reference materials in this system are 
matters of public record. Information developed from this system 
and entered into the Narcotics and Dangerous Drug Information 
System (NADDIS) has been exempted from compliance with sub¬ 
section (d) of the Act by the Attorney General. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source categories: Federal Aviation Administration 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eKl). (2) and (3), (eK4XG), and (H), (eK5) and (8), (f), (g), (h) 
of the Privacy Act pursuant to 5 U.S.C. 552a (j). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JL'STICE/DEA-INS - 111 

System name: Automated Intelligence Records System (Pathfinder) 

System location: Drug Enforcement Administration, 1405 Eye 
Street, N.W., Washington, D.C. 20537 and El Paso Intelligence 
Center (EPIC), El Paso, Texas 79902. 

Categories of individuals covered by the system: (I) Those in¬ 
dividuals who are known, suspected, or alleged to be involved in 
(a) narcotic trafficking, (b) narcotic-arms trafficking, (c) alien smug¬ 
gling or transporting, (d) illegally procuring, using, selling, counter¬ 
feiting, reproducing, or altering identification documents relating to 
status under the immigraAon and nationality laws, (e) terrorist ac¬ 
tivities (narcotic, arms or alien trafficking/smuggling related), (f) 
crewman desertions and stowaways, and (g) arranging or conlract- 
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ing a marriage to defraud the immigration laws; (2) In addition to 
the categories of individuals listed above, those individuals who (a) 
have had citizenship or alien identification documents put to frau¬ 
dulent use or have reported them as lost or stolen, (b) arrive in the 
United States from a foreign territory by private aircraft, and (c) 
arc informants or witnesses (including non-implicated persons) who 
have pertinent knowledge of some circumstances or aspect of a 
case or suspect; may be the subject of a file within this system, 
and (3) In the course of criminal investigation and intelligence 
gathering, DEA and INS may detect violations of non-drug or non¬ 
alien related laws. In the interests of effective law enforcement, 
this information is retained in order to establish patterns of criminal 
activity and to assist other law enforcement agencies that are 
charged with enforcing other segments of criminal law. Therefore, 
under certain limited circumstances, individuals known, suspected, 
or alleged to be involved in non-narcotic or non-alien criminal ac¬ 
tivity may be subject to a file maintained in this system. 

Categories of records in the system: In general, this system con¬ 
tains computerized and manual intelligence information gathered 
from DEA and INS investigative records and reports. Specifically, 
intelligence information is gathered and collated from the following 
DEA and INS records and reports; (I) DEA Reports of Investiga¬ 
tion (DEA-6), (2) DEA and INS Intelligence Reports, (3) INS Air 
Detail Office Index (I-92A). (4) INS Anti-Smuggling Indices (G- 
170), (5) INS Marine Intelligence Index. (6) INS Fraudulent Docu¬ 
ment Center Index, (7) INS Terrorist Index, and (8) INS Reports of 
Investigation and Apprehension (1-44, 1-213, G-166). 

Authority (or maintenancrc of the system: This system has been 
established in order for DEA and INS to carry out their law en¬ 
forcement, regulatory, and intelligence functions mandated by the 
Comprehensive Drug Abuse Prevention and Control Act of 1970 (84 
Stat. 1236), Reorganization Plan No. 2 of 1973, the Single Conven¬ 
tion on Narcotic Drugs, (18 UST 1407), and Sections 103, 265. and 
290 and Title III of the Immigrate n and Nationality Act, as 
amended, (8 U.S.C. 1103, 1305, 1360, 1401 et seq.). Additional 
authority is derived from Treaties, Statutes, Executive Orders and 
Presidential Proclamations which DEA and INS have been charged 
with administering. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system will be used 
to produce association and link analysis reports and such special re¬ 
ports as required by intelligence analysts of DEA and INS. The 
system will also be used to provide 'real-time* responses to queries 
from Federal, state, and local agencies charged with border law en¬ 
forcement responsibilities. 

Information from this system will be provided to the following 
categories of users for law enforcement and intelligence 
purposes provided a legitimate and lawful ‘need to know' is 
demonstrated; (a) Other Federal law enforcement agencies, 
(b) state and local law enforcement agencies, (c) foreign law 
enforcement agencies with whom DEA and INS maintain 
liaison, (d) U.S. intelligence and military intelligence agencies 
involved in border criminal law enforcement, (e) clerks and 
judges of courts exercising appropriate jurisdiction over 
subject matter maintained within this system, and (f) in the 
event there is an indication of a violation or potential 
violation of law whether civil, criminal, regulatory, or 
administrative in nature, the relevant information may be 
referred to the appropriate agency, whether Federal, state, 
local or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with 
enforcing or implementing the statute or rule, regulations, or 
order issued pursuant thereto. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Manual subsets of the Pathfinder Information System 
are maintained on standard index cards and manual folders. Stan¬ 
dard security formats are employed. 

The automated Pathfinder Information System is stored on 
digital computers in the Drug Enforcement Administration 
Office of Intelligence Secured Computer facilities located at 
DEA Headquarters and El Paso, Texas. 

Retrievability: Access to individual records can be accomplished 
by reference to either the manual indices or the automated informa¬ 
tion system. Access is achieved by reference to personal 
identifiers, other data elements or any combination thereof. 

Safeguards: The Pathfinder System of Records is protected by 
both physical security methods and dissemination and access con¬ 
trols. Fundamental in all cases is that access to intelligence infor¬ 
mation is limited to those persons or agencies with a demonstrated 
and lawful need to know for the information in order to perform 
assigned functions. 

Physical security when intelligence files are attended is 
provided by responsible DEA and INS employees. Physical 
security when files arc unattended is provided by the secure 
locking of material in approved containers or facilities. The 
selection of containers or facilities is made in consideration 
of the sensitivity or National Security Classification, as 
appropriate, of the files, and the extent of security guard 
and/or surveillance afforded by electronic means. 

Protection of the automated information system hi provided by 
physical, procedural, and electronic means. The master file 
resides in the DEA Office of Intelligence Secured Computer 
System and is physically attended or safe-guarded on a full 
time basis. Access or observation to active 
telecommunications terminals is limited to those with a 
demonstrated need to know for retrieval information. 
Surreptitious access to an unattended terminal is precluded 
by a complex authentication procedure. The procedure is 
provided only to authorized DEA and INS employees. 
Transmission from DEA Headquarters to El Paso, Texas is 
accomplished via a dedicated secured line. 

An automated log of queries is maintained for each terminal. 
Improper procedure results in no access and under certain 
conditions completely locks out the terminal pending 
restoration by the master controller at DEA Headquarters 
after appropriate verification. Unattended terminals are 
otherwise located in locked facilities after normal working 
hours. 

The dissemination of intelligence information to an individual 
outside the Department of Justice is made in accordance 
with the routine uses as described herein and otherwise in 
accordance with conditions of disclosure prescribed in the 
Privacy Act. The need to know is determined in both cases 
by DEA and INS as a prerequisite to the release of 
information. 

Retention and disposal: Records maintained within this system are 
retained for fifty-five (55) years. 

System manager(s) and address: Assistant Administrator for Intel¬ 
ligence, Drug Enforcement Administration, 1405 Eye Street, N.W., 
Washington, D.C. 20537 and Associate Commissioner, Manage¬ 
ment, Immigration and Naturalization Service, 425 Eye Street, 
N.W., Washington. D C. 20536. 

Notification procedure: Inquiries should be addressed to Freedom 
of Information Unit, Drug Enforcement Administration, 1405 Eye 
Street, N.W., Washington, D.C. 20537. 

Record access procedures: Same as notification procedure. 

Contesting record procedures: Same as notification procedure. 

Record source categories: DEA intelligence and investigative 
records/reports; INS investigative, intelligence and statutory man¬ 
dated records/reports; records and reports of other Federal, state 
and local agencies; and reports and records of foreign agencies with 
whom DEA maintains liaison. 

Systems exempted from certain provisions of the act: The Attorney 
General has proposed exemption of this system from subsections 
(c) (3) and (4), (d). (e) (1), (2). and (3). (e) (4) (g). (H) and (1). (e) (5) 
and (8), (f), (g), and (h) of the Privacy Act pursuant to 5 U.S.C 
552a (j) and (k). 

JUSTICE/DEA - 003 

System name: Automated Records and Consumated Orders 
System/Diversion Analysis and Detection System 
(ARCOS/DADS) 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D. C. 20537. Also, field offices. See Ap¬ 
pendix 1 for list of addresses. 

Categories of individuals covered by the system: Persons registered 
with DEA under the Comprehensive Drug Abuse Prevention and 
Control Act of 1970 (P.L. 91-513). 
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Categorivs of records in the system: The information contained in 
this system consists of individual business transactions between 
levels of handlers of controlled substances to provide an audit trail 
of all manufactured and/or imported controlled substances to the 
dispensing level. 

Authority lor maintenance of the system: This system of records is 
maintained pursuant to the reporting requirements of the Com¬ 
prehensive Drug Abuse Prevention and Control Act of 1970 (21 
U.S.C. 826<d)) and to enable the United States to fulfill its treaty 
obligations under the Single Convention on Narcotic Drugs and the 
Convention on Psychotropic Substances. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Information contained in this system is provided to the following 
categories of users for the purposes stated: A) Other Federal law 
enforcement and regulatory agencies fur law enforcement or regula¬ 
tory purposes; B) State and local law enforcement and regulatory 
agencies fur law enforcement and regulatory purposes; C) The In¬ 
ternational Narcotics Control Board as required by treaty obliga¬ 
tions. , 

The ARCOS/DADS system of records generates the following re¬ 
ports: I) Reports to the United Nations on Narcotics and 
Psychotropic Substances; 2) Aggregate Individual Quota Allocation 
Supportive Data; 3) Usage of Controlled Substances. 4) Controlled 
Substance Summary by Reporting Registrant; S) Controlled Sub¬ 
stance Summary by Location; 6) Controlled Substance Usage & In¬ 
ventory Summary - by Schedule; 7) Discrepancy Notice Reports; 8) 
Discrepancy F'rror Analysis Report; 9) Potential Diversion Reports; 
10) Incomplete Transfers; II) Unauthorized Purchases; 12) Excess 
Inventory & Purchases; 13) Order Form Monitoring; 14) Improper 
Reporting of Partial Shipments; 15) Discrepancies in Quantities; 16) 
Waste & Sampling of Controlled Substances Beyond Limits; 17) 
Controlled Substances Used in Manufacturing of Non-controllcd 
Substances; 18) Controlled Substances Used in Research; 19) Con¬ 
trolled Substances Sold to Government Agencies; 20) Controlled 
Substances Destroyed; 21) Controlled Substances Im- 
ported/Exported; 22) Quota Excess. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: All automated data files associated with ARCOS/DADS 
are maintained in the Department of Justice Data Center and the 
Drug Enforcement Administration Data Center. 

Retrievability: The system is indexed by name and identifying 
number. In addition a number of telecommunication terminals have 
been added to the existing network. 

Safeguards: The portion of the records maintained in DEA 
headquarters is protected by twenty-four hour guard service and 
electronic surveillance. Access to the building is restricted to DEA 
employees and those persons transacting business within the build¬ 
ing who are escorted by DEA employees. Access to the system is 
restricted to ARCOS Unit employees who have appropriate securi¬ 
ty clearances on a need to know basis. Information that is retrieva¬ 
ble by terminals requires user identification numbers which are is¬ 
sued to authorized employees of the Department of Justice. 

Retention and disposal: Input data received from registrants is 
maintained for 60 days for backup purposes and then destroyed by 
shredding or electronic erasure. ARCCJS master inventory records 
are retained for eight consecutive calendar quarters. As the end of 

a new quarter is reached the oldest quarter of data is purged from 
the record. ARCOS transaction history will be retained for a max¬ 
imum of five years and then destroyed. 

System manager(s) and address: Director, Office of Compliance 
and Regulatory Affairs, Drug Enforcement Administration; 1405 
Eye Street, N.W.; Washington, D. C. 20537. 

Record source categories: Business forms and individuals re 
gistered with DEA under the Comprehensive Drug Abuse Preven¬ 
tion and Control Act of 1970 (P.L. 91-513). 

Systems exempted from certain provisions of the act: The Attornc> 
General has exempted this system from subsections (c)(3), (d) 
(e)(4)(G) and (H), (f) of the Privacy Act pursuant to 5 U.S.C 552a 
(k). Rules have been promulgated in accordance with the require 
ments of 5 U.S.C. 553(b). (c) and (e) and have been published in 
the Federal Register. 

Jl’STICE/DEA . 004 

System name: Congressional Correspondence File 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D.C. 20537. Also, field offices. Sec Ap¬ 
pendix I for list of addresses. 

Categories of individuals covered by the system: Members of the 
United States Congress 

Categories of records in the system: (A) Inquiries from members 
of Congress; (B) Reply to Congressional inquiries. 

Authority for maintenance of the system: 5 U.S.C. 301 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system is main¬ 
tained to provide a history of Congressional inquiries. The informa¬ 
tion is not disseminated outside the Department of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particulai 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to ^ I SC 
552, may be made available to a Member of Congress or staff act 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The documents in this system are maintained in standard 
file folders. 

Retrievability: The system is indexed by the name of the member 
of Congress. 

Safeguards: This system of records is maintained at DEA 
Headquarters which is protected by twenty-four hour guard service, 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, the 
records are stored in bar lock filing cabinets and access to the 
system is restricted to members of the DEA Congressional Rela¬ 
tions Staff. 

Retention and disposal: These records are retained, indefinitely 

System manager(s) and address: Director of Congressional Rela 
tions. Drug Enforcement Administration; 1405 Eye Street. N W , 
Washington, D.C. 20537. 

Notification procedure: Inquiries should be addressed to Freedom 
of Information Unit, Drug Enforcement Administration. 140^ Fve 
Street, N.W. Washington, D.C. 20537. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above 

Record source categories: Members of Congress 

Systems exempted from certain provisions of the act: None 
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Jl’STICE/DEA - 005 

System aamc: Controlled Substances Act Registration Records 
(CSA) 

System location: Drug Enforcement Administration; 1405 Eye 
Street. N.W.; Washington, D.C. 20S37. Also, field offices See Ap¬ 
pendix I for list of addresses. 

Categories of individuals covered by the system: Records are main¬ 
tained on the following categories of individuals registered under 
the Controlled Substances Act including registrants doing business 
under their individual name rather than a business name: (A) Physi¬ 
cians and related practitioners; (B) Dentists; (C) Veternarians; (D) 
Persons conducting research with controlled substances; (E) Impor¬ 
ters of controlled substances; <F) Exporters of controlled ’ sub¬ 
stances; (G) Manufacturers of controlled substances; (H) Distribu¬ 
tors of controlled substances; (I) Pharmacies. 

Categories of records in the system: The Controlled Substances 
Act Registration Records are maintained in a manual system which 
contains the original of the application for registration under 225. 
226, 227, and 363, order forms (DEA-222’s) and any correspon¬ 
dence concerning a particular registrant. In addition, the same basic 
data is maintained in an automated system for quick retrieval. 

Authority for maintenance of the system: The Drug Enforcement 
Administration is required under the Comprehensive Drug Abuse 
Prevention and Control Act of 1970 (Public Law 91-513) to register 
all handlers of controlled substances. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The Controlled Sub¬ 
stances Act Registration Records produce special reports as- 
required for statistical analytical purposes. Disclosures of informa¬ 
tion from this system arc made to the following categories of users 
for the purposes stated: (A) Other Federal law enforcement and 
regulatory agencies for law enforcement and regulatory purposes; 
(B) State and local law enforcement and regulatory agencies for law 
enforcement and regulatory purposes; (C) Persons registered under 
the Controlled Substances Act (Public Law 91-513) for the purpose 
of verifying the registration of customers and practitioners. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The automated portion of this system is maintained on 
magnetic tape and the manual portion is by batch. 

Retrievability: The automated system is retrieved by name and 
registration number. The manual portion is filed in batches by date 
of application and indexed within each batch by name. A micro¬ 
fiche system of the names in each batch is maintained for quick 
reference purposes. In addition, a number of telecommunication 
terminals have been added to the existing network. 

Safeguards: This system of records is maintained in DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. Access to the 
system is restricted to DEA personnel on a need-to-know basis. A 
specific computer program is necessary to extract information. In¬ 
formation that is retrievable by terminals requires user identifica¬ 
tion numbers which are issued to authorized employees of the De¬ 
partment of Justice 

I 
Retention and disposal: Records in the manual portion of the 

system are retired to the Federal Records Center after one year and 
destroyed after five years. The automated data is stored in the De¬ 
partment of Justice Computer Center and destroyed after five 
years. 

System manager(s) and address: Director, Office of Compliance 
and Regulatory Affairs. Drug Enforcement Administration; 1405 
Eye Street, N.W.; Washington, D.C. 20537. 

Notification procedure: The Attorney General has exempted the 
Controlled Substances Act Registration Records from compliance 
with subsection (d) of the Act. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source categories: Information contained in this system of 
records is obtained from: (A) Registrants under the Controlled .Sub¬ 
stances Act (Public Law 91-513); (B) DEA Compliance Investiga¬ 
tors. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(.3), (d), 
(eM4)(G) and (H), (f) of the Privacy Act pursuant to 5 U..S.C. 552a 
(k). Rules have been promulgated in accordance with the require¬ 
ments of 5 U.S.C 55.3(b), (c) and (e) and have been published in 
the Federal Register. 

JISTICE/DEA - 006 

System name: Freedom of Information/Privacy Act Records. 

System location: Freedom of Information Division, Drug Enforce¬ 
ment Administration, 1405 I Street, N.W., Room 2()0, Washington. 
D C 20537. 

Categories of individuals covered by the system: Persons who 
request disclosure of records pursuant to the Freedom of Informa¬ 
tion Act; persons who request access to or correction of records 
pertaining to themselves contained in DEA's system of records pur¬ 
suant to the Privacy Act; and, where applicable, persons about 
whom records have been requested or about whom information is 
contained in requested records. 

Categories of records in the system: The system contains: (I) co¬ 
pies of all correspondence and internal memorandums related to the 
Freedom of Information Act and Privacy Act requests, and related 
records necessary to the processing of such requests received after 
January I, 1975; (2) copies of all documents relevant to appeals and 
lawsuits under the Freedom of Information Act and Privacy Act. 

Anthority for maintenance of the system: This system is 
established and is maintained pursuant to the authority of the Com¬ 
prehensive Drug Abuse Prevention and Control Act of 1970 and 
Reorganization Plan No. 2 of 1973; and is maintained to implement 
the provisions of 5 U.S.C. 552 and 552a and the provisions of 28 
C.F.R. 16.1 et seq. and 28 C.F.R. 16.40 et scq. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses; A record maintained in 
this system may be disseminated as a routine use of such records 
as follows: (I) a record may be disseminated to a Federal agency 
which furnished the record for the purpose of permitting a decision 
as to access or correction to be made by that agency, or for the 
purpose of consulting with that agency as to the propriety of access 
or correction; (2) a record may be disseminated to any appropriate 
Federal, State, local, or foreign agency for the purpose of verifying 
the accuracy of information submitted by an individual who has 
requested amendment or correction of records contained in systems 
of records maintained by the Freedom of Information Division. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
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Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The records in this system are maintained in standard 
case file folders. 

Retrievability: A record is retrieved by the name of the individual 
or person making a request for access or correction of records. 

Safeguards: This system of records is maintained at DBA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DBA employees and those persons transacting business within the 
building who are escorted by DBA employees. In addition, the 
system is stored in Diebold combination vault and access is 
restricted to the staff of the Freedom of Information Division on a 
need-to-know basis. 

Retention and disposal: Currently there are no provisions for 
disposal of records contained in this system. Destruction schedules 
will be developed as the system requirements become known 

System manager(s) and address: Chief, Freedom of Information 
Division, Drug Enforcement Administration, 1405 I Street, N.W., 
Room 200, Washington, D.C. 20537. 

Notification procedure: A part of this system is exempted from 
this requirement under 5 U.S.C. 552a (j) or (k). To the extent that 
this system of records is not subject to exemption, it is subject to 
access and contest. A determination as to exemption shall be made 
at the time a request is received by the Drug Enforcement Adminis¬ 
tration, 1405 I Street, Washington, D C. 20537. A request shall be 
made in writing, with the envelope and the letter clearly marked 
‘Privacy Request*. Each Privacy request shall contain the name of 
the individual involved, his date and place of birth, and other 
verification of identity as required by 28 C.F.R. 16.41. Each 
requestor shall also provide a return address for transmitting the in¬ 
formation. Requests shall be directed to the System Manager listed 
above. 

Record access procedures: Same as Notification Procedures 
above. 

Contesting record procedures: Same as Notification Procedures 
above except individuals desiring to contest or amend information 
maintained in the system should direct their written request to the 
System Manager listed above, and state clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are the individuals and persons making requests, the 
systems of records searched in the processing of responding to 
requests, and other agencies referring requests for access to or cor¬ 
rection of records originating in the Drug Enforcement Administra¬ 
tion. 

Systems exempted from certain provisions of the act: Records 
secured from other systems of records have been exempted from 
the provisions of the Freedom of Information/Privacy Acts to the 
same extent as the systems of records from which they were ob¬ 
tained. Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (bKc), and (e) and have been 
published in the Federal Register. 

Jl STICE/DEA - 007 

System name: International Intelligence Data Base 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N W.; Washington, D. C. 20537. Also, field offices. See 
Appendix 1 for list of addresses. 

Categories of individuals covered by the system: Known and 
suspected drug traffickers 

Categories of records in the system; (A) Intelligence reports; (B) 
Investigative reports; (C) Subject files. 

Authority for maintenance of the system: This system is main¬ 
tained for law enforcement and intelligence purposes pursuant to 
the Comprehensive Drug Abuse Prevention and Control Act of 
1970, Reorganization Plan No 2 of 1973 and the Single Convention 
on Narcotic Drugs 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

This system is maintained to further criminal investigations 
through the collation, analysis and dissemination of intelligence in¬ 

formation. This system produces the following reports: a) Tactical, 
operational and strategic intelligence reports; b) Major organiza¬ 
tional reports; c) Network analysis; d) Trafficker profiles; e) Intel¬ 
ligence briefs on prior experience with individuals, firms, countries, 
etc; f) Country profiles; g) Country Intelligence Action Plans; h) 
Current situational reports; i) Special reports as requested; j) Drug 
patterns and trends and drug trafficking from source to U.S. dis¬ 
tributors. 

In addition, information is provided to the following categories of 
users for law enforcement purposes on a routine basis: A) Other 
Federal law enforcement agencies; B) State and local law enforce¬ 
ment agencies; C) Foreign law enforcement agencies with whom 
DEA maintains liaison; D) U.S. Intelligence and Military Intel¬ 
ligence Agencies involved in drug enforcement; E) U..S. Depart¬ 
ment of State; F) The Cabinet ComnsUtec on International Nar¬ 
cotics Control. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices fur storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

, Storage: These records are maintained in standard case files and 
on index cards. 

Retrievability: The system is indexed by name and subject 
category and retrieved by use of a card file index.. 

Safeguards: This system of records is maintained at DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, all 
records contained in this system are stored in GSA approved 
security containers. Access to the system is restricted to authorized 
DEA personnel with Secret Clearance or above. 

Retention and disposal: The Records contained in this system are 
currently retained for an indefinite period. 

System manager(s) and address: Assistant Administrator for Intel 
ligence; Drug Enforcement Administration; 1405 Eye Street, N.W , 
Washington, D.C. 20537. 

Record source categories: A) Other Federal agencies; B) State and 
local law enforcement agencies; C) Foreign law enforcement agen¬ 
cies; D) Confidential informants. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eMl). (2) and (3), (eM4)(G), (H), (e)(5) and (8), (f), (g), (h) of 
the Privacy Act pursuant to 5 U.S.C. 552a (j) and (k). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

Jl STICE/DEA - 008 

System name: Investigative Reporting and Filing System 

System location; Drug Enforcement Administration; I40S Eye 
Street. N.W , Washington, DC 20537. Also, field offices. Sec .Ap 
pendix I for list of addresses. 

Categories of individuals covered by the system: 

A. Drug offenders. 
B. Alleged drug offenders. 
C. Persons suspected of drug offenses. 
D. Confidential informants. 

F. Witness 
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G. Non-implicatled persons with pertinent knowledge of some cir¬ 
cumstance or aspect of a case or suspect. These arc pertinent 
references of fact developed by personal interview or third party 
interview and are recorded as a matter for whK'h a probable need 
for recall will exist. In the regulatory portion of the system, records 
are maintained on the following categories of individuals: A) In¬ 
dividuals registered with DF.A under the Comprehensive Drug 
Abuse Prevention and Control Act of 1970; B) Responsible officials 
of business firms registered with UFA; C) Employees of DFA re¬ 
gistrants who handle controlled substances or occupy positions of 
trust related to the handling of controlled substances, D) Applicants 
for DF.A registration and their responsible employees. 

Categories of records in the system: The Investigative Reporting 
and Filing System includes, among other things, a system of 
records as defined in the Privacy Act of 1974. Individual records, 
i.e., items of information on an individual may be decentralized in 
separate investigative file folders. Such records as well as certain 
other records on persons and subjects not covered by the act, arc 
made retrievable and are retrieved by reference to the following 
sub-systems. 

A. The Narcotics and Dangerous Drugs Information (NADDIS) is 
a central automated index maintained by DF.A Fleadquartcrs. It is 
accessible by the telecommunication means of appropriately 
equipped DEA headquarters and field offices. The index record 
contains names and selected items of information extracted from 
investigative reports. Direct references to the discrete file folders in 
which the source reports are filed are provided, therefore, the 
records point to the more comprehensive manual reports The cen¬ 
tral index reflects records maintained at all DFA echelons. Records 
are retrievable by name and by certain identifying numbers. 

B. Manual name indicies covering regional and district investiga¬ 
tive activities are maintained by DFA field offices. A residual card 
index is retained at DF.A headquarters that predates the automated 
central index. The items of information on the manual index 
records are extracted only from investigative reports and point to 
the more comprehensive information in pertinent investigative file 
folders. The records in the field office indicies are sub-scis of the 
central automated and manual indicies Records arc retrievable by 
name only by this manual technique. Four basic categories of files 
arc maintained within the Investigative Reporting and Filing 
System. DEA does nut maintain a dossier type file in the traditional 
sense on an individual. Instead, the files are compiled on separate 
investigations, topics and on a functional basis for oversight and in¬ 
vestigative support. A) Criminal Investigative Case Files; B) 
General Investigative Files. Criminal and Regulatory; C) Regulatory 
Audit and Investigative Files; D) Confidential Informant Files. 

The basic document contained in these files is a multi-purpose re¬ 
port of investigation (DEA-6) on which investigative activities and 
findings are rigorously documented. The reports pertain to the full 
range of DEA criminal drug enforcement and regulatory investiga¬ 
tive functions that emanate from the Comprehensive Drug Preven¬ 
tion and Control Act of 1970. Within the categories of files listed 
above, the gencral'file category includes preliminary investigations 
of a criminal nature, certain topical or functional aggregations and 
reports of pre-registrant inspections/investigations. The case files 
cover targeted conspiracies, trafficking situations and formal regu¬ 
latory audits and investigations. Frequently the criminal drug cases 
are the logical extension of one or mure preliminary investigations. 
The distinction between the case file and general file categories, 
therefore, is based on internal administrative policy and should not 
be construed as a' differentiation of investigation techniques or 
practices. These files, except for Confidential Informant Files, con¬ 
tain also adopted reports received from other agencies to include 
items that comprise, when indexed, individual records within the 
meaning of the Act. The central files maintained at DFA Headquar¬ 
ters include, in general, copies of investigative reports and most of 
the supporting documents that are generated or adopted by DFA 
Headquarters and field offices. 

Authority for maintenance of the system; This system is 
established and maintained to enable DEA to carry out its assigned 
law enforcement and regulatory functions under the Comprehensive 
Dnig Abuse Prevention and Control .Act of 1970. (Public Law 91- 
513), Reorganization Plan No. 2 of 1973, and to fulfill United States 
obligations under the Single Convention on Narcotics Drugs. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system may be used 
as a data source or reference facility for numerous summary, 
management and statistical reports produced by the Drug Enforce¬ 
ment Administration Only on rare occasions do such reports con¬ 

tain identifiable individual records. Information contained in this 
system is provided to the following categories of users as a matter 
of routine use for law enforcement and regulatory purposes A) 
Other Federal law enforcement and regulatory agencies; B) State 
and local law enforcement and regulatory agencies; C) Foreign law 
enforcement agencies with whom DEA maintains liaison; D) The 
Department of Defense and Military Departments; E) The Depart¬ 
ment of State; F) U. S. intelligence agencies concerned with drug 
enforcement; G) The United Nations; Hi Interpol; I) To individuals 
and organizations in the course of investigations to elicit informa¬ 
tion. 

In addition, disclosures arc routinely made to the following 
categories for the purposes stated: A) To federal agencies for na¬ 
tional security clearance purposes and to federal and state regulato¬ 
ry agencies responsible for the licensing or certification of in¬ 
dividuals in the fields of pharmacy and medicine; B) To the Office 
of Management and Budget upon request in order to justify the al¬ 
location of resources; C) To State and local prosecutors for 
assistance in preparing cases concerning criminal and regulatory 
matters; D) To the news media for public information purposes. E) 
To respondents and their attorneys for purposes of discovery, for¬ 
mal and informal, in the course of an adjudicatory, rule-making, or 
other hearing held pursuant to the Controlled Substances Act of 
1970. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: Administration regulations 
include detailed instructions for the preparation, adoption, han¬ 
dling, dissemination, indexing of individual records, storage, 
safeguarding of investigative reports and the accounting of disclo¬ 
sure of individual records. 

Storage: 

1. The Headquarters central files and the field office subsets of 
the Investigative Reporting and Filing System are maintained in 
standard file folders. Standard formats arc employed. Manual indi- 
cics are maintained using standard index record formats. 

2. The Narcotics and Dangerous Drugs Information subset is 
stored electronically on the Department of Justice Information 
System separate from DEA Headquarters. 

Retrievahility: Access to individual records is gained by reference 
to either the automated or manual indicies. Rctrievability is a func¬ 
tion of the presence of items in the index and the matching of 
names in the index with search argument names or identifying num¬ 
bers in the case of the automated system. Files identified from field 
office indicies are held by the field office and Headquarters. Files 
identified from the automated index may not be held by the in¬ 
terested office, but the originators of such files are identified. In 
addition a number of telecommunication terminals have been added 
to the existing network. 

Safeguards: The Investigative Reporting and Filing System is pro¬ 
tected by both physical security methods and dissemination and ac¬ 
cess controls. Fundamental in all cases is that access to investiga¬ 
tive information is limited to those persons or agencies with a 
demonstrated and lawful need to know for the information in order 
to perform assigned functions. 

I. Physical security when investigative files are attended is pro¬ 
vided by responsible DEA employees. Physical security when Hies 
are unattended is provided by the secure locking of material in ap¬ 
proved containers or facilities. The selection of containers or facili- 
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tics is made in consideration of the sensitivity or National Security 
Classification, as appropriate, of the files and the extent of security 
guard and/or surveillance afforded by electronic means. 

2. Protection of the automated index is provided by physical, 
procedural and electronic means. The Master file resides on the De¬ 
partment of Justice Computer System and is physically attended or 
guarded on a full-time basis. Access or observation to active 
telecommunications terminals is limited to those with a demon¬ 
strated need to know for retrieval information. Surreptitious access 
to an unattended terminal is precluded by a complex sign-on 
procedure. The procedure is provided only to authorized DEA em¬ 
ployees. For certain terminals, access is further restricted by cryp¬ 
tological equipment. 

3 An automated log of queries is maintained for each terminal. 
Improper procedure results in no access. Terminals are signed-off 
after use The terminals are otherwise located in locked facilities 
after normal working hours. 

4 The dissemination of investigative information on an individual 
outside the Department of Justice is made in accordance with the 
routine uses as described herein or otherwise in accordance with 
the conditions of disclosure prescribed by the Act. The need to 
know of the recipient is determined in both cases by DEA as a 
prerequisite of the release. 

Retention and disposal: Records contained within this system ex¬ 
cept for those in general files are retained for fifty-five (.S5) years. 
Records in general files are retained for twenty (20) years. 

System manager(s) and address: Assistant Administrator for En¬ 
forcement; Drug Enforcement Administration; 1405 Eye Street, 
N W , Washington, D C. 20537. 

Record source categories: A) DEA personnel; B) Cooperating in¬ 
dividuals; C) Suspects and defendants; D) Federal, State and local 
law enforcement and regulatory agencies; E) Other federal agen¬ 
cies, E) Foreign law enforcement agencies; G) Business records by 
subpoena, H) Drug and chemical companies; I) Concerned citizens. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)<3) and (4), 
(d), (eMI). (2), and (3), (e)(4)(G), (H), (eK5) and (8), (f), (g), (h) of 
the Privacy Act pursuant to 5 U.S.C. 552a (j) and (k). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C 
553(b), (c) and (e) and have been published in the Federal Register 

Jl'STICE/DEA - 009 

System name: Medical Records 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D. C. 20537. Also, field offices. See Ap¬ 
pendix I for list of addresses. 

Categories of individuals covered by the system: A) DEA Em¬ 
ployees; B) Cooperating Individuals; 

Categories of records in the system: A) Annual physical examina¬ 
tions; B) Reports of disease or injury pertaining to DEA Special 
Agents and Chemists; C) Reports of job related injury or illness for 
employees and cooperating individuals; D) Pre-employment physi¬ 
cal examination of DEA Special Agents and Compliance Investiga¬ 
tors, E) Physical examination reports of non-federal police person¬ 
nel applying to attend the National Training Institute. 

Authority for maintenance of the system: These records are main¬ 
tained to establish and maintain an effective and comprehensive 
health program for employees pursuant to 5 U.S.C. 7901, 29 U.S.C. 
655 and 668 and Executive Order 11807 of September 28, 1974. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are main¬ 
tained for internal use DEA. The only disclosure outside the agency 
would be to a physician when authorized by the subject. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C F R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release oT information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in (he system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The records are maintained in standard file folders. 

Retrievability: Records' are retrieved by name 

Safeguards: This system of records is maintained at DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, the 
records arc stored in file safes in an alarmed, controlled access 
area. Access to the system is limited to employees of the medical 
office on a need-to-know basis. 

Retention and disposal: These records are retained indefinitely 

System manager(s) and address: Chief Medical Officer; Drug En¬ 
forcement Administration; 1405 Eye Street, N.W.; Washington, D. 
C. 20537. 

Notification procedure: Inquiries should be addressed to Freedom 
of Information Unit, Drug Enforcement Administration, 1405 Eye 
Street, N.W., Washington, D.C. 20537. Inquiries should contain the 
following information; Name; Date and Place of Birth; Dates of 
Employment with DEA; Employee number. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source categories: Individuals on whom records are main¬ 
tained; Employees of Medical Office. 

Systems exempted from certain provisions of the act: None 

JL'STICE/DEA - 010 

System name: Office of Internal Security Records 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N. W.; Washington, D. C. 20537. Also, field offices. See 
Appendix I for list of addresses. 

Categories of individuals covered by the system: A) DEA em¬ 
ployees, past and present B) Applicants for employment with DEA 
O'Drug offenders, alleged drug offenders, and persons suspected 
of drug offenses D) Offenders, alleged offenders, and persons 
suspected of committing Federal and state crimes broadly charac¬ 
terized as corruption or integrity offenses E) Confidential infor¬ 
mants F) Witnesses G) Non-implicated persons with pertinent 
knowledge of circumstances or aspects of a case or suspect. These 
are pertinent references of fact developed by personal interview or 
third party interview and are recorded as a matter for which a 
probable need will exist. 

Categories of records in the system: A) Investigative reports with 
supporting memoranda and work papers relating to investigations of 
individuals and situations. B) General files which include, among 
other things, supporting memoranda and work papers and miscel¬ 
laneous memoranda relating to investigations of and the purported 
existence of situations and allegations about individuals. C) Audit 
and inspection reports of inspections of DEA offices, personnel, 
and situations. D) Zero files containing general correspondence and 
memoranda relating to the subject matter of the categories of in¬ 
dividuals covered by the system. 

Authority for maintenance oF the system: Reorganization Plan No. 
1 of 1968 and 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information contained in 
this system is provided to the following categories of users as a 
matter of routine uses for law enforcement and regulatory pur¬ 
poses: A. Other Federal law enforcement and regulatory agencies. 
B. State and local law enforcement and regulatory agencies; C 
Foreign law enforcement agencies with whom DEA maintains 
liaison; D The Department of State, E The Department of 
Defense and Military Departments; F U.S. Intelligence agencies 
concerned with drug enforcement; G. The United Nations, H. In¬ 
terpol, I. To individuals and organizations in the course of in¬ 
vestigations to elicit information. 

In addition, disclosures are routinely made to the following 
categories for the purposes stated* A. To Federal agencies for na- 
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tional security clearance purposes and to Federal and stale regula¬ 
tory agencies responsible for the licensing or certification of in¬ 
dividuals in the fields of pharmacy and medicine; B. To the Office 
of Management and Budget upon request in order to justify the al¬ 
location of resources; C. To stale and local prosecutors for 
assistance in preparing cases concerning criminal and regulatory 
matters; D. To the news media for public information purposes. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information m the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2404 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained in standard investigation 
folders. 

Retrievability: These records are retrieved by use of a card index 
maintained alphabetically by employee name. 

Safeguards: These records arc maintained at DEA Headquarters 
which is protected by twenty-four hour guard service and electronic 
surveillance. Access to the building is restricted to DEA employees 
and those persons transacting business within the building who are 
escorted by DEA employees. Access to the system is restricted to 
employees of the Office of Internal Security and upper level 
management officials. The records are stored in safe-type combina¬ 
tion lock file cabinets. 

Retention and disposal: These records are maintained for 55 
years. 

System manager(s) and address: Chief Inspector; Drug Enforce¬ 
ment Administration; 1405 Eye Street, N.W., Washington, D. C. 
20537. 

Record source categories: A) DEA Investigations; B) Federal, 
State and local law enforcement agencies; C) Cooperating in¬ 
dividuals. 

Systems e.xempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eHl). (2) and (3), tcH4MG). (H). (eK5) and (8), (f). (g). (h) of 
the Privacy Act purusant to 5 U.S.C. 552a(j) and (k). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/DEA - eil 

System name: Operations Files 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D.C. 20537. Also, field offices. Sec Ap¬ 
pendix I for list of addresses. 

Categories of individuals covered by the system: A) Cooperating 
Individuals; B) Confidential Informants 

Categories of records in the system: A) Biographic and 
background information; B) Official Contact Reports, C) Intel¬ 
ligence Reports (DEA-6). 

Anthority for maintenance of the system: This system of records is 
maintained to assist in intelligence operations pursuant to the Com¬ 
prehensive Drug Abuse Prevention and Control Act of 1970 (P.L. 
91-513) and Reorganisation Plan No. 2 of 1973. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system is used to 
keep a history of intelligence operations against narcotics traf¬ 
fickers and their support networks. Information contained in this 
system is provided to the following categories of users for law en¬ 
forcement purposes on a routine basis: A) Other Federal law en¬ 
forcement agencies; B) State and local law enforcement agencies; 

C) Foreign law enforcement agencies with whom DFA maintains 
liaison; D) United States Intelligence and Military Intelligence agen¬ 
cies involved in drug enforcement; E) The United States Depart¬ 
ment of State. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained in standard case files 

Retrievability: These files arc retrieved manually by subject 
matter category and coded identification number. 

Safeguards: This system of records is maintained at DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, all files 
are stored in GSA approved security containers approved for 
Secret material and treated as if they carried a Secret classification 
whether classified or not. Access to the files is restricted to 
authorized DEA employees with Top Secret clearances on a limited 
need-to-know basis. 

Retention and disposal: These records are retained indefinitely. 

System manager(s) and address: Assistant Administrator for Intel¬ 
ligence; Drug Enforcement Administration; 1405 Eye Street, N.W., 
Washington, D. C. 20537. 

Record source eategories: A) DEA Reports; B) Reports of federal, 
state and local agencies; C) Reports of foreign agencies with whom 
DEA maintains liaison. 

Systems exempted from certain provisions of the act; The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eXD. (2) and (3), (eK4KG), (H), (eK5) and (8), (f), (g), (h) of 
the Privacy Act pursuant to 5 U.S.C. 552a (j) and (k). Rules have 
been promulgated in accordance with the requirements of 5 U S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/DEA - 012 

System name: Registration Status/Investigation Records 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D.C. 20537. Also, field offices. See Ap¬ 
pendix 1 for list of addresses. 

Categories of individuals eovered by the system: Individuals who 
have a Controlled Substances Act registration number under their 
personal .name who have had some action taken against their 
license or registration. 

Categories of records in the system: A) DEA reports of investiga¬ 
tion; B) Information received from state regulatory agencies. 

Authority for maintenance of the system: This system of records is 
maintained to enable the Drug Enforcement Administration to per¬ 
form its regulatory functions under the Comprehensive Drug Abuse 
Prevention and Control Act of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information contained in 
this system of records is provided for law enforcement and regula¬ 
tory purposes to the following categories of users on a routine 
basis; A) Other federal law enforcement and regulatory agencies; 
B) State and local law enforcement and regulatory agencies; C) To 
respondents and their attorneys for purposes of discovery, formal 
and informal, in the course of an adjudicatory, rule-making, or 
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other hearing held pursuant to the Controlled Substances Act of 
1970. 

Release of information to the news medu: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, ineinding catego¬ 
ries of users and the purposes of such uses; Release of information 
to the National Archives and Records Servicer A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Roiteies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records arc maintained in standard case file fol¬ 
ders. 

Retrievability: This system is indexed by name of registrant. 
Safeguards: This system of records is maintained in DFA 

Headquarters which is protected by 24-hour guard service and elec¬ 
tronic surveillance. Access to the building is restricted to DEA em¬ 
ployees and those persons transacting business within the building 
who arc escorted by DEA employees. Access to the system is 
restricted to authorized employees of the Compliance Investigations 
Division on a need-to-know basis. 

Retention and disposal: These records are retained as long as 
there is a need for the file. These are working files and may be 
destroyed when no longer required or merged into the Investigative 
Case File and Reporting System. 

System managerts) and address: Director, Office of Compliance 
and Regulatory Affairs; Drug Enforcement Administration; 1405 
Eye Street, N.W.; Washington, D.C. 20537, 

Record source categories: A) DEA Investigators; B) State and 
local regulatory agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cX3), (d), 
(eX4KG) and (H), (0 of the Privacy Act pursuant to 5 U.S.C. 5S2a 
(k). Rules have been promulgated in accordance with the require¬ 
ments of 5 U.S.C. 5S3(b), (c) and (e) and have been published in 
the Federal Register. 

JUSTICE/DEA - 013 
System name: Security Files 

System location: Drug Enforcement Administration; 1405 Eye 
Street, N.W.; Washington, D.C. 20537. Also, field offices. Sec Ap¬ 
pendix I for list of addresses. 

Categories of individuals covered by tbe system: A) DEA person¬ 
nel; B) Cooperating individuals and informants; C) Drug traffickers 
and suspected drug traffickers; D) Individuals who might discover 
DEA investigations or undercover operations by chance. 

Categories of records in the system: This system of records con¬ 
tains reports concerning the categories of individuals stated above. 

Authority for maintenance of the system: This system of records is 
maintained to identify and correct security problems in the area of 
inteUigence operations and installations pursuant to the Comprehen¬ 
sive Drug Abuse Prevention and Control Act of 1970 (P.L. 91-513) 
and Reorganization Plan No. 2 of 1973. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system is utilized to 
generate reports on security problems in the area of intelligence 
operations and installations. In addition, information is provided to 
the following categories of users for law enforcement purposes on 
a routine basis: A) Other federal law enforcement agencies; B) 
State and local law enforcement agencies; C) Foreign law enforce¬ 
ment agencies with whom DEA maintains liaison. 

Release of information on the news media: Information permitted 
to be released to the news media and the public pursuant to 28 

C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by tbe Department of 
Justice, not otherwise required to be released pursuant to 5 U S.C 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained In the system, ineinding catego¬ 
ries of users and the purposes of such nses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing ol records in the system: 

Storage: These records arc maintained in standard case folders. 
Retrievability; The information in this system is retrieved by sub¬ 

ject matter category or by coded identification number. 
Safeguards: This system of records is maintained at DEA 

Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, these 
records are stored in GSA approved security containers authorized 
for Secret material. Access to tbe system is restricted to authorized 
DEA personnel who have Top Secret Clearances on a limited need- 
to-know basis. 

Retentioa and disposal: Records in this system are retained as 
long as (he individual remains active and then destroyed or retired 
to the Federal Records Center. 

System manageris) and address: Assistant Administrator for Intel¬ 
ligence; Drug Enforcement Administration; 1405 Eye Street, N.W.; 
Washington, D.C. 20537. 

Record source categories; A) DEA Reports; B) Reports of federal, 
state and local agencies. 

Systems exempted from certain provisions of tbe act; The Attorney 
General has exempted this system from subsections (cX3) and (4), 
(d), (eXD. (2) and (3). (eX4XG). (H). (eX3) and (8). (f), (g), (h) of 
the Privacy Act pursuant to 5 U.S.C. 552a (j) and (k). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553 (b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/DEA - 014 
System name: System to Retrieve Information from Drug Evidence 

(STRIDE/Ballistics). 
System location: Drug Enforcement Administration; 1405 Eye 

Street, N. W.; Washington, D. C. 20537. Also, field offices. See 
Appendix I for Ust of addresses. 

Categories of individuals covered by the system: Defendants and 
suspected violators 

Categories .of records in the system: Ballistics report. 
Authority for maintenance of tbe system: This system is main¬ 

tained to provide drug intelligence for law enforcement purposes 
pursuant to the Comprehensive Drug Abuse Prevention and Control 
Act of 1970 and Reorganization Plan No. 2 of 1973. 

Routine uses of records maintained in the system, inciuding catego¬ 
ries of users and the purposes of such nses: Information from this 
system is provided to the following categories of users for law en¬ 
forcement purposes on a routine basis: A) Other federal law en¬ 
forcement agencies; B) State and local law enforcement agencies; 
C) Foreign law enforcement agencies with whom DEA maintains 
liaison. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constHute an unwarranted mvasion of personal privacy. 

Release of information to Members of Congress, information 
contained in systems of records maintained by tbe Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
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SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The information is stored on magnetic tape. 

Retrievability: The system is indexed by case number and subject 
name. The information can be retrieved by name or DEA case 
number. In addition, a number of telecommunication terminals have 
been added to the existing network. 

Safeguards: This system of records is maintained at DEA 
headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. Access to the 
system is restricted to authorized DEA employees with appropriate 
clearance on a necd-to-know Basis. Information that is retrievable 
by terminals requires user identification numbers which are issued 
to authorized employees of the Department of Justice. 

Retention and disposal: The information contained in this system 
is retained indefinitely. 

System manager(s) and address: Chief, Forensic Sciences Divi¬ 
sion; Drug Enforcement Administration; I40S Eye Street, N.W.; 
Washington, D.C. 20S37. 

Record source categories: DEA Reports; Scientific Analysis. 

Systems exempted from certain provisions of the act: The ^Horney 
General has exempted this system from subsections (cK3) and (4), 
(d). (eKI). (2) and (3). (cK4HG), (H), (cK5) and (8), (f), (g), (h) of 
the Privacy Act pursuant to S U.S.C. SS2a (j). Rules have been 
promulgated in accordance with the requirements of S U.S.C. SS3 
(b), (c) and (e) and been published in the Federal Register. 

Jt'STICE/DEA • 015 

System name: Training Files 

System location: Drug Enforcement Administration; I40S Eye 
Street, N.W.; Washington, D.C. 20S37. Also, field offices. See Ap¬ 
pendix 1 for list of addreses. 

Categories of individuals covered by the system: Individuals who 
have attended the Drug Enforcement Administration National 
Training Institute. 

Categories of records in the system: A) Class rosters; B) Bio¬ 
graphic data; C) Evaluation reports; D) Application and attendance 
records. 

Authority for maintenance of the system: This system is main¬ 
tained to provide educational and training programs on drug abuse 
and controlled substances law enforcement pursuant to the Com¬ 
prehensive Drug Abuse Prevention and Control Act of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system is main¬ 
tained to assist in performing the administrative functions of the 
National Training Institute and is used to prepare Class Directories, 
Class Rosters, Program Evaluation Reports and Statistical Reports. 
In addition, information from this system is provided to federal, 
state and local law enforcement and regulatory agencies employing 
former students and to students in the programs. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record froth a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records managcihent in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The records in this system are maintained on index 
cards and in file folders. 

Retrievability: The system is indexed by name. 

Safeguards: This system of records is maintained at DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, the 
records are maintained in locked file cabinets and access is limited 
to National Training Institute Personnel on a need-to-know basis. 

Retention and dbpoaal: Records in this system are currently 
maintained indefinitely. 

System manager(s) and address: Director; Office of Training, 
Drug Enforcement Administration; 1405 Eye Street, N.W., 
Washington, D.C. 20537. 

Notification procedure: Inquiries should be addressed to; Freedom 
of Information Unit, Drug Enforcement Administration, 1405 Eye 
Street, N.W., Washington, D.C. 20537. Inquiries should contain: 
Name; Date and Place of Birth; Dates of attendance at the National 
Training Institute. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source categories: A) Students; B) Instructors. 

Systems exempted from certain provisions of the act: None 

JUSTICE/DE A . 016 

System name: Drug Enforcement Administration Accounting 
System (DEAAS). 

System location: Drug Enforcement Administration: 1405 Eye 
Street, N.W.; Washington, D.C. 20537. Also field offices. See Ap¬ 
pendix I for list of addresses. 

CategcM-ies of individuals covered by tbe system: All individuals 
who submit vouchers requesting payment for goods or services 
rendered, except payroll vouchers for DEA employees. These in¬ 
clude vendors, contractors, experts, witnesses, court reporters, 
travelers, relocated employees, etc. 

Categories of records in the system: All vouchers paid except 
payroll vouchers for DEA employees. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with the Budget and Ac¬ 
counting Procedures Act of 1950 as amended 31 U.S.C. 66(a) and 
31 U.S.C. 200(a). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: After payment of the 
vouchers, the accounting data is used for the purpose of internal 
management reporting and external reporting to agencies such as 
OMB, U.S. Treasury, and the GAO. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 
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Pulkics jtnd practices lor sterhii, rctricTtoc, accesshif, rctahiiag, 
and disposing ol records in Ike system: 

Storage: Manual voucher fUes arc maintained alphabetically by 
payees name. 

RelrievabilHy: Information is retrieved primarily by using the 
name of the payee. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded in accordance with organizational rules and 
procedures. Information that is retrievable by terminals requires 
user identification numbers which are issued to authorized em¬ 
ployees of the Department of Justice. 

I Retention and disposal: The payment documents arc retained at 
this location for three fiscal years (current and two prior years). 
The records are then shipped to a Federal Records Center for 
storage in accordance with the General Record Schedule published 
by the General Services Administration. 

System managcr(s) and address: Controller, Drug KnforcemenI 
Administration, 1405 Eye Street, N.W.; Washington, D C., 205.)7. 

Notification procedure: Inquiries should be addressed to Freedom 
ol Information Unit, Drug Enforcement Administration, 1405 Eye 
Street, N W , Washington, D C , 20537. 

Record access procedures: Same as above. 
Contesting record procedures: Same as above. 
Record source categories: Submitted by the payee involved. 
Systems esempted from certain provisions of the act: None. 

1 JtSTICE/DF.A - 017 
. System name: Grants of Confidentiality Files (GCF). 
I System location: Drug Enforcement Administration; 1405 Eye 
; Street, N W , Washington, D C., 20537. 
I Categories ol individuals covered by the system: Applicants for 
« grants of confidentiality. 
I CategoriM of records in the system: A) Requests for and actual 

Grunts of Confidentiality; B) Correspondence relating to above; C) 1 Documents relating to investigations of said applicants. 
Authority for maintenance of the system: Pursuant to 21 U.S.C. 

; 872 of the Comprehensive Drug Abuse Prevention and Control Act 
I of 1970 
1 Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Information in these 
records arc utilized for the purpose of investigating applicants prior 
to the granting of confidentiality. In the course of such investiga¬ 
tions, information may be disseminated to stale and local law en¬ 
forcement and regulatory agencies to other federal law enforcement 
and regulatory agencies. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in (he context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to* the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained on standard case folders. 
Retrievability; The information in this system is retrieved by 

name of grantee. 
Safeguards: This system of records is maintained at DEA 

Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance Access to the building is restricted to 
DEA employees and those persons transacting business within the 
building who are escorted by DEA employees. In addition, the 

records are stored in bar lock filing cabinets and access to the 
system is restricted to members of the DEA employees on a ‘need 
to know basis*. 

Retention and disposal: Records in this system are retained in¬ 
definitely. 

System manager(s) and address: Chief Counsel; Drug Enforce¬ 
ment Administration, 1405 Eye Street, N.W.; Washington, D.C., 
20537. 

Notification procedure: Inquiries should be addressed to; Freedom 
of Information Unit; Drug Enforcement Administration; 1405 Eye 
Street, N W ; Washington, D C., 20537. Inquiries should include the 
inquirer's name, date, and place of birth. 

Record access procedures: Same as above 
Contesting record procedures: .Same as above. 
Record source categories: A) DEA investigative reports, B) Appli¬ 

cants; C) Reports from other federal, state and local agencies. 
Systems exempted from certain provisions of the act: The Attorney 

General has exempted this system from subsections (dHI) and (eKI) 
of the Privacy Act pursuant to 5 U.SC. 552a (kK5). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been pubUshed in the Federal Register. 

JUSTiCE/DEA - 018 
System name: DEA Applicant Investigations (DAI) 

System location: Drug Enforcement Administration, 1405 Eye 
Street, N.W., Washington, D C., 20537. 

Categories of individuals covered by the system: Applicants for 
employment with DEA. 

Categories of records in the system: Information in records may 
include date and place of birth, citizenship, marital status, military 
and social security status. These records contain investigative infor¬ 
mation regarding an individual’s character, conduct, and behavior 
in the community where he or she lives or lived; arrests and con¬ 
victions for any violations against the law; information from inqui¬ 
ries directed to present and former supervisors, co-workers, as¬ 
sociates, educators, etc., credit and National Agency checks; and 
other information developed from the above. 

Authority for maiutcnaucc of the system: 5 U.S.C. 301 and Execu¬ 
tive Order No. 10450. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses; These records are used 
by DEA to implement an effective screening process for applicants. 
To foreign, federal, state and local law enforcement and regulatory 
agencies, where appropriate, for referral to avoid duplication of the 
investigative process and where the appropriate agency is charged 
with the responsibility of investigating or prosecuting potential 
violations of law. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records mahitaiaed in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, rctrieviag, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained in standard investigative 
folders. 

Retrievability: These records are retrieved by use of a card index 
maintained alphabetically by employee name. 

Safeguards: These records are maintained at DEA Headquarters 
which is protected by twenty-four hour guard service and electronic 
surveillance. Access to the building is restricted to DEA employees 
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and those persons transacting business within the building who are 
escorted by DEA employees. Access to the system is restricted to 
employees^ of the office of Internal Security and upper level 
management officials. The records are stored in safe-type combina¬ 
tion lock file cabinets. 

Retention and disposal: These records are maintained indefinitely. 

System manager(s) and address: Chief Inspector; Drug Enforce¬ 
ment Administration; I40S Eye Street, N.W . Washington, D.C., 
20537 

Notification procedure: Inquiries should be addressed to: Freedom 
of Information Unit; Drug Enforcement Administration; 1405 Eye 
Street, N W.; Washington, D C., 20537. Inquiries should include the 
inquirer's name, date, and place of birth. ' 

Record access procedures: Same as above. 

Contesting record procedures: Same as above. 

Record source categories: DEA investigations, federal, state and 
local law enforcement agencies. Cooperating individuals, em¬ 
ployees, educational institutions, references, neighbors, associates, 
credit bureaus, medical officials, probation officials. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections dHU and (eXI) 
of the Privacy Act pursuant to 5 U.S.C. 5.52a(kK5). Rules have been 
promulgated in accordance with the requirements at 5 U.S.C. 
553(b),(c) and (e) and have been published in the Federal Register. 

JCSTICF./DF.A • 019 

System name: Specialized Automated Intelligence Files (NIMROD). 

System location: Drug Enforcement Administration; 1405 Flye 
Street. N.W.; Washington, D C.. 20537. 

Categories of individuals covered by the system: Known and 
suspected drug tiaffickers. 

Categories of records in the system: Special purpose applications 
from which information includes, but is not limited to, comprehen¬ 
sive personality data, activity data, significant event data, phone 
numbers, addresses, and special purpose information related to in¬ 
dividuals. 

Authority for maintenance of the system: This system will be 
maintained to provide DEA with an automated intelligence capabili¬ 
ty pursuant to the Comprehensive Drug Abuse Prevention and Con¬ 
trol Act of 1970, Reorganization Plan No. 2 of 1973 and the Single 
Convention on Narcotic Drugs. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system will be used 
to produce association and link analysis reports and such special re¬ 
ports as required by DEA intelligence analysts. Information from 
this system will be provided to the following categories of users for 
law enforcement purposes; A) Other federal law enforcement agen¬ 
cies; B) State and local law enforcement agencies. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in (he system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

* Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained on magnetic tape. 
Reference materials are maintained on microfiche. 

Retrievability: This system is retrievable by data elements as a 
single entity or by a combination of data elements. 

Safeguards: This system of records is maintained by DEA 
Headquarters which is protected by twenty-four hour guard service 

and surveillance. Access to the building is restricted to DEA em¬ 
ployees and those persons transacting business within the building 
who are escorted by DEA employees. In addition, the system is 
housed in a special computer facility which meets CIA and NS A 
standards for intrusion, electronic and acoustic penetration. Access 
to the system is strictly limited to DEA intelligence analysts with 
appropriate clearances on a specific need-to-know basis. 

Retention and disposal: Information will be maintained in the 
system indefinitely. 

System manager($) and address: Assistant Administrator for Intel¬ 
ligence; Drug Enforcement Administration: 1405 Eye Street. N W.; 
Washington. D C . 205.37. 

Record source categories: A) DEA Intelligence Reports; B) Re¬ 
ports of other Federal agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cN3) and (4), 
(d). (eMI). (2) and (3). (e)(4)(G) and (H). (cK5) and (8). (fMg) and (h) 
of the Privacy Act pursuant to 5 U.S.C. 552a(j) and (k)(l). Rules 
have been promulgated in accordance with the requirements of 5 
U.S.C. 553(b)(c) and (e) and have been published in the Federal Re¬ 
gister 

Jl STICF/DEA - 027 

System name: DEA F^mployee Profile System (DF.PS) 

System location: Drug Enforcement Administration, 1405 Eye 
Street. N W., Washington. D C., 20537 

Categories of individuals covered by the system: DEA employees. 

Categories of records in the system: The following eight categories 
of information will be maintained in the system; 

1. Personal identification 
2. Work experience 
3. Language & geographical areas 
4. Formal education 
5. Special skills 
6. Record of training 
Consideration for vacancies 
8. Awards 

Authority for maintenance of the system: This system is n ain- 
tained to effectively place and assign employees to positions to 
further the mandates of the Comprehensive Drug Abuse Prevention 
and Control Act of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records will be used 
principally by the Personnel Management Division. Selected data 
will be forwarded by this personnel section to the Career Develop¬ 
ment Board and operational units throughout DEA for the purpose 
of; 

1. Identifying employees with particular skills or qualifications 
for assignment to special projects. 

2. Identification of candidates for overseas assignments who 
have specific language skills. 

3. Insuring that the Career Development Board will be 
reviewing the entirety of an applicant's background. 

4. Calculating DEA's human resources on hand and to project 
more accurately future resource needs and capabilities. 

Information from this system will not be dissemin;.ted outside 
of DEA. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NAR.S) in records management in¬ 
spections conducted under the authority of 44 U.S.C 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records will be maintained on magnetic tape and a 
disk storage device. 

Retrievability: The information in this system can be retrieved by 
the individual's name, special skills information, special knowledge 
information or by some combination of the above information 

Safeguards: The records of the system will be maintained at DEA 
Headquarters which is protected by twenty-four hour guard service 
and electronic surveillance. Access to the building is restricted to 
DEA employees and those transacting business within the building 
who are escorted by DEA employees. In addition, the area where 
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the tapes and disks are stored is a secured area and access is 
restricted to those employees who have business in the area and 
those non-DEA people who are transacting business within the area 
and escorted by a DEA employee. Inquiries to the system are only 
made by the written request of the Chief, Personnel Management 
Division. 

Retention and disposal: Records in this system are retained as 
long as the individual is employed by DEA. 

System managerts) and address: Chief, Computer Services Divi¬ 
sion, Drug Enforcement Administration, 1405 Eye Street, N.W., 
Washington, D.C., 20537. 

Notification procedure: Inquiries should be addressed to Freedom 
of Information Unit, Drug Enforcement Administration, 1405 Eye 
Street, N.W., Washington, DC., 20537. Inquiries should include 
inquirer's name, date of birth, and social security number. 

Record access procedures: Same as Notification Procedure. 

Contesting record procedures: Same as Notification Procedure. 

Record source categories: 

1. DEA employee 
2. Servicing personnel office 
3. The Justice Uniform Personnel System (Juniper) 

.Systems exempted from certain provisions of the act: None. 

JISTICE/DEA . 999 ' 

System name: 

DEA Appendix I - List of record location addresses. Copies of 
all or part of any system of records published by the Drug Enforce¬ 
ment Administration pursuant to 5 U.S.C. 552a may be maintained 
at the DEA field offices listed below. However, procedures for 
processing inquiries concerning DEA systems of records have been 
centralized in DEA Headquarters. Inquiries concerning all DEA 
systems of records should be addressed to: 

Freedom of Information Unit 
Drug Enforcement Administration 
1405 Eye Street, N.W. 
Washington, D C. 20537 

t 

Drug Enforcement Administration field offices: 

Region I 

, Boston Regional Office 
i JFK Federal Building 

Room G-64 
Boston, Massachusetts 02203 

Portland District Office 
U.S. Courthouse Building 
156 Federal Street 
P.O. Box 451 
Portland, Maine 04112 

Burlington District Office 
P.O. Box 327 
Essex Junction, Vermont 05452 

Concord District Office 
Federal Building & Post Office 
55 Pleasant Street 
P.O Box 1314 
Concord, New Hampshire 03301 

Providence District Office 
Post Office & Federal Building 
Room 232 
Exchange Terrace 
Providence, Rhode Island 02903 

Hartford District Office 
450 Main Street 
Room 628-E 
Hartford, Connecticut 06103 

Region 2 

New York Regional Office 
555 West 57th Street 
New York, New York 10019 

OF JUSTICE 53309 

Buffalo District Office 
268 Main Street, Suite 300 
Buffalo, New York 14202 

Long Island District Office 
2 Huntington Quadrangle 
Melville, New York 11746 

Montreal District Office 
P.O. Box 65, Postal .Station Disjardins 
Consulate General of the U.S.A. 
Montreal, Quebec, Canada H5B 161 

Rouses Point District Office 
P.O. Box 38 
Rouses Point, New York 12979 ^ 

Albany District Office 
Leo W. O’Brien Federal Building 
Clinton Avenue & Pearl Street, Room 746 
Albany, New York 12207 

JFK Airport District Office 
P.O. Box 361 
JFK Airport Station 
Jamaica, New York 11430 

Toronto District Office 
U.S. Consulate General 
360 University Avenue 
Toronto, Canada MSG 154 

Newark District Office 
Federal Office Building 
970 Broad Street 
Newark, New Jersey 07101 

New York DEA Drug Task Force 
555 West 57th Street 
Suite 1700 
New York, New York 10019 

Region 3 

Philadelphia Regional Office 
William J. Green Federal Building 
600 Arch Street 
Room 10224 
Philadelphia, Pennsylvania 19106 

Pittsburgh District Office 
Federal Building 
1000 Liberty Avenue 
Room 2306 
Pittsburgh, Pennsylvania 15222 

Wilmington District Office 
Courthouse, Customs House & Federal Office Building 
844 King Street 
Room 5305 
Wilmington, Delaware 19801 

Region 4 

Baltimore District Office 
955 Federal Building 
31 Hopkins Plaza 
Baltimore, Maryland 2I20I 

Charleston District Office 
22 Capital Street 
Charleston, West Virginia 25324 

Greensboro District Office 
925 West Market Street 
Room 111 
Greensboro, North Carolina 27401 

Norfolk District Office 
870 North Military Highway 
Suite 301 
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^ Norfolk, Virginia 2'''0? 

Washington Distnct Ufficc 
400 Sixth Street. S W. 
Room 2558 
Washington, D r 20024 

Wilmington District Office 
Oleander Drive 

Lamhc Young Building 
Wilmington. North Carolina 28401 

Region ' 

Miami Regional Office 
8400 N W 5Jrd Street 
Miami Florida 33166 

Atlanta District Office 
United Family Life Building 
230 Houston Street, N.E. 
Suite 200 
Atlanta, Georgia 30303 

Charleston District Office 
1529 Highway 7 
Suite 5 & 6 
Charleston, South Carolina 29407 

Columbia District Office 
2611 Forest Drive 
P O. Box 702 
Columbia, South Carolina 29202 

Jacksonville District Office 
4077 Woodcock Drive 
Suite 210 
Jacksonville, Florida 32207 

Orlando District Office 
1080 Woodcock Road 
Suite 180 
Orlando, Florida 32803 

San Juan District Office 
Housing Investment Building 
Suite 154 
416 Ponce de Leon Avenue 
Hato Rey, Puerto Rico 00919 

Savannah District Office 
430 Mall Boulevard 
Suite C 
Savannah, Georgia 31406 

Tampa District Office 
700 Twiggs Street 
Suite 400 
Tampa, Florida 33602 

West Palm Beach District Office 
700 Clematis Street 
Room 253 
West Palm Beach, Florida 33402 

Kingston District Office 
U.S. Embassy Kingston 
2 Oxford Road 
Kingston, 5, Jamaica 

Region 6 

Detroit Regional Office 
357 Federal Building 
231 West Lafayette 
Detroit, Michigan 48226 

Cleveland District Office 
601 Rockwell 
Room 300 
Cleveland, Ohio 44114 

Cincinnati District Office 
Federal Office Building 
550 Main Street 
P O. Box 1196 
Cincinnati, Ohio 45201 

Columbus District Office 
Federal Office Building 
85 Marconi Blvd. 
Room 120 
Columbus, Ohio 43215 

Grand Rapids District Office 
310 Federal Building, U.S. Courthouse 
no Michigan NW 
Grand Rapids, Michigan 49502 

Louisville District Office 
Federal Building 
600 Federal Plaza 
Room 1006 
Louisville, Kentucky 40202 

Region 7 

Chicago Regional Office 
1800 Dirksen Federal Building 
219 South Dearborn Street 
Chicago, Illinois 60604 

Indianapolis District Office 
575 N. Pennsylvania 
Room 267 
Indianapolis, Indiana 46204 

Milwaukee District Office 
Federal Building & U.S. Courthouse 
517 East Wisconsin 
Room 232 
Milwaukee. Wisconsin 53202 

Mount Vernon District Office 
Federal Building 
105 South Sixth Street 
P.O. Box 748 
Mount Vernon, Illinois 62864 

Hammond District Office 
Federal Building 
507 State Street 
Room 407 
Hammond, Indiana 46320 

Region 8 

New Orleans Regional Office 
1001 Howard Avenue 
New Orleans, Louisiana 70113 

Birmingham District Office 
236 Goodwin Crest 
Suite 520 
Birmingham, Alabama 35209 

Little Rock District Office 
One Union National Plaza 
Suite 850 
Little Rock, Arkansas 72201 

Shreveport District Office 
500 Fanin Street 
Federal Building, U.S. Courthouse 
Room 8A20 
P.O. Box 105 

Shreveport, La. 71102 

Jackson District Office 
First Federal Building 
525 East Capitol Street 
P.O. Box 22631 
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Jackson, Mississippi 39205 

Nashville District Office 
U S Courthouse Annex 
Room 929 
Kth & Broadway 
PO Box 1189 
Nashville. Tennessee 37202 

Memphis District Office 
Federal Building ^ 
167 North Main Street 
Room 401 
Memphis, Tennessee 38103 

Baton Rouge District Office 
4560 North Boulevard 
Suite 118 
Baton Rouge, Louisiana 70806 

Mobile District Office 
2 Office Park 
Suite 216 
Mobile, Alabama 36609 

Region 10 

Kansas City Regional Office 
U S Courthouse 
811 Grand Avenue 
Kansas City, Missouri 64106 

Des Moines District Office 
U S Courthouse 
P O Box 1784 
Des Moines, Iowa 50309 

Duluth District Office 
Federal Building & U S. Courthouse 
515 West First Street 
P.O. Box 620 
Duluth, Minnesota 55801 

Minneapolis District Office 
Federal Building 
110 South Fourth Street 
Room 402 
Minneapolis, Minnesota 55401 

Omaha District Office 
New Federal Building 
215 North 17th Street 
P.O Box 661, Downtown 
Omaha, Nebraska 68101 

Minot District Office 
123 Southwest First Street 
Room 414 
Minot, North Dakota 58701 

Sioux Falls District Office 
400 S. Philips 
Room 309 
Sioux Falls, South Dakota 57102 

St. Louis District Office 
Suite 300 
Chromalay Plaza 
120 S. Central Avenue 
St Louis, Missouri 63105 

Wichita District Office 
202 West First Street 
Room 505 
Wichita, Kansas 67201 

Region 11 

Dallas Regional Office 
Earle Cabell Federal Building 
1100 Commerce Street 

Room 4A5 
Dallas. Texas 75202 

Brownsville District Office 
2100 Boca Chica Blvd. 
.Suite 305 
Brownsville, Texas 78520 

Corpus Christi District Office 
723 Upper N. Broadway 
P.O Box 2443 
Corpus Christi, Texas 78403 

Del Rio District Office 
3605 Highway 90, West 
P.O. Drawer 1247 
Del Rio, Texas 78840 

Eagle Pass District Office 
342 Rio Grande Street 
Room 102 
Eagle Pass, Texas 78852 

El Paso District Office 
4110 Rio Bravo 
Suite 100 
El Paso, Texas 79902 

Houston District Office 
1540 Esperson Building 
815 Walker Street 
Houston, Texas 77002 

Laredo District Office 
P.O. Drawer 2307 
Laredo, Texas 78041 

Midland District Office 
100 East Wall Street 
P.O. Drawer 2668 
Midland. Texas 79701 

McAllen District Office 
3017 N. 10th Street 
P.O. Box 338 
McAllen, Texas 78501 

Oklahoma City District Office 
Old Federal Building 
215 N.W. 3rd Street 
Room 250 
Oklahoma City, Oklahoma 73102 

San Antonio District Office 
4th Floor, 1800 Central Building 
1802 N.E. Loop 410 
San Antonio, Texas 78217 

Tulsa District Office 
333 W. 4th Street 
Room 3335 
Tulsa, Oklahoma 74103 

Austin District Office 
55 N. Interregional Highway 
P.O. Box 8 
Austin, Texas 78767 

Lubbock District Office 
3302 67th Street 
Building No. 2 
Lubbock, Texas 79413 

Region 12 

Denver Regional Office 
U.S. Customs House 
Room 336 
P.O. Box 1860 
Denver, Colorado 80201 
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Cheyenne District Office 
Federal Center 
2120 Capitol Avenue 
Room 8020 
Cheyenne, Wyoming 82001 

Albuquerque District Office 
First National Bank Building, East 
5301 Central Avenue. N.E. 
Albuquerque, New Mexico 87108 
Las Cruces District Office 

Federal Building 
200 E. Griggs Avenue 

Room A-lOO 
Las Cruces, New Mexico 88001 

Phoenix District Office 
Valley Bank Center, Suite 1980 
201 North Central 
Phoenix, Arizona 85073 

Tucson District Office 
Tucson International Airport 
P.O. Box 27063 
Tucson, Arizona 85726 

San Luis District Office 
P.O. Box 445 
San Luis, Arizona 85349 

Nogales District Office 
P.O. Box 39 
Mile Post 4 1/2 
U S. Highway 89 
Nogales, Arizona 85621 

Douglas District Office 
2130 15th Street 
P.O. Box 1294 
Douglas, Arizona 85607 

Salt Lake City District Office 
Federal Building 
125 South State Street 
Room 2218 
Salt Lake City, Utah 84138 

Region 13 

Seattle Regional Office 
221 1st Avenue West 
Suite 200 
Seattle, Washington 98119 

Anchorage District Office 
Loussac-Sogn Building 
429 D Street 
Room 306 
Anchorage, Alaska 99501 

Blaine District Office 
170 C Street 
P.O. Box 1680 
Blaine, Washington 98230 

Eugene District Office 
Federal Building 
211 East 7th Avenue 
Room 230 
Eugene, Oregon 97401 

Boise District Office 
American Reserve Building 
2404 Bank Drive 
Suite 212 
Boise, Idaho 83705 

/ 

Great Falls District Office 
1111 14th Street South 
P.O. Box 2887 
Great Falls, Montana 59403 

Portland District Office 
Georgia-Pacific Building 
900 S.W. Fifth Avenue 
Suite 1515 
Portland. Oregon 97204 

Spokane District Office 
U S. Courthouse 
920 W. Riverside 
P.O. Box 1504 
Spokane, Washington 99210 

Vancouver B.C. District Office 
DE A/Justice 
American Consulate General 
1199 West Hastings Street 
Vancouver, B.C., Canada V6E2Y4 

Region 14 

Los Angeles Regional Office 
350 So. Figuero Street 
Suite 800 
Los Angeles, California 90017 

San Francisco District Office 
450 Golden Gate Avenue 
Box 36035 
San Francisco, California 94102 

San Diego District Office 
402 West 35th Street 
National City, California 92050 

Calexico District Office 
632 Imperial Avenue 
P.O. Box J 
Calexico, California 92231 

Las Vegas District Office 
Federal Building & U.S. Courthouse 
300 Las Vegas Blvd. South 
P.O. Box 16023 
Las Vegas, Nevada 89101 

Fresno District Office 
P.O. Box 72 
Fresno, California 93707 

Honolulu District Office 
300 Ala Moana Blvd. 
Honolulu, Hawaii 96815 

Tecate District Office 
Post of Entry-Tecate 
P.O. Box 67 
Tecate, California 92080 

Sacramento District Office 
Federal Building 
2800 Cottage Way 
P.O. Box 4495 
Sacramento. California 95825 

Los Angeles Airport Office 
600 Worldway 
P.O. Box 91160 
Los Angeles, California 90009 

Region 15 

Mexico City Regional Office 
DEA/Justice 
American Embassy 
Apartado Postal 88 Bis 
Mexico 1. D.F., Mexico 

Guadalajara District Office 
DEA/Justice 
American Consulate General 
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Apartado Postal I - I BIS 
Guadalajara, Jalisco. Mexico 

Hermosillo District Office 
DEA/Justice 
American Consulate General 
Apartado Postal 972 
Hermosillo, Sonora, Mexico 

Maratlan District Office 
DEA/Justice 
American Consulate 
Apartado Postal 321 
Mazatlan. Sinaloa. Mexico 

Merida District Office 
SAIC 
Dept, of State 
Washington. D.C. 20521 

Monterrey District Office 
DEA/Justke 
c/o Dept, of State 
Washington, D.C. 20S2I 

San Jose Distrkt Offke 
DEA/Justke 
American Embassy 
APO N.Y., N.Y. 09883 

Guatemala Distrkt Offke 
Amerkan Embassy 
APO N.Y., N.Y. 09891 

Region 16 

Bangkok Regional Office 
Drug Enforcement Administration 
American Embassy 
APO San Francisco, California 96346 

Chiang Mai District Office 
Drug Enforcement Administration 
American Consulate 
APO San Francisco, California 96272 

Hong Kong District Office 
DEA/Justke 
Amerkan Consulate General 
Box 30 
FPO San Francisco, California 96659 

Kuala Lumpur District Office 
DEA/Justice 
Dept, of State 
Kuala Lumpur 
Washington, D.C. 20520 

Vkntiane Distrkt Office 
DEA/Justice 
APO San Francisco, California 96352 

Singapore Distrkt Offke 
DEA/Justice 
FPO San Francisco, California 96699 

Saigon District Offke 
DEA/Justice 
APO San Francisco, California 96243 

Songkhia Distrkt Offke 
DEA/Justke 
Amerkan Consulate 
APO San Francisco, Califoraia 96346 

Region 17 

Paris Regional Offke 
DEA/Justke 
Amerkan Embassy 
APO New York, New York 09777 
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Marseilles Distrkt Offke 
DEA/Justke 
American Embassy (m) 
APO New York, New York 09777 

Vienna Distrkt Offke 
DEA/Justke 
American Embassy Vknna 
Department of State 
Washington, D.C. 20520 

Brussels Distrkt Office 
DEA/Justice 
American Embassy 
APO New York. New York 09667 

London District Office 
DEA/Justice 
American Embassy 
Box 40 
FPO New York, New York 09510 

Bonn District Offke 
DEA/Justice 
American Embassy 
Box 290 
APO New York, New York 09080 

Frankfurt District Offke 
DEA/Justice 
American Consulate General 
APO New York, New York 09757 

Hamburg District Offke 
DEA/Justice 
American Consulate General 
Box 2 
APO New York. New York 09069 

Munkh Distrkt Offke 
DEA/Justke 
American Consulate General 
APO New York. New York 09108 

Rome District Offke 
DEA/Justke 
Consulate 301 
APO New York, New York 09794 

Genoa District Office 
DEA/Justice 
American Consulate General 
Box G 
APO New York, New York 09794 

Milan Distrkt Office 
DEA/Justke 
American Consulate General 
APO New York. New York 09689 

The Hague District Offke 
DEA/Justice 
American Embassy 
APO New York, New York 09159 

Madrid Distrkt Office 
DEA/Justice 
American Embassy 
APO New York. New York 09285 

Barcelona Distrkt Offke 
DEA/Justke 
American Consulate General 
APO New York. New York 09285 

Region 18 

Caracas Regional Offke 
DEA/Justke 
Amerkan Embassy 
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A P.O. New York. New York 09893 

Buenos Aires District Office 
DEA/Justice 
American Embassy 
A P.O. New York. New York 09871 

Ascuncion District Office 
DEA/Justice 
American Embassy 
Ascuncion. Paraguay 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

Bogota District Office 
DEA/Justice 
American Embassy 
A.P.O. New York. New York 09895 

Brazilia District Office 
DEA/Justice 
American Embassy 
A.P.O. New York. New York 09676 

Guayaquil District Office 
DEA/Justice 
U.S. Consulate 
Guayaquil. Ecuador 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

La Paz District Office 
DEA/Justice 
American Embassy 
A.P.O. New York. New York 09867 

l.ima District Office 
DEA/Justice 
American Embassy 
Lima. Peru 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

Montevideo District Office 
DEA/Justice 
American Embassy 
Montevideo. Uruguay 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

Panama District Office 
DEA/Justice 
American Embassy 
Panama City. Panama 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

Balboa District Office 
DEA/Justice 
American Embassy 
Balboa Canal Zone 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

Quito District Office 
DEA/Justice 
American Embassy 
Quito. Ecuador 
Dept, of State Pouch Mail 
Washington. D C. 20520 

Santiago District Office 
DEA/Justice 
American Embassy 
A.P.O. New York. New York 09869 

Region 19 

Ankara Regional Office 
DEA/Justice 
American Embassy 

APO New York. New York 09254 

Istanbul District Office 
DEA/Justice 
American Consulate General 
APO New York. New York 09380 

Izmir District Office 
DEA/Justice 
American Consulate General 
APO New York. New York 09224 

Beirut District Office 
DEA/Justice 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

Kabul District Office 
DEA/Kabul 
Dept, of State Pouch Mail 
Washington. D C. 20520 

Tehran District Office 
DEA/Justice 
American Embassy 
Box 2000 
APO New York. New York 09205 

Islamabad District Office 
DEA/Islamabad 
Dept, of State Pouch Mail 
Washington. D.C. 20520 

New Delhi District Office 
DEA/Delhi 
Dept, of State Pouch Mail 
Washington. D C. 20520 

Karachi District Office 
DEA/Karachi 
Department of State Pouch Mail 
Washington. D.C. 20520 

Region 20 

Manila Regional Office 
DEA/Justice 
American Embassy 
APO San Francisco. California %528 

Guam District Office 
P.O. Box 2137 
Agana. Guam 96910 
Jakarta District Office 

DEA/Justice 
American Embassy 
A.P.O. San Francisco. California 96356 

Taipei District Office 
DEA/Justice 
American Embassy 
A.P.O. San Francisco. California 96263 

Sukiran/Okinawa District Office 
DEA/Justice. P.O. Box 792 
APO San Francisco, California 96331 

Tokyo District Office 
DEA/Justice 
American Embassy 
APO San Francisco, California 96503 

Seoul District Office 
DEA/Justice ext. 4260 
American Embassy 
APO San Francisco, California 96301 

Regional Laboratories 

Special Testing & Research Lab 
Watergate Research Park 
7704 Old Springhouse Road 
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Mcl.can, Virginia 22101 

MKi-Allanlic Regional I.ah 
460 New York Avenue, N.W. 
Washington, D C. 20537 ' " 

Northeast Regional l.ah 
555 West 57th Street 

New York, New York 10019 

Southeast Regional Lab 
15655 S W. 127th Avenue 
Miami, Florida 33157 * ' ' 

North-Central Regional Lab 
500 U.S. Customs House 
610 South Canal Street 
Chicago, Illinois 60607 

South-Central Regional Lab 
1114 Commerce Street 
Room 1020 
Dallas. Texas 75202 

Southwest Regional Lab 
410 West 35th Street 
National City, California 92050 

Western Regional Lab 
450 Golden Gate Avenue 
Box 36075 
San Francisco. California 92102 

Ottawa Office 
DFA/Justke 
U.S. Embassy 
100 Wellington Street 
Ottawa, Ontario, Canada 
KIP-STI 

Special Project Division 
Aircraft Section 
(Addison Texas) 
DEA/Justicc 
P.O. Box 534 
Addison, Texas 75001 

El Paso Intelligence Center 
2211 E. Missouri 
Suite 200 
El Paso, Texas 79903 

Field Offices of Inspection 

Northeast Field Office of Internal Security 
Suite 208 
222 South Marginal Road 
Fort Lee, New Jersey 07024 

Western Field Office of Internal Security 
P.O. Box 807, Main Office 
Los Angeles, California 90053 

South Central Field Office of Internal Security 
P.O. Box 907 
Addison Texas 75001 

North Central Field Office of Internal Security 
219 S. Dearborn 
Room 422 
Chicago, Illinois 60604 

Southeast Field Office of Internal Security 
P.O. Box 660316 
Miami Springs, Florida 33166 

Mid-Atlantic Field Office of Internal Security 
1.325 K Street. N W 
Washington, D.C. 20537 

JUSTICE/LEAA - 001 

System name: Personnel System 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Categories of individuals covered by the tyalein: Regional Operat¬ 
ing Files; Motor Vehicle Operators Permit, Form SF 74; Interagen¬ 
cy Motor Pool Service Authorization, Form GSA 1313; Govern¬ 
ment Parking Spaces, Form GSA 7415; Property Sign-out, LEA A 
Form 1820/4; Equipment Control Records, LEAA Form 1820/5; 
Annual Physical Examination File. 

Categories of records in the system: Motor Vehicle Operators Per¬ 
mit, Form SF 74; Interagency Motor Pool Service Authorization, 
Form GSA 1313; Government Parking Spaces. Form GSA 7415; 
Property Sign-out, LEAA Form 1820/4; Equipment Control 
Records. LEAA Form 1820/5; Annual Physical Examination File 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301, 1302. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such nses: The motor vehicle and 
property data is used for inventory control, parking space control, 
and to allow use of government vehicles for official purposes. Rou¬ 
tine user would be GSA. Physical examination information is non- 
releasable except upon written authorization of individual. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in system is stored in file folders 
and index cards. 

Retrievability: Information is retrieved by name of employee. 

Safeguards: Data is maintained in locked file cabinets. 

Retention and disposal: Documents relating to equipment control 
and motor vehicles are closed when employee leaves agency. 
Records are destroyed three years thereafter. Health records are 
placed in sealed envelopes upon separation of employee and filed 
with official personnel folder. Such data is destroyed in accordance 
with Civil Service regulations. Operating files are destroyed when 
an individual resigns, transfers or is separated from Federal ser¬ 
vice. 

System manager(s) and address: Assistant Administrator; Office 
of Operations Support; Law Enforcement Assistance Administra¬ 
tion; 633 Indiana Avenue, N.W.; Washington, D.C. 20531. Regional 
Operating Files; Regional Administration, applicable region. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
the system shall be in writing, with the envelope and letter clearly 
marked ‘Privacy Access Request * Access requests will be directed 
to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Individual to whom record pertains, em¬ 
ployee’s supervisors. 

Systems exempted from certain provisions of the act: None 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



53.316 PRIVACY ACT ISSUANCES 

JLSTICE/LEAA - 002 

Systcoi MMic: Law Enforcement Education System 
System locatloa: Law Enforcement Assistance Administration, 

633 Indiana Avenue, N.W.; Washington. D.C. 20S3L 
Categories of iadividoala covered by the system: Recipients of 

LEAA Law Enforcement Education Loans and Grants 
Categories of records in tbe system: LEEP Master Computer File; 

LEEP Promissory Note File: LEAA Form 03 
Aotbority for maiateoaoce of tbe system: The system is 

established and maintained pursuant to 42 U.S.C. 3746. 
Routine uses of records maintained in tbe system, inciuding catego¬ 

ries of naers and tbe purposes of such uses: To contractors for cod¬ 
ing and statistical analysis, educational institutions for record 
reconciliation, IRS and references listed on application for address 
verification, referees in bankruptcy for claim action. 

Release of information to the news media: Information permitted 
to be released to the news media and tbe public pursuant to 28 
C.F.R. S0.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routiac uses of records maintained In the system, including catego¬ 
ries of neers and tbe purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records In the system: 

Storage: Information maintained in the system is stored on com¬ 
puter magnetic tape, discs and folders. 

RetrievabilHy: Information is retrievable by name of recipient and 
social security number. 

Safeguards: Computerized information is safeguarded and pro¬ 
tected by computer password key and limited access. Noncompu¬ 
terized data is safeguarded in file room which is locked after busi¬ 
ness hours. Access is limited to LEAA authorized personnel. 

Retention and disposal: Computerized records are kept indefinite¬ 
ly. Uncollected loans/grants are transferred to GAO as soon as 
determined uncollectable. Cancelled or repaid loan/grants are 
closed at end of fiscal year, held three years, sent to Federal 
Records Center and destroyed in accordance with instructions from 
GAO. 

System maaagerts) and address: Comptroller; Law Enforcement 
Assistance Administration; 633 Indiana Avenue, N.W.; Washington, 
D C. 20531. 

NotificatloB procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.* Include in the 
request the name and personal identifior number. Access requests 
wiU be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to System Manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: Sources of Information are the 
recipients of loans/grants and their educational institutions. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/LEAA • 003 

System name: General Investigative System. 
System location: Office of Audit and Investigation; Law Enforce¬ 

ment Assistance Administration; 633 Indiana Avenue, N.W.; 
Washington. D C. 20531. 

Categories of individuals covered by the system: Grantees, sub¬ 
grantees, contractors, subcontractors, employees, and applicants. 

Categories of records in the system: Resolution of Investigations 
of Criminal or Civil Violations Investigatory Case Index Card File 

Authority for maintenance of the system: 5 U.S.C 301; 42 U.S.C. 
3791. 3792. 3793 

Routine uses of records maintained in the system. Including catego¬ 
ries of users and the purposes of such uses: Investigation of possible 
violations of law. whether civil, criminal or regulatory in nature and 
whether arising by general statute or particular program statute, or 
by regulation, rule or order pursuant thereto. Records may be 
referred to the appropriate agency, whether federal, state, or local 
for the purpose of investigating or prosecuting such violations or 
enforcing compliance with statute, rule, regulation or order. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and tbe purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposiBg ol records in the system: 

Storage: Information in the system is stored in file folders and on 
index cards. 

Retrievability: Information is retrieved by name of respondent 
and complainant. 

Safeguards: Information is kept in locked file cabinets and com¬ 
bination safe. Access is limited to investigative personnel. 

Retentioa and disposal: Complaint control logs are destroyed 
upon completion of action on the inquiry or complaint. Complaint 
case files thereafter are not retrievable by name, number, or other 
information identifiable to the individual. Other investigative infor¬ 
mation is destroyed four years after the investigation is completed. 

System maBagcr(s) and address: Assistant Administrator; Office 
of Audit and Investigation; Law Enforcement Assistance Adminis¬ 
tration; 633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Notification procedure: Same as the above. 
Record source categories: Information contained in this system 

was received from individual complainants, witnesses, grant files, 
respondents, official state and federal records. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (d), (cK4KG) 
and (H). and (f) of the Privacy Act pursuant to 5 U.S.C. 522a(k). 
Rules have been promulgated in accordance with the requirements 
of 5 U.S.C. 553(b), (c) and (e) and have been published in the 
Federal Register. 

JUSTICE/LEAA • 004 
System name: Grants Program System 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Categories of individuals covered hy the system: The system con¬ 
tains recipients of LEAA funds, project monitors and project 
directors. 

Categories of records in the system: Grant/Contract Applicant 
Index; Grant/Contract Award Computer Data File. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the pnrposes of such uses: Records from this 
system of records may be disclosed for the purpose of technical 
review and fiscal or program evaluation to experts in particular 
subject areas related to the substantive or fiscal components of the 
program. 
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Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may 1)0 made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.^.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on com¬ 
puter discs for use in a computer environment. 

Retrievability: Data is retrievable by name and grant/contract 
number. 

Safeguards: Information in the system is safeguarded and pro¬ 
tected by computer password key. Direct access is limited to com¬ 
puter personnel. 

Retention and disposal: Data is maintained for current fiscal year 
and three previous fiscal years in Master File; thereafter informa¬ 
tion is retired to Historical File. No authority to destroy. 

System manager(s) and address: Comptroller; Law Enforcement 
Assistance Administration; 633 Indiana Avenue, N.W.; Washington, 
D C. 20531. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing with the envelope and letter 
clearly marked ‘Privacy Access Request.* Include in the request the 
name and grant/contract number. Access requests will be directed 
to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
requests to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in the 
system are grant/contract award documents and applications for 
award. 

Systems exempted from certain provisions of the act: None 

JUSTICE/LEAA - 005 
System name: Financial Management System 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Categories of individuals covered by the system: Recipients of 
LEAA funds; Employees. 

Categories of records in the system: Employee Travel files; time 
and attendance files; Government Transportation Requests; Paid 
Vendor Document File. 

Authority for maintenance of the system: 5 U.S.C. 301 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: There are no uses out¬ 
side the Department. 

Release of information-to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Computerized discs, file folders. 
Retrievability: Name, social security numbers, digital identifiers 

assigned by accounting office. 
Safeguards: Manual information in system is safeguarded in 

locked file cabinets. Computerized passwork key is needed to ac¬ 
cess computerized information. Direct access only by comptroller 
personnel. 

Retention and dbposal: Employee travel files, time and at¬ 
tendance files and Government transportation files are closed at 
end of fiscal year, held three years thereafter; the records are then 
retired to Federal Records Center. Federal Records Center destroys 
in accordance with instructions of GAO. 

System manager(s) and address: Comptroller; Law Enforcement 
Assistance Administration; 633 Indiana Avenue, N.W.; Washington, 
D C. 20531. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing with the envelope and letter 
clearly marked ‘Privacy Access Request.* Access requests will be 
directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in the 
system are the individuals to whom the information pertains. 

Systems exempted from certain provisions of the act: None 

JUSTICE/LEAA • 006 
System name: Congressional Correspondence System 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D C. 20531. 

Categories of individuals covered by the system: Members of Con¬ 
gress 

Categories of records in the system: Correspondence with Con¬ 
gressional Committees and members of Congress. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: No uses are made out¬ 
side the Department. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
JusticeT not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored in file 
folders. 
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Relricvability: Information is retrieved by name of the member of 
Congress who is the correspondent. 

Safegnards: Information contained in the system is of a general 
correspondence nature and maintained pursuant to LEAA Hand¬ 
book Instruction HB 1330.2. 

ReleatioB and disposal: Records are retained for two years, then 
retired to Federal Records Center. Six years thereafter records are 
destroyed. 

System maBagcr(s) and address: Director; Office of Congressional 
Liaison; Law Enforcement Assistance Administration; 633 Indiana 
Avenue, N.W.; Washington, D C. 20531. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record from 

the system shall be in writing, with the envelope and letter clearly 
marked 'Privacy Access Request.' Access requests will be directed 
to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information are congres¬ 
sional members. 

Systems exempted from certain provisiona of the act: None 

JL'STICE/LEAA • 007 
System name: Public Information System 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D.C. 20S3I. 

Categories of Individuals covered by the system: Public figures 
Categories of records in the system: Biographical, Morgue, and 

Speech files. Photograph files. 
Authority for maintenance of the system: The system is main¬ 

tained and established in accordance with 5 U.S.C. 301. 
Routine uses of records maintained in the system, incinding catego* 

ries of users and the purposes of such uses: Available to the public 
under the Freedom of Information Act. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it it determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in system is stored in file fol¬ 
ders. 

RetrievabiHty: Information is retrieved by name of person to 
whom information pertains. 

Safeguards: This information is of a nonconfidential nature and 
maintained pursuant to LEAA Handbook Instruction HB 1330.2. 

RetentioB and disposal: Records are retained for four years, 
retired to Federal Record Center, and destroyed pursuant to 
Disposal Instructions in LEAA Handbook Instruction HB 1330.2. 

System manager(s) and address: Director; Office of Public Infor¬ 
mation; Law Enforcement Assistance Administration; 633 Indiana 
Avenue, N.W.; Washington, D.C. 20531. 

Notifkation procedure: Same as the above. 
Record access procedures: A request for access to a record from 

the system shall be in writing, with the envelope and letter clearly 

marked ‘Privacy Access Request.* Access requests will be directed 
to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it. and the proposed amendment to the information sought. 

Record source categories: Newspaper, magazine and press service 
teletype clippings as well as individual to whom information per¬ 
tains. 

Systems exempted from certain provisions of the act: None 

JUSTICE/LEAA - 008 
System name: Civil Rights Investigative System. 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington. D.C. 20531. 

Categories of individuals covered by the system: Complaints of dis¬ 
crimination by individuals affected by the agency program for 
which the agency has compliance responsibility, grantees, subgran¬ 
tees, contractors, subcontractors, employees, and applicants. 

Categories of records in the system: Civil Rights Complaint Con¬ 
trol Logs; Civil Rights Litigation Reference Files. 

Authority for maintenance of the system: 42 U.S.C. 3766(c); E.O. 
11246 (3 C.F.R. 173) as amended by E.O. 11375. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Investigation of com¬ 
plaints and to obtain compUance with Civil Rights laws. Users of 
the data are State Planning Agencies, State Governors and Attor¬ 
neys General, Criminal Justice Agencies, Office of Federal Con¬ 
tract Compliance, Equal Employment Opportunity Commission, 
Office of Federal Revenue Sharing, and a United States Commis¬ 
sion on Civil Rights. 

Release of information to the. news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
S52, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the i^ormation on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in the system is stored in file folders and on 
index cards. 

Retrievability: Information is retrieved by name of respondent 
and complainant. 

Safeguards: Information is kept in locked file cabinets and com¬ 
bination safe. Access is limited to investigative personnel. 

Retention and dbposal: Complaint control logs are destroyed 
upon completion of action on the inquiry or complaint. Complaint 
case files thereafter are not retrievable by name, number, or other 
information identifiable to the individual. Other investigative infor¬ 
mation is destroyed four years after the investigation is completed. 

System manager(s) and address: Office of Civil Rights Com¬ 
pliance; Law Enforcement Assistance Administration; 633 Indiana 
Avenue, N.W.; Washington, D.C. 20531. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record con¬ 

taining civil rights investigatory material shall be made in writing 
with the envelope and letter clearly marked 'Privacy Access 
Request' to the Civil Rights System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
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request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The information contained in this 
system was received from individual complainants, witnesses, grant 
files, respondents, official State and Federal records. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/LEAA - 009 
System name: Federal Advisory Committee Membership Files. 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Categories of individuals covered by the system: Individuals who 
have been or are presently members of or are being considered for 
membership on advisory committees within the jurisdiction of the 
Law Enforcement Assistance Administration. 

Categories of records in the system: Correspondence with and 
documents relating to committee members. 

Authority for maintenance of the system: Federal Advisory Com¬ 
mittee Act, S U.S.C. App. I et seq. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Annual Report to the 
President; administrative reports to OMB and other federal agen¬ 
cies. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in system is stored in file folders. 
Retrievability: Information is retrieved by name of individual. 
Safeguards: Data is maintained in file cabinets. The entrance to 

the building requires building pass or security sign-in. 
Retention and disposal: The data is placed in an inactive file upon 

discontinuance of membership, held for two years and then retired 
to the Federal Records Center. 

System manager(s) and address: Federal Advisory Committee Of¬ 
ficer; Office of General Counsel; Law Enforcement Assistance Ad¬ 
ministration; 633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.’ Access requests 
will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information are supplied 
directly by individuals about whom the record pertains, references, 
recommendations, program personnel, and biographical reference 
books. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/LEAA • 010 
System name: Technical Assistance Resource Files 

System location: Law Enforcement Assistance Administration; 
633 Indiana Avenue, N.W.; Washington, D.C. 20531. 

Categories of individuals covered by the system: Consultants with 
expertise in criminal justice systems. 

Categories of records in the system: The system consists of 
resumes and other documents related to technical assistance 
requests. 

Authority for maintenance of the system: The system is main¬ 
tained under authority of 42 U.S.C. 3763(c). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system is used to 
determine the qualifications and availability of individuals for 
technical assistance assignments. Users are State planning agencies 
and the Law Enforcement Assistance Administration. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in the system is on hard copy and 
stored in file cabinets. 

Retrievability: Information is manually retrieved by the name of 
the individual. 

Safeguards: Records are stored in file cabinets. Admittance to the 
building in which they are stored requires a building pass or an in¬ 
dividuals signature at the main entrance to the building. 

Retention and disposal: Records are placed in an inactive file at 
the end of the fiscal year in which final use was made. They are 
held two years in the inactive file; then transferred to the Federal 
Records Center. Records are destroyed after six years. 

System manager(s) and address: Technical Assistance Coordina¬ 
tor; Office of Regional Operations; Law Enforcement Assistance 
Administration; 633 Indiana Avenue, N.W.; Washington, D.C. 
20531, or the National Institute of Law Enforcement and Criminal 
Justice; Law Enforcement Assistance Administration; 633 Indiana 
Avenue, N.W.; Washington, D C. 20531. 

Notification procedure: Address inquiries to the system 
manager(s) at the above address. 

Record access procedures: A request for access to a record con¬ 
tained in this system shall be made in writing with the envelope and 
letter clearly marked ’PRIVACY ACCESS REQUEST.’ Include in 
the request the name and grant/contract number for the record 
desired. Access requests wiU be directed to the system manager($) 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
requests to the system manager(s) listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are those individuals to whom the information pertains. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/LEAA • Oil 
System name: Registered Users File—National Criminal Justice 

Reference Service (NCJRS). 
System location: Justice Data Service Center; U.S. Department of 

Justice; 4th & I Streets, N.W.; Washington, D.C. 20537. 
Categories of individuals covered by the system: The system con¬ 

tains information on those individuals engaged in criminal justice 
activities, citizen groups and academicians. 

Categories of records in the system: The system provides a record 
for registrants for services and products of NCJRS. 

Authority for maintenance of the system: The system is main¬ 
tained and established in accordance with 42 U.S.C. 3742. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The information con¬ 
tained in the system is used within the Department of Justice. No 
external dissemination of information is made. 
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Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is stored on magnetic disc pack for use in a 
computer environment. 

Retrievability: Information is retrieved by the name and user 
identity number of the desired record. 

Safeguards: Information is maintained in the Justice Data Ser¬ 
vices Center which is a secured area. Special identity cards are 
required for admittance to the area. 

Retention and disposal: Information is retained until the.individual 
no longer wishes to utilize the service. Upon notification by an in¬ 
dividual that he no longer wishes to use the service, his record is 
electronically purged from the file. 

System manager(s) and address: Director, Reference and Dis¬ 
semination Division; National Criminal Justice Reference Service; 
Law Enforcement Assistance Administration; U.S. Department of 
Justice; Washington, D.C. 20531. 

Notification procedure: Address inquiries to the system 
manager(s) at the above address. 

Record access procedures: A request for access to a record con¬ 
tained in this system shall be made in writing with the envelope and 
letter clearly marked ‘PRIVACY ACCESS REQUEST." Access 
requests will be directed to the system managcr(s) at the above ad¬ 
dress. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
requests to the system manageris) listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources for the information contained 
in this system are those individuals to whom the information per¬ 
tains. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/LEAA-0I2 
System name: Public Safety Officers' Benefits System 

System location: Law Enforcement Assistance Administration, 
633 Indiana Avenue, N.W., Washington, D C. 20531. 

Categories of individuals covered by the system: Public Safety Of¬ 
ficers who died while in the line of duty and their surviving 
beneficiaries. 

Categories of records in the system: This system contains an index 
by claimant and deceased Public Safety Officers; case files of eligi¬ 
bility documentation; and benefit payment records. 

Authority for maintenance of the system: Authority for maintain¬ 
ing this system exists under 42 U.S.C. 3701, et seq.. Pub. L. No. 
94-430 (Sept. 29. 1976) and 44 U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: (I) State and local agen¬ 
cies to verify and certify eligibility for benefits; (2) educational in¬ 
stitutions where beneficiary is full-time student to verify eligibility 
status; (3) appropriate Federal agencies to coordinate benefits paid 
under similar programs; and (4) members of Congress or staff act¬ 
ing upon the member's behalf when the member or staff requests 
the information on behalf of and at the request of the individual 
who is a party in interest. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the pnrpoecs of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on a master 
index, in folders and on computer magnetic tape. 

Retrievability: Information is retrievable by name of claimant, 
name of deceased Public Safety Officer, and case file number. 

Safeguards: Computerized information is safeguarded and pro¬ 
tected by computer password key and limited access. Noncompu¬ 
terized data is safeguarded in locked cabinets. All files are main¬ 
tained in a guarded building. 

Retention and disposal: Files are retained, retired to Federal 
records centers and disposed of in accordance with General Ser¬ 
vices Administration disposal schedules. 

System maaager(s) and address: PSOB Program Officer, 633 Indi¬ 
ana Avenue, N.W., Washington. D.C. 20531. 

Notification procedure: Same as above. 
Record access procedures: Request for access to a record from 

this system should be made in writing with the envelope and the 
letter clearly marked ‘Privacy Access Request." Access requests 
will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above and state clearly and 
concisely what information is being contested, the reason for con¬ 
testing it and the proposed amendment to the information sought. 

Record source categories: Public agencies including employing 
agency, beneficiaries, educational institutions, physicians, 
hospitals, official state and Federal documents. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/BIA - 001 
System name: Decisions of the Board of Immigration Appeals. 

System location: 521 12th Street, N.W.; Washington, D.C. 20530. 
Categories of Individuals covered by the system: (a) Aliens, includ¬ 

ing those previously admitted for lawful permanent residence, in 
deportation proceedings; (b) Aliens and alleged aliens in exclusion 
proceedings; (c) Aliens seeking waivers of inadmissibility; (d) 
Aliens in bond determination proceedings; (e) Aliens in whose be¬ 
half a preference classification is sought. 

Categories of records in the system: This system of records con¬ 
sists of the formal orders and decisions of the Board of Immigra¬ 
tion Appeals, including the indices and logs pertaining thereto. 

Authority for maintenance of the system: This system is 
established and maintained under the authority granted the Attor¬ 
ney Genera! by sections 103 and 292 of the Immigration and Na¬ 
tionality Act, 8 U.S.C. 1103 and 1362. Such authority has been 
delegated to the Board of Immigration Appeals by 8 C.F.R. Part 3. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes such uses: The Decisions of the 
Board of Immigration Appeals are disseminated to the following 
categories of users for the purposes indicated: 

(a) Parties, appearing before the Board, (including the Immigra¬ 
tion and Naturalization Service), their attorneys or other represen¬ 
tatives. Purpose: Parties are entitled to the decision as a matter of 
due process; and in accordance with the requirements of 8 C.F.R. 
3.1(g). 

(b) Other lawyers, organizations recognized to appear before the 
Immigration and Naturalization Service and their representatives. 
Purpose: To permit these users to be informed of current case law 
and general maintenance of open system of jurisprudence. ' 

(c) Members of Congress. Purpose: Constituent inquiries. 
(d) General public. Purpose: Selected decisions, designated as 

precedent decisions pursuant to 8 C.F.R. are published in bound 
volumes of Administrative Decisions Under Immigrate n and Na¬ 
tionality Laws of the United States. These are published to provide 
the public with guidance on the administrative interpretation of the 
immigration laws and to facilitate open and uniform adjudication of 
cases. 
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Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
JustKe. not otherwise required to be released pursuant to 5 U.S.C 
552. may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National. 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 
' Storage: Information in the system is kept in typed form and 
stored in loose leaf binders. 

Retrievability: Each decision is indexed by name and a numerical 
identifier 

Safeguards: Information contained in the records is unclassified 
and intended for wide dissemination. No specific safeguards to 
prevent unauthorized disclosure are employed since no type of dis¬ 
closure is presently regarded as 'unauthorized'. Access to buildings 
in which records are stored is controlled by guards provided by 
GSA. 

Retention and disposal: Records are retained indefinitely and are 
not disposed of. 

System manager(s) and address: Executive Assistant; Board of 
Immigration Appeals; Department of Justice; Washington, D.C. 
20530. 

Notification procedure: Same as the above. 
Record access procedures: Decisions of the Board of Immigration 

Appeals are available to anyone upon request pursuant to 5 U.S.C. 
552a(b)(2). 

Contesting record procedures: Decisions of the Board of Immigra¬ 
tion Appeals constitute official opinions and are not subject to cor¬ 
rection or amendment except in accordance with accepted stan¬ 
dards of due process. Decisions have been exempted from the cor¬ 
rection provisions of 5 U.S.C. 552a(d). 

Record source categories: Sources of information contained in this 
system are provided primarily by the record of proceedings for¬ 
warded by the Immigration and Naturalization Service. Addi¬ 
tionally, the person concerned and his representative provide infor¬ 
mation. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsection (d)(1) of the 
Privacy Act pursuant to 5 U.S.C. 552a(kK2). Rules have been 
promulgated in accordance with the requirements of '5 U.S.C. 553 
(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/BIA - 002 
System name: Roster of Organizations and their Accredited 

Representatives Recognized by the Board of Immigration Ap¬ 
peals. 

System location: 521 12th Street, N.W.; Washington, D.C. 20530. 
Categories of individuals covered by the system: (a) Persons as¬ 

sociated in an official capacity with a recognized organization; (b) 
Persons who have applied for, have been granted or have been de¬ 
nied accreditation as representatives of recognized organizations. 

Categories of records in the system: This system consists of (a) a 
roster of charitable, social service and similar organizations, and of 
their accredited representatives; (b) applications and related docu¬ 
ments submitted by such organizations and their representatives 
and (c) orders of the Board of Immigration Appeals granting or 
denying recognition to such organizations and their representatives. 
Recognized organizations and their accredited representatives are 
authorized to practice before the Immigration and Naturalization 
Service and Board of Immigration Appeals. 

Authority for maintenance of the eystem: This system is 
established and maintained under the authority granted the Attor¬ 
ney General by sections 103 and 292 of the Immigration and Na¬ 
tionality Act, 8 U.S.C. 1103 and 1362. Such authority has been 
delegated to the Board of Immigration Appeals by 8 C.F.R. Part 
292. 

Routine uses of records maintained in the system. Including catego¬ 
ries of users and the purposes of such uses: Copies of decisions 
granting or denying applications for recognition and accreditation 
are sent to (a) the organization seeking recognition and (b) the Im¬ 
migration and Naturalization Service. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in the system is stored in file fol¬ 
ders. 

Retrievability: Information is retrieved by use of the name of the 
organization or person accredited. 

Safeguards: Information contained in this record system is un¬ 
classified. Access to building in which records are stored is con¬ 
trolled by guards provided by GSA. No specific safeguards are em¬ 
ployed. 

Retention and disposal: Records in this system are retained in¬ 
definitely. 

System managerts) and address: Executive Assistant; Board of 
Immigration Appeals; Department of Justice; Washington, D.C. 
20530. 

Notification procedure: Address inquiries to: Chairman; Board of 
Immigration Appeals; Department of Justice; Washington, D.C. 
20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and letter 
clearly marked 'Privacy Access Request'. Include in the request (a) 
the name of the organization which has sought, or has been granted 
or denied recognition and the name of the individual who has 
sought accreditation as a representative of such organization, or, 
(b) where no organization is concerned, the name of the individual 
who has sought accreditation or recognition. The requester will pro¬ 
vide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: The procedures for contesting or 
amending information contained in this system of records is 
governed by 8 C.F.R. Part 292. The procedures require that or¬ 
ganizations seeking accreditation of their representatives be notified 
of adverse information and be given an opportunity to rebut such 
information. 

Record source categories: Sources of informfition contained in this 
system are supplied by the organization seeking recognition, in¬ 
dividuals seeking accreditation, and reports supplied by the Im¬ 
migration and Naturalization Service. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/CIV - 001 
System name: Civil Division Case File System. 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 
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Categories of individuals covered by the system: Any and all 
parties involved in the cases handled by the Civil Division will have 
identifying data contained in this system. 

Categories of records in the system: 

1) The main record of the system is the case file which is 
retained on each case under the jurisdiction of the Civil Division 
except for those cases for which files are maintained in the Civil 
Division Case File System: Customs Section and the Office of 
Alien Property File System, and constitutes the official record of 
the Department of Justice. All record material relating to a case is 
retained in the file. Each case is assigned a number comprised of 
the category designation for the subject matter, the code number 
fur the judicial district where the action originated, and the number 
of cases of that category which have arisen in that district. 

2) Alphabetical and numerical indices are utilized as a means of 
access to the proper file by the cross-referencing of the names of 
all parties to a suit with the file number. Forms CV-54 and carbon- 
interleaf index cards are used in these indices. 

3) A Docket Card Index is maintained on each case in order to 
follow the progress of all Division cases and to obtain statistical 
data for monthly and fiscal reports. However, all information con¬ 
tained on the cards has been taken from the record material con¬ 
tained in the official file. 

Authority for maintenance of the system: General authority to 
maintain the system is contained in S U.S.C. 301 and 44 (J.S.C. 
3101. The particular system was established in accordance with 28 
C.F.R. 0.77(f) and was delegated to the Civil Division pursuant to 
the memorandum from the Deputy Attorney General, dated July 
17, 1974. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses; Any record pertaining to 
any case or matter in the Civil Division may be disseminated to any 
other component of the Department of Justice, including the F.B.I. 
and the United States Attorneys’ Offices, for use in connection 
with the consideration of that case or matter or any other case or 
matter under consideration by the Civil Division or any other com¬ 
ponent of the Department of Justice. A record maintained in this 
system of records may be disseminated as a routine use of such 
record as follows; (I) in any case in which there is an indication of 
a violation or potential violation of law, whether civil, criminal or 
regulatory in nature, the record in question may be disseminated to 
the appropriate federal, state, local or foreign agency charged with 
the responsibility for investigating or prosecuting such violation or 
charged with enforcing or implementing such law; (2) in the course 
of investigating the potential or actual violation of any law, whether 
civil, criminal or regulatory in nature, or during the course of a trial 
or hearing, or the preparation for a trial or hearing for such viola¬ 
tion, a record may be disseminated to a federal, state, local or 
foreign agency, or to an individual or organization, if there is 
reason to believe that such agency, individual or organization pos¬ 
sesses information relating to the investigation, trial or hearing and 
the dissemination is reasonably necessary to elicit such information 
or to obtain the cooperation of a witness or an informant; (3) a 
record relating to a case or matter may be disseminated in an ap¬ 
propriate federal, state, local or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; (4) a record relating to a case or 
matter may be disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (5) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion of such matters as settlement of the case or matter, plea bar¬ 
gaining, or formal or informal discovery proceedings; (6) a record 
relating to a case or matter that has been referred by an agency for 
investigation, prosecution, or enforcement, or that involves a case 
or matter within the jurisdiction of an agency, or where the agency 
or officials thereof are a party to litigation or where the agency or 
officials may be affected by a case or matter, may be disseminated 
to such agency to notify the agency of the status of the case or 
matter or of any decision or determination that has been made, or 
to make such other inquiries and reports as are necessary during 
the processing of the case or matter; (7) a record relating to a per¬ 
son held in custody pending or during arraignment, trial, sentence 
or extradition proceedings, or after conviction or after extradiction 
proceedings, may be disseminated to a federal, state, local or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; (8) a record relating to a 

case or matter may be disseminated to a foreign country pursuant 
to an international treaty or convention entered into and ratified by 
the United States or to an executive agreement; (9) a record may 
be disseminated to a federal, state, local, foreign, or international 
law enforcement agency to assist in the general crime prevention 
and detection efforts of the recipient agency or to provide in¬ 
vestigative leads to such agency; (10) a record may be disseminated 
to a federal agency, in response to its request, in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant or other 
benefit by the requesting agency, to the extent that the information 
relates to the requesting agency's decision on the matter; (II) a 
record may be disseminated to the public, news media, trade as¬ 
sociations, or organized groups, when the purpose of the dis¬ 
semination is educational or informational, provided that the record 
docs not contain any information identifiable to a specific in¬ 
dividual other than is necessary to identify the matter or where the 
information has previously been filed in a judicial or administrative 
office, including the clerk of the court; (12) a record may be dis¬ 
seminated to a foreign country, through the United States Depart¬ 
ment of State or directly to the representative of such country, to 
the extent necessary to assist such country in civil or criminal 
proceedings in which the United States or one of its officers or' 
agencies has an interest; (13) a record that contains classified na¬ 
tional security information and material may be disseminated to 
persons who are engaged in historical research projects, or who 
have previously occupied policy making positions to which they 
were appointed by the President, in accordance with the provisions 
of 28 C.F.R. 17.60. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use 40 the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system; 

Storage: I) The case files utilize standard file jackets and are 
retained in electronic, rotary power files; 2) The alphabetical and 
numerical index cards, as well as the docket cards, are retained in 
standard file cabinets. 

Retrievability: The files and docket cards must be retrieved by 
file number. The file number can be ascertained from the alphabeti¬ 
cal index if the name of any party to the suit is known. 

Safeguards: Information contained in the system is unclassified. 
However, only attorneys who have their names recorded in the File 
Unit can be issued a case file. Minimal information about a case is 
provided from the various indices to telephone callers, since there 
is a problem with identifying the identity of a caller. If a party 
desires detailed information, he is referred directly to the attorney 
of record. 

Retention and disposal: When a case file is closed by the legal 
section, it is sent to the Federal Records Center for retention in ac¬ 
cordance with the authorized Record Disposal Schedule for the 
classification of the case. Such schedules are approved by the Na¬ 
tional Archives. After the designated period has passed, the file is 
destroyed. However, the index and docket cards are not purged. 

System manager(s) and address: Assistant Attorney General; Civil 
Division; U.S. Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530, 

Notification procedure: Address inquiries to: Assistant Attorney 
General; Civil Division; U.S. Department of Justice; lOth and Con¬ 
stitution Avenue, N.W.; Washington, D.C. 20530. 
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Record acccn procedures: A request for information concerning 
the cases of the Civil Division should be submitted in writing, with 
the envelope and letter clearly marked ‘Privacy Access Request*. 
The request should include the file number and/or the names of any 
litigants known to the requestor. The requestor should also provide 
a return address for transmitting the information. Such access 
requests should be submitted to the System Manager listed above. 
Requests may also be made by telephone. In such cases the caller 
will be referred to the attorney of record. The attorney, in turn, 
may require an official written request. 

CoBtesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above. The request should 
clearly state, what information is being contested, the reasons for 
contesting it and the proposed amendment to the information 
sought. 

Record source categories; All litigants involved in the cases of this 
Division are sources of information. Such information is either con¬ 
tained in the record material in the case files or has been extracted 
from that record material and put onto docket and index cards. 

Systems exempted from certaia provisions of the act: None. 

JDSTICE/CIV - 002 

System name: Civil Division Case File System: Customs Section 

System location: 26 Federal Plaza, New York, New York 10007, 
and U.S. Department of Justice Data Services Center, lOth and 
Constitution Avenue, N.W.. Washington. D.C. 20530. 

Categories of individuals covered by the system: Any and all 
parties and counsel involved in the cases handled by the Customs 
Section of the Civil Division will have identifying data contained in 
this system. 

Categories of records in the S3rstem: 

1. The main record of the system is the case file which is 
retained on each case under the jurisdiction of the Customs 
Section of the Civil Division and constitutes the official 
record of the Department of Justice thereon. All record 
material relating to a case is retained in the file. Each file is 
assigned the Customs Court number given to the summons 
filed in that court or, in cases filed prior to October I, 1970, 
to reappraisement appeals or to protests filed with the 
Customs Coiirt. 

The number assigned to the file will change to the number as¬ 
signed by the Court of Customs and Patent Appeals, if that case 
becomes the subject of an appeal before that court. In addition, the 
Customs Section retains a log of communications received and 
cbmmunications sent. The correspondence is identified thereon by 
court (case) number, identification of the kind of communication, 
and the person receiving it. 

2. The case file and communication logs are physically retained 
at the offices of the Customs Section, 26 Federal Plaza, New 
York, New York 10007. From these records, the Customs 
Section inputs certain information for conversion into a data 
processing system which is maintained at the Department of 
Justice Data Services Center, 10th and Constitution Avenue, 
N.W., Washington, D.C. 20530. Included in the information 
contained in the data processing system is the identity of the 
parties and their counsel, as well as the merchandise 
involved, the port of entry and the competing statutory 
provisions. 

3. Alphabetical and numerical indices are maintained as a 
means of access to the proper file number by the cross- 
referencing of the names of non-govemment parties to suits 
with the appropriate file (court) numbers. These indices are 
made of index cards and maintained in the Chief Clerk's 
office in the Customs Section. 

Authority for maintenance of the system: The Customs Section 
case files are maintained under the authority of 28 U.S.C. 2601(b) 
and 2632(e) and established in accordance with 28 C.F.R. 0.45(c) 
which gives the Civil Division responsibility for ‘all litigation in¬ 
cident to the reappraisement and classification of imported goods, 
including the defense of all suits in the Court of Customs and 
Patent Appeals', and with 28 C.F.R. 0.48 which designates the 
Chief. Customs Section,' to accept service of notices of appeals to 
the Court of Customs and Patent Appeals and all pleadings and 
other papers filed in the Customs Court, when the United States is 
an adverse Party in any customs litigation*. . 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Any record pertaining to 

any case or matter in the Civil Division may be disseminated to any 
other component of the Department of Justice, including the 
Federal Bureau of Investigation and the United States Attorney of¬ 
fices, for use in connection with the consideration of that case or 
matter or any other case or matter under consideration by the Civil 
Division or any other component of the Department of Justice. 

Certain information contained in the record may also be 
disseminated to the U.S. Customs Service, the Department 
of the Treasury, the International Trade Commission, the 
Department of State, or any other agency of the Government 
whose decision is being challenged in a case assigned to the 
Customs Section for disposition. A record maintained in this 
system of records may be disseminated as a routine use of 
such record as follows; (I) in any case in which there is an 
indication of a violation or potential violation of law, 
whether civil, criminal or regulatory in nature, the record in 
question may be disseminated to the appropriate Federal, 
state, local or foreign agency charged with the responsibility 
for investigating or prosecuting such violation or charged 
with enforcing or implementing such law; (2) in the course of 
investigating the potential or actual violation of any law, 
whether civil, criminal or regulatory in nature, or during the 
course of a trial or hearing, or the preparation for a trial or 
hearing for such violation, a record may be disseminated to a 
Federal, state, local or foreign agency, or to an individual or 
organization, if there is reason to believe that such agency, 
individual or organization possesses information relating to 
the investigation, trial or hearing and the dissemination is 
reasonably necessary to elicit such information or to obtain 
the cooperation of a witness or an informant; (3) a record 
relating to a case or matter may be disseminated in an 
appropriate Federal, state, local or foreign court or grand 
jury proceeding in accordance with established 
constitutional, substantive, or procedural law or practice; (4) 
a record relating to a case or matter may be disseminated to 
a Federal, state, or local administrative or regulatory 
proceeding or hearing in accordance with the procedures 
governing such proceeding or hearing; (5) a record relating to 
a case or matter may be disseminated to an actual or 
potential party or his attorney for the purpose of negotiation 
or discussion of such matters as settlement of the case or 
matter, plea bargaining, or formal or informal discovery 
proceedings: (6) a record relating to a case or matter that has 
been referred by an agency for investigation, prosecution, or 
enforcement, or that involves a case or matter within the 
jurisdiction of an agency, or where the agency or officials 
thereof are a party to litigation or where the agency or 
officials may be affected by a case or matter, may be 
disseminated to such agency to notify the agency of the 
status of the case or matter or of any decision or 
determination that has been made, or to make such other 
inquiries and reports as are necessary during the processing 
of the case or matter; (7) a record relating to a person held 
in custody pending or during arraignment, trial, sentence or 
extradition proceedings, or after conviction or after 
extradition proceedings, may be disseminated to a Federal, 
state, local or foreign prison, probation, parole, or pardon 
authority, or to any other agency or individual concerned 
with the maintenance, transportation, or release of such a 
person; (8) a record relating to a case or matter may be 
disseminated to a foreign country pursuant to an 
international treaty or convention entered into and ratified 
by the United States or to an executive agreement; (9) a 
record may be disseminated to a Federal, state, local, 
foreign, or international law enforcement agency to assist in 
the general crime prevention and detection efforts of the 
recipient agency or to provide investigative leads to such 
agency; (10) a record may be disseminated to a Federal 
agency, in response to its request, in connection with the 
hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, 
the letting of a contract, or the issuance of a license, grant 
or other benefit by the requesting agency, to the extent that 
the information relates to the requesting agency's decision 
on the matter, (11) a record may be disseminated to the 
public, news media, trade associations, or organized groups, 
when the purpose of the dissemination is educational or 
informational, provided that the record does not contain any 
information identifiable to a specific individual other than is 
necessary to identify the matter or where the information 
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has previously been filed in a judicial or administrative 
office, including the clerk of the court; (12) a record may be 
disseminated to a foreign country, through the United States 
Department of State or directly to the representative of such 
country, to the extent necessary to assist such country in 
civil or criminal proceedings in which the United States or 
one of its officers or agencies has an interest; (13) a record 
that contains classified national security information and 
material may be disseminated to persons who are engaged in 
historical research projects, or who have previously 
occupied policy making positions to which they were 
appointed by the President, in accordance with the 
provisions of 28 C.F.R. 17.60; (14) copies of the summons 
(protest and reappraisement appeals, where appropriate) and 
the communication logs arc made available to employees of 
the private contractor who services the data processing 
system in New York for the purpose of enabUng such 
employees to extract all pertinent information from said 
documents so that such information may be encoded and 
converted to punch card form. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U S.C. 
552. may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behlaf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and' 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: (I) The case files utilize standard file jackets or en¬ 
velopes and are maintained in standard file cabinets; (2) The 
alphabetical index cards are maintained in standard file cabinets; (3) 
The communication logs arc maintained in looscicaf binders and, 
when not being currently referred to, are also maintained in stan- 
dad file cabints; (4) The information in the data processing system 
is maintained on tapes stored in the Data Services Center. 

Retrievability: (I) The case files must be retrieved by number. 
The file number may be ascertained from the alphabetical index 
when the name of any non government litigant is known. (2) The 
information contained in the data processing system may be 
retrieved through the retrieval tool activated by an attorney making 
a request for a report to the computer technician who codes the 
request on a torm in the format of the retrieval language. The ac¬ 
tion words of the retrieval reports are: List - lists the case numbers 
of the cases which satisfy certain criteria such as plaintiff's name, 
counsel's name, court number, merchandise, competing statutory 
provisions. Government counsel. Write • output and the full history 
for any case specified by case number. Write * - a limited case his¬ 
tory for any case specified by case number. Count - tallying the 
number of cases in the data base contained in the request. 

Safeguards: (I) Information contained in the system is unclas¬ 
sified. However, only attorneys in the Customs Section who have 
responsibility for the case may properly obtain a case file. Cor¬ 
respondence and telephone calls about particular cases are referred 
to the attorney having responsibility for the case. In the attorney’s 
absence, another attorney covering for the absent attorney or the 
Chief of the Section may respond to the telephone call or cor¬ 
respondence. The index files and the communication logs are util¬ 
ized only by the personnel of the Customs Section in locating or 
verifying information contained in the system. (2) Information from 
the data processing system may be obtained only by attorneys on 
the basis of requests made in writing on a proper form supplied by 
the Customs Section. The request is made of the computer techni¬ 
cian. Normally these requests are mailed to the technician in charge 
at the Data Services Center, but occasionally the request may be 
related telephonically by the computer technician. 

RetentioD and disposal: (I) Closed case files are sent to the 
Federal Records Center for retention in accordance with the 
authorized Records Disposal Schedule for the classification of the 
case. Such schedules are approved by the National Archives. After 
the designated period is passed, the file is destroyed. The communi¬ 
cation logs are sent to the Federal Records Center for retention in 
accordance with the authorized records disposal schedule after five 
years. After the designated period those records are also destroyed. 
The index cards, however, are not purged. (2) Periodically, the in¬ 
active cases will be purged from the main tape in the data 
processing system and transferred to the historical tape where the 
information will be retained indefinitely. There is a provision in the 
data processing system to delete and remove an entire case history 
from the main or historical tape. This may be done on request from 
the Chief of the Customs Section and such removed cases will not 
be saved or written on any other tape. 

System managcr(s) and address: Assistant Attorney General, Civil 
Division, US. Department of Justice, lOth and Constitution 
Avenue, N.W., Washington, D C. 20530. 

Record access procedures: A request .for information concerning 
the cases of the Customs Section of the Civil Division should be 
submitted in writing, with the envelope and letter clearly marked 
‘Privacy Access Request*. The request should include the file 
number and/or the names of any non-government litigant known to 
the requestor. The requestor should also provide a return address 
for transmitting the information. Such access request should be 
submitted to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the Assistant Attorney General, Department of Justice, 
10th and Constitution Avenue, N.W., Washington, D C. 20530. The 
request should clearly state what information is being contested, 
the reasons for contesting it, and the proposed amendment to the 
information sought. 

Record source categories: All litigants involved in the cases of this 
Division arc sources of information. Such information is either con¬ 
tained in the record material in the case files or has been extracted 
from that record material and put on communication logs and/or 
index cards. 

Systems exempted from certain provisions of the act: None. 

JISTICE/CIV - 003 

System name: Office of Alien Property File System. 

System location: 550 llth Street, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Any and all 
parties involved in the cases, claims and matters handled by the Of- 
rice of AUen Property may have identifying data contained in this 
system. 

Categories of records in the system: 

1. This system consists of indices and files relative to enemy- 
owned property, reporting sources, ownership, vesting, and 
claims for the return thereof. Each vesting order is assigned 
a general file number, and each claim has a separate file 
number. Separate account files are maintained on vested 
property for each ahen account. 

2. Alphabetical and numerical indices are utilized as a means of 
access to the proper general file by the cross-referencing of 
the names of all individual former property owners and 
claimants with the general files. 

3. Records of litigation involving the Office of Alien Property 
are contained in this system. There are also alphabetical and 
numerical indices to facilitate access to these cases. 

Authority for maintenance of the system: The Office of Alien Pro¬ 
perty files are maintained under the authority of 44 U.S.C. 3101 and 
50 U.S.C. App. 40, Title II of the International Claims Settlement 
Act, and was established in accordance with 28 C.F.R. 0.47 which 
states in part ‘The Office of Alien Property shall be a part of the 
Civil Division ...‘ and thereafter describes the authority, rights, 
privileges, powers, duties and functions of that office. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Any record pertaining to 
any case or matter in the Civil Division may be disseminated to any 
other component of the Department of Justice, including the 
Federal Bureau of Investigation and the United States Attorney of¬ 
fices, for'use in connection with the consideration of that case or 
matter or any other case or matter under consideration by the Civil 
Division or any other component of the Department of Justice. 
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Certain inf«rmation contained in the record may also be 
disseminated to the U S. Customs Service, the Department 
of the Treasury, the International Trade Commission, the 
Department of State, or any other agency of the Government 
whose decision is being challenged in a case assigned to the 
Customs Section for disposition. A record maintained in this 
system of records may disseminated as a routine use of 
such record as follows; (I) in any case in which there is an 
indication of a violation or potential violation of law, 
whether civil, criminal or regulatory in nature, the record in 
question may be disseminated to the appropriate Federal, 
state, local or foreign agency charged with the responsibility 
for investigating or prosecuting such violation or charged 
with enforcing or implementing such law; (2) in the course of 
investigating the potential or actual violation of any law, 
whether civil, criminal or regulatory in nature, or during the 
course of a trial or hearing, or the preparation for a trial or 
hearing for such violation, a record may be disseminated to a 
Federal, state, local or foreign agency, or to an individual or 
organization, if there is reason to believe that such agency, 
individual or organization possesses information relating to 
the investigation, trial or hearing and the dissemination is 
reasonably necessary to elicit such information or to obtain 
the cooperation of a witness or an informant; (3) a record 
relating to a case or matter may be disseminated in an 
appropriate Federal, state, local or foreign court or grand 
jury proceeding in accordance with established 
constitutional, substantive, or procedural law or practice; (4) 
a record relating to a case or matter may be disseminated to 
a federal, state, or local administrative or regulatory 
proceeding or hearing in accordance with the procedures 
governing such proceeding or hearing; (S) a record relating to 
a case or matter may be disseminated to an actual or 
potential party or his attorney for the purpose of negotiation 
or discussion of such matters as settlement of the case or 
matter, plea bargaining, or formal or informal discovery 
proceedings, (6) a record relating to a case or matter that has 
been referred by an agency for investigation, prosecution, or 
enforcement, or that involves a case or matter within the 
jurisdiction of an agency, or where the agency or officials 
thereof are a party to litigation or where the agency or 
officials may be affected by a case or matter, may be 
disseminated to such agency to notify the agency of the 
status of the case or matter or of any decision or 
determination that has been made, or to make such other 
inquiries and reports as are necessary during the processing 
of the case or matter; (7) a record relating to a person held 
in custody pending or during arraignment, trial, sentence or 
extradition proceedings, or after conviction or after 
extradition proceedings, may be disseminated to a Federal, 
state, local or foreign prison, probation, parole, or pardon 
authority, or to any other agency or individual concerned 
with the maintenance, transportation, or release of such a 
person, (8) a record relating to a case or matter may be 
disseminated to a foreign country pursuant to an 
international treaty or convention entered into and ratified 
by the United States or to an executive agreement; (9) a 
record may be disseminated to a Federal, state, local, 
foreign, or international law enforcement agency to assist in 
the general crime prevention and detection efforts of the 
recipient agency or to provide investigative leads to such 
agency; (10) a record may be disseminated to a Federal 
agency, in response to its request, in connection with the 
hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, 
the letting of a contract, or the issuance of a license, grant 
or other benefit by the requesting agency, to the extent that 
the information relates to the requesting agency’s decision 
on the matter; (I I) a record may be disseminated to the 
public, news media, trade associations, or organized groups, 
when the purpose of the dissemination is educational or 
informational, provided that the record docs not contain any 
information identifiable to a specific individual other than is 
necessary to identify the matter or where the information 
has previously been filed in a judicial or administrative 
office, including the clerk of the court; (12) a record may be 
disseminated to a foreign country, through the United States 
Department of State or directly to the representative of such 
country, to the extent necessary to assist such country in 
civil or criminal proceedings in which the United States or 

one of its officers or agencies has an interest; (13) a record 
that contains classified national security information and 
material may be disseminated to persons who are engaged in 
historical research projects, or who have previously 
occupied policy making positions to which they were 
appointed by the President, in accordance with the 
provisions of 28 C.F R. 17.60; (14) records are also available 
to the public for inspection and distribution as set forth at 8 
C.F.R. 503.1, including (a) Annual Reports of the Office of 
Alien Property, and (b) final determinations, opinions and 
orders in cases heard or reviewed within the Office of Alien 
Property; (15) records and documents are available for 
inspection by persons properly and directly concerned in 
connection with claims filed with the Office, records in cases 
heard or reviewed in the Office, and authorizations for sale 
and records of bids in pubUc sales and orders for their 
acceptance or rejection and notifications thereof; (16) any 
record or portion thereof may also be disseminated to the 
Department of the Treasury and to the Foreign Claims 
Settlement Commission as a matter of routine use when such 
record relates to matters within the jurisdiction of the Office 
of Foreign Assets Control, Department of the Treasury, or 
claims being processed before the Foreign Claims Settlement 
Commission; (17) any record or portion thereof relating to an 
estate or trust matter under the jurisdiction of the probate 
courts of the several states may be disseminated to the 
parties and their representatives or to the courts, in 
proceedings involving the property owned or claimed to have 
been owned by a designated national of an enemy country 
under the provisions of the Trading with the Enemy Act; 
(18) any record may be disseminated to the Department of 
State for any negotiation or other action relating to the 
Office of Alien Property or to any subject matter which is, 
or was at one time, under the jurisdiction of the Office of 
Alien Property. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress; Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of recoYds may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in the system is stored in standard file 
jackets, and on index cards, within standard filing cabinets. 

Retrievability: The files and index cards must be retrieved by file 
numbers, which can be ascertained from alphabetical indices if the 
name of the non-government party is known, or from numerical in¬ 
dices relating to the various vesting orders, accounts, claims, or 
cases. 

Safeguards: Information in the system is regarded as confidential, 
pursuant to 8 C.F.R. 503.17. Departmental rules and procedures are 
in force that insure that only Departmental attorneys and their 
authorized agents have access to this information. 

Retention and disposal: A file is closed when one of the following 
occurs; 

1. The vesting order has been complied with and the property 
disposed of pursuant to the Trading with the Enemy Act, 
and all claims have been processed. 

2. A case involving the Office of Alien Property has ended by 
the final termination of the litigation through a compromise 
settlement, court decision or any other method of 
termination for court cases. 
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The file is then retained in the Federal Records Center for a 
number of years and thereafter may be destroyed. Index cards are 
retained for as long as may be practicable. 

System manager(s) and address: Assistant Attorney General. Civil 
Division; U S. Department of Justice, lOth and Constitution 
Avenue. N.W., Washington, D C. 20530. 

Notification procedure: Address inquiries to Assistant Attorney 
General, Civil Division, U S. Department of Justice, 10th and Con¬ 
stitution Avenue, N.W., Washington, D C. 20530. 

Record access procedures: A request for access to a record within 
the Ofticc of Alien Property system involving matters of privacy 
and ubuh is not otherwise available to the party requesting the 
same sh-<uid be submitted in writing, with the envelope and letter 
clearly marked Privacy Access Request*. The request should in¬ 
clude flic or account numbers and/or the names of any known non¬ 
government parties The requestor should also provide a return ad¬ 
dress for transmitting the information. Such access requests should 
be submitted to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above. The request should 
clearly state what information is being contested, the reasons for 
contesting it and the proposed amendment to the information 
sought. 

Record source categories: All claimants to property, as well as 
former depositories, are sources of information, also other offices 
and agencies operating under provisions of the Trading with the 
F.nemy Act. 

Systems exempted from certain provisions of the act: None 

JUSTICE/CRT - 001 

System name: Central Civil Rights Division Index File and As¬ 
sociated Records. 

System location: U S. Department of Justice; Civil Rights Divi¬ 
sion; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530; and, Todd Building; 550 - llth Street, N.W.; Washington, 
D C. 20530; and. Federal Records Center; Suitland, Maryland. 

Categories of individuals covered by the system: Persons referred 
to in potential or actual cases and matters of concern to the Civil 
Rights Division and correspondents on subjects directed or referred 
to the Civd Rights Division. 

Categories of records in the system: The system consists of 
alphabetical indices bearing individual names and the associated 
records to which the indices relate containing the general and par¬ 
ticular records of all Civil Rights Division correspondence, cases, 
matters, and memoranda, including but not limited to, investigative 
reports, correspondence to and from the Division, memoranda, 
legal papers, evidence, and exhibits. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. It is also 
maintained to implement the Civil Rights Division's responsibilities 
under 28 C F.R. 0.50 to enforce Federal criminal and civfl statutes 
affecting civil rights. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

A. Information in the system may be used by employees and of¬ 
ficials of the Department to make decisions in the course of in¬ 
vestigations and legal proceedings;- to assist in preparing responses 
to correspondence from persons outside the Department; to prepare 
budget requests. Management by Objective (MBO) Program 
descriptions, and various reports on the work product of the Civil 
Rights Division; and to carry out other authorized internal func¬ 
tions of the Department. 

B. A record maintained in this system of records may be dis¬ 
seminated as a routine use of such record as follows: (1) a record 
relating to a possible or potential violation of law, whether civil, 
criminal, or regulatory in nature may be disseminated to the ap¬ 
propriate federal, state or local agency charged with the responsi¬ 
bility of enforcing or implementing such law; (2) in the course of 
investigation or btigation of a case or matter, a record may be dis¬ 
seminated to a federal, state or local agency, or to an individual or 
organization, if there is reason to believe that such agency, in¬ 
dividual or organization possesses information relating to the in¬ 
vestigation, trial or hearing and the dissemination is reasonably 
necessary to elicit such information or to obtain the cooperation of 
a prospective witness or informant; (3) a record relating to a case 
or matter may be disseminated to an appropriate court, grand jury 

or administrative or regulatory proceeding in accordance with ap¬ 
plicable law or practice; (4) a record relating to a case or matter 
may be disseminated to an actual or potential party to litigation or 
his attorney a) for the purpose of negotiation or discussion on such 
matters as settlement of the case or matter, plea bargaining, or b) 
in formal or informal discovery proceedings; (5) a record relating to 
a case or matter that has been referred for investigation may be 
disseminated to the referring agency to notify such agency of the 
status of the case or matter or nf any determination that has been 
made; (6) a record relating to a person held in custody or probation 
during a criminal proceeding, or after conviction, may be dis¬ 
seminated to any agency or individual having responsibility for the 
maintenance, supervision or release of such person; (?) a record 
may be disseminated to the United States Commission on Civil 
Rights in response to its request and pursuant to 42 U.S.C. I975d 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherw ise required to be released pursuant to 5 U S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and dbposing of records in the system: 

Storage: Information in this system is stored manually on index 
cards and in file jackets. 

RetrievabilHy: A retrieval capability exists in this system through 
use of an index card system arranged alphabctkally by the names 
of individuals or organizations that have been involved in possible 
civil rights violations either as the subjects of investigations by the 
Department or as victims and/or complainants. (Complaints 
received from individuals which have not been investigated by the 
Department have not been systematically indexed and information 
pertaining to such individuals may or may not be retrievable.) In¬ 
formation on such individuals may be retrievable from the file 
jackets by a number assigned and appearing on the index cards. 

Safeguards: Information is safeguarded and protected in ac¬ 
cordance with applicable Departmental rules and procedures. 

Retention and disposal: There are no provisions for disposal of 
the records in the system although such procedures are currently 
under active consideration. 

System manageris) and address: Assistant Attorney General; Civil 
Rights Division; U.S. Department of Justice; Washington, D.C. 
20530. 

Notification procedure: Part of this system is exempted from this 
requirement under 5 U.S.C. 552a(j)(2) and (k)(2). Address inquiries 
to the System Manager hsted above. 

Record access procedures: Part of this system is exempted from 
this requirement under 5 U.S.C. 552a(jX2), and (kK2). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. A request for ac¬ 
cess to a record retrievable in this system shall be made in writing, 
with the envelope and letter clearly marked 'Privacy Access 
Request.' Include in the request the name of the individual in¬ 
volved, his birth date and place, and any other information which is 
known and may be of assistance in locating the record, such as the 
name of the civil rights related case or matter involved, where and 
when it occurred and the name of the judicial district involved. The 
requester will also provide a return address for transmitting the in¬ 
formation. Access requests should be directed to the System 
Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend non-exempt information retrievable in the system should 
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direct their request to the System Manager listed above, stating 
clearly and concisely what information is being contested, the 
reasons for contesting it, and the proposed amendment to the infor¬ 
mation sought. 

Record source categories: Sources of information contained in this 
system may be any agency or person who has or offers information 
related to the law enforcement responsibilities of the Division. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted parts of this system from subsections (c)<3), 
(d), and (g) of the Privacy Act pursuant to S U.S.C. 5.S2a (j)(2) and 
(k)<2). Rules have been promulgated in accordance with the require¬ 
ments of S U.S.C. 5S3(bHc) and (e) and have been published in the 
Federal Register. 

JUSTICE/CRT - 002 

System name: Piles of Applications for the Position of Attorney 
with the Civil Rights Division. 

System location: U.S. Department of Justice; Civil Rights Divi¬ 
sion, lOth and Constitution Avenue, N.W., Washington, D.C. 
20530. 

Categories of individuals covered by the system: Persons who have 
applied for a position as an attorney with the Civil Rights Division. 

Categories of records in the system: The system may contain SF 
171 forms, resumes, referral letters, letters of recommendation, 
writing samples, interview notes, internal notes or memoranda, and 
other correspondence and documents. 

Authority for maintenance of the system: This system of records is 
maintained in the ordinary course of me.eting the responsibilities as¬ 
signed th Civil Rights Division under 28 U.S.C. 0.50, 0.51. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records in this 
system are used by employees and officials of the Department in 
making employment decisions. If an individual is hired, th^ records 
may become part of his or her standard personnel file. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
S52, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records in the system are primarily original papers or 
reproductions or copies thereof. The system consists of files per¬ 
taining to individual applicants. 

Retrievahility: Information is retrieved by using an applicant's 
name. * 

Safeguards: Information in the system is unclassified. It is 
safeguarded and protected in accordance with Departmental rules 
and procedures governing access, production and disclosure of any 
materials contained in its official files. 

Retention and disposal: Information is retained in the system until 
a final employment decision is made or until such time as the Civil 
Rights Division is notified by the applicant that he or she is no 
longer interested in or available for the position. If an individual is 
hired, some or all of the records may become part of bis or her 
standard personnel file. 

System manager(s) and address: Deputy Assistant Attorney 
General; Civil Rights Division; U.S. Department of Justice; 
Washington, D.C. 20530. 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General; Civil Rights Division; U.S. Department of Justice; 
Washington, D.C. 20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked 'Privacy Access Request.' The request should 
include the name of the applicant and the position applied for. The 
requester will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained ,in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in the 
system generally are the applicants, persons referring or recom¬ 
mending the applicant, and employees and officials of the Depart¬ 
ment. 

Systems exempted from certain provisions of the act: None. 

JL'STICE/CRT - 003 

System name: Files of Pending Applications for Clerical or 
Research Analyst Positions with the Civil Rights Division. 

System location: U.S. Department of Justice; Civil Rights Divi¬ 
sion, 10th and Constitution Avenue, N.W., Washington, D.C. 
20530. 

Categories of individuals covered by the system: Persons who have 
applied for a clerical or research analyst position with the Civil 
Rights Division and upon whose applications no final action has 
been taken. 

Categories of records in the system: The system contains S.F. 171 
forms and resumes provided by the applicant. It may also contain 
letters of recommendation, letters rejecting the application, letters 
indicating that no positions are available, interview notes or internal 
memoranda, and other correspondence and documents. 

Authority for maintenance of the system: This system is main¬ 
tained in the ordinary course of meeting the responsibflities as¬ 
signed the Civil Rights Division under 28 C.F.R. 0.50, 0.51. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records in this 
system are used by employees and officials of the Department in 
making employment decisions. If an individual is hired, the records 
may become part of his or her standard personnel file. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records in the system are primarily original papers or 
copies thereof. The system consists of files pertaining to individual 
applicants. 

Retrievahility: Information is retrieved by using an applicant's 
name. 

Safeguards: Information in the system is unclassified. It is 
safeguarded and protected in accordance with Departmental rules 
and procedures governing access, production and disclosure of any 
materials contained in its official files. 

Retention and disposal: Information is retained in this system 
until a final employment decision has been made or until such time 
as the Civil Rights Division is notified by the applicant that he or 
she is no longer interested in or available for the position. If an in- 
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dividual h hired, mine or aO of the records aay bccoaac part of his 
or her standard personnel file. 

Systcni nanagerts) and address: Chief; Administratrve Section; 
Civil Rights Division; U S. Department of Justice; Washington, 
D C 205:^0 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General, Civil Rights Division; U S. Department of Justice; 
Washington, D.C. 20530. 

Record access procedures: A request for access to a record from 
this system shall be made in tshting, with the envelope and the 
letter clearly marked ‘Privacy Access Request.* The request should 
include the name of the applicant and the position applied for. The 
requester will also provide a return address for transmitting the in¬ 
formation. Access requests wifl be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in the 
system generally are the applicants, persons recommending or 
referring the applicant, and the employees and officials of the De¬ 
partment. 

Systems esempled from certain provisioas of the act: None. 

JUSnCE/CRT - M4 

System name: Registry of Names of Interested Persons Desiring 
Notification of Submissions under Section S of the Voting 
Rights Act. 

System location: U.S. Department of Justice; Civil Rights Divi¬ 
sion; Washington, D.C. 20530. 

Categories of individuals covered by the system: Persons who have 
requested that the Attorney General send them notice of submis¬ 
sions under Section 5 of the Voting Rights Act of l%5, 42 U.S.C. 
1973c. 

Categories of records in the system: The Registry contains the 
name, address and telephone numbers of interested persons and, 
where appropriate, the area or areas with respect to which notifica¬ 
tion was requested by such persons. 

Authority lor maintenance of the system: 28 C.F.R. 51.13; 42 
u s e. 1973c; 5 U.S.C. 301 and 28 U.S.C. 509, 510. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The Registry is used to 
identify persons interest^ in receiving notice of Section 5 submis¬ 
sions and to comply with their requests. The Registry may be used 
to notify the persons listed therein of any proposed changes in the 
'Procedure for the Administration of Section 5 of the Voting Rights 
Act of 1965,* 28 C.F.R. SI-1 et seq., and to solicit their comments 
with respect to any such proposed changes. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
wbo is the subject of the record. 

Routiac uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and prartices for storing, retrievtag, accessing, retaining, 
and disposing of records in the system: 

SloTi^: Names are stored in a card file system. 
RetrievabiHty: Records in this system are retrievable by the 

names of interested persons or organizations. 

Safeguards: Information m the system is safeguarded in ac¬ 
cordance with Departmental rules and procedures governing access, 
production and disclosure of any asaterials contaiaed in its official 
files. 

Retention and disposal: An individual or organizational name is 
retained in the Registry until such time as that person or organiza¬ 
tion requests that the name be deleted. 

System managerts) and address: Chief; Voting Section, Civil 
Rights Division; U.S. Department of Justice; Washington, D.C. 
20530. 

Notification procedure: Address inquiries to; Assistant Attorney 
General; Civil Rights Division; U.S. Department of Justice; 
Washington, D C. 205.30. 

Record access procedures: This system contains no information 
about any individual other than as described in Category of Record 
above. Persons whose names appear on the Registry may have ac¬ 
cess thereto or have thek names and other information pertaining 
to them deleted or modified upon a request of the same nature as 
indicated in 28 C.F.R. 51.13. 

Contesting record procedures: Same as the above. 
Record source categories: Sources of information ki the Registry 

are those persons or organizations whose names appear therein by 
virtue of their having requested inclusion in the Registry pursuant 
to 28 C.F.R. 51.13. 

Systems exempted from certain provisions of Ike act: None. 

JUSnCE/CRT - 90S 

System name: Records Obtained by Office of Special Litigation 
Concerning Residents of Certain State Institutions. 

System location: U.S. Department of Justice; Civil Rights Divi¬ 
sion; Todd Building; 550 11th Street, N.W.; Washington, DC. 
20530. 

Categories of individoais covered by the system: The information 
in this system pertains primarily to individuals who are residents of 
state operated or supported institutions for mentally and physically 
handicapped persons, juveniles and the aged, if such institutions 
have been the subject of litigation or investigation involving the 
Civil Rights Division. Information may also pertain to other in¬ 
dividuals who are not receiving but may be entitled to forms of 
educational, habilitative or rehabilitative care under state or federal 
law. 

Categories of records hi the system: Information collected in the 
course of business by state agencies on persons generally identified 
by categories of individuals above including admission notes, com¬ 
mitment papers, transfer reports, juvenile records, psychological 
and social behavior notes, programming progress notes, disease 
records, restraint or seclusion notes, security reports, dental 
records, confinement notes, medicaid histories, incident and 
missing person reports, and death reports. 

Authority for maintenance of the system: Collection and main¬ 
tenance of these records is pursuant to 44 U.S.C. 3101 and is neces¬ 
sary to accomplish the Division's responsibility under 28 C.F.R. 
0.50 to enforce Federal statutes involving unlawful discrimination 
including 42 U.S.C. 2000b, 2000d and 2000h-2 (Titles III, VI and IX 
of the Civil Rights Act of 1964). 

Routine uses of records maintained in the system, iacindiag catego¬ 
ries of users and the purposes of snch uses: 

A. Information in this system may be used by authorized persons 
within the Civil Rights Division to make decisions in the course of 
investigations and legal proceedings and to assist in preparing 
memoranda, legal papers and responses to correspondence from 
persons outside the Department. 

B. F.xcept as prohibited by order of a court of competent ju¬ 
risdiction, a record maintained in this system may be disseminated 
as a routine use of such record as follows: (I) to the extent the 
record relates to a possible or potential violation of law it may be 
disseminated to the appropriate federal, state or local agency 
charged with responsibility of enforcing or implementing such law, 
(2) a record may be disseminated to an appropriate court, grand 
jury or administrative or regulatory proceeding in accordance with 
applicable law or practice; (3) a record may be disseminated to an 
actual or potential party to litigation or his attorney (a) for the pur¬ 
pose of negotiation or discussion on such matters as settlement of 
the case or matter, plea bargaining, or (b) in formal or informal 
discovery proceedings; (4) a record may be returned or dis¬ 
seminated to the agency or institution from which it was obtained. 
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Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on 
xeroxed or microfilm reproductions of original documents or on 
computer printouts. 

RetrievabilMy: Information is retrieved primarily by reference to 
the name of the appropriate state institution or agency. Within the 
files maintained with respect to such institutions or agencies, 
records are often filed by individual names or identification num¬ 
bers. 

Safeguards: These records are maintained in accordance with (I) 
the terms of any applicable court orders (many of the records in 
this system are subject to outstanding court orders protecting their 
confidentiality), (2) appbcable agreements or understandings made 
with the state and local agencies which furnished the records, and 
(3) Departmental rules and procedures governing the maintenance 
of its official files. 

Retratioa and disposal: These records are retained and disposed 
of in accordance with applicable court orders and agreements as 
outlined under safeguards. Provisions for the disposal of records 
maintained by the Civil Rights Division are under active considera¬ 
tion. 

System manager(s) and address: Civil Rights Division; U.S. De¬ 
partment of Justice; Washington, D C. 20530. 

Record source categories: Sources of information in this system 
are the state operated or supported agencies responsible for ad¬ 
ministration of institutions which confine or treat individuals 
identified in categories of individuals of this notice. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3), and (d) 
of the Privacy Act pursuant to 5 U.S.C. 552a(kK2). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/CRT • 006 

System name: Files of Federal Programs Section, Civil Rights Divi¬ 
sion. 

System location: U.S. Department of Justice; Civil Rights Divi¬ 
sion; Federal Programs Section; Safeway Building; 521 12th Street, 
N.W.; Washington. D C. 20530. 

Categories of individuals covered by the system: 

A. Individuals listed on the U.S. Department of Agriculture's 
EMIS (Extension Management Information System) personnel 
records for state extension service employees of the states of Mis¬ 
sissippi, Alabama, North Carolina, Kansas, Illinois, Louisiana, Ar¬ 
kansas, Georgia, Texas and Maryland. 

B. Children in the state of Alabama, and their families, including 
but not limited to: children receiving foster family care and day 
care under the jurisdiction of the state of Alabama Department of 
Pensions and Security, (DPS) 1970-1973; children receiving care in 
public and private institutions from 1964 through 1973; children and 
families having records maintained by juvenile courts as of July I, 
1973; children and families having records as AFDC assistance 
and/or as service cases as of July 1, 1973, with state and county 
DPS; adults functioning as foster parents in Montgomery County, 
Ala. as of January 1973, and foster families caring for children at 
any time, in other counties, appearing in above-mentioned AFDC- 

service files; and persons receiving AFDC, APTD, AB, or OAA 
(categorical assistance) in the state of Alabama as of January 31. 
1973. 

Categories of records in the system: 

A. With respect to the category described in category of in¬ 
dividual (A) of this notice, the records contain personnel informa¬ 
tion on individual employees. 

B. With respect to the category described in category of in¬ 
dividual (B) of this notice, the records contain identifications, so¬ 
cial, psychological, economic, judicial, and educational histories of 
persons. 

Authority for maintenance of the system: Collection and main¬ 
tenance of the records in this system is pursuant to 44 U.S.C. 3101 
and is necessary to fulfill the Civil Rights Division's responsibility 
under 28 C.F.R. 0.50 and Executive Order 11764 (Jan. 21, 1974) to 
enforce Federal statutes protecting the civil rights of beneficiaries 
of Federal assistance programs including 42 U.S.C. 2000d, 2000e, 
and 2000h. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

A. Information in this system be used by authorized persons 
within the Civil Rights Division to make decisions in the course of 
investigations and legal proceedings and to assist in preparing 
memoranda, legal papers and responses to correspondence from 
persons outside the Department. 

B. Except as prohibited by order of a court of competent ju¬ 
risdiction, a record maintained in this system may be disseminated 
as a routine use of such record as follows: (I) to the extent the 
record relates to a possible or potential violation of law, it may be 
disseminated to the appropriate federal, state or local agency 
charged with responsibility of enforcing or implementing such law. 
(2) a record may be disseminated to an appropriate court, grand 
jury or administrative or regulatory proceeding in accordance with 
applicable law or practice; (3) a record may be disseminated to an 
actual or potential party to litigation or his attorney (a) for the pur¬ 
pose of negotiation or discussion on such matters as settlement of 
the case or matter, plea bargaining, or (b) in formal or informal 
discovery proceedings; (4) a record may be returned or dis¬ 
seminated to the agency or institution from which it was obtained. 

Release of information to the news media; Information permitted 
to be released to the news media and the pubhc pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records in this system consist of computer printouts of 
information stored electronically, and original papers or reproduc¬ 
tions thereof stored manually. 

Retrievability: Records described in categories of individuals and 
records of this notice are retrievable by name and identifying 
number of an individual. 

Safeguards: Information in this system is safeguarded and pro¬ 
tected in accordance with applicable Departmental rules ftnd 
procedures. In addition, records described in category of individual 
(B) and category of record (B) of this notice are subject to the 
terms of a protective order entered by a United States District 
Court in Player v. Alabama Department of Pensions' and Security, 
No. 383S-N (M.D. Ala.), to protect the confidentiality of their con¬ 
tents. 

Retention and disposal: There are no provisions for disposal of 
the records in the system although such procedures are currently 
under active consideration. 
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S>slem manaceris) and address; Assistant Attorney General; Civil 
Rights Division, Washington. D.C. 20530. 

Record source categories: Sources of information described in 
categories of individuals and records of this notice were the federal 
or state agencies referred to therein. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)<3) and (d) 
of the Privacy Act pursuant to 5 U.S.C. S52a(k). Rules have been 
promulgated in accordance with the requirements of S U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

Jl STICE/CRT - 007 

System name: Files on Employment Civil Rights Matters Referred 
by the F.qual Employment Opportunity Commission 

System location: U.S Department of Justice; Civil Rights Divi¬ 
sion, lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530. and, Todd Building; 550 llth Street, N.W.: Washington, 
DC 205.A0. 

Categories of individuals covered by the system: Persons seeking 
employment or employed by a state or a political subdivision of a 
state who have filed charges alleging discrimination in employment 
with the Equal Employment Opportunity Commission (hereinafter 
EEOC) which have resulted in a determination by EEOC that there 
IS probable cause to believe that such discrimination has occurred, 
and attempts by EEOC at conciliation have failed. 

Categories of records in the system: The system may contain co¬ 
pies of charges filed with EEOC; copies of EEOC's 'determination* 
letters, letters of transmittal from and to EEOC, analyses or 
evaluations summarizing the charge and other materials in the 
EEOC file, internal memoranda, attorney notes, and copies of 
‘right to sue' letters issued by the Civil Rights Division. 

Authority for maintenance of the system: The system is main¬ 
tained pursuant to 44 U.S.C. 3101 and in order to accomplish the 
Civil Rights Division's responsibility under 28 C.F.R. 0.50 to en¬ 
force Federal statutes affecting civil rights including 42 U.S.C. 
2000e-5(f) and 2000e-6. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system is used by 
employees and officials of the Department to make decisions re¬ 
garding prosecution of alleged instances of employment discrimina¬ 
tion. to issue ‘right to sue' letters on behalf of individuals; to make 
pohey and planning determinations; to prepare annual budget 
requests and justifications; to prepare statistical reports on the 
work product of the Employment and Education Sections and to 
carry out other authorized internal functions of the Department. If 
the Department has determined to initiate an investigation or 
litigate a matter referred by EEOC, the records pertaining to that 
matter are not contained in this system. Such records and their rou¬ 
tine uses are described under the notice for the system named: 
Central Civil Rights Division Index File and Associated Records. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in the system is stored manually on index 
cards and file jackets which are maintained by the Education Sec¬ 
tion, Civil Rights Division, if the charge relates to a public educa¬ 
tional agency or institution, or the Employment Section, Civil 
Rights Division, if the charge relates to any other public employer. 

Retrievability: Information is retrieved primarily by using the ap¬ 
propriate Department of Justice file number, or the name of the 
charging party, or the state in which the alleged discrimination oc¬ 
curred. 

Safeguards: Information in the system is unclassified. It is 
safeguarded and protected in accordance with Departmental rules 
and procedures. 

Retention and disposal: There are no provisions for the disposal 
of the records in the system although such procedures are under 
active consideration. 

System manager(s) and address: Assistant Attorney General; Civil 
Rights Division; U.S. Department of Justice; Washington, DC. 
20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing with the envelope and letter 
clearly marked 'Privacy Access Request.' The request should in¬ 
dicate the state where the alleged employment discrimination took 
place and the employer to which the charge was related. The 
requester will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 
Disclosure of part of the materials in this system may be prohibited 
by 42 U.S.C. 2000e-8(e) and 44 U.S.C. 3508. Part of this system is 
exempted from access and contest under 5 U.S.C. S52(kK2). 

Record source categories: Sources of information in this system 
are charging parties, information compiled and maintained by 
EEOC, and employees and officials of the Department of Justice 
responsible for the disposition of the referral request. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsection (d) of the Priva¬ 
cy Act pursuant to 5 U.S.C. S52a (k)(2). Rules have been promul¬ 
gated in accordance with the requirements of S U.S.C. SS3(b), (c) 
and (e) and have been published in the Federal Register. 

JL'STICE/CRT - 008 

System name: Files on Correspondence Relating to Civil Rights 
Matters from Persons Outside the Department of Justice. 

System location; U.S. Department of Justice; Civil Rights Divi¬ 
sion; 10th and Constitution Avenue, N.W.; Washington, DC. 
20530; and, Todd Building; 550 - llth Street N.W.; Washington, 
D C. 20530. 

Categories of individuals covered by the system: Persons commu¬ 
nicating in written form in person or by telephone, including com¬ 
plaints, requests for information or action, or expressions of 
opinion regarding civil rights matters. 

Categories of records in the system: The system contains original 
correspondence regarding civil rights matters from persons, cover 
letters or notes from persons referring original correspondence to 
the Department, attorney or other employee notes regarding the 
correspondence, and copies of Civil Rights Division's responses to 
the original correspondence. 

Authority for maintenance of the system: This system of records is 
maintained pursuant to 44 U.S.C. 3101 and in the ordinary course 
of fulfilling the responsibilities assigned to the Civil Rights Division 
under the provisions of 28 C.F.R. 0.50. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

A. The system is used by employees and officials of the Depart¬ 
ment to respond to incoming correspondence, to compile statistics 
for use in preparing budget requests, to insure proper disposition of 
incoming mail, to determine the status and content of responses to 
correspondence, to respond to inquiries from Division personnel. 
Office of Legislative Affairs and Congressional offices regarding 
the status of correspondence, and to carry out other authorized 
functions of the Department. 

B. Information in the system regarding individual pieces of cor¬ 
respondence may be provided to members of Congress upon 
request in instances where the member making the request referred 
the correspondence in question to the Department. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



DEPARTMENT OF JUSTICE 53331 

C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records in the system are primarily index cards and 
original letters or copies thereof. They are stored manually. 

Retrievability: Information may be retrieved through use of a 
card index file system which is subdivided into indexes (1) arranged 
according to the name of citizens that corresponded with the De¬ 
partment and (2) arranged according -to the name of members of 
Congress or White House staff members who have referred cor¬ 
respondence to the Department 

Safeguards: Information in the system is unclassified. It is 
safeguarded and protected in accordance with Departmental rules 
and procedures. 

Retention and disposal: There are no provisions for disposal of 
the records in this system although such procedures are currently 
under active consideration. 

System maaager(s) and address: Assistant Attorney General; Civil 
Rights Division; U.S. Department of Justice; Washington, D.C. 
20530 

Notifkation procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.* The request should 
include the name of the correspondent, his address or the name of 
the member of Congress or White House staff member who 
referred the correspondence to the Department, if known, the De¬ 
partment of Justice file number, if known, and the date of the cor¬ 
respondence. The requester will also provide a return address for 
transmitting the information. Access requests will be directed to the 
System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it. and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are the original correspondents, persons referring original 
correspondence to the Department, and employees and officials of 
the Department responsible for the disposition of the correspon¬ 
dence. 

I Systems exempted from certain provisions of the act: None. 

■ JUSTICE/CRT - 009 
I System name: Civil Rights Division Employees Travel Reporting 
I System location: U.S. Department of Justice, Todd Building, 550 

nth Street, N.W., Washington, D C. 20530. 
Categories of individuals covered by the system: Employees of the 

Civil Rights Division who have traveled on official assignments for 
the Civil Rights Division. 

Categories of records in the system: The system contains informa¬ 
tion, concerning travel expenditures, which was recorded by Divi¬ 
sion employees on travel authorization forms (Form JD-IO) and 
travel voucher forms (Form OBD-157) and submitted to the Fiscal 
Unit of the Civil Rights Division, from Fiscal Year 1972 to the 
present. 

Authority for maintenance of the system: This system is main¬ 
tained in the ordinary course of meeting the responsibilities as¬ 
signed the Civil Rights Division under 28 C.F.R. 0.50, 0.51. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records in this 
system are used to make monthly reports to the Executive Office, 
Civil Rights Division, and to the Fiscal Unit, Civil Rights Division, 
for use in controlling and reviewing Division expenditures. Copies 
of individual’s reports may be disclosed to the individual when ap¬ 
propriate forms are not submitted following a return from travel 
status. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and praetkes for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records in the system are stored on magnetic tape and 
on computer punch cards, and on monthly reports printed on com¬ 
puter. Individual vouchers and travel authorization forms are stored 
in file jackets. 

Retrievability: Records in this system are retrievable by the 
names of present and former Division employees who have filed 
travel authorization forms or travel voucher forms. 

Safeguards: Information in the system is unclassified. It is 
safeguarded and protected in accordance with Departmental rules 
and procedures. 

Retention and disposal: There are no provisions for disposal of 
the records in the system. 

System manager(s) and address: Executive Officer, Civil Rights 
Division, United States Department of Justice, Washington. D.C. 
20530. 

Notifkation procedure: Same as the above. 
Record access procedures: Requests by former employees for ac¬ 

cess to records in this system may be made in writing with the en¬ 
velope and letter clearly marked ‘Privacy Act Request’. The 
request should clearly state the dates on which official travel was 
taken. The requestor should also provide a return address for trans¬ 
mitting the information. Access requests will be directed to the 
System Manager. Present employees may request access by con¬ 
tacting the System Manager directly. 

Contesthig record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reason for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information are the Civil 
Rights Division employees filing travel authorization and travel 
voucher forms. 

Systems exempted from certain provisions of the act: None. 

JUSnCE/CRT - 010 
System name: Freedom of Information/Privacy Act Records. 

System location: U.S. Department of Justice, Civil Rights Divi¬ 
sion, 10th & Constitution Avenue, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Persons who 
request disclosure of records pursuant to the Freedom of Informa¬ 
tion Act; persons who request access to or correction of records 
pertaining to themselves contained in Civil Rights Division systems 
of records pursuant to the Privacy Act; and, where applkable, per¬ 
sons about whom records have been requested or about whom in¬ 
formation is contained in requested records. 
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Calesorics of records in the system: The system contains copies of 
all correspondence and internal memoranda relating to Freedom of 
Information and Privacy Act requests, and related records necessa¬ 
ry to the processing of such requests received on or after January 
1. 1975. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101 and is main¬ 
tained to implement the provisions of 5 U.S.C. 552 and 552a and 
the provisions of 28 C.F.R. 16.1 et seq. and 28 C.F.R. 16.40 et seq. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system may be disseminated as a routine use of such record as 
follows: (I) a record may be disseminated to a Federal agency 
which furnished the record for the purpose of permitting a decision 
as to access or correction to be made by that agency, or for the 
purpose of consulting with that agency as to the propriety of access 
or correction; (2) a record may be disseminated to any appropriate 
Federal. State, local, or foreign‘agency for the purpose of verifying 
the accuracy of information submitted by an individual who has 
requested amendment or correction of records contained in systems 
of records maintained by the Criminal Ehvision. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552. may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually in 
alphabetical order in file cabinets. 

Retrievahility: A record is retrieved by the name of the individual 
or person making a request for access or correction of records. 

Safeguards: Access to physical records is limited to personnel of 
the Freedom of Information/Privacy Act Unit of the Civil Rights 
Division and known Department of Justice personnel who have a 
need for the record in the performance of their duties. The records 
are safeguarded and protected in accordance with applicable De¬ 
partmental rules. 

Retention and disposal: Currently there are no provisions for 
disposal of records contained in this system. 

System manager(s) and address: Assistant Attorney General, Civil 
Rights Division, U.S. Department of Justice, lOth and Constitution 
Avenue, N.W., Washington, D C. 20530. 

Notification procedure: Parts of this system are exempted from 
this requirement under 5 U.S.C. 552a(jH2) or (kX2). Address inqui¬ 
ries to the System Manager listed above. 

Record access procedures: Parts of this system are exempted from 
this requirement under 5 U.S.C. 552a(jK2), or (kK2). To the extent 
that this system of records is not subject to exemption, it is subject 
to access and contest. A determination as to exemption shall be 
made at the time a request for access is received. A request for ac¬ 
cess to a record contained in this system shall be made in writing, 
with the envelope and letter clearly marked ‘Privacy Access 
Request*. Include in the request the name of the individual in¬ 
volved, his birth date and place, or any other information which is 
known and may be of assistance in locating the record. The 
requester shall also provide a return address for transmitting the in¬ 
formation. Access requests should be directed to the System 
Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend non-exempt information maintained in the system should 
direct their request to the System Manager listed above, stating 

clearly and concisely what information is being contested, the 
reasons for contesting it, and the proposed amendment to the infor¬ 
mation sought. 

Record source categories: Sources of information contained in this 
system arc the individuals and persons making requests, the 
systems of records searched in the process of responding to 
requests, and other agencies referring requests for access to or cor¬ 
rection of records originating in the Civil Rights Division. 

Systems exempted from certain provisions of the act: Records 
secured from other systems of records have been exempted from 
the provisions of the Privacy Act to the same extent as the systems 
of records from which they were obtained. The Attorney General 
has also exempted certain categories of records in this system from 
subsection (c) (3), (d) of the Privacy Act pursuant to 5 U..S.C. 552a 
(k) (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553(bKc), and (c) and have been published 
in the Federal Register. 

JI STICE/CRM - 001 

System name: Central Criminal Division Index File and Associated 
Records. 

System location: U S. Department of Justice; Criminal Division, 
10th and Constitution Avenue N.W.; Washington, DC. 20530, and. 
Federal Records Center; Suitland, Maryland 20409. 

Categories of individuals covered by the system: Persons referred 
to in potential or actual cases and matters of concern to the j 
Criminal Division and correspondents on subjects directed or ! 
referred to the Criminal Division. | 

Categories of records in the system: The system consists of 
alphabetical indices bearing individual names, and the associated 
records to which they relate, arranged either by subject matter or j 
individual identifying number containing the general and particular 1 
records of all Criminal Division correspondence, cases, matters, | 
and memoranda, including but not limited to, investigative reports, [ 
correspondence to and from the Division, legal papers, evidence, ^ 
and exhibits. The system also includes items classified in the in- < 
tercst of national security with such designations as confidential, J 
secret, and top secret received and maintained by the Departinent r 
of Justice. This system may also include records concerning subject 
matters more particularly described in other systems of records of j 
the Criminal Division. 

t 
Authority for maintenance of the system: This system is « 

established and maintained pursuant to 44 U.S.C. 3101, and is in- | 
tended to assist in implementing and enforcing the criminal laws of | 
the United States, particularly those codified in title 18, United I 
States Code. The system is also maintained to implement the provi- I 
sions codified in 28 C.F.R. 0.55 and 0.61. I 

Routine uses of records maintained in the system, including catego- | 
ries of users and the purposes of such uses: A record maintained in j 
this system of records may be disseminated as a routine use of j 
such record as follows; (I) in any case in which there is an indica¬ 
tion of a violation or potential violation of law, whether civil, i 
criminal, or regulatory in nature, the record in question may be dis¬ 
seminated to the appropriate federal, state, local, or foreign agency 
charged with the responsibility for investigating or prosecuting such 
violation or charged with enforcing or implementing such law; (2) in 
the course of investigating the potential or actual violation of any 
law, whether civil, criminal, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or hearing 
fur such violation, a record may be disseminated to a federal, state, 
local. Of foreign agency, or to an individual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial, or hearing 
and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant, 
(3) a record relating to a case or matter may be disseminated in an 
appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; (4) a record relating to a case or 
matter may be disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (5) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion on such matters as settlement of the case or matter, plea bar¬ 
gaining, or informal discovery proceedings; (6) a record relating to 
a case or matter that has been referred by an agency for investiga¬ 
tion, prosecution, or enforcement, or that involves a case or matter 
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within the jurisdiction of an agency, may be disseminated to.such 
agency to notify the agency of the status of the case or matter or 
of any decision or determination that has been made, or to make 
such other inquiries and reports as are necessary during the 
processing of the case or matter; (7) a record relating to a person 
held in custody pending or during arraignment, trial, sentence, or 
extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, -or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; (K) a record relating to a 
case or matter may be disseminated to a foreign country pursuant 
to an international treaty or convention entered into and ratified by 
the United States or to an executive agreement, a record may 
be disseminated to a federal, state, local, foreign, or international 
law enforcement agency to assist in the general crime prevention 
and detection efforts of the recipient agency or to provide in¬ 
vestigative leads to such agency; (10) a record may be disseminated 
to a federal agency, in response to its request, in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information 
relates to the requesting agency's decision on the matter. (II) a 
record may be disseminated to the public, news media, trade as 
sociations, or organised groups, when the purpose of the dis¬ 
semination is educational or informational, such as descriptions of 
crime trends or distinctive or unique modus operandi, provided that 
the record does not contain any information identifiable to a 
specific individual other than such modus operandi; (12) a record 
may be disseminated to a foreign country, through the United 
States Department of State or directly to the representative of such 
country, to the extent necessary to assist such country in appre¬ 
hending and/or returning a fugitive to a jurisdiction which seeks his 
return; (13) a record that contains classified national security infor¬ 
mation and material may be disseminated to persons who are en¬ 
gaged in historical research projects, or who have previously occu¬ 
pied policy making provisions to which they were appointed by the 
President, in accordance with the provisions codified in 28 C.F.R. 
17.60; (14) a record relating to an actual or potential civil or 
criminal violation of title 17, United States Code, may be dis¬ 
seminated to a person injured by such violation to assist him in the 
institution or maintenance of a suit brought under such title. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems’ of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2^04 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually on 
index cards and in file jackets. 

Retrievability: A record is retrieved from index cards by the 
name of the individual and from the file jackets by a number as¬ 
signed and appearing on the index cards. 

Safeguards: The records are safeguarded and protected in ac¬ 
cordance with applicable Departmental rules. 

Retention and disposal: Currently there is an agreement with the 
Federal Records Center for retention and disposal after ten years 
applicable to approximately 20 percent of the Division records; 
there are no provisions for disposal of the other records in the 
system although such procedures are currently under active con¬ 
sideration. 

System manager(s) and address: Assistant Attorney General, 
Criminal Division; U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: The major part of this system is exempted 
from this requirement under 5 U.S.C. 552a (jK2), (kMI), or (k82) 
Inquiry concerning this system should be directed to the system 
manager listed above 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U S.C. 552a (j)(2). (k)(l), or 
(k)(2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as* 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request’ Include in the request the name 
of the individual involved, his birth date and place, or an> other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known 
1'hc requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought 

Record source Categories: Department officers and employees, 
and other federal, state, local, and foreign law enforcement and 
nondaw enforcement agencies, private persons, witnesses, and in¬ 
formants. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (e)(l), (2) and (eM4KG), (H) and (1), (e)(5) and (8), (f) and (g) of 
the Privacy Act pursuant to 5 U S.C. 552a (jK2). Rules have been 
promulgated in accordance with the requirements of 5 U.S C 
553(b), (c) and (e) and have been published in the Federal Register 

JUSTICE/CRM ■ 002 

System name: Criminal Division Witness Security File. 

System location: U.S. Department of Justice; Criminal Division, 
lOth Street and Constitution Avenue, N.W.; Washington, D.C 
20530. In addition, some of the records contained in this system 
may be located at one or more of the Organized Crime and 
Racketeering Sections Field Offices listed in the appendix to the 
Criminal Division Systems of Records. 

Categories of individuals covered by the system: Persons who are 
potential or actual witnesses and/or informants, relatives, and as¬ 
sociates of those individuals. 

Categories of records in the system: The system consists of the 
Witness Security Program files on all persons who are considered 
for admission or who have been admitted into the program. The 
files contain information concerning the individuals, the source and 
degree of danger to which they are exposed, the cases in which 
they are expected to testify, relocation information and documenta¬ 
tion, job assistance, sponsoring office, requirements for reimburse¬ 
ment and administration of the program, and protection techniques. 
Records concerning subject matters described in this system may 
also be contained in JUSTICE/CRM - 001. 

Authority for maintenance of the system: This system is 
authorized pursuant to sections 501 through 504 of Public I.aw 91- 
452. 

Routine u.ses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: I. dissemination of a record may be made 
to a federal, state, local, or foreign agency to acquire information 
concerning the individual, or those associated with him, relating to 
the protection of the subject or to a criminal investigation; 2. in any 
case in which there is an indication of a violation or potential viola¬ 
tion of law, whether civil, criminal, or regulatory in nature, the 
record in question may be disseminated to the appropriate federal, 
state, local, or foreign agency charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing such law; 3. in the course of investigating the 
potential or actual violation of any law. whether civil, criminal, or 
regulatory in nature, or during the course of a trial or hearing or 
the preparation for a trial or hearing for such violation, a record 
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may be disseminated to a federal, stale, local, or foreign agency, or 
to an individual or organization if there is reason to believe that 
such agency, individual, or organization possesses information 
relating to the investigation, trial, or hearing and the dissemination 
IS reasonably necessary to elicit such information or to obtain the 
cooperation of a witness or an informant: 4. a record relating to a 
case or matter may be disseminated in an appropriate federal, state, 
local, or foreign court or grand jury proceeding in accordance with 
established constitutional, substantive, or procedural law or prac¬ 
tice: a record relating to a case or matter may be disseminated to 
a federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing: 6 a record relating to a case or matter may be dis¬ 
seminated to an actual or potential party or his attorney for the 
purpose of negotiation or discussion on such matters as settlement 
of the case or matter, plea bargaining, or informal discovery 
proceedings: 7. a record relating to an individual in a matter that 
has been referred for either consideration or investigation by an 
agency may be disseminated to the referring agency to notify such 
agency of the status of the case or matter or of any decision or 
determination that has been made, 8. a record relating to an in¬ 
dividual held in custody pending arraignment, trial, or sentence, or 
extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person: 9. a record may be dis¬ 
seminated to a foreign country pursuant to an international treaty 
or convention entered into and ratified by the United States or to 
an executive agreement: 10. a record may be disseminated to a 
federal, state, local, or foreign law enforcement agency to assist in 
the general crime prevention and detection efforts of the recipient 
agency or to provide investigative leads to such agency: II. a 
record may be disseminated to a federal agency, in response to its 
request, in connection with the hiring or retention of an employee, 
the issuance of a security clearance, the reporting of an investiga¬ 
tion of an employee, the letting of a contract or the issuance of a 
license, grant, or other benefit by the requesting agency, to the ex¬ 
tent that the information relates to the requesting agency's decision 
on the matter: 12. a record may be disseminated to a non-govern¬ 
mental entity or individual in the acquisition of employment or 
other services in behalf of the witnesses. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
$52, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is kept on index cards 
and in files stored in safe type filing cabinets. 

Retrievability: A record is retrieved by name of the individual. 

Safeguards: The records are maintained in safes with additional 
physical safeguards as well as limited access by Departmental per¬ 
sonnel. 

Retention and disposal: Currently there are no provisions for the 
disposal of the records in the system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; 10th Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Nodficatioo procedure: Inquiry concerning the system should be 
addressed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 5.52a (jK2), (kMD, or 
(kM2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request'. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information Access requests will be directed to the system 
manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager hsted above, slating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: I. Federal, state, local, or foreign 
government agencies concerned with the administration of criminal 
justice; 2 Members of the public; 3. Government agency em¬ 
ployees; 4. Published material, 5. Persons considered fur admission 
or admitted to the program. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d). (cKI), (2) and (3), (eK4KG). (H) and (I), (e)(5) and (8), (f), and 
(g) of the Privacy Act pursuant to S U.S.C. S52a (j)(2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

Jl'STICE/CRM - 003 

System name: File of Names Checked to Determine If Those In¬ 
dividuals Have Been the Subject of An Electronic Surveil¬ 
lance. 

System location: U.S. Department of Justice; Criminal Division; 
lOth and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system; Grand jury wit¬ 
nesses, defendants and potential defendants in criminal cases and 
their attorneys. 

Categories of records in the system: The system contains the 
names of those persons submitted by federal prosecutors to inquire 
whether such persons have been the subject of electronic surveil¬ 
lances. The file consists of the names, the inquiries made to federal 
investigatory agencies, the replies received from such agencies, and 
the reply submitted to the prosecutor. Records concerning subject 
matters described in this system may also be contained in 
JUSTICE/CRM - 001. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maintained to implement the provisions of 18 U.S.C. 3504. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: I. in an appropriate federal court proceed¬ 
ing in accordance with establish^ constitutional, substantive, or 
procedural law or practice; 2. to an actual or potential party or his 
attorney in the case or matter in which the request was made. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of nsers and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 
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Policies and practices for storinp, retrieving, accessing, retaining, 
and dispcMing of records in the system: 

Storage: A record contained in this system is stored manually in 
file jackets. 

Retrievability: A record is retrieved by the name of the individual 
checked. 

Safeguards: The records are safeguarded and protected in ac¬ 
cordance with applicable Departmental rules. 

Retention and disposal: Currently there are no provisions for 
disposal of the records in this system. 

System managcr(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W., Washington, D C. 20530. 

Notification procedure: A part of this system is exempted from 
this requirement under S U.S.C. S52a (jK2). Inquiry concerning this 
system should be directed to the System Manager listed above. 

Record access procedures: A part of this system is exempted from 
this requirement under 5 U.S.C. 552a (iM2). To the extent that this 
system of records is not subject to exemption, it is subject to ac¬ 
cess and contest. A determination as to exemption shall be made at 
the time a request for access is received. A request for access to a 
record from this system shall be made in writing, with the envelope 
and the letter clearly marked 'Privacy Access Request*. Include in 
the request the name of the individual involved, his birth date and 
place, or any other identifying number or information which may 
be of assistance in locating the record, the name of the case or 
matter, if known, and the name of the judicial district involved, if 
known. The requestor will also provide a return address for trans¬ 
mitting the information. Access requests will be directed to the 
System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system arc an actual or potential party or his attorney in the case 
or matter in question, federal prosecutors, and the federal in¬ 
vestigative agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(4), (d), 
(eM4)(G), (H) and (I), (f) and (g) of the Privacy Act pursuant to 5 
U.S.C. 552a (jK2). Rules have been promulgated in accordance with 
the requirements of 5 U.S.C. 553(b), (c) and (c) and have been 
published in the Federal Register. 

JUSTICE/CRM • 004 

System name: General Crimes Section, Criminal Division, Central 
Index File and Associated Records. 

System location: U.S. Department of Justice; Criminal Division; 
10th Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Persons referred 
to in potential or actual casds and matters of concern to the 
General Crimes Section, Criminal Division, and correspondents on 
subjects directed or referred to the Criminal Division. 

Categories of records in the system: The system consists of an 
alphabetical index by individual name or subject matter of all in¬ 
coming correspondence, cases, and matters assigned, referred, or 
of interest to the General Crimes Section, Criminal Division. A 
large percentage of these records are duplicated in the central 
Criminal Division records; some, however, are not sent through 
central records and come to the General Crimes Section directly. 

Authority (or maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101, and is in¬ 
tended to assist in implementing and enforcing the criminal laws of 
the United States, particularly those codified in title 18, United 
States Code. The system is also maintained to implement the provi¬ 
sions codified in 28 C.F.R. 0.55. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: (I) in any case in which there is an indica¬ 
tion of a violation or potential violation of law, whether civil, 
criminal, or regulatory in nature, the record in question may be dis¬ 
seminated to the appropriate federal, state, local, or foreign agency 

charged with the responsibility for investigating or prosecuting such 
violation or charged with enforcing or implementing such law , (2) in 
the course of investigating the potential or actual violation of any 
law, whether civil, criminal, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or hearing 
for such violation, a record may be disseminated to a federal, state, 
local, or foreign agency, or to an individual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial, or hearing 
and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant; 
(3) a record relating to a case or matter may be disseminated in an 
appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; (4) a record relating to a case or 
matter may be disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or bearing in accordance with the 
procedures governing such proceeding or hearing; (5) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion on such matters as settlement of the case or matter, plea bar¬ 
gaining, or informal discovery proceedings; (6) a record relating to 
a case or matter that has been referred by an agency for investiga¬ 
tion, prosecution, or enforcement, or that involves a case or matter 
within the jurisdiction of an agency, may be disseminated to such 
agency to notify the agency of the status of the case or matter or 
of any decision or determination that has been made, or to make 
such other inquiries and reports as are necessary during the 
processing of the case or matter; (7) a record relating to a person 
held in custody pending or during arraignment, trial, sentence, or 
extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; (8) a record relating to a 
case or matter may be disseminated to a foreign country pursuant 
to an international treaty or convention entered into and ratified by 
the United States or to an executive agreement; (9) a record may 
be disseminated to a federal, state, local, foreign, or international 
law enforcement agency to assist in the general crime prevention 
and detection efforts of the recipient agency or to provide in¬ 
vestigative leads to such agency; (10) a record may be disseminated 
to a federal agency, in response to its request, in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information 
relates to the requesting agency’s decision on the matter; (II) a 
record may be disseminated to the public, news media, trade as¬ 
sociations, or organized groups, when the purpose of the dis¬ 
semination is educational or informational, such as descriptions of 
crime trends or distinctive or unique modus operand!, provided that 
the record does not contain any information identifiable to a 
specific individual other than such modus operand!; (12) a record 
may be disseminated to a foreign country, through the United 
States Department of State or directly to the representative of such 
country, to the extent necessary to assist such country in appre¬ 
hending and/or returning a fugitive to a jurisdiction which seeks his 
return. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 
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PolidM aarf practices for storiag, retrtevkic, acccaslag, rctaioiag, 
aod dispooiiig of records io the sjrstcoi: 

Storage: A record contained in this system is stored manually on 
index cards. 

Retrievability: A record is retrieved from index cards by the 
name of the individual or matter which will then indicate the Sec¬ 
tion Unit or attorney assigned to work on the correspondence, 
case, or matter. 

Safeguards: Records are safeguarded and protected in accordance 
with applicable Departmental rules. 

Reteathm aad dbposal: Currently there are no provisions for 
disposal of the records contained in this system. 

System managerfs) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D C. 20530. 

Notificatioa procedure: The major part of this system is exempted 
from this requirement under S U.S.C. 5S2a (jK2), (kMI), or (kK2). 
Inquiries concerning this system should be directed to the System 
Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 3 U.S.C. S32a (jX2), (kKD. or 
<kK2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to the applicability of an exemption as to a specific record shall be 
made at the time a request for access is received. A request for ac¬ 
cess to a record contained in this system shall be made in writing, 
with the envelope and the letter clearly marked ‘Privacy Access 
Request'. Include in the request the name of the individual in¬ 
volved, his birth date and place, or any other identifying number or 
information which may be of assistance in locating the record, the 
name of the case or matter involved, if known, and the name of the 
judicial district involved, if known. The requestor will also provide 
a return address for transmitting information. Access requests will 
be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing h, and the proposed amendment to the information sought. 

Record source categories: Department offices and employees and 
other federal, state, local, and foreign law enforcement and non¬ 
law enforcement agencies, private persons, witnesses, and infor¬ 
mants. 

Systems exempted from certain proviaiouB of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eHI), (2) and (3), and (eK4XG), (H) and (1), (eX5) and (8). (f), 
and (g) of the Privacy Act pursuant tb S U.S.C. S52a (jX2). Rules 
have been promulgated in accordance with the requirements of 3 
U.S.C. 353<b), (c) and (e) and have been published in the Federal 
Register. 

JUSTICE/CRM • 005 
System name: Index to Names of Attorneys Employed by the 

Criminal Division, U.S. Department of Justice, Indicating the 
Subject of the Memoranda on Criminal Matters They Have 
Written. 

System location: U.S. Department of Justice; Criminal Division; 
lOth and Constitution Avenue, N.W.; Washington, D.C. 20330. 

Categories of individnals covered by tbe system: Past and present 
attorneys employed by the Criminal Division, U.S. Department of 
Justice. 

Categories of records in the system: This system of records con¬ 
sists of the names of past and present Criminal Division attorneys 
and lists the memoranda they have written on various matters, 
generally involving legal research, on matters of interest to the 
Division. This system is a cross-reference index maintained for 
convenience only and does not include the memoranda themselves 
other than the fact of authorship. 

Authority for audutcuaucc of the system: This system is 
estabUsbed and maintained pursuant to the authority granted by 44 
U.S.C. 3101. The system is also maintained to implement the provi¬ 
sions codified in 28 C.F.R. 0.33 and 0.61. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of sack uses: There are no uses of the 
records in this system outside of the Department of Justice. 
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Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 30.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless H is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 3 U.S.C. 
332, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices fur storing, retrieving, acceming, retaining, 
and disposing of records in the system; 

Storage: A record contained in this system is stored manually on 
index cards. 

Retrievability: A record is retrieved by name of the individual. 
Safeguards: Records are safeguarded and protected in accordance 

with applicable Departmental rules. 
Retention and disposal: Currently there are no provisions for 

disposal of the records in this system. 
System manager(s) and address: Assistant Attorney General, 

Criminal Division; U.S. Department of Justice; lOlh and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20330. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request*. Include in the 
request tbe name of the past or present attorney employed by the 
Criminal Division. The requestor shall also provide a return address 
for transmitting the information. Access requests will be directed to 
the System Manager listed above. 

Coutesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record aourcc cutegoriM: Past and present attorneys employed by 
the Criminal Division, U.S. Department of Justice. 

Systcins exempted from certuiu provMout of the act: None. 

JUSTICE/CRM • 006 
System name: Information File on Individuals and Commercial Enti¬ 

ties Known or Suspected of Being Involved in Fraudulent Ac¬ 
tivities. 

System location: U.S. Department of Justice; Criminal Division; 
lOth Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by tbe system: Individuals in¬ 
volved in actual or suspected fraudulent activities and their victims. 

Categories of records hi the system: This system of records con¬ 
sists of alphabetized indices of the names of those individuals or 
commercial entities known or suspected of involvement in fraudu¬ 
lent activities both foreign and domestic, and of computerized prin¬ 
touts of information obtained from documents, records, and other 
files in the possession of the Criminal Division that indicate the 
scope, details, and methods of operation of known or suspected 
fraudulent activities. The system also consists of the documents, 
records, and other files to which the printouts relate. Records con¬ 
cerning subject matters described in this system may also be con¬ 
tained in JUSTICE/CRM - 001. 

Authority for maiateaaace of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101, and is in¬ 
tended to assist in implementing and enforcing the criminal laws of 
tbe United States, codified in title 18, United States Code and el¬ 
sewhere, particularly the laws relating to offenses involving fraudu¬ 
lent activities. The system is also maintained to implement the 
provisions codified in 28 C.F.R. 0.33, particularly subsection (b). 

190—ftlOAY, SfRTiMRER 30, 1977 



DEPARTMENT OF JUSTICE 53337 

RoMliae Meet ftl records mototaioed i» Um system, includiag caleco- 
ries of osers aad the purposes of sucli uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows (I) in any case in which there is an indica¬ 
tion of a violation or potential violation of law, whether civil, 
criminal, or regulatory in nature, the record in question may be dis¬ 
seminated to the appropriate federal, state, local, or foreign agency 
charged with the responsibility for investigating or prosecuting such 
violation or charged with enforcing or implementing such law. (2) in 
the course of investigating the potential or actual violation of any 
law, whether civil, criminal, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or hearing 
for such violation, a record may be disseminated to a federal, state, 
kKal, or foreign agency, or to an individual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial, or hearing 
and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant; 
(3) a record relating to a case or matter may be disseminated in an 
appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; (4) a record relating to a case or 
matter may he disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (S) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion on such matters as settlement of the case or matter, plea bar¬ 
gaining, or informal discovery proceedings; (6) a record relating to 
a case or matter that has been referred by an agency for investiga¬ 
tion, prosecution, or enforcement, or that involves a case or matter 
within the jurisdiction of an agency, may be disseminated to such 
agency to notify the agency of the status of the case or matter or 
of any decision or determination that has been made, or to make 
such other inquiries and reports as are necessary during the 
processing of the case or matter; (7) a record relating to a person 
held in custody pending or during arraignment, trial, sentence, or 
extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; (8) a record relating to a 
case or matter may he disseminated to a foreign country pursuant 
to an international treaty or convention entered into and ratified by 
the United States or to an executive agreement; (9) a record may 
be disseminated to a federal, state, local, foreign, or international 
law enforcement agency to assist in the general crime prevention 
and detection efforts of the recipient agency or to provide in¬ 
vestigative leads to such agency; (10) a record may be disseminated 
to a federal agency, in response to its request, in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information 
relates to the requesting agency’s decision on the matter; (II) a 
record may be disseminated to the public, news media, trade as¬ 
sociations, br organized groups, when the purpose of the dis¬ 
semination is educational or informational, such as descriptions of 
crime trends or distinctive or unique modus operandi, provided that 
the record does not contain any information identifiable to a 
specific individual other than such modus operandi; (12) a record 
may be disseminated to a foreign country, through the United 
States Department of State or directly to the representative of such 
country, to the extent necessary to assist such country in appre¬ 
hending and/or returning a fugitive to a jurisdiction which seeks his 
return. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of-Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Ruutinc Mcs of records mainlaioed io the systcoi, tocliidiog catego¬ 
ries of users and the purposes of suck uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored on lists, 
index cards, and on computer printout paper The documents, 
records, and other files to which the printouts relate are stored in 
file jackets in file cabinets. 

Retrievability: A record is retrieved by name of the individual, 
trade style used, or by source of the information of the preceding. 

Safeguards: The computer center is maintained by the Office of 
Management and Finance which has designed security procedures 
consistent with the sensitivity of the data. Materials related to the 
system maintained at locations other than the location of the com¬ 
puter center arc protected and safeguarded in accordance with ap¬ 
plicable Departmental rules. 

Retention and disposal: Currently there are no provisions for 
disposal of records contained in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division, U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notificatioa procedure: Inquiries concerning the system should be 
directed to the System Manager Usted above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (j)(2), (kKl), or 
(kK2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ’Privacy Access Request*. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager Bsted above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: Federal, state, local, or foreign agen¬ 
cies, investigators, and prosecutors, private organizations, quasi- 
governmental agencies, trade associations, private individuals, 
publications, and the news media. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eKI). (2). and (3), (e)(4XG), (H) and (1), (eK5) and (8). (f) and 
(g) of the Privacy Act pursuant to 5 U.S.C. 552a (j)(2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/CRM - 007 

System name: Name Card File on Criminal Division Personnel 
Authorized to Have Access to the Central Criminal Division 
Records. 

System location: U.S. Department of Justice; Criminal Division; 
10th Street and Constitution Avenue, N.W.; Washington, DC. 
20530, or Federal Records Center; Suitland, Maryland 20409. 

Categories of individuals covered by the system: Current personnel 
of the Criminal Division, generally attorneys. 

Categories of records in the system: The file contains the names of 
those attorneys and others currently employed by the Criminal 
Division who are authorized to have access to the central records 
of the Division. 
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Authority for maiotcaancc of the tystcm: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maiiUained to implement the provisions codified in 28 C.F.R. 
0.55 and O.M 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: There are no uses of the 
records in this system outside of the Department of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually on 
index cards. 

Retrievability: A record is retrieved by name from the index 
cards. 

Safeguards: The records are safeguarded and protected in ac¬ 
cordance with applicable Departmental rules. 

Retention and disposal: A name card is destroyed upon notifica¬ 
tion that the individual is no longer employed by the Criminal Divi¬ 
sion. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ’Privacy Access Request'. Include in the 
request the name of the individual involved. The requestor will also 
provide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Personnel of the Criminal Division. 

Systems exempted from certain provisions of the act: None. 

JL'STICE/CRM • 008 

System name: Name Card File on Department of Justice Personnel 
Authorized to Have Access to Classified Files of the Depart¬ 
ment of Justice. 

System location: U.S. Department of Justice; Criminal Division; 
10th and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Current personnel 
of the Department of Justice, generally attorneys. 

Categories of records in the system: This index file contains the 
names of those attorneys and others currently employed in the De¬ 
partment of Justice who are authorized to have access to records of 
the Department of Justice classified in the interest of national 
security with such designations as confidential, secret, and top 
secret. 

Authority for maintenance of the system: This system is 
established pursuant to Executive Order No. 11652. The system is 
also maintained to implement the provisions codified in 28 C.F.R. 
17.1 through 17.82. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: There are no uses of the 
records in this system outside of the Department of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually on 
index cards. 

Retrievability: A record is retrieved by name from the index 
cards. 

Safeguards: The index is contained in the vault maintained for 
classified files of the Department of Justice. 

Retention and disposal: The names in the index are maintained 
and deleted in accordance with Departmental regulations. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; 10th Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request*. Include in the 
request the name of the individual involved. The requestor will also 
provide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Personnel of the Department of Justice. 

Systems exempted from certain provisions of the act: None. 

Jt'STICE/CRM - 009 

System name: Narcotic and Dangerous Drug Witness Security Pro¬ 
gram File. 

System location: U.S. Department of Justice; Criminal Division; 
lOth Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Persons who are 
potential or actual witnesses and/or informants, relatives, and as¬ 
sociates of those individuals in narcotic and dangerous drug cases. 

Categories of records in the system: The system consists of the 
Witness Security Program files on all persons who are considered 
for admission or who have been admitted into the program. The 
files contain information concerning the individuals, the source and 
degree of danger to which they are exposed, the cases in which 
they are expected to testify, relocation information and documenta¬ 
tion, job assistance, sponsoring office, requirements for reimburse¬ 
ment and administration of the program, and protection techniques. 
Records concerning subject matters described in this system may 
also be contained in JUSTICE/CRM • 001. 

Authority for maintenance of the system: This system is 
authorized pursuant to sections 501 through 504 of Public Law 91- 
452. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use. of 
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such record as follows. I. dissemination of a record may be made 
to a federal, state, local, or foreign agency to acquire information 
concerning the individual, or those associated with him, relating to 
the protection of the subject or to a criminal investigation; 2. in any 
case in which there is an indication of a violation or potential viola¬ 
tion of law, whether civil, criminal, or regulatory in nature, the 
record in question may be disseminated to the appropriate federal, 
state, local, or foreign agency charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing such law; 3. in the course of investigating the 
potential or actual violation of any law, whether civil, criminal, or 
regulatory in nature, or during the course of a trial or hearing or 
the preparation for a trial or hearing for such violation, a record 
may be disseminated to a federal, state, local, or foreign agency, or 
to an individual or organization if there is reason to believe that 
such agency, individual, or organization possesses information 
relating to the investigation, trial, or hearing and the dissemination 
is reasonably necessary to elicit such information or to obtain the 
cooperation of a witness or an informant; 4. a record relating to a 
case or matter may be disseminated in an appropriate federal, state, 
local, or foreign court or grand jury proceeding, in accordance with 
established constitutional, substantive, or procedural law or prac¬ 
tice; 5. a record relating to a case or matter may be disseminated to 
a federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 6. a record relating to a case or matter may be dis¬ 
seminated to an actual or potential party or his attorney, for the 
purpose of negotiation or discussion on such matters as settlement 
of the case or matter, plea bargaining, or informal discovery 
proceedings; 7. a record relating to an individual in a matter that 
has been referred for either consideration or investigation by an 
agency may be disseminated to the referring agency to notify such 
agency of the status of the case or matter or of any decision or 
determination that has been made; 8. a record relating to an in¬ 
dividual held in custody pending arraignment, trial, or sentence, or 
extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; 9. a record may be dis¬ 
seminated to a foreign country pursuant to an international treaty 
or convention entered into and ratified by the United States or to 
an executive agreement; 10. a record may be disseminated to a 
federal, state, l^al, or foreign law enforcement agency to assist in 
the general crime prevention and detection efforts of the recipient 
agency or to provide investigative leads to such agency; II. a 
record may be disseminated to a federal agency, in response to its 
request, in connection with the hiring or retention of an employee, 
the issuance of a security clearance, the reporting of an investiga¬ 
tion of an employee, the letting of a contract or the issuance of a 
license, grant, or other benefit by the requesting agency, to the ex¬ 
tent that the information relates to the requesting agency’s decision 
on the matter; 12. a record may be disseminated to a non-govem- 
ment entity or individual in the acquisition of employment or other 
services in behalf of the witnesses. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of. information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is kept on index cards 
and files stored in safe type filing cabinets. 

Rctrievability: A record is retrieved by name of the individual. 

Safeguards: The records are maintained in safes with additional 
physical safeguards as well as limited access by Department per¬ 
sonnel. 

Retention and disposal: Currently there are no provisions for the 
disposal of the records in the system. 

System manager(s) and address: Assistant Attorney General, 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Inquiry concerning this system should be 
addressed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (jK2), (kKD, or 
(k)<2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ’Privacy Access Request*. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

ConlcsUng record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: 1. Federal, state, local, or foreign 
government agencies concerned with the administration of criminal 
justice; 2. Members of the public; 3. Government agency em¬ 
ployees; 4. Published material; 5. Persons considered for admis¬ 
sions or admitted to the program. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (eXD. (2) and (3), (e)(4XG), (H) and (I), (eM5) and (8), (D and 
(g) of the Privacy Act pursuant to 5 U.S.C. 552a (jK2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/CRM - 010 

System name: Organized Crime and Racketeering Information 
System. 

System location: U.S. Department of Justice; Criminal Division; 
10th Street and Constitution Avenue. N.W.; Washington. D.C. 
20530. In addition, some of the records contained in this system 
may be located at one or more of the Organized Crime and 
Racketeering Section Field Offices listed in the appendix to the 
Criminal Division’s systems of records. 

Categories of individuals covered by the system: Persons who have 
been prosecuted or who are under investigation for potential or ac¬ 
tual criminal prosecution as well as persons allegedly involved in 
organized criminal activity and those alleged to be associated with 
the subject. 

Categories of records in the system: The records contained in this 
system of records consist of a variety of categories related to the 
background, current and past activities, as well as records of in¬ 
vestigation, if any, and prosecution, if any, of persons under in¬ 
vestigation for potential or actual involvement in criminal activity 
relating to organized crime as well as those alleged to be associated 
with such persons. The records in this system concern matters 
primarily involving organized crime and include, but are not limited 
to, information obtained from investigative reports, grand jury files 
and records of indictments, prosecution, conviction, parole, proba¬ 
tion, or immunity. The system also includes information as to those 
individuals involved in the investigation, prosecution, or trial of 
such persons. Records are originally recorded on forms CRM 75 - 
CRM 85 inclusive and are subsequently computerized. Additional 
information of the same nature is maintained on disc packs or tapes 
having been recorded prior to the advent of forms CRM 75 - CRM 
85. Additional information of a similar nature is received from vari¬ 
ous federal investigatory agencies in machine readable form. In- 
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eluded within the system are various management control docu¬ 
ments Records concerning subject matters described in this system 
may also be contained in JUSTICE/CRM - 001. 

Authority for mainleaanre of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101 and the Pre¬ 
sidential Directive on the Federal Drive Against Organised Crime 
issued May 5, l%6 (Weekly Compilation of Presidential Docu¬ 
ments^ Vol. 2. No. 18 (l%6)). In addition, this system is maintained 
to assist in implementing and enforcing the criminal laws of the 
United States, particularly those codified in title 18, United States 
code. This system is also maintained to implement the provisions 
ciHlified in 28 C.F.R. 0.5S particularly subsection (g). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and (he purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: (I) a record may be disseminated to a 
federal agency to assist in the general crime prevention and detec¬ 
tion efforts of the recipient agency or to provide investigative leads 
to such agency; (2) a record may be disseminated to a federal agen¬ 
cy. in response to its request, in connection with the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the re¬ 
porting of an investigation of an employee, the letting of a contract, 
or the issuance of a license, grant, or other benefit by the 
requesting agency, to the extent that the information relates to the 
requesting agency's decision on the matter. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50.2 may be made available from systems of records main¬ 
tained by > the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored on forms 
CRM 75 - 85 inclusive, magnetic tape, disc packs and microfiche, 
index cards, computer paper, and punch cards. 

Retrievability: The system is accessed by one or more of the 
components of the information contained in the system; accessing 
is by several methods including by individual name. 

Safeguards: The computer center is maintained by the Office of 
Management and Finance which has designed security procedures 
consistent with the sensitivity of the data. Materials related to the 
system maintained at locations other than the location of the com¬ 
puter center are similarly protected by being maintained in a 
restricted area at the Department of Justice. 

Retcntioii and disposal: Information in the system is constantly 
modified as new information is received. Historical data is main¬ 
tained as an audit trail until sufficient experience with the system is 
received to develop appropriate procedures for the elimination and 
destruction of the data. Such procedures are consistent with ap¬ 
plicable governmental procedures. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Inquiry concerning the system should be 
addressed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under S U.S.C. 552a (jK2), (kMD, or 
(kX2). To the extent that this system of records is not subject ot 
exemption, it is subject to access and contest. A determination as 
to exemption shaU be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 

marked 'Privacy Access Request'. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: I. Federal, state, local, or foreign 
government agencies concerned with administration of criminal 
justice and non-law enforcement agencies both public and private; 
2. Members of the public; 3. Government employees; 4. Published 
material; 5. Witnesses and Informants. 

Systems exempted from eertain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3), and (4), 
(d), (cHl), (2) and (3), (eK4KG), (H) and (I), (e)(5) and (8), (f) and 
(g) of the Privacy Act pursuant to 5 U.S.C. 552a (j)(2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/CRM - Oil 

System name: Organized Crime and Racketeering Section File 
Check Out System. 

System location: U.S. Department of Justice; Criminal Division;, 
lOth Street and Constitution Avenue, N.W.; Washington, DC. 
20530. 

Categories of individuals eovered by the system: Individuals having 
access to the Organized Crime and Racketeering Section files and 
subjects of the files. 

Categories of records in the system: This system consists of a 
manual and automated index of those individuals who have had ac¬ 
cess to Organized Crime and Racketeering Section files with ac¬ 
companying notations of the numbers of the files to which access 
was granted. 

Authority lor maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maintained to implement the provisions codified in 28 C.F.R. 
0.55, particularly subsection (g). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: There are no uses of the 
records in this system outside of the Department of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
532, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored on disc pack, 
tape, and paper. 

Retrievability: A record in this system may be accessed by name 
or file number. 
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Safr^uards: The computer center is maintained by the Office of 
Management and Finance which has designed security procedures 
consistent with the sensitivity of the data. Materials related to the 
system maintained at locations other than the location of the com¬ 
puter are similarly protected by being maintained in a restricted 
area at the Department of Justice. 

Retention and disposal: Information in the system is constantly 
modified as new information is received. Historical data is main¬ 
tained as an audit trail until sufficient experience with the system is 
received to develop appropriate procedures for the elimination and 
destruction of the data. Such procedures are consistent with ap¬ 
plicable governmental procedures. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division, U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W., Washington, D.C. 20530. 

Notification procedure: Inquiry concerning the system should be 
addressed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (j)(2), (k)(l), or 
(k)(2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request'. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying ivumber or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district ivolved, if known. The 
requestor will also provide a return address for transmitting the in¬ 
formation Access requests will be directed to the system manager 
listed above Records in this system are exempt from the access 
provisions of the Act in accordance with the applicable exemption 
notice 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should diVect their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: Employees of governmental agencies 
and personnel of the Department of Justice. 

Systems exempted from certafp provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (e)(4KG), (H) and (I), (f), and (g) of the Privacy Act pursuant 
to 5 U.S.C.*552a (jK2). Rules have been promulgated in accordance 
with the requirements of 5 U.S.C. 553(b), (c) and (e) and have been 
published in the Federal Register. 

JUSTICE/CRM - 012 

System name: Organized Crime and Racketeering Section, General 
Index File and Associated Records. 

System location: The general files of the Organized Crime and 
Racketeering Section are located at several locations and not all 
files are located at all locations. The location of the files are; 1. 
U.S. Department of Justice; Criminal Division, Organized Crime 
and Racketeering Section; 10th Street and Constitution Avenue, 
N W.; Washington, D.C. 20530; and 2. Organized Crime and 
Racketeering Section Field offices listed in the Appendix to the 
Criminal Division's systems of records. 

Categories of individuals covered by the system: Persons who have 
been prosecuted or are under investigation for potential or actual 
cnminal prosecution as well as persons allegedly involved in or¬ 
ganized criminal activity and those alleged to be associated with the 
subject 

Categories of records in the system: The system consists of 
alphabetical indices bearing individual names and the associated 
records to which they relate, arranged either by subject matter or 
individual identifying number, of all incoming correspondence, 
cases, matters, investigations, and memoranda assigned, referred, 
or of interest, to the Organized Crime and Racketeering Section 
and its field offices. The records in this system concern matters 
primarily involving organized crime and include, bul are not limited 
to, case files; investigative re[>orts; intelligence reports; subpoena 
and grand jury files; records of warrants and electronic surveil¬ 
lances; records of indictment, prosecution, conviction, parole, 
probation, or immunity; legal papers; evidence; exhibits; items clas¬ 

sified confidential, secret, and top secret; and various other files 
related to the Section's activities and its ongoing investigations, 
prosecutions, cascS, and matters. Records concerning subject mat¬ 
ters described in this system may also be contained in 
JUSTICE/CRM - 001. 

Authority for maintenance of the system; This system is 
established and maintained pursuant to 44 U.S.C. 3101 and the Pre¬ 
sidential Directive on the Federal Drive Against Organized Crime, 
issued May 5, 1966 (Weekly Compilation of Presidential Docu¬ 
ments, Vol. 2, No. 18 (1966)). In addition, this system is maintained 
to assist in implementing and enforcing the criminal laws of the 
United States, particularly those codified in title 18, United States 
Code. This system is also maintained to implement the provisions 
codified in 28 C.F.R. 0.55 particularly subsection (g). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; (I) in any case in which there is an indica¬ 
tion of a violation or potential violation of law, whether civil, 
criminal, or regulatory in nature, the record in question may be dis¬ 
seminated to the appropriate federal, state, local, or foreign agency 
charged with the responsibility for investigating or prosecuting such 
violation or charged with enforcing or implementing such law; (2) in 
the course of investigating the potential or actual violation of any 
law, whether civil, criminal, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or hearing 
for such violation, a record may be disseminated to a federal, state, 
local, or foreign agency, or to an idividual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial, or hearing 
and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant; 
(3) a record relating to a case or matter may be disseminated in an 
appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; (4) a record relating to a case or 
matter may be disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (5) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion on such matters as settlement of the case or matter, plea bar¬ 
gaining, or informal discovery proceedings; (6) a record relating to 
a case or matter that has been referred by an agency for investiga¬ 
tion, prosecution, or enforcement,'or that involves a case or matter 
within the jurisdiction of an agency, may be disseminated to such 
agency to notify the agency of the status of the case or matter or 
of any decision or determination that has been made, or to make 
such other inquiries and reports as are necessary during the 
processing of the case or matter; (7) a record relating to a person 
held in custody pending or during arraignment, trial, sentence, or 
extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; (8) a record relating to a 
case or matter may be disseminated to a foreign country pursuant 
to an international treaty or convention entered into and ratified by 
the United States or to an executive agreement; (9) a record may 
be disseminated to a federal, state, local, foreign, or international 
law enforcement agency to assist in the general crime prevention 
and detection efforts of the recipient agency or to provide in¬ 
vestigative leads to such agency; (10) a record may be disseminated 
to a federal agency, in response to its request, in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information 
relates to the requesting agency's decision on the matter; (II) a 
record may be disseminated to the pubUc, news media, trade as¬ 
sociations, or organized groups, when the purpose of the dis¬ 
semination is educational or informational, such as descriptions of 
crime trends or distinctive or unique modus operandi, provided that 
the record does not contain any information identifiable to a 
specific individual other than such modus operandi; (12) a record 
may be disseminated to a foreign country, through the United 
States Department of State or directly to the representative of such 
country, to the extent necessary to assist such country in appre¬ 
hending and/or returning a fugitive to a jurisdiction which seeks his 
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return; (13) a record that contains classified national security infor¬ 
mation and material may be disseminated to persons who are en¬ 
gaged in historical research projects, or who have previously occu¬ 
pied policy making provisions to which they were appointed by the 
President, in accordance with the provisions codified in 28 C.F.R. 
17.60. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routiiic uses ol records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The records in this system are stored on various docu¬ 
ments, tapes, disc packs, and punch cards, some of which are con¬ 
tained in files, on index cards, or in related type materials. 

Retrievability: The system is accessed by name but may be 
grouped for the convenience of the user by subject matter, e.g., 
parole file, photograph file, etc. 

Safeguards: Materials related to the system are maintained in ap¬ 
propriately restricted areas and are safeguarded and protected in 
accordance with applicable Department rules. 

Retention and disposal: Currently there are no provisions for the 
disposal of the records in the system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; 10th Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Inquiry concerning the system should be 
addressed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (j)(2). (kKD. or 
(kK2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request'. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or informatb n which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: 1. Federal, state, local, or foreign 
government agencies concerned with the administration of criminal 
justice and non-law enforcement agencies both public and private; 
2. Members of the public; 3. Government employees; 4. Published 
material; 5. Witnesses and informants. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cX3) and (4), 
(d), (eKI). (2) and (3). (eK4KG). (H). and (I). (eX5) and (8). (O. and 
(g) of the Privacy Act pursuant to 5 U.S.C. 552a (jX2). Rules have 

been promulgated in accordance with the requirements of 5 U.S C 
553(b), (c) and (e) and have been published in the Federal Register 

JUSTICE/CRM - 013 
System name: Organized Crime Information Management System. 

System location: U.S. Department of Justice; Criminal Division; 
lOth Street and Constitution Avenue, N.W.; Washington, DC. 
20530. 

Categories of individuals covered by the system: Intelligence clerks 
and technicians of the Organized Crime and Racketeering Section, 
Criminal Division. 

Categories of records in the system: This system consists of a 
record of the quantity and accuracy of data input by various cleri¬ 
cal and technical personnel of the Organized Crime and Racketeer¬ 
ing Section, Criminal Division. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of the 
record as follows: I. to data transcription service personnel from 
outside of the Department of Justice; 2. to demonstrate data trans¬ 
cription techniques to potential user agencies outside of the Depart¬ 
ment of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pussuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or stafCact¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. " 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored on magnetic 
tape, disc pack, and paper. 

Retrievability: A record in this system is accessed by individual 
name. 

Safeguards: The records in this system are maintained in safes 
with additional physical safeguards as well as limited access by De 
partmental personnel. 

Retention and disposal: Currently there are no provisions for 
disposal of records contained in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. < 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request'. Include in the 
request the name of the individual concerned and the dates of his 
or her employment, if known. The requestor will also provide a 
return address for transmitting the information. Access requests 
will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Input clerks and technicians. 

Systems exempted from certain provisions of the act: None. 
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JL'STICE/CRM . 014 

System name: Organized Crime and Racketeering Section, Intel¬ 
ligence and Special Services Unit, Information Request 
System. 

System location: U.S. Department of Justice; Criminal Division, 
lOth Street and Constitution Avenue, N.W.; Washington, DC. 
20530. In addition, some of the records contained in this system are 
located at one or more of the Organized Crime and Racketeering 
Section Field Offices listed in the appendix to the Criminal Divi¬ 
sion’s systems of records. 

Categories of individuals covered by the system: Individuals mak¬ 
ing inquiries of the Intelligence and Special Services Unit data 
sources. Unit personnel processing those inquiries. Intelligence 
Analysts assigned to the Strike Forces, and those individuals about 
whom such inquiries are'madc. 

Categories of records in the system: The information request 
record system provides an audit trail of the Organized Crime and 
Racketeering Section information system. Included in this system 
of records is such information as the request from an agency and 
the date of the request, the employee processing the request, the 
subject of the request, and a brief summary of the results of the 
check. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maintained to implement the provisions codified in 28 C.F.R. 
0.5S particularly subsection (g). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record to a federal agency at its request if such agency has a 
need for the record to perform its duties. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored on computer 
tapes, paper, magnetic tape, and disc pack. 

Relrievability: A record in this system is accessed by one or 
more of the components of the information contained in the system 
including accessing by the name of the individual. 

Safeguards: The computer center is maintained by the Office of 
Management and Finance which has designed security procedures 
consistent with the sensitivity of the data. Materials related'to the 
system maintained at locations other than the location of the com¬ 
puter are similarly protected by being maintained in a restricted 
area at the Department of Justice. 

Retention and disposal: Information in the system is constantly 
modified as new information is received. Historical data is main¬ 
tained as an audit trail until sufficient experience with the system is 
received to develop appropriate procedures for the elimination and 
destruction of the data. Such procedures are consistent with ap¬ 
plicable governmental procedures. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Inquiry concerning this system should be 
directed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (jK2), (kXD, or 
(kK2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request’. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: Individuals who make inquiry of the Or¬ 
ganized Crime and Racketeering Information System. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)<3) and (4), 
(d), (e)<4KG), (H) and (1), (f) and (g) of the Privacy Act pursuant to 
5 U.S.C. S52a (jK2). Rules have been promulgated in accordance 
with the requirements of 5 U.S.C. 553(b), (c) and (e) and have been 
published in the Federal Register. 

JUSTICE/CRM - 015 

System name: Organized Crime and Racketeering Section Intel¬ 
ligence and Special Services Unit Visitor Pass System. 

System location: U.S. Department of Justice; Criminal Division; 
10th Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Individuals from 
outside the Criminal Division who are permitted to enter the Ingel- 
ligence and Special Services Unit for the purpose of transacting 
business, and the employee being visited. 

Categories of records in the system: The system consists of an 
alphabetical index of the names of those from outside the Criminal 
Division who have visited the Intelligence and Special Services 
Unit of the Organized Crime and Racketeering Section. It includes 
the name of the visitor, the name of the person visited, the visitor’s 
date of birth, address, employment, citizenship, security clearance, 
time of arrival and departure, the signature of the visitor, a brief 
statement of the purpose of the visit, and occasional comments by 
unit personnel on the visit. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maintained to implement the provisions codified in 28 (T.F.R. 
0.55 particularly subsection (g). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: There are no uses of the 
records in this system outside of the Department of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 
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Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is prepared on form 
CM-67 and kept in filing cabinets. 

Retrievability: A record is retrieved either alphabetically by name 
of the person visited or chronologically. 

Safeguards: The records are maintained in safe type filing 
cabinets. 

Retention and disposal: Currently there are no provisions for 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; U.S. 
Department of Justice; lOth Street and Constitution Avenue, N.W.; 
Washington, D.C. 20S30. 

Notification procedure: Same as the above. 

Record access procedures; A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request*. Include in the 
request the name of the individual involved, his birth date and 
place, or other identifying numbers or information which may be of 
assistance in locating the record. The requestor will also provide a 
return address for transmitting the information. Access requests 
will be directed to the System Manager listed above. 

Contesting record procredures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Visitors to the Intelligence and Special 
Services Unit, Organized Crime and Racketeering Section, and 
Unit personnel. 

Systems exempted from certain provisions of the act: None. 

JI STICE/CRM - 016 

System name: Records on Persons Who Have Outstanding and Un¬ 
collected Federal Criminal Fines or Federal Bond Forfeitures. 

System location: U.S. Department of Justice; Criminal Division; 
10th Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Persons who have 
outstanding and uncollected federal criminal fines or federal bond 
forfeitures whose address is presently unknown or was, at one 
time, unknown. 

Categories of records in the system: This system contains the 
names of persons, and correspondence relating to such persons, 
who have federal criminal fines or federal bond forfeitures out¬ 
standing and whose whereabouts are presently unknown or were, at 
one time, unknown. The system is maintained to gather information 
on the whereabouts of such persons and to assist in federal collec¬ 
tion efforts. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. This system 
is also maintained to implement the provisions codified in 28 C.F.R. 
0.171(a). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; (A) in the case of an individual whose 
whereabouts are unknown, to any individual, organization, or 
government agency for the purpose of gathering information to 
locate such person; or (B) in the case of any individual whose name 
is contained in the system whether or not his whereabouts are 
known as follows; (I) in any case in which there is an indication of 
a violation or potential violation of law, whether civil, criminal, or 
regulatory in nature, the record in question may be disseminated to 
the appropriate federal, state, local, or foreign agency charged with 
the responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; (2) in the course 
of investigating the potential or actual violation of any law, whether 
civil, criminal, or regulatory in nature, or during the course of a 
trial or hearing or the preparation for a trial or hearing for such 
violation, a record may be disseminated to a federal, state, local, or 
foreign agency, or to an individual or organization, if there is 
reason to believe that such agency, individual, or organization pos¬ 
sesses information relating to the investigation, trial, or hearing and 
the dissemination is reasonably necessary to elicit such information 
or to obtain the cooperation of a witness or an informant; (3) a 

record relating to a case or matter may be disseminated in an ap 
propriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; (4) a record relating to a case or 
matter may be disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (5) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion on such matters as settlement of the case or matter, plea bar¬ 
gaining, or informal discovery proceedings; (6) a record may be dis¬ 
seminated to a federal agency, in response to its request, in con¬ 
nection with the hiring or retention of an employee, the issuance of 
a security clearance, the reporting of an investigation of an em¬ 
ployee, the letting of a contract, or the issuance of a license, grant, 
or other benefit by the requesting agency, to the extent that the in¬ 
formation relates to the requesting agency's'decision on the matter. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. .50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses M records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2^4 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually in 
file jackets. 

Retrievability: A record is retrieved by the name of the in¬ 
dividual. 

Safeguards: Records are safeguarded and protected in accordance 
with applicable Departmental rules. 

Retention and disposal: Currently there are no provisions for 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal. Division; U.S. Department of Justice; 10th Street and 
Constitution Avenue, N.W.; Washington. D.C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.* Include in the 
request the name and address of the individual involved, his ad¬ 
dress, his birth date and place, or other identifying number or in¬ 
formation which may be of assistance in locating the redord, the 
name of the case involved, if known, and the name of the judicial 
district, if known. The requestor will also provide a return address 
for transmitting the information. Access requests will be directed to 
the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are federal, state, local, or foreign agencies, and private in¬ 
dividuals and organizations. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/CRM • 017 

System name: Registration and Propaganda Files Under the Foreign 
Agents Registration Act of 1938, As Amended. 

System location: U.S. Department of Justice; Criminal Division; 
lOth Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



DEPARTMENT OF JUSTICE 53345 

Catenaries of faKUvidoah covered by the system: Persoas required 
to file under tbe Foreign Agents Registration Act of 1938, 22 
U.S.C. 611 et seq. 

Categories at records io tbe system; The system contains the state 
ment of the registrant and other documents required to be filed 
under the Foreign Agents Registration Act of 1938. Records con¬ 
cerning subject matters described in this system may also be con¬ 
tained in JUSTICE/CRM - 001. 

Authority for aMiatcaance of the system: This system is 
established and maintained pursuant to 22 U.S.C. 611 et seq. The 
system is also maintained to implement the provisions of 28 C.F.R. 
S.l through S.80I. 

Rootiae uses of records maiataiacd ia the system, iaclading calego- 
rim of users aad the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record to any individual, organization, or government agency. 

Release of information to the news media; Inforination permitted 
to be released to the news media and the public pursuant to 28 
C.F R SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the conte.xt of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
JustKe, not otherwise required to be released pursuant to S U.S.C. 
S52. may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who IS the subject of the record. 

Routine uses of records maintained in the S3rriem, including catego¬ 
ries of nsers and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies aad practices for storing, retrieving, accessing, retaining, 
aad disposing of records in the system: 

Storage: A record contained in this system is stored manually on 
index cards and in file jackets. 

Retrievability: A record is retrieved by name of the individual. 

Safeguards: Records are safeguarded and protected in accordance 
with applicable Departmental rules. 

Retention and disposal: Currently there are no provisions for 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made pursuant to the provisions of 28 C.F.R. 
5.600 and 5.601 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The source of information contained in 
this system is the registrant. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/CRM • 018 . 

System name: Registration Files of Individuals Who Have 
Knowledge of, or Have Received Instruction pr Assignment in. 
Espionage, Counterespionage, or Sabotage Service or Tactics 
of a Foreign Government or of a Foreign Political Party. 

System location: U.S. Department of Justice; Criminal Division; 
10th Street and Constitution Avenue, N.W.; Washington, DC. 
20530. 

Categories of individuals covered by the system: Persons who have 
knowledge of, or who have received instruction or assignment in. 
espionage, counterespionage, or sabotage service or tactics of a 
foreign government or of a foreign poHticai party. 

Categories of records in the system: The system contains the state¬ 
ment of the registrant and other documents required to be filed 

under 50 U.S.C. 851. Tbe system is a public record except that cer¬ 
tain statements may be withdrawn from public examination pur¬ 
suant to .50 U.S.C. 853 and 28 C.F.R. 12.40 by the Attorney General 
having due regard for national security and the public interest. 
Records concerning subject matters described in this system may 
also be contained in JUSTICE/CRM-OOI. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 50 U.S.C. 851 et seq. The 
system is also maintained to implement the provisions codified in 
28 C.F.R 12.1 through 12.70 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; (A) in the case of a record not withdrawn 
by the Attorney General from public examination, to any in¬ 
dividual, organization, or government agency; or (B) in the case of 
a record withdrawn by the Attorney General from public examina¬ 
tion as follows; (I) in any case in which there is an indication of a 
violation or potential violation of law, whether civil, or criminal or 
regulatory in nature, the registration record in question may be dis¬ 
seminated to the appropriate federal, state, local, or foreign agency 
charged with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing such law; (2) in 
the course of investigating the potential or actual violation of any 
law. whether civil, criminal, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or bearing 
for such violation, a registration recoH may be disseminated to a 
federal, state, local, or foreign agency, or to an individual or or¬ 
ganization, if there is reason to believe that such agency, in¬ 
dividual, or organization possesses information relating to the in¬ 
vestigation, trial, or hearing and the dissemination is reasonably 
necessary to elicit such information or to obtain the cooperation of 
a witness or an informant; (3) a record relating to a registration 
may be disseminated in an appropriate federal, state, local, or 
foreign court or grand jury proceeding in accordance with 
established constitutional, substantive, or procedural law or prac¬ 
tice, (4) a record relating to a registration may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
bearing in accordance with tbe procedures governing such proceed¬ 
ing or hearing; (5) a record relating to a registration may be dis¬ 
seminated to an actual or potential party or his attorney for tbe 
purpose of negotiation or discussion on such matters as settlement 
of the case or matter, plea bargaining, or informal discovery 
proceedings; (6) a record relating to a registration that has been 
referred by an agency for investigation may be disseminated to the 
referring agency to notify such agency of the status of the registra¬ 
tion or of any decision or determination that has been made, or to 
make such other inquiries and reports as are necessary during the 
processing of the matter; (7) a registration record relating to a per¬ 
son held in custody pending or during arraignment, trial, sentence, 
or extradition proceedings, or after conviction or after extradition 
proceedings may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such person; (8) a record relating to a regis¬ 
tration may be disseminated to a foreign country pursuant to an in¬ 
ternational treaty or convention entered into and ratified by the 
United States or to an executive agreement; (9) a registration 
record may be disseminated to a federal, state, local or foreign law 
enforcement agency to assist in the general crime prevention and 
detection efforts of the recipient agency or to provide investigative 
leads to such agency; (10) a registration record may be dis¬ 
seminated to a federal agency, in response to its request, in con¬ 
nection with the hiring or retention of an employee, the issuance of 
a security clearance, the reporting of an investigation of an em¬ 
ployee, the letting of a contract, or the issuance of a license, grant, 
or other benefit by the requesting agency, to the extent that the in¬ 
formation relates to the requesting agency’s decisions on the 
matter; (II) a registration record that contains classified national 
security information and material may be disseminated to persons 
who are engaged in historical research projects, or who have previ¬ 
ously occupied policy making provisions to which they were ap¬ 
pointed by the President, in accordance with the provisions 
codified in 28 C.F.R. 17.60. ^ 

Release of information to the news media: Information permitted 
to be released to the news media and the public prusuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted mvaskm of personal privacy. 

FEOERAl REGISTER, VOl. 4}, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



5;i346 PRIVACY ACT ISSUANCES 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually on 
index cards and in file jackets. 

Retrievability: A record is retrieved by name of the individual re¬ 
gistrant. 

Safeguards: Records arc safeguarded and protected in accordance 
with applicable Departmental files. 

Retention and disposal: Currently there arc no provisions for 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D C. 205.^0. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made pursuant to the provisions of 28 C.F.R. 
12.40 and 12.41. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The source of information contained in 
this system is the registrant. 

Systems exempted from certain provisions of the act: None 

JUSTICE/CRM - 019 

System name: Requests to the Attorney General For Approval of 
Applications to Federal Judges For Electronic Interceptions. 

System location: U.S. Department of Justice; Criminal Division; 
10th and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Individuals who 
have been the subject of requests by federal investigative agencies 
for electronic surveillance. 

Categories of records in the system: The system contains requests 
received from federal investigative agencies and federal prosecu¬ 
tors, and associated documents, seeking the authorization of the 
Attorney General required by 18 U.S.C. 2516 for an application to a 
federal court for an order authorizing the interception of a wire or 
oral communication in cases involving federal criminal violations. 
Records concerning subject matters described in this system may 
also be contained in JUSTICE/CRM - 001. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maintained to implement the provisions of 18 U.S.C. 2516 
and 18 U.S.C. 2519. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; I. in an appropriate federal, state, or local 
court or grand jury proceeding in accordance with established con¬ 
stitutional, substantive, or procedural law or practice; 2. to the 
requesting agency to notify such agency of the status of the case or 
matter or of any decision or determination that has been made; 3. 
to furnish such information for reports to the Administrative Office 
of the United States Courts as is necessary to comply with the re¬ 
porting provisions of 18 U.S.C. 2519; 4. to a party pursuant to 18 
u s e. 2518 (8Kd), (9), and (10) and 18 U.S.C. 3504. 

Release of information to the news media: Information permitted 
to be released to the news media and the public prusuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 

release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually in 
file jackets. 

Retrievability: A record is retrieved by the name of the individual 
who appears first on the application or affidavit that is first 
received. 

Safeguards: The records are safeguarded and protected in ac¬ 
cordance with applicable Departmental rules. 

Retention and disposal: Currently there are no provisions fur 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Inquiry concerning this system should be 
directed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (jM2), (k)(l), or 
(kK2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked 'Privacy Access Request'. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: Sources of information contained in this 
system are federal investigative agencies, federal prosecutors, and 
personnel of the Criminal Division, Department of Justice. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (eK2) and (3), (e)(4)(G), (H) and (I), (eK8), (f), and (g) of the 
Privacy Act Pursuant to 5 U.S.C. 552a'(jK2). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/CRM • 020 

System name: Requests to the Attorney General For Approval of 
Applications to Federal Judges For Electronic Interceptions in 
Narcotic and Dangerous Drug Cases. 

System location: U.S. Department of Justice; Criminal Division; 
lOth Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Individuals who 
have been the subject of requests by federal investigative agencies 
for electronic surveillance. 
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I'atetorWx of record* ka tiM cyctem: The system contains requests 
received from federal investigative agencies and federal prosecu¬ 
tors, and associated documents, seeking authorization of the Attor¬ 
ney General required by 18 U.S.C. 2516 for an application to a 
federal court for an order authorizuig an interception of a wire or 
oral communication in cases involving narcotics and dangerous 
drugs. Records concerning subject matters described in this system 
may also be contained in JUSTICE/CRM - 001. 

Authority lor maintenance of the system: This system is 
esublished and maintained pursuant to 44 U.S.C. 3101. system 
is also maintained to implement the provisions of 18 U.S.C. 2516 
and 18 u s e 2519. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system may be disseminated as a routine use of such record as 
follows; I. in an appropriate federal, state, local, or foreign court 
or grand jury proceeding in accordance with established constitu¬ 
tional, substantive, or procedural law or practice; 2. to the 
requesting agency to notify such agency of the status of the case or 
matter or of any decision or determination that has been made; 3. 
to furnish such information for reports to the Administrative Office 
of the United States Courts as is necessary to comply with the re¬ 
porting provisions of 18 U.S.C. 2519; 4. to a party pursuant to 18 
u s e. 2518 (8Md), (9), and (10) and 18 U.S.C. 3504. 

Release of information to the news media: Information permitted 
to be released to the news media and the public prusuant to 28 
C.F.R. 50 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses nf records maintaiaed in the system, incliiding catego¬ 
ries of users and the purposes of such uses: Release of infoimation 
to the National Arefauves and Records Service: A record from a 
systra of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually in 
file jackets. 

Retrievability: A record is retrieved by the name of the individual 
who appears first on the application or affidavit that is first 
received. 

Safeguards: The records are safeguarded and protected in ac¬ 
cordance with applicable Departmental rules. 

Retentioo and disposal: Currently there are no provisions for 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; 10th Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notificatioa procedure: Inquiry concerning this system should be 
directed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (j)(2), (kHD, or 
(kX2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request*. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records iu this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice 

CoBtestiag record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager bsted above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: Sources of information contained in this 
system are federal investigative agencies, federal prosecutors, and 
personnel of the Criminal Division, Department of Justice. 

Systems exempted from certain provishms of the act: The Attorney 
General has exempted this system from subsections (cK3) and <4), 
(d). (eK2) and (3). (eK4KG), (H) and <I), (eK8), (f), and (g) of the 
Privacy Act Pursuant to 5 U.S.C. 552a (jK2). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), <c) and (e) and have been pubbsbed in the Federal Register. 

JUSTICE/CRM - 021 
System name: The Stocks and Bonds Intelligence Control Card File 

System. 
System location: U.S. Department of Justice; Criminal Division; 

lOth Street and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Individuals, and 
their known associates, who are actual, potential, or alleged viola¬ 
tors, of statutes dealing with stocks, bonds, and other securities. 

Categories of records in the system: This system is an alphabetical 
listing of all individuals, and their associates, who are actual, 
potential, or alleged violators of the statutes dealing with counter¬ 
feiting, forging, and theft of stocks, bonds, and other securities in¬ 
cluding those who traffic, or are suspected of trafficking, in such 
stocks, bonds, or other securities. Records concerning subject mat¬ 
ters described in this system may also be contained in 
JUSTICE/CRM - 001. 

Authority (or maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101, and is in¬ 
tended to assist in implementing and enforcing the criminal laws of 
the United States codified in title 18, United States Code and el¬ 
sewhere, particularly ttie laws relating to offenses involving stocks 
and bonds. The system is also maintained to implement the provi¬ 
sions codified in 28 C.F.R. 0.55. 

Routine uses of records maintained in the system, inciuding catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; (I) in any case in which there is an indica¬ 
tion of 8 violation or potential violation of law, whether civil, 
criminal, or regulatory in nature, the record in question may be dis¬ 
seminated to the appropriate federal, state, local, or foreign agency 
charged with the responsibility for investigating or prosecuting such 
violation or charged with enforcing or implementing such law; (2) in 
the course of investigating the potential or actual violation of any 
law, whether civil, criminal, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or bearing 
for such violation, a record may be disseminated to a federal, state, 
local, or foreign agency, or to an individual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial, or hearing 
and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant; 
(3) a record relating to a case or matter may be disseminated in an 
appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive. or procedural law or practice; (4) a record relating to a case or 
matter may be disseminated to a federal, state, or local administra¬ 
tive or regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or bearing; (5) a record relat¬ 
ing to a case or matter may be disseminated to an actual or poten¬ 
tial party or his attorney for the purpose of negotiation or discus¬ 
sion on such matters as settlement of the case or matter, plea bar¬ 
gaining. or informal discovery proceedings; (6) a record relating to 
a case or matter that has been referred by an agency for investiga¬ 
tion, prosecution, or enforcement, or that involves a case or matter 
within the jurisdiction of an agency, may be dkserainated to such 
agency to notify the agency of the status of the case or matter or 
of any decision or determination that has been made, or to make 
such other inquiries and reports as are necessary during the 
processing of the case or matter; (7) a record relating to a person 
held in custody pending or during arraignment, trial, sentence, or 
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extradition proceedings, or after conviction or after extradition 
proceedings, may be disseminated to a federal, state, local, or 
foreign prison, probation, parole, or pardon authority, or to any 
other agency or individual concerned with the maintenance, trans¬ 
portation, or release of such a person; (8) a record relating to a 
case or matter may be disseminated to a foreign country pursuant 
to an international treaty or convention entered into and ratified by 
the United States or to an executive agreement; (9) a record may 
be disseminated to a federal, state, local, foreign, or international 
law enforcement agency to assist in the general crime prevention 
and detection efforts of the recipient agency or to provide in¬ 
vestigative leads to such agency; (10) a record may be disseminated 
to a federal agency, in response to its request, in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information 
relates to the requesting agency's decision on the matter; (II) a 
record may be disseminated to the public, news media, trade as¬ 
sociations, or organized groups, when the purpose of the dis¬ 
semination is educational or informational, such as descriptions of 
crime trends or distinctive or unique modus operandi, provided that 
the record idoes not contain any information identifiable to a 
specific individual other than such modus operandi. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552. may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records mainUiined in the system, including catego¬ 
ries of users and the purposes of such uses; Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually on 
index cards. 

Retrievability: A record is retrieved by the name of the in¬ 
dividual. 

Safeguards: Records arc safeguarded and protected in accordance 
with applicable Departmental rules. 

Retention and disposal: Currently there are no provisions for 
disposal of the records in this system. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U S. Department of Justice; lOth Street and 
Constitution Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Inquiry concerning the system should be 
directed to the System Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement under 5 U.S.C. 552a (jK2), (k)(l), or 
(kK2). To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request.' Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number or information which may be of assistance in 
locating the record, the name of the case or matter involved, if 
known, and the name of the judicial district involved, if known. 
The requestor will also provide a return address for transmitting the 
information. Access requests will be directed to the system 
manager listed above. Records in this system are exempt from the 
access provisions of the Act in accordance with the applicable ex¬ 
emption notice. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 
Records in this system are exempt from the contesting provisions 
of the Act in accordance with the applicable exemption notice. 

Record source categories: Sources of information contained in this 
system are federal, state, local, and foreign government agencies 
and prosecutors, private organizations and individuals, and person¬ 
nel of the Department of Justice. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d). (eKl). (2) and (3). (e)(4MG). (H) and (I), (e)(5) and (8). (f). and 
(g) of the Privacy Act pursuant to 5 U.S.C. 552a (j)(2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C 
.553(b), (c) and (e) and have been published in the Federal Register. 

Jl STICE/CRM - 022 

System name: Witness Immunity Records 

System location: U S. Department of Justice; Criminal Division; 
lOth Street and Constitution Avenue, N.W.; Washington, DC. 
205.30. 

Categories of individuals covered by the system: Potential or actual 
witnesses for whom immunity (pursuant to 18 U.S.C. 6001-6005 and 
18 U.S.C. 2514) is proposed. 

Categories of records in the system: The system contains 
background information on the individual and the case or matter in 
which he is expected to testify in a proceeding before or ancillary 
to a court or grand jury of the United States or an agency of the 
United States. In criminal cases or matters, the information main¬ 
tained in the system is entered from DOJ Form-LAA-111, ‘Request 
for Immunity Authorization.' The system also contains a record of 
action taken by the Criminal Division on the request. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. The system 
is also maintained to implement the provisions of 18 U.S.C. 6001- 
6005 and 18 U.S C. 2514 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: (I) a record may be disseminated to a 
federal, state, local, or foreign law enforcement agency to alert 
such agency to the proposed immunity or, to the extent necessary 
for identification purposes, to elicit information concerning the 
potential or actual witness which may be necessary to an evaluation 
of the proposed immunity; (2) a record from this system, relating to 
a proposed immunity that has been referred to the Department of 
Justice for approval, may be disseminated to the referring agency 
to notify such agency of the status of the referral or of any deci¬ 
sion or determination that has been made, and the reasons therefor. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage; Index records, cross-indexed to request files, are main¬ 
tained alphabetically in locked index card cabinets. Request files 
are maintained numerically in file cabinets. 
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Rctrkvabilily: A record is retrieved from the index cards by the 
name of the individual and from the files by a number assigned and 
appearing on the index cards. 

Safeguards: Access to physical records is limited to unit person¬ 
nel and known Department personnel. 

Retention and disposal: There are no provisions for disposal of 
the records contained in this system of records. 

System managcr(s) and address: Assistant Attorney General; 
Criminal Division; U S. Department of Justice; lOth Street and 
Constitution Avenue, N.W., Washington, D C. 20530. 

Nolifkalion procedure: The major part of this system is exempted 
from this requirement pursuant to 5 U.S.C. 552a (j)(2) or (k)(2). 
Inquiry concerning this system should be directed to the System 
Manager listed above. 

Record access procedures: The major part of this system is ex¬ 
empted from this requirement pursuant to 5 U.S.C. 552a (j)(2) or 
(k)<2) To the extent that this system of records is not subject to 
exemption, it is subject to access and contest. A determination as 
to exemption shall be made at the time a request for access is 
received A request for access to a record from this system shall be 
made in writing, with the envelope and the letter clearly marked 
‘Privacy Access Request*. Include in the request the name of the 
individual involved, his birth date and place, or other identifying 
number or information which may be of assistance in locating the 
record, the name of the case or matter involved, if known, and the 
name of the judicial district involved, if known. The requester will 
also provide a return address for transmitting the information. Ac¬ 
cess requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: I. Federal government prosecutors; 2. 
Federal agencies; 3. Department of Justice attorneys and personnel. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (e)(2), (3) and (e)(4HG), (H) and (I), (e)(8). (f) and (g) of the 
Privacy Act pursuant to 5 U.S.C. 552a (jK2) and (kK2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/CRM • 023 

System name: Weekly Statistical Report. 

System location: U S. Department of Justice; Criminal Division; 
lOth & Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Past or present at¬ 
torneys of the Criminal Division. 

Categories of records in the system: The system consists of 
weekly statistical reports submitted by each attorney of the 
Criminal Division detailing the time expended on case or matter 
oriented activities and on non-case and matter oriented activities. 
The system also includes periodic computer printout summaries. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101. 

Routine uses of records maintained in the system. Including catego¬ 
ries of users and the purposes of such uses: Statistical compilations 
arranged by Section and by Division are submitted to the Congress 
and the Office of Management and Budget in connection with an¬ 
nual appropriations. There arc no other uses of the records in this 
system outside of the Department of Justice. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 

to the National Archives and Records Serv^.c; A record from a 
system of records may be disclosed as a louline use to the National 
Archives and Records Service (N.AKS) in records management in¬ 
spections conducted under the authority of 44 U.S.C 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Original Weekly Statistical Reports arc retained and the 
information contained thereon is also stored at the Department's 
computer center. Summaries are also retained on computer printout 
paper. Records not at the computer center are stored in file 
cabinets in the Criminal Division. 

Retrievability: The record is retrieved by date, section, unit, or 
name of attorney. 

Safeguards: The computer center is maintained by the Office of 
Management and Finance which has designed security procedures 
consistent with the sensitivity of the data. Materials related to the 
system maintained at locations other than the location of the com¬ 
puter center are protected and safeguarded in accordance with ap¬ 
plicable Departmental rules. 

Retention and disposal: Information as to individuals is destroyed 
at the computer center annually. Original weekly reports are 
destroyed approximately every two years. Statistical data and com¬ 
pilations are maintained indefinitely. 

System manager(s) and address: Assistant Attorney General; 
Criminal Division; U.S. Department of Justice; 10th & Constitution 
Avenues, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing with the envelope and the 
letter clearly marked ‘Privacy Access Request.' Include in the 
request the name of the past or present attorney employed by the 
Criminal Division. The requestor shall also provide a return address 
for transmitting the information. Access requests will be directed to 
the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Attorneys of the Criminal Division. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/CRM - 024 

System name: Freedom of Information/Privacy Act Records. 

System location: U.S. Department of Justice, Criminal Division, 
10th & Constitution Avenue, N.W. Washington, D.C. 20530. 

Categories of individuals covered by the system: Persons who 
request disclosure of records pursuant to the Freedom of Informa¬ 
tion Act, persons who request access to or correction of records 
pertaining to themselves contained in Criminal Division systems of 
records pursuant to the Privacy Act; and, where applicable, per¬ 
sons about whom records have been requested or about whom in¬ 
formation is contained in requested records. 

Categories of records in the system: The system contains copies of 
all correspondence and internal memorandums related to Freedom 
of Information and Privacy Act requests, and related records 
necessary to the processing of such requests received on or after 
January 1, 1975. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101 and is main¬ 
tained to implement the provisions of 5 U.S.C. 552 and 552a and 
the provisions of 28 C.F.R. 16.1 et seq. and 28 C.F.R. 16.40 et seq. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system may be disseminated as a routine use of such record as 
follows: (I) a record may be disseminated to a Federal agency 
which furnished the record for the purpose of permitting a decision 
as to access or correction to be made by that agency, or for the 
purpose of consulting with that agency as to the propriety of access 
or correction; (2) a record may be disseminated to any appropriate 
Federal, State, local, or foreign agency for the purpose of verifying 
the accuracy of information submitted by an individual who has 
requested amendment or correction of records contained in systems 
of records maintained by the Criminal Division. 
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Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C F K. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually in 
alphabetical order in file cabinets. 

Retrievability: A record is retrieved by the name of the individual 
or person making a request for access or correction of records. 

Safeguards: Access to physical records is limited to personnel of 
the Freedom of Information/Privacy Act Unit of the Criminal Divi¬ 
sion and known Department of Justice personnel who have a need 
for the record in the performance of their duties. The records are 
safeguarded and protected in accordance with applicable Depart¬ 
ment rules. 

Retention and disposal: Currently there are no provisions for 
disposal of records contained in this system. 

System manager(s) and address: Assistant Attorney General. 
Criminal Division, U.S. Department of Justice, lOth and Constitu¬ 
tion Avenue, N.W., Washington, D.C. 20530. 

Notification procedure: A part of this system is exempted from 
this requirement under'5 U.S.C. 552a(jX2), (k) (I), or (k) (2). 
Inquiry concerning this system should 1^ directed to the system 
manager listed above. 

Record access procedures: A part of this system is exempted from 
this requirement under 5 U.S.C. 552a(jK2), (k) (I), or (k) (2), to the 
extent that this system of records is not subject to exemption, it is 
subject to access and contest. A determination as to exemption 
shall be made at the time a request for access is received. A 
request for access to a record contained in this system shall be 
made at the time a request for access is received. A request for ac¬ 
cess to a record contained in this system shall be made in writing, 
with the envelope and the letter clearly marked ‘Privacy Access 
Requests.' Include in the request the name of the individual in¬ 
volved, his birth date and place, or any other identifying number or 
information which may be of assistance in locating the record, the 
name of the case or matter involved, if known, and the name of the 
judicial district involved, if known. The requester shall also provide 
a return address for transmitting the information. Access requests 
shall be directed to the system manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reason for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are the individuals and persons making requests, the 
systems of records searched in the process of responding to 
requests, and other agencies referring requests for access to or cor¬ 
rection of records originating in the Criminal Division. 

Systems exempted from certaia provisioas of the act: Records 
secured from other systems of records have been exempted from 
the provisions of the Privacy Act to the same extent as the systems 
of records from which they were obtained. Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b) (c). and (e) and have been published in the Federal Register. 

JUSTICE/CRM . 999 
System name: Appendix to Criminal Division System of Records 

Field Offices of the Organized Crime and Racketeering Section 
are located as follows: 

Organized Crime and Racketeering Section 
U. S. Department of Justice 
P.O. Box 834 
Atlanta, Georgia 30301 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 1703 
U.S. Post Office and Courthouse 
Boston, Massachusetts 02109 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 327-A, Federal Building 
Brooklyn, New York 11201 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Suite 921 • Genesee Building 
I West Genesee Stredt 
Buffalo, New York 14202 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 1552 
219 South Dearborn Street 
Chicago, Illinois 60604 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 526 
Northern Ohio Bank Building 
Cleveland, Ohio 44113 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 9^ • Federal Building 
Detroit, Michigan 48226 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Federal Building 
Hartford, Connecticut 06103 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Suite 717 
906 Grand Avenue 
Kansas City, Missouri 64106 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 2307 - Federal Building 
300 North Los Angeles Street 
Los Angeles, California 90012 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
111 Northwest 5th Street 
Miami, Florida 33128 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
P.O. Box 89 
Newark, New Jersey 07101 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
P.O. Box B 
9th and Chestnut Streets 
Philadelphia, Pennsylvania 19107 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Federal Building 
Providence, Rhode Island 02901 

Organized Crime and Racketeering Section 
U.S. Department of Justice 
Room 318 - New Federal Building 
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100 State Street 
Rochester, New York 14614 

Organized Crime and Racketeering Section 
U S. Department of Justice 
Box 36132 
450 Golden Gate Avenue 
San Francisco. California 94102 

Organized Crime and Racketeering Section 
U. S. Department of Justice 
Box 571 Ben Franklin Station 
Washington, D.C- 20044 

Organized Crime and Racketeering Section 
U S. Department of Justice 
P.O. Box 2799 
Tampa, Florida 33601 

Jl STICE/LDN - 001 
System name: Appraisers File. 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W ; Washington, D.C. 20530. 

Categories of individuals covered by the system: Appraisers who 
have indicated their availability for appraisal of real property 
proposed to be acquired by the United States. 

Categories of records in the system: Alphabetized list, 
alphabetized index cards, and associated papers including applica¬ 
tion and information relating to qualifications. 

Authority for maintenance of the system: The system is 
established and maintained as an incident of such of the statutory 
authority of the Attorney General relating to the conduct of litiga¬ 
tion as he has delegated to the Land and Natural Resources Divi¬ 
sion (28 U.S.C. 509 and 510, and 28 C.F.R. Subpart M), particularly 
the authority to conduct proceedings for condemnation of property 
(see 40 U.S.C. 257 et scq.). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records are utilized 
in compiling a list of individual appraisers, with their qualifications, 
who have indicated their availability for appraisal of real property 
proposed to be acquired by the United States, for use by Federal 
agencies and the Department of Justice for acquisitions involving or 
which may finally involve exercise of the power of eminent 
domain. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by _the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained in form received. 
Retrievability: Information is retrieved by alphabetized name of 

the subject. 
Safeguards: Information contained in the system is unclassified. 

It is safeguarded in accordance with Departmental rules and 
procedures governing Justice records. 

Retention and disposal: Records arc retained during their useful 
life and are subject to destruction 15 years after the pertinent sub¬ 
ject has ceased to be in an active status. 

System manager(s) and address: Chief, Administrative Section; 
Land and Natural Resources Division; U.S. Department of Justice; 
lOth and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the: Assistant Attor¬ 
ney General; l.and and Natural Resources Division; U.S. Depart¬ 
ment of Justice; 10th and Constitution Avenue, N.W.; Washington, 
D. C. 20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request*, and the system and 
record sufficiently described in the letter for identification. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of inforination contained in this 
system are principally the applicant and his references, which 
sources may be supplemented by others having knowledge of the 
applicant's professional qualifications. 

Systems exempted from certain provisions of the act: None. 

JL’STICE/LDN - 002 
System name: Congressional Correspondence File. 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N. W.; Washington, D. C. 20530. 

Categories of individuals covered by the system: Senators and 
Congressmen 

Categories of records in the system: This file contains the cor¬ 
respondence had by the Land and Natural Resources Division with 
Members of the Congress. 

Authority for maintenance of the system: This file is maintained 
pursuant to requirements for maintenance of records by Federal 
agencies (see 44 U.S.C. 3101 et seq.). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This file is routinely con¬ 
sulted by personnel of the Land and Natural Resources Division to 
determine past actions on specific matters and to expedite any ad¬ 
ditional action as to which there is correspondence with a Member 
of the Senate or House of Representatives. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C. F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of'Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained in form received. 
Retrievability: Information is retrieved by alphabetized name of 

the subject. 
Safeguards: Information contained in the system is unclassified. 

It is safeguarded in accordance with Departmental rules and 
procedures governing Justice records. 

Retention and disposal: Records are retained during their useful 
life and are subject to destruction 15 years after the pertinent sub¬ 
ject has ceased to be in an active status. 

System manager(s) and address: Chief, Administrative Section; 
Land and Natural Resources Division; U. S. Department of Justice; 
lOth and Constitution Avenue, N. W.; Washington, D. C. 20530. 

Notification procedure: Address inquiries to the: Assistant Attor¬ 
ney General; Land and Natural Resources Division; U. S. Depart¬ 
ment of Justice; lOth and Constitution Avenue, N. W.; Washington, 
D. C. 20530. 
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Record access procedures: A request for access to a record from 
this system shall be made in wnting, with the envelope and the 
letter clearly marked 'Privacy Access Request', and the system and 
record sufficiently described in the letter for identification. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The sole sources of the information in 
this system are the Senators or Congressmen with whom the cor¬ 
respondence is conducted. 

Systems exempted from certain provisions of the act: None 

Jl STICE/LDN - 003 
System name: Docket Card System. 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D. C. 205.30. 

Categories of individuals covered by the system: Persons, associa¬ 
tions or corporations whose names may appear in the case name or 
subject name of a matter coming to the attention of the Land and 
Natural Resources Division for possible litigation. 

Categories of records in the system: The system contains index 
cards on which is maintained a summary of the correspondence, 
pleadings, and other developments regarding the pertinent matter. 

Authority for maintenance of the system: The system is 
established and maintained as an incident of such of the statutory 
authority of the Attorney General relating to the conduct of litiga¬ 
tion as he has delegated to the Land and Natural Resources Divi¬ 
sion (28 U.S.C. 509 and 510, and 28 C.F.R. Subpart M). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are used 
by personnel of the Division as an aid in determining the existence 
in the Division of a matter relating to the named case or subject, 
and to facilitate appraisal of the status of the pertinent matter for 
the purpose of taking timely appropriate action relating thereto. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C. F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may he made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained on index cards. 
Retrievability: Information is retrieved by alphabetized name of 

the case or subject. 
Safeguards: Information contained in the system is unclassified. 

It is safeguarded in accordance with Departmental rules and 
procedures governing Justice records. 

Retention and disposal: Records are retained during their useful 
life and are subject to destruction 15 years after the pertinent case 
or subject has ceased to be in an active status. 

System manager(s) and address: Chief, Administrative Section; 
Land and Natural Resources Division; U.S. Department of Justice; 
lOth and Constitution Avenue, N.W.; Washington, D. C. 20530. 

Notification procedure: Address inquiries to the: Assistant Attor¬ 
ney General; Land and Natural Resources Division; U.S. Depart¬ 
ment of Justice; lOth and Constitution Avenue, N.W.; Washington, 
D. C. 20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 

letter clearly marked 'Privacy Access Request', and the system and 
record sufficiently described in the letter for identification 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system arc the correspondence, pleadings, and other indices of 
developments regarding the pertinent case or subject, from 
wheresoever received. 

Systems exempted from certain provisions of the act; The Attorney 
General has exempted this system from subsections (c)(3) and (d) 
of the Privacy Act pursuant to 5 U.S.C. 552a (kK2). Rules have 
been promulgated in accordance with the requirements of 5 U.S.C 
553(b), (c) and (e) and have beca published in the Federal Register 

JL'STICE/LDN - 004 
System name: Title Abstractors, Attorneys and Insurance Corpora¬ 

tions File. 
System location: U.S. Department of Justice; lUth and Constitu¬ 

tion Avenue, N.W.; Washington, D. C. 20530. 
Categories of individuals covered by the system: Abstractors, At¬ 

torneys and Insurance Corporations requesting approval for 
preparation of title evidence in land acquisitions by the United 
States. 

Categories of records in the system: Alphabetized list, 
alphabetized index cards, and associated papers including applica¬ 
tion and information relating to qualifications. 

Authority for maintenance of ^ the system: The system is 
established and maintained, as an incident to carrying out the statu¬ 
tory requirement (R.S. 3^5; 40 U.S.C. 255) that the Attorney 
Ge;neral pass on title to land acquired by the United States or 
delegate such responsibility in accordance with regulations promul¬ 
gated by him (see 28 C.F.R. 0.66). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are util¬ 
ized in compiling a list of those abstractors, attorneys and in¬ 
surance corporations which are approved, for advising agencies of 
the United States as to the fact of such approval and consequent 
eligibility for preparation of title evidence. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained in form received. 
Retrievability: Information is retrieved by alphabetized name of 

ihe subject. 
Safeguards: Information contained in the system is unclassified. 

It is safeguarded in accordance with Departmental rules and 
procedures governing Justice records. 

Retention and disposal: Records are retained during their useful 
life and are subject to destruction 15 years after the pertinent sub¬ 
ject has ceased to be in an active status. 

System manager(s) and address: Chief, Administrative Section, 
Land and Natural Resources Division; U.S. Department of Justice; 
iOth and Constitution Avenue, N.W.; Washington, D. C. 20530. 
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NotilicatioD procedure: Address inquiries to the: Assistant Attor¬ 
ney General; Land and Natural Resources Division; U. S. Depart¬ 
ment of Justice; lOth and Constitution Avenue, N.W.; Washington, 
D. C. 20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request*, and the system and 
record sufficiently described in the letter for identification. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are the Abstractors. Attorneys and Insurance Corporations 
involved and the United States Attorneys for the districts in which 
they principally do business, with the latter supplementing his per¬ 
sonal knowledge with information from local banks, clients and 
other sources having knowledge reflecting on the professional 
qualifications of the subject involved. 

Systems exempted from certain provisions of the act: None. 

JL STICF./LDN - 005 

System name: Freedom of Information Act and Privacy Act 
Records System. 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue. N.W.; Washington, D C. 20530. 

Categories of individuals covered by the system: All persons who 
request, under the Freedom of Information and Privacy Acts, ac¬ 
cess to or copies of records maintained by the Land and Natural 
Resources Division. 

Categories of records in tbe system: This system contains, in 
alphabetical order, requests, under the Freedom of Information and 
Phvacy Acts, for access to Division records, responses thereto and 
related materials. 

Authority for maintenance of the system: 5 U.S.C. 552. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system is used: a) to 
maintain records concerning the processing and determination of 
requests for information made pursuant to the Freedom of Informa¬ 
tion Act and the Privacy Act; b) to provide documentation of 
receipt and processing of requests for information made pursuant 
to the Freedom of Information Act and the Privacy Act if needed 
for processing contested denials of release of data; c) to furnish in¬ 
formation to employees of the Department of Justice who have a 
need for information from the system in performance of their du¬ 
ties; d) to maintain a count of requests and method of compliance 
as required by the Freedom of Information Act and the Privacy 
Act. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained in form received. 

Rctrievahility: Information is retrieved by alphabetized name of 
the subject. 

Safeguards: Information contained in-the system is unclassified. 
It is safeguarded in accordance with Departmental rule, and 
procedures governing Justice records. 

Retention and disposal: Records are retained during their useful 
life and are subject to destruction 15 years after the pertinent sub¬ 
ject has ceased to be in an active status. 

System manager(s) and address: Division Control Officer; Land 
and Natural Resources Division; U.S. Department of Justice; 10th 
and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the; Assistant Attor¬ 
ney General; Land and Natural Resources Division; U.S. Depart¬ 
ment of Justice; lOth and Constitution Avenue, N.W.; Washington, 
D C. 20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request' and the system and 
record sufficiently described, in the letter for identification. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Source of information contained in this 
system is tbe appUcant fur information. 

Systems exempted from certain provisions of the act: Records 
secured from other systems of records have been exempted from 
the provisions of the Privacy Act to the same extent as the systems 
of records from which they were obtained. The Attorney General 
has also exempted certain categories of records in this system from 
subsection (c) (3) and (d) of the Privacy Act pursuant to 5 U.S.C. 
S52a (k) <2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553(b),(c) and (c) and have been published 
in the Federal Register. 

JUSTICE/DAG - 001 

System name: Declassification Review Index. 

System location: Office of the Deputy Attorney General; United 
States Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington, D.C. 20530. 

Categories of individuals covered by the system: All persons who 
request declassification of Department documents. 

Categories of records in the system: Copies, filed by year of 
requests for declassification of Department of Justice documents. 

Authority for maintenance of tbe system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records are public 
information. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 

Retrievahility: By name of the requester. 

Safeguards: These records are stored in cabinets in a lockable 
room. 

Retention and disposal: These records are maintained indefinitely. 

System manager(s) and address: Staff Assistant to the Deputy At¬ 
torney General; Office of the Deputy Attorney General; United 
States Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington, D.C. 20530. 
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Nolilkatioii procedure: Same as the above. 
Record access procedures; Same as the above. 
Contesting record procedures: Same as the above. 
Record source categories: The individuals who request declassifi¬ 

cation. 
Systems exempted from certain provisions of the act: None. 

Jl STICE/DAG • 002 
System name; Freedom of Information and Privacy Appeals Index. 

System location; Office of the Deputy Attorney General; United 
States Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington, D. C. 20S30. 

Categories of individuals covered by the system: The system en¬ 
compasses all individuals who submit administrative appeals under 
the Freedom of Information or Privacy Acts. 

Categories of records in the system: The system contains copies of 
administrative appeals and other related correspondence filed under 
the Freedom of Information and Privacy Acts and copies are filed 
sequentially by date of receipt based on a numerical identifier as¬ 
signed to each appeal. 

Authority for maintenance of the system: The system was 
established and is maintained to enable the Office of the Deputy 
Attorney General to comply with the reporting requirements set 
forth in 5 U.S.C. 552 and 552a. 

Routine uses of records maintained in the system, including catego* 
ries of users and the purposes of such uses: These records are main¬ 
tained for the purpose of processing administrative appeals under 
the Freedom of Information and Privacy Acts and to comply with 
the reporting requirements of those Acts. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf Of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in file folders in cabinets. 
Retrievahility: These folders are filed by the number assigned to 

each. 
Safeguards: These records are stored in cabinets in a lockable 

room. 
Retention and disposal: These folders are kept indefinitely. 
System manager(s) and address: Director, Office of Privacy and 

Information Appeals, Office of the Deputy Attorney General; 
United States Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the System Manager. 
Record access procedures: Same as the System Manager. 
Contesting record procedures: Same as the System Manager. 
Record source categories: Those individuals who submit appeals 

under the Freedom of Information and Privacy Acts. 
Systems exempted from certain provisions of the act: None. 

JUSTICE/AAG - 001 
System name: Appointed Assistant United States Attorneys Person¬ 

nel System. 
System location: Office of the Associate Attorney General; 

United States Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: The system en¬ 
compasses all Assistant United States Attorneys. 

Categories of records in the system: This system of records con¬ 
sists of records folders which may contain up to a total of five sec¬ 
tions. The personnel section contains personnel records such as 
completed Civil Service forms, letters of recommendation, law 
school grade transcripts, appointment letters, appointment af¬ 
fidavits, bar affidavits, locator forms and personnel action forms. 
The character section contains completed or portions of ongoing 
background investigations and matters related thereto. The Con¬ 
gressional section contains Congressional and other political type 
recommendations regarding appointment. The protest section con¬ 
tains correspondence, if any exists, protesting the appointment of 
applicants. The complaint section contains correspondence from in¬ 
dividuals or groups complaining about office holders. Rarely does a 
personnel folder contain more than the personnel and character 
sections. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 
Retrievahility: Information is retrieved by use of the assistant's 

name, as the folders are filed alphabetically by name. 
Safeguards: These records are maintained in cabinets stored in a 

locked room. 
Retention and disposal: These records are retained until the sub¬ 

jects of the files resign or otherwise leave their offices for non- 
federal government employment. In that instance, the personnel 
section is sent to the St. Louis Records Center for an indefinite 
period. If the assistant transfers to another agency of the federal 
government, the personnel section is sent to the gaining agency. All 
other sections of the folder are destroyed six months after the 
assistant leaves office. 

System manager(s) and address; Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington, D.C. 20530. 

Notification procedure: Address all inquiries to the System 
Manager. These records will be exempted from subsections (dKD 
and (eMD of section 552a, Title 5, United States Code, by the At¬ 
torney General under the authority of 5 U.S.C. 552a(kK5) to the ex¬ 
tent therein permitted. 

Record access procedures: A request for access to non-exempt 
portions of records from this system should be directed orally or in 
writing to the System Manager. When requests are in writing, the 
envelope and letter should clearly be marked ‘Privacy Access 
Request.' 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the sy.stem, including catego¬ 
ries of users and the purposes of such uses: These records are used 
only by Department of Justice personnel. Information contained in 
a folder may be used as the basis for answering future inquiries 
from other government agencies about a former assistant's qualifi¬ 
cations. The personnel section may be made available to other 
federal agencies, at their request, upon the transfer of the assistant 
to such an agency. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
System of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 
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CoBtestisf record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendmcnt(s) to the information. 

Record source categories: Sources of information contained in this 
system include the individuals, government agencies as appropriate, 
and interested third parties. 

Systems exempted freun certain provisions of the act: The Attorney 
General has exempted this system from subsections (dKD and (e)(1) 
of the Privacy Act pursuant to S U.S.C. SS2a(kKS). Rules have been 
promulgated in accordance with the requirements of S U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/AAG - 002 
System name: Assistant United States Attorney Applicant Records 

System. 
System location: Office of the Associate Attorney General; 

United States Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: The system en¬ 
compasses all applicants for Assistant United States Attorney posi¬ 
tions. 

Cat^ories of records in the system: This system of records con¬ 
sists of records folders which may contain up to a total of four sec¬ 
tions. The personnel section contains records such as resumes, let¬ 
ters of recommendation, law school grade transcripts, completed 
Civil Service forms, and related personnel matters. The character 
section contains completed or portions of ongoing background in¬ 
vestigations and matters related thereto. The Congressional section 
contains Congressional and other political type recommendations 
regarding appointment. The protest section contains correspon¬ 
dence, if any exists, protesting the appointment of applicants. Rare¬ 
ly does a personnel folder contain more than the personnel and 
character sections. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are used 
only by Department of Justice personnel for recruitment purposes. 
However, the fact that the applicant was being considered would 
be made known to the references supplied by the applicant and 
others contacted. Information about the applicant, as then known, 
might be supplied to contacted individuals as necessary to verify al¬ 
ready obtained information or to seek elaboration of that informa¬ 
tion. 

Release of.information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 
Retrievabillty: Information is retrieved by use of the applicant's 

name, as the folders are filed alphabetically by name. 
Safeguards: These records are maintained in cabinets stored in a 

locked room. 
Retention and disposal: These records are retained, in the case of 

applicants who are not offered positions, for two years and then 
destroyed. If the applicant is offered a position and accepts it. his 
folder is transferred to the Appointed Assistant United States At¬ 
torney Personnel System and retained as specified therein. 

System managcr(s) and address: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue, N W . 
Washington, D.C. 20530. 

Notification procedure: Address all inquiries to the System 
Manager. These records will be exempted from subsections (dXI) 
and (eXI) of section 552a, Title 5, United States Code, by the At¬ 
torney General under the authority of 5 U.S.C. 552a(kH5) to the ex¬ 
tent therein permitted. 

Record access procedures: A request for access to non-exempt 
portions of records from this system should be directed orally or in 
writing to the Deputy Associate Attorney General. When requests 
are in writing, the envelope and letter should clearly be marked 
‘Privacy Access Request.’ 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the Deputy Associate Attorney General, stating clearly 
and concisely what information is being contested, the reasons for 
contesting it, and the proposed amendmcnt(s) to the information 

Record source categories: Non-exempt sources of information 
contained in this system include the individual, government agen¬ 
cies as appropriate, and interested third parties. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (dXD and (eXI) 
of the Privacy Act pursuant to 5 U.S.C. 552a(kX5). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C 
553(b), (c) and (e) and have been pubUshed in the Federal Register. 

JUSTICE/AAG - 003 
System name: Honor Program Applicant System. 

System location: Office of the Associate Attorney General; 
United States Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: The system en¬ 
compasses third year law students who will be honor graduates of 
law schools and law clerks of federal judges who file applications 
for attorney positions in the Department. 

Categories of records in the system: These records consist of 
items supplied by the applicant, such as resumes, completed Civil 
Service forms, application forms, and transcripts of grades, items 
supplied by third parties such as letters of recommendation, and 
items suppUed by the Department such as acceptance or rejection 
letters and interview evaluation sheets. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are made 
available within the Department for recruitment purposes and may 
be made available to other federal agencies, at their request, for 
recruitment purposes. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 
Retrievability: Information is retrieved in various ways, depend¬ 

ing upon the age of the record. Initially, the records are indexed by 
the name of the applicant’s law school, then by the names of the 
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applicants according to their ranking by interviewers. Therefore, to 
locate an individual's file, it is necessary to know both the name of 
the individual and his or her law school. After the Department's an¬ 
nual attorney hiring is completed, these files are transferred to the 
control of the Deputy Associate Attorney General. His staff then 
places the files in alphabetical order by name and stores them. 

Safeguards: These records are maintained in cabinets stored in a 
locked room. 

Retention and disposal: These records are maintained and stored 
for two years and then destroyed if the applicant is not offered a 
position with the Department or rejects an offered position. If a 
position is accepted by the applicant, his folder is transferred to 
another system. 

System manager(s) and address: Honor Program Director; Office 
of the Associate Attorney General, United States Department of 
Justice, lOth and Constitution Avenue, N.W.; Washington, D.C. 
205.^0. 

Notification procedure: Same as the System Manager. 

Record access procedures: A request for access to a record from 
this system may be made in person or in writing to the System 
Manager. Any written request should clearly be marked ‘Privacy 
Access Request' on both the letter and envelope. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager and clearly and concisely state what 
information is being contested, the reasons for contesting it, and 
the proposed amendmcnt(s) to the information. 

Record source categories: Sources of information contained in this 
system are as noted in Categories of Records. 

Systems exempted from certain provisions of the act: None. 

Jl'STICE/AAG - 004 

System name: Master Index File of Names. 

System location: Office of the Associate Attorney General; 
United States Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: This system en¬ 
compasses all individuals having file folders contained in the fol¬ 
lowing systems of records; Appointed Assistant U.S. Attorneys 
Personnel System, Assistant U.S. Attorney Applicant Records, Pre¬ 
sidential Appointee Candidate Records System, Presidential Ap¬ 
pointee Records System, Special Candidates for Presidential Ap¬ 
pointments Records System, and U.S. Judges Records System, dat¬ 
ing from 1932 until the present. 

Categories of records in the system: This system consists of file 
cards containing an individual's date of birth, date of entry on duty 
in Federal Service, date of termination of Federal Service, notes as 
to the disposition of his records folder, and title. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These cards contain in¬ 
formation used solely for Department internal purposes. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained on file cards. 

Retrievability: Information is retrieved by using the name of the 
individual, as these cards arc filed alphabetically. 

Safeguards: These cards are kept in file drawers stored in a 
locked room 

Retention and disposal: These cards arc retained indefinitely, ex¬ 
cept in the instance of cards relating to appheants for attorney posi¬ 
tions within the Department. If the applicant is rejected, his card is 
destroyed after two years. 

System managerts) and address: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue, N W.; 
Washington, D.C. 20530. 

Notification procedure: Address all inquiries to the .System 
Manager 

Record access procedures: A request for access to these records 
should be directed orally or in writing to the System Manager. 
When requests are in writing, the envelope and letter should clearly 
be marked ‘Privacy Access Request.' 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendmcnt(s) to the information. 

Record source categories: Information contained in this system is 
obtained from the individual's records folder. 

Systems exempted from certain provisions of the act: None. 

Jl’STICE/AAG • 005 

System name: Presidential Appointee Candidate Records System. 

System location: Office of the Associate Attorney General; 
United States Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: This system en¬ 
compasses all individuals who are brought to the attention of the 
Department of Justice as potential candidates for appointment as 
United States Judges. United States Attorneys, or United States 
Marshals. 

Categories of records in the system: As to any particular in¬ 
dividual, the number and kind of records may vary according to the 
qualifications of the individual. Thus, these records, in some in¬ 
stances, contain merely single letters from the individual himself or 
some other person recommending his consideration for one of the 
positions mentioned in Categories of Individuals. The records may 
also contain biographical sketches of the individual, supplied either 
by the individual himself or the person recommending him. If the 
individual is under serious consideration for nomination for ap¬ 
pointment, a confidential evaluation of his qualifications for the 
position will be in his folder. Also present may be completed 
background investigations on the individual. Letters, if any are 
received, protesting the individual's potential appointment may also 
be in his folder. Also present would be any information supplied by 
the individual or any other letters of recommendation. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of these 
records vary with the amount of consideration given to nominating 
the individual for appointment. In some instances, the records are 
stored, reviewed by Department personnel, and destroyed as out¬ 
lined under Retention and Disposal. The candidate’s entire records 
folder would be sent to the President upon his request. After a can¬ 
didate is nominated and his nomination is pending Senate confirma¬ 
tion. the background investigation is routinely provided to the 
Chairman of the Senate Judiciary Committee. The fact that the can¬ 
didate was being considered for appointment would be made known 
to the references suppUed by the candidate and others contacted. 
Information about the candidate, as then known, might be supplied 
to contacted individuals as necessary to verify already obtained in¬ 
formation or to seek elaboration of that information. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the si^cific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
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Justice, not otherwise required to be released pursuant to S U.S.C. 
.^52, may be made available to a Member of Congress or staff act* 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records arc stored in paper folders. 
Retrievability: Information is retrieved from this system by 

reference first to the office, indexed geographically or by the cir¬ 
cuit or district, for which the individual is being considered, and 
then alphabetically by name of the candidate. 

Safeguards: These records are stored in cabinets which arc kept 
in a locked room. 

Retention and disposal: These records arc kept for five years and 
then destroyed, unless the individual receives the appointment. In 
that event, his individual record is transferred to another records 
system. 

System manager(s) and address: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington, D C. 20530. 

Notification procedure: Address all inquiries to the System 
Manager. These records will be exempted from subsections (d)(1) 
and (eKD of section 552a, Title 5, United States Code, by the At¬ 
torney General under the authority of 5 U.S.C. 552a(k)(5) to the ex¬ 
tent therein permitted. 

Record access procedures: A request for access to non-exempt 
portions of records from this system should be directed orally or in 
writing to the Deputy Associate Attorney General. When requests 
arc in writing, the envelope and letter should clearly be marked 
‘Privacy Access Request.* 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the Deputy Associate Attorney General stating clearly 
and concisely what information is being contested, the reasons for 
contesting it, and the proposed amendmcnt(s) to the information. 

Record 'source categories: Non-exempt sources of information in 
this system include the general public, the candidates themselves, 
government agencies where appropriate, and any other interested 
party. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (d)(1) and (eKD 
of the Privacy Act pursuant to 5 U.S.C. 552a(kK3). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/AAG • 006 
System name: Presidential Appointee Records System. 

System location: Office of the Associate Attorney General; 
United States Department of Justice; 10th and Constitution 
Avenue; N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: The system en¬ 
compasses the following: Department of Justice Presidential ap¬ 
pointees and retired, resigned, or deceased appointees. 

Categories of records in the system: This system of records con¬ 
sists of records folders which may contain up to five sections. The 
personnel section includes such items as biographical sketches, 
qualification statements, completed Civil Service forms if applica¬ 
ble, letters recommending appointment, notifications of appoint¬ 
ment, and other personnel-related matters. The character section 
contains completed or portions of ongoing background investiga¬ 
tions and matters related thereto. The Congressional section con¬ 
tains Congressional and other political type recommendations re¬ 
garding appointment. The protest section contains correspondence, 
if any exists, protesting the appointment of candidates. The com¬ 
plaint section contains correspondence from individuals or groups 
complaining about office holders. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Generally, these records 
are used only for internal Department of Justice purposes. Prior to 
appointment, routine uses would include those specified for the 
Presidential Appointee Candidate Records System. If an appointee 
leaves the Department, information contained in his personnel 
folder might be used as the basis for answering inquiries from 
prospective employers about his qualifications and performance. 
The personnel section of his folder would be made available to 
other federal agencies, at their request, upon the transfer of the ap¬ 
pointee to such an agency. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 
Retrievahility: Information is retrieved by using the name of the 

individual who is the subject of the folder. 
Safeguards: These records are stored in cabinets which are kept 

in a locked room. 
Retention and disposal: The personnel section of these records is 

retained indefinitely at the Office of the Associate Attorney 
General, except in the instance of an appointee who resigns or dies, 
in which case that section is sent to the St. Louis Records Center 
for indefinite storage. All other sections of the folders, in the in¬ 
stance where an appointee dies or resigns, are sent to the Suitland, 
Maryland Records Center for storage for five years and then 
destroyed. 

System manager(s) and address: Deputy Associate Attorney 
General; Office of tne Associate Attorney General; United States 
Department of Justice; 10th and Constitution Avenue, N.W.; 
Washington, D. C. 20530. 

Notification procedure: Address all inquiries to the System 
Manager. These records will be exempted from subsections (d)(1) 
and (eXD of section 552a, Title 5, United States Code, by the At¬ 
torney General under authority of 5 U.S.C. 552a(kK5) to the extent 
therein permitted. 

Record access procedures: A request for access to non-exempt 
portions of records from this system should be directed orally or in 
writing to the System Manager. When requests are in writing, the 
envelope and letter should clearly be marked ‘Privacy Access 
Request.* 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment(s) to the information. 

Record source categories: Non-exempt sources of information 
contained in this system include the general public, the subjects of 
the records themselves, government agencies when appropriate, 
and any other interested party. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (dKD and (eKD 
of the Privacy Act pursuant to 5 U.S.C. 552a(kK5). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c), and (e) and have been published in the Federal Register. 

JUSTICE/AAG - e<r7 
System name: Special Candidates for Presidential Appointments 

Records System. 

FEDiRAl REGiSTEII, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



5335S PRIVACY ACT ISSUANCES 

Systca lecatiiHi: Office of the Asaociate Attorney General; 
United States Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20S30. 

Categories of indivhinals coeered by the system: The system en¬ 
compasses all individuals under consideration for presittential ap¬ 
pointments as heads of divisions or sections of the Department of 
Justice. 

Categories of records in the system: This system of records con¬ 
sists of records folders which contain up to a total of four sec¬ 
tions. The personnel section contains records such as resumes, let¬ 
ters of recommendation, and related personnel matters. The 
character section contains completed and portions of ongoing 
background investigations and matters related thereto. The Con¬ 
gressional section contains Congressional and other political type 
recommendations regarding appointment. The protest section con¬ 
tains correspondence, if any exists, protesting the appointment of 
candidates. The majority of these personnel folders contain only 
the personnel section. 

Authority for raaiatenance of the system: These records are main¬ 
tained pursuant to S U.S.C. 301 to assist the President in obtaining 
information necessary for determining the'qualifications and availa¬ 
bility of individuals for appointed offices. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses of these 
records vary with the amount of consideration given to nominating 
the candidate for appointment. In some instances, the records are 
stored, reviewed by Department personnel, and destroyed as out¬ 
lined under Retention and Disposal. The candidate’s entire records 
folder would be sent to the President upon his request. After a can¬ 
didate is nominated and his nomination is pending Senate confirma¬ 
tion, the background investigation is routinely provided to the 
Chairman of the Senate Judiciary Committee. The fact that the can¬ 
didate was being considered for appointment would be made known 
to the references supplied by the candidate and others contacted. 
Information about the candidate, as then known, might be supplied 
to contacted individuals as necessary to verify already obtained in¬ 
formation or to seek elaboration of that information. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses; Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices tor storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 
Retrievability: Information is retrieved by the name of individuals 

seeking appointment as the files are arranged alphabetically by 
name. 

Safeguards: These records are stored in cabinets in a locked 
room. 

Retentioa and disposal: In the event a candidate is not nominated 
for appointment, his record is maintained for five years and then 
destroyed. If the candidate is appointed, his records are transferred 
to the Presidential Appointee Records System. 

System manager(s) and address: Deputy Associate Attorney 
General: Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington, D.C. 20S30. 

Nntificatfon procedure: Address all inquiries to the System 
Manager. These records will be exempted from subsections (dKD 
and (eXl) of section 5S2a. Title S, United States Code, by the At¬ 
torney General under the authority of 5 U.S.C. 552a(kXS) to the ex¬ 
tent therein permitted. 

Record aceem procedurM: A request for access to non-exempt 
portions of records from this system should be directed orally or in 
writing to the System Manager. When requests are in writing, the 
envelope and letter should clearly be marked 'Privacy Access 
Request.' 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment(s) to the information. 

Record source categories: Non-exempt sources of information 
contained in this system include the general public, the subjects of 
the records themselves, government agencies when appropriate, 
and any other interested party. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (dMI) and (eXD 
of the Privacy Act pursuant to 5 U.S.C. SS2a(kX5). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
SS3(b). (c) and (e) and have been published in the Federal Register. 

JUSTICE/AAG • 0«8 
System name: Summer Intern Program Records System. 

System locatioa: Office of the Associate Attorney General; 
United States Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: All individuals 
who submit applications for the Department's Summer Intern Pro¬ 
gram for Law Students. 

Categories of records in the system: This system of records con¬ 
sists of items such as completed Civil Service forms, law school 
grade transcripts, letters of recommendation, and completed 
Summer Law Intern Applications. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such aaes: These records arc used 
by Department personnel for recruitment purposes. However, in 
the case of an applicant with regard to whom the Department has 
decided not to extend an offer of employment, his or her applica¬ 
tion and Civil Service forms might be referred to another agency, 
upon its request, for that agency's recruitment purposes. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf of and at the request of the in¬ 
dividual who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices lor storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records arc stapled together. 
Retrievability: Information is retrieved by use of the applicant's 

name, as these records are filed by use of the first letter of the ap¬ 
plicant’s last name. 

Safeguards: These records are maintained in cabinets stored in a 
locked room. 

Retention and disposal: These records are retained, in the case of 
applicants who are not offered positions, for one year and then 
destroyed. In the case of accepted applicants, their records enter 
the Civil Service system. 

System manager(t) and addren: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; 10th and Constitution Avenue, N.W.; 
Washington, D.C. 20530. 

Notification procedure: Same as the above. 

FEDERAl REGtSTER, VOl. 42, NO. 190—FRIDAY, SEP7EMSER 30, 19Y7 



DEPARTMENT OF JUSTICE 53359 

Record access procedures: A request fur access to these records 
should be directed orally or in writing to the System Manager. 
When requests are in writing, the envelope and letter should clearly 
be marked 'Privacy Access Request.' 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it. and 
the proposed amendment(s) to the information. 

Record source categories: Information contained in this system is 
obtained from the applicant and references provided by him 

Systems exempted from certain provisions of the act: None. 

JL'STICE/AAG • 009 

System name: United States Judge and Department of Justice Pre¬ 
sidential Appointee Records. 

System location: Office of the Associate Attorney General; 
United States Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: This system en¬ 
compasses all United States Judges and all Department of Justice 
Presidential Appointees. 

Categories of records in the system: 

A. Card index relating to United States Judges which includes 
name, salary. Congress of appointment, state of birth, political 
party (if known), religion (if known), and American Bar Associa¬ 
tion rating. 

B. Cross index of judges' names and districts. 
C. Roster of districts showing the dates of duty of district court 

judges and Department of Justice Presidential Appointees, indexed 
alphabetically by name. 

D. Book of commissions of United States Judges and Department 
of Justice Presidential Appointees in order by date of appointment 
and indexed alphabetically by name. 

E. Nomination book showing the name of the nominated judge or 
Department of Justice Presidential Appointee, the date the 
proposed nomination was sent to the White House, the date the 
nomination was made to the Senate, the date of confirmation, the 
date of appointment, and the date of entrance on duty. This book is 
in chronological order, and is indexed alphabetically by name of the 
nominee. 

Authority for maintenance of the system: These records arc main¬ 
tained pursuant to S U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are main¬ 
tained to make responses to public inquiries regarding those in¬ 
dividuals noted in Categories of Individuals, (the political party and 
religion of an appointee is not released), and for Department inter¬ 
nal purposes. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are kept on cards, in folders or in books. 

Retrievability: As noted above in Categories of Records. 

Safeguards: Biographical sketches are kept in a lockable safe. All 
other information is kept in cabinets or card files. 

Retention and disposal: This information is maintained indefinite¬ 

ly 

System manager(s) and address: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue. N.W.; 
Washington, D.C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to these records 
should be directed orally or in writing to the System Manager. 
When requests are in writing, the envelope and letter should clearly 
be marked 'Privacy Access Request.' 

Contesting record procedures: Individuals desiring to contest or 
amend informatb n maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it. and 
the proposed amcndment(s) to the information. 

Record source categories: Information contained in this system is 
obtained from the individuals who are the subjects of the records 
and from other Department of Justice records. 

Systems exempted from certain provisions of the act: None. 

Jl STICE/AAG - 010 

System name: United States Judges Records System. 

System location: Office of the Associate Attorney General; 
United States Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: The system en¬ 
compasses every United States Judge except those appointed to the 
United States Court of Military Appeals and Tax Court. 

Categories of records in the system: This system of records con¬ 
sists of records folders which may contain up to five sections. The 
personnel section contains general, personnel-type information and 
includes such items as biographical sketches, oaths of office, co¬ 
pies of commissions, nomination letter, qualifications statements, 
letters of recommendation, and copies of notifications of appoint¬ 
ment. The character section contains completed or portions of on¬ 
going background investigations and matters related thereto. The 
Congressional section contains Congressional and other political 
type recommendations regarding appointment. The complaint sec¬ 
tion contains correspondence from individuals or groups complain¬ 
ing about office holders. The protest section contains correspon¬ 
dence, if any exists, protesting the appointment of candidates. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such u.ses: Generally, these records 
are used only for internal Department of Justice purposes. Prior to 
appointment, routine uses would include those specified for the 
Presidential Appointee Candidate Record System 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552. may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be* disclosed as a routine use to the National 
Archives and Records' Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are maintained in paper folders. 

Retrievability: Information Is retrieved by use of the name of the 
judge, as these records are filed alphabetically. 

Safeguards: These records are maintained in cabinets stored in a 
locked room. 

Retention and disposal: The personnel section of the folders of 
United States Supreme Court Judges are sent to the National 
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Archives upon the death of the judge. All other sections are 
retained indefinitely as are the entire records folders of aH other 
United States Judges. 

System manager(s) and address: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; lOth and Constitution Avenue, N.W.; 
Washington. D.C. 20530. 

Notification procedure: Address all inquiries to the System 
Manager. These records will be exempted from subsections (d)(1) 
and (e)(1) of section S52a. Title S, United States Code, by the At¬ 
torney General under the authority of S U.S.C. 552a(k)(S) to the ex¬ 
tent therein permitted. 

Record access procedures: A request for access to non-exempt 
portions of records from this system should be directed orally or in 
writing to the System Manager. When requests are in writing, the 
envelope and letter should clearly be marked ‘Privacy Access 
Request* 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment(s) to the information. 

Record source categories: Non-exempt sources of information 
contained in this system include the general public, organizations, 
associations, the subjects of the records themselves, government 
agencies as appropriate, and other interested parties. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (dKD and (eKD 
of the Privacy Act pursuant to 5 U.S.C. SS2a(kM5). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b). (c) and (e) and have been published in the Federal Register. 

Jl'STICE/AAG • on 

System name: Miscellaneous Attorney Personnel Records System. 
System location: Office of the Associate Attorney General; 

United States Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Persons who ap¬ 
plied to or are employed by the Department of Justice as attorneys 
and are not included within another OAAG system. 

Categories of records in the system: This system of records con¬ 
sists of records folders which may contain up to a total of four sec¬ 
tions. The personnel section contains records such as resumes, let¬ 
ters of recommendation, law school grade transcripts, completed 
Civil Service forms, and related personnel matters. The character 
section contains completed or portions of ongoing background 
ivestigations and matters related thereto. The Congressional section 
contains Congressional and other political type recommendations 
regarding appointment. The protest section contains correspon¬ 
dence, if any exists, protesting the appointment of applicants. The 
complaint section contains correspondence from individuals or 
groups complaining about office holders and may contain matters 
relating to the disposition of those complaints. Rarely does a per¬ 
sonnel folder contain more than the personnel and character sec¬ 
tions. 

Authority for maintenance of the system: These records are main¬ 
tained pursuant to 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records arc uud 
only by Department of Justice personnel. Information contained in 
a folder may be used as the basis for answering future inquiries 
from other government agencies about a former employee's qualifi¬ 
cations. The personnel section may be made available to other 
federal agencies, at their request, upon the transfer of an employee 
to such an agency. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system; 

Storage: These records are stored in paper folders. 
Retrievabiihy: Information is retrieved by use of an individual’s 

name, as the folders are filed alphabetically by name. 
Safeguards: These records are maintained in cabinets stored in a 

lockable room. 
Retention and disposal: These records are retained until the sub¬ 

jects of the files resign or otherwise leave their offices for non- 
federal employment. In that instance, the personnel section is sent 
to the St. Louis Records Center for an in^finitc period. If the in¬ 
dividual transfers to another agency of the Federal government, the 
personnel section is sent to the gaining agency. All other sections 
of the folder are destroyed six months after the individual leaves 
office. The entire folders of individuals who were applicants and 
were not offered employment or did not accept employment with 
the Department are destroyed one year after final action is taken 
on the application. 

System managcr(s) and address: Deputy Associate Attorney 
General; Office of the Associate Attorney General; United States 
Department of Justice; 10th and Constitution Avenue. N.W ; 
Washington, D.C. 20530. 

Notification procedure: Address all inquiries to the System 
Manager. These records wiU be exempted from subsections (d)(1) 
and (eXI) of section 552a, Title 5, United States Code, by the At¬ 
torney General under the authority of 5 U.S.C. 552a(kK5) to the ex¬ 
tent therein permitted. 

Record access procedures: A requst for access to non-exempt pur 
tions of records from this system should be directed orally or in 
writing to the System Manager. When requests are in writing, the 
envelope and letter should clearly be marked ‘Privacy Access 
Request.* 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager, stating clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment(s) to the information. 

Record source categories: Non-exempt sources of information 
contained in this system include the individuals who are the sub¬ 
jects of the records, government agencies as appropriate, and in¬ 
terested third parties. 

Systems exempted from certain provbions of the act: The Attorney 
General has exempted this system from subsections (d)(1) and (e)(1) 
of the Privacy Act pursuant to 5 U.S.C. 552a{k)(5). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/AAG - 012 

System name: Financial Disclosure Statements. 
System location: Department of Justice, 10th and Constitution 

Ave. N.W., Washington, D C. 20530. Statements are filed with the 
head of the office in which the particular employee works or in the 
Office of the Associate Attorney General. 

Categories of individuals covered by the system: Current em¬ 
ployees required to file statements by 28 C.F.R. 45.735-22. Special 
government employees of the Department required to file state¬ 
ments pursuant to 28 C.F.R. 45.735-23. 

Categories of records in the system: The financial disclosure state¬ 
ment includes lists of business and nonprofit entities and educa¬ 
tional institutions with which the employee has a connection and 
financial holdings or interests in those entities. Names of creditors 
of the employee and spouse and other members of the household 
Lists of interests of the employee, spouse and household members 
in real property. 

Authority (or maintenance of the system: 28 C.F.R. 45.735-22. 
45.735-23. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of sneh uses: These records are con 
fidential and are made available only to officials of the Department 
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and. (1) To the Civil Service Commission in order to carry out its 
responsibilities; (2) To courts or agencies, of federal, state or local 
government where there is an indication of a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
the court or agency is charged with the responsibility of investigat¬ 
ing or prosecuting such violation or enforcing or implementing the 
statute or a rule, regulation or order issued pursuant thereto; (3) To 
an agency, organization or individual when the Associate Attorney 
General has determined that there is good cause for such disclosure 
in order to obtain necessary information concerning the subject of 
the record; (4) To parties involved in litigation in which the record 
is relevant, and their counsel, in accordance with the Federal Rules 
of Civil and Criminal Procedure. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. • 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are filed on D.J. Forms 120 or 121 and are 
maintained in confidential files in the immediate office of the divi¬ 
sion or bureau head. 

Retrievability: The arrangment of the records for purpose of 
retrieval will vary from office to office, but the small number of 
such records makes them readily retrievable under a variety of 
systems. 

Safeguards: Records are secured in accordance with applicable 
regulations of the Department of Justice and as required by 28 
C.F.R. 45.735-22, 45.735-23. 

Retention and disposal: Records are retained during the employ¬ 
ment of the individual. Upon termination of employment they are 
destroyed in the manner provided for confidential records. 

System manager(s) and address: Associate Attorney General; U.S. 
Department of Justice; Washington, D.C. 20530. 

Notification procedure: Inquiries should be addressed directly to 
the head of the Office. Board. Division or Bureau in which the in¬ 
dividual is employed. 

Record access procedures: Individuals may seek access and con¬ 
test from the bead of the employing office in accordance with De¬ 
partment of Justice regulations. 

Contesting record procedures: Same as the above. 
Record source categories: The individual employee completing the 

statement. 
Systems exempted from certain provisions of the act: None. 

JLSTICE/OLC - 001 
System name: Attorney Assignment Reports. 

System location: Office of Legal Counsel; U.S. Department of 
Justice; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: Attorneys em¬ 
ployed in the Office of Legal Counsel, U.S. Department of Justice 
at the time each report was filed. 

Categories of records in the system: The system consists of 
memoranda addressed to the Assistant Attorney General by each 
staff -attorney at periodic intervals listing current assignments. 
Some reports also Ust completed assignments, projected workload 
and anticipated leave. 

Authority for maintenance of the system: These records are kept 
fur administrative convenience pursuant to 5 U.S.C. 301 and 44 
I SC 3101 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information from the 
system is not used outside the Department except to advise Execu¬ 
tive Branch agencies as to the identity of the attorney working on a 
specific assignment, when inquiry is made. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The Assistant Attorney General, each of his Deputies, 
the Administrative Officer and the attorney who filed the report 
each have copies. Some are retained chronologically in file folders, 
some alphabetically in note books. 

Retrievability: Information may be retrieved by name, alphabeti¬ 
cally, or chronologically. 

Safeguards: Information is maintained in offices occupied during 
the day and locked at night. 

Retention and disposal: The Administrative Officer’s file is 
chronological and maintained indefinitely. Attorneys may retain 
their copies indefinitely, others are kept for about two years and 
disposed of. 

System manager(s) and address: Assistant Attorney General; Of¬ 
fice of Legal Counsel; U.S. Department of Justice; 10th and Con¬ 
stitution Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Address inquiries to the System Manager, 
the Administrative Officer or the two Deputies at the above ad¬ 
dress. 

Record access procedures: A request for access to a record from 
this system may be made in person or in writing, specifying the 
name of the attorney and the dates of reports requested. 

Contesting record procedures: Any requests for correction should 
be addressed to the System Manager. 

Record source categories: Information is supplied by the attorneys 
employed by the Office of Legal Counsel on the date the report is 
filed. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OLC - 002 
System name: Citizens Mail Index. 

System location: Office of Legal Counsel; U.S. Department of 
Justice; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Categories of individuals covered by the system: A. Individuals 
who write to the Office of Legal Counsel, its Assistant Attorney 
General, or one of his Deputies; B. Individuals who write to the At¬ 
torney General or the Department of Justice and whose letters are 
referred to the Office of Legal Counsel; C. Individuals whose let¬ 
ters have been referred to the Office of Legal Counsel for a 
response by the White House or Executive Agencies. In all of the 
above categories, the individuals include only tl^ose who express 
general views or seek information or assistance. Official correspon¬ 
dence and Freedom of Information Act requests are not indexed in 
this sytem. 

Categories of records in the system: The system consists of 3’ X 
5’ index cards, arranged alphabetically, and containing the name 
and address of the correspondent, the date of the letter or the date 
received, the Department of Justice file number, if known, the per¬ 
son to whom addressed, the attorney to whom it was assigned for 
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response, the date of response, and an indication if it was referred 
by the White House or an Executive Agency. 

Authority for maintenance of the system: These records are kept 
for administrative convenience pursuant to 5 U.S.C. 301 and 44 
I SC 3101 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information from the 
index card may be provided to the White House or the agency 
which referred the letter to the Department. All other uses are in¬ 
ternal within the Department. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records mainUined in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The information is on 3 X 5 index cards and stored in a 
cabinet. 

Retrievability: The system is indexed by name, arranged 
alphabetically. White House and Department of Justice cards are 
separated. 

Safeguards: The cards are maintained in a room which is occu¬ 
pied by office personnel during the day and locked at night. 

Retention and disposal: Cards are maintained for approximately 
two years from the date of the letter and then discarded. 

System manager(s) and address: Assistant Attorney General; Of¬ 
fice of Legal Counsel; U S. Department of Justice; 10th and Con¬ 
stitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the above. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.' Include in the 
request the name and address as included in the original letter, 
together with the current address if different, the date of the letter 
and to whom it was addressed. Requests should be directed to the 
System Manager listed above. 

Contesting record procedures: Any requests for correction should 
also be directed to the System Manager and should indicate the 
exact correction required. 

Record source categories: Sources of information in this system 
are the actual letter received, the response letter, and any transmit¬ 
tal from the White House or an Executive Agency. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OLA - 001 

System name: Congressional Committee Chairman Correspondence 
FUe. 

System location: U. S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Current and past 
Chairman of Congressional Committees who correspond with the 
Department on legislative and other related matters. 

Categories of records in the system: The system contains letters 
and attachments transmitted by Congressional Committee Chairmen 
together with copies of the Departmental responses to these letters. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301 and 44 
u s e. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Use of the information is 
entirely within the Department on a need to know basis 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored in locked 
file cabinets. 

Retrievability: Information is retrieved by using the name of the 
particular Congressional Committee Chairman who initiated the 
correspondence in a particular matter. 

Safeguards: Information contained in the system is unclassified. 
Routine protection is provided. 

Retention and disposal: Information maintained in this system 
contains correspondence generated during the 93rd, 94th and 95th 
Congresses. This system was not maintained prior to the 93rd Con¬ 
gress. 

System manager(s) and address: Legislative Counsel; Office of 
Legislative Affairs; U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington. D.C. 20530. 

Notification procedure: Address inquiries to the: Assistant Attor¬ 
ney General; Office of Legislative Affairs; U.S. Department of 
Justice; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request'. Include in the 
request the nature of the letter or document as well as the general 
subject matter of the document. The requestor will also provide a 
return address for transmitting the information. Access requests 
will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the in£ormation sought. 

Record source categories: The source of the information contained 
in this system comes directly from the individual initiating the cor¬ 
respondence. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OLA - 002 
System name: Congressional Correspondence File. 

System location: U. S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Current and past 
members of Congress who correspond with the Department on 
legislative and other related matters. 

Categories of records in the system: The system contains letters 
and attachments transmitted by the individual members of Congress 
together with copies of the Departmental responses to these letters. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301 and 44 
u s e. 3101 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Use of the information 
entirely within the Department on a need to know basis. 
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Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act'- 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual - 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored in file 
cabinets. 

Retrievability: Information is retrieved by using the name of the 
individual member of Congress who initiated the correspondence in 
a particular matter. 

Safeguards: Information contained in the system is unclassified. 
Routine protection is provided. 

Retention and disposal: Information maintained in this system 
contains correspondence generated during the 93rd, 94th and 95th 
Congresses. This system was not maintained prior to the 93rd Con¬ 
gress. 

System manager(s) and address: Legislative Counsel; Office of 
Legislative Affairs; U. S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the; Assistant Attor¬ 
ney General; Office of Legislative Affairs; U. S. Department of 
Justice; 10th and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and letter 
clearly marked ‘Privacy Access Request'. Include in the request the 
nature of the letter or document as well as the general subject 
matter of the document. The requestor will also provide a return 
address for transmitting the information. Access requests will be 
directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The source of the information contained 
in this system comes directly from the individual initiating the cor¬ 
respondence. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OLA - 003 

System name: Citizen Correspondence File. 

System location: U. S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Persons cor¬ 
responding with the Department on legislative and other related 
matters. 

Categories of records in the system: The system contains letters 
and attachments transmitted by individuals together with copies of 
the Departmental responses to these letters. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301 and 44 
U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Use'of the information is 
entirely within the Department on a need to know basis. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50.2 may be made available from systems of records main¬ 

tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored in file 
cabinets. 

Retrievability: Information is retrieved by using the name of the 
individual who initiated the correspondence in a particular matter. 

Safeguards: Information contained in the system is unclassified. 
Routine protection is provided. 

Retention and disposal: Information maintained in this system 
contains correspondence from individuals during 1974 to the 
present. This system was not maintained prior to 1974. 

System manager(s) and address: Legislative Counsel; Office of 
Legislative Affairs; U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the: Assistant Attor¬ 
ney General; Office of Legislative Affairs; U.S. Department of 
Justice; 10th and Constitution Avenue, N.W.; Washington, D C. 
20530. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request'. Include in the 
request the nature of the letter or document as well as the general 
subject matter of the document. The requestor will also provide a 
return address for transmitting the information. Access requests 
will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The source of the information contained 
in this system comes directly from the individual initiating the cor¬ 
respondence. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OPA - 001 

The following Notice is published for the benefit of the public. 
Executive Clemency Files, while maintained in the Office of the 
Pardon Attorney, U.S. Department of Justice, are files of the Pre¬ 
sident of the United States compiled and maintained to provide for 
the exercise of his constitutional responsibilities pursuant to Article 
II, section 2, and are not subject to the provisions of the Privacy 
Act of 1974, P.L. 93-579. 

System name: Executive Clemency Files 

System location: Office of the Pardon Attorney; U. S. Depart¬ 
ment of Justice; HOLC Building; 320 First Street, N.W.; Washing¬ 
ton, D C. 20534. 

Categories of individuals covered by the system: Applicants for 
Executive clemency. 

Categories of records in the system: The system contains the in¬ 
dividual petitions for Executive clemency (OPA-6 or 6-15) sub¬ 
mitted by the applicants and accompanying oath and character af¬ 
fidavits (DOJ-1973-06), investigatory material, evaluative reports, 
inter-agency and intra-agency correspondence and memoranda 
relating to individual petitions for clemency. The system includes 
Presidential Clemency Board files transferred to the Office of the 
Pardon Attorney upon termination of the Board's existence on 
Sept. 15, 1975. 
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Authority for maintenance of the system: The system is 
established and maintained in accordance with the United States 
Constitution, Article II, Section 2, Executive Order of the Pre¬ 
sident dated June 16, 1893, Order No. 288-62, 27 F.R. 11002, 
November 10, 1962, as codified in 28 CFR 1.1 through 1.9 and E.O. 
11878 dated Sept. 10, 1975. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The Executive clemency 
files are used to (a) enable the Attorney General to investigate each 
petition for Executive clemency, to review each petition and infor¬ 
mation developed by his investigation thereof and to advise the 
President whether, in his judgment, the request for clemency is of 
sufficient merit to warrant favorable action by the President; (b) 
prepare notices to the public of the name of each grantee of 
clemency, date of Presidential action, nature of clemency granted, 
nature of grantee's offense, date and place of sentencing, descrip¬ 
tion of sentence imposed, and names of character affiants and in¬ 
terested members of Congress; (c) prepare bound and indexed 
volumes containing photocopies of the official warrant of clemency 
granted each recipient of clemency as a public and official record 
of Presidential action; (d) upon request of the President and mem¬ 
bers of his staff, to make available to them individual clemency 
files; (e) upon specific request to advise the requestor whether a 
named person has applied for, been granted or denied clemency, 
the date thereof and the nature of the clemency granted or denied; 
and (f) upon specific request, to make closed files available for 
historical research purposes when in the public interest and in con¬ 
formity with Department of Justice policy. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored in the Of¬ 
fice of the Pardon Attorney and in Archives. 

Retrievability: Information is retrieved by reference to the file 
number assigned to the name of each applicant for clemency. 

Safeguards: Information contained in the system is safeguarded 
and protected in accordance with Department of Justice rules 
governing petitions for Executive clemency, specifically, 28 CFR 
1.6. Executive clemency files are maintained in the Office of the 
Pardon Attorney and are not commingled with Department of 
Justice records. 

Retention and disposal: Records are stored in the Office of the 
Pardon Attorney and closed cases are transferred to the Federal 
Archives Records Center when five years old. Except for the ‘letter 
of advice' furnished to the President in connection with clemency 
applications and Presidential responses and cases designated by the 
Pardon Attorney as having significant public interest, records are 
destroyed after 25 years. 

System manager(s) and address: Pardon Attorney; Office of the 
Pardon Attorney; Department of Justice; 654 HOLC Building; 320 
First Street, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the Pardon Attorney; 
Department of Justice; Washington, D.C. 20530. 

Record access procedures: While the Attorney General has ex¬ 
empted Executive Clemency files from the access provisions of the 
Privacy Act, requests for discretionary releases of records con¬ 
tained in the system shall be made in writing with the envelope and 
the letter clearly marked 'Privacy Access Request.' Include in the 

request the general subject matter of the document and the name of 
the clemency applicant in whose file it is contained. The requestor 
will also provide a return address for transmitting the information. 
Access requests will be directed to the System Manager listed 
above. 

Contesting reenird procedures: While the Attorney General has ex¬ 
empted Exe.cotive Clemency files from the correction (contest and 
amendment^ provisions of the Privacy Act, requests for the discre¬ 
tionary correction (contest or amendment) of records contained in 
this system should be directed to the System Manager listed above, 
stating clearly and concisely what information is being contested, 
the reasons for contesting it, and the proposed amendment to the 
information sought. 

Record source categories: Sources of information contained in this 
system are the individual applicants for clemency. Federal Bureau 
of Investigation or other official investigatory reports. Bureau of 
Prison records. Selective Service System and Armed Forces Re¬ 
ports, probation or parole reports and reports from individuals or 
non-Federal organizations, both solicited and unsolicited. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsection (d) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a(j)(2). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553(b), (c) 
and (e) and have been published in the Federal Register. 

JLSTICE/OPI - 001 
System name: News Release, Document and Index System. 

System location: Room 5114; U.S. Department of Justice; 10th 
Street and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: A. Defendants in 
civil and criminal actions brought by the Department of Justice for 
which news releases were issued; B. Current and former employees 
of the Department of Justice on which news releases and biographi¬ 
cal information were prepared. 

Categories of records in the system: The system contains an index 
record of each news release and document issued by the Depart¬ 
ment of Justice and copies of the news release and document. 

Authority for maintenance of the system: The system is 
established and maintained at the direction of the Attorney General 
pursuant to 5 U.S.C. 301 and 44 U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The index is used to 
retrieve news releases and documents issued by the Department 
upon request. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored manually 
on index cards and letter- and legal-size paper. 

Retrievability: Information is retrieved by using the name of the 
defendant, subject matter of legal action, state in which action is 
filed, and name of current or former employee. 

Safeguards: Information contained in the system is unclassified. 
Retention and disposal: The index and one copy of each news 

release are retained indefinitely. Additional copies are retained for 
one year and then destroyed. 
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System manager(s) and address: Director of Public Information; 
IJ.S. Department of Justice; lOth Street and Constitution Avenue, 
N.W.; Washingtonn D.C. 20530. 

NotifkatioD procedure: Same as the above. 
Record access procedures: A request for a copy of a record from 

this system may be made in writing, by telephone, or in person. 
Contesting record procedures: Persons desiring to contest or 

amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendments to the information sought. 

Record source categories: Sources of information contained in this 
system are those employees who prepared the document on which 
a news release is based. 

Systems exempted from certain provisions of the act: None. 

JL'STICE/PRC • 001 
System name: Docket, Scheduling and Control. 

System location: Records are maintained at each of the Regional 
Offices for inmates incarcerated in and persons under supervision 
in each region, except for the National Appeals Board docket main¬ 
tained in Washington. All requests for records should be made to 
the appropriate regional office or Headquarters at the following ad¬ 
dresses: United States Parole Commission; Scott Plaza II; Industri¬ 
al Highway; 6th Floor; Philadelphia, Pennsylvania 19113; United 
States Parole Commission; 3500 Greenbriar Parkway, Bldg. 300; At¬ 
lanta, Georgia 30331; United States Parole Commission; 320 First 
Street; Washington, D.C. 20537; ATTN: National Appeals Board; 
United States Parole Commission; KCI Bank Bldg; 8800 N.W. 
112th Street; Kansas City, Missouri 64153. United States Parole 
Commission; 3883 Turtle Creek Blvd. Suite I: Dallas, Texas 75219. 
United States Parole Commission; 330 Primrose Drive - 5th Floor; 
Burlingame, Calif. 94010. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General who 
have become eligible for parole. Former inmates includes those 
presently under supervision as parolees or mandatory releasees and 
those against whom a revocation warrant has been issued. 

Categories of records in the system: (a) Docket Sheets - Each re¬ 
gion and the National Appeals Board in Washington maintain a cu¬ 
mulative series of Docket sheets in time sequence showing Com¬ 
mission Action. Principal data elements are name and register 
number of inmate, offense, sentence, and previous and present Ac¬ 
tion. The Appeal Docket includes the date and type of appeal in ad¬ 
dition to much of the above data. These provide a continual 
running record of the basic data elements per inmate and former in¬ 
mate. (b) Hearing Schedules - When inmates become eligible for 
parole through operation of law, their names appear on an eligibili¬ 
ty list prepared by the Bureau of Prisons, for initial parole hearings. 
Inmates denied parole are 'continued' by the Commission to future 
dates for review hearings or record reviews. There is a legal 
requirement for record reviews of certain inmates at the 1/3 point 
of their sentences. Other types of hearings and reviews are pro¬ 
vided for in the Code of Federal Regulations as part of parole 
rescission or revocation procedures. All of the different types of 
hearings and reviews are placed on schedules for panels of ex¬ 
aminers to process when they visit the various institutions or hold 
'local' hearings. The data elements are similar to those on the 
docket but indicate the number and type of hearing! or review to be 
held instead of the result. 

Authority for maintenance of the system: 18 U.S.C. 4201-4218, 
5005-5041, 28 C.F.R. Part O, Subpart V, and 28 C.F.R. Part 2. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

(a) The dockets provide the basis of answering basic inquiries, 
mostly from within the Parole Commission, as to when a hearing 
came up for an individual and what action was taken. The 
schedules indicate to examiners and prison staff the specific 
hearings and reviews to be prepared for and held. 

(b) In the event that material in this system indicates a violation 
or potential violation of law, whether civil, criminal or regulatory in 
nature, and whether arising by general statute, or by regulation, 
rule or order issued pursuant thereto, the relevant records may be 
referred to the appropriate agency, whether federal, state, local or 
foreign, charged with the responsibility of investigating or prosecut¬ 
ing such violation or charged with enforcing or implementing the 
statute, or rule, regulation or order issued pursuant thereto. 

(c) A record from this system of records may be disclosed to a 
federal, state or local agency maintaining civil, criminal or other 
relevant information if necessary to obtain information relevant to 
an agency decision concerning parole matters. 

(d) A record from this system may be disclosed to a federal agen¬ 
cy, in response to its request, in connection with the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the re¬ 
porting of an investigation of an employee, the letting of a contract, 
or the issuance of a license, grant or other benefit by the requesting 
agency, to the extent that the information is relevant and necessary 
to the requesting agency's decision on the matter. 

(e) Internal Users - Employees of the Department of Justice who 
have a need to know the information in the performance of their 
duties. 

(f) External Users - As noted above, on occasion employees of 
federal, state and local enforcement, correctional, prosecutive, or 
other agencies, and courts may have access to this information. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the U.S. Parole Commission unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the U.S. Parole 
Commission, not otherwise required to be released pursuant to 5 
U.S.C. 552, may be made available to a Member of Congress or 
staff acting upon the Member's behalf when the Member or staff 
requests the information on behalf of and with the consent of the 
individual who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses; Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information stored in the system is on sheets of paper, 
one item per line, stored in folders or binders. An experimental 
program to store such data on tape, disk, or microfiche using ADP 
technology, is in the beginning stages. 

Retrievability: Name, register number, date, institution. Commis¬ 
sion action. 

Safeguards: Copies of dockets and schedules are not dis¬ 
seminated outside of Commission offices and Bureau of Prisons in¬ 
stallations. They are available only to Commission and Bureau em¬ 
ployees on a ‘need to know' basis. Information therefrom may be 
given outside the Department as indicated in the ‘Routine Uses.' If 
so, a letter will be written covering the item disclosed, date, and 
identity of the recipient. If information must be given over the 
phone due to urgency, the caller will be identified beforehand and 
details of the call recorded. 

Retention and disposal: Records in this system are kept for five 
(5) years after the effective date of the schedule or date of the last 
item recorded on the docket. They are then shredded. 

System manager(s) and address: Herman Levy - Attorney- 
Management Analyst; United States Parole Commission; 320 First 
Street N.W., Rm. 342; Washington, D C. 20537. 

Notifkation procedure: Address inquiries to Regional Director at 
appropriate location. For general inquiries, address System 
Manager. The Attorney General has exempted this system from 
compliance with the provisions of Subsection (d), under the provi¬ 
sions of Subsection (j). 

Record source categories: 1) Bureau of Prisons files; 2) Parole 
Commission and Bureau of Prison's employees; 3) Court Records, 
4) Parole Commission inmate files. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (e)(2) and (3), (e)(4KG) and (H), (e)(8), (f) and (g) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a(jK2). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553(b), (c) 
and (e) and have been published in the Federal Register. 

JUSTICE/PRC - 002 
System name: Freedom of Information Act Record System. 
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System location: Records may be retained at any of the Regional 
Offices as indicated in the Inmate and Supervision Files System 
and the Headquarter's Office. AU requests for records may be 
made to the Central Office; United States Parole Commission; 320 
First Street, N.W.; Washington, D.C. 20537; ATTN: Executive 
Assistant to Chairman, or to the appropriate Regional Office. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General, includ¬ 
ing former inmates on supervision. 

Categories of records in the system: I) Administrative Requests 
and Responses to requests for information and records under 5 
U.S.C. 5.52, and appeals from denials of data; 2) Final orders of 
Commission foUoiving all parole rescission and revocation hearings, 
record reviews, and appeals are maintained in the Freedom of In¬ 
formation Act Reading Room at Commission Headquarters with 
names and register numbers removed to protect individual privacy 
of inmates and persons on supervision. Final decisions in labor and 
pension cases are maintained in said reading room. 

Authority lor maiutcMDCc of the system: S U.S.C. SS2. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system is used: a) to 
maintain records' concerning the processing and determination of 
requests for information made pursuant to the Freedom of Informa¬ 
tion Alt 3 u s e. 552; and make final orders available in a reading 
room pursuant to 5 U.S.C. 552; b) to provide documentation of 
receipt and processing requests for information made pursuant to 
the Freedom of Information Act if needed for processing contested 
denials of release of data; c) to furnish information to employees of 
the Department of Justice who have a need for information from 
he system in performance of their duties; d) to maintain a count of 

requests and method of compliance as required by Freedom of In¬ 
formation Act. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F R. 50.2 may be made available from systems of records main¬ 
tained by the U S. Parole Commission unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the U.S. Parole 
Commission not otherwise required to be released pursuant to 5 
use 552, may be made available to a Member of Congress or 
staff acting upon the Member’s behalf when the Member or staff 
requests the information on behalf of and with the consent of the 
individual who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on docu¬ 
ments. 

Retrievability: Documents are indexed by name and/or register 
number. Final orders in the reading room are indexed by type, and 
within each type the source (Region or National Appeals Board). 

Safeguards: Information is stored in file cabinets in rooms super¬ 
vised by day and locked at night and are made available to Com¬ 
mission personnel and other Department of Justice employees on a 
'need to know' basis. Each requestor may see his own file. The 
public may use the reading room. 

Retention and disposal: Records in this system are retained for a 
periiid of ten (10) years after expiration of sentence, then destroyed 
•'y shredding. 

System manager(s) and address: General Counsel; United States 
Parole Commission; 320 First Street, N.W.; Washington, D.C. 
20537 

Notification procedure: Same as the above. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source caleguries: I) Inmates and persons on supervision; 
2) Department of Justice employees. 

Systems exempted from certain provisioas of the act: None. 

JUSTICE/PRC - 003 

System name: Inmate and Supervision Files. 

System location: Records are maintained at each of the Commis¬ 
sion’s Regional Offices for inmates incarcerated in and persons 
under supervision in each region. Records are housed temporarily 
at the (Commission’s Headquarters office located at 320 First 
Street, Washington, D.C. 20537 when used by the National Appeals 
Board or other Headquarter’s personnel. Prior to the first parole 
hearing, the inmate’s file is maintained at the institution at which 
he is incarcerated. All requests for records should be made to the 
appropriate regional office at the following addresses: U.S. Parole 
Commission; Scott Plaza II; Industrial Highway - 6th Floor; 
Philadelphia, Pennsylvania 19113. U.S. Parole Commission; 3500 
Greenbriar Parkway - Bldg. 0300; Atlanta, Georgia 30331. U.S. 
Parole Commission; KCI Bank Bldg.; 8800 N.W. 112th Street; Kan¬ 
sas City, Missouri 64153. U.S. Parole Commission; 3883 Turtle 
Creek Blvd. - Suite I; Dallas, Texas 75219. U.S. Parole Commis¬ 
sion; 330 Primrose Drive - 5th Floor; BurUngame, Calif. 94010. 

Categories of individuals covered by the system: Current and 
former inmates under the custody of the Attorney General. Former 
inmates include those presently under supervision as parolees or 
mandatory releasees. 

Categories of records in the system: 

1. Computation of sentence and supportive documentation. 
2. Correspondence concerning pending charges, and wanted 

status, including warrants. 
3. Requests from other federal and non-federal law enforcement 

agencies for notification prior to release. 
4. Records of the allowance, forfeiture, withholding and restora¬ 

tion of good time. 
5. Information concerning present offense, prior criminal 

background, sentence and parole from the U.S. Attorneys, the 
Federal Courts, and federal prosecuting agencies. 

6. Identification data, physical description, photograph and fin¬ 
gerprints. 

7. Order of designation of institution of original commitment. 
8. Records and reports of work and housing assignments. 
9. Program selection, assignment and performance adjust¬ 

ment/progress reports. 
10. Conduct records. 
11. Social background. 
12. Educational data. 
13. Physical and mental health data. 
14. Parole Commission applications, appeal documentation, or¬ 

ders, actions, examiner’s summaries, transcripts or tapes of 
hearings, guideline evaluation documents, parole or mandatory 
release certificates, statements of third parties for dr against parole, 
special reports on youthful offenders and adults required by statute 
and related documents. 

15. Correspondence regarding release planning, adjustment and 
violations. 

16. Transfer orders. 
17. Mail and visit records. 
18. Personal property records. 
19. Safety reports and rules. 
20. Release processing forms and certificates. 
21. Interview request forms from inmates. 
22. General correspondence. 
23. Copies of inmate court petitions and other court documents. 
24. Reports of probation officers. Commission correspondence 

with former inmates and others, and Commission orders and 
memoranda dealing with supervision and conditions of parole or 
mandatory release. 

25. If an alleged parole violation exists, correspondence 
requesting a revocation warrant, warrant application, warrant, in¬ 
structions as to service, detainers and related documents. 

Authority for maintenance of the system: 18 U.S.C. 4201-4218, 
5005-5041, 28 C.F.R. Part O, Subpart V. and 28 C.F.R. Part 2. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

(a) The file is the ’working tool' used by Parole Commission ex¬ 
aminers to frame the questions at the inmates initial hearing. After 
that hearing, it is placed in the appropriate regional office where it 
provides the principle information source for decisions necessary 
during the pre-release stage (before parole), the review hearing or 
record review, and the post release stage (when supervision takes 
place). It is sent temporarily to Commission Headquarters when ap¬ 
peals come before the National Appeals Board or when needed by 
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Counsel and others on the Headquarters Staff. It is used by em¬ 
ployees at all levels including Commission Members to provide the 
information for decision making in every area of Commission 
responsibility. Files of released inmates are used to make statistical 
studies of subjects related to parole and revocation. 

(b) The system is used to provide information source to officers 
and employees of the Department of Justice who have a need for 
the information in the performance of their duties. 

(c) The system is used to provide information source for disclo¬ 
sure of information that are matters solely of general public record, 
such as offense, sentence data, release date, and etc. Names are 
not disclosed when information is so provided. 

(d) The system is used to provide informational source for 
responding to inquiries from federal inmates involved, their families 
or representatives, or Congressional inquiries. 

(e) Internal Users - Employees of the Department of Justice who 
have a need to know information in the performance of their du¬ 
ties. 

(f) External Users - U.S. Probation Officers, who supervise 
parolees and mandatory releasees, and U.S. District Court judges 
on rare occasions when Commission action is attacked in litigation. 
Very rarely, to enforcement authorities outside of the Department 
of Justice. 

(g) In the event that material in this system indicates a violation 
or potential violation of law, whether civil, criminal or regulatory in 
nature, and whether arising by general statute, or by regulation, 
rule or order issued pursuant thereto, the relevant records may be 
referred to the appropriate agency, whether federal, state, local or 
foreign, charged with the responsibility of investigating or prosecut¬ 
ing such violation or charged with enforcing or implementing the 
statute, or rule, regulation or order, issued pursuant thereto. 

(h) A record from this system may be disclosed to a federal, 
state or local agency maintaining civil, criminal or other relevant in¬ 
formation if necessary to obtain information relevant to an agency 
decision relating to current or former inmates under supervision. 

(i) A record from this system may be disclosed to a federal agen¬ 
cy, in response to its request, in connection with the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the re¬ 
porting of an investigation of an employee, the letting of a contract, 
or the issuance of a license, grant or other benefit by the requesting 
agency, to the extent that the information is relevant and necessary 
to the requesting agency's decision on the matter. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the U.S. Parole Commission unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the U.S. Parole 
Commission, not otherwise required to be released pursuant to 5 
U.S.C. 552, may be made available to a Member of Congress or 
staff acting upon the Member's behalf when the Meniber or staff 
requests the information on behalf of and with the consent of the 
individual who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored on papers 
fastened into file jackets and a minimal amount is on cards stored 
in card file drawers. Active files and card indices are located in 
each region; inactive files are at the Washington Federal Records 
Center and the card index to inactive files is at Board Headquarters 
in Washington. An experimental program to store such data on 
tape, disk or microfiche using ADP technology is in the beginning 
st^es. 

Retrievability: All data is indexed by name and/or register 
number. When ADP technology is used in the future, such data 
may be available by Social Security Number, FBI identification 
number, or other indices. 

Safeguards: Within the Department of Justice, routine use is 
made available to employees only on a ‘need to know' basis. Files 
me stored in rooms which arc supervised by day and locked at 

night. Data from files for recipients outside of the Parole Commis¬ 
sion and Bureau of Prisons is conveyed by letter so that a record 
exists. When files are sent they are covered by a letter with a fol¬ 
low-up on return of the file. Such disclosure is infrequent, and is 
within the federal enforcement-prosecution-judicial area only. 

Retention and disposal: Records in this system are retained for a 
period of ten (10) years after expiration of sentence, then destroyed 
by electronic means or shredding. 

System manager(s) and address: Herman Levy - Attorney- 
Management Analyst; United States Parole Commission; 320 First 
Street, N.W. - Rm. 342; Commission D.C. 20537. 

Notification procedure: Address inquiries to Regional Director at 
appropriate location. For general inquiries, address System 
Manager. The Attorney General has exempted this system from 
compliance with the provisions of Subsection (d) under the provi¬ 
sions of Subsection (j). 

Record source categories: 1. Individual inmate; 2. Federal law en¬ 
forcement agencies and personnel; 3. State and federal probation 
services; 4. Non-Federal law enforcement agencies; 5. Educational 
institutions; 6. Hospital or medical sources; 7. Relatives, friends 
and other interested individuals or groups in the community; 8. 
Former or future employers; 9. Evaluations, observations, reports, 
and findings of institution supervisors, counselors, boards and com¬ 
mittees, Parole Commission examiners. Parole Commission Mem¬ 
bers; 10. Federal Court records; II. U.S. Bureau of Prisons person¬ 
nel and records. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (e)(2) and (3), (e)(4)(G) and (H), (e)(8), (f) and (g) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a (jK2). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553(b). (c) 
and (e) and have been published in the Federal Register. 

JUSTICE/PRC - 004 

System name: Labor and Pension Case, Legal File and General Cor¬ 
respondence System. 

System location: All Labor and Pension cases, and Legal file and 
some general correspondence material is located at; Commission 
Headquarters; 320 First Street, N.W.; Washington, D.C. 20537. The 
balance of the general correspondence material is located at the 
Commission's Regional Offices, the addresses of which arc 
specified in the Inmate and Supervision System. 

Categories of individuals covered by the system: All applicants for 
exemptions under 29 U.S.C. 504 and 29 U.S.C. 1111, all persons 
litigating with the U.S. Parole Commission, all persons correspond¬ 
ing with the Commission on subjects not amenable to being filed in 
an inmate or supervision file identified by an individual, and all 
congressmen inquiring about constituents. 

Categories of records in the system: The Commission processes 
applications, of persons convicted of certain crimes for exemptions 
to allow their employment in the Labor field under 29 U.S.C. 504 
or by Employee Benefit Plans under 29 U.S.C. 1111. The files con¬ 
tain memoranda, correspondence, and legal documents with infor¬ 
mation of a personnel nature, i.e., family history, employment his¬ 
tory, income and wealth, etc., and of a criminal history nature, i.e., 
record of arrests and convictions, and details as to the crime which 
barred employment. The final decision of the Commission in each 
case is a public document under the Freedom of Information Act. 
The Counsel's Office of the Parole Commission maintains work 
files for each inmate or person on supervision who is litigating with 
the Commission. These files contain personnel and criminal history 
type data regarding inmates, and internal communications among 
attorneys. Members and others developing the Commission's legal 
position in these cases. Files of the Commission's correspondence 
with Congressmen who inquire about groups of constituents who 
have paroles or revocations pending or other subjects are main¬ 
tained in the Chairman's Office and in the regions. Files of cor¬ 
respondence, notes, and memoranda concerning parole revocation 
and related problems are also maintained in those locations. Some 
of this material duplicates material in the inmate files and contains 
personnel-criminal history type information about individuals. 

Authority for maintenanee of the system: These files are main¬ 
tained pursuant to 18 U.S.C. 4201-4218, 5005-5041, 28 C.F.R Part 
O, Subpart V, 28 C.F.R. Parts 2 and 4, 29 U.S.C. 504, 1111, and all 
statutory sections and procedural rules allowing inmates, persons 
under supervision, or others to litigate with the Parole Commission. 

Routine uses of records maintained in the system, including catego* 
ries of users and the purposes of such uses: Within the Parole Com- 
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mission material in this system is used respectively by Counsel's 
Office staff and Commission Members in processing exemption ap- 
pbcatiuns. The legal file material is used by Counsel’s Office staff 
in asserting the litigation position of the Commission. The general 
correspondence is used by Commission personnel in responding to 
Congressmen, and by Commission Members and others in transact¬ 
ing the day-to-day business of the Commission. Final pension and 
labor case decisions are used by the Commission, the Justice, and 
l abor Departments, and the public to. establish precedents in this 
field of litigation In the event that material in this system indicates 
a violation or potential violation of law, whether civil, criminal or 
regulatory in nature, and whether arising by general statute, or by 
regulation, rule or order issued pursuant thereto, the relevant 
records may he referred to the appropriate agency, whether 
federal, state, local or foreign, charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing the statute, or rule, regulation or order issued pur¬ 
suant thereto A record from this system of records may be dis¬ 
closed to a federal, state or local agency maintaining civil, criminal 
or other relevant information if necessary to obtain information 
relevant to an agency decision relating to pension or labor matters. 
A record from this system may be disclosed to a federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant or other benefit by the requesting agen¬ 
cy, to the extent that the information is relevant and necessary to 
the requesting agency's decision on the matter. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50 2 may be made available from systems of records main¬ 
tained by the U S. Parole Commission unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the U S. Parole 
Commission, not otherwise required to be released pursuant to 5 
U S C 5.52, may be made available to a Member of Congress or 
staff acting upon the Member’s behalf when the Member or staff 
requests the information on behalf of and with the consent of the 
mdividual who is the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, acces.sing, retaining, 
and disposing of records in the system: 

Storage: All data is on documents or other papers in bound files, 
l abor and pension case material is in Counsel’s Office or the 
Chairman’s Office at Headquarters, except for final decisions 
which are in the Freedom of Information Act reading room. Legal 
files are in Counsel's Office at Headquarters, general correspon- 
derfee is in the Chairman’s Office, the office of his staff at 
Headquarters, and the offices of each regional director. Files arc in 
file cabinets. 

Retrievability: Labor, pension, and legal file material is indexed 
or filed by name of applicant or litigant, respectively. General cor¬ 
respondence is indexed or filed by subject, time sequence or in¬ 
dividuals to whom the items refer. 

Safeguards: Material is available only to Commission employees 
on a ’need to know' basis. Storage locations are supervised by day 
and locked at night Only disclosure made therefrom is to other 
agencies of the I>cpartment of Justice, the U.S. Probation Office, 
federal enforcement agencies or the Congress. Disclosure to con¬ 
gressmen in response to inquiries concerning constituents is subject 
to the exemptions of the Freedom of Information Act. The Com¬ 
mission Decisions in labor and pension cases are public information 
under the Freedom of Information Act. 

RetentioB and disposal: Records are maintained for 10 years and 
are shredded or destroyed electronically thereafter. 

System mauagerts) 'and address: Herman Levy; Attor¬ 
ney/Management Analyst; United States P-irole Commission; 320 
First Street, N W - Rm. 342; Washington, D C. 20537. 

Record soorce rategories: a. Applicants for Exemptions under 29 
L’ SC 504 and 29 U.S.C. Mil; b. U.S. Department of Labor, c. 

Administrative Law Judges and others connected with labor or pen¬ 
sion cases; d. Litigants proceeding against Parole Commission; e. 
The Commission’s legal staff and other Commission personnel; f. 
Congressmen and others making inquiries of Commission; g. Com¬ 
mission Members and employees responding to inquiries, cor¬ 
responding with others, preparing speeches, policy statements and 
other means of contact with other branches of the Federal Govern¬ 
ment, state and local governments, and the public. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cH3) and (4), 
(d), (eK2) and (3). (4KG) and (H), (eK8). (f) and (g) of the Privacy 
Act pursuant to 5 U.S.C. 552a (j)(2). Rules have been promulgated 
in accordance with the requirements of 5 U.S.C. 553(b). (c) and (e) 
and have been published in the Federal Register. 

Jl STICE/PRC - 005 

System name: Office Operation and Personnel System. 

System location: At each regional office as indicated in the 
'Inmate and Supervision File System Report' and at the; United 
States Parole Commission; 320 First Street, N.W.; Washington, 
D C. 20537. 

Categories of individuals covered by the system: Present and 
former Commission Members and employees of the United States 
Parole Commission. 

Categories of records in the systen: Personnel records, leave 
records, property schedules, budgets and actual expense figures, 
obligation schedules, expense and travel vouchers, and the balance 
of the usual paperwork to run a government office efficiently. 

Authority for maintenance of the system: All statutory sections, 
C.F.R. sections, and CSC, GSA, and OMB directives establishing 
procedures for government personnel, financial, and operational 
functions. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Day to day activity in¬ 
volving personnel, financial, procurement, maintenance, record¬ 
keeping, mail delivery and management functions. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be release pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, inchiding catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage; Records are in paper files or on computer printouts - 
They arc stored in operations areas of offices. 

Retrievability: Data of a personal nature is in employee personnel 
files, used by Commission personnel on a ‘need to know* basis. 
Each employee has a right to see his own file on request. Other 
files are used by Commission personnel on a ‘need to know' basis. 

Safeguards: Files are supervised by appropriate personnel during 
the working day and are in locked rooms at night. 

Retention and disposal: Subject to applicable CSC, OMB, DOJ, 
and GSA regulations. 

System manager(s) and address: Executive Assistant to the Chair¬ 
man; United States Parole Commission; 320 First Street, N.W. - 
Rm. 354B; Washington, D C. 20537. 

Notification procedure: Same as the above. 

Record access procedures: Same as the above. 

Contesting record procedures: Same as the above. 

Record source categories: Parole Commission employees. Office 
of Management and Finance. All other contributing government 
agencies. 
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Systems exempted from certain provisions of the act: None. 

Jl STICE/PRC - 006 

System name: Statistical, Educational and Developmental System. 

System location: Parole Commission Headquarters; .120 First 
Street - 3rd Floor; Washington, D.C. 20537. 

Categories of individuals covered by the system: Any inmate or 
former inmate under custody of the Attorney General including 
former inmates supervised as parolees or mandatory releasees. 

Categories of records in the system: All records as described in 
the Workload Record, Decision Result, and Annual Report System 
plus data on additional input forms known as Revocation Data 
Sheets, Parole Decision Information Sheet, certain follow-up forms 
and the Salient Factor Worksheet Form. These forms include 
criminal history-type data elements regarding specific individuals 
selected from the above category of individual. This data is either 
organized and processed by hand or is input into a computer 
through punch cards and has been .used to provide the following 
one-time reports in phamphlet-text form: a) Administrative Review 
of Parole Selection and Revocation decisions; b) Parole Decision 
Making, a Salient Factor Score; c) Effect of Representation at 
Parole Hearings; d) Parole Decision Making - Structuring Discre¬ 
tion; e) Time Served and Release Performance - A Federal Sample 
and certain additional reports, all available in the public reading 
room. The data base collected as described in this and the preced¬ 
ing system will be used to prepare studies on similar or related sub¬ 
jects in the future. It has recently been used to develop revocation 
guidelines similar to parole guidelines. Items collected for this data 
base may change depending on the subject matter of new studies to 
be undertaken by the Commission. 

Authority for maintenance of the system: 18 U.S.C. 4201-4218, 
5005-5041, 28 C.F.R. Part O, Subpart V, 28 C.F.R. Part 2. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

a. Internal - Develop methodology for a more scientific deter¬ 
mination of parolability and revocability, methodology to comply 
with changing concepts of due process, and methodology to select 
persons to be released from prison who will be less likely to 
recidivate. 

b. External - Add to the general body of knowledge in the parole 
area of criminology, and provide educational material for other 
parole .boards, and members of the criminal justice and academic 
communities interested in this subject. Published pamphlets in text 
form are prepared on subjects of interest in this area of criminolo¬ 
gy and are circulated freely. They contain no references to in¬ 
dividuals, either by name, address, register number or other means 
of identification. They do not contain recognizable fact situations, 
descriptions, or other writings through which identification of any 
individual within the present or former jurisdiction of the Parole 
Commission can be made. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to. 28 
C.F.R. 50 2 may be made available from systems of records main¬ 
tained by the U.S. Parole Commission unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the U.S. Parole 
Commission not otherwise required to be release pursuant to 5 
U.S.C. 552, may be made available to a Member of Congress or 
staff acting upon the Member’s behalf when the Member or staff 
requests the information on behalf of and with the consent of the 
individual who is the subject of the record. 

. Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be discibsed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Data is in input forms, IBM card decks at>d on computer 
tape. It is stored as described in the preceding system description - 
Pamphlet text reports are public documents stored in offices, libra¬ 
ries, and in bookshelves, and in the public reading room. 

RetrievabRity: Information by name, register number or FBI 
identification number may be retrieved from the input forms, card 
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decks, or tape. This material is used only by authorized parole 
board iCicarch personnel on a ‘need to know' basis and is data 
processed only by authorized Bureau of Prisons personnel. Material 
is not retrieved in identifiable form except that computer produced 
'hard copy' may be used as a temporary expedient to prepare a re¬ 
port. The final pamphlet-text reports and material resulting from 
studies are used by Commission Personnel for internal purposes 
and the public externally. None of this material contains any 
reference to an individual. One source form, the Salient Factor 
Worksheet, which contains information retrievable as to one in¬ 
dividual is made available to that individual if requested under the 
Freedom of Information Act. 

Safeguards: See ‘Safeguards' of preceding system regarding input 
forms, IBM cards or tape. Reports in pamphlet form are not 
safeguarded. 

Retention and disposal: See ‘Retention and Disposal' of preceding 
system. The studies in pamphlet form are not disposed of on 
schedule. Some will be maintained perpetually in archives. 

System manager(s) and address: Research Director; U.S. Parole 
Commission; 320 First Street, N.W.; Room 366; Washington, D C. 
20537. 

Record source categories: a. Commission inmate files; b. Docket 
Sheets; c. Commission Notices Notices of Action, orders and docu¬ 
mentation following hearings; d. Commission warrant applications 
and warrants; e. General Commission records and data; f Enforce¬ 
ment agency records regarding former inmates. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cM3) and (4). 
(d), (eK2) and (3), (eK4)(G) and (H), (eK8), (f) and (g) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a (j)(2). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553(b). (c) 
and (e) and have been published in the Federal Register. 

Jl’STICE/PPC - 007 

System name: Workload Record, Decision Result, and Annual Re¬ 
port System. 

System location: U.S. Parole Commission Headquarters, 320 First 
Street, 3rd Floor; Washington, D.C. 20537. 

Categories of individuals covered by the system: Any inmate and 
parolee or mandatory releasee who has been the subject of a deci¬ 
sion for the period covered in the report for which the data is used 
(prior month, prior quarter, or prior year). 

Categories of records in the system: Certain original input forms 
indicate the inmate or person under supervision by name and re¬ 
gister number and give the date and specific statistical detail as to 
the decision made. They include criminal history type of informa¬ 
tion regarding the persons in question. Types of decisions covered 
in order of the form numbers above are after bearing or record 
review, after recommendation, after Regional Appeal, after Na¬ 
tional Appeal, and after a decision reopening and modifying. The 
data is input into a computer through punch cards and is used to 
provide the following: (a) A monthly report of workload containing 
number and type of bearings per region further broken out by in¬ 
stitutions within regions and type of sentence; (b) A quarterly re¬ 
port on decision results indicating, among other statistics, number 
and type of decisions within, above, and below guidelines broken 
out by examiners making the decisions; (c) Together with hand 
posted data on other items of statistical value, this data is being 
used to create the Annual Report of the Commission. 

Authority for maintenance of the system: 18 U.S.C. 4201-4218, 
5005-5041,28 C.F.R. Part O, Subpart V, 28 C.F.R. Part 2. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

(a) These records are used internally to analyze work product, 
the performance of evaluators, and various types of procedures and 
hearings and to evaluate the guidelines themselves. 

(b) These records are used to prepare an annual report to the At¬ 
torney General and Congress and the public indicating in quantita¬ 
tive and qualitative terms Commission activity and accomplishment. 

(c) In the event that material in this system indicates a violation 
or potential violation of law, whether civil, criminal or regulatory in 
nature, and whether arising by general statute, or by regulation, 
rule or order issued pursuant thereto, the relevant records may be 
referred to the appropriate agency, whether federal, state, loc^ or 
foreign, charged with the responsibility of investigating or prosecut¬ 
ing such violation or charged with enforcing or implementing the 
statute, rule, regulation or order issued pursuant thereto. 
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(d) A record from this system of records may be disclosed to a 
federal, state or local agency maintaining civil, criminal or other 
relevant information if necessary to obtain information relevant to 
Parole Commission matters. 

(e) A record from this system may be disclosed to a federal agen¬ 
cy, in response to its request, in connection with the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the re¬ 
porting of an investigation of an employee, the letting of a contract, 
or the issuance of a license, grant or other benefit by the requesting 
agency, to the extent that information is relevant and necessary to 
the requesting agency's decision on the matter. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50 2 may be made available from systems of records main¬ 
tained by the U S Parole Commission unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the U.S Parole 
Commission not otherwise required to be released pursuant to 5 
U.SC. 552, may be made available to a Member of Congress or 
staff acting upon the Member's behalf when the Member or staff 
requests the information on behalf of and with the consent of the 
individual who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper input forms are stored in folders only until infor¬ 
mation from them is punched into cards. Data is stored principally 
on punch cards and plans are being developed to convert it to tape 
storage Monthly and quarterly reports in the form of computer 
printouts are filed in folders Annual report is in book form and 
stored in library shelves 

Retrievability: Data in this system can be retrieved by inmate's 
name and register number from the original input forms, IBM card 
decks, and planned tape substitute for card decks. It is only 
retrieved by region, by examiner, by type of decision made or hear¬ 
ing held, by relation to the guidelines and other similar means ex¬ 
cept for individual case retrievability in the guideline section of the 
quarterly report Except for this, there is no output from this 
system now produced in which any information is identifiable by 
the name or register number of any person. Such identification ex¬ 
ists in the input and storage data area. 

Safeguards: Data on forms and IBM cards and/or tape retrievable 
by individual is stored in the Research Sections Office in cabinets. 
Research personnel (all selected Commission employees) supervise 
this data by day and use it on a 'need to know' basis. The room 
where it is stored is locked outside of office hours, and the entire 
Headquarters building is guarded and secured. Monthly and quar¬ 
terly reports are for use of the Chairman, his Executive Assistant 
and Commission Members and professional personnel. No informa¬ 
tion thereon is retnevable as pertaining fo any individual except 
certain breakouts by Parole Commission employee examiners and 
by inmate in the guideline section of the quarterly reports. These 
printouts are stored in the Commission Headquarters offices, all of 
which are supervised by day, locked at night, and are in a secured 
building. The Annual Report contains no information identifiable by 
individual and is a public document. 

Relenlioo and disposal: Completed input forms - Until data is 
keypunched into 1MB cards - usually one month after forms are 
completed. They are then destroyed; 2. IBM card decks or planned 
tape substitute - Ten years after preparation, cards will be 
destroyed - tape degaussed, 3. Prmtouts of annual and quarterly re¬ 
ports - 10 years; 4 .Annual Reports - Some copies retained per¬ 
petually in Archives 

System manager(s) and address: Executive Assistant to the Chair¬ 
man; Rm. 354-B; U.S Parole Commission; 320 First Street, N.W.; 
Washington. D C. 20537. 

Record source categories: (a) Commission inmate files; (b) Docket 
sheets; (c) Commission notices of action, orders and documentation 
following bearings; (d) Commission warrant applications and war¬ 
rants; (e) General Commission records and data. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (eK2) and (3). (e)(4KG) and (H), (eK8). (f) and (g) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a (jK2). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553(b), (c) 
and (e) and have been pubUshed in the Federal Register. 

JUSTICE/INS - 001 

System name: THE IMMIGRATION AND NATURALIZATION 
SERVICE INDEX SYSTEM WHICH CONSIST OF THE 
FOLLOWING SUBSYSTEMS. 

A. Agency information control record index. 
B. Alien address report index. 
C. Alien enemy index. 
D. Automobile decal parking identification system for employees. 
E. Centralized index and records relating to, but not limited to 

aliens lawfully admitted for permanent residence and United States 
citizens (Master index). 

F. Congressional Mail Unit correspondence control index. 
G. Document vendors and alterers index (Service documents). 
H. Enforcement branch indices; 

I. Air detail office index system. 
2 Anti-smuggling index (general). 
3. Anti-smuggling information centers systems for Canadian 

and Mexican borders. 
4. Border Patrol Academy index. 
5. Border Patrol sectors general index system. 
6. Contact index. 
7. Criminal, immoral, narcotic, racketeer, and subversive 

indices. 
8. Enforcement correspondence control index. 
9. Fraudulent document center index system. 
10. Informant index. 
II. Suspect third party index. 

I. Examinations correspondence control index. 
1. Branch indices. 
2. Service lookout system. 

J. Extension training program enrollees. 
K. Finance section indices. 

1. Accounts with creditors. 
2. Accounts with debtors. 

L. Freedom of Information correspondence control index 
M. Intelligence index. 
N. Microfilmed manifest records 
O. Naturalization and citizenship indexes. 

1. Naturalization and citizenship docket cards. 
2. Examiner's docket lists of petitioners for naturalization. 
3. Master docket list of petitons for naturalization pending one 

year or more. 
P. Personnel investigations index. 
Q. Procurement - property issued employees. 
R. Security system access clearance information index system. 
S. White House and Attorney General correspondence control 

index. 
T. Health Record System. 
U. Personal Data Card System. 
V. Compassionate Cases System. 
W. Emergency Reassignment Index. 
X. Alien Documentation Identification and Telecommunication 

(ADIT) System. 

System location: 

A. Central Office; 425 'I' Street; N.W. Washington; D.C. 20536. 
B. Regional Offices: 

1. Burlington, Vermont 
2. Fort Snelling, Twin Cities, Minnesota 
3. Dallas, Texas 
4. San Pedro, California 

C. District Offices in the United States: 
1. Anchorage, Alaska 
2. Atlanta, Georgia 
3. Baltimore, Maryland 
4. Boston, Massachusetts 
5 Buffalo, New York 
6. Chicago, Illinois 
7. Cleveland, Ohio 
8. Denver, Colorado 
9. Detroit, Michigan 

'10. El Paso, Texas 
11. Hartford, Connecticut 
12. Helena, Montana 
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13. Honolulu, Hawaii 
14. Houston, Texas 
15. Kansas City, Missouri 
16. Los Angeles, California 
17. Miami, Florida 
18. Newark, New Jersey 
19. New Orleans, Louisiana 
20. New York, New York 

I 21. Omaha, Nebraska 
i 22. Philadelphia, Pennsylvania 

23. Phoenix, Arizona 
24. Portland, Maine 
25. Portland, Oregon 
26. St. Albans, Vermont 
27. St. Paul, Minnesota 
28. San Antonio, Texas 
29. San Diego, California 
30. San Francisco, California 
31. San Juan, Puerto Rico 
32. Seattle, Washington 
33. Washington, D.C. 

D District offices in foreign countries 
1. Hong Kong, B C.C. 
2. Mexico City, Mexico 
3. Rome, Italy 

F. Sub Offices' 
1. Agana, Guam 
2. Albany, New York 
3. Cincinnati Ohio 
4 Dallas, Texas 
5. Hammond, Indiana 
6. Harlingen, Texas 
7. Las Vegas, Nevada • 
8. Memphis, Tennessee 
9 Milwaukee, Wisconsin 
10. Norfolk, Virginia 
11. Pittsburgh, Pennsylvania 
12. Providence, Rhode Island 
13. Reno, Nevada 
14. St. Louis, Missouri 
15. Salt Lake City, Utah 
16. Spokane, Washington 

F. Border Patrol Sector Headquarters: 
1. Blaine, Washington; 
2. Buffalo, New York; 
3. Chula Vista, California; 
4. Del Rio, Texas; 
5. Detroit, Michigan; 
6. El Centro, California; 
7. El Paso, Texas; 
8. Grand Forks, North Dakota; ' 
9. Havre, Montana; 
10. Houlton, Maine; 
11. Laredo, Texas; 
12. Livermore, California; 
13. Marfa, Texas; 
14. McAllen, Texas; 
15. Miami, Florida; 
16. New Orleans, Louisiana; 
17. Ogdensburg, New York; 
18. Spokane, Washington; 
19. Swanton, Vermont; 
20. Tucson, Arizona; 
21. Yuma, Arizona 

G. Border Patrol Academy - Los Fresnos, Texas 
H. Charlotte Amalie, St. Thomas, Virgin Islands 
I. Sub offices in foreign countries: 

1. Athens, Greece 
2. Frankfurt, Germany 
3. Naples, Italy 
4. Palermo, Italy 
5. Rome, Italy 
6. Tokyo, Japan , 
7. Vienna, Austria 

J. El Paso Intelligence Center (EPIC) El Paso, Texas. Ad¬ 
dresses of each office are listed in the telephone directories of the 
respective cities listed above under the heading ‘United States 
Government, Immigration and Naturalization Service*. 

Categories of individuals covered by the system: 

A. Agency information control record index (Location A, supra) 

I United States citizens, resident and non-resident aliens 
named in documents classified for National Security reasons. 

2. Individuals referenced in documents classified for National 
Security reasons. 

B Alien address reports (Form 1-53), 1975 and subsequent years. 
(Location A, supra); 1974 and previous years (Locations; C, D, and 
H supra). 

C. Alien enemy index (Location: A supra) 
1. Alien enemies who were interned during World War II. 
2. Americans of Japanese ancestry (Nisei) who returned to 

Japan and, during World War II, either accepted 
employment by the Japanese Government or became 
naturalized in Japan. 

D. Automobile decal parking identification for employees. 
(Location B-4 supra). 

Current Service employees of this office who have the 
privilege of parking their cars on government premises, have 
a decal for their cars for parking identification. 

E. Centralized index (Master index). (Locations; A, C, D, E and 
1 supra) 

I. Aliens lawfully admitted for permanent residence, and 
United States citizens: and individuals who arc under 
investigation, were investigated in the past, or who are 
suspected of violating the criminal or civil provisions of 
treaties, statutes. Executive orders and Presidential 
proclamation administered by the Immigration and 
Naturalization Service, hereinafter referred to as the 
Service, and witnesses and informants having knowledge of 
such violations. 

E. Congressional Mail Unit (Location A, supra) 
1. Aliens lawfully admitted (or permanent residence and United 

States citizens named in correspondence received including, 
but not necessarily limited to: a. employees and past 
employees; b. federal state and local officials; and c. 
members of the general public. 

2. Aliens lawfully admitted for permanent residence and United 
States citizens named in reports or correspondence received, 
as individuals investigated in the past'or under active 
investigations for, or suspected of violations of, the criminal 
or civil provisions of statutes enforced by the Service, 
including Presidential proclamations and Executive orders 
relating thereto, and witnesses and informants having 
knowledge of violations. 

G. Document vendors and alterers index (Service documents) 
(Location B-4; duplicates are housed in several Service offices in 
the southwest region). This index relates to, but is not limited to, 
aliens lawfully admitted for permanent residence and United States 
citizens. 

H. Enforcement Branch Indices 
1. Group one - (Locations: A, B, C and E, supra) - contact 

index; informant index; anti-smuggling index (General); 
criminal, immoral, narcotic, racketeer and subversive 
indices; and suspect third party index - all relate to same 
general categories of individuals as follows: 

(a) Aliens lawfully admitted for permanent residence, and 
citizens who are in a position to know or learn of, and assist 
in locating aliens illegally in the United States. 

(b) Aliens lawfully admitted for permanent residence, and 
citizens who are former or present members of an 
organization subversive in nature, whether foreign or 
domestic, and are willing to appear as government witnesses 
to testify as to their knowledge of an individual’s 
membership therein, or as to the nature, aims and purpose of 
the organization, or as to the identification, publication, 
distribution and authenticity of the literature of such 
organization, or are in possession of information relative to 
such organization or on specific individuals and are willing to 
cooperate with the Immigration and Naturalization Service, 
or who although they have not been members of subversive 
organizations, are in possession of information relating to 
such organizations or members thereof, and are willing to 
cooperate with the Service on a continuing basis; 

(c) Aliens lawfully admitted for permanent residence, and 
citizens who are known or suspected of being professional 
arrangers, transporters, harborers, and smugglers of aliens, 
who operate or conspire to operate with others to facilitate 
the surreptitious entry of an alien over a coastal or land 
border of the United States and witnesses having knowledge 
of such matters; 
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(d) Aliens lawfully admitted for permanent residence and 
citizens uho are known or suspected of being habitual or 
notorious criminalsu immorals, narcotic violators or 
racketeers, or subversive functionaries or leaders; 

(e) Aliens lawfully admitted for permanent residence, and 
citizens who are known, or are believed, to be engaged in 
fraud operations involving the preparation and submission of 
visa petitions and other applications for Service benefits, or 
the preparation and submission of applications for immigrant 
visas and/or Department of Labor certifications, or the filing 
of false United States birth registrations for alien children to 
enable parents who are immigrant visa applicants to evade 
the labor certification requirements or to enable such 
children to pose as citizens. 

2. Group two — relate^o specific categories of individuals as 
follows; 

(a) Air detail office index system (Location; J, supra) (I) The 
majority of the system contains information relating to 
United States citizens and aliens lawfully admitted for 
permanent residence who are pilots and/or owners of private 
aircraft and who have engaged in flying between the United 
States and foreign countries. (2) The system also contains 
information of an investigative nature relative to pilots, 
owners, and associates, including United States citizens and 
aliens lawfully admitted for permanent residence, who 
engage in, or are suspected of being engaged in, illegal 
activity, such as alien smuggling or entry without inspection. 

(b) Anti-smuggling information centers for the Canadian border 
and Mexican border. (Location; Northern Border; F-19, 
supra - Southern Border; J, supra). Categories of individuals 
include United States citizens and aliens lawfully admitted 
for permanent residence who are smugglers or transporters 
of illegal aliens, of who arc suspects in the violation of 
statutes relating to smuggling and transporting illegal aliens. 

(c) Border Patrol Academy index system — (Location; G, 
supra). United States citizens who are; students in 
attendance at the Border Patrol Academy; former students 
who have attended the Academy; and officers attending 
advanced training classes at the Academy. 

(d) Border Patrol Sectors general index -- (Locations: F, 
supra). (I) United States citizens who are past or present 
employees of the Service; and (2) United States citizens and 
aliens lawfully admitted for permanent residence classified 
as law violators, witnesses, contacts, informants, members 
of the general public, federal, state, county and local 
officials. 

(e) Fraudulent Document Center index system — (Location: J, 
supra). The system contains information relating to United 
States citizens and/or aliens lawfully admitted for permanent 
residence categorized as members of the general public. 
Notaries Public, state and local birth registration officials 
and employees, immigration law violators, vendors of 
documents, donors of documents, midwives and witnesses. 
Also included in the system are names and information of 
fictitious non-existent individuals such as may be used by 
counterfeiter or alterer of citizenship documents. 

3. Group three — 
(a) Enforcement correspondence control index — (Location; A, 

supra " Associate Commissioner, Enforcement). (1) Aliens 
lawfully admitted for permanent residence and citizens of ' 
the United States named in correspondence received, 
including but not necessarily limited to: a. employees and 
past employees; b. federal, state, and local ofHcials; and c. 
members of the general public. (2) Aliens lawfully admitted 
for permanent residence and citizens of the United States 
named in documents, reports or correspondence received as 
individuals under investigation, or investigated in the past, or 
suspected of violation of the criminal or civil provisions of 
the statutes enforced by the Service, including Presidential 
Executive Orders and Proclamations relating thereto, and 
witnesses and informants having knowledge of violations. 

I. Examinations branch indexes (Location: A, supra (duplicates 
are in some local offices)) Aliens lawfully admitted for permanent 
residence and United States citizens and individuals who are viola¬ 
tors or suspected violators of the criminal or civil provisions of 
statutes enforced by the Service. 

J. Extension training program enrollees (Location; A, supra) con¬ 
tains the names of Service employees, and other federal agency 
employees enrolled in extension training program courses. 

K. Finance Section indexes — (Locations: A and B, supra) 

1. Individuals who are indebted to the United States 
Government for goods, services, or benefits or for 
administrative fines and assessments; 

2. Employees who have received travel advances or 
overpayments from the United States Government, who arc 
in arrears in their accounts, or who are liable for damage to 
Government property, 

3. Vendors who have furnished supplies, material, equipment 
and services to the Government; 

4. Employees, witnesses and special deportation attendants 
who have performed official travel; and 

5. Employoees and individuals who have a valid claim against 
the Government. 

L. Freedom of Information correspondence control index 
(Locations; A; B; C; D; E; F; G; H and I, supra) Individuals who 
request, under the Freedom of Information Act, access to, or co¬ 
pies of, records maintained by the Service. 

M Intelligence index — (Locations; A and B, supra) Aliens who 
have been lawfully admitted to the United States for permanent re¬ 
sidence and United States citizens, who have, or who are suspected 
of having, violated the criminal or civil provisions of the statutes 
enforced by the Service. 

N. Microfilmed manifest records — (Locations: A, C-26, C-IO, C- 
20, and C-29, supra) Aliens lawfully admitted for permanent re¬ 
sidence to the United States and United States citizens. 

O. Naturalization and citizenship indexes. 
1. Naturalization and citizenship docket cards (Locations: C 

and E supra, except E-6, 7, 8 and 13). Aliens lawfully 
admitted for permanent residence and citizens of the United 
States, and other individuals seeking benefits under Title III 
of the Immigration and Nationality Act of I9S2, as amended. 

2. Examiner's docket lists of petitioners for naturalization. 
(Locations: C and E supra* Except E- 6, 7, 8, and 13.) 
Petitioners for naturalization and beneficiaries 

3. Master docket list of petitioners for naturalization pending 
one year or more. (Locations; A, B, C and E supra. Except 
E-6, 7, 8 and 13.) Petitioners for naturalization and 
beneficiaries. 

P. Personnel Investigations — (Location; A, supra) Employees, 
former employees, other Government agency employees designated 
to perform immigration functions, witnesses, informants, and cer¬ 
tain persons having contacts with Service operations. 

Q. Property issued to employees -- (Locations: A, B, C, E and F, 
supra). Employees of the Service who have been issued property 
and have in addition signed for receipt of the property on Form G- 
570. 

R. Security system — (Location: A supra). United States citizens 
and aliens lawfully admitted for permanent residence to the United 
States currently employed with the Service who have been cleared 
for access to documents and materials classified in the, interest of 
National Security. 

S. White House and Attorney General correspondence control 
index - (Location; A, supra). Citizens and aliens lawfully admitted 
for permanent residence to the United States named in correspon¬ 
dence received, including, but not necessarily limited to: (a) em¬ 
ployees and past employees of the Service; (b) federal, state and 
local officials; and (c) members of the general public. 

T. Health Record System (Location; A, supra). Persons at Loca¬ 
tion A, supra, who need health services or who require emergency 
treatment. 

U. Personal Data Card System (Locations; A and B, supra). Em¬ 
ployees and former employees of the Service. 

V. Compassionate Cases System. (Locations: A and B-1 and 4. 
supra). Employees of the Service. 

W. Emergency Reassignment Index (Locations; B, C, E and F). 
Employees of the Service. 

X. Alien Documentation, Identification, and Telecommunication 
(ADIT) system - (Location A, supra). Aliens lawfully admitted for 
permanent residence, commuters and others authorized frequent 
border crossings, nonimmigrant persons other than transients. 

Categories of records in the system: 

A. Agency information coi^trol record index system contains. 
1. Top secret and secret material originated, received or 

transmitted by Service officers that has been classified as 
National Security information including all copies prepared 
from a controlled document. 

2. Confidential material originated by another agency which is 
received by this Service including all copies prepared from a 
controlled document. 
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3. All investigative reports, responses to security checks, and 
material of an intelligence nature concerning individuals, 
organizations, movements, conditions in foreign countries, 
received from sources within the Department of Justice and 
other federal intelligence sources. 

B. Alien address report index. This system contains information 
such as name, address, occupation, date of admission into the 
United States and Alien Registration number. 

C. Alien enemy index. This system contains a microfilm index of 
each file opened on these individuals. 

D. Automobile decal parking identification system for employees 
vehicles. This system contains a list by number of each DJ decal 
;ar sticker issued by the Security Division to regional employees 
who require car parking permission. 

E. Centralized index and records relating to permanent resident 
iliens, and citizens of the United States (Master index). The system 
consists of records relating to the categories of individuals 
Jcscribed in E-l, supra. The records contain various Service forms, 
ipplications and petitions for benefits under the immigration and 
nationality laws, reports of investigation, sworn statements, and re- 
x>rts, correspondence and memoranda. Records which may be ac- 
:essed electronically are limited to index and file locator data in- 
zluding name, identifying number, date and place of birth, date and 
port of entry, coded status transaction data, and location of relating 
records or files. 

F. Congressional mail unit. This system contains a permanent 
index record for each report or piece of correspondence received, 
information maintained in the index of this subsystem is that which 
IS entered on a 3‘ x 5* index card. The index record is solely a loca¬ 
tor reflecting the name of the individual and the number of the file 
in which specific information concerning the individual is main¬ 
tained. 

G. Document vendors and alterers index (Service documents). 
This system consists of *mug book* containing photos of alleged 
immigration law violators involved in the supply of fradulent docu¬ 
ments, and data relating to the pictured violators including: name, 
aliases, vital statistics, method of operation, list of convictions, 
present location, and source material. 

H. Enforcement branch. 
1. Group one — contact index; informant index; anti-smuggling 

index (general); criminal, immoral, narcotic, racketeer and 
subversive indices; and suspect third party index; These 
systems of records are maintained on the following. 

(a) Form G-598, ‘Contact Record*. 
(b) Form G-169, ‘Informant Record*. 
(c) Form G-170, ‘Smuggler Information Index Card*. 
(d) Alphabetical index cards reflecting the name of the 

individual and the file in which specific information 
concerning the individual is housed. Some index cards reflect 
the individual*s biographic data, address, etc., and may 
contain a brief description of the individual's activities. 

2. Group two. 
(a) Air detail office index. The primary record in the system is 

Form I-92A, Report of Private Aircraft Arrival, which is 
executed by the inspecting official upon arrival of a private 
aircraft from foreign territory. There are also indices, forms, 
investigative reports, records, and correspondence relative to 
aircraft arrivals, failure to report for inspection, and known 
or suspected alien smuggling operations wherein aircraft are 
utilized. In addition, microfiche containing names of owners 
of aircraft of United States registry are maintained at this 
location., 

(b) Anti-smuggling information centers for the Canadian and 
Mexican borders. This system contains G-170, Smuggler 
Information Index Card, other index cards, and 
correspondence relating to anti-smuggling activities. Two 
indices of active smugglers are compiled, one for the 
Canadian border and the other for the Mexican border area. 
These indices are in loose leaf booklet form and are 
distributed to Border Patrol offices in the respective border 
areas. 

(c) Border Patrol Academy index. This systenii contains general 
information and correspondence regarding the student’s 
academic progress in training. The information is maintained 
on the foUowing forms. (1) SW 91 - Pfobationary 
Achievement Report. (2) SW 91A - Scholastic Grade 
Worksheets. (3) SW 91B-I0 BTC Achievement Report 
Immigration Inspector. (4) SW 9IC - 10 BTC Achievement 
Report Investigator. (5) SW 96 - Class Rating Form. (6) SW 
128 - Training Data. (7) SW 282 - Registration Information 

Form. (8) 446 - Conduct and Efficiency Report of 
Probationary Employee S 1/2 and 10 months exam grades. 

(d) Border Patrol sectors general index. (1) This system 
contains indices, forms, reports and records relating to 
activities of the Border Patrol. Included in the various 
segments of the system are the following numbered and 
titled forms; a. Form 1-44 - Record of Apprehension or 
Seizure; b. Form I-215W - Affidavit - witness; c. Form I- 
263A and I-263B - Record of Sworn Statement; d. Form I- 
195 - Criminal Prosecution Control Card; e. Form I-263W - 
Records of Sworn Statement - witness; f. Form 1-326 - 
Prosecution Reports; g. Form G-170 - Smuggler Information 
Index Card; h. Form G-296 - Report of Violation of Section 
239, Immigration and Nationality Act; i. Form G-330 - 
Notice of Action Information; j. Form G-445 - Conduct and 
Efficiency Evaluation of Probationary Appointees; and k. 
Form G-598 - Contact Record. (2) This system also contains 
copies of correspondence and memoranda between offices of 
the Service and with outside agencies and individuals, as 
well as photographs of some violators of the immigration 
laws or of individuals suspected of being involved in 
immigration law violations. (3) The Service lookout book and 
booklets of indexes of active smugglers are at each location; 
however, these are duplicated records which are reported 
separately in other systems of records. 

(e) Fraudulent document center index. This system contains 
birth certificates, baptismal certificates, and other 
indentification documents used by aliens to support their 
fraudulent claims to United States citizenship. Most of the 
documents are genuine, however, there are also counterfeit 
and altered documents in the system. Also within the system 
are cross indexes, investigative reports, and records of 
individuals involved in fraud schemes and of individuals 
whose documents have been put to fraduulent usage. 
Correspondence and memoranda between the Fraudulent 
Document Center and other Service Offices, outside 
agencies and individuals are retained. 

3. Group three. 
(a) Enforcement correspondence control index. This system 

contains a semi-permanent index record for each document, 
report or piece of correspondence received. Information 
maintained in the system is that which is entered on Form G- 
617, ‘Correspondence Control Card*, and CO Form 147, 
‘Call-Up Index - Domestic Control*. The index record is 
primarily a locator reflecting the name of the individual and 
the file in which specific information concerning the 
individual is housed. 

I. Examinations branch. 
1. Examinations correspondence control index: contains a 

semi-permanent index record for each document, report or 
piece of correspondence received. Information maintained in 
the system is that which is entered on Form G-617, 
‘Correspondence Control Card*. The index record is 
primarily a locator reflecting the name of the individual and 
the file in which sfiecific information concerning the 
individual is housed. 

2. Service lookout system contains names of violators, alleged 
violators and suspected violators of the criminal or civil 
provisions of statutes enforced by the Service. 

J. Extention training program enrollees. The system contains a 
folder for each enroUee. Each folder contains a complete record of 
the enrollee’s test scores, correspsondence and dates of every ac¬ 
tion taken with regard to the mailing of lesson materials, receipt of 
tests, scoring and mailing out test results and dates certificates 
were completed and mailed. 

K. 
1. Accounts with creditors. The records consist of vendors' 

invoices, purchase orders, travel vouchers and claims filed 
by appropriation for the fiscal year from which payment is 
chargeable. 

2. Accounts with debtors. The records consist of bills for 
inspection services performed under the Act of March 2, 
1931 (8 U.S.C. 1353a); fees, fines, penalties and deportation 
expenses assessed pursuant to the Immigration and 
Nationality Act; and employee indebtedness for travel 
advances, for the unofficial use of Government facilities and 
services, for damage to or loss of Government property, and 
for the erroneous or overpayment of compensation for travel 
expenses. 
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L. Freedom of Information correspondence control index. The 
system contains an index record for each piece of correspondence 
received requesting information under the Freedom of Information 
Act. 

M. Intelligence index. This system contains a semi-permanent 
index record for each document, report, bulletin or correspondence 
received. The index is categorized by name, violation, and activity. 
The index is primarily a locator reflecting the category, source of 
material and specific bousing of information. 

N Microfilmed manifest records. Microfilmed indices, and ar¬ 
rival and departure manifests reflecting brief biographical data and 
facts of arrival or departure. The arrival records for certain ports 
date from 1891 and departure records date from 1900. The records 
arc not complete; certain records were destroyed and were not 
microfilmed. 

O. 

1. Naturalization and citizenship docket cards. Docket cards 
consist of 3* x S' or S' x 8' index cards arranged 
alphabetically according to name of applicant, beneficiary or 
petitioner, indicating type of application submitted, date of 
receipt, file and/or petition number, and court number 
wherein petition for naturalization was filed. The docket 
cards are locators for the files in which specific information 
concerning the individuals is maintained. 

2. Examiner's docket lists of petitioners for naturalization. 
Lists of petitioners for naturalization (Form N-476) are 
arranged chronologically for each court exercising 
naturalization jurisdiction, showing petition number, petition 
filing date, file number, court number, name of petitioner for 
naturalization, name of beneficiary in whose behalf a 
petition is filed, proposed recommendation by the 
naturalization examiner and reasons for the continuance. The 
lists serve as locators for the files in which specific 
information concerning the petitioners is maintained. 

3. Master docket lists of petitions for naturalization pending 
one year or more. Master docket lists of petitions for 
naturalization (Form N-476) pending for a year or more are 
arranged chronologically for each court exercising 
naturalization jurisdiction showing the petition number, 
petition filing date, petitioner's name, recommendation and 
issues and reason why petition is still pemding. The lists 
serve as locators for the files in which specific information 
concerning the petitioners is maintained. 

P. Personnel investigations index. Contains two separate card 
index files, one for cases under active investigation, and the other 
for formerly active cases now closed. These cards are locator cards 
listing names of investigation subjects, their locations, and the al¬ 
legations under investigation. Two relating sets of temporary work 
folders exist housing open/closcd allegations of misconduct and in¬ 
vestigative reports. 

Q. Property issued to employees. The records consist of a Form 
G-570, 'Record-Receipt-Property Issued to Employee,' which lists 
property issued to an employee. The Form G-570 lists the em¬ 
ployee's name, description of the property, serial number, date 
received and employee's initials, and finally date returned and su¬ 
pervisor's intials. 

R. Security system index. The system is comprised of 3' x 5' 
index cards filed alphabetically which reflect levels of access 
clearances granted to employees of the Service and the dates when 
the clearances were granted. 

S. White House and Attorney General correspondence control 
index. Contains an index record for each piece of correspondence 
addressed to the President and the Attorney General, with certain 
exceptions, which has been referred to this Service for appropriate 
attention. Information maintained in the system is that which is en¬ 
tered on Form G-617, 'Correspondence Control Card'. The index 
record is primarily a locator reflecting the name of the correspon¬ 
dent and/or the subject individual of the correspondence and the 
file in which specific information concerning the individual is 
boused. 

T. Health Record System. The record consists of a 5' x 7' index 
card that lists the name, date and treatment given any person in the 
Health Unit. 

U. Personal Data Card System. The record consists of a 3' x 5' 
card for each employee or former employee (G-74). The entries on 
the card (G-74) include name, date of birth, height, weight, sex, 
blood type, photograph, and color of hair and eyes. 

V. Compassionate Cases System. The record consists of a 3' x 5' 
index card containing employee's name, position, grade, present lo¬ 
cation, date request received in Central Office, date circulated to 

compassionate committee, disposition, new location of employee 
whose request is granted; and a folder containing copy of em¬ 
ployee's Form G-410, employee's request (memo), local and re¬ 
gional recommendations, doctor's statement (where applicable), 
record of committee action, and response to employee. 

W. Emergency Reassignment Index. The record consists of 3' x 
5' card (G-560) which reflects the name, age, grade, title, official 
station, residence, telephone number and emergency assignment ac¬ 
tivity. 

X. Alien Documentation, Identification and Telecommunication 
(ADIT) system. The records consist of formatted data base records 
of personal and biographical information such as name, date of 
birth, picture and fingerprint coordinates, height, mother's first 
name, father's first name, city/town/village of birth. 

Authority for maintenance of the system: 

A. General, applicable to all Service index systems, includes but 
is not limited to: Sections 103, 265 and 290 and Title III of the Im¬ 
migration and Nationality Act, hereinafter referred to as the Act 
(66 Stat. 163), as amended, (8 U.S.C. 1103; 8 U.S.C. 1305; 8 U.S.C. 
1360), and the regulations pursuant thereto. 

B. Specific, applicable to some of the indices, including but not 
limited to: (1) Executive Order 11652, and 28 C.F.R. 17.79 - agency 
control information record index, and access clearance information 
system. (2) 31 U.S.C. 66a - Finance branch indices. (3) Title III of 
the Act, as amended, (8 U.S.C. sections 1401 through 1503), and 
the regulations promulgated thereunder • naturalization and citizen¬ 
ship indices. (4) Sections 235 and 287 of the Act, as amended, (8 
U.S.C. 1225; and 8 U.S.C. 1357), and the regulations promulgated 
pursuant thereto in personnel investigations. (5) Section 231 of the 
Act, as amended, (8 U.S.C. 1221) - manifest records. (6) 40 U.S.C. 
483 - property management system. (7) 5 U.S.C. 4113 - extension 
training program. (8) 5 U.S.C. 552. The Freedom of Information 
Act, requires certain record keeping, this system was established 
and is maintained in order to enable the Service to comply with this 
requirement. (9) 5 U.S.C. 301 - Health Record System, Personal 
Data Card System, and Compassionate Cases System. (10) Execu¬ 
tive Order 11490 - Emergency Reassignment Index. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system of records is 
used to serve the public by providing data for responses, when 
authorized, to written inquiries, complaints, and so forth. It is #lso 
used to administer the management, operational, and enforcement 
activities of the Service. The records are used by officers and em¬ 
ployees of the Service and the Department of Justice in the ad¬ 
ministration and enforcement of the immigration and nationality 
laws, and related statutes, including the processing of applications 
for benefits under these laws, detecting violations of these laws, 
and for referrals for prosecution. 

A. Relevant information contained in this system of records 
maintained by the Service to carry out its functions may be 
referred, as a routine use, to clerks and judges of courts 
exercising naturalization jurisdiction for the purpose of filing 
petitions for naturalization and to enable such courts to 
determine eligibility for naturalization or grounds for 
revocation of naturalization. 

B. Relevant information contained in this system of records 
maintained by the Service to carry out its functions may be 
referred, as a routine use, to the Department of State in the 
processing of petitions or applications for benefits under the 
Immigration and Nationality Laws Act, and all other 
immigration and nationality laws, including treaties and 
reciprocal agreements. 

C. Relevant information contained in this system of records 
maintained by the Service to carry out its functions may be 
provided, as a routine use, to other federal, state, and local 
government law enforcement and regulatory agencies, 
foreign governments, the Department of Defense, including 
all components thereof, the Department of State, the 
Department of the. Treasury, the Central Intelligence 
Agency, the Selective Service System, the United States 
Coast Guard, the United Nations, Interpol, and individuals 
and organizations during the course of investigation in the 
pro'cessing of a matter or a proceeding within the purview of 
the immigration and nationality laws, to elicit information 
required by the Service to carry out its functions and 
statutory mandates. 

D. In the event that this system of records maintained by the 
Service to carry out its functions indicates a violation or 
potential violation of law, whether civil, criminal or 
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regulatory in nature, and whether arising by general statute 
or particular program statute, or by regulation, rule or order 
issued pursuant thereto, the relevant records in this system 
of records may be referred, as a routine use, to the 
appropriate agency, whether federal, state, local or foreign, 
charged with the responsibility of investigating or 
prosecuting such violation or charged with enforceing or 
implementing the statute, or rule, regulation, or order issued 
pursuant thereto. 

E. In the event that this system of records maintained by the 
Service to carry out its functions indicates a violation or 
potential violation of the immigration and nationality laws, or 
of a general statute within Service jurisdiction, or by 
regulation, rule, or order issued pursuant thereto, the 
relevant records in this system of records may be disclosed, 
as a routine use, in the course of presenting evidence to a 
court, magistrate, or administrative tribunal and to opposing 
counsel in the course of discovery. 

F. A record from this system of records may be disclosed, as a 
routine use, to a federal agency, in response to its request, 
in connection with the hiring or retention of an employee, 
the issuance of a security clearance, the reporting of an 
investigation of an employee, the letting of a contract, or the 
issuance of a license, grant, or other benefit by the 
requesting agency, to the extent that the information is 
relevant and necessary to the requesting agency’s decision 
on the matter. 

G. A record from this system of records may be disclosed, as a 
routine use, to a federal, state or local agency maintaining 
civil, criminal or other relevant enforcement information or 
other pertinent information, such as current licenses, if 
necessary to obtain information relevant to a decision of this 
Service concerning the hiring or retention of an employee, 
the issuance of a security clearance, the letting of a contract, 
or the issuance of a license, grant or other benefit. 

H. Indication of a violation or potential violation of the laws of 
another nation, whether civil or criminal, may be referred to- 
the appropriate foreign agency charged with the 
responsibility of investigating or prosecuting such violation 
or charged with enforceing or implementing such laws; 
indication of any such violation or potential violation may 
also be referred to international organizations engaged in the 
collection and dissemination of intelligence concerning 
criminal activity. 

I. Relevant information contained in this system of records 
may be disclosed, as a routine use, to the office of 
Management and Budget in connection with the review of 
private relief legislation as set forth in OMB Circular No. A- 
19 at any stage of the legislative coordination and clearance 
process as set forth in that Circular. 

J. A record from this system may be disclosed to other Federal 
agencies for the purpose of conducting national intelligence 
and security investigations. 

K. Information contained in this system of records may be 
disclosed to an applicant, petitioner or respondent or to his 
or her attorney or representative (as defined in 8 C.F.R. 
l.l(j) in connection with any proceeding before the Service. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records iQaintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: General. 
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Storage: Generally, information is stored manually; in some in¬ 
stances, in automated index systems. The actual records relating to 
individuals are stored in file folders at the addresses located in lo¬ 
cations A, B, C, E, F and H, supra. 

Retrievability: In general, records are indexed alphabetically by 
name and/or ‘A’ file number or petition and court number, some in¬ 
clude date and port of entry. Access: Most systems are accessed 
manually. In some cases, index records may be accessed electroni¬ 
cally from remote terminals. 

Safeguards: Each system of records is safeguarded and protected 
in accordance with Department of Justice and Service rules and 
procedures. 

Retention and disposal: 

a. The period of retention for alien registration records is 100 
years from the closing date or date of last action. 

b. Materials retained in correspondence portion of subject files 
are normally retained no longer than two years and are then either 
microfilmed or destroyed by burning. 

c. Materials retained in policy portions of subject files are 
retained indefinitely. 

d. Indexes and records not enumerated above are generally 
retained only so long as they serve a useful purpose. 

e. Microfilmed manifest records are retained permanently. 
f. Freedom of Information Act index cards and materials kept in 

the correspondence portion of files are retained for one year; the 
disposal is by burning, shredding or pulverizing. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: Exceptions to the general 
practices above: 

Storage: 

a. Air detail office index systems. Forms 1-92 are filed in rotary 
index machines by calendar year. Suspect files are in letter size 
cabinets, both are operated manually. 

b. Alien address reports, 1-53, are microfilmed from 1975 and 
subsequent. In 1973 and 1974 they are filed in cabinets in Service 
offices and in Federal Record Centers. 

c. Alien enemy index information is maintained in the system and 
is on microfilm. The actual files are stored in Federal Record Cen¬ 
ters. 

d. Intelligence indices, are stored not by name, but by organiza¬ 
tion, activity or violation. 

e. Some systems are stored numerically, or by subject, or by 
court and petition number or time sequence, as well as alphabeti¬ 
cally. 

f. Alien Documentation, Identification and Telecommunication 
(ADIT) system information is stored on magnetic tape and disk. 
Original forms completed by the individuals to whom the records 
pertain are filed with other records in subsystem E, ‘Centralized 
index and records.* 

g. Centralized index records which can be accessed 
electronically are stored on magnetic disk and tape. 

Access; a. Centralized index records stored on magnetic disk 
are accessed from remote terminals located in INS offices 
on the Department of Justice Telecommunications System 
(JUST). 

Retrievability: Aircraft data is filed in numerical sequence (air 
detail office index system). 

Retention and disposal: 

a. Access clearance index is maintained on a current basis. Cards 
forms completed by the index are destroyed upon the resignation, 
death or retirement of the employee. 

b. Air detail office index. Form I-92A, forms information is 
retained for 5 years. 

c. Border Patrol examination papers are destroyed 6 months after 
the trainee officer completes his probationary year. 

d. Finance indices; Accounts with creditors and debtors are 
retained by the Service for 2 years from the close of the fiscal year 
to which they relate and are then transferred to the Federal Record 
Centers pending their ultimate disposition. The records are disposed 
of in accordance with General Service Administration regulations. 

e. Intelligence indices: Intelligence bulletins are retained in¬ 
definitely. 

f. Index Form G-617 is maintained for three years, then 
destroyed. However, in the White House and Attorney General 
Correspondence Indexes, form G-617 information is retained 
through the administration of each President and one year beyond. 

g. Index Form CO - 147 is maintained until the subject matter is 
finally acted upon and is then destroyed. 
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h. Personnel investigations are generally destroyed in June of the 
year following the one year anniversary of the close of the in¬ 
vestigation. Operation Clean Sweep cases are being retained as a 
package until the program is terminated. Criminal matters of 
unusual sensitivity are retained as long as there is a useful need. 

i. Health Unit records; The records are retained for a period of 6 
years after the date of the last entry therein. The records arc 
disposed of by burning, shredding, macerating or pulvenzing. 

j. Indexes relating to law violators and witnesses are retained for 
3 years and then destroyed. General correspondence is retained for 
no longer than 2 years. Investigative matters of a routine nature 
may be disposed of when the investigation is closed. Information 
on present and past employees is retained only as long as such in¬ 
formation serves a useful purpose. 

k. Naturalization examiners docket lists and master docket lists 
of petitioners for naturalization are retained for two years, disposal 
is by tearing, shredding, pulverizing, or burning. Naturalization and 
citizenship docket cards are purged after applications arc rejected, 
closed, petitions non-filed, applications granted or denied, or peti¬ 
tions for naturalization granted, or denied, the disposal is by tearing 
the cards. 

l. Personal Data Card System; The record is retained for a period 
of 3 years after an employee is separated and then destroyed 
(Location; A, supra). The record is ratined until an employee is 
separated and then destroyed (Location; B, supra). The records are 
disposed of by burning, shredding, macerating or pulverizing 
(Locations; A and B, supra). 

m. Compassionate Cases System; The records are retained for 3 
years and then destroyed. The records are disposed of by burning, 
shredding, macerating or pulverizing. 

n. Emergency Reassignment Index; The records are retained on a 
current basis and arc destroyed upon the transfer, separation, 
retirement or death of the employee. The records are destroyed by 
burning. 

o. Alien Documentation, Identification and Telecommunication 
(ADIT) system records.arc maintained until naturalization, death or 
other material change in status of the individual, or until the regis¬ 
tration card is relinquished. 

p. Centralized index records stored on magnetic disk and tape 
are updated periodically and maintained for the life of the 
relating record. Original index cards are microfilmed, then 
destsoyed. 

System manager(s) and address: 

A. The system manager, service-wide is the Associate Commis¬ 
sioner, Management (Location; A supra) 

B. The Associate Commissioner, Management is the sole 
manager of the following systems: 

1. Agency information control record index; 
2. Alien address report (1-53); 
3. Alien enemy index; 
4. Centralized index (Master index); 
5. Congressional mail unit index; 
6. Document vendors and alterers; 
7. Enforcement correspondence control index; 
8. Examinations correspondence control index; 
9. Finance unit indexes; 
10. Freedom of Information Act correspondence control index; 
11. Intelligence indexes; 
12. Microfilmed manifest records; 
13. Property issued to employees; 
14. Access'clearance information system; and 
15. White House and Attorney General correspondence control 

index. 
16. Health Record System. 
17. Alien Documentation, Identification and 

Telecommunication (ADIT) system. 
C. The following official for Service personnel investigations: 

Director, Internal Investigations (Location; A supra). 
D. The following officials (for inquiry for special need) by 

category; 
I. Alien address reports for portion of system maintained: (a) 

Associate Commissioner, Management; (b) District Directors 
(Locations; C supra); and/or (c) Officers in Charge - 
(Locations; - E supra). 

• 2. Investigation units indices for: Contact index; enforcement 
index; anti-smuggling index (general); criminal, immoral, 
narcotic, racketeer and subversive indices; and suspect third 
party index, the managers are the ranking Service officer, of 
the Service offices in which such indices are maintained - 
(Location; A, B, C and E supra). 
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3. Border Patrol unit indices, (a) Air detail office index. Deputy 
Director (Location: J, supra) (b) Anti-smuggling information 
center; (1) Canadian Border; Chief Patrol Agent (Location' 
F-19 supra); and (2) Mexican Border; Deputy Director 
(Location; J, supra), (c) Fraudulent Document Center; 
Deputy Director (Location. J, supra), (d) Border Patrol 
Academy: Chief Patrol Agent (Location: G supra), (e) 
Border Patrol sector general indices; Chief Patrol Agent 
(Location F-l thru 21 supra). 

4. Assistant Regional Commissioner, Security (Location: B-4 
supra) For automobile decal identification system. 

5. Chief, Employee Development Branch. Office of Assistant 
Commissioner, Personnel (Location: A supra) for extension 
training program enroUce file 

6. Naturalization and Citizenship indexes, (a) Naturalization 
and citizenship docket cards District Directors and Officers 
in Charge (Locations C and E supra, except E-6, 7, 8 and 
13). (b) Docket lists of Petitioners for Naturalization Form 
N-476; District Directors and Officers in Charge (Locations: 
C and E supra, except E-6 and 8). (c) Docket lists of 
petitions pending at least one year (Form N-476): The 
Associate Commissioner Mgt (Location: A supra). Regional 
Commissioners (Location B supra). District Directors and 
OIC’s (Locations. C and E supra, except'E-6, 7, 8 and 13). 

7. Personal Data Card System: Associate Commissioner, 
Management (Location A, sqpra); Regional Commissioners 
(Location: B, supra). 

8. Compassionate Cases System: Associate Commissioner, 
Management (Location A, supra); Regional Commissioners 
(Locations: B-l and 4, supra). 

9. Emergency Reassignment Index: Regional Commissioners • 
(Location: B, supra). District Directors (Location: C, supra); 
Officers in charge (Location; E, supra); and Chief patrol 
agents (Location: F, supra). 

Notification procedure: 

A. Address inquiries to the respective systems managers listed in 
System Manager supra, except Finance unit inquiries shall be ad¬ 
dressed to the office of the Service at which the individual did 
business (for locations see Location supra) and Freedom of Infor¬ 
mation Act inquiries shall be addressed to the office of the Service 
nearest the requestor’s place of residence, or if known, the office 
of the Service where the requestor knows his record is located. 

B. Systems totally exempt from disclosure pursuant to 5 U.S.C. 
552a (j) and (k). 

1. Agency information control index system. 
2. Anti-smuggling index (general). 
3. Anti-smuggling information centers system for Canadian and 

Mexican Borders. 
4. Contact index. 
5. Criminal, immoral, narcotic, racketeer and subversive 

indexes. 
6. Document vendors and alterers index. 
7. Informant index. 
8. Intelligence indexes. 
9. Service look out system. 
10. Suspect third party index. 
11. Emergency Reassignment Index. 

Record access procedures: In all cases, requests for access to a 
record from any record subsystem shall be in writing or in person; 
if request for access is made in writing, the envelope and letter 
shall be clearly marked ‘Privacy Access Request’. The requester 
must include a description of the general subject matter and, if 
known, the relating numerical identifier. The request must also in¬ 
clude sufficient data to identify a relating record, such 'as the in¬ 
dividual’s full name, date and place of birth, and if appropriate, the 
date and place of entry into the United States, or departure from 
the United States. The requester shall also provide a return address 
for transmitting the information. Most of the systems contain 
records which the Attorney General has exempted from disclosure 
pursuant to 5 U.S.C. 552a (j) and (k) and records which are clas¬ 
sified pursuant to Executive order. The requester will be accorded 
access to the records relating to himself only to the extent that 
such records are not within the scope of exemptions and are not 
classified. 

Contesting record procedures: Any individual desiring to contest 
or amend information maintained in the system should direct his 
request to the office of this Service nearest his residence, or in 
which he believes a record concerning him may exist, (see Notifica¬ 
tion, supra), stating clearly and concisely what information is being 
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contested, the reasons for contesting it, and the proposed amend¬ 
ment to the information. 

Record source categories; The basic information contained in 
these records is supplied by the individual on Department of State 
and Service applications and reports; inquiries and/or complaints 
from members of the general public, members of the Congress; 
referrals of inquiries and/or complaints directed to the White House 
or to the Attorney General by members of the general public. Ser¬ 
vice reports of investigation, sworn statements, correspondence 
and memoranda; official reports, memoranda and written referrals 
from other government agencies, including Federal, state and local; 
from the various courts and regulatory agencies; and infromation 
from foreign government agencies and international organizations. 

The source of the data in the Freedom of Information Act cor¬ 
respondence control index, is those individuals who seek informa¬ 
tion under that Act. 

The information contained in the Emergency Reassignment Index 
is supplied by the individual and the Associate Commissioner, 
Management. 

Nearly all the systems contain information received from sources 
which are exempted from disclosure pursuant to 5 U.S.C. 552a (j) 
and <k). 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cM3) and (4), 
(d), (cMl), (2) and (3), (e)(4)(G), (H) and (1), (eK5) and (8), (f), (g"), 
(h) of the Privacy Act pursuant to 5 U.S.C. 552a (j) and (k). Rules 
have been promulgated in accordance with the requirements of 5 
U S.C. 553(b), (c) and (e) and have been published in the Federal 
Register. 

JUSTICE/FBl . 001 

System name: National Crime Information Center (NCIC). 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg., lOth and Pennsylvania Avenue, N.W.; Washington, 
D C. 20535 

Categories of individuals covered by the system: 

A. Wanted Persons 
1. Individuals for whom Federal warrants are outstanding. 
2. Individuals who have committed or have been identified 

with an offense which is classified as a felony or serious 
misdemeanor under the existing penal statutes of the 
jurisdiction originating the entry and felony or misdemeanor 
warrant has been issued for the individual with respect to the 
offense which was the basis of the entry. Probation and 
parole violators meeting the foregoing criteria. 

3. A ‘Temporary Felony Want* may be entered when a law 
enforcement agency has need to take prompt action to 
establish a ‘want* entry for the apprehension of a person 
who has committed, or the officer has reasonable grounds to 
believe has committed, a felony and who may seek refuge by 
fleeing across jurisdictional boundaries and circumstances 
preclude the immediate procurement of a felony warrant. A 
‘Temporary Felony Want* shall be specifically identified as 
such and subject to verification and support by a proper 
warrant within 48 hours following the initial entry of a 
temporary want. The agency originating the ‘Temporary 
Felony Want* shall be responsible for subsequent 
verification or re-entry of a permanent want. 

B. Individuals who have been charged with serious and/or signifi¬ 
cant offenses. 

C. Missing Persons 
1. A person of any age who is missing and who is under 

proven physical/mental disability or is senile, thereby 
subjecting himself or others to personal and immediate 
danger. 

2. A person of any age who is missing under circumstances 
indicating that his disappearance was not voluntary. 

3. A person of any age who is missing and in the company of 
another person under circumstances indicating that his 
physical safety is in danger. 

4 A person who is missing and declared unemancipated as 
defined by the laws of his state of residence and does not 
meet any of the entry criteria set forth in I, 2, or 3 above. 

Categories of records in the system: 

A. Stolen Vehicle File 
1. Stolen vehicles 
2. Vehicles wanted in conjunction with felonies or serious 

misdemeanors. 
3 Stolen vehicle parts, including certificates of origin or title. 

B. Stolen License Plate File 
I. Stolen or missing license plates. 

C. Stolen/Missing Gun File 
1. Stolen or missing guns. 
2. Recovered gun, ownership of which has not been 

established. 
D. Stolen Article File 
E. Wanted Person File 

Described in ‘Categories of individuals covered by the system; 
A. Wanted Persons*. 

F. Securities File 
1. Serially numbered stolen, embezzled, counterfeited, missing 

securities. 
2- ‘Securities* for present purposes of this file are currency 

(e g. bills, bank notes) and those documents or certificates 
which generally are considered to be evidence of debt (e.g. 
bonds, debentures, notes) or ownership of property (e.g. 
common stock, preferred stock), and documents which 
represent subscription rights (e.g. rights, warrants) and which 
are of those types traded in the securities exchanges in the 
United States, except for commodities futures. Also included 
are warehouse receipts, travelers checks and money orders. 

G. Boat File 
H. Computerized Criminal History File 

A cooperative Federal-State program for the interstate 
exchange of criminal history record information for the 
purpose of facilitating the interstate exchange of such 
information among criminal justice agencies. 

I. Missing Person File 
Described in 'Categories of individuals covered by the system: 

C. Missing Persons' 

Authority for maintenance of the system: The system is 
established and maintained in accordance with Title 28, United 
States Code, Section 534 and Title 28 - Judicial Administration, 
Chapter 1 - Department of Justice (Order No. 601-75) Part 20 - 
Criminal Justice Information Systems. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Data in NCIC files is 
exchanged with and for the official use of authorized officials of 
the Federal Government, the states, cities, and penal and other in¬ 
stitutions in accordance with Title 28, U.S. Code, Section 534. The 
data is exchanged through NCIC terminals under the control of 
criminal justice agencies in the 50 states, FBI Field Offices, and 
other Federal law enforcement agencies. Dissemination of criminal 
history record information is set forth in Title 28 - Judicial Ad¬ 
ministration, Chapter I - Department of Justice (Order No. 601-75) 
Part 20 - Criminal Justice Information Systems, Subpart C. Section 
20.33. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the NCIC system is stored 
electronically for use in a computer environment. 

Retrievability: On-line access to data in NCIC is achieved by 
using the following search descriptors. 1. Vehicle File; a) Vehicle 
identification number; b) License plate number; c) NCIC number 
(unique number assigned by the NCIC computer to each NCIC 
record). 

2. License Plate FBe; a) License plate number; b) NCIC number. 
3. Gun File; a) Serial number of gun; b) NCIC number 
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4 Article File: a) Serial number of article, b) NCIC number. 
5 Wanted Person File a) Name and one of the following numeri¬ 

cal identifiers date of birth, FBI number (number assigned by the 
Federal Bureau of Investigation to an arrest fingerprint record). So¬ 
cial Security number (It is noted the requirements of the Privacy 
Act with regard to (he solu itation of Social Security numbers have 
been brought to the attention of the members of the NCIC 
system ), Operator's lucnse number (driver’s license numberl. 
Miscellaneous identifying number tmilitary number or number as¬ 
signed by Federal, state t'r Kwal authorities to an individual's 
record. Originating agen>.\ <. <se number, b) Vehicle or license plate 
known to be in the posvc".n-n of the wanted person, c) NCIC 
number (unique number av'i^rcd to each NCIC record) 

6 Securities File ai iepe serial number, denomination of 
security; b) Type of secuntv and name of owner of security, c) So¬ 
cial Security number of c^vcr.er .'f security, d) NCIC number 

7. Boat File: a) Registiation document number, b) Hull serial 
number; c) NCIC number 

8 Computerized Cnmmal History File a) Name, sex, race, and 
date of birth; b) FBI number d Slate identification number, d) So¬ 
cial Security Number, ei Mis,.cllanet*us number 

9 Missing Person File S yVO AS WANTED PERSON FILE. 

Safeguards: Data stoied in the NCIC is documented criminal 
justice agency information and access to that data is restricted to 
duly authorized criminal justue agencies. The following security 
measures are the minimcirn to adopted by all criminal justice 
agencies having access to the N( 1C Computerized Criminal History 
File. These measures air designed to prevent unauthorized access 
to the system data and ci un.iuthori/ed use of data obtained from 
the computerized file 

1. Computer Centers 
a. The criminal justm agtncc computer site must have 

adequate physical sc .unty to protect against any 
. unauthorized persor.nci gaining access to the computer 

equipment or to any of ihc stored data 
b. Since personnel at these computer centers can access data 

stored in the system ihev must be screened thoroughly 
under the authoritc and supervision of an NCIC control 
terminal agency < lhi\ authority and supervision may be 
delegated to resporsihle ..timinal justice agency personnel in 
the case of a satellite cciriputcr center being serviced 
through a state contioi tciminal agency.) This screening will 
also apply to non crimin.il justice maintenance or technical 
personnel. 

c. All visitors to these computer centers must be accompanied 
by staff personnel at all times 

' d. Computers having access to the NCIC must have the proper 
computer instructions written and olher built-in controls to 
prevent criminal history data from being accessible to any 
terminals other than authorized terminals. 

e. Computers having access to the NCIC must maintain a 
record of all transactions against the criminal history file in 
the same manner the NCIC computer logs all transactions. 
The NCIC identifies each specific agency enteting or 
receiving information and maintains a-record of those 
transactions. I his tidnsa<.tion record must be monitored and 
reviewed on a regulai basis to detect any possible misuse of 
criminal history data 

f. Each state control tci.ninai shall build its data system around 
a central computer ibiough which each inquiry must pass 
for screening and veiifKaiion Ihe configuration and 
operation of the center shall provide for the integrity of the 
data base 

2. Communications 
a Lines/channels being used to transmit criminal history 

information must be dedicated solely to criminal justice use, 
i.e., there must be no terminals belonging to agencies outside 
the criminal justice svstem sharing these lines/channels. 

b Physical security of the Iines/channels must be protected to 
guard against clandestine devices being utilized to intercept 
or inject system traffic 

^ Terminal Devices Having Access to NCIC 
a. AH agencies having terminals on the system must be 

required to physically place these terminals in secure 
locations within the authorized agency. 

b The agencies having terminals with access to criminal 
history must have terminal operators screened and restrict 
access to the terminal to a minimum number of authorized 
employees. 

c. Copies of criminal history data obtained from terminal 
devices must be afforded security to prevent any 
unauthorized access to or use of that data 

d All remote terminals on NCIC Computerized Criminal 
History will maintain a hard copy of computerized criminal 
history inquiries with notatic>ns of individual making request 
for record (90 days) 

Retention and disposal: Unless otherwise removed, records will 
be retained in file as follows 

I Vehicle File 
a Unrecovered stolen vehicle records (including snowmobile 

records) whivh do not contain vehule identification numbers 
(VIN) therein, will be purged from file 90 days after the end 
of the license plate’s evpiration year as shown in the record 
Unrecovered stolen vehivic records (including snowmobile 
records) which contain VIN’s, will remain in file for the yeai 
of entry plus 4 

b. Unrecovered vehicles wantect in conjunction with a felony 
will remain in file for 90 davs after entry In the event a 
longer retention period is desired, the vehicle must be re¬ 
entered 

c. Unrecovered stolen VIN plates, certificates of origin or title, 
and serially numbered stolen vehicle engines or 
transmissions willjemain in file for the year of entry plus 4. 

2. License Plate File 
Unrecovered stolen hcensc plates not associated with a vehicle 
' will remain in file fesr one year after (he end of the plate’s 
expiration year as shown in the record 

^ Gun File 
a. Unrecovered weapons will be retained in file for an 

indefinite period until action is taken by the originating 
agency to clear the record 

b. Weapons entered in file as recovered’ weapons will remain 
in file for the balance of the year entered plus 2. 

4. Article File 
Unrecovered stolen articles wdl be retained for the balance of 

the year entered plus one year 
5. Wanted Person F ile 

Persons not located will remain in file indef^itely until action 
is taken by the originating agency to clear the record (except 
‘Temporary Felony Wants’, which will be automatically 
removed from file after 48 hours). 

6. Securities File 
Unrecovered, stolen, embezzled, counterfeited or missing 

securities will be retained for the balance of the year entered 
plus 4, except for travelers checks and money orders which 
will be retained for the balance of the year entered plus 2. 

7. Boat File 
Unrecovered stolen boats will be retained in file for the 

balance of the year entered plus 4. 
8. Missing Person File 

Will remain in the file until the individual is located or, in the 
case of unemancipated persons, the individual reaches the 
age of emancipation as defined by laws of his state. 

9. Computerized Criminal History File 
When an individual reaches age of 80. 

System manager(s) and address: Director, Federal Bureau of In¬ 
vestigation, J Edgar Hoover F B I Building; 9th and Pennsylvania 
Avenue, N.W.; Washington, D C. 20535. 

Notification procedure: Same as the above. 

Record access procedures: 

It is noted the Attorney General is exempting this system from 
the access and contest procedures of the ^ivacy Act. However, 
the following alternative procedures are available to a requester 
The procedures by which an individual may obtain a copy of his 
Computerized Criminal History are as follows: 

If an individual has a criminal record supported by fingerprints 
and that record has been entered in the NCIC CCH File, it is 
available to that individual for review, upon pfesentation of ap¬ 
propriate identification, and in accordance with applicable state and 
Federal administrative and statutory regulations. 

Appropriate identification includes being fingerprinted for the 
purpose of insuring that he is the individual that he purports to be. 
The record on file will then be verified as his through comparison 
of fingerprints 

Procedure. I All requests for review must tjp made by the sub¬ 
ject of his record through a law enforcement agency which has ac¬ 
cess to the NCiC CCH File. That agency within statutory or regula- 
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tory limits can require additional identification to assist in securing 
a positive identification. 

2. If the cooperating law enforcement agency can make an 
identification with fingerprints previously taken which are on file 
locally and if the FBI identification number of the individual's 
record is available to that agency, it can make an on-line inquiry of 
NCIC to obtain his record on-line or, if it does not have suitable 
equipment to obtain an on-line response, obtain the record from 
Washington, D.C., by mail. The individual will then be afforded the 
opportunity to sec that record. 

3. Should the cooperating law enforcement agency not have the 
individual’s fingerprints on file locally, it is necessary for that agen¬ 
cy to relate his prints to an existing record by having his identifica¬ 
tion prints compared with those already on file in the FBI or, 
possibly, in the State's central identification agency. 

Contesting record procedures: The subject of the requested record 
shall request the appropriate arresting agency, court, or cor¬ 
rectional agency to initiate action necessary to correct any stated 
inaccuracy in his record or provide the information needed to make 
the record complete. 

Record source categories: Information contained in the NCIC 
system is obtained from local, state. Federal and international 
criminal justice agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (eHI), (2) and (3), (e)(4)(G), (H), (e)(8). (f). (g) and (m) of the 
Privacy Act pursuant to 5 U.S.C. 5S2a (j). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 5S3(b), (c) 
and (e) and have been published in the Federal Register. 

JL'STICE/FBI • 002 

System name: The 'FBI Central Records System.' 

System location: a. Federal Bureau of Investigation, J. Edgar 
Hoover FBI Building, lOth and Pennsylvania Avenue, N.W., 
Washington, D.C. 20535, b. 59 field divisions (see Appendix); c. 14 
Legal Attaches (see Appendix). 

Categories of individuals covered by (he system: 

a. Individuals who relate in any manner to official FBI investiga¬ 
tions including, but not limited to suspects, victims, witnesses, and 
close relatives and associates that are relevant to an investigation. 

b. Applicants for and current and former personnel of the FBI 
and persons related thereto that are considered relevant to an appli¬ 
cant investigation, personnel inquiry, or persons related to person¬ 
nel matters. 

c. Applicants for and appointees to sensitive positions in the 
United States Government and persons related thereto that are con¬ 
sidered relevant to the investigation. 

d. Individuals who are the subject of unsolicited information, 
who offer unsolicited information, request assistance, and make 
inquiries concerning record material, including general correspon¬ 
dence, contacts with other agencies, businesses, institutions, clubs, 
the public and the news media. 

e. Individuals, associated with administrative operations or ser¬ 
vices including pertinent functions, contractors and pertinent per¬ 
sons related thereto. 

Categories of records in the system: 

The FBI Central Records System - The FBI utilizes a central 
records system of maintaining its investigative, personnel, appli¬ 
cant. administrative, and general files. This system consists of one 
numerical sequence of subject matter files, an alphabetical index to 
the files, and a supporting abstract system to facilitate processing 
and accountability of all important mail placed in file. Files kept in 
FBI field offices are also structured in the same manner, except 
they do not utilize an abstract system. 

Ihe FBI has 198 classifications used in its basic filing system. 
They pertain primarily to Federal violations over which the 
FBI has investigative jurisdiction. However, included in the 
198 classifications arc personnel, applicant, and 
administrative matters to facilitate the overall filing scheme. 
These classifications are as follows (the word 'obsolete' 
following the name of the classification indicates that 
documents are no longer being filed under this heading): 

CLASSIFICATIONS 
1. Training Schools; National Academy Matters; FBI National 

Academy Applicants 
2. Neutrality Matters 
3. Overthrow or Destruction of the Government 

4. National Firearms Act; Federal Firearms Act; State 
Firearms Control Assistance Act; Unlawful Possession or 
Receipt of Firearms 

5. Income Tax 
6. Interstate Transportation of Strikebreakers 
7. Kidnaping 
8. Migratory Bird Act 
9. Extortion 
10. Red Cross Act 
11. Tax (Other than Income) 
12. Narcotics 
13. Miscellaneous National Defense Act; Prostitution; Selling 

Whiskey Within Army Camps (obsolete) 
14. Sedition 
15. Theft from Interstate Shipment 
16. Violation Federal Injunction (obsolete) 
17. Veterans Administration Matters 
18. May Act 
19. Censorship Matter (obsolete) 
20. Federal Grain Standards Act (obsolete) 
21. Food and Drugs 
22. National Motor Vehicle Traffic Act (obsolete) 
23. Prohibition 
24. Profiteering (obsolete) 
25. Selective Service Act; Selective Training and Service Act 
26. Interstate Transportation of Stolen Motor Vehicle; 

Interstate Transportation of Stolen Aircraft 
27. Patent Matter 
28. Copyright Matter 
29. Bank Fraud and Embezzlement 
30. Interstate Quarantine Laws (obsolete)' 
31. White Slave Traffic Act 
32. Identification (Fingerprint Matters) 
33. Uniform Crime Reporting 
34. Violation of Lacy Act (obsolete) 
35. Civil Service 
36. Mail Fraud 
37. False Claims Against the Government (obsolete) 
38. Application for Pardon to Restore Civil Rights (obsolete) 
39. Falsely Claiming Citizenship 
40. Passport and Visa Matter 
41. Explosives (obsolete) 
42. Deserter; Deserter, Harboring 
43. Illegal Wearing of Uniform; False Advertising or Misuse of 

Names, Words, Emblems or Insignia; Illegal Manufacture, 
Use, Possession, or Sale of Emblems and Insignia; Illegal 
Manufacture, Possession, or Wearing of Civil Defense 
Insignia; Miscellaneous, Forging or Using Forged Certificate 
Of Discharge from Military or Naval Service; Miscellaneous, 
Falsely Making or Forging Naval, Military, or Official Pass; 
Miscellaneous, Forging or Counterfeiting Seal of Department 
or Agency of the United States; Misuse of the Great Seal of 
the United States or of the Seals of the President or the Vice 
President of the United States; Unauthorized Use of 'Johnny 
Horizon' Symbol; Unauthorized Use of 'Smokey Bear' 
Symbol 

44. Civil Rights; Civil Rights, Election Laws, Civil Rights, 
Election Laws, Voting Rights Act, 1965 

45. Crime on the High Seas (Includes stowaways on boats and 
aircraft) 

46. Fraud Against the Government; Anti-Kickback Statute; 
Dependent Assistance Act of 1950; False Claims, Civil; 
Federal-Aid Road Act; Lead and Zinc Act; Public Works 
and Economic Development Act of 1965; Renegotiation Act, 
Criminal; Renegotiation Act, Civil; Trade Expansion Act of 
1962; Unemployment Compensation Statutes; Economic 
Opportunity Act 

47. Impersonation 
48. Postal Violation (Except Mail Fraud) 
49. National Bankruptcy Act 
50. Involuntary Servitude and Slavery 
51. Jury Panel Investigations 
52. Theft, Robbery, Embezzlement, Illegal Possession or 

Destruction of Government Property 
53. Excess Profits on Wool (obsolete) 
54. Customs Laws and Smuggling 
55. Counterfeiting 
56. Election Laws 
57. War Labor Disputes Act (obsolete) 
58. Bribery; Conflict of Interest 
59. World War Adjusted Compensation Act (obsolete) 
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60. Anti-Trust 
61. Treason or Misprison of Treason 
62. Miscellaneous — Including Administrative Inquiry (formerly 

Misconduct in Office) 
63. Miscellaneous. Non-Subversive, including; Black Market in 

Railroad Tickets (obsolete); Civil Aeronautics Act (obsolete); 
Eight-Hour-Day Law; Federal Judiciary Investigations; 
Federal Juvenile Delinquency Act; Kickback Racket Act; 
Lands Division Matter (Condemnation Proceedings); 
Miscellaneous - Civil Suit; Miscellaneous, O P.A. Violation 
(Civil) (obsolete); Miscellaneous - Wage and Hour Law 
(Fair Labor Standards Act of 1938); Soldiers and Sailors 
Civil Relief Act of 1940; Tariff Act of 1930, Top Hoodlum 
Coverage; Unreported Interstate Shipment of Cigarettes; 
Federal Cigarette Labeling and Advertising Act 

64. Foreign Miscellaneous 
65. Espionage 
66 Administrative Matters 
67. Personnel Matters 
68. Alaskan Matters (obsolete) 
69. Contempt of Court 
70. Crime on Indian Reservation; Inducing Conveyance of 

Indian Trust Land. Crime on Government Reservation; 
Embezzlement or Theft of Indian Property 

71. Bills of Lading Act 
72. Obstruction of Criminal Investigations 
73 Application for Pardon After Completion of Sentence and 

Application for Executive Clemency 
74. Perjury 
75. Bondsmen and Sureties 
76. Escaped Federal Prisoner; Escape and Rescue. Probation 

Violator; Parole Violator; Mandatory Release Violator 
77. Applicants (Special Inquiry, Departmental and.Other 

Government Agencies, except those having special 
classifications) 

78. Illegal Use of Government Transportation Requests 
79. Missing Persons 
80 Laboratory Research Matters 
81. Gold Hoarding (obsolete) 
82. War Risk Insurance (National Service Life Insurance) 

(obsolete) 
83. Court of Claims • 
84. Reconstruction Finance Corporation Act (obsolete) 
85. Home Owner Loan Corporation (obsolete) 
86. Federal Lending and Insurance Agencies 
87. Interstate Transportation of Stolen Property (Fraud by 

Wire, Radio, or Television) 
88. Unlawful Flight to Avoid Prosecution, Custody, or 

Confinement: Unlawful Flight to Avoid Giving Testimony 
89. Assaulting or Killing a Federal Officer; Congressional 

Assassination Statute 
90. Irregularities in Federal Penal Institutions 
91. Bank Burglary; Bank Larceny, Bank Robbery 
92. Anti-Racketeering; A.R., Lea Act; A.R., Interference with 

Government Communications System; A R., Hobbs Act 
93. Ascertaining Financial Ability 
94. Research Matters 
95. Laboratory Cases (Examination of Evidence in Other Than 

Bureau Cases) 
96. Alien Applicant (obsolete) 
97. Registration Act 
98. Sabotage 
99. Plant Survey (obsolete) 
100. Subversive Matter (Individuals); Internal Security 

(Organization) ' 
101. Hatch Act (obsolete) 
102. Voorhis Act 
103. Interstate Transportation of Stolen Cattle 
104. Servicemen’s Dependents Allowance Act of 1942 

(obsolete) 
105. Internal Security (Nationalistic Tendency, Foreign 

Intelligence) (Individuals and Organizations, by country) 
106. Alien Enemy Control; Escaped Prisoners of War and 

Internees (obsolete) 
107. Denaturalization Proceedings (obsolete) 
108. Foreign Travel Control (obsolete) 
109. Foreign Political Matters 
110. Foreign Economic Matters 
111. Foreign Social Conditions 
112. Foreign Funds 
113. Foreign Military and Naval Matters 

114. Alien Property Custodian Matter (obsolete) 
115. Bond Default; Bail Jumper 
116. Atomic Energy Act, Applicant; Atomic Energy Act, 

Employee 
117. Atomic Energy Act, Criminal 
118. Applicant, Central Intelligence Agency (obsolete) 
119. Federal Regulations of Lobbying Act 
120. Federal Tort Claims Act 
121. Loyalty of Government Employees (obsolete) 
122. Labor Management Relations Act, 1947 
123. Special Inquiry, State Department, Voice of America 

(U.S. Information Center) (Public Law 402, 80th Congress) 
124. European Recovery Program (International Cooperation 

Administration), formerly Foreign Operations 
Administration, Economic Cooperatum Administration or 
F.R.P., European Recovery Program; A.I.D., Agency for 
International Developmetn (obsolete) 

125. Railway Labor Act; Railway Labor Act, Employer’s 
Liability Act 

126. National Security Resources Board, Special Inquiry 
(obsolete) 

127. Sensitive Positions in the United States Government, 
Public Law 266 (obsolete) 

128. International Development Program (Foreign Operations 
Administration) 

129. Evacuation Claims (obsolete) 
130. Special Inquiry, Armed Forces Security Act (obsolete) 
131. Admiralty Matter * 
132. Special Inquiry, Office of Defense Mobilization (obsolete) 
133. National Science Foundation Act, Applicant (obsolete) 
134. Security Informants 
135. PROSAB (Protection of Strategic Air Command Bases of 

the U.S.A. Air Force) 
136. American Legion Contact (obsolete) 
137. Criminal Informants 
138. Loyalty of Employees of the United Nations and Other 

Public International Organizations 
139. Interception of Communications (Eormcrly, Unauthorized 

Publication or Use of Communications) 
140. Security of Government Employees; S.G.E., Fraud 

Against the Government 
141. False Entries in Records of Interstate Carriers 
142. Illegal Use of Railroad Pass 
143. Interstate Transportation of Gambling Devices 
144. Interstate Transportation of Lottery Tickets 
145. Interstate Transportation of Obscene Matter; Broadcasting 

Obscene Language 
146. Interstate Transportation of Prison-Made Goods 
147. Federal Housing Administration Matters 
148. Interstate Transportation of Fireworks 
149. Destruction of Aircraft or Motor Vehicles 
150. Harboring of Federal Fugitives, Statistics 
151. (Referral cases received from CSC under P.L. 298) 

Agency for International Development; Atomic Energy 
Commission (Civil Service Commission); National 
Aeronautics and Space Administration; National Science 
Foundation; Peace Corps; Action; U.S. Arms Control apd 
Disarmament Agency; World Health Organization; 
International Labor Organization; U.S. Information Agency 

152. Switchblade Knife Act 
153. Automobile Information Disclosure Act 
154. Interstate Transportation of Unsafe Refrigerators 
155. National Aeronautics and Space Act of 1958 
156. Welfare and Pension Plans Disclosure Act 
157. Extremist Matters; Civil Unrest 
158. Labor-Management Reporting and Disclosure Act of 1959 

(Security Matter) (obsolete) 
159. Labor-Management Reporting and Disclosure Act of 1959 

(Investigative Matter) 
160. Federal Train Wreck Statute 
161. Special Inquiries for White House, Congressional 

Committee and Other Government Agencies 
162. Interstate Gambling Activities 
163. Foreign Police Cooperation 
164. Crime Aboard Aircraft 
165. Interstate Transmission of Wagering Information 
166. Interstate Transportation in Aid of Racketeering 
167. Destruction of Interstate Property 
168. Intersate Transportation of Wagering Paraphernalia 
169. Hydraulic Brake Fluid Act (obsolete) 
170. Extremist Informants 
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171. Motor Vehicle Seat Belt Act (obsolete) 
172. Sports Bribery 
173. Public Accommodations, Civil Rights Act of 1964 Public 

Facilities, Civil Rights Act of 1964 Public Education, Civil 
Rights Act of 1964 Employment, Civil Rights Act of 1964 

174. Explosives and Incendiary Devices; Bomb Threats 
(Formerly, Bombing Matters; Bombing Matters, Threats) 

175. Assaulting the President (or Vice President) of the United 
States 

176. Anti-riot Laws 
177. Discrimination in Housing 
178. Interstate Obscene or Harassing Telephone Calls 
179. Extortionate Credit Transactions 
180. Desecration of the Flag 
181. Consumer Credit Protection Act 
182. Illegal Gambling Business; Illegal Gambling Business, 

Obstruction; Illegal Gambling Business, Forfeiture 
183. Racketeer, Influenced and Corrupt Organizations 
184. Police Killings 
185. Protection of Foreign Officials and Official Guests of the 

United States 
186. Real Estate Settlement Procedures Act of 1974 
187. Privacy Act of 1974, Criminal 
188. Crime Resistance 
189. Equal Credit Opportunity Act 
190. Freedom of Information/Privacy Acts 
191. False Identity Matter 
192. Hobbs Act - Financial Institutions 
193. Hobbs Act - Commercial Institutions 
194. Hobbs Act - Corruption of Public Officials 
195. Hobbs Act • Labor Related 
1%. Fraud by Wire 
197. Civil Actions or Claims Against the Government 
198.. Crime on Indian Reservations 

Files kept in FBI Field Offices • Field offices maintain certain 
records that are not contained at FBI Headquarters that include 
files, index cards, and related material pertaining to cases in which 
there was no prosecutive action undertaken; perpetrators of viola¬ 
tions not developed during investigation; or investigation revealed 
allegations were unsubstantiated or not within the invest^ative ju¬ 
risdiction of the Bureau. These investigations were closed in field 
offices and correspondence not forwarded to FBI Headquarters. 
Duplicate records and records which extract information reported 
in the main files are also kept in the various divisions of the FBI to 
assist them in their day-to-day operation. These records are lists of 
individuals which contain certain biographic data, including physi¬ 
cal description and photograph. They may also contain information 
concerning activities of the individual as reported to FBIHQ by the 
various field offices. The establishment of these lists is necessitated 
by the needs of the Divisions to have immediate access to pertinent 
information duplicative of data found in the Central Records 
without the delay caused by a time-consuming. manual search of 
central indices. The manner of segregating these individuals varies 
depending on the particular needs of the FBI Division. The infor¬ 
mation pertaining to individuals who are a. part of the list is deriva¬ 
tive of information contained in the Central Records System. These 
duplicative records fall into the following categories: 

(1) Listings of individuals used to assist in the location and 
apprehension of individuals for whom legal process is 
outstanding (fugitives); 

(2) Listings of individuals used in the identification of 
particular offenders in cases where the FBI has jurisdiction. 
These listings include various photograph albums and 
background data concerning persons who have been 
formerly charged with a particular crime and who may be 
suspect in similar criminal activities; and photographs of 
individuals who are unknown but suspected of involvement 
in a particular criminal activity, for example, bank 
surveillance photographs; 

(3) Listings of individuals as part of an overall criminal 
intelligence effort by the FBI. This would include 
photograph albums, lists of individuals known to be involved 
in criminal activity, including theft from interstate shipment, 
interstate transportation of stolen property, and individuals 
in the upper echelon of organized crime; 

(4) Listings of individuals in cojinection with the FBI's 
mandate to carry out Presidential directives on January 8, 
1943, July 24, 1950, December 15, 1953, and February 18, 
1976, which designated the FBI to carry out investigative 
work in matters relating to espionage, sabotage, and foreign 

counterintelligence. These listings may include photograph 
albums and other listings containing biographic data 
regarding individuals. This would include lists of identified 
and suspected foreign intelligence agents and informants; 

(5) Special indices duplicative of the central indices used to 
access the Central Records System have been created from 
time to time in conjunction with the administration and 
investigation of major cases. This duplication and 
segregration facilitates access to documents prepared in 
connection with major cases. 

Some of the information contained in the main files has also 
been extracted and placed on computer to enable various 
divisions to retrieve information more rapidly by avoiding 
the need for a manual search for information maintained in 
the main files. For example, since investigation of major 
frauds requires the Agent to collect and organize massive 
volumes of evidence and other investigative information, the 
FBI is using computers to do this in a more accurate and 
expeditious manner. Additionally, Agents occasionally seize 
evidence in computerized form and FBI computers are used 
to organize and sort the information in preparation for trial. 

Also, personnel type information dealing with such matters as 
attendance and production and accuracy requirements is 
maintained by some divisions. 

Authority for maintenance of the system: Federal Records Act of 
1950, The Constitution of the United States, various provisions of 
U.S. Code, Executive Orders and Presidential directives. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records contained in 
this system are utilized by the FBI in support of its mission to con¬ 
duct investigations within its jurisdiction and for various adminis¬ 
trative purposes. Information from these files is disseminated to ap¬ 
propriate Federal, state, local, and foreign agencies where the right 
and need to have access to this information exists — For example, 
to assist in the general crime prevention and detection efforts of 
the recipient agency. Information is also disseminated to these 
agencies and to individuals and organizations, where such dis¬ 
semination is necessary to elicit information from such agencies 
and individuals. Information from this system is also disseminated 
during appropriate legal proceedings. For example, witness inter¬ 
views are made available to defendants pursuant to the Jencks Act 
during Federal criminal trials. In the event that a system of records 
maintained by this agency to carry out its functions indicated a 
violation or potential violation of law, whether civil, criminal or 
regulatory in nature, and whether arising by general statute or par¬ 
ticular program statute, or by regulation, rule or order issued pur¬ 
suant thereto, the relevant records in the system of records may be 
referred, as a routine use, to the appropriate agency, whether 
federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforc¬ 
ing or implementing the statute, or rule, regulation or order issued 
pursuant thereto. A record from this system of records may he dis¬ 
closed as a ‘routine use' to a Federal, state or local agency main¬ 
taining civil, criminal or other relevant enforcement information or 
other pertinent information, such as current licenses, if necessary 
to obtain information relevant to an agency decision concerning the 
hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, 
grant or other benefit. A record from this system of records may be 
disclosed to a Federal agency, in resptonse to its request, in connec¬ 
tion with the hiring or retention of an employee, the issuance of a 
security clearance, the reporting of an investigation of an em¬ 
ployee, the letting of a contract, or the issuance of a license grant 
or other benefit by the requesting agency, to the extent that the in¬ 
formation is relevant and necessary to the requesting agency's deci¬ 
sion on the matter. For example, in discharging its obligations 
under Executive Order 10450, this agency would disseminate record 
information as a direct result of a name check request submitted by 
another government agency. A reqord relating to an actual or 
potential civil or criminal violation of title 17, United States Code, 
may be disseminated to a person injured by such violation to assist 
him/her in the institution or maintenance of a suit brought under 
such title. Background and descriptive information on Federal fugi¬ 
tives is disseminated to the general public and the news media in an 
effort to bring about the apprehension of these wanted individuals. 
News releases are also disseminated to the public and the news 
media concerning apprehensions of FBI fugitives and other notable 
accomplishments. Additionally, public source information is dis¬ 
tributed on a continuing basis, upon request, to the general public 
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and representatives of the media. Upon specific approval of the 
Director, information may be disseminated from this system to in¬ 
dividuals in the private sector in extenuating circumstances in order 
to protect life or property. Information which relates to foreign 
counter-intelligence matters may be disseminated to individuals in 
the private sector with the specific authority of the Attorney 
General where he deems it necessary in order for the Federal Bu¬ 
reau of Investigation (FBI) to fulfill its statutory responsibilities to 
investigate espionage in the United States. The FBI has received 
inquiries from private citizens and Congressional offices in behalf 
of constituents seeking assistance in locating such individuals as 
missing children or heirs to estates. Where the need is acute and 
where it appears FB' files may be the only lead in locating the in¬ 
dividual, consideration will be given to furnishing relevant informa¬ 
tion to the inquiring individual. Information will be provided only in 
those instances where it can be determined from the information at 
hand that the individual being sought would want the information to 
be furnished, e.g. an heir to a large estate. Information with regard 
to missing children will not be provided where they have reached 
their majority. The decision to make any dissemination under these 
circumstances can be made only by the Director, and this authority 
cannot be delegated. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Files are maintained in hardcopy form, computer tape, 
and microfilm. 

Retrievability: The FBI General Index must be searched to deter¬ 
mine what information, if any, the FBI may have in its files. The 
index cards are on all manner of subject matters, but primarily a 
name index of individuals. It should be noted the FBI does not 
index nil individuals that furnish information or names developed in 
an investigation. Only that information that is considered pertinent 
and relevant and essential for future retrieval, is indexed. In certain 
major cases most persons contacted are indexed in order to 
facilitate the proper administrative handling of a large volume of 
material. The FBI is in the process of automating its ‘Central 
Records System' and, therefore, the retrieval of certain data wiU be 
accomplished by utilizing certain computer peripheral equipment 
such as CRT (Cathode Ray Tube) video screens, and printers. This 
will basically involve certain personnel information, general index 
information, and the abstracting system. Automation in no way 
changes the ‘Central Records System'; it only facilitates access 
more effectively and efficiently. 

Safeguards: Records are maintained in a restricted area and are 
accessed only by FBI employees. All FBI employees receive a 
complete background investigation prior to being hired. All em¬ 
ployees are cautioned about divulging confidential information or 
any information contained in FBI files. Failure to abide by this 
provision violates Department of Justice regulations and may vio¬ 
late certain statutes providing maximum severe penalties of a 10, 
000 dollar fine or 10 years' imprisonment or both. Employees that 
resign or retire are also cautioned about divulging information 
acquired in the job. 

Retention and disposal: The Bureau, by its investigative mandate, 
collects and maintains information from a wide variety of sources. 
Tile records support the Bureau's investigative and administrative 
needs and its obligation to act as a clearinghouse under Executive 
Order 10450 regarding the security of Government employees. An 
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active destruction program includes microfilming of certain files 
over 10 years old and researching files, to determine whether they 
contain sufficient historical, research, investigative, or intelligence 
value to warrant their retention. The Code of Eederal Regulations, 
Title 41, and Title 44 of the U.S. Code set forth Records Manage¬ 
ment procedures to be followed by government agencies in relation 
to their records. All agencies are required to retain any material 
made or received during the course of public business which has 
been preserved or is appropriate for preservation. Accordingly, 
disposition of record material must be in accordance with 
established regulations. Subsequent destruction is accomplished 
through authority granted by National Archives and Records Ser¬ 
vice, GSA, utilizing either the General Records Schedules or a 
specific request for record destruction which is approved by the 
Archivist. Records are also destroyed or returned to source as a 
result of Court Order. Subsequent to 1/27/75, a Congressional 
moratorium on all destruction, and a later decision rendered on 
further retention of security and intelligence material, has substan¬ 
tially reduced the tangible effects of the destruction program. 

System manager(s) and address: Director; Federal Bureau of In¬ 
vestigation; Washington, D.C. 20535. 

Notification procedure: Same as above. 

Record access procedures: A request for access to a record from 
the system shall be made in writing with the envelope and the letter 
clearly marked 'Privacy Access Request'. Include in the request 
your full name, complete address, date of birth, place of birth, no¬ 
torized signature, and other identifying data you may wish to 
furnish to assist in making a proper search of our records. Also in¬ 
clude the general subject matter of the document or its file number. 
The requester will also provide a return address for transmitting the 
information. Access requests will be directed to the Director, 
Federal Bureau of Investigation, Washington, D.C. 20535. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should also direct their 
request to the Director, Federal Bureau of Investigation, Washing¬ 
ton, D.C. 20535, stating clearly and concisely what information is 
being contested, the reasons for contesting it, and the proposed 
amendment to the information sought. 

Record source categories: The FBI, by the very nature and 
requirement to investigate violations of law within its investigative 
jurisdiction and its responsibility for the internal security of the 
United States, collects information from a wide variety of sources. 
Basically it is the result of investigative efforts and information 
furnished by other Government agencies, law enforcement agen¬ 
cies, and the general public, informants, witnesses, and public 
source material. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (eKD. (2) and (3), (eK4KG) and (H), (eX5) and (8), (f), (g) and 
(m) of the Privacy Act pursuant to 5 U.S.C. 552a (j) and (k). Rules 
have been promulgated in accordance with the requirements of 5 
U.S.C. 553(b), (c) and (e) and have been published in the Federal 
Register. 

JUSTICE/FBI - 003 

System name: Bureau Mailing List. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg.; 10th and Pennsylvania Ave., N.W.; Washington, 
D C. 20535. 

Categories of individuals covered by the system: Individuals who 
have requested receipt of published Bureau material and who meet 
established criteria (basically law enforcement or closely related 
areas). 

Categories of records in the system: Name, address and business 
affiliation, if appropriate. 

Authority for maintenance of the system: Title 5, U.S. Code, Sec¬ 
tion 301 and Title 44, U.S. Code Section 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: For mailing of EBI 
material published on a regular basis. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 
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Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
.SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Computcrired and 3XS index card. 

Retrievability: ID number in computer, alphabetically for card 
index. 

Safeguards: Computer records maintained by Administrative Ser¬ 
vices Division, system operated by FBI personnel. 

Retention and disposal: Revised on a monthly basis. 

System manager(s) and address: Director, FBI, Washington, D C. 
20535 

Notification procedure: Director, FBI, Washington, D.C. 20535 

Record access procedures: Inquiry directed to Director, FBI, 
Washington, D.C. 20535 

Contesting record procedures: Same as the above. 

Record source categories: Individual requests for FBI material or 
official recommendation, from individuals associated with law en¬ 
forcement. 

Systems exempted from certain provisions of the act: None. 

JI STICE/FBI - 004 

System name: Routine Correspondence Handled By Preprinted 
Form. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg.; 10th and Pennsylvania Ave., N.W.; Washington, 
D C. 20535. 

Categories of individuals covered by the system: Routine cor¬ 
respondence from citizens not requiring a dictated response. 

Categories of records in the system: Original correspondence and 
3x5 index card. 

Authority for maintenance of the system: Title 5, U.S. Code, Sec¬ 
tion 301 and Title 44, U.S. Code, Section 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purpo.ses of such uses: Internal reference use of 
record of such correspondence. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C F R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
.552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Filing of original correspondence plus 3x5 index card. 

Retrievability: Correspondence alphabetically and chronologi¬ 
cally; index card alphabetically. 

• Safeguards: Maintained by FBI personnel; locked file cabinets 
dunng nonduty hours. 

Retention and disposal: Original correspondence retained 90 days 
and destroyed; 3x5 index cards maintained one year and destroyed. 

System manager(s) and address: Director, FBI, Washington, D.C. 
20535 

Notification procedure: Director, FBI, Washington, D.C. 20535 

Record access procedures: Inquiry directed to Director, FBI, 
Washington, D.C. 20535 

Contesting record procedures: Same as the above. 

Record source categories: Incoming citizen correspondence. 

Systems exempted from certain provisions of the act: None. 

JLSTICE/FBI - 005 

System name: Routine Correspondence Prepared Without-File Yel¬ 
low. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg.; 10th and Pennsylvania Ave., N.W.; Washington, 
D C. 20535. 

Categories of individuals covered by the system: Routine requests 
received via correspondence from citizens. 

Categories of records in the system: Tickler copy of routine 
response plus original citizen's letter. 

Authority for maintenance of the system: Title 5 U.S. Code, Sec¬ 
tion 301 and Title 44, U.S. Code, Section 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Temporary record of 
routine inquiries without substantive, historical or record value for 
which no record is to be made in central FBI files. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Onionskin copy of outgoing correspondence. 

Retrievability: Alphabetically and chronologically filed. 

Safeguards: Maintained by FBI personnel; locked file cabinets 
during nonduty hours. 

Retention and disposal: Retained 90 days, destroyed through con¬ 
fidential trash disposal. 

System manager(s) and address: Director, FBI, Washington, D.C. 
20535. 

Notification procedure: Director, FBI, Washington, D.C. 20535. 

Record access procedures: Inquiry directed to Director, FBI, 
Washington, D.C. 20535. 

Contesting record procedures: Same as the above. 

Record source categories: Incoming citizen correspondence. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/FBI - 006 

System name: Electronic Surveillance (Elsur) Indices. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg.; 10th and Pennsylvania Ave., N.W.; Washington, 
D.C. 20535. 

Categories of individuals covered by the system: Individuals who 
have been the targets of direct electronic surveillance coverage by 
the FBI, who have participated in conversations monitored by an 
FBI electronic installation, or who have owned, leased, or licensed 
premises on which the FBI has conducted an electronic surveil¬ 
lance. 
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Categories of records in the system: The Elsur Indices arc main¬ 
tained on 3‘ X 5‘ cards, which set forth the name of each person 
monitored or the proprietor of premises on which an electronic sur¬ 
veillance was conducted by the FBI since January 1, I960, a source 
number to identify the electromc surveillance, the date the conver¬ 
sation occurred, the location of the field office which conducted 

^thc monitoring, and the address and/or telephone number where the 
electronic surveillance occurred 

Authority for maintenance of the system: The FIsur Indices were 
initiated in October, 1966, at the instructions of the Department of 
Justice, which also established the cutoff date of January I, 1960. 
The authority for the maintenance of these records is Title 5, Sec¬ 
tion 301, use, which grants the Attorney General the authority to 
issue rules and regulations prescribing how Department of Justice 
information can be employed Title 18, USC, Section 2519, also 
sets forth recordkeeping requirements 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The Elsur Indices are 
utilized: (I) To respond to judicial inquiries about possible elec¬ 
tronic surveillance coverage of witnesses, defendants, or attorneys 
involved in Federal court proceedings, and (2) To enable the 
Government to certify whether a person regarding whom court- 
order authority is being sought for electronic coverage has ever 
been so covered in the past. The actual users of the indices arc al¬ 
ways Agents of the FBI. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
5S2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The records are maintained manually on 3‘ x 5' cards. 

Retrievability: They are indexed alphabetically under the two 
general categories of ‘Criminal* and ‘Security.* 

Safeguards: They are maintained in a guarded room at all times, 
with a special locking system for off-duty hours when they are not 
in use. 

Retention and disposal: Until advised to the contrary by the De¬ 
partment, the courts, or Congress, these indices will be maintained 
indefinitely. 

System manager(s) and address: Director, Federal Bureau of In¬ 
vestigation, Washington, D C. 20535 

Notification procedure: Same as the above. 

Record source categories: See Category of Individual. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK^ and (4), 
(d), (e)(1), (2) and (3), (eH4KG), (H), (e)(5) and (8), (f), (g) and (m) 
of the Privacy Act pursuant to 5 U.S.C. 552a (j). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

Jl'STICE/FBI - 007 

System name: FBI Automated Payroll System. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg.; 10th and Pennsylvania Avenud, N.W.; Washington, 
D C. 20535. 

Categories of individuals covered by the system: A) Current em¬ 
ployees of the Federal Bureau of Investigation (FBI); B) Resigned 
employees of the FBI are retained in the automated file for the cur¬ 
rent year for the purposes of clearing all pay actions and providing 
for any retroactive actions that might be legislated. ^ 

Categories of records in the system: System contains full record 
for each employee reflecting all elements relative to payroll status, 
plus accounting records and authorization records through which 
payrolls arc issued and by which payrolls are audited. For example, 
this system contains the employees' Social Security Number, time 
and attendance data, and place of assignment 

Authority for maintenance of the system: .System is established 
and maintained in accordance with Federal pay requirements, and 
all legislative enactments. Civil Service Commission regulations. 
General Accounting Office rulings and decisions. Treasure Depart 
ment requirements, and Office of Management and Budget regula 
tions relative thereto Title S, U S Code, Section ^01 and Title 44, 
U.S. Code, Section ^101 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Biweekly issuance of 
payroll and related matters Quarterly issuance of State Tax Report 
and Federal Insurance Contributions Act Report Resign and Fnd- 
of-Year Federal Tax Records (W-2's). Bi-weckly, quarterly, fiscal 
and annual Budget and Accounting Reports Appropriate informa¬ 
tion is made available to the Internal Revenue Service and state 
and city tax bureaus. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored electroni¬ 
cally on magnetic tapes and disks for use in a computer environ¬ 
ment. 

Retrievability: Information is retrieved by Social Security 
Number. (The authority to solicit an employee's Social Security 
Number is based on Title 26, Code of Federal Regulations, Section 
31.601 l(b)-2(b).) 

Safeguards: Information contained in the system is relative to the 
individual employee's payroll status and is considered confidential 
to that employee and to official business conducted for that em¬ 
ployee’s pay and accounting purposes. It is safeguarded and pro¬ 
tected in accordance with the FBI’s Computer Center’s regulations 
that permit access and use by only authorized personnel. 

Retention and disposal: Master Payroll and Accounting Records 
stored electronically are retained for a period of three years, as are 
Federal Tax files. Auxiliary files pertinent to main payroll functions 
are retained for periods varying from three pay periods to three 
years, depending on support files needed for any retroactive or 
audit purposes. Hard copy records are retained in accordance with 
instructions contained in General Records Schedule 2, GSA Reg. 
and GSA Bulletin FPMR B-47 Archives and Records 

System manager(s) and address; Director, Federal Bureau of In¬ 
vestigation; Ninth and Pennsylvania Avenue; Washington, DC 
20535. 

Notification procedure; Same as the above. 

Record access procedures: A request of access to information may 
be made by an employee through his supervisor or by a former em 
ployee by writing to the Federal Bureau of Investigation, 9th and 
Pennsylvania Avenue, Washington, D.C. 20535, Attention Payroll 
Office. ^ 

Contesting record procedures: Contest of any information should 
be set out in detail and a check of all supportive records will be 
made to determine the factual data in existence, which is predeter¬ 
mined by source documents and accounting procedures governing 
pay matters. 
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Record source categories: Source of information is derived from 
personnel actions, employee authorizations, and time records which 
are issued and recorded in accordance with regulations governing 
Federal pay. ^ 

Systems exempted from certain provisions of the act: None. 

JI STICE/FBI - 008 

System name: Personnel Information Network System (PINS) 

System location: Federal Bureau of Investigation, J Edgar 
Hoover Building; lOth Street and Pennsylvania Avenue, N W.; 
Washington, D.C. 20535 

Categories of individuals covered by the system: Federal Bureau of 
Investigation employees and former employees 

Categories of records in the system: The system contains person¬ 
nel information which includes information set forth on (I) FBI 
form 3-634 in lieu of Standard Form 50 - Notification of Personnel 
Action, (2) SF I76-T-Federal Employee Group Life Insurance Plan, 
(3) FBI form 12-60 in lieu of SF 1126 - Notification of Pay Change, 
(4) SF 2801 and CSC 1084 - Application for and additional informa¬ 
tion in support of retirement, respectively. (5) SF 2809 - Federal 
Employee Health Benefit Plan and (6) various intra-agency forms 
and memoranda. 

Authority for maintenance of the system: The system is 
established and maintained pursuant to regulations set forth in the 
Federal Personnel Manual. Title 5, U.S. Code, Section 301 and 
Title 44, U.S. Code^ Section 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The PINS is used (1) to 
prepare the Notification of Personnel Action, copies of which are 
(urnished to the Civil Service Commission (2) to locate and charge 
out personnel files for official use, (3) to generate lists of em¬ 
ployees which are used internally by authorized personnel for 
record keeping, planning, and decision making purposes, and (4) as 
a source for the dissemination of information (A) to federal, state 
and local agencies and to private organizations pursuant to service 
record inquiries and (B) pursuant to credit inquiries (In response to 
proper credit inquiries from credit bureaus and financial institu¬ 
tions, the FBI will verify employment and furnish salary and length 
of service). 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system,* including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in PINS is stored by disc and 
magnetic tape. 

Retrievability: Information is retrieved (I) on-line through 
Cathode Ray "Tubes by keying the name or Social Security Number 
of the employee and (2) off-line by tape reading. (It is noted the 
authority to solicit an employee's Social Security Number is based 
on Title 26, Code of Federal Regulations, Section 31.601 i(b)-2(b).) 

Safeguards: Areas housing the system and access terminals are 
located in secure buildings available to authorized FBI personnel 
and escorted maintenance and repair personnel 'only. Access ter¬ 
minals are operational only during normal daytime working hours at 
which time they are constantly attended. 

Retention and disposal: Electronically stored records for em¬ 
ployees and former employees are maintained indefinitely in a vault 
under the control of a vault supervisor. Pursuant to regulations set 
forth in the Federal Personnel Manual a copy of the Notification of 
Personnel Action is made a part of the employees’ personnel file. 

System manager(s) and address: Director; Federal Bureau of In¬ 
vestigation. John Fdgar Hoover Building, lOth Street and Pennsyl¬ 
vania Avenue, N W . Washington, D C. 20535. 

Notification procedure: Same as the above 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request ‘ Include in the 
request the name and return address of the requestor Access 
requests will be directed to the Director, Federal Bureau of In¬ 
vestigation 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the Director. FBI stating clearly and concisely what in 
formation is being contested, the reasons for contesting it, and the 
proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are present and former FBI employees and employee per¬ 
sonnel files 

Systems exempted from certain provisions of the act: None. 

JL’STICE/FBI - 0«9 

System name: Identification Division Records System. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg.; 10th and Pennsylvania Avenue, N.W.; Washington, 
D.C. 20535. 

Categories of individuals covered by the system: 

A. Individuals fingerprinted as a result of arrest or incarceration 
by Federal, state or local law enforcement agencies. 

B. Persons fingerprinted as a result of federal employment appli¬ 
cations, military service, alien registration and naturalization pur¬ 
poses and individuals desiring to have their fingerprints placed on 
record with the FBI for personal identification purposes. 

Categories of records in the system: 

A. Criminal fingerprint cards and related criminal justice informa¬ 
tion submitted by authorized agencies having criminal justice 
responsibilities. 

B. Civil fingerprint cards submitted by Federal agencies and civil 
fingerprint cards submitted by persons desiring to have their finger¬ 
prints placed on record for personal identification purposes. 

C. Identification records sometimes referred to as ‘rap sheets‘ 
which are compilations of criminal history information pertaining to 
individuals who have criminal fingerprint cards maintained in the 
system. 

D. An alphabetical name index pertaining to each individual 
whose fingerprints are maintained in the system. The criminal 
records and the civil records are maintained in separate files and 
each file has an alphabetical name index related to the data con¬ 
tained therein. 

Authority for maintenance of the system: The system is 
established, maintained and used under authority granted by 28 
U.S.C. 534 and P.L. 92-544 (86 Stat. 1115). The authority is also 
codified in 28 C.F.R. 0.85(b), and (j). 

Routine uses of records mailitained in the system, including catego¬ 
ries of users and the purposes of such uses: The FBI operates the 
Identification Division Records System to perform identification 
and criminal history record information functions for federal, state, 
and local criminal justice agencies, and for noncriminal justice 
agencies, and other entities where authorized by Federal statute, 
state statute pursuant to Public Law 92-544 (86 Stat. 1115), Pre¬ 
sidential executive order, or regulation of the Attorney General of 
the United States. In addition, identification assistance is provided 
in disasters and for other humanitarian purposes. Dissemination is 
also conducted in accordance with Public Law 94-29, known as the 
Securities Acts Amendments of 1975. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 
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Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in the system is stored manually in file 
cabinets either in its natural state or on microfilm. In addition, 
some of the information is stored electronically in converting the 
manual system to an automated system. 

Retrievability: (I) All information in the system is retrievable by 
technical fingerprint classification index and positive identification 
is effected only by comparison of the unique characteristics ob¬ 
tained from fingerprint impressions submitted for search against the 
fingerprint cards maintained within the system. 

(2) An auxiliary means of retrieval is through the alphabetical 
name indexes which contain names of the individuals, their birth 
data, other physical descriptors and the individuals' technical fin¬ 
gerprint classifications and FBI numbers, if such have been as¬ 
signed. 

(3) The name of an individual and his FBI number may assist in 
retrieval of information about that individual from within the 
system. Since July, 1971, all individuals whose fingerprints have 
been placed in the criminal file have been assigned unique FBI 
numbers. Prior to July, 1971, all individuals who had two or more 
fingerprint cards in the criminal file were assigned FBI numbers. 

Safeguards: Information in the system is unclassified. Disclosure 
of information from within the system is made only to authorized 
recipients upon authentication and verification of the right to ac¬ 
cess the system by such persons and agencies. The physical securi¬ 
ty and maintenance of information within the system is provided by 
FBI rules, regulations and procedures. 

Retention and disposal: 

(1) The Archivist of the United States has approved the destruc¬ 
tion of records maintained in the criminal file when the records in¬ 
dicate individuals have reached 80 years of age and the destruction 
of records maintained in the civil file when the records indicate in¬ 
dividuals have reached 75 years of age. 

(2) Fingerprint cards and related arrest data in the system are 
destroyed seven years following notification of the death of an in¬ 
dividual whose record is maintained within the system. 

(3) Fingerprint cards submitted by state and local criminal justice 
agencies are returned upon requests of the submitting agencies. The 
return of a fingerprint card under this procedure results in the dele¬ 
tion from the system of all arrest information related to that finger¬ 
print card. 

(4) Fingerprint cards and related arrest data are removed from 
the Identification Division Records System upon receipt of Federal 
court orders for expunctions when accompanied by necessary 
identifying information. Recognizing lack of jurisdiction of local 
and state courts over an entity of the Federal Government, the 
Identification Division Records System, as a matter of comity, 
returns fingerprint cards and related arrest data to local and state 
criminal justice agencies upon receipt of orders of expunction 
directed to such agencies by local and state courts when accom¬ 
panied by necessary identifying informations. 

System manager(s) and address: Director; Federal Bureau of In¬ 
vestigation; lOth and Pennsylvania Avenue, N.W.; Washington, 
D C. 20535. 

'Notification procedure: Address inquiries to the System Manager. 
The Attorney General has exempted the Identification Division 
Records System from compliance with subsection (d) of the Act. 

Record access procedures: The Attorney General has exempted 
the Identification Division Records System from compliance with 
subsection (d) of the Act. However, pursuant to 28 C.F.R. 16.30-34, 
and Rules and Regulations promulgated by the Department of 
Justice on May 20, 1975 at 40 Fed. Reg. 22114 (Section 20.34) for 
Criminal Justice Information Systems, an individual is permitted ac¬ 
cess to his identification record maintained in the Identification 
Division Records System and procedures are furnished for correct¬ 
ing or challenging alleged deficiencies appearing therein. 

Contesting record procedures: Same as the above. 

Record source categories: See Categories of Individuals. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (c)(3) and (4), 
(d), (eKI). (2) and (3), (eK4)(G), (H), (eK5) and (8), (f), (g) and (m) 
of the Privacy Act pursuant to 5 U.S.C. 552a (j). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and (e) and have been published in the Federal Register. 

JUSTICE/FBI - 010 

System name: Employee Travel Vouchers and Individual Earning 
Records. 

System location: Federal Bureau of Investigation; J. Edgar 
Hoover Bldg. 10th and Pennsylvania Avenue, N.W., Washington, 
D C. 20535. Records pending audit are located at Federal Records 
Centers. 

Categories of individuals covered by the system: Former and cur¬ 
rent employees of the FBI 

Categories of records in the system: Payroll, travel and retirement 
records of current and former employees of the FBI. 

Authority for maintenance of the system: The head of each execu¬ 
tive agency, or his delegate, is responsible for establishing and 
maintaining an adequate payroll system, covering pay, leave and al¬ 
lowances, as a part of the system of accounting and internal control 
of the Budget and Accounting Procedures Act of 1950, as amended, 
31 U.S.C. 66, 66a and 200(a). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are used 
by Departmental personnel to prepare and document payment to 
employees of the FBI and to carry out financial matters related to 
the payroll or accounting functions. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Manual on paper files. 

Retrievability: The records can be retrieved by name; and either 
social security account number or employee identification number. 

Safeguards: Accessed by Bureau employees at FBI Headquarters 
and by Field Office employees at Records Centers. Transmittal 
document contains Bureau statement concerning security, i.e., who 
may access or view records. Records 'are maintained in rooms 
under the control of employees during working hours and main¬ 
tained in locked file cabinets in locked rooms at other times. 
Security guards further restrict access to the building to authorized 
personnel only. 

Retention and disposal; Employee travel vouchers - retained in¬ 
definitely. Individual earning records - retained 56 years after date 
of last entry. 

System manager(s) and address: Director, Federal Bureau of In¬ 
vestigation, 9th and Pennsylvania Avenue, N.W., Washington, D.C. 
20535. 

Notification procedure: Written inquiries, including name, date of 
birth, and social security number, to determine whether this system 
contains records about an individual may be addressed to Director, 
Federal Bureau of Investigation, 9th and Pennsylvania Avenue, 
N.W., Washington, D.C. 20535. 

Record access procedures: 

Contesting record procedures: Written inquiries, including name, 
date of birth and social security number, requesting access or con¬ 
testing the accuracy of records may be addressed to: Director, 
Federal Bureau of Investigation, 9th and Pennsylvania Avenue, 
N.W., Washington, D C. 20535. 

Record source categories: Travel vouchers turned in by individual 
employees for official business. Pay records - time and attendance 
records, pay determined by the agency. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/FBI • on 

System name: Employee Health Records. 

System location: Federal Bureau of Investigation, Finance and 
Personnel Division, Health Service, J. Edgar Hoover Bldg.; 10th 
and Pennsylvania Avenue, N.W., Washington, D.C. 20535 and the 
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following field offices: New York, Newark, Philadelphia, Chicago, 
Los Angelesn San Francisco, and FBI Academy, Quantico, Vir¬ 
ginia. Addresses for these offices can be found in JUSTICE/FBI- 
999, the appendix of Field Offices for the Federal Bureau of In¬ 
vestigation. > 

Categories of individuals covered by the system: Current and 
former employees of the FBI. 

Categories of records in the system: Records of visits to health 
facilities relating to sickness, injuries or accidents. 

Authority for maintenance of the system: The head of each agency 
is responsible, under 5 U.S.C. 7902, for keeping a record of injuries 
and accidents to its employees and for reducing accidents and 
health risks. These records are maintained under the general 
authority of S U.S.C. 301 so that the FBI can be kept aware of the 
health related matters of its employees and more expeditiously 
identify them. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are main¬ 
tained by the FBI to identify matters relating to the health of its 
present and former employees. Information is available to em¬ 
ployees of the FBI whose job function relates to identifying and 
resolving health matters of former and current personnel of the 
FBI. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in-' 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Filing of 3 x 5 index record cards. 
Retrievability: These index cards are retrievable by the name of 

an individual. 
Safeguards: These records are maintained by FBI personnel dur¬ 

ing working hours and in locked file cabinets during non-working 
hours. Security guards further restrict access to the building to 
authorized personnel. 

Retention and disposal: These 3x5 index cards are maintained 
for the duration of an employee’s service with the FBI. 

System manager(s) and address: Director, Federal Bureau of In¬ 
vestigation, 9th and Pennsylvania Avenue, N.W., Washington, D.C. 
20535. 

Notification procedure: Written inquiries, including name, date of 
birth and social security number, to determine whether this system 
of records contains records about an individual may be addressed 
to: Director, Federal Bureau of Investigation, 9th and Pennsylvania 
Avenue, N.W., Washington, D.C. 20535. 

Record access procedures: 
Contesting record procedures: Written inquiries, including name, 

address and social security number, requesting access or contesting 
the accuracy of records may be addressed to: Director, Federal Bu¬ 
reau of Investigation, 9th and Perinsylvania Avenue, N.W., 
Washington, D.C. 20535 and the above-mentioned field offices at 
addresses referred to in JUSTICE/FBI-999. 

Record source categories: Employees of the Federal Bureau of In¬ 
vestigation originate their own records. 

Systems exempted from certain provisions of the act: None. 

Jl’STICE/FBI - 012 
System name: Time Utilization Record-Keeping (TURK) System. 

System location: Administrative Services Division, Federal Bu¬ 
reau of Investigation, J. Edgar Hoover Building, 10th and Pennsyl¬ 
vania Avenue, N.W., Washington, D C. 20535. 

Categories of individuals covered by the system: Special Agents, 
Accounting Technicians, Investigative Assistants,,and Laboratory 
Technicians. 

Categories of records in the system: System contains bi-weekly 
time utilization data of Special Agents, Accoqnting Technicians, In¬ 
vestigative Assistants and Laboratory Technicians. 

Authority for maintenance of the system: This system of records is 
maintained under the authority of 31 U.S.C. 66a which requires the 
head of the Department, or his delegate, to establish a system of 
accounting and internal control designed to provide full disclosure 

of the financial results of the FBI’s activities; adequate financial in¬ 
formation needed for the FBI’s management purposes andfeffective 
control over and accountability for all funds, property and other as¬ 
sets for which the FBI is responsible 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: For the purpose of 
producing cost accounting reports reflective of personnel utiliza¬ 
tion, records may be made available to the General Accounting Of¬ 
fice, the Office of Management and Budget and the Treasury De¬ 
partment. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored electroni¬ 
cally on magnetic tapes and discs for use in a computer environ¬ 
ment. 

Retrievability: Information is retrieved by name and/or social 
security number. 

Safeguards; Information is safeguarded and protected in ac¬ 
cordance with the FBI’s Computer Center regulations that permit 
access and use by authorized personnel only. 

Retention and disposal: Bi-weekly magnetic tapes are retained for 
a period of 3 years. Hard copy records are retained in accordance 
with instructions contained in General Records Schedule 8, and 
GSA Bulletin FPMR-47 Archives and Records. Hard copy records 
will be destroyed, magnetic tapes will be erased and reused. 

System manager(s) and address: Director, Federal Bureau of In¬ 
vestigation, 9th and Pennsylvania Avenue, N.W., Washington. D C 
20535. 

Notification procedure: Same as above. 
Record access procedures: 
Contesting record procedures: Written requests for access to in¬ 

formation may be made by an employee through his supervisor or 
by former employees by writing to: Federal Bureau of Investiga 
tion, 9th and Pennsylvania Avenue, N.W., Washington, DC. 20^ts 
(Attn: Administrative Services Division). Contesting of* any infor 
mation should be set out in written detail and forwarded to the 
above address. A check of all supportive records will be made to 
determine the factual data in existence. 

Record source categories; Source of information is derived from 
daily time utilization recording made by the employees. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/FBI - 999 
System name: Appendix of Field Divisions for the Federal Bureau 

of Investigation. 

Field Office: 

502 U.S. Post Office & Court House 
Albany, New York 12207 

4303 Federal Office Building 
Albuquerque, New Mexico 87101 

Room 500, 300 North Lee Street 
Alexandria, Virginia 22314 

Room 238, Federal Building 
Anchorage, Alaska 99510 

275 Peachtree Street, N.E. 
Atlanta, Georgia 30303 

7142 Ambassador Road 
Baltimore, Maryland 21207 * 

Room 1400 - 2121 Building 
Birmingham, Alabama 35203 

John F. Kennedy Federal Office Building 
Boston, Massachusetts 02203 

Room 1400 - 111 West Huron Street 
Buffalo, New York 14202 

115 U.S. Court House and Federal Building 
Butte, Montana 59701 
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1120 Jefferson Standard Life Building 
Charlotte, North Carolina 28202 

Room 905, Everett McKinley Dirksen Building 
Chicago, Illinois 60604 

415 U S. Post Office & Court House Building 
Cincinnati, Ohio 45202 ~ « 

3005 Federal Office Building 
Cleveland, Ohio 44199 

1529 Hampton Street 
Columbia, South Carolina 29201 

Room 200, 1810 Commerce Street 
Dallas, Texas 75201 

Room 18218, Federal Office Building 
Denver, Colorado 80202 

Patrick V. McNamara Building 
477 Michigan Avenue 
Detroit, Michigan 48226 

202 U.S. Court House Building 
El Paso, Texas 79901 

Kalanianaole Federal Building 
Room 4307 
300 Ala Moana Boulevard 
Honolulu, Hawaii 96850 

6015 Federal Building and U.S. Court House 
Houston, Texas 77002 

575 Nofth Pennsylvania St. 
Indianapolis, Indiana 46202 

800 Unifirst Federal Savings & Loan Building 
Jackson, Mississippi 39205 

414 U.S. Court House & Post Office Building 
Jacksonville, Florida 32202 

Room 300 - U.S. Courthouse 
Kansas City, Missouri 64106 

Room 800, 1111 Northshore Drive 
Knoxville, Tennessee 37919 

Room 2-011, Federal Office Building 
Las Vegas, Nevada 89101 

215 U.S. Post Office Building 
Little Rock, Arkansas 72201 

11000 Wilshire Boulevard 
Los Angeles, California 90024 

Room 502, Federal Building 
Louisville, Kentucky 40202 

841 Clifford Davis Federal Building 
Memphis, Tennessee 38103 

3801 Biscayne Boulevard 
Miami, Florida 33137 

Room 700, Federal Building and U.S. Court House 
Milwaukee, Wisconsin 53202 

392 Federal Building 
Minneapolis, Minnesota 55401 

520 Federal Building ^ 
Mobile, Alabama 36602 

Gateway I, Market Street 
Newark, New Jersey 07101 
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770 Chapel Building 
New Haven, Connecticut 06510 

701 Loyola Avenue 
New Orleans, Louisiana 70113 

201 East 69th Street 
New York, New York 10021 

Room 300, 870 Military Highway 
Norfolk, Virginia 23502 

50 Penn Place, N.W., 50th at Pennsylvania 
Oklahoma City, Oklahoma 73118 

1010 Federal Office Building 
Omaha, Nebraska 68102 

8th Floor, Federal Office Building 
600 Arch Street 
Philadelphia, Pennsylvania 19106 

2721 North Central Avenue 
Phoenix, Arizona 85004 

1300 Federal Office Building 
Pittsburgh, Pennsylvania 15222 

Crown Plaza Building 
Portland, Oregon 97201 

200 West Grace Street 
Richmond, Virginia 23220 

Federal Building 
2800 Cottage Way 
Sacramento, California 95825 

2704 Federal Building 
St. Louis, Missouri 63103 

3203 Federal Building 
Salt Lake City, Utah 84138 

433 Federal Building 
Box 1630 
San Antonio, Texas 78296 

Federal Office Building 
Room 6531 
88 Front Street 
San Diego, California 92188 

450 Golden Gate Avenue 
San Francisco, California 94102 

U.S. Courthouse and Federal Building 
Room 526 
Hato Rey, Puerto Rico 00918 

5401 Paulsen Street 
Savannah,Georgia 31405 

915 Second Avenue 
Seattle, Washington 98174 

535 West Jefferson Street 
Springfield, Illinois 62702 

Room 610, Federal Office Building 
Tampa, Florida 33602 

506 Old Post Office Building 
Washington, D C. 20535 

Federal Bureau of Investigation Academy 
Quantico, Virginia 22135 

LEGAL ATTACHE (all c/o The American Embassy for the 
ties indicated): 
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Bern, Switzerland 

Bonn, Germany (Box 310, APO, New York 09080) 

Buenos Aires, Argentina 

Caracas, Venezuela (APO, New' York 09893) 

Hong Kong, B.C.C. (FPO, San Francisco 96659) 

London, England (Box 40, FPO, New York 09510) 

Madrid, Spain (APO, New York 09285) 

Manila, Philippines (APO, San Francisco 96528) 

Mexico City, Mexico 

Ottawa, Canada 

Paris, France (APO, New York 09777) 

Rome, Italy (APO, New York 09794) 

Tokyo, Japan (APO, San Francisco 96503) 

Jl'STICE/TAX - 001 

System name: Tax Division Central Classification Cards, Index 
Docket Cards, and Associated Records - Criminal Tax Cases 

System location: U.S. Department of Justice; Tax Division; 10th 
and Constitution Avenue, N.W.; Washington, D C. 20530. 

Categories of individuals covered by the system: Persons referred 
to in potential or actual criminal tax cases and related matters of 
concern to the Tax Division under the Internal Revenue laws. 

Categories of records in the system: The system consists of an> 
alphabetical index by individual name of all criminal tax cases, and 
related matters assigned, referred, or of interest to the Tax Divi¬ 
sion. Records in many instances are duplicated in the criminal sec¬ 
tion of the Division which has specific jurisdiction over criminal 
tax cases. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 28 C.F.R., 0.70 and 0.71. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

A. Classification cards are maintained on each Tax Division 
criminal case to identify and assign mail to the proper office within 
the Division; to relate incoming material to an existing case; to 
establish a file number for a new case upon receipt; and to provide 
a central index of cases within the Division. 

B. Docket cards are records pertaining to the flow of legal work 
in the Division. They are maintained on each criminal case which is 
being or was handled by the Division's sections. 

C. Case files maintained allow Division attorneys immediate ac¬ 
cess to information which is essential in carrying out their responsi¬ 
bilities- concerning all criminal tax cases. 

D. A record maintained in this system of records may be dis¬ 
seminated as a routine use as follows; (I) In any case in which 
there is an indication of a violation or potential violation of law, 
whether civil, criminal, or regulatory in nature, the record in 
question may be disseminated to the appropriate federal, state, 
local, or foreign agency charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing such law; (2) In the course of investigating the 
potential or actual violation of any law whether civil, criminal, or 
regulatory in nature, or during the course of a trial or hearing or 
the preparation for a trial or hearing for such violation, a record 
may be disseminated to a federal, state, local or foreign agency, or 
to an individual or organization, if there is reason to believe that 
such agency, individual, or organization possesses information 
relating to the investigation, trial, or hearing and the dissemination 
is reasonably necessary to elicit such information or to obtain the 
cooperation of a witness or an informant; (3) A record relating to a 
case or matter may be disseminated to the appropriate Federal, 
state, local, or foreign court or grand jury in accordance with ap¬ 
plicable constitutional, substantive, or procedural law or practice« 
(4) A record relating to a case or matter may be disseminated to a 
Federal, state, or local administrative or regulatory proceeding or 
bearing in accordance with the procedures governing such proceed¬ 
ing or hearing; (5) A record relating to a case or matter may be dis¬ 

seminated to an actual or potential party or his attorney for the 
purpose of negotiation or discussion on such matters as settlement 
of the case or matter, plea bargaining, or informal discovery 
proceedings; (6) A record relating to a case or matter that has been 
referred to the Tax Division may be disseminated to the referring 
agency to notify such agency of the status of the case or matter or 
of any decision or determination that has been made; (7) A record 
relating to a case or matter may be disseminated to a foreign 
country pursuant to an international treaty or convention entered 
into and ratified by the United States or to an executive agreement. 
(8) A record may be disseminated to a federal agency, in response 
to its request, in connection with the hiring or retention of an em¬ 
ployee, the issuance of a security clearance, the reporting of an in¬ 
vestigation of an employee, the letting of a contract, or the is 
suance of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen 
cy's decision on the matter. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authoritv of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in this system is stored manually 
on index cards and in folders. 

Retrievability: Information is retrieved manually by the name of 
the individual from the index card which in turn indicates the case 
number, and the section unit or attorney assigned to work on the 
material. 

Safeguards: Information contained in this system is safeguarded 
and protected in accordance with applicable Departmental rules and 
procedures governing access, production and disclosure of any 
materials contained in its official files. 

Retention and disposal: Currently there are no provisions for the 
disposal of the cards in this system, however, the records of the 
closed classes are forwarded to the Federal Record Center, where 
they are destroyed after 25 years. 

System manager(s) and address: Assistant Attorney General; Tax 
Division; U.S. Department of Justice; lOth Street and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: An inquiry concerning this system should 
be directed to the System Manager listed above. 

Record access procedures: To the extent that this system of 
records is not subject to exemption, it is subject to access and con¬ 
test. A determination as to the applicability of an exemption as to a 
specific record shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, w'ith the envelope and the letter clearly 
marked ‘Privacy Access Request'. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number which may be of assistance in locating the 
record, the name of the case or matter involved, if known, the 
name of the judicial district involved, if known, and any other in¬ 
formation which may be of assistance in locating the record. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Internal Revenue Service, Department 
offices and employees, and other Federal, state, local, and foreign 
law enforcement and non-law enforcement agencies, private per¬ 
sons, witnesses, and informants. 

Systems exempted from certain provisions of the act: The Attorney 
General has proposed exemption of this system from subsection 
(c)(3). (cM4). (d)(1), (d)(2), (d)(3), (d)(4), (eKD. (c)(2), (c)(3). 
(e)(4KG). (e)(4)(H), (e)(4)(I), (eK5), (e)(8). (f) and (g) of the Privacy 
Act pursuant to 5 U.S.C. 552a (j). Rules have been promulgated in 
accordance with the requirements of 5 U.S.C 553(b), (c) and (c) 
and have been published in the Federal Register. 
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Jl’STICE/TAX - 002 

System name: Tax Division Central Classification Cards, Index 
Docket Cards, and Associated Records - Civil Tax Cases. 

System location: U.S. Department of Justice; Tax Division; lOth 
and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Persons referred 
to in potential or actual civil tax cases and related matters of con¬ 
cern to the Tax Division under the Internal Revenue laws. 

Categories of records in the system: The system consists of an 
alphabetical index by individual name of all civil tax cases, and re¬ 
lated natters assigned, referred, or of interest to the Tax Division. 
Records in many instances are duplicated in the various Civil Tax 
Sections of the Division which have specific jurisdiction over civil 
tax cases. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 28 C.F.R. 0.70 and 0.71. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

A Classification cards arc maintained on each Tax Division 
civil case in order to identify and assign mail to the proper 
office within the Division; to relate incoming material to an 
existing case; to establish a file number for a new case upon 
receipt; and to provide a central index of civil tax cases 
within the Division. 

B. Docket cards are records pertaining to the flow of legal 
work in the Division. They arc maintained on each civil tax 
case which is being or was handled by the Division's 
Sections. 

C. Case files maintained allow Division attorneys immediate 
access to information which is essential in carrying out their 
responsibilities concerning all civil tax cases. 

D. A record maintained in this system of records may be 
disseminated as a routine use as follows; (I) In any case in 
which there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the 
appropriate Federal, state, local, or foreign agency charged 
with the responsibility of investigating or prosecuting such 
violations or charged with enforcing or implementing such 
law; (2) In the course of investigating the potential or actual 
violation of any law whether civil, criminal, or regulatory in 
nature, or during the course of a trial or hearing or the 
preparation for a trial or hearing for such violation, a record 
may be disseminated to a Federal, state, local or foreign 
agency, or to an individual or organization, if there is reason 
to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial or 
hearing and the dissemination is reasonably necessary to 
elicit such information or to obtain the cooperation of a 
witness or an informant; (3) A record relating to a case or 
matter may be disseminated to the appropriate Federal, 
state, local, or foreign court or grand jury in accordance 
with applicable constitutional, substantive, or procedural law 
or practice; (4) A record relating to a case or matter may be 
disseminated to a Federal, state, or local administrative or 
regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (5) A 
record relating to a case or matter may be disseminated to an 
actual or potential party or his attorney for the purpnise of 
negotiation or discussion on such matters as settlement of 
the case or matter, plea bargaining, or informal discovery 
proceedings; (6) A record relating to a case or matter that 
has been referred to the Tax Division may be disseminated 
to the referring agency to notify such agency of the status of 
the case or matter of any decision or determination that has 
been made; (7) A record relating to a case or matter may be 
disseminated to a foreign country pursuant to an 
international treaty or convention entered into and ratified 
by the United States or to an executive agreement; (8) A 
record may be disseminated to a Federal agency, in response 
to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the 
reporting of an investigation of an employee, the letting of a 
contract, or the issuance of a license, grant, or other benefit 
by the requesting agency, to the extent that the information 
relates to the requesting agency’s decision on the matter. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 

to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in this system is stored manually 
on index cards and in folders. 

Retrievabiiity: Information is retrieved manually by the name of 
the individual from the index card which, in turn, indicates the case 
number, and the section unit or attorney assigned to work on the 
material. 

Safeguards: Information contained in the system is safeguarded 
and protected in accordance with Departmental rules and 
procedures governing access, production and disclosure of any 
materials contained in its official files. 

Retention and disposal: Currently, there are no provisions for the 
disposal of the cards in this system; however, the records of the 
closed classes are forwarded to the Federal Record Center, where 
they are destroyed after 25 years. 

System manager(s) and address: Assistant Attorney General; Tax 
Division; U.S. Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: An inquiry concerning this system should 
be directed to the System Manager listed above. 

Record access procedures: To the extent that this system of 
records is not subject to exemption, it is subject to access and con¬ 
test. A determination as to the applicability of an exemption to a 
specific record shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request'.. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number which may be of assistance in locating the 
record, the name of the case or matter involved, if known, the 
name of the judicial district involved, if known, and any other in¬ 
formation which may be of assistance in locating the reoerd. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Internal Revenue Service, Department 
offices and employees, and other Federal, state, local, and foreign 
law enforcement and non-law enforcement agencies, private per¬ 
sons, witnesses and informants. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3), (d)<l), 
(dH2), (dK3), and (d)(4), (eKD. (eK4KG), (e)(4HH), (e)(4Kl). and (f) 
of the Privacy Act pursuant to 5 U.S.C., Section 552a(k). Rules 
have been promulgated in accordance with the requirements of 5 
U.S.C., Section 553(b), (c) and (e) and have been published in the 
FEDERAL REGISTER. 

JL'STICE/TAX - 003 

System name: Files of Applications for the Position of Attorney 
with the Tax Division. 

System location: U.S. Department of Justice; Tax Division; 10th 
and Constitution Avenue, N.W.; Washington, D C. 20530. 

Categories of individuals covered by the system: Applicants who 
have applied for a position as an attorney with the Tax Division. 

Categories of records in the system: This system contains a card 
of each applicant filed alphabetically. Files may contain background 
information of the applicant, including SF 171 forms, resumes, 
referral letters, letters of recommendation, interview notes, internal 
notes or memoranda, and other miscellaneous correspondence. 

Authority for maintenanee of the system: This system is 
established and maintained pursuant to the responsibilities assigned 
the Tax Division under 28 C.F.R., 0.70 and 0.71. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A) This system may be 
used by employees and officials of the Division and the Justice De- 
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partment in making employment decisions; B) A record from this 
system of records may be,disclosed to a federal agency, in 
response to its request, m connection with the hiring of an em¬ 
ployee, to the extent that the information is relevant and necessary 
to the requesting agency's decision on the matter. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in this system is stored manually, 
alphabetically by name. 

Retrievability: Information is retrieved manually by using the 
name of the applicant desired. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded and protected in accordance with Departmental 
rules and procedures governing access, production and disclosure 
of any materials contained in its official files. 

Retentioii and disposal; Information is retained in the card system 
for 10 years. Information in the files is retained in the system until 
a decision is made as to the employment of the applicant. 

System manager(s) and address: Assistant Attorney General; Tax 
Division; U.S. Department of Justice; lOth Street and Constitution 
Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Same as the above. 

Record access procedures; A request for access to a record con¬ 
tained in this system shall be made in writing, with the envelope 
and the letter clearly marked ‘Privacy Access Request*. Include in 
the request the name of the individual involved, his birth date and 
place, or any other identifying number which may be of assistance 
in locating the record, as well as the position applied for. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager‘listed above, stating clearly and 
concisely which information is being contested, the reasons for 
contesting it, and the proposed amendment to the information 
sought. 

Record source categories: Generally, sources of information con¬ 
tained in the system are the individual applicants, persons referring 
or recommending the applicant, and employees and officials of the 
Division and the Department 

Systems exempted from certain provisions of the act: None. 

Jl STICE/TAX - 004 

System name: Freedom of Information - Privacy Act Request Files 

System location: U.S. Department of Justice, Tax Division; lOth 
and Constitution Avenue, N.W., Washington, D.C 20530. 

Categories of individuals covered by the system: Persons who have 
requested information under the Freedom of Information Act. 

Categories of records in the system; (a) Correspondence relating to 
requests for information; (b) documents relevant to appeals and 
lawsuits under the Freedom of Information Act. 

Authority for maintenance of the system: The system is main- 
taiited to enable the Tax Division to process requests under the 
Freedom of Information Act (5 U.S.C. 552). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system is maintained 
to insure the efficient processing of requests made pursuant to the 
Freedom of Information Act (5 U.S.C. 552). 

Release of information to the news media: Information permitted 
to be released to the news media and the pubUc pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in this system is stored manually 
in standard file folders, alphabetically by name of the person mak¬ 
ing the request. 

Retrievability: Information is retrieved manually by name of the 
persons making the request. 

Safeguards: The system of records is stored in a file cabinet in a 
locked closet. Access is restricted to the Freedom of Information 
Unit staff on a need-to-know basis. 

Retention and disposal: Destruction schedules will be developed 
as the needs of the system requirements become known. Presently, 
records are retained indefinitely. 

System manager(s) and address: Assistant Attorney General; Tax 
Division; U.S. Department of Justice; 10th Street and Constitution 
Avenue, N.W.; Washington, D C. 20530. 

Notification procedure: Inquiry concerning this system should be 
directed to the System Manager listed above. Inquiries should con¬ 
tain the inquirer's name, date and place of birth. 

Record access procedures: Same as above. 

Contesting record procedures: Same as above. 

Record source categories: (a) Persons requesting information; (b) 
Department of Justice employees. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/TAX - 005 

System name: Tax Division Special Projects Files 

System location: U.S. Department of Justice; Tax Division; 10th 
and Constitution Avenue, N.W.; Washington, D C. 20530. 

Categories of individuals covered by the system: Persons referred 
to in potential or actual cases under the jurisdiction of the Criminal 
Section of the Tax Division. 

Categories of records in the system: The system consists of in¬ 
vestigatory files, records and associated documents and information 
indexed by individual name and entity and relating to matters as¬ 
signed, referred or of interest to the Criminal Section of the Tax 
Division. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 28 C.F.R., Sections 0.70 and 
0.71. 

Routine uses of records maintained in the system ,< including catego¬ 
ries of users and the purposes of such uses: 

A. Materials maintained in this system may be used by 
Division attorneys and attorneys in other appropriate offices, 
boards and divisions for purposes of pursuing investigative 
leads and for purposes of initiating, developing, preparing 
and prosecuting criminal and civil tax cases. 

B. Additionally, a record maintained in this system of records 
may be disseminated as a routine use as follows; (I) In any 
case in which there is an indication of a violation or potential 
violation of law, whether civil, criminal or regulatory in 
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nature, the material in question may be disseminated to the 
appropriate Federal! state, local, or foreign agency charged 
with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing such 
law; (2) In the course of investigating the potential or actual 
violation of any law whether civil, criminal, or regulatory in 
nature, or during the course of a trial or hearing or the 
preparation for a trial or hearing for such violation, material 
may be disseminated to a Federal, stale, local or foreign 
agency, or to an individual or organization, if there is reason 
to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial or 
hearing and the dissemination is reasonably necessary to 
elicit such information or to obtain the cooperation of a 
witness or an informant; (3) Material may be disseminated to 
the appropriate Federal, state, local, or foreign court or 
grand jury in accordance with established constitutional, 
substantive, or procedural law or practice; (4) Material may 
be disseminated to Federal, state or local administrative or 
regulatory proceeding or hearing in accordance with the 
procedures governing such proceeding or hearing; (5) 
Material may be disseminated to an actual or potential party 
or his attorney for the purpose of negotiation or discussion 
on such matters as settlement of the case or matter, plea 
bargaining, or informal discovery proceedings; (6) Material 
that has been referred to the Tax Division may be 
disseminated to the referring agency to notify such agency of 
the status of a potential or actual case or of any decision or 
determination that has been made; (7) Material may be 
disseminated to a foreign country pursuant to an 
international treaty or convention entered into and ratified 
by the United States or to an executive agreement. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Material contained in this system is stored manually. 

Retrievability: Material is retrieved by the anme of an individual 
or entity both manually and through the use of an automated data 
retrieval system. 

Safeguards: Information contained in the system is safeguarded 
and protected in accordance with Departmental rules and 
procedures governing access, production and disclosure of any 
materials contained in its official files. 

RetentioB and disposal: Currently there arc no provisions for the 
disposal of material in this system. 

System manager(s) and address: Assistant Attorney General; Tax 
Division, U.S. Department of Justice; 10th Street and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

NotificatioB procedure: An inquiry concerning this system should 
be directed to the System Manager listed above. 

Record access procedures: To the extent that this system of 
records is not subject to exemption, it is subject to access and con¬ 
test. A determination as to the applicability of an exemption to a 
specific record shall be made at the time a request for access is 
received. A request for access to a record contained in this system 
shall be made in writing, with the envelope and the letter clearly 
marked ‘Privacy Access Request*. Include in the request the name 
of the individual involved, his birth date and place, or any other 
identifying number which may be of assistance in locating the 
record, the name of the case or matter involved, if known, the 
name of the judicial district involved, if known, and any other in¬ 
formation which may be of assistance in locating the record. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it. and the proposed amendment to the information sought. 

Record source categories: Internal Revenue Service, Department 
Offices and employees, and other Federal, state, local, and foreign 
law enforcement and non-law enforcement agencies, private per¬ 
sons, witnesses, and informants. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3), (c)(4), 
(dKD, (dK2). (dK3). (dK4), (eKl). (eK2), (eK3). (e)(4)(G), (eK4KH), 
(eK4KI), (e)(5), (eM8), (f), and (g) of the Privacy Act pursuant to 5 
U.S.C Section 552a(j) Rules have been promulgated in accordance 
with the requirements of 5 U.S C., Section 552(b), (c) and (e) and 
have been published in the FEDERAL REGISTER. 

JLSTICE/A1 R - 001 

System name: Antitrust Division Expert Witness Eile. 

System location: U.S. Department of Justice; lOth & Constitution 
Avenue, N.W.; Washington, D.C 20530. 

Categories of individuals covered by the system: Individuals who 
have served in the capacity of an ‘expert* for the Department of 
Justice in connection with civil or criminal antitrust litigation 

Categories of records in the system: This system contains the 
names of persons used by the Antitrust Division in an expert 
capacity and also indicates the area of their specialty, the type of 
service rendered, the fees paid, and the dates on or during which 
such services were performed. 

Authority for maintenance of the system: Authority for the 
establishment and maintenance of this system exists under 44 
U.S.C. 3101 and 28 U.S.C. 522. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system is routinely 
used by trial attorneys of the Antitrust Division when considering 
the selection of experts as consultants of expert witnesses for the 
development or presentation of specific antitrust cases. The system 
also serves as a reference resource for Division personnel in com¬ 
piling statistical information or reports regarding the actual or an¬ 
ticipated costs of litigation. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.E.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage; Information maintained in this system is contained in 
documents organized in individual file folders. 

Retrievability: Information is retrieved primarily by using the 
name of the individual retained as a consultant or called as an ex¬ 
pert witness for the Government in antitrust cases brought by the 
Department. 

Safeguards; Information contained in the system is unclassified. 
During working hours access to the system is controlled and moni¬ 
tored by Antitrust Division personnel in the area >vhere the system 
is maintained; during non-duty hours all doors to that area are 
locked. 

Retention and disposal: Indefinite. 

System manager(s) and address: Administrative Officer; Antitrust 
Division; U.S. Department of Justice; lOth & Constitution Avenue, 
N.W.; Washington, D C. 20530. 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General; Antitrust Division; U.S. Department of Justice, lOth 
& Constitution Avenue, N.W.; Washington, D.C. 20530. 
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Record access procedures: Requests for access to a record from 
this system shall be in writing and be clearly identified as a 
‘Privacy Access Request*. Included in the request should be the 
name of the person retained as a consultant or presented as an ex¬ 
pert witness for the Government and the name of the case in which 
such services were rendered. The requester should indicate a return 
address. Requests will be directed to the System Manager shown 
above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
requests to the System Manager and state clearly and concisely 
what information is being contested, the reasons for contesting it 
and the proposed amendment to the information sought. 

Record source categories: Sources of information maintained in 
this system are those records reflecting the commitment between 
the individual and the Department of Justice (including matters of 
compensation etc.) and staff attorneys or other employees directly 
involved with the individual in the preparation or conduct of the 
htigation. 

Systems exempted from certain provisions of the act: None. 

JCSTICE/ATR - 002 

System name: Congressional Correspondence Log File. 

System location: U.S. Department of Justice; 10th & Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Present and 
former members of Congress and White House staff members. 

Categories of records in the system: This system contains an index 
record to inquiries or referrals from members of the Congress and 
White House staff. 

Authority for maintenance of the system: Authority for the 
establishment and maintenance of this system exists under 44 
U.S.C. 3101 and 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This system is main¬ 
tained as a record of inquiries or r^'ferrals by members or commit¬ 
tees of the Congress and by White House staff. Routine use is 
made of this file by Antitrust Division personnel incident to moni¬ 
toring the response status of or identifying other material related to 
such inquiries or referrals. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context oi a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on index cards. 

Rctrievability: Information is retrieved primarily by using the 
name of the member of Congress or the White House staff making 
an inquiry or referral to the Department of Justice, Antitrust Divi¬ 
sion. 

Safeguards: Information contained in the system is unclassified. 
During working hours access to the system is controlled and moni¬ 
tored by Antitrust Division personnel in the area where the system 
is maintained; during non-duty hours all doors to such area are 
locked. 

Retention and disposal: Indefinite. * 

System manager(s) and address: Assistant Attorney General; An¬ 
titrust Division; U.S. Department of Justice; lOth & Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General; Antitrust Division; Department of Justice; lOth & 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Record access procedures: Requests for access for a record from 
this system shall be written and clearly identified as a ‘Privacy Ac¬ 
cess Request*. The request should include the name of the member 
of Congress of White House staff originating a request or referral 
and the date thereof. Requester should indicate a return addres.s. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should state clearly 
and concisely what information is being contested, the reasons for 
contesting it and the proposed amendment to the information 
sought. 

Record source categories: Source of information maintained in the 
system are those records (e.g., that Congressional or White House 
correspondence), reflecting inquiries or referrals by members of 
Congress or White House staff. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/ATR . 003 

System name: Index of Defendants in Pending and Terminated An¬ 
titrust Cases. 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Individual defen¬ 
dants in pending and terminated criminal and civil cases brought by 
the United States under the antitrust laws. 

Categories of records in the system: This system contains an index 
reference to the case in which an individual (or corporation) is or 
was a defendant; included in information is proper case name, the 
judicial district and number of the case, and the date filed. 

Authority for maintenance of the system: Authority for the 
establishment and maintenance of this index system exists under 28 
U.S.C. 522 and 44 U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Routine use of this cross 
index system is generally made by Department personnel for 
reference to proper case name. In addition a compilation of an¬ 
titrust cases filed is prepared semi-annually showing the names of 
all defendants in pending civil and criminal Government antitrust 
cases. This compilation is utilized within the Department and dis¬ 
tributed to some 30 other Government agencies for reference and 
statistical purposes. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise req^uired to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in the system is maintained on index cards. 

Retrievability: Information in the system is retrieved by reference 
to the name of individual or corporate defendants in antitrust cases. 

Safeguards: Information contained in the system is unclassified 
and of a public nature. During working hours access to the index is 
monitored by Antitrust Division personnel; during non-duty hours 
the area in which the system is maintained is locked. 

Retention and disposal: Indefinite. 

System manager(s) and address: Chief, Legal Procedure Unit; An¬ 
titrust Division; U.S. Department of Justice; 10th and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 
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Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General; Antitrust Division; U.S. Department of Justice; 
Washington, D.C. 20530. 

Record access procedures: Requests for access to a record from 
this system shall be in writing and be clearly identified as a 
'Privacy Access Request*. Included in the request should be the 
name of the defendant in pending or terminated Government an¬ 
titrust litigation. Requesters should indicate a return address. 
Requests will be directed to the System Manager shown above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the index should direct their 
request to the System Manager and state clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
index are complaints filed under the antitrust laws by the United 
States and from Department records relating to such cases. 

Systems exempted from certain provisions of the act: None. 

Jl’STICE/ATR - 004 

System name: Statements by Antitrust Division Officials (ATD 
Speech File). 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Past and present 
employees of the Antitrust Division. 

Categories of records in the system: This system contains an index 
record for each public statement or speech issued or made by em¬ 
ployees of the Antitrust Division. 

Authority for maintenance of the system: Authority for maintain¬ 
ing this system exists under 44 U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This index is maintained 
for ready reference by Department personnel for the identification 
of the subject matter of and persons originating public statements 
by Antitrust Division employees; such reference is utilized in aid of 
compliance with requests from the public and within the agency for 
access to texts of such statements. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in the index system is maintained 
on index cards. 

Retrievability: This reference index utilizes name of present and 
former employees making or issuing statements as well as the sub¬ 
ject matter or title of the statement. 

■ Safeguards: Information contained in the system is unclassified. 
During duty hours personnel monitor access to this index; the area 
is locked during non-duty hours. 

Retcntioii and disposal: Indefinite. 

System manager(s) and address: Chief, Legal Procedure Unit; An¬ 
titrust Division; U.S. Department of Justice; lOth and Constitution 
Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General; Antitrust Division; U.S. Department of Justice; lOth 
and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Record access procedures: Request for access to a record from 
this system should be made in writing and be clearly identified as a 
'Privacy Access Request*. Included in the request should be the 
name of the Antitrust Division employee making or issuing a public 
statement. Requesters should indicate a return address. Requests 
will be directed to the System Manager shown above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the index should direct their 
request to the System Manager and state clearly and concisely what 
information is l^ing contested, the reasons for contesting it, and 
the proposed amendment to the information sought. 

Record source categories: Sources of information maintained in 
the index arc those records reflecting public statements issued or 
made by Antitrust Division employees. ‘ 

Systems exempted from certain provisions of the act: None. 

Jl’STICE/ATR - 005 

System name: Antitrust Caseload Evaluation System (ACES) - Time 
Reporter. ^ 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Ave., N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Professional Em¬ 
ployees (Lawyers and Economists) of the Antitrust Division of the 
U.S. Department of Justice. 

Categories of records in the system: The file contains the em¬ 
ployee's name and allocations of his/her work time. 

Authority (or maintenance of the system: The file will be 
established and maintained pursuant to the following authorities: 28 
CFR.40 (f) and 28 U.S.C. 522. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The file is used by An¬ 
titrust Division personnel as a basis for determining Antitrust Divi¬ 
sion allocations of resources (professional time) to particular 
products and industries (e g., oil, autos, chemicals) and to broad 
categories of resource use such as civil cases, criminal cases, regu¬ 
latory agency cases and Freedom of Information Act requests. In 
addition, the file will be employed in the preparation of reports for 
the Division's budget requests and to the Attorney General and 
Congress. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
S52, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 290jt and 
2906. 

policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records aye maintained electronically in the Economic 
Policy Office’s ACES computerized information system and in file 
folders. 

Retrievability: Information is retrieved by a variety of key words. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded and protected in accordance with Department 
rules and procedures governing the handling of computerized infor¬ 
mation. Access to the file is limited to those persons whose official 
duties require such access and to employees of the Antitrust Divi¬ 
sion. 

Retention and disposal: Information contained in the file is 
retained for 14 months or the life of the matter to which the lawyer 
or economist is assigned whichever is longer. 

System manager(s) and address: Director of the Economic PoUcy 
Office; Antitrust Division; U.S. Department of Justice; Star Build¬ 
ing; Ilth and Pennsylvania Avenue, N.W.; Washington, D.C. 20530. 
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NotHicalioa procedure: Same as System Manager. 

Record access procedures: Same as Notification. 

Contesting record procedures: Same as Notification. 

Record source categories: Information on time allocation is pro¬ 
vided by Antitrust Division section and field office chiefs. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/ATR . 006 

System name: Antitrust Caseload Evaluation System (ACES) - 
Monthly Report. 

System location: U.S. Department of Justice, 10th and Constitu¬ 
tion Avenue. N.W.. Washington, D C. 20530. 

Categories of individuals covered by the system: Professional em¬ 
ployees (lawyers and economists) of the Antitrust Division of the 
U.S. Department of Justice and individual defendants and investiga¬ 
tion targets involved in past and present Antitrust investigations 
and cases. 

Categories of records in the system: The system contains the 
names of Division employees and their > case/investigation assign¬ 
ments and the names of individual defendants/investigation targets 
as they relate to a specific case/investigation. In addition, informa¬ 
tion reflecting the current status and handling of Antitrust 
cases/investigations is included within this system. 

Authority for maintenance of the system: The file is established 
and maintained pursuant to 28 C.F.R. 4(Kf), 28 U.S.C. 552, and 44 
U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The file is used by An¬ 
titrust Division personnel as a basis for determining Antitrust Divi¬ 
sion allocation of resources to particular products and industries 
(e.g., oil, autos, chemicals), to broad categories of resource use 
such as civil cases, criminal cases, regulatory agency cases, and 
Freedom of Information Act requests. It is employed by the section 
chiefs, the Director and Deputy Director of Operations, and other 
Division personnel, to ascertain the progress and current status of 
cases and investigations within the Division. In addition, the files 
will be employed in the preparation of reports for the Division's 
budget requests and to the Attorney General and Congress. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained electronically in the Economic 
Policy Office's ACES Computerized information system and in file 
folders. 

Retrievability: Information is retrieved by a variety of key words. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded and protected in accordance with Department 
rules and procedures governing the handling of computerized infor¬ 
mation. Access to the file is limited to those persons whose official 
duties require such access and employees of the Antitrust Division. 

Retention and disposal: Information contained in the file is 
retained for 14 months or the life of the s(5ecific case/investigation, 
whichever is longer. 

System manager(s) and address: Director of the Economic Policy 
Office; Antitrust Division, U.S. Department of Justice, Star Build¬ 
ing, 11th and Pennsylvania Avenue, N.W., Washington, D.C. 20530. 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General, Antitrust Division, U.S. Department of Justice. lOth 
and Constitution Avenue, Washington, D.C. 20530. 

Record source categories: Information for the monthly reports is 
provided by the Antitrust Division section and field office chiefs. 

Systems exempted from certain provisions of (he act: The Attorney 
General has exempted this system from subsections (cK3), (d), 
(e)(4MG)-(H), and (f) of the Privacy Act pursuant to 5 U.S.C. 552a 
(k)(2). Rules have been promulgated in accordance with the require¬ 
ments of 5 U.S.C. 553(b), (c), and (e) and have been published in 
the Federal Register. 

JUSTICE/ATR - 007 

System name: Antitrust Division Case Cards. 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Individual defen¬ 
dants in pending and terminated criminal and civil cases brought by 
the United States under the antitrust laws where the defendant's 
name appears in the case title. 

Categories of records in the system: This system contains an index 
reference to the case in which an individual (or corporation) is or 
was a defendant; included information is proper case name, the ju¬ 
dicial district, number of the case, the commodity involved, each 
alleged violation, the section of the Antitrust Division responsible 
for the matter, and the disposition of the case. 

Authority (or maintenance of the system: Authority for maintain¬ 
ing this system exists under 44 U.S.C. 3101 and 28 U.S.C. 552. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This index is maintained 
for ready reference by Department personnel. It is utilized for 
referrals to case names, the preparation of speeches and to aid in 
determinations of the antitrust histories of companies. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information contained in this system is maintained on 
index cards. 

Retrievability: Information is retrieved by case name. 

Safeguards: Information contained in the system is unclassified. 
During duty hours access to this system is monitored and con¬ 
trolled by Antitrust Division personnel in the area where the system 
is maintained. This area is locked during non-duty hours. 

Retention and disposal: Indefinite. 

System manager(s) and address: Chief, Legal Procedure Unit, An¬ 
titrust Division, U.S. Department of Justice, 10th and Constitution 
Avenue, N.W., Washington, D.C. 20530. 

Notification procedure: Address inquiries to the Assistant Attor¬ 
ney General, Antitrust Division, U.S. Department of Justice, 10th 
and Constitution Avenue, N.W., Washington, D.C. 20530. 

Record access procedures: Request for access to a record from 
this system should be made in writing and be clearly identified as a 
'Privacy Access Request.' Included in the request should be the 
name of the defendant appearing in the title of the pending or ter¬ 
minated Government antitrust litigation. Requester should indicate 
a return address. Requests will be directed to the System Manager 
above. 
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Contesting record procedures; Individuals desiring to contest or 
amend information maintained in the index should direct their 
request to the System Manager and state clearly and concisely what 
information is being contested, the reasons for contesting it, and 
the proposed amendment to the information sought. 

Record source categcHies: Sources of information maintained in 
the index are those records reflecting litigation conducted by the 
Antitrust Division. 

Systems exempted from certain provisions of the act: None. 

JCSTICE/ATR • 008 

System name: Freedom of Information/Privacy Requester/Subject 
Index File. 

System location: U.S. Department of Justice, 10th and Constitu¬ 
tion Avenue, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Individuals who 
have requested information under the Freedom of Information and 
Privacy Acts from files maintained by the Antitrust Division and in¬ 
dividuals about whom material has been requested under the above 
acts. 

Categories of records in the system: This system contains an index 
record of every request under the Freedom of Information and 
Privacy Acts made to the Antitrust Division since November, 1974, 
including all request letters and our responses. 

Authority for maintenance of the system: Authority for maintain¬ 
ing this system exists under 44 U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This index is maintained 
for ready reference by Division personnel for the identification of 
the subject matter of and persons originating Freedom of Informa¬ 
tion and Privacy Act requests. Such reference is utilized in aid of 
access to files, maintained by the Freedom of Information and 
Privacy Unit, for purposes of reference to requests on appeal, 
questions concerning pending or terminated requests, and com¬ 
pliance with requests similar or identical to past requests. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made avaflable from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on index cards. 

Retrievability: Information in the system is retrieved by reference 
to the names of present and past requesters and names of in¬ 
dividuals about whom information is requested under the Freedom 
of Information and Privacy Act. 

Safeguards: Information contained in the system is unclassified. 
During duty hours access to this system is monitored and con¬ 
trolled by Antitrust Division personnel in the area where the system 
is maintained. The area is locked during non-duty hours. 

Rctentiou and disposal: Indefinite. 

System manager(s) and address: Freedom of Information and 
Privacy Acts Control Officer, Antitrust Division, U.S. Department 
of Justice, 10th and Constitution Avenue, N.W., Washington, D.C. 
20530. 

Notifkatioa procedure: Address inquiries to the Assistant Attor¬ 
ney General, Antitrust Division, U.S. Department of Justice, lOth 
and Constitution Avenue, N.W., Washington, D.C. 20530. 

Record access procedures: Request for access to a record from 
this system should be made in writing and be clearly identified as a 

‘Privacy Access Request.' Included in the request should be the 
name of the individual having made the Freedom of Information 
request and/or the individual about whom the records were 
requested. Requesters should indicate a return address. Requests 
will be directed to the System Manager shown above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the index should direct their 
request to the System Manager and state clearly and concisely what 
information is t^ing contested, the reasons for contesting it, and 
the proposed amendment to the information sought. 

Record source categories: Source of the information maintained in 
the system are those records derived from the receipt and 
processing of Freedom of Information and Privacy Act requests. 

Systems exempted from certain provbions of the act: Records 
secured from other systems of records have been exempted from 
the provisions of the Privacy Act to the same extent as the systems 
of records from which they were obtained. The Attorney General 
has also exempted certain categories of records in this system from 
subsection (c) (3), (d) of the Privacy Act pursuant to 5 U.S.C. 552a 
(k) (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553(bKc), and (e) and have been published 
in the Federal Register. 

JUSTICE/ATR - 009 

System name; Consumer Inquiry Index 

System location: U.S. Department of Justice, lOth and Constitu¬ 
tion Avenue, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Individuals mak¬ 
ing inquiries relating to consumer matters. 

Categories of records in the system: Systems contain an index 
record to inquiries made directly to the Consumer Affairs Section, 
Antitrust Division and those referred to the Section both from 
within the Department and from outside sources. 

Authority for mahstewance «f the system: 44 U.S.C. 3101; 5 U.S.C 
301. 

Routine nses of records mahtainod in the system, including catego¬ 
ries of users and the purposes of such nocs: The system is maintained 
as a record of inquiries and referrals to the Consumer Affairs Sec¬ 
tion relating to consumer matters. Information provided by con¬ 
sumers and the identity of individuals making the inquiry are occa¬ 
sionally disclosed to outside parties and other governmental agen¬ 
cies in an effort to resolve a matter brought to the attention of the 
Section through the incoming correspondence. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on index cards, 
which identify incoming letters of inquiry and outgoing letters, of 
response. To a limited extent information may be retrieved by using 
the name of the inquiring party. 

Retrievability: Information contained in the system is unclas¬ 
sified. During working hours access to the system is controlled and 
monitored by Antitrust Division personnel in the area where the 
system is maintained. Access to the building during non-working 
hours is limited to Department of Justice personnel. 

Retention and disposal: Indefinite. 

System manager(s) and address: Chief, Consumer Affairs Section, 
Antitrust Division. U.S. Department of Justice, 10th and Constitu¬ 
tion Avenue. N.W., Washington, D.C. 20530. 

Notifkatioa procedure: Address inquiries to the Assitant Attorney 
General, Antitrust Division, Department of Justke, 10th and Con¬ 
stitution Avenue, N.W., Washington, D.C. 20530. 

Record access procedures: Request for access for a record from 
this system shall be written and clearly identified as a ‘Privacy Ac¬ 
cess Request.' The request should include the name of the party 
making the consumer inquiry and the date of the inquiry. Requester 
should indicate a return address. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should state clearly 
and concisely what information is being contested, the reason for 
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contesting it and the proposed amendment to the information 
sought. 

Record source categories: Sources of information maintained in 
the system arc those records (eg., consumers' correspondence) 
reflecting direct inquiries or referrals by other offices or organiza¬ 
tions. 

Systems exempted from certain provisions of the act: None. 

Jl STICE/l'SM - 001 

System name: United Slates Marshals Service Badge & Credentials. 
FUe 

System location: United States Marshals Service; Star Building, 
414 llth Street, N.W., Room 0056; Washington, D C. 20530. 

Categories of individuals covered by the system: United States 
Marshals Service Personnel. 

Categories of records in the system: Personnel data system 
established to control issuance of badges and credentials to U.S. 
Marshals Service personnel. 

Authority for maintenance of the system: 28 C.F.R. 0.111-113. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: This file serves as a 
record of issuance of credentials. Information from this file is 
requested by various law enforcement agencies, e g., FBI, Secret 
Service, state, county & municipal police. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the su^ect of the recoiu. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 29C4 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Originals kept in files. 

Retrievability: Indexed by name and chronological order of 
number. 

Safeguards: Access restricted to personnel of Administrative Ser¬ 
vices Division. 

Retention and disposal: Records are kept for duration of em¬ 
ployee's tenure in the Service. 

System manager(s) and address: Chief, Administrative Services 
Division; United States Marshals Service; U.S. Depart, of Justice; 
lOth & Constitution Ave. N.W.; Washington, D C. 20530 

Notification procedure: Same as System Manager. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.' It should clearly in¬ 
dicate name of requestor, the nature of the record sought and ap¬ 
proximate dates covered by the record. The requestor shall also 
provide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Reeprd of Notification of Employment 
by U.S. Marshals Service Personnel Division. 

Systems exempted from certain provisions of the det: None. 

JUSTICE/USM . 002 

System name: United States Marshals Service Internal Inspections 
System. 

System location: United States Marshals Service; Department of 
Justice; 521 I2ih Street; Washington, D.C. 20530. 

Categories of individuals covered by the system: United States 
Marshals Service employees. 

Categories of records in the system: The Internal Inspections 
System contains reports prepared by the Office of Internal Inspec¬ 
tions United States Marshals Service on findings of alleged miscon¬ 
duct of U.S. Marshals Service employees. 

Authority for maintenance of the system: 28 C.F.R. Subpart T. 
O.lll(n). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The information gathered 
is used by U.S. Marshals Service in disciplinary proceedings against 
employees. It is also used in administrative hearings before the 
Civil Service Commissb n and in court proceedings. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Originals stored in file. 

Retrievability: Information is retrieved by name of employee. 

Safeguards: Records are stored in locked safe. 

Retention and disposal: Records are retained for 12 months and 
then referred to Federal Records Center. 

System manager(s) and address; Chief, Internal Inspections Unit; 
U.S. Marshals Service; U.S. Department of Justice, lOth & Con¬ 
stitution Ave., N.W.; Washington, D.C. 20530. 

Notification procedure: Same as System Manager. 

Record access procedures: The major part of these systems is ex¬ 
empted from this requirement under 5 U.S.C. 552a (k)(5). To the 
extent that these systems are not subject to exemption they are 
subject to access and contest. A determination as to exemption 
shall be made at the time a request for access is received. A 
request for access to a record from this system shall be made in 
writing, with the envelope and the letter clearly marked ‘Privacy 
Access Request.' It should clearly indicate name of the requestor, 
the nature of the record sought and approximate dates covered by 
the record. The requestor shall also provide a return address for 
transmitting the information. Access requests will be directed to the 
System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Information derived from inspection of 
alleged malfeasance, by U.S. Marshals Service Internal Inspections 
Division. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eK2) and (3), (e)(4)(G) and (H), (f) and (g) of the Privacy Act 
pursuant to 5 U.S.C. 552a (kK5). Rules have been promulgated in 
accordance with the requirements of 5 U.S.C. 553(b), (c) and (e) 
and have been published in the Federal Register. 

JUSTICE/USM - 003 

System name: United States Marshals Service Prisoner Coordina¬ 
tion System. 
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System loralioa; Ignited Stales Marshals Service; Department of 
Justice; .^21 12th Street; Washington, D.C. 20530. 

Categories of ladividoals covered by the system: Prisoners taken 
into r S Marshal custody. 

Categories of records in the system: D.J. lOO's, Compilation of 
Hlenlifving information for each prisoner taken into U.S. Marshal 
custudv. when and where the prisoner is taken into custody, what 
he is charged with and where he is moved to. These files provide a 
ready reference source on the prisoner for purposes of arranging 
pnsoner transportation. 

Authority lor maintenance of the system: The Prisoner Coordina¬ 
tion Program is authorized under 28 C.F.R. Subpart T 0.Ill(k). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Used as working files in 
the transporting of prisoners, by the U.S Marshals Service, Bureau 
of Prisons and other federal, slate and local law enforcement offi¬ 
cials. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is stored in standard file cabinets. 

Retries ability: Information is retrieved by name of prisoner and 
number 

Safeguards: Access restricted to Operations Personnel. 

Retention and disposal: Records are disposed of after 3 years. 

System managerts) and address: Associate Director for Opera¬ 
tions; United States Marshals Service; U.S. Department of Justice; 
10th & Constitution Ave., N.W.; Washington, D.C. 20530. 

Notification procedure: Same as System Manager. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked 'Privacy Access Request.' It should clearly in¬ 
dicate name of requestor, the nature of the record sought and ap¬ 
proximate dates covered by the record. The requestor shall also 
provide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Identifying material of each prisoner 
taken into custody by the U.S. Marshal. 

Systems exempted from certain provisions of the act: None. 

JL'STlCE/l SM • 004 

System name: Special Deputy File. 

System location: United States Marshals Service; Department of 
Justice; 521 12th Street; N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Special Deputies, 
who are selected law enforcement officers or employees of the 
U.S. Government. 

Categories of records in the system: Special deputization file con¬ 
tains oath of office of persons utilized as deputy marshals for a 
short duration. 

AntborHy for maintenance of the system: 28 C.F.R. Subpart T, 
Section 0.112; 28 U.S.C. 562. 

Routine uses of records maintaiiicd in Ibc system, including catego- I 
ries of users and the purposes of such uses: Federal agencies for I 
whom the Marshals Service has deputized employees would have j 
access to this system. j 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F R .^0.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who IS the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices lor storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Originals arc filed. 

Retrievability: Files arc indexed by name and by government de¬ 
partment. 

Safeguards: Records are kept in a locked file. 

Retention and disposal: Records are retained for one year. 

System managerts) and address: Chief, Personnel Management & 
Training; U.S. Maishals Service; U.S. Department of Justice; lOth 
& Constitution, N.W.; Washington, D.C. 20530. ' 

Notificatioa procedure: .Address inquiries to: System Manager. 

Record access procedures: A request for access to a record from 
this system shall be made in writing with the envelope and letter 
clearly marked ‘Privacy Access Request.' The requestor shall also 
provide a return, address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contestol, the reason for con¬ 
testing it and the proposed amendment to the information sought. 

Record source categories: Federal agencies requesting special 
deputations provide all necessary information required by the 
Marshals Service in making the special deputations. 

Systems exempted from certain provisioii.s of the act: None. 

JUSTICE/USM - 005 

System name: Special Detail System. 

System location: United States Marshals Service; Department of 
Justice; 521 12th Street; Washington, D.C. 20530. Each of the 96 
district offices maintain their own files. 

Categories of individuals covered by tbe system: Deputy United 
States Marshals. 

Categories of records in the system: Records maintained in this 
system include a compilation of deputies' special assignments; e.g., 
civil disturbances, special trials, witness security, process serving, 
etc. 

Authority for maintenance of the system: The Special Detail 
System is authorized under 28 C.F.R. 0.111(a) through (g). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and tbe purposes of such uses: The Special Detail 
System provides background data on what details were made; who 
went where, etc. This information may be used in Civil Service 
Commission hearings and court cases involving the Marshals Ser¬ 
vice or its personnel. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the.specific information in tbe context of a particular 
case would constitute an unwarranted invasion of personal privacy. 
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Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
^^2, may be made aj^ilable to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Originals arc filed. 
Relrievability: Records arc retrieved by name of deputy. 
Safeguards: Records arc kept in a locked file. 
Retention and disposal: Dispose after 10 years; transfer to 

Federal Records Center after 3 years. 

System manager(s) and address: Chief, Operations Division; U.S. 
Marshals Service; U S. Department of Justice, lOth & Constitution, 
N W., Washington, D C. 20.330 

Notification procedure: Address inquiries to: System Manager. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked 'Privacy Access Request.' It should clearly in¬ 
dicate name of the requestor, the nature of the record sought and 
approximate dates covered by the record. The requestor shall also 
provide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing It, and the proposed amendment to the information sought. 

Record source categories; Information provided by designated 
U .S. Marshals Service Personnel in each district who work on spe¬ 
cial details. 

Systems exempted from certain provisions of the act: None. 

Jl STfCE/lSM - 006 
System name: United States Marshals Service Training Files. 

System location: United States Marshals Service; Department of 
Justice; 521 12th Street, Washington, D.C. 20530. 

Categories of individuals covered by the system: Trainees. 
Categories of records in the system: 1) Individual United States 

Marshals Service training files contain information on the in¬ 
dividual's educational background and training history, and an in¬ 
dividual development plan, 2) Skills files identify special skills pos¬ 
sessed by the individual United States Marshals Service employee. 

Authority for maintenance of the system: The training school is 
established pursuant to 28 C.F R. Subpart T, Section 0.111(h) which 
authorizes the Ducctor to provide a trailing school for United 
States Marshals Service personnel. 

Routine uses of records-maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 1) Records arc used as 
training histories, 2) records are used to determine training eligibili¬ 
ty, t) records are used in Administrative hearing before U.S. Civil 
.Service Commission, and in court proceedings 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
(’ F R. ^0 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
5^2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record 

Routine uses of records mainUiincd in the system, including cjitego> 
rics of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and dbposing of records in the system: 

Storage: Standard file cabinets containing original documents. 
Retrievability: Records are indexed by name. 
Safeguards: Records are kept in locked files. 
Retention and disposal; Training files are maintained until the em¬ 

ployee leaves the Service. 
System manager(s) and address: Chief, Employee Development 

and Training Section; U.S. Marshals Service; U.S. Department of 
Justice; lOth & Constitution Ave. N.W.; Washington, D C. 20530. 

Notification procedure: Address inquiries to; System Manager. 
Record access procedures: A request for access to a record from 

this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.' It should clearly in¬ 
dicate name of requestor, the nature of the record sought and ap¬ 
proximate dates covered by the record. The requestor shall also 
provide a return address for transmitting the information. Access 
requests will be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: I) The foriAs, documentation of skills, 
etc. which are completed by a new trainee; 2) documentation of 
skills by Training Personnel; 3) evaluation reports prepared by the 
Combined Federal Law Enforcement Training Academy. 

Systems exempted from certain provisions of the act: None. 

• JUSTICE/USM - 007 
System name: Warrant-Information System. 

System location: Each district office of the U.S. Marshals Service 
maintains their own files. See Appendix. 

Categories of individuals covered by the system: Individuals for 
whom Federal warrants have been issued. 

Categories of records in the system: All pertinent information, cor¬ 
respondence, etc. vis-a-vis the warrant, as well as NCIC copy. 

Authority for maintenance of the system: Authority for this system 
is established by 28 C.F.R. Subpart T. 0.111(a) and 28 U.S.C. 
569(b). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: U.S. Attorneys, Federal 
Courts and other Federal law enforcement agencies have access to 
this information. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release o/ information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are stored on Roladex Cards. 
Retrievability: Records are retrieved by individual name. 
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SafrKuards: Access is restricted to personnel in each districts 
U.S. Marshals office. 

Retention and disposal: Records are kept in operating file until 
warrant is executed and then transferred to closed files, where they 
arc indefinitely kept. 

System manager<s) and address: Chief, Operations Division; U.S. 
Marshals Service; U.S. Department of Justice; lOth & Constitution 
Ave. N.W.; Washmgton, D.C. 20530. 

Record source categories: Information is obtained from the Bu¬ 
reau of Prisons, Department of Justice and arresting agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cMJ) and (4), 
(d). (eK2) and (3), (eH4KG) and (H), (eKS). (f) and (g) of the Priva¬ 
cy Act pursuant to S U.S.C. SS2a (j). Rules have been promulgated 
in accordance with the requirements of 5 U.S.C. 5S3(b), (c) and (e) 
and have been published in the Federal Register. 

Jl'STlCE/l'SM - 008 
System name: Witness Security Files Information System. 

System locatioa: United States Marshals Service; Department of 
Justice; 521 12th Street, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by Ike system: Government wit¬ 
nesses, who are participants in the Federal Witness Security Pro¬ 
gram. 

Categories of records in the system: I) Request to enter program; 
i) background information (education, experience, medical history, 
names, relatives, etc.); 3) funding information; 4) moving informa¬ 
tion; 5) documentation of all the above. 

AathorMy for maintenance of the system: Authority for the Wit¬ 
ness Security Program is O.B.D. 2110.2 January 10, 1975; 28 C.F.R. 
Subpart T. O.111(c). 28 U.S.C. 524; 18 U.S.C. prec 3481. 

Routine uses of records maintained in the system, incinding catego¬ 
ries of users and the purposes of such uses: 1) Background for 
planning working files; 2) Used to accomplish major functions of 
witness security e.g. protection of government witnesses and their 
families; 3) Used in court proceedings. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing lipon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained fas the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Originals are kept in files. 
Retrievability: Filed according to ID special number. 
Safeguards: Locked files limited access - (Witness Security Per¬ 

sonnel) 
Retention and disposal: All records at this time arc being in¬ 

definitely maintained. 
System manager(s) and address: Chief, Witness Security Division; 

U.S. Marshals Service; U.S. Department of Justice; lOth & Con¬ 
stitution Ave. N.W.; Washington, D.C. 20530. 

Record source categories: All identifying background criteria of 
mdividual; 1) education; 2) job history; 3) medical history; 4) histo¬ 
ry of residence; S) relatives, etc. 

Systems exempted from certain provbions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (e)(2) and (3), (eX4KG) and (H), (eK8). (fX2) and (g) of the 
Privacy Act pursuant to 5 U.S.CT. 552a (j)(2). Rules have been 
promulgated in accordance with the requirements of 5 U.S.C. 
553(b), (c) and ,(e) and have been published in the Federal Register. 

Ji:STICE/l SM - 999 
System name: Appendix to U.S. Marshals Systems of Records 

NAMES AND OFFICIAL ADDRESSES OF UNFFED STAFFS 
MARSHALS ' 

Northern Alabama 
Federal Courthouse 
Birmingham, Alabama 35203 

Middle Alabama 
P.O. Box 211 
Montgomery, Alabama .36101 

Southern Alabama 
P O. Box .343 
Mobile, Alabama 36601 

District of Alaska 
P.O. Box 1979 
Anchorage, Alaska 99510 

District of Arizona 
8202 Federal Bldg 
Phoenix, Arizona 85025 

Eastern Arkansas 
P.O. Box 8 
Little Rock, Arkansas 72203 

Western Arkansas 
P.O. Box 1572 
Fort Smith, Arkansas 72901 

Northern California 
P.O. Box 36056 
San Francisco, California 94102 

Eastern California 
1013 U.S. Courthouse 
Sacramento, Cahfornia 95814 

Central California 
G-23 U.S. Courthouse 
Los Angeles, California 90012 

Southern California 
223 U.S. Courthouse 
San Diego, California 92101 

District of Canal Zone 
P.O. Box 2010 
Balboa Heights, Canal Zone 

District of Colorado 
P.O. Box 1796 
Denver, Colorado 80201 

District of Connecticut 
P.O. Box 1686 
New Haven, Connecticut 06.507 

District of Delaware 
P.O. Box 1927 
Wilmington, Delaware 19899 

District of Columbia 
U.S. Courthouse 
3rd & Constitution Avenue, N.W. 
Washington, D.C. 20001 

Northern Florida 
P.O. Box 1150 
Pensacola, Florida 32595 

Middle Florida 
P.O. Box 4967 
JacksonviBe, Florida 32201 

Southern Florida 
P.O. Box 391 
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Miami. Florida 33101 

Northern Georgia 
P O. Box 1365 
Atlanta, Georgia 30301 

Middle Georgia 
P O. Box 7 
Macon, Georgia 31202 

Southern Georgia 
P (). Box 9765 
Savannah, Georgia 31402 

District of Guam 
P O Box 3396 
Agana, Guam 96910 

District of Hawaii 
P.O. Box 142 
Honolulu, Hawaii 96810 

District of Idaho 
692 Federal Bldg. & Cthsc. 
Boise, Idaho 83702 

Northern Illinois 
219 S. Dearborn Street 
Chicago, Illinois 60604 

F.astern Illinois 
Federal Bldg. 
Hast St. Louis, Illinois 62201 

Southern Illinois 
P.O. Box 156 
Springfield, Illinois 62705 

Northern Indiana 
Federal Bldg. 
South Bend, Indiana 46624 

Southern Indiana 
P O. Box 575 
Indianapolis, Indiana 46244 

Northern Iowa 
P.O. Box 356 
Dubuque, Iowa 52001 

Southern Iowa 
203 U.S. Courthouse 
Des Moines, Iowa 50309 

District of Kansas 
P.O. Box 327 
Topeka, Kansas 66601 

Eastern Kentucky 
P.O. Box 30 
Lexington, Kentucky 40501 

Western Kentucky 
204 P.O. Bldg. 
Louisville, Kentucky 40202 

Eastern Louisiana 
400 Royal Street, Room 303 
New Orleans, Louisiana 70130 

Middle Louisiana 
U.S. Courthouse 
Baton Rouge. Louisiana 70801 

Western Louisiana 
P.O. Box 53 
Shreveport, Louisiana 71161 

District of Maine 
P.O. Box 349 
Portland, Maine 04112 

District of Maryland 
515 PO. Bldg 
Baltimore, Maryland 21202 

District of Massachusetts 
P O Box 352 
Boston, Massachusetts 02101 

F.astern Michigan 
932 Federal Bldg. & Cthse. 
Detroit, Michigan 48226 

Western Michigan 
514 Federal Bldg. 
Grand Rapids, Michigan 49502 

District of Minnesota 
523 U.S. Courthouse 
Minneapolis, Minnesota 55401 

Northern Mississippi 
P.O. Box 231 
Oxford, Mississippi 38655 

Southern Mississippi 
P.O. Box 959 
Jackson, Mississippi 39205 

Eastern Missouri 
322 U.S. Courthouse & Customhouse 
St. Louis, Missouri 63101 

Western Missouri 
509 U.S. Cthsc. 
Kansas City, Missouri 64106 

District of Montana 
5110 Federal Bldg. 
Billings, Montana 59101 
p District of Nebraska 
P.O. Box 1477 
Omaha, Nebraska 68101 

District of Nevada 
4033 Federal Bldg. ' 
Las Vegas, Nevada 89101 

District of New Hampshire 
P.O. Box 423 
Concord, New Hampshire 03301 

District of New Jersey 
P.O. Bldg. Federal Sq. 
Newark, New Jersey 07101 

District of New Mexico 
P.O Box 444 
Albuquerque, New Mexico 87103 

Northern New York 
P.O. Box 418 
Utica, New York 13503 

Eastern New York 
U.S. Courthouse 
Brooklyn, New York 11201 

Southern New York 
U.S. Courthouse, Foley Sq. 
New York, New York 10007 

Western New York 
702 U.S. Courthouse 
Buffalo, New York 14202 

Eastern North Carolina 
P.O. Box 25640 
Raleigh, North Carolina 27611 

Middle North Carolina 
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P.O. Box 1528 
Greensboro, North Carolina 27402 

Western North Carolina 
P.O Box 59 
Asheville, North Carolina 28802 

North Dakota 
P O. Box 2425 
Fargo, North Dakota 58102 

Northern Ohio 
323 U.S. Courthouse 
Cleveland, Ohio 44114 

Southern Ohio 
P O. Box 963 
Cincinnati, Ohio 45201 

Northern Oklahoma 
4557 U.S. Courthouse 
Tulsa, Oklahoma 74101 

Eastern Oklahoma 
P.O Box 738 
Muskogee, Oklahoma 74401 

Western Oklahoma 
P.O. Box 886 
Oklahoma City, Oklahoma 73102 

District of Oregon 
P.O. Box 388 
Portland, Oregon 97207 

Eastern Pennsylvania 
3032 U.S. Courthouse 
Philadelphia, Pennsylvania 19107 

Middle Pennsylvania 
P.O. Box 310 
Scranton, Pennsylvania 18501 

Western Pennsylvania 
810 Post Office & Cthse. 
Pittsburgh, Pennsylvania I52I9 

District of Puerto Rico 
P.O. Box 3748 
San Juan, Puerto Rico 00904 

Rhode Island 
PO Box 1524 
Providence, Rhode Island 02901 

District of South Carolina 
P.O. Box 1774 
Columbia, South Carolina 29202 

District of South Dakota 
U.S. Cthse. & Fed. Bldg. 
Sioux Falls, South Dakota 57102 

Eastern Tennessee 
P.O. Box 551 
Knoxville, Tennessee 37901 

Middle Tennessee 
866 U.S. Courthouse 
Nashville, Tennessee 37203 

Western Tennessee 
1007 Federal Bldg. 
Memphis, Tennessee 38103 

Northern Texas \ 
1100 Commerce Street, Room 16F47 
Dallas, Texas 75202 

Eastern Texas 
P.O. Box 111 

ISSUANCES 

Beaumont, Texas 77704 

Southern Texas 
P.O. Box 61608 
Houston, Texas 77061 

Western Texas 
P.O. Box 359 
San Antonio, Texas 78292 

District of Utah 
P.O. Box 1234 
Salt Lake City, Utah 84110 

District of Vermont 
P.O. Box 946 
Burlington, Vermont 05401 

Eastern Virginia 
P.O. Box 1706 
Norfolk, Virginia 23501 

Western Virginia 
P O. Box 2280 
Roanoke, Virginia 24009 

District of the Virgin Islands 
P O Box 720 
St. Thomas, Virgin Islands 00801 

Eastern Washington 
P.O. Box 1463 
Spokane, Washington 99210 

Western Washington 
300 U.S. Courthouse 
Seattle, Washington 98104 

Northern West Virginia 
P.O. Box 1629 
Fairmont, West Virginia 26554 

Southern West Virginia 
4202 Federal Bldg. 
Charleston, West Virginia 25301 

Eastern Wisconsin 
310 Federal Bldg. 
Milwaukee, Wisconsin 53202 

Western Wisconsin 
P.O. Box 90 
Madison, Wisconsin 53701 

District of Wyoming 
P.O. Box 768 
Cheyenne, Wyoming 82001 

JUSTICE/L’SA - 001 

System name: Administrative Files. 

System location: Ninety-four United States Attorneys' Offices 
(See attached Appendix). 

Categories of individuals covered by the system: a) Office Person¬ 
nel (present and past); b) Expert professionals whose services arc 
used by the office; c) Applicants for office positions; d) Witnesses 
in Court proceedings; e) Prisoners-In-Custody; f) Defendants; g) 
Debtors; h) Vendors; i) Citizens making inquiries; j) Members of 
local and state Bar Associations. 

Categories of records in the system: a) Personnel Files 
(official/unofficial); b) Applicant Files; c) Employee Record Cards 
(SF-7B); d) Office Rosters; e) Tickler File System for Promotions; 
f) Personnel Address and Telephone Number Lists; g) Sign In/Out 
Sheets; h) Time and Attendance Records (OMF - 44); i) Wage 
Earnings Statement (DOJ - 296); j) Travel Authorizations and 
Vouchers (OBD • I and SF - 1012); k) Advice of Obligations In¬ 
curred (DJ - 60); I) Telephone Records and Logs; m) Fiscal 
Vouchers; n) Witness Records (LAA - 3); o) Lists of Records at 
Federal Records Centers; p) In-House Statistical Reports; q) Inter¬ 
nal Meetings Records; r) Equal Employment Opportunity (EEO) 
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Records; s) Employees: Organizations and Onions Records; t) 
Federal Woman's Program Records; u) Address and Telephone In¬ 
dexes; v) Lists of State and Local Bar Members; w) Lists of Ex¬ 
pert Professionals, x) Requests for Expert Witnesses; y) Teletype 
Piles; z) Correspondence Files; aa) Evaluation Reports by Regional 
Assistant Directors. 

Authority for maintenance of the system: These systems are 
established and maintained pursuant to S O.S.C. 301 and 44 O.S.C. 
3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; 

(a) in any case in which there is an indication of a violation or 
potential violation of law or legal obligation, criminal, civil, or regu¬ 
latory in nature, the record in question may be disseminated to the 
appropriate federal, state, local, or foreign agency charged with the 
responsibility for investigating or prosecuting such violation or 
charged with enforcing or implementing such law or civil remedy, 

(b) in the course of investigating the potential or actual violation 
of any law, criminal, civil, or regulatory in nature, or during the 
course of a trial or hearing or the preparation for a trial or hearing 
for such violation, a record may be disseminated to a federal, state, 
local, or foreign agency, or to an individual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial or hearing 
and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant; 

' (c) a record relating to a case or matter may be disseminated in 
an appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive or procedural law or practice; 

t (d) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordartcc with the procedures governing such proceed¬ 
ing or hearing; 

, (e) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 

( or matter, plea bargaining, or informal discovery proceedings; 
1 (f) a record relating to a case or matter that has been referred by 

an agency for investigation, prosecution, or enforcement, or that 
involves a case or matter within the jurisdiction of an agency, may 
be disseminated to such agency to notify the agency of the status 
of the case or matter or of any decision or determination that has 
been made, or to make such other inquiries and reports as are 
necessary during the processing of the case or matter; 

(g) a record relating to a person held in custody pending or dur¬ 
ing arraignment, trial, sentence, or extradition proceedings, or after 
conviction or after extradition proceedings, may be disseminated to 
a federal, state, local, or foreign prison, probation, parole, or par¬ 
don authority, or to any other agency or individual concerned with 
the maintenance, transportation, or release of such a person; 

(h) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States or to an executive 
agreement; 

(i) a record may be disseminated to a federal, state, local, 
foreign, or international law enforcement agency to assist in the 
general crime prevention and detection efforts of the recipient 
agency or to provide investigative leads to such agency; 

(j) a record may be disseminated to a federal agency, in response 
to its request, in connection with the hiring or retention of an em¬ 
ployee, the issuance of a security clearance, the reporting of an in¬ 
vestigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy's decision on the matter; 

(k) a record may be disseminated to the public, news media, 
trade associations, or organized groups, when the purpose of the 
dissemination is educational or informational, such as descriptions 
of crime trends or distinctive or unique modus operandi, provided 
that the record does not contain any information identifiable to a 
specific individual other than such modus operandi; 

(l) a record may be disseminated to a foreign country, through 
the United States Department of State or directly to the representa¬ 
tive of such country, to the extent necessary to assist such country 
in apprehending and/or returning a fugitive to a jurisdiction which 
seeks his return; 

(m) a record that contains classified national security information 
and material may be disseminated to persons who are engaged in 
historical research projects, or who have previously occupied pol¬ 
icy making provisions to which they were appointed by the Pre¬ 
sident, in accordance with the provisions codified in 28 C.F.R 
1760 

Release of information to the news media. Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to he released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who IS the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in 
spections conducted under the authority of 44 U.S.C. 2^8)4 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: All information, except that specified in this paragraph, 
is recorded on basic paper/cardboard material, and stored within 
manila file folders, within metal file cabinets, electric file/card 
retrievers or safes. Some material is recorded and stored on mag¬ 
netic tape, card or other data processing type storage matter for 
reproduction later into conventional formats. 

RetrievabilKy: Information is retrieved primarily by name of per¬ 
son, case number, complaint number or court docket number. In¬ 
formation within this system of records may be accessed by vari¬ 
ous U.S. Attorneys’ offices by means of catho-ray tube terminals 
(CRT’s). 

Safeguards: Information in the system is stored in file cabinets in 
the United States Attorney's offices. Some materials are located in 
locked file drawers and safes, and others in unlocked file drawers. 
Offices are locked during non-working hours and are secured by 
either Federal Protective Service, United States Postal Service, or 
private building guards. Information that is retrievable by CRT’s 
within various U.S. Attorneys' offices requires user identification 
numbers which are issued to authorized employees of the Depart¬ 
ment of Justice. 

Retention and disposal: Records are maintained and disposed of 
in accordance with Department of Justice retention plans. 

System managerfs) and address: System manager for the system 
in each office is the Administrative Officer/Assistant, for the U.S. 
Attorney for each district. (See attached Appendix). 

Notification procedure: Address inquiries to the System Manager 
for the judicial district in which the case or matter is pending (See 
attached Appendix). 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ’Privacy Access Request.’ Include in the 
request the name of the individual involved, his birth date and 
place, or any other identifying number or information which may 
be of assistance in locating the record and the name of the case or 
matter involved, if known. The requester will also provide a return 
address for transmitting the information. Access requests will be 
directed to the System Manager (See attached Appendix). 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager (See attached Appendix) stating 
clearly and concisely what information is being contested, the 
reasons for contesting it, and the proposed amendment to the infor¬ 
mation sought. 

Record source categories: Sources of information contained in this 
system include, but are nut limited to investigative reports of 
federal, state and local law enforcement agencies; client agencies of 
the Department of Justice, other non-Department of Justice in¬ 
vestigative agencies; forensic reports; statements of witnesses and 
parties; data, memoranda and reports from the Court and agencies 
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thereof; and the work product of Assistant United States Attor¬ 
neys, Department of Justice attorneys and administrative staff of 
the divisions, offices and bureaus, work product of secretarial and 
administrative staff within the U.S. Attorneys office and the Ex¬ 
ecutive Office for U.S. Attorneys, from general public referral 
sources or as provided by members of the public who participate, 
assist or observe in pending cases or matters, or commercial 
establishments which provide goods or services, publications and 
reports from the Department's other offices, divisions and bureaus 
and internal U.S. Attorney work product. 

Systems exempted from certain provisions of the act: None. 

Jl'STICE/l SA - 002 

System name: A.U.S.A. Applicant files. 

System location: Executive Office for United States Attorneys; 
U.S. Department of Justice; lOth & Constitution Avenue, N.W.; 
Washington, D.C. 20S30. 

Categories of individuals covered by the system: Applicants tenta¬ 
tively selected (by nomination of a U.S. Attorney) for the position 
of Assistant U.S. Attorney. 

Categories of records in the system: The system includes the appli¬ 
cants name, status of Bar membership and dates of receipt, status 
and final determination on the appointment of the applicant. The 
system is arranged chronologically by date of receipt of file and ap¬ 
plicants name. 

Authority lor maintenance of the system: These records are kept 
for administrative convenience pursuant to S U.S.C. 301 and 44 
u s e. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: All uses are internal 
within the Department. 

Release of .information to the news media; Information permitted 
to be released to the news media and the public pursuant (o 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The material is stored within manila file folders, within 
metal file cabinets. 

Retrievability: The system is indexed by name, arranged 
alphabetically. 

Safeguards: The correspondence is maintained in a room which is 
occupied by office personnel during the day and locked at night. 

Retention and disposal: Records are maintained and disposed of 
in accordance with Department retention plans. 

System manager(s) and address: Director; Executive Office of 
United States Attorneys; U.S. Department of Justice; lOth & Con¬ 
stitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.' Include in the 
request the name and address as included in the original letter, 
together with the current address if different, the date of the letter 
and to whom it was addressed. Requests should be directed to the 
System Manager listed above. 

Contesting record procedures: Any requests for correction should 
also be directed to the System Manager and should indicate the 
exact correction required. 

Record source categories: Sources of information in this system 
are the actual letter received, the response and any transmitted in¬ 
formation and enclosures. 

Systems exempted from certain provisions of the act: None 

JL’STICE/USA - 003 

System name: Citizen Complaint Files. 

System location: U.S. Attorney's Office; 3rd & Constitution 
Avenue. N.W.; Washington, D.C. 20001. 

Categories of individuals covered by the system: The individuals 
on whom records are maintained in this system may be broadly 
classified in four categories. I) Those individuals who have been 
charged with Federal and D.C. Code violations; 2) those individuals 
who are currently under investigation for violations of Federal and 
D C. Code; 3) those individuals about whom complaints have been 
made on upon whom investigations were conducted, but no 
prosecution was initiated; and 4) complainants. 

Categories of records in the system: A file may consist of a single 
sheet of paper describing briefly the nature of a complaint and its 
disposition or it may consist of a more comprehensive file contain¬ 
ing the results of a hearing, depending on the complexity or serr- 
ousness of the complaint. If the complaint results in criminal 
charges being preferred, the contents of the file are transferred to 
the appropriate criminal file system. 

Authority for maintenance of the system: 5 U.S.C. 301, 28 U.S.C. 
547, 23 D C. Code 101(c). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: 

(1) in any case in which there is an indication of a violation or 
potential violation of law. whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate agency, federal, state, local, or foreign, charged with the 
responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; 

(2) in the course of investigating the potential or actual violation 
of any law, whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or hearing or the preparation for a trial or 
hearing for such violation, a record may be disseminated to a 
federal, state, local, or foreign agency, or to an individual, if there 
is reason to believe that such agency or individual possesses infor¬ 
mation relating to the investigation, trial, or hearing and the dis¬ 
semination is reasonably necessary to elicit such information or to 
obtain the cooperation of a witness or an informant; 

(3) records or extracts thereof relating to a case or matter may be 
disseminated to a defendant or his attorney or to the appropriate 
federal, state, local, or foreign, court or grand jury in accordance 
with established constitutional, substantive, or procedural law or 
practice; 

(4) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(5) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings; 

(6) a record relating to a case or matter that has been referred for 
investigation may be disseminated to the referring agency to notify 
such agency of the status of the case or matter or of any decision 
or determination that has been made; 

(7) a record relating to a person held pending arraignment, trial or 
sentence, or after conviction, may be disseminated to a federal, 
state, local, or foreign prison, probation, parole, bail or pardon 
authority, or to any agency or individual concerned with the cus¬ 
tody maintenance, transportation, or release of such a person; 

(8) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States; 

(9) a record may be disseminated to a federal, state, local, or 
foreign law enforcement agency to assist in the general crime 
prevention and detection efforts of the recipient agency or to pro¬ 
vide investigative leads to such agency; and 

(10) a record may be disseminated to a federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is- 
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suance of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy's decision on the matter. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. S0.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Citizen complaint files are maintained in one of two 
ways: either on a single sheet which is a record of the complaint 
and disposition thereof or in complaints which result in further 
proceedings, a file folder would be established. 

Retrievability: Information is retrieved either by the name of a 
complainant, the name of a person about whom a complaint is re¬ 
gistered or by a complaint number. If further proceedings are con¬ 
ducted with respect to a citizen's complaint and the complaint 
materializes into a criminal action, the file folder will become part 
of the criminal files and then is retrievable in the same manner as 
any criminal file is retrieved. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded and protected by being maintained in files at the 
Citizens Complaint Center which is manned at all times when it is 
open and at other times is locked. More sensitive files that materi¬ 
alize into hearings or required for further action by the 
Misdemeanor Trial Section of the Superior Court Division are 
maintained by the Chief of the Misdemeanor Trial Section in his of¬ 
fice in Building B of the Superior Court. 

Retention and disposal: Files are retained and disposed of in ac¬ 
cordance with Title 8, U.S. Attorney's Manual, pages 70-77. 

System manager(s) and address: Chief, Misdemeanor Trial Sec¬ 
tion; U.S. Attorney's Office; Superior Court Division; Building B, 
4th & E Streets, N.W.; Washington, D.C. 

Notification procedure: Address inquiries to the System Manager. 

Record access procedures: The major part of these systems are 
exempt from this requirement under 5 U.S.C. 552a (j)(2), (k)(l) 
and/or (k)(2). To the extent that this system is not subject to ex¬ 
emption, it is subject to access. A determination as to exemption 
shall be made at the time a request for access is received. A 
request for access to a record from this system shall be made in 
writing, with the envelope and the letter clearly marked ‘Privacy 
Access Request.' Include in the request the general subject matter 
of the document or its file number. The requestor will also provide 
a return address for transmitting the information. Access requests 
will be directed to the System Manager listed above. 

Contesting record procedures: The major parts of these systems 
are exempt from this requirement under 5 U.S.C. 552a (jK2), (k)(l) 
and/or (kK2). To the extent that this system is not subject to ex¬ 
emption, it is subject to contest. A determination as to exemption 
shall be made at the time a request for contest is received. In¬ 
dividuals desiring to contest or amend information maintained in 
the system should direct their request to the System Manager listed 
above, stating clearly and concisely what information is being con¬ 
tested, the reasons for contesting it, and the proposed amendment 
to the information sought. 

Record source categories: Sources of information contained in this 
system come primarily from citizens walking into this unit to re¬ 
gister complaints. Sources also include but are not limited to in¬ 
vestigative reports of federal, state and local law enforcement agen¬ 
cies, forensic reports, statements of witnesses and parties, as well 
as verbatim transcripts of grand jury proceedings and court 

proceedings, memoranda and reports from the court and agencies 
thereof and the work product of Assistant United States Attorneys 
and legal assistants working on particular cases. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cHJ) and (4), 
(d), (eKD. (2) and (3), (eK4KG) and (H), (eK5) and (8), (0. (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. 552a (jK2) and (kXD 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
published in the Federal Register. ^ 

JUSTICE/l'SA - 004 

System name: Citizen Correspondence Files. 

System location: Executive Office for United States Attorneys; 
U.S. Department of Justice; 10th & Constitution Avenue, N.W.; 
Washington, D.C. 20530. 

Categories of individuals covered by the system: 

a) Individuals who write to the Executive Office for United 
States Attorneys, its Director or a member of his staff. 

b) Individuals who write to the Attorney General or the Depart¬ 
ment of Justice and whose letter is referred to the Executive Office 
of United States Attorneys. 

c) Individuals whose letter has been referred to the Executive 
Office of United States Attorneys for a response by the White 
House, Executive Agencies or Members of Congress. 

In all of the above categories, the individuals include only those 
who express general views or seek information or assistance. 
Freedom of Information requests are not indexed in this system. 

Categories of records in the system: The system includes the 
original correspondence received as well as any response, referral 
letters or notes concerning the subject of the correspondence and 
copies of any enclosures. The system is arranged alphabetically by 
the last name of the original correspondent. 

Authority for maintenance of the system: These records are kept 
for administrative convenience pursuant to 5 U.S.C. 301 and 44 
U.S.C. 3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information from the 
responses may be provided to the referror of the original cor¬ 
respondence. An other uses are internal w ithin the Department. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The material is stored within manila file folders, within 
metal file cabinets. 

Retrievability: The system is indexed by name, arranged 
alphabetically. 

Safeguards: The correspondence is maintained in a room which is 
occupied by office personnel during the day and locked at night. 

Retention and disposal: Records are maintained and disposed of 
in accordance with Department retention plans. 

System manager(s) and address: Director; Executive Office of 
United States^Attorneys; U.S. Department of Justice; lOth & Con¬ 
stitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
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tetter clearly marked ‘Privacy Access Request.* Include in the 
request the name and address as included in the original letter, 
together with the current address if different, the date of the letter 
and to whom it was addressed. Requests should be directed to the 
System Manager listed above. 

Contesting record procedures: Any requests for correction should 
also be directed to the System Manager and should indicate the 
exact correction required. 

Record source categories: Sources of information in this system 
are tl^ actual letter received, the response and any transmitted in¬ 
formation and enclosures. 

Systems exempted from certain provisions of the act: None. 

Jl'STICE/L'SA . 005 
System name: Civil Case Files. 

System location: Ninety-four United States Attorneys' Offices 
(See attached Appendix). 

Categories of individuals covered by the system: a) Individuals 
being investigated in anticipation of Civil suits; b) Individuals in¬ 
volved in Civil suits; c) Defense Counsel(s); d) Information 
sources; e) Individuals relevant to the development of Civil suits. 

Categories of records in the system: a) All Civil Cases Files (USA 
- 34); b) Docket Cards (USA - 116); c) Civil Debtor Cards (USA - 
117b); d) Civil Case Activity Card (USA - 164); e) Civil Debtor Ac¬ 
tivity Card (USA - 166); f) 3' X 5‘ Index Cards; g) Caseload Prin¬ 
touts; h) General Correspondence re: Civil Cases; i) Reading Files 
re: Civil Cases; j) Information Source File; k) Attorney Assignment 
sheets; I) Telephone records; m) Miscellaneous Investigative files; 
n) Lands Condemnation Files (Appraisal and Negotiator Reports); 
o) Tax Case Resource File; p) Material in Civil File related to 
Criminal cases arising out of Civil Proceedings; g) Search Warrants; 
r) Files unique to District; s) Civil Miscellaneous Correspondence 
File. 

Authority for maintenance of the system: These systems are 
established and maintained pursuant to S U.S.C. 301 and 44 U.S.C. 
3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: 

(a) in any case in which there is an indication of a violation or 
potential violation of law, civil, or regulatory in nature, the record 
in question may be disseminated to the appropriate federal, state, 
local, or foreign agency charged with the responsibility for in¬ 
vestigating. defending or pursuing such violation, civil claim or 
remedy, or charged with enforcing, defending or implementing such 
law; 

(b) in the course of investigating the potential or actual violation 
or civil liability of any government action or law, civil, or regulato¬ 
ry in nature, or during the course of a trial or hearing or the 
preparation for a trial or hearing for such civil action, a record may 
be disseminated to a federal, state, local, or foreign agency, or to 
an individual or organization, if there is reason to beUeve that such 
agency, individual, or organization possesses information relating to 
the investigation or civil action trial, or hearing and the dissemina¬ 
tion is reasonably necessary to elicit such information or to obtain 
the cooperation of a witness or an agency; 

(c) a record relating to a case or matter may be disseminated in 
an appropriate federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; 

(d) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(e) a record relating to a case or matter may^be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, or informal discovery proceedings; 

(f) a record relating to a case or matter that has been referred by 
an agency for investigation, civil action, or enforcement, or that in¬ 
volves a case or matter within the jurisdiction of an agency, may 
be disseminated to such agency to notify the agency of the status 
of the case or matter or of any decision or determination that has 
been made, or to make such other inquiries and reports as are 
necessary during the processing of the case or matter; 

(g) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 

entered into and ratified by the United States or to an executive 
agreement; 

(h) a record may be disseminated to a federal, state, local, 
foreign, or international IdW enforcement agency to assist in the 
general crime prevention and detection efforts of the recipient 
agency or to provide investigative leads to such agency or to assist 
in general civil matters or cases; 

(i) a record may be disseminated to a federal agency, in response 
to its request, in connection with the hiring or retention of an em¬ 
ployee, the issuance of a security clearance as is required, the re¬ 
porting of an investigation of an employee, the letting of a contract, 
or the issuance of a license, grant, or other benefit by the 
requesting agency, to the extent that the information relates to the 
requesting agency's decision on the matter; 

(j) a record may be disseminated to the public, news media, trade 
associations, or organized groups, when the purpose of the dis¬ 
semination is educational or informational, such as descriptions of 
types or courses of action or distinctive or unique modus operandi, 
provided that the record does not contain any information identifia¬ 
ble to a specific individual other than such modus operandi; 

(k) a record may be disseminated to a foreign country, through 
the United States Department of State or directly to the representa¬ 
tive of such country, to the extent necessary to assist such country 
in general crime prevention, the pursuit of general civil, regulatory 
or administrative civil actions or to provide investigative leads to 
such country, or assist in the location and/or returning of witnesses 
and other evidence; 

(l) a record that contains classified national security information 
and material may be disseminated to persons who are engaged in 
historical research projects, or who have previously occupied pol¬ 
icy making provisions to which they were appointed by the Pre¬ 
sident, in accordance with the provisions codified in 28 C.F.R. 
17.60. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: All information, except that specified in this paragraph, 
is recorded on basic paper/cardboard materiaL and stored within 
manila file folders, within metal file cabinets, electric file/card 
retrievers or safes. Some material is recorded and stored on mag¬ 
netic tape, card or other data processing type storage matter for 
reproduction later into conventional formats. 

Retrievability: Information is retrieved primarily by name of per¬ 
son, case number, complaint number or court docket number. In¬ 
formation within this system of records may be accessed by vari¬ 
ous U.S. Attorneys' offices by means of cathode-ray tube terminals 
(CRT's). 

Safeguards: Information in the system is both confidential and 
non-confidential and located in file cabinets in the United States 
Attorney offices. Some materials are. located in locked file drawers 
and safes, and others in unlocked file drawers. Offices are locked 
during non-working hours and are secured by either Federal Protec¬ 
tive Service, United States Postal Service, or private building 
guards. Information that is retrievalbe by CRT's within various 
U.S. Attorneys' offices requires user identification numbers which 
are issued to authorized employees of the Department of Justice. 

Retention and disposal: Records are maintained and disposed of 
in accordance with Department of Justice retention plans. 
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System maaaKer(s) and address: System Manager for the system 
in each office is the Administrative Officer/Assistant, for the U S. 
Attorney for each district. (See attached Appendix). 

Notifkalion procedure: Address inquiries to the System Manager 
for the judicial district in which the case or matter is pending (See 
attached Appendix). 

Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. 552a (j)(2), (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked ‘Privacy Access Request.* Include in the request the 
name of the individual involved, his birth date and place, or any 
other identifying number or information which may be of assistance 
in locating the record and the name of the case or matter involved, 
if known. The requester will also provide a return address for 
transmitting the information. Access requests will be directed to the 
System Manager (See attached Appendix). 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under 5 
u s e. 552a (jK2), (k)(l) and/or (k)(2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager (See attached Appendix) stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system include, but are not limited to investigative reports of 
federal, state and local law enforcement, civil litigation, regulatory 
and administrative agencies; client agencies of the Department of 
Justice; other non-Department of Justice investigative agencies; 
forensic reports; statements of witnesses and parties; verbatim 
transcripts of deposition and court proceedings; data, memoranda 
and reports from the court and agencies thereof; and the work 
product of Assistant United States Attorneys, Department of 
Justice attorneys and staff, and legal assistants working on particu¬ 
lar cases. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d). (eKI). (2) and (3). (eK4KG) and (H). (eK5) and (8), (f). (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. 552a (jK2) and (k)(l) 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
published in the Federal Register. 

JUSTICE/USA • 006 

System name: Consumer Complaints. 

System location: U.S. Attorney's Office; 3rd & Constitution 
Avenue, N.W.; Washington, D.C. 20001. 

Categories of individuals covered by the system: The individuals 
on whom records are maintained in this system may be broadly 
classified in four categories: 1) Those individuals who have been 
charged with Federal and D.C. Code violations; 2) Those in¬ 
dividuals who are currently under investigation for violations of 
Federal and D.C. Code; 3) Those individuals upon whom investiga¬ 
tions were conducted, but no prosecution was initiated; and 4) 
Complainants. 

Categories of records in the system: The system contained allega¬ 
tions of consumer fraud by citizens of the District of Columbia 
Metropolitan area. It includes names, addresses, and the substance 
of the complaints. 

Authority for maintenance of the system: 5 U.S.C. 301, 28 U.S.C. 
547, 23 D C. Code 101(c). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: 

(I) in any case in which there is an indication of a violation or 
potential violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate agency, federal, state, local, or foreign, charged with the 
responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; 

(2) in the course of investigating the potential or actual violation 
of any law, whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or hearing or the preparation for a trial or 
hearing for such violation, a record may disseminated to a 
federal, state, local, or foreign agency, or to an individual, if there 
is reason to believe that such agency or individual possesses infor¬ 
mation relating to the investigation, trial, or hearing and the dis¬ 
semination is reasonably necessary to elicit such information or to 
obtain the cooperation of a witness or an informant; 

(3) records or extracts thereof relating to a case or matter may be 
disseminated to a defendant or his attorney or to the appropriate 
federal, state, local, or foreign, court or grand jury in accordance 
with established constitutional, substantive, or procedural law or 
practice; 

(4) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(5) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings; 

(6) a record relating to a case or matter that has been referred for 
investigation may be disseminated to the referring agency to notify 
such agency of the status of the case or matter or of any decision 
or determination that has been made; 

(7) a record relating to a person held pending arraignment, trial or 
sentence, or after conviction, may be disseminated to a federal, 
state, local, or foreign prison, probation, parole, bail or pardon 
authority, or to any agency or individual concerned with the cus¬ 
tody maintenance, transportation, or release of such a person; 

(8) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into or ratified by the United States; 

(9) a record may be disseminated to a federal, state, local, or 
foreign law enforcement agency to assist in the general crime 
prevention and detection efforts of the recipient agency or to pro¬ 
vide investigative leads to such agency; and 

(10) a record may be disseminated to a federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy's decision on the matter. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Meinber of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in this system is stored in the 
Fraud Section of the U.S. Attorney’s Office. 

RetrievabilHy: Information is retrieved via a cross-index by com¬ 
plainant and potential defendant. 

Safeguards: Information contained in this system is unclassified. 
It is protected in accordance with Departmental rules and is 
safeguarded in the U.S. Attorney’s Office in the Fraud Section 

Retention and disposal: The records are stored for a period of at 
least the statute of limitations for the offense charged. 

System manager(s) and address: Chief, Fraud Division; U.S. At¬ 
torney’s Office; U.S. District Court; 3rd & Constitution Avenue, 
N.W.; Washington, D C. 2(K)01. 
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Nottficatioa procedure: Address inquiries to the System Manager. 
Record access procedures: The major part of the information 

maintained in this system is exempt from this requirement under S 
U.S.C. SS2a (iM2>, (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked ‘Privacy Access Request.* Include in the request the 
general subject matter of the document or its file num^r. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
Usted above. 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. 5S2a (jK2), (kKI) and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager listed above, stating clearly and concisely what in¬ 
formation is being contested, the reasons for contesting it, and the 
proposed amendment to the information sought. 

Record source categories: The sources of information contained in 
this system are complaints referred to the U.S. Attorney’s Office 
by citizens and consumer protection agencies. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cM3) and (4), 
(d), (eXI). (2) and (3). (eH4KG) and (H). (eXS) and (8). (f), (g) and 
(h) of the Privacy Act pursuant to S U.S.C. 5S2a (jX2) and (kXD 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. SS3 (b), (c) and (e) and have been 
published in the Federal Register. 

JL’STICE/USA - 007 
System name: Criminal Case Files. 

System location: Ninety-four United States Attorneys' Offices 
(See attached Appendix). 

Categories of individuals covered by the system: a) Individuals 
charged with violations; b) Individuals being investigated for viola¬ 
tions; c) Defense Counsel(s); d) Information Sources; e) Individuals 
relevant to development of Criminal Cases; f) Individuals in¬ 
vestigated, but prosecution declined; g) Individuals referred to in 
potential or actual cases and matters of concern to a U.S. Attor¬ 
ney's Office. 

Categories of records in the system: a) All case files (USA - 33); 
b) Docket Cards (USA - IIS); c) Criminal Debtor Cards (USA - 
117a); d) Criminal Case Activity Card (USA - 163); e) Criminal 
Debtor Activity Card (USA - 164); f) 3‘ X 5* Index Cards; g) 
Caseload Printouts; h) Attorney Assignment Sheets; i)'GeneraI Cor¬ 
respondence re: Criminal Cases; j) Reading Files re: Criminal 
Cases; k) Grand Jury Proceedings; I) Miscellaneous Investigative 
Reports; m) Information Source Files; n) Parole Recommendations; 
o) Immunity Requests; p) Witness Protection Files; q) Wiretap 
Authorizations; r) Search Warrants; s) Telephone records; t) 
Criminal Complaints; u) Sealed Indictment Records; v) Files unique 
to a District; w) Criminal Miscellaneous Correspondence File; x'f' 
Prosecution DecUned Reports. 

Authority for maintenance of the system: These systems are 
established and maintained pursuant to S U.S.C. 301 and 44 U.S.C. 
3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; 

(a) in any case in which there is an indication of a violation or 
potential violation of law, criminal, or regulatory in nature, the 
record in question may be disseminated to the appropriate Federal, 
state, local, or foreign agency charged with the responsibility for 
investigating or prosecuting such violation or charged with enforc¬ 
ing or implementing such law; 

(b) in ^e course of investigating the potential or actual violation 
of any law, criminal, or regulatory in nature, or during the course 
of a trial or hearing or the preparation for a trial or hearing for 
such violation, a record may be disseminated to a Federal, state, 
local, or foreign agency, or to an individual or organization, if there 
is reason to believe that such agency, individual, or organization 
possesses information relating to the investigation, trial, or hearing 

and the dissemination is reasonably necessary to elicit such infor¬ 
mation or to obtain the cooperation of a witness or an informant; 

(c) a record relating to a case or matter may be disseminated in 
an appropriate Federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; 

(d) a record relating to a case or matter may be disseminated to a 
Federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing r 

(e) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings: 

(f) a record relating to a case or matter that has been referred by 
an agency for investigation, prosecution, or enforcement, or that 
involves a case or matter within the jurisdiction of an agency, may 
be disseminated to such agency to notify the agency of the status 
of the case or matter or of any decision or determination that has 
been made, or to make such other inquiries and reports as are 
necessary during the processing of the case or matter; 

(g) a record relating to a person held in custody pending or dur¬ 
ing arraignment, trial, sentence, or extradition proceedings, or after 
conviction or after extradition proceedings, may be disseminated to 
a Federal, state, local, or foreign prison, probation, parole, or par¬ 
don authority, or to any other agency or individual concerned with 
the maintenance, transportation, or release of such a person; 

(h) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States or to an executive 
agreement; 

(i) a record may be disseminated to a Federal, state, local, 
foreign, or international law enforcement agency to assist in the 
general crime prevention and detection efforts of the recipient 
agency or to provide investigative leads to such agency; 

(j) a record may be disseminated to a Federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy’s decision on the matter; 

(k) a record may be disseminated to the public, news media, 
trade associations, or organized groups, when the purpose of the 
dissemination is educational or informational, such as descriptions 
of crime trends or distinctive or unique modus operandi, provided 
that the record does not contain any information identifiable to a 
specific individual other than such modus operandi; 

(l) a record may be disseminated to a foreign country, through 
the United States Department of State or directly to the representa¬ 
tive of such country, to the extent necessary to assist such country 
in apprehending and/or returning a fugitive to a jurisdiction which 
seeks his return; 

(m) a record that contains classified national security information 
and material may be disseminated to persons who are engaged in 
historical research projects, or who have previously occupied pol¬ 
icy making provisions to which they were appointed by the Pre¬ 
sident, in accordance with the provisions codified in 28 C.F.R. 
17.60. 

(n) A record relating to an actual or potential civil or criminal 
violation of title 17, United States Code, may be disseminated to a 
person injured by such violation to assist him in the institution or 
maintenance of a suit brought under such title. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. S0.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

(n) A record relating to an actual or potential civil or criminal 
violation of title 17, United States Code, may be disseminated to a 
person injured by such violation to assist him in the institution or 
maintenance of a suit brought under such title. 
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Routine uses of records maintnined in the system, inciuding catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: All information, except that specified in this paragraph. 
IS recorded on basic paper/cardboard material, and stored within 
manila file folders, within metal file cabinets, electric file/card 
retrievers or safes. Some material is recorded and stored on mag¬ 
netic tape, card or other data processing type storage matter fur 
reproduction later into conventional formats. 

Rctricvahility: Information is retrieved primarily by name of per¬ 
son, case number, complaint number or court docket number. In¬ 
formation within this system of records may be accessed by vari¬ 
ous U S. Attorneys’ offices by means of catho-ray tube terminals 
(CRT’s). 

Safeguards: Information in the system is both confidential and 
non-confidential and located in file cabinets in the United States 
Attorney offices. Some materials are located in locked file drawers 
and safes, and others in unlocked file drawers. Offices are locked 
during non-working hours and are secured by either Federal Protec¬ 
tive Service, United States Postal Service, or private building 
guards. Information that is retrievable by CRT’s within various 
U.S. Attorneys’ offices requires user identification numbers which 
are issued to authorized employees of the Department of Justice. 

Retention and disposal: Records are maintained and disposed of 
in accordance with Department of Justice retention plans. 

System maaager(s) and address: System manager for the system 
in each office is the Administrative Officer/Assistant, for the U.S. 
Attorney for each district (See attached Appendix). 

Notification procedure: Address inquiries to the System Manager 
for the judicial district in which the case or matter is pending (See 
attached Appendix). 

Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. SS2a (jK2), (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked ’Privacy Access Request.* Include in the request the 
name of the individual involved, his birth date and place, or any 
other identifying number or information which may be of assistance 
in locating the record and the name of the case or matter involved, 
if known. The requester will also provide a return address for 
transmitting the information. Access requests will be directed to the 
System Manager (See attached Appendix). 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. S.S2a (jX2), (kXD and/or (kX2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager (See attached Appendix) stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system include, but are not Umited to investigative reports of 
federal, state and local law enforcement agencies; chent agencies of 
the Department of Justice; other non-Department of Justice in¬ 
vestigative agencies; forensic reports; statements of witnesses and 
parties; verbatim transcripts of Grand Jury and court proceedings; 
data, memoranda and reports from the Court and agencies thereof; 
and the work product of Assistant United States Attorneys, Depart¬ 
ment of Justice attorneys and staff, and legal assistants working on 
particular cases. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cX3) and (4). 
(d). (eXI). (2) and (3), (eX4XG) and (H). (eX5) and (8). (f). (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. 5S2a (jX2) and (kXD 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
pubhshed in the Federal Register. 

JUSTICF./USA . 008 

System name: Freedom of Information Act/Privacy Act Files. 

System locatioa: Executive Office for United States Attorneys; 
U.S. Department of Justice; lOth & Constitution Avenue, N.W.; 
Washington, D C. 20530. 

Categories of individuals covered by the system: 

a) Individuals who write to the Executive Office for United 
States Attorneys, its Director or a member of his staff, or a U.S. 
Attorneys office. 

b) Individuals who write to the Attorney General or the Depart¬ 
ment of Justice or the FOI/PA Unit and whose letter is referred to 
the Executive Office of United States Attorneys. 

c) Individuals whose letter has been referred to the Executive 
Office of United States Attorneys for a response by the FOI/PA 
Unit or Appeals Unit. 

Categories of records la the system: The system includes the 
original correspondence received as well as any response, referral 
letters or notes concerning the subject of the request and copies of 
any enclosures. The system is arranged alphabetically by the last 
name of the original requestor 

Authority for maintenance of the system: These records are kept 
for administrative convenience pursuant to 5 U.S.C. 301 and 44 
U.S.C. 3101 and the provisions of the Freedom of Information Act. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Information from the 
responses may be provided to the referrer of the original request or 
the requester. All other uses are internal within the Department. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The material is stored within manila file folders, within 
metal file cabinets. 

Retrievability: The system is indexed by name, arranged 
alphabetically. 

Safeguards: The correspondence is maintained in a room which is 
occupied by office personnel during the day and locked at night. 

Retention and dbposal: Records are maintained and disposed of 
in accordance with Department retention plans. 

System manager(s) and address: Director; Executive Office of 
United States Attorneys; U.S. Department of Justice; KXh & Con¬ 
stitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Address inquiries to the System Manager 
Usted above. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked ‘Freedom of Information’ or ’Privacy Access 
Request.’ Include in the request the name and address as included 
in the original letter, together with the current address if different, 
the date of the letter and to whom it was addressed. Requests 
should be directed to the system manager listed above. 

Contesting record procedures: Any requests for correction should 
also be directed to the System Manager and should indicate the 
exact correction required. 

Record source categories: Sources of information in this system 
are the actual letter received, the response and any transmitted in¬ 
formation and enclosures. 
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Systems exempted from certain provisions of the act: Records 
secured from other systems of records have been exempted from 
the provisions of the Privacy Act to the same extent as the systems 
of records from which they were obtained. The Attorney General 
has also exempted certain categories of records in this system from 
subsection (c) (3), (d) of the Privacy Act pursuant to 5 U.S.C. 552a 
(k) (2) Rules have been promulgated in accordance with the 
requirements of 5 U S C 553(b)<c), and (e) and have been published 
in the Federal Register 
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System name; KUne • District of Columbia and Maryland - Stock 
and Land Fraud Interrelationship Filing System. 

System location: U S Attorney's Office; 3rd & Constitution 
Avenue, N W , Washington, DC 20001. 

Categories of individuals covered by the system: The individuals 
on whom records arc maintamed in this system may be broadly 
classified in three categories: 1) Those individuals who have been 
charged with Federal and DC. Code violations; 2) Those in¬ 
dividuals who are currently under investigation for violations of 
Federal and D C. Code, 3) Those individuals upon whom investiga¬ 
tions were conducted, but no prosecution was initiated. These in¬ 
clude but are not limited to possible witnesses, corporate entities, 
corporate employees, business contacts, financial institutions and 
governmental contacts. 

Categories of records in the system: The system contains an index 
record for individual names and types of transactions with named 
individuals. 

Authority for maintenance of the system: 5 U.S.C. 301, 28 U.S.C. 
547, 23 D C. Code 101(c) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: 

(1) in any case in which there is an indication of a violation or 
potential violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate agency, federal, state, local, or foreign, charged with the 
responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; 

(2) in the course of investigating the potential or actual violation 
of any law. whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or hearing or the preparation for a trial or 
hearing for such violation, a record may be disseminated to a 
federal, state, local, or foreign agency, or to an individual, if there 
is reason to believe that such agency or individual possesses infor¬ 
mation relating to the investigation, trial, or hearing and the dis¬ 
semination is reasonably necessary to elicit such information or to 
obtain the cooperation of a witness or an informant; 

(3) records or extracts thereof relating to a case or matter may be 
disseminated to a defendant or his attorney or to the appropriate 
federal, state, local, or foreign, court or grand jury in accordance 
with established constitutional, substantive, or procedural law or 
practice; 

(4) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(5) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings; ^ 

(6) a record relating to a case or matter that has been referred for 
investigation may be disseminated to the referring agency to notify 
such agency of the status of the case or matter or of any decision 
or determination that has been made; 

(7) a record relating to a person held pending arraignment, trial or 
sentence, or after conviction, may be disseminated to a federal, 
state, local, or foreign prison, probation, parole, bail or pardon 
authority, or to any agency or individual concerned with the cus¬ 
tody maintenance, transportation, or release of such a person; 

(8) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States; 

(9) a record may be disseminated to a federal, state, local, or 
foreign law enforcement agency to assist in the general crime 
prevention and detection efforts of the recipient agency or to pro¬ 
vide investigative leads to such agency; and 

(10) a record may be disseminated to a federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is- 
suaiice of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy's decision on the matter. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is stored electroni¬ 
cally in the Department of Justice Juris System. 

Retrievability: Information is retrieved primarily by referencing 
the individuals' names who participated in the business transac¬ 
tions. 

Safeguards: Information contained in-this system is protected as 
though it was classified as confidential. It is accessible only to hol¬ 
ders of the entry code; the only holders of the code are the U.S. 
Attorney's Offices for the District of Columbia and Maryland. 

Retention and disposal: The records are to be retained for the 
period of usefulness as determined by the U.S. Attorney's Office. 

System manager(s) and address: Chief, Fraud Division; U.S. At¬ 
torney's Office; U.S. District Court; 3rd & Constitution Avenue, 
N.W.; Washington. D.C. 2IX)01. 

Notification procedure: All inquiries should be addressed to the 
System Manager. 

Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under 5 
U.S.C. 552a (jK2). (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked ‘Privacy Access Request.* Include in the request the 
general subject matter of the document or its file number. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under 5 
U.S.C. 552a (jK2), (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager listed above, stating clearly and concisely what in¬ 
formation is being contested, the reasons for contesting it, and the 
proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are individuals who have cooperated with the U.S. Attor¬ 
ney’s Office in the investigation of criminal activity. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eKl). (2) and (3). (eK4KG) and (H), (e)(5) and (8), (f). (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. 552a (jK2) and (k)(l) 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
published in the Federal Register. 
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S><ilcin Dame: Major Crimes Division Investigative Files. 

System locati«n: U.S. Attorney's Office, 3rd & Constitution 
Avenue, N.W.; Washington, D.C. 20001. 

Categories of individuals covered by the system: The individuals 
on whom records are maintained in the Major Crimes Division In¬ 
vestigative Files may he broadly classified in four categories* I) 
I'hose individuals who have been charged with Federal and DC. 
Code violations; 2) those individuals who are currently under in¬ 
vestigation for violations of Federal and D.C. Code; 3) those in¬ 
dividuals upon whom investigations were conducted, but no 
piosecution was initiated; and 4) other informants. 

Categories of records in the system: In addition to the standard 
files maintained in accordance with the U.S. Attorney's Manual and 
the Department of Justice Docket and Reporting System, there are 
also maintained in the Major Crimes Division of this office certain 
investigative and intelligence files. The type of information main¬ 
tained IS identifying data, criminal records, inteUigcnce compiled 
for the purpose of investigation of criminal offenses, criminal in¬ 
vestigative reports, informant debriefing summaries, and informa- 
tH>n provided in confidence during investigative and prosecutive 
states of criminal cases. 

Authority for maintcaance of the system: 5 U.S.C. 301, 28 U.S.C. 
547. 23 D C. Code lOKc). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: 

(1) In any case in which there is an indication of a violation or 
potential violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate agency, federal, slate, local, or foreign, charged with the 
responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; 

(2) in the course of investigating the potential or actual violation 
of any law, whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or hearing or the preparation for a trial or 
hearing for such violation, a record may disseminated to a 
federal, state, local, or foreign agency, or to an individual, if there 
is reason to believe that such agency or individual possesses infor¬ 
mation relating to the investigation, trial, or hearing and the dis¬ 
semination is reasonably necessary to elicit such information or to 
obtain the cooperation of a witness or an informant; 

(3) records or extracts thereof relating to a case or matter may be 
disseminated to a defendant or his attorney or to the appropriate 
federal, state, local, or foreign, court or grand jury in accordance 
with established constitutional, substantive, or procedural law or 
practice; 

(4) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(5) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings; 

(6) a record relating to a case or matter that has been referred for 
investigation may be disseminated to the referring agency to notify 
such agency of the status of the case or matter or of any decision 
or determination that has been made; 

(7) a record relating to a person held pending arraignment, trial or 
sentence or after conviction, may be disseminated to a federal, 
state, local, or foreign prison, probation, parole, bail or pardon 
authority, or to any agency or individual concerned with the cus¬ 
tody maintenance, transportation, or release of such a person; 

(8) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States; 

(9) a record may be disseminated to a federal, state, local, or 
foreign law enforcement agency to assist in the general crime 
prevention and detection efforts of the recipient agency or to pro¬ 
vide investigative leads to such agency, and 

(10) a record may be disseminated to a federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy’s decision on the matter 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R SO.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to he released pursuant to 5 U.S.C. 
S52, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The information is maintained in memorandum form in 
file folders. 

RetrievabilHy: Information is retrieved primarily by the name of a 
person, complaint number, court docket number, FBI number. 
Metropolitan Police Department identification number and District 
of Columbia Department of Corrections number. 

Safeguards: Information contained in the system is both unclas¬ 
sified and classified and is safeguarded and protected by being 
maintained in tumbler locked file safes in the Major Crimes Divi¬ 
sion which is manned during all times that it is open and at other 
times is locked. This room is located in the U.S. Courthouse which 
is guarded by the Federal Protective Service twenty four hours a 
day with roving patrols during non-working hours. 

Retention and disposal: Files are retained and disposed of in ac¬ 
cordance with Title 8, U.S. Attorney’s Manual, pages 70-77. 

System managcr(s) and address: Chief, Major Crimes Division; 
U.S. Attorney’s Office; U.S. District Court; 3rd & Constitution 
Avenue, N.W., Room 4400; Washington, D C. 20001. 

Notification procedure: Address inquiries to the System Manager. 

Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. SS2a (jK2), (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked ‘Privacy Access Request.' Include in the request the 
general subject matter of the document or its file num^r. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed dbove. 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under 5 
U.S.C. 552a (jK2), (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager listed above, stating clearly and concisely what in¬ 
formation is being contested, the reasons for contesting it. and the 
proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are investigative reports of federal, state and local law en¬ 
forcement agencies, statement of witnesses, informants and parties, 
as well as verbatim transcripts of grand jury proceedings and court 
proceedings, memoranda and reports from the court and agencies 
thereof and the work product of Assistant United States Attorneys 
and legal assistants working on particular cases. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eKl), (2) and (3), (eK4KG) and (H), (eK5) and (8), (f), (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. 552a (iK2) and (kKD 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
published in the Federal Register. 
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Svstem name: Prosecutor’s Management Information System 
(PROMIS). 

System locatioa: U S.. Attorney's Office, 3rd & Constitution 
Avenue, N.W., Washington, D.C. 20001. 

Categories of individuals covered by the system: The individuals 
on whom records arc maintained in PROMIS arc as follows; I) 
Those individuals who have been charged with criminal violations; 
2) those individuals who are currently under investigation for 
criminal violations; 3) those individuals upon whom criminal in¬ 
vestigations were conducted, but no prosecution was initiated, and 
4) the names and addresses of all witnesses and arresting police of¬ 
ficers 

Categories of records iu the system: The data in PROMIS fall into 
six major categones. . 

1. Information about the accused or defendant. This includes 
name, alias, sex, race, date of birth, address, facts about prior ar¬ 
rests and convictions, and employment status. If judged ap¬ 
propriate, additional data could be added, such as information 
about alcohol or drug abuse. Some of this information is used to 
rate the gravity of the case in terms of the defendant's criminal his¬ 
tory 

2. Information about the crime. The date, time, and place of the 
crime, the number of persons involved in the crime; and a numeri¬ 
cal rating reflecting the gravity of the enme in terms of the amount 
and degree of personal injury, property damage or loss, and in¬ 
timidation. 

3. Information about the arrest. The date, time, and place of the 
arrest, the type of arrest, and the identity of the arresting officers. 

4. Information about criminal charges. The charges originally 
placed by the police against the arrestee, the charges actually filed 
in court against the defendant, the reasons for changes in the 
charges by the prosecutor, the penal statute for the charge, the FBI 
Uniform Crime Report Code,for the charge, and the Project 
SEARCH Code for the charge. 

5. Information about court events. The dates of every court event 
in a case from arraignment through motion hearing, continuance 
hearing, final disposition, and sentencing; the names of the prin¬ 
cipals involved in each event, including the defense and prosecu¬ 
tion attorneys and judge; the outcomes of the events and the 
reasons therefor. 

6. Information about witnesses. The names and addresses of all 
witnesses, the prosecutor’s assessment of whether the witnesses 
are essential to the case, and any indications of reluctance to testi¬ 
fy by the witnesses. 

Authority for maintenance of the system: S U.S.C. .301, 28 U.S.C. 
547, 23 D C. Code 101(c). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows: 

(1) In any case in which there is an indication of a violation or 
potential violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate agency, federal, state, local, or foreign, charged with the 
responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; 

(2) in the course of investigating the potential or actual violation 
of any law, whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or hearing or the preparation for a trial or 
hearing for such violation, a record may be disseminated to a 
federal, state, local, or foreign agency, or to an individual, if there 
is reason to believe that such agency or individual possesses infor¬ 
mation relating to the investigation, trial, or hearing and the dis¬ 
semination is reasonably necessary to elicit such information or to 
obtain the cooperation of a witness or an informant; 

(3) records or extracts thereof relating to a case or matter may be 
disseminated to a defendant or his attorney or to the appropriate 
federal, state, local, or foreign, court or grand jury in accordance 
with established constitutional, substantive, or procedural law or 
practice, 

(4) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(5) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 

or matter, plea bargaining, or informal discovery proceedings, or to 
the Public Defender Service in connection with caseload manage¬ 
ment or other purposes, 

(6) a record relating to a case or matter that has been referred for 
investigation may be disseminated to the referring agency to notify 
such agency of the status of the case or matter or of any decision 
or determination that has been made or to assist in eliciting addi¬ 
tional information; 

(7) a record relating to a person held pending arraignment, trial or 
sentence, or after conviction, may be disseminated to a federal, 
state, local, or foreign prison, probation, parole, bail or pardon 
authority, or to any agency or individual concerned with the cus- . 
tody maintenance, transportation, or release of such a person; 

(8) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States; 

(9) a record may be disseminated to a federal, state, local, or 
foreign law enforcement agency to assist in the general crime 
prevention and detection efforts of the recipient agency or to pro¬ 
vide investigative leads to such agency; and 

(10) a record may be disseminated to a federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the lettif^ of a contract, or the is¬ 
suance of a license, grant, or other benefit by the requesting agen¬ 
cy,, to the extent that the information relates to the requesting agen¬ 
cy's decision on the matter. 

Because PROMIS is an automated information system, this of¬ 
fice utilizes it to track the workload of the criminal court process 
from three separate vantage points. First, the workload is tracked 
from the vantage point of the crime or criminal incident. This is ac¬ 
complished by including in PROMIS the complaint number which 
the police department assigns to a reported crime. With this 
number, prosecutors can follow the full history of the court actions 
arising from the crime even though those actions may involve mul¬ 
tiple defendants, multiple cases, and multiple trials and disposi¬ 
tions. 

Second, PROMIS tracks the eourt workload from the vantage 
point of the accused or defendant. This is achieved by incorporat¬ 
ing in PROMIS the fingerprint-based number the police department 
assigns to the individual following his or her arrest. This identifica¬ 
tion number is used again by the department if the same individual 
is subsequently arrested. Through this number, prosecuting attor¬ 
neys accumulate criminal history files on offenders and note in¬ 
cidents of recidivism. 

Finally, PROMIS tracks from the vantage point of the court 
proceedings. This is accomplished by including in PROMIS the 
docket number the Court assigns to the case pending before it. 
With this number, prosecutors trace the history of any formal 
criminal action from arraignment through final disposition and sen¬ 
tencing, and account for the separate fate of each count or charge. 

The inclusion of these three numbers is significant. The numbers 
provide a capability to track the criminal incident, the defendant, or 
the court actions and provide the basis for the routine communica¬ 
tion among the various Federal, state, local, and foreign law en¬ 
forcement agencies. 

In addition, PROMIS generates, on a recurring basis, five catego¬ 
ries of reports: misdemeanor calendars, felony calendars, case 
status reports, workload reports, and special reports. These reports 
are prepared from information contained in the data base both by 
persons employed by this office, the Justice Department and per¬ 
sons under contract to the Department for this purpose. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Cojigress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in- 
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spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Polkici and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records arc stored on magnetic tapes and discs at 
the District of Columbia Metropolitan Police Department Computer 
Center. Printouts from the terminals are stored with case jackets. 
Status, calendars, and statistical reports are stored in the files and 
offices of supervisory attorneys. 

Retrievability: This system has an on-line data retrieval capability 
with respect to certain information continued in the data base. 
These subsets of information are retrieved on data display ter¬ 
minals which arc located at various work stations throughout the 
office. Certain of these terminals have a printout capability. All in¬ 
formation on these subsets is a matter of public record. The system 
also has the capability for the production of periodic reports. Both 
the periodic reports and the on-line displays are utilized in ac¬ 
cordance with the above listed routine uses. 

Safeguards: The magnetic tapes and discs are . maintained in a 
secure vault at the Metropolitan Police Department Computer 
Center. In addition to the physical security safeguards, there is a 
twenty-four hour patrol. The data display terminals are located in 
semi-public areas of the office (i.c., administrative work stations 
through which the public must pass on official business). However, 
only trained operators may retrieve the information, which is of 
public record. The terminals are not open to the public after work¬ 
ing hours. 

Retention and disposal: The files are retained and disposed of in 
accordance with Title 8, U.S. Attorney’s Manual, pages 70-77. 

System manager(s) and address: Administrative Assistant; United 
States Attorney; U.S. District Court, 3rd Constitution Avenue, 
N.W.; Room 3602-A; Washington, D.C. 20001. 

Notification procedure: Address inquiries to the System Manager. 

Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under 5 
U.S.C. SS2a (jK2), (kHI) and/or (kM2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked ‘Privacy Access Request.* Include in the request the 
general subject matter of the document or its file num^r. The 
requestor will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. S52a (jK2), (k)(l) and/or (k)<2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager listed above, stating clearly and concisely what in¬ 
formation is being contested, the reasons for contesting it, and the 
proposed amendment to the information sought. 

Record source categories: About 80 percent of the data contained 
. in PROMIS is obtained at the intake and screening stage as the by¬ 
product of the case documentation process. Carbon copies of vari¬ 
ous forms completed immediately before or during the case screen¬ 
ing stage serve as input documents for PROMIS. 

As a case moves through the subsequent proceedings, additional 
information about its status is fed to PROMIS. This is achieved 
through turnaround documents—forms generated by PROMIS in ad¬ 
vance of a court event-on which the results of a given proceeding 
(e.g., preliminary hearing, sentencing, etc.) are recorded and then 
entered in PROMIS. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (eKI). (2) and (3), (eK4MG) and (H), (eK5) and (8), (f), (g) and 
(h) of the Privacy Act pursuant to S U.S.C. SS2a (jK2) and (k)(l) 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
published in the Federal Register. 

JUSTICE/USA - 012 

System name: Security Clearance Forms for Grand Jury Reporters. 

System location: U.S. Attorney’s Office; 3rd & Constitution 
Avenue, N.W.; Washington, D.C. 20001. 

Categories of individuals covered by the system: Proposed Grand 
Jury Reporters. 

Categories of records in the system: Request for security clearance 
of grand jury reporter(s) employed by the reporting firm under con¬ 
tract with the Justice Department; carbon copy of ‘PERSONNEL 
INFORMATION SHEET - Grand Jury Reporting* on which is 
listed name of proposed grand jury reporter, home address, date 
and place of birth, and present business affiliation; and clearance 
or denial of clearance for the proposed reporter fVom the Depart¬ 
ment of Justice. 

Authority (or maintenance of the system: 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: All uses of this informa¬ 
tion are internal within the Department of Justice. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 WIS.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Security clearance forms are kept alphabetically in file 
cabinets in the Administrative Office. 

Retrievability: Security clearance forms on grand jury reports are 
retrievable from an alphabetical filing system. 

Safeguards: Security clearance forms are maintained in the Ad¬ 
ministrative Division in the District Court Building which is manned 
at all times during working hours and at other times is locked. 

Retention and disposal: Security clearance forms are maintained 
for five years, at which time they must be renewed. Upon receipt’ 
of renewed security clearance, old forms are destroyed. 

System manager(s) and address: Administrative Officer; U.S. At¬ 
torney’s Office; U.S. District Court; 3rd & Constitution Avenue, 
N.W.; Washington, D C. 20001. 

Notification procedure: Address inquiries to the System Manager. 

Record access procedures: A request for access to a record from 
this system shall,be made in writing, with the envelope and the 
letter clearly marked ‘Privacy Access Request.’ Include in the 
request the general subject matter of the document. The requestor 
will also provide a return address for transmitting the information. 
Access requests will be directed to the System Manager listed 
above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: The source of the information contained 
in these files are the reporter’s request for security clearance, per¬ 
sonnel information sheet and the clearance or denial of clearance 

Systems exempted from certain provisions of the act: None. 

JUSTICE/USA - 013 

System name: U.S. Attorney, District of Columbia Superior Court 
Division, Criminal Files, including but not limited to the fol¬ 
lowing subsystems: (a) Criminal File Folder (USA-Sl); (b) 
Criminal File Folder (USA-33), (c) Criminal Docket Card 
(USA-T7), and (d) Index. 

System location: U.S. Attorney’s Office; 3rd & Constitution 
Avenue, N.W.; Washington, D.C. 20001. 
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C'ateitoriek of individualt covered by the system: The individuals 
on whom records are maintained may he broadly classified in three 
categories It Those individuals who have been charged with 
cnminal violations. 2) those individuals who are currently under in¬ 
vestigation for criminal violations; and 3) those individuals upon 
whom criminal investigations were conducted, but no prosecution 

• was initiated 

Categories of records in the system: This system of records, con¬ 
sisting of numbered Cnminal File Folders, (USA-SI and USA-33), 
contains criminal investigative reports about named individuals sub¬ 
mitted to this office by federal, state, local and foreign law en¬ 
forcement agencies involved with the investigation of suspected 
violations as well as by complaints made by private parties. Those 
matters which become cases either by way of indictment or infor¬ 
mation in addition to the data contained in the investigative reports, 
also contain copies of indictments, informations, complaints, and 
all pleadings submitted to the court in connection with the actual 
prosecution of the case. These files also contain communications 
between the Court and agencies thereof, and the United States At¬ 
torney, and all correspondence relative to the case or matter. The 
files further contain psychiatric, chemical and other forensic re¬ 
ports, documentary evidence and the work product and internal 
memoranda of the Assistant United States Attorney in charge of 
the investigation compiled in preparation for the prosecution of 
each^se. In those cases which have gone through trial and appeal, 
the file would further reflect transcripts'of the trial, all pleadings 
and correspondence between the attorneys and the Court of Ap¬ 
peals, and copies of briefs submitted in the prosecution of the ap¬ 
peal. 

A synopsis record of a matter or case is maintained by means of 
a criminal docket card (USA-T7), for all actions through sentenc¬ 
ing. A synopsis record of a case on appeal is maintained on an Ap¬ 
pellate Docket Card (USA-9X-I99), (Appellate Proceedings). All of 
these subsystems comprise an internal cross-reference record keep¬ 
ing system of the criminal business at the office. Through the medi¬ 
um of forms and on-line data input, certain of this information is 
conveyed to a computer center for inclusion in the Prosecutor's 
Management Information System (a system which will be reported 
on separately), from which status and statistical reports are issued 
and distributed back to this office either in the form of computer 
pnntouts or on data display terminals which contain much of the 
same information as the files in different format. 

Because of the number of diverse functions which must be per¬ 
formed with respect to each case; and because of the large volume 
of cases and because operations are conducted in three separate 
buildings, there are a number of file folder locator mechanisms and 
cross references utilized to constantly track a file folder when it is 
not physically located in file control. These indexes or locators are 
maintained in the form of ‘out cards,' log books, index card files, 
etc. They are referenced by name, number, and other identifiers. In 
themselves, they are not separate systems of records, but indexes 
or references to the primary system. 

Authority for maintenance of the system: S U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as ^ routine use of 
such record as follows: 

(1) In any case in which there is an indication of a violation or 
potential violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate agency, federal, state, local, or foreign, charged with the 
responsibility of investigating or prosecuting such violation or 
charged with enforcing or implementing such law; 

(2) in the course of investigating the potential or actual violation 
of any law, whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or hearing or the preparation for a trial or 
hearing for such violation, a record may be disseminated to a 
federal, state, local, or foreign agency, or to an individual, if there 
is reason to believe that such agency or individual possesses infor¬ 
mation relating to the investigation, trial, or'hearing and the dis¬ 
semination is reasonably necessary to elicit such information or to 
obtain the cooperation of a witness or an informant; 

(3) records or extracts thereof relating to a case or matter may be 
disseminated to a defendant or his attorney or to the appropriate 
federal, state. local, or foreign, court or grand jury in accordance 
with established constitutional, substantive, or procedural law or 
practice; 

(4) a record relating to a case or matter may be disseminated to a 
federal, state, or local administrative or regulatory proceeding or 

hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

(5) a record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings; 

(6) a record relating to a case or matter that has been referred for 
investigation may be disseminated to the referring agency to notify 
such agency of the status of the case or matter or of any decision 
or determination that has been made or to assist in eliciting addi¬ 
tional information; 

(7) a record relating to a person held pending arraignment, trial or 
sentence, or after conviction, may be disseminated to a federal, 
state, local, or foreign prison, probation, parole, bail or pardon 
authority, or to any agency or individual concerned with the cus¬ 
tody maintenance, transportation, or release of such a person; 

(8) a record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States; 

(9) a record may be disseminated to a federal, state, local, or 
foreign law enforcement agency to assist in the general crime 
prevention and detection efforts of the recipient agency or to pro¬ 
vide investigative leads to such agency; and 

(10) a record may be disseminated to a federal agency, in 
response to its request, in connection with the hiring or retention of 
employee, the issuance of a security clearance, the reporting of an 
investigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant, or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy's decision on the matter. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress. Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The information in the various indexes is maintained on 
index cards, log books, out cards, etc. The criminal files them¬ 
selves are maintained in criminal file folders (USA-SI and USA- 
33). The synopsis information is maintained on a Criminal Docket 
Card (USA-T7) and Appellate Proceedings (USA-9X-I99). 

Retricvability: Information is retrieved primarily by the name of a 
person, complaint number, court docket number, FBI number. 
Metropolitan Police Department identification num^r and District 
of Columbia Department of Corrections number. 

Safeguards: Information contained in the system is both unclas¬ 
sified and classified and is safeguarded and protected by being 
maintained in filerooms which are manned during all times that 
they are open and at other times are locked. These rooms are 
located in the Superior Court for the District of Columbia. 
Buildings B and G which are guarded by the federal protective ser¬ 
vice twenty four hours a day with roving patrols during non-work¬ 
ing hours. Files which are not in the filerooms but which are 
checked out to attorneys are maintained in locked offices after 
working hours. * 

Retention and disposal: The files are retained and disposed of in 
accordance with Title 8, U.S. Attorney’s Manual, pages 70-77. 

System manager(s) and address: Administrative Officer; U.S. At¬ 
torney’s Office; Superior Court Division; Room 108, Building B; 
4th & F Sreets, N.W.; Washington, D.C. 20001. 

Notification procedure: Address inquiries to the System Manager. 
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Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
L S.C 552a (jK2), (kXI) and/or (kM2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked 'Privacy Access Request.' Include in the request the 
general subject matter of the document or its file number. The 
requester will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the System Manager 
listed above. 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under 5 
use 552a (jK2), (kMl) and/or (kM2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager listed above, stating clearly and concisely what in¬ 
formation is being contested, the reasons for contesting it, and the 
proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system include but are not limited to investigative reports of 
federal, state and local law enforcement agencies, forensic reports, 
statements of witnesses and parties, as well as verbatim transcripts 
of grand jury proceedings and court proceedings, memoranda and 
reports from the court and agencies thereof and the work product 
of Assistant United States Attorney and legal assistants working on 
particular cases. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d), (e)(1), (2) and (3), (eK4KG) and (H), (eK5) and (8), (f), (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. 552a (jK2) and (k)(l) 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 553 (b), (c) and (e) and have been 
published in the Federal Register. 

JUSTICE/USA - 015 

System name: Pre-Trial Diversion Program Files 

System location: Ninety-four United States Attorneys' Offices 
(See attached Appendix) 

Categories of individuals covered by the system: Individuals 
referred to in potential or actual pre-trial diversion cases. 

Categories of records in the system: a) USA Form 'F84 - Referral 
letter to Probation Service; b) USA Form 185 - Letter to defendant; 
c) USA Form 186 - Agreement for Pre-Trial Diversion; d) USA 
Form 187 - Pre-Trial Diversion Report Form; e) USA Form 188 - 
Certification of Completion of Program; f) USA Form 189 - Defen¬ 
dant Application Form; g) Telephone Records; h) Miscellaneous 
Correspondence; and, i) Files Unique to a District. 

Authority for maintenance of the system: This system is' 
established and maintained pursuant to 5 U.S.C. 301 and 44 U.S.C. 
3101. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system of records may be disseminated as a routine use of 
such record as follows; 

(a) in any case in which there is an indication of a violation or 
potential violation of law, criminal, or regulatory in nature, 
the record in question may be disseminated to the 
appropriate Federal, state, local, or foreign agency charged 
with the responsibility for investigating or prosecuting such 
violation or charged with enforcing or implementing such 
law; 

(b) in the course of investigating the potential or actual 
violation of any law, criminal, or regulatoc^ in nature, or 
during the course of a trial or hearing or the preparation for 
a trial or hearing for such violation, a record may be 
disseminated to a Federal, state, local, or foreign agency, or 
to an individual or organization, if there is reason to believe 
that such agency, individual, or organization possesses 
information relating to the investigation, trial, or hearing and 
the dissemination is reasonably necessary to elicit such 
information or to obtain the cooperation of a witness or an 
informant; 

(c) a record relating to a case or matter may be disseminated in 
an appropriate Federal, state, local, or foreign court or grand 

jury proceeding in accordance with established 
constitutional, substantive, or procedural law or practice; (d) 
a record relating to a case or matter may be disseminated to 
a Federal, state, or local administrative or regulatory 
proceeding or hearing in accordance with the procedures 
governing such proceeding or hearing; 

(e) a record relating to a case or matter may be disseminated fo 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of 
the case or matter, plea bargaining, or informal discovery 
proceedings; 

(f) a record relating to a case or matter that has been referred 
by an agency for investigation, prosecution, or enforcement, 
or that involves a case or matter within the jurisdiction of an 
agency, may be disseminated to such agency to notify the 
agency of the status of the case or matter or of any decision 
or determination that has been made, or to make such other 
inquiries and reports as are necessary during the processing 
of the case or matter; 

(g) a record relating to a person held in custody pending or 
during arraignment, trial, sentence, or extradition 
proceedings, or after coviction or after extradition 
proceedings, may be disseminated to a Federal, state, local, 
or foreign prison, probation, parole, or pardon authority, or 
to any other agency or individual concerned with the 
maintenance, transportation, or release of such a person; 

(h) a record relating to a case or matter may be disseminated to 
a foreign country pursuant to an international treaty or 
convention entered into and ratified by the United States or 
to an executive agreement; 

(i) a r^ord may be disseminated to a Federal, state, local, 
■foreign, or international law enforcement agency to assist in 
the general crime prevention and detection efforts of the 
recipient agency or to provide investigative leads to such 
agency; 

(j) a record may be disseminated to a Federal agency, in 
response to its request, in connection with the hiring or 

.retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, 
the letting of a contract, or the issuance of a license, grant, 
or other benefit by the requesting agency, to the extent that 
the information relates to the requesting agency’s decision 
on the matter; 

(k) a record may be disseminated to the public, news media, 
trade associations, or organized groups, when the purpose of 
the dissemination is educational or informational, such as 
descriptions of crime trends or distinctive or unique modus 
operandi, provided that the record does not contain any 
information identifiable to a specific individual; 

(l) a record may be disseminated to a foreign country, through 
the United States Department of State or directly to the 
representative of such country, to the extent necessary to 
assist such country in apprehending and/or returning a 
fugitive to a jurisdiction which seeks his return; 

(m) a record that contains classified national security 
information and material may be disseminated to persons 
who are engaged in historical research projects, or who have 
previously occupied policy making positions to which they 

~ were appointed by the President, in accordance with the 
provisions codified in 28 CFR 17.60. 

Routine uses of records maintained in the system, incinding catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from.a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: All information, except that specified in this paragraph, 
is recorded on basic paper/cardboard material, and stored within 
manila file folders, within metal file cabinets, electric fUe/card 
retrievers or safes. Some material is recorded and stored on mag¬ 
netic tape, card or other data processing type storage matter for 
reproduction later into conventional formats. 

Retrievability: Information is retrieved by the name of the per¬ 
son, case number or complaint number. 

Safeguards: Information in the system is both confidential and 
non-confidential and located in file cabinets in the United States 

FEOERAi. REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



53416 PRIVACY ACT ISSUANCES 

Attorney offices. Some mateilah are located in locked file drawers 
and safes, and others in unlocked file drawers. Offices are locked 
during non-worbng hours and are secured by either Federal Protec¬ 
tive Service. United States Postal Service, or pnvate building 
guards. 
. Retcatioa and dispoaal: Records are maintained and disposed of 

in accordance with Department of Justice retention plans. 
System maaageris) and address: System Manager for the system 

in each office is the Administrative Officer/Assistant, for the U.S. 
Attorney for each district. (See attached Appendix ) 

Notificatioa procedure: Address inquiries to the System Manager 
for the judicial district in which the diversion application or ap¬ 
proval was made. (See attached appendix ) 

Record access procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. SS2a (iK2), (kKD and/or (kK2). To the extent that this 
system is not subject to exemption, it is subject to access. A deter¬ 
mination as to exemption shall be made at the time a request for 
access is received. A request for access to a record from this 
system shall be made in writing, with the envelope and the letter 
clearly marked 'Privacy Access Request.* Include in the request the 
name of the individual involved, his birth date and place, or any 
other identifying number or information which may be of assistance 
in locating the record and the name of the case or matter involved, 
if known. The requester shall also provide a return address for 
transmitting the information. Access requests will be directed to the 
System Manager. (See attached Appendix.) 

Contesting record procedures: The major part of the information 
maintained in this system is exempt from this requirement under S 
U.S.C. SS2a (jX2), (kKD and/or (k)(2). To the extent that this 
system is not subject to exemption, it is subject to contest. A deter¬ 
mination as to exemption shall be made at the time a request for 
contest is received. Individuals desiring to contest or amend infor¬ 
mation maintained in the system should direct their request to the 
System Manager (see attached Appendix) stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system include, but are not limited to investigative reports of 
Federal, state and local law enforcement agencies; client agencies 
of the Department of Justice; other non-Department of Justice in¬ 
vestigative agencies; forensic reports; statements of witnesses and 
parties; verbatim transcripts of Grand Jury and court proceedings; 
data, memoranda and reports from the Court and agencies thereof; 
and the work product of Assistant United States Attorneys, Depart¬ 
ment of Justice attorneys and staff, and legal assistants working on 
particular cases. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from subsections (cK3) and (4), 
(d). (eKI). (2) and (3). (eK4)(G) and (H). (eK5) and (8). (f). (g) and 
(h) of the Privacy Act pursuant to 5 U.S.C. SS2a (jK2) and (kKD 
and (2). Rules have been promulgated in accordance with the 
requirements of 5 U.S.C. 5S3(b), (c) and (e) and have been 
published in the Federal Register. 

JUSTICE/USA - 999 
System name: Appendix of United States Attorney Office locaUons: 

Alabama, N 
200 Federal Building 
1800 Fifth Avenue North 
Birmingham, Alabama 35203 

Alabama, M 
P.O. Box 197 
Montgomery, Alabama 36101 

Alabama, S 
P.O. Drawer E 
Mobile, Alabama 36601 

Alaska 
P O. Box 680 
Anchorage. Alaska 99510 

Arizona 
P.O. Box 1951 
Tucson, Arizona 85702 

Arkansas, E 

P.O. Box 1229 
Little Rock. Arkansas 72203 

Arkansas. W 
P.O. Box 1524 
Fort Smith. Arkansas 72901 

California, N 
450 Golden Gate Avenue 
San Francisco, Calif. 94102 

California, E 
2058 Fed. Bldg. & Court House 
650 Capitol Mall 
Sacramento. CaUf. 95814 

California, C 
312 N. Spring St. 
Los Angeles, Calif. 90012 

California, S 
U.S. Court House. Annex A 
325 West F Street 
San Diego, Calif. 92101 

Canal Zone 
Box 2090 
Balboa. Canal Zone 

Colorado 
323 U.S. Court House 
P.O. Box 3615 
1961 Stout Street 
Denver. Colorado 80202 

Connecticut 
Post Office Bldg. 
141 Church St. 
New Haven, Conn. 06507 

Delaware 
5001 New Federal Bldg. 
9th & King Sts. 
Wilmington, Delaware 19801 

DC. 
Room 3600-E U.S. Court House 
3rd & Constitution Ave., N.W. 
Washington, D.C. 20001 

Florida, N 
P.O. Box 12313 
Pensacola, Florida 32501 

Florida. M 
P.O. Box 600 
JacksonviUe, Florida 32201 

Florida, S 
300 Ainsley Bldg. 
14 N.E. 1st Avenue 
Miami, Florida 33132 

Georgia, N 
P.O. Box 912 
Atlanta. Georgia 30301 

Georgia, M 
P.O. Box U 
Macon, Georgia 31202 

Georgia, S 
P.O. Box 2017 
Augusta, Georgia 30903 

Guam 
P.O. Box Z 
Agana, Guam 96910 

Hawaii 
P.O. Box 654 
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Honolulu, Hawaii 96809 231 Lafayette 
Detroit, Michigan 48226 

Idaho 
Room 698 Federal Bldg. Michigan. W 
Box 037, 550 W. Fort St. 544 Federal Bldg. & U.S. Court House 
Boise, Idaho 83702 no Michigan Ave., N W. 

Grand Rapids, Michigan 49502 
Illinois, N 

Everett McKinley Dirksen Bldg. Minnesota 
219 S. Dearborn St. 596 U.S. Court House 
Room 1500 South no S.,4th Street 
Chicago, Illinois 60604 Minneapolis, Minn. 5.5401 

Illinois, E Mississippi. N 
P.O. Box 226 P.O. Drawer 886 

i East St. Louis, III. 62202 Oxford, Miss. 38655 

Illinois, S Mississippi, S 
P O. Box 375 P.O. Box 2091 

1 Springfield, Illinois 62705 Jackson, Miss. 39205 

1 Indiana, N Missouri, E 
1 P.O. Box 327 Room 402 
1 Fort Wayne, Indiana 46801 1114 Market St. 
i St. Louis, Missouri 63101 
[ Indiana, S 
1 Room 246, Federal Bldg. & U.S. Court House Missouri, W 
i Ohio & Meridian Sts. 549 U.S. Court House 
1 Indianapolis, Indiana 46204 811 Grand Avenue 

Kansas City, Missouri 64106 
1 Iowa, N 

P O Box 1138 Montana 
1 Sioux City. Iowa 51102 P.O. Box 1478 

Billings, Montana 59101 
Iowa, S 

113 U.S. Court House Nebraska 
Dcs Moines, Iowa S0309 P.O. Box 1228 

Omaha, Nebraska 68101 
Kansas 

P O. Box 2098 Nevada 
Wichita, Kansas 67201 Box 16030 • 

Las Vegas, Nevada 89101 
Kentucky, E 

P.O. Box 1490 New Hampshire 
Lexington, Kentucky 40501 Federal Building 

Concord, New Hampshire 03301 
Kentucky, W • 

U.S.P.O. & Court House Bldg. New Jersey 
Sixth and Broadway P.O. Box 330 
Louisville, Kentucky 40202 Newark,. New Jersey 07101 

Louisiana, E New Mexico 
500 St. Louis Street P.O. Box 607 
New Orleans, La. 70130 Albgquerque, N. Mex. 87105 

Louisiana, M New York, N 
Federal Bldg. & U.S. Court House P.O. Box 1258 
Rm. 130, 707 Florida St. Federal Bldg. 
Baton Rouge, La. 70801 Syracuse, N Y. 13201 

1 Louisiana, W New York, S ' 
1 P.O. Box 33 U.S. Court House Annex 
1 Shreveport, La. 71161 One St. Andrew’s Plaza 

New York, N.Y. 10007 
■ Maine 
1 Federal Court House New York, E 
1 156 Federal St. U.S. Court House 
* Portland, Maine 04112 . 225 Cadman Plaza East 

Brooklyn, N.Y. 11201 
Maryland 

1 405 U S. Court House New York, W \ 

1 Fayette & Calvert Sts. 502 U.S. Court House 
1 , Baltimore, Maryland 21202 Buffalo, N.Y. 14202 

Massachusetts * N. Carolina, E 
1107 John W. McCormack P.O. Box 26897 
P O. & Court House ’ Raleigh, N.C. 27611 
Boston, Mass. 02109 

N. Carolina, M 
Michigan, E ■ P.O. Box 1858 

817 Federal Building Greensboro, N.C. 27402 
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N. Carolina. W 
P O Box n2 
Asheville. N C. 28802 

N. Dakota 
P O Box 2505 
Fargo. N D 58102 

Ohio, N 
Room 400 
II S Court House 
Cleveland, Ohio 44114 

Ohio, S 
200 Federal Bldg 
85 Marconi Blvd. 
Columbus, Ohio 43215 

Oklahoma. N 
Rm 460, U.S Court House 
333 West Fourth Street 
Tulsa. Okla 74103 

Oklahoma, E 
PO Box 1009 
Muskogee, Okla. 74401 

Oklahoma. W 
Room 4434 
U S Court House & Federal Office Bldg. ' 
Oklahoma City. Okla. 73102 

Oregon 
P O Box 71 
Portland, Oregon 97207 

Penn., E 
Room 4042, U.S. Court House 
9th & Market Sts. 
Philadelphia. Penn. 19107 

Penn., M 
U.S.P.O. Building 
Room 426 
Scranton, Penn. 18501 

Penn., W 
633 U.S.P.O. & Court House 
7th Ave. & Grant St. 
Pittsburgh, Penn. 15219 - 

Puerto Rico 
P O Box 3391 
San Juan, Puerto Rico 00904 

Rhode Island 
PO Box 1401 
Providence, R.I. 02901 

S. Carolina 
151 U.S. Court House 
Columbia, S.C. 29201 

S. Dakota 
231 Federal Bldg. & U.S. Court House 
400 S. Phillips Avenue 
Sioux Falls, S.D. 57102 

Tennessee, E 
201 U.S.P.O. & Court House Bg. 
Knoxville, Tenn. 37902 

Tennessee, M 
P.O Box 800 
NashvUle, Tenn. 37202 

Tennessee, W 
1058 Federal Office Bldg. 
167 North Main Street 
Memphis, Tenn 38301 
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Texas, N 
310 U.S. Court House 
10th at Lamar 
Ft. Worth, Texas 76102 

Texas. S 
P O Box 61129 
Houston, Texas 77061 

Texas, E 
P O Box 1049 
Tyler, Texas 75701 

Texas, W 
P O. Box 1701 
San Antonio, Texas 78296 

Utah 
200 P.O. & Court House 
3.50 South Main Street 
Salt Lake City, Utah 84101 •, 

Vermont 
P O. Box 10 
Rutland, Vermont 05701 

Virgin Islands 
P.O. Box 1441 
St. Thomas, V.I. 00801 

Virginia, E 
Box 749 
Alexandria, Va. 22313 

Virginia, W 
P.O. Box 1709 
Roanoke. Va. 24008 

Washington, E 
Box 1494 
Spokane, Wash. 99210 

Washington. W 
P.O. Box 1227 
Seattle. Wash. 98111 

W. Virginia, N 
P.O. Box 591 
Wheeling, W. Va. 26003 

W. Virginia, S 
Room 4006 Federal Bldg. 
500 Quarrier Street 
Charleston, W. Va. 25301 

Wisconsin. E 
361 Federal Bldg. 
517 East Wsiconsiit Ave. 
Milwaukee, Wise. 53202 

Wisconsin, W 
P.O. Box 112 
Madison, Wise. 53701 

Wyoming 
P.O. Box 668 
Cheyenne, Wyoming 82001 

JUSTICE/OMF - 001 
System name: Background Investigation Check-off Card (OMF-154). 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: All employees of 
the OfUces, Boards, and Divisions except attorneys and employees 
in the Offices of the Attorney General and Deputy Attorney 
General. 

Categories of records in the system: The system contains an index 
card for each employee of the Offices, Boards, and Divisions, ex- 
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ccpt those excluded in Categories of Individuals above, on whom a 
name and fingerprint or background investigation has been initiated. 

Authority lor maintcuaBcc of the system: The system is 
established and maintained in order to fulfill the requirements of 
Executive Order 10450 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The index cards are used 
to annotate and monitor the progress of the name and fingerprint 
checks and the full field character investigations of the employees. 
The completed cards are used to develop a variety of workload and 
timeframe data concerning the initiation and completion of these in¬ 
vestigations to ensure that the requirements of Executive Order 
104.50 and Department of Justice Order 1752 I are being effectively 
and efficiently met 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information m the context of a particular 
case would constitute-an unwarranted invasion of personal privacy. 

Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintamed in the system is manually stored 
in file boxes 

Retrievabillty: Information is retneved manually by reference to 
the name of the employee on whom the investigation is being con¬ 
ducted 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded and protected in accordance with Personnel Sec¬ 
tion policies and procedures 

Retention and disposal: The index cards are retained by the Per¬ 
sonnel Section Teams for a penod of one year after completion of 
the background mvestigation The cards are then forwarded to the 
Personnel Programs Unit where they are retained for .one additional 
year and are then destroyed 

System manager(sj and address: Director, Operations Support 
Staff, Office of Management and Finance, U S Department of 
Justice, lOth and Constitution Avenue, N W , Washington, D.C. 
20530. 

Notification procedure: Same as the System Manager. 
Record access procedures: Same as the System Manager. 
Contesting record procedures: Same as the System Manager. 
Record source categories: The sources of information contained in 

this system are those Personnel Section employees authorized to 
annotate these cards Information reported is extracted from per¬ 
sonnel documents initiating the various investigations and the 
resulting reports of completion 

Systems exempted from certain provisions of the act: None. 

Jl’STICE/OMF - 002 
System name: Controlled Substances Act Nonpublic Records. 

System location: U S' Department of Justice, lOth and Constitu¬ 
tion Avenue, N W , Washington, D C. 20530. 

Categories of individuals covered by the system: Persons who have 
been convicted for the first time of violating Section 404 (a> of the 
Controlled Substances Act (PubUc Law 91-513), i.e persons who 
have knowingly or intentionally possessed a controlled substance 
except as authorized by the act 

Categories of records in the system: Arrest records of law enforce¬ 
ment agencies, which include personal data, photographs, finger¬ 
prints, copies of court orders, DOJ-330 Request for Non-Public 
Records and/or DOJ-329 Certificate of Expungement. 

Authority for maintenance of the system: This system is 
established and maintained in accordance with the Controlled Sub¬ 
stances Act, Public Law 91-513 Sec. 404, 21 U.S.C. 844. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are 
retained by the Department of Justice and are available only to a 
Federal court upon a Federal court order issued to the Attorney 
General demanding such records for use by said court in determin¬ 
ing whether or not a person qualified under Public Law 91-513 Sec. 
404 (b), 21 U.S.C. 844 (b). 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress; Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in locked file cabinets. 
Retrievabillty: These records are indexed by the name of the of¬ 

fender. 
Safeguards: Access to these records is restricted to the Chief, 

Directives and Records Management Unit and the assistant to the 
Chief. 

Retention and dteposal: Although these records will ultimately be 
destroyed by shredding, the estabhshment of a disposal schedule is 
still pending. 

System managerfs) and address: Director; Operations Support 
Staff; Office of Management and Finance; U.S. I>epartment of 
Justice; lOth & Constitution Avenue N.W.; Washington, D.C. 
20530. X 

Notification procedure: Same as the System Manager. 
Record access procedures: Same as the System Manager. 
Contesting record procedures: Same as the System Manager. 
Record source categories: Law enforcement agencies and courts. 
Systems exempted from certain provisions of the act: The Attorney 

General has exempted the system from subsection (d) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a (jK2). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553(b), (c) 
and (e) and have been published in the Federal Register. 

JUSnCE/OMF - 003 
System name: Department of Justicb Payroll System. 

System location: Categories of records within the Payroll System 
of Records are kept at the following locations. (1) Justice Payroll 
Services Center; 425 EYE St N W , Washington, D C. 20537. (2) 
Justice Data Center, 615 Pennsylvania Ave., N.W.; Washington, 
D.C. (3) At various time and attendance recording and processing 
stations around the world. (4) At computerized record off-site back¬ 
up facilities. (5) At various Federal Record Centers. 

Categories of individuals covered by the system: (1) Current DOJ 
employees with the exception of those employed within the FBI. 
and; (2) Many past DOJ employees with the exception of those that 
served within the FBI. 

Categories of recoixis in the system: 
A. Payroll Master Employee Records; These are machine-reada¬ 

ble records containing information on current pay and leave status 
for individuals serviced by the automated payroll accounting 
system. 

B. Bond, Allotment and Check Mailing Records; These are 
machine-readable records containing information on Savings Bond 
deductions, savings account allotments, and net check maihng 
requested by the employee. 
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C. History of Earnings Records; These are machine-readable 
records containing information on earnings, leave and other pay re¬ 
lated activity during a two-year period. 

D. Automated Retirement Records; These are machine-readable 
records containing information relevant to the Civil Service Retire¬ 
ment System. These records will be used to automatically generate 
Individual Retirement Records (SF-2806) upon an employee's 
separation. 

F. Revised Social Security Number Records: These are machine- 
readable records containing the new and old social security number 
for employees whose current social security number is different 
from that previously entered into the automated system 

F Employee Pay Records These are manilla folders containing 
all source documents, correspondence and other papers in support 
of an active employee's pay, leave and allowances. 

G. Active Retirement Records: These are manual records main¬ 
tained on active employees to facilitate timely compliance with 
requirements of the Civil Service Retirement System. Upon separa¬ 
tion. the original SF-2K06 is fonvarded to the Civil Service Com¬ 
mission and a copy is filed in the Employee Pay Record (F above). 
This category of records will eventually be replaced by the auto¬ 
mated retirement records (D above). 

H. Former Employee Pay Records: These records are the Em¬ 
ployee Pay Records (F above) for employees that have been 
separated, transferred or retired. In addition to information con- 
toined in the Employee Pay Records, these records include infor¬ 
mation related to the retirement, separation or transfer. 

I. Employee Death Records. These records are the Employee 
Pay Records (F above) for employees that died while on active 
duty with the Department of Justice In addition to information 
contained in the Employee Pay Records, these records include in¬ 
formation related to the employee's death and the settlement of 
pending pay and allowances. 

J. Returned Check Records These records are a manual log for 
recording and controlling checks issued to employees that were 
returned to the Payroll Services Center because they were un¬ 
delivered, erroneous or cancelled prior to conversion to cash. 

K. Time and Attendance Report: These records contain informa¬ 
tion on an employee's attendance and use of leave in a particular 
pay period. They are also used to indicate leave adjustments and 
balances. The standard form number is E>OJ-296. 

Authority for maintenance of the system: The head of each execu¬ 
tive agency is responsible for establishing and maintaining an 
adequate payroll system, covering pay, leave, and allowances, as a 
part of the system of accounting and internal control of the Budget 
and Accounting Procedures Act of 1950, as amended, 31 U.S.C. 66, 
66a and 200(a). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Purpose; The purpose of each use of categories of records within 
the DOJ Payroll System of Records is to enable the administration 
of the payroll function and related financial matters in accordance, 
with applicable laws and regulations and to comply with the 
requirements of the Comptroller General 

System Uses: 
A. Authorize, prepare and document payment to all Department 

employees covered by the DOJ Payroll System entitled to be paid, 
with consideration given to all authorized deductions from gross 
pay 

B. Specify and document proper disposition of all authorized 
deductions from gross pay 

C. Prepare adequate and reliable payroll reports needed for (I) 
management, (2) budget, (3) support of payments, (4) the conduct 
and accounting of payroll related employee services, (5) control and 
documentation of payroll system operation, and (6) to meet exter¬ 
nal reporting requirements 

D Support effective communication on payroll matters between 
the Department of Justice and its present and former employees. 

E. Support proper coordination of pay, leave and allowance 
operations with personnel functions and other related activities. 

F Support adequate control ovef all phases and segments of the 
payroll system including leave accounting. 

G. Support appropriate integration of the payroll system with the 
Departmental accounting systems 

H. Records maintained in this system shall include providing a 
copy of an employee's Department of Treasury Form W-2, Wage 
and Tax Statement to the State, City, or other local jurisdiction 
which is authorized to tax the employee's compensation. The 
record will be provided in accordance with a withholding agreement 

between the State, City, or other local jurisdiction and the Depart¬ 
ment of Treasury pursuant to 5 U.S.C. 5516, 5517, and 5520 or in 
the absence thereof, in response to a written request from an ap¬ 
propriate official of the taxing jurisdiction to the System Manager 
listed below The request must include a copy of the applicable 
statute authorizing the taxation of compensation and should in¬ 
dicate whether the authority of the jurisdiction to tax the employee 
is based on place of residence, place of employment, or both How¬ 
ever. the social security numbers will only be provided to .State or 
local taxing authorities which meet the critena of section '’(a I (2) 
(B) of the Privacy Act 

I Provide permanent record of actions taken pertinent to the ad¬ 
ministration of pay leave and allowances 

J Support legal investigations of suspected fraud 
Categories of Users Records are accessed by users on a need or 

right to know basis A category of user may have potential access 
under more than one use above 

A Present or former employees serviced by the DOJ Payroll 
System 

B Payroll Services Center staff 
C. Department of Treasury Disbursing Offices 
D. Department of Justice budget and accounting offices. 
E. Department of Justice personnel offices. 
F Employee supervisors. 
G. Employee administrative offices 
H Federal, state and local taxing authorities 
I Federal Employees Health Benefits carriers. 
J. Employee organization offices participating in dues allotment 

program. 
K. Financial organizations participating in savings account allot¬ 

ment program. 
1.. Financial organizations participating in net pay to checking ac¬ 

count program. 
M. State human resource offices administering unemployment 

compensation programs. 
N. General Accounting Office and internal audit staffs. 
O. Federal, state or local law enforcement agencies (in support of 

legal investigations of suspedted fraud) 
P. Other Federal agencies requinng Information as specified in 

applicable laws or regulations (i.e.. Civil Service Commission) 
Q. Heirs, executors and legal representatives of beneficiaries. 
Release of information to the news media; Information permitted 

to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U S C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U S C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Various categories of records are stored on different 
mediums Categories A, B & E are on magnetic discs Categories 
C&D are on magnetic tape. All other records are maintained in 
paper form. 

Retrievability: Categories of records on magnetic media are 
retrievable by employee social security number which is maintained 
to comply with Internal Revenue requirements Records in paper 
form are retrievable by employee name and Social Security 
Number 

Safeguards: The principal current safeguard for payroll records is 
guard force screening of individuals entering buildings within which 
records are kept. More stringent security practices and procedures 
are under development. 

Retention and disposal: Payroll records retention and disposal are 
in accordance with General Schedule 2 promulgated by the General 
Services Administration. 
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Sytlcm managerd) and address: Director, Information Systems 
Staff, Office of Management and Finance, U.S. Department of 
Justice, lOth and Constitution Ave , N W , Washington, D.C. 20S30. 

Notification procedure: A request for notification of the existence 
of records upon an individual shall be made in writing by the in¬ 
dividual or legal designate, with the envelope and the letter clearly 
marked 'Privacy Notification Request' Include in the request the 
name of the system of records, the individual's full name and social 
security num^r while employed with the Department of Justice, 
the organization within which employed (if available), and whether 
the individual is a current or former employee. The requestor shall 
include a return address for the notification response. If the request 
is submitted by other than the subject individual, indicate the 
authonty under which the information is sought. The request must 
be signed by the subject individual and, if applicable, by the legal 
designate. Address inquiries to the System Manager. 

Record access procedures: A request for access to records from 
this system shall be made in writing by the subject individual or 
legal designate, with the envelope and the letter clearly marked 
'Privacy Access Request' Include in the request the name of the 
system of records, the legal name and social security number of the 
data subject, the organization within which the individual was em¬ 
ployed (if known), and whether the individual is a current or 
former employee The requestor shall also provide a return address 
for transmitting the information Access requests will be directed to 
the System Manager Usted above 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system of records should 
direct their request to the System Manager Usted above, stating 
clearly and concisely what information is being contested, the 
reason for contesting it, and the proposed amendment to the infor¬ 
mation sought. If the request is submitted by other than the subject 
individual, indicate the authority under which the information is 
sought. The request must be signed by the subject individual and, if 
applicable, by the legal designate. 

Record source categories: Information contained within the DOJ 
PayroU System of Records is obtained from the following sources: 

A. Subject Individual; Information collected from the subject in¬ 
dividual generaUy consists of that necessary to administer allot¬ 
ments, deductions or other services requested by the individual. 

B. Personnel Office: Information collected from the personnel of¬ 
fice generally consists of employment status information which pro¬ 
vides the legal basis upon which vaUd payments are computed. 

C. Time and Attendance Clerk: Information collected from this 
clerk generally consists of an accounting of the individual's 
presence or absence from the duty station and the usage of leave. 

D. Supervisor or Administrative Officer: Information collected 
from these officers generally consists of leave authorizations and 
information concerning the individual's duty station. 

E. Financial Institutions or Employee Organizations: Information 
collected from institutions or organizations generally consists of 
that necessary to insure the timely and accurate forwarding to the 
institution or organization of monies allotted to an account at the 
institution or organization by the subject individual. 

P. Previous Federal Employer: Informatb n collected from the 
previous employer within the Federal government generally con¬ 
sists of leave status information at the time of separation. 

G. Other Federal Agencies: Information collected from other 
Federal agencies generally consists of program information neces¬ 
sary to properly administer pay, leave, and allowance. 

H. Other Officials: Information collected from other officials 
consists of that necessary to administer the payroll function. This 
may include authorization for special payments, death certificate or 
other documents as necessary. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OMF - 004 

System name: Employee Clearance Record. 

System location: U.S. Department of Justice; Office of Manage¬ 
ment and Finance; Internal Audit Staff; 425 Eye Street, N.W., 
Room 5031; Washington, D.C 20530. 

Categories of individuals covered by the system: Current and 
former employees of the Internal Audit Staff. 

Categories of records in the system: This system contains a list of 
all items of Government property charged to the employee. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U.S.C. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses; The employee clearance 
record is used by administrative officials of the Internal Audit Staff 
to ensure that all Government property is returned before the em¬ 
ployee separates from the service. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.SC 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Employee clearance records are stored in a loose-leaf 
binder and are filed in an open filing system. 

Retrievability: These records are indexed by name and retrieved 
manually. 

Safeguards: Information contained in the system is unclassified 
and is appropriately safeguarded and protected in accordance with 
DOJ Order 2900.1 A 

Retention and disposal: These records are retained continuously 

System manager(s) and address: Director, Internal Audit Staff, 
Office of Management and Finance, U.S Department of Justice, 
425 Eye Street, N.W., Room 5031, Washington, D C. 20530 

Notification procedure: Same as the System Manager 

Record access procedures: A request for access to a record from 
this system must be in writing and addressed to the System 
Manager. 

Contesting record procedures: Individuals who desire to contest 
or amend information in the system should include in their request 
what information is being contested, the reasons for contesting it, 
the proposed amendment to the information, and documentation to 
support the proposed amendment. Send this material to the System 
Manager. 

Record source categories: Information is entered into the system 
by an administrative clerk when Government property is issued to 
employees. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OMF - 005 

System name: Employee Time Distribution Record. 

System location: U.S. Department of Justice, Office of Manage¬ 
ment and Finance; Internal Audit Staff, 425 Eye Street, N W , 
Room 5031; Washington, D C 20530 

Categories of individuals covered by the system: Current and 
former employees of the Internal Audit Staff 

Categories of records in the system: This system shows the 
manner in which the employee’s time was spent during the month 
It identifies each audit and the number of hours devoted thereto as 
well as time spent on other duties It also shows the number of 
hours on leave and holidays This record is submitted by each em 
ployee on the last workday of each month 

Authority for maintenance of the system: The system is 
established and maintained in accordance with 5 U SC. 301. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The employee time dis¬ 
tribution record is used by Internal Audit Staff officials to support 
requests for reimbursements from agencies and for statistical pur 
poses. 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
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C F R ^0 2 may be made available from systems of records main¬ 
tained by the Department of JustKe unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U S.C 
^S2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who IS the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the Njiional Archives and Records Service A record from a 
system of records mav be disclosed as a routine use to the National 
Archives and Records ScrvK'C (NARSi in records management in¬ 
spections conducted under the authority of 44 IJ S C 2*H)4 and 
2‘)06 

Policies and practices fur storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Employee time distribution records are stored in folders 
in an open filing system. 

Retrievability: These records are separated by month and indexed 
by name 

Safeguards: Information contained in the system is unclassified 
and IS appropriately safeguarded and protected in accordance with 
Department of Justice Order 2900 IA 

Retention and disposal: These records are retained continuously 

System roanager(s) and address: Director, Internal Audit Staff, 
Office of Management and Finance, U S Department of JustKe, 
425 Eye Street, N W , Room 5031, Washington, DC’ 20^30 

Notification procedure: Same as the System Manager 

Record access procedures: A request for access to a record from 
this system must be in writing and addressed to the System 
Manager. 

Contesting record procedures: Individuals who desire to contest 
or amend information in the system should include in their request 
what information is being contested, the reasons for contesting it, 
the proposed amendment to the information, and documentation to 
support the proposed amendment. Send this material to the System 
Manager. 

Record source categories: Information in the system is prepared 
by each employee 

Systems exempted from certain provbions of the act: None. 

Jl'STICE/OMF . 006 

System name: Interim Performance Appraisal Record 

System location: U.S. Department of Justice, Office of Manage¬ 
ment and Einance, Internal Audit Staff. 425 Eye Street, N W. 
Room 5031; Washington. D.C. 20530. 

Categories of individuals covered by the system: Current and 
former employees of the Internal Audit Staff 

Categories of records in the system: This system contains a rating 
of each auditor’s performance according to a schedule and specific 
factors. 

Authority Rir maintenance of the system: The system is 
established and maintained in accordance with 5 U S C 4302 and 
4303 and 5 U S.C 301 

Routine u.ses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: When annual per¬ 
formance ratings or potential promotions are considered. Internal 
Audit Staff officials refer to interim performance appraisals as a 
measure of actual performance. 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
352, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego- | 
ries of users and the purposes of such uses: Release of information j 
to the National Archives and Records Service: A record from a ' 
system of records may be disclosed as a routine use to the National j 
Archives and Records Service (NARS) in records management m- j 
spections conducted under the authority of 44 U S C 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Interim Performance Appraisal records are maintained m 
a locked filing system 

Retrievability: These records are indexed by name and are 
retrieved manually 

Safeguards: Information contained m the system is unclassified 
and IS appropnatcly safeguarded and protected m accordance with 
DOJ Order 2900 I A 

Retention and disposal: These records are retained continuously 

.System manageris) and address: Director, Internal Audit Staff, 
Office of Management and Finance. U S. Department of Justice, 
425 Eye Street. N W , Room 5031, Washington, D C 20530 

Notification procedure: Same as the System Manager 

Record access procedures: A request for access to a record from 
this system must be in wntmg and addressed to the System 
Manager * 

Contesting record procedures: Individuals who desire to contest 
or amend information in the system should include in their request 
what information is being contested, the reasons fur contesting it, 
the proposed amendment to the information, and documentation to 
support the proposed amendment Send this material to the System 
Manager 

Record source categories; Information in the system is prepared 
by employee supervisors 

Systems exempted from certain provisions of the art: None 

JUSTICE/OMF - 007 

System name: Legal and General Administration Accounting System 
(LAG A). 

System location: U S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N W . Washington, D.C. 20330. 

Categories of individuals covered by the system: All individuals 
who submit vouchers requesting payment for goods or services 
rendered, except payroll vouchers for DOJ employees. These in¬ 
clude vendors, contractors, experts, witnesses, court reporters, 
travelers, relocated employees, etc 

Categories of records in the system: All vouchers paid except 
payroll vouchers for DOJ employees. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with the Budget and Ac- 

. counting Procedures Act of 1930 as amended 31 U.S.C. 66<a) and 
31 U.S.C. 200(a). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: After payment of the 
vouchers, the accounting data is used for the purpose of internal 
management reporting and external reporting to agencies such as 
OMB, U S. Treasury, and the GAO 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 3 U.S.C. 
352, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 
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release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U SC 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and dbposing of records in the system: 

Storage: Prior to FY 76, voucher files were maintained alphabeti¬ 
cally by payee's name After FY 76, vouchers are filed by batch, 
controlled by schedule on which paid. 

Retrievability: Information is retrieved primarily by using the 
name of the payee. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded in accordance with organizational rules and 
procedures. 

Retention and disposal: The payment documents are retained at 
this location for three fiscal years (current year and two prior 
years). The records are then shipped to a Federal Records Center 
for storage in accordance with the General Record Schedule 
published by the General Services Administration. 

System manager(s) and address: Director; Operations Support 
Staff; Office of Management and Finance, U.S. Department of 
Justice; lOth & Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Notificatioa procedure: Same as the System Manager. 

Record access procedures: Same as the System Manager. 

Contesting record procedures: Same as the System Manager. 

Record source categories: Submitted by the payee involved. 

Systems exempted from certain provisions of the act: None. 

J(JSTICE/OMF . 008 

System name: Security Clearance Information System (SCIS) 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by tbe system: Current em¬ 
ployees of the Department of Justice (excluding FBI) who have 
been investigated and cleared for employment, and for access to 
data classified for National Security reasons; B. Former employees 
of the Department of Justice (excluding FBI) who had been in¬ 
vestigated and cleared for employment and for access to data clas¬ 
sified for National Security reasons, (maintained for a maximum of 
two years from date of termination). 

Categories of records in the system: The system contains two 
subsystems; (a) a Clearance Index Reference Record for identifying 
the individuals in Categories of Individuals above listing the status 
of the investigations, the dates of clearances, level of clearances 
and when appropriate, dates of termination of employment; and (b) 
a Character File containing (I) Standard Form 86 (U.S. Civil Ser¬ 
vice Commission), Security Investigation Data for Sensitive Posi¬ 
tion; (2) Copies of investigative reports from the Civil Service 
Commission and/or Federal Bureau of Investigation; (3) Correspon¬ 
dence related to the request for the investigation, results of the in¬ 
vestigation, and clearance approvals for access to classified na¬ 
tional security information and waivers, and (4) other information 
relating to the trustworthiness of the employee. 

Authority for maintenance of the system: The system is 
established and maintained in accordance with Presidential Execu¬ 
tive Orders 10450 (clearance for Federal employment) and 11652 
(access to data classified for National Security reasons). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

(a) The investigative material compiled in this system is used for 
the purpose of determining the suitability, eligibility and/or qualifi¬ 
cations of applicants for employment in the Department of Justice 
(except the FBI) and for sensitive positions involving access to 
classified information In the event of employee transfers to other 
Government Agencies, this information could be reviewed by in¬ 
vestigators of the gaining agency to expedite the employees transfer 
if necessary. 

(b) The clearance status of the employees is certified to security 
officials and investigators of other U S Government Agencies or 
Departments, for liaison purposes involving access to classified 
material during meetings, conferences or training courses 

(c) The personal data in the system is reviewed by Central Intel¬ 
ligence Agency for the purposes of granting Special Intelligence ac¬ 
cess clearances * to Department employees These clearances are 
within the purview of the Director, Central Intelligence 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: SCIS is a manual system consisting of index name cards 
and individual file folders. It is planned to convert the index name 
cards to a computer listing for ease of maintenance and better ac¬ 
curacy. 

Retrievability: All data is retrieved by searching under the em¬ 
ployee's name in the manual system. The computer system will per¬ 
mit the additional retrieval by organization and type of clearance. 

Safeguards: Information contained in the system is unclassified. 
It is safeguarded and protected in accordance with- Departmental 
rules and procedures governing the protection of personnel records. 

Retention and disposal: Clearance Index Reference Record cards 
are maintained for the tenure of employment and for a maximum of 
two years after termination. An employee's Character File is main¬ 
tained for the tenure of employment at which time the investigation 
reports are returned to the investigating agency or destroyed by 
shredding. 

System manager(s) and address: Director; Security and Adminis¬ 
tration Services Staff; Office of Management and Finance; U.S. 
Department of Justice; 10th and Constitution Avenue, N.W.; 
Washington, D.C. 20530. 

Notification procedure: Same as the System Manager. 

Record access procedures: A request for access to a record from 
this system shall be made in writing, with the envelope and the 
letter clearly marked 'Privacy Access Request'. Include in the 
request the name, title and organization of the employee and the 
general subject matter of the inquiry. The requestor will also pro¬ 
vide a return address for transmitting a reply. Access requests will 
be directed to the System Manager listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
request to the System Manager listed above, stating clearly and 
concisely what information is being contested, the reasons for con¬ 
testing it, and the proposed amendment to the information sought. 

Record source categories: Sources of information contained in this 
system are (a) applicants for employment and employees in the De¬ 
partment of Justice (except FBI) and (b) those individuals 
(informants) contacted by the Investigators for the Civil Service 
Commission and Special Agents of the Federal Bureau of Investiga¬ 
tion who furnished information in the background investigation. 

Systems exempted from certain provisions of the act: The Attorney 
General has exempted this system from sections (dKI) of the Priva¬ 
cy Act pursuant to 5 U.S.C. 552a (kX5). Rules have been promul¬ 
gated in accordance with the requirements of 5 U.S.C. 553 (b), (c) 
and (e) and have been pubhshed in the Federal Register. 

JL'STICE/OMF - 009 

System name: Justice Data Services Center Utilization Data 

System location: Justice Data Services Center; 615 Pennsylvania 
Avenue, N W , Washington, D C 20530. 

Categories of individuals covered by the system: Personnel sub¬ 
mitting computer jobs to run at the Justice Data Service Center. 

Categories of records in the system: The data describes the 
resource utilization of the individual jobs submitted. Certain infor¬ 
mation is also recorded which pertains to the entire computer 
system rather than individual jobs 

Authority for maintenance of the system: These records are kept 
for administrative convenience pursuant to 5 U.S.C. 301. 
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Roattec Mscs of records naiaUiaed ia the syslen, inclHdiaf cateto* 
ries of oaers aad the porpoacs of socii uses: Information is used to 
recover costs associated with running computer jobs, to analyze the 
uUhzation of the Justice Data Services Center computer systems, 
detect meffkiencies and areas having high potential benefit from 
optimization 

Release of information to the news media Information permitted 
to be released to the news media and the pubhc pursuant to 2K 
(' F R SO 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy 

Release of information to Members of Congress Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U SC 
^^2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the mformation on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records mninUined in the system, incinding catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records ia the system: 

Storage: Utilization reports are provided to a designated manager 
for each organization which uses the Justice Data Services Center. 

Retrievabiiity: Information may be retrieved by name of the in¬ 
dividual submitting computer runs. 

Safeguards: The machine readable (magnetic tape) data is kept in 
the Justice Data Services Center tape library. Utilization reports are 
controlled by the designated individual of each using agency. 

Retention and disposal: The machine readable data is kept in¬ 
definitely. Utilization reports are controlled by the designated in¬ 
dividual of each using agency. 

System manager(s) and address: Director, Information Systems 
Staff; U.S. Department of Justice; Office of Management and 
Finance; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Notifkatioa procedure: Same as above. 
Record access procedures: A request for access to a record from 

this system may be made in person or in writing, specifying the 
name of the individual submitting a computer run and the date and 
name of the computer run. 

Contesting record procedures: Requests for correction should be 
addressed to the System Manager. 

Record source categories: Information is collected by the IBM 
360/370 Operating System and program modules developed by per¬ 
sonnel of the Department of Justice. 

Systems exempted from certain provisions of the act: None. 

JL'STICE/OMF - 010 
System name: Data Index System for Classified Documents (DIS). 

System location: U.S. Department of Justice; 10th and Constitu¬ 
tion Avenue, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Employees of the 
Department of Justice who have been designated by the Attorney 
General as authorized to classify documents. Employees of the De¬ 
partment of Justice who have been delegated classifying authority 
by Attorney General designates. Individuals (mostly aliens) upon 
whom documents exist which have been classified in the interest of 
National Security. 

Categories of records in the system: The system contains records 
of all documents classified by Department of Justice employees. 
The system also contains a record on aU Department of Justice em¬ 
ployees (from January 1, 1973 to present) who have or have had 
the authority to classify documents. 

Authority for maintenance of the system: The system was 
established and is maintained pursuant to Executive Order J1652. 

Routine asm of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The system is routmely 
used by the Interagency Classification Review Committee, the De¬ 
partment of Justice Security Staff, and the Department of Justice 
Review Committee. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 2K 
C F R 50 2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress' Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the mformation on behalf of and at the request of the individual 
who is the subject of the record 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of informatioh 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is stored in machine readable form on mag¬ 
netic tape. A copy of the data capture form is maintained in 
originating office for two weeks, then destroyed. The original data 
capture form is maintained at the Department until data contained 
therein has been successfully processed, then the form is 
destroyed. 

Retrievabiiity: Information is retrieved in any form for all routine 
uses. Information may be retrieved for non-routine uses with the 
approval of the Director, Information Systems Staff. 

Safeguards: Access to information contained in the system is con¬ 
trolled by the Chief, Privacy, Records and Reports Control Group. 
Access is normally limited to routine users and members of the 
Privacy, Records and Reports Control Group staff having a 'Need- 
To-Know‘. 

Retention and disposal: Records contained in the system are 
retained indefinitely. The system of records is never purged and no 
disposal schedule is required. 

System managcr(s) and address: Director, Information Systems 
Staff, Office of Management and Finance, U.S. Department of 
Justice, 10th & Constitution Avenue, N.W., Washington, D.C. 
20530. 

Notification procedure: Address inquiries to the System Manager. 
Record access procedures: Same as the System Manager. 
Contesting record procedures: Same as the System Manager. 
Record source categories: Employees of the Department who have 

been designated by the Attorney General as classifying officials and 
employees who have been delegated classifying authority. 

Systems exempted from certain provisions of the act: None. 

' JUSTICE/OMF - oil 

System name: Justice Data Services Center Tape Library System. 
System location: Justice Data Services Center; 615 Pennsylvania 

Avenue, N.W.; Washington, D.C. 20530. 
Categories of individuals covered by the system: Personnel sub¬ 

mitting computer jobs which create magnetic tape data sets. 
Categories of records in the system: The data describes the con¬ 

tents of the magnetic tape volumes. 
Authority for maintenance of the system: These records are kept 

for administrative convenience pursuant to 5 U.S.C. 301. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Information is used to 
control and protect the data recorded on magnetic tapes. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Coiigreas or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 
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Routine usea ol records mainlnincd in tiM systea, including cnicgo* 
ries of oaera and tkc purpoacs of sock uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the systens: 

Storage: Reports can be obtained by any Justice Data Services 
Center user by submitting a computer job requesting the report. 

RetrievabilMy: Information can be obtained by name of the in¬ 
dividual who submitted the Job which created the tape resident data 
sets. 

Safeguards: The machine readable data is kept within the Justice 
Data Services Center. Reports are controlled by the tape Ubrarian 
and by the individuals receiving the reports. 

RetenUon and disposal: Reports are controlled by the tape librari¬ 
an and by the individuals receiving the reports. 

System manager(s) and address: Director, Information Systems 
Staff; U.S. Department of Justice; Office of Management and 
Finance; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530 

Notification procedure: Same as the System Manager. 
Record access procedures: A request for access/correction to a 

record from this system may be made in person or in writing, 
specifying the serial number of the tape in question. Requests 
should be addressed to the System Manager. 

Contesting record procedures: Same as the above. 
Record source categories: Information is collected by the IBM 

360/370 Operating System and other program modules. 
Systems exempted from certain provisions of the act: None. 

JUSTICE/OMF . 012 
System name: Executive Biography. 

System location: U.S. Department OF Justice; 10th and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: Officials of the 
Department of Justice, generally in grades GS-16 through Executive 
Level I, who hold key administrative and/or managerial positions 
within the Department. 

Categories of records in the system: The file consists of biographi¬ 
cal sketches of key staff officials of the Department and includes: 
position, title, grade, date of birth, education, professional ex¬ 
perience, honors and awards, and professional associations and bar 
membership. 

Authority for maintenance of the system: The file is maintained 
pursuant to 5 U.S.C. 301 and 44 U.S.C. 3101. 

Routine uses of records maintained in the system^ including catego¬ 
ries of users and the purposes of such uses: The file is used to obtain 
information on the background and qualifications of key staff mem¬ 
bers for the purpose of acquainting top management officials of the 
Department of Justice with key members of their staff. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in th* context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in file folders. 

RetrievabiiMy: Records are maintained by position and by or¬ 
ganization. A periodic report with a distribution limited to ten, top 
management officials of ^e Department is produced from the file. 

Safeguards: Records are maintained in a locked file cabinet. All 
information in the records is limited to those persons within the De¬ 
partment whose official duties require such access. 

Retention and disposal: Records are maintained as long as the in¬ 
cumbent remains in a position which is covered by the system. If 
the incumbent’s employment in a covered position ceases, his 
record is retained for three years and then destroyed. 

System managcr(s) and address: Director, Personnel and Training 
Staff; Office of Management and Finance; U.S. Department of 
Justice; 10th and Constitution Avenue, N.W.; Washington. D.C. 
20530. 

Notificatfon procedure: Same as System Manager. 
Record access procedures: Same as Notification. 
Contesting record procedures: Same as Notification. 
Record source categories: Information in this system of records is 

voluntarily provided by the individual to whom it applies, or is 
derived from personnel record information he or she supplied. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OMF - 013 
System name: Employee Locator File. 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals covered by the system: All employees of 
the U.S. Department of Justice, with the exception of individuals 
employed by the Federal Bureau of Investigation. 

Categories of records in the system: The system contains informa¬ 
tion relating to each employee’s home and business address, home 
and business telephone number, information as to next of kin, and 
personal physician preferred in case of medical emergency. 

Authority for maintenance of the system: The system is main¬ 
tained pursuant to 5 U.S.C. 301. 5 U.S.C. 7901, 26 U.S.C. 6011, 26 
u s e. 6109. 5 U.S.C. 5516, 5 U.S.C. 5517 and 5 U.S.C. 5520. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of suck uses: The locator system is 
used to provide address data to federal, state and local tax authori¬ 
ties in accordance with the reporting requirements of their income 
tax withholding programs. The locator system is also used to con¬ 
tact employees of the Department at their official place of business 
or their residence regarding matters of an official nature relating to 
their employment with the Department of Justice. It is also used in 
medical emergencies to contact an employee’s personal physician if 
he or she has an indicated preference, and to notify next of kin. 
Use of the file for these purposes is limited to supervisors of the 
employees concerned or individuals having the permission of a su¬ 
pervisor of the employee concerned. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may'be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are stored on magnetic tape and magnetic disk. 
Retrievability: Records are retrieved by name or any other data 

item by means of cathode-ray tubes. 
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Safeguards: Access to terminals is limited to persons with ter¬ 
minal identification numbers These numbers arc issued only to em¬ 
ployees who have a need to know in order to perform job functions 
relating to income tax reporting or personnel matters. 

Retention and disposal: Records are retained for the duration of 
an individual's employment with the Department. They are 
destroyed upon his or her separation 

System managerts) and address: Director, Personnel and Training 
Staff, Office of Management and Finance, L'.S Department of 
Justice, lOth and Constitution Avenue, N W., Washington, D C. 
20*: ^0 

Notification procedure: Same as System Manager. 
Record access procedures: Same as Notification. 
Contesting record procedures: Same as Notification. 
Record source categories: Information is supplied by the in¬ 

dividual to whom the record pertains. 
Systems exempted from certain provkions of the act: None. 

Jl STICE/OMF - 014 
System name: Directory of Organization, Functions, and Staff for 

Office of Management and Finance. 
System location: U S Department of Justice; lOth and Constitu¬ 

tion Avenue, N.W., Washington, D.C. 20S.t0. 
Categories of individuals covered by the system: Key officials 

within the Office of Management and Finance. 
Categories of records in the system: The Directory consists of bio¬ 

graphical information on key officials of OMF and includes: posi¬ 
tion, title, grade, date of birth, education, professional experience, 
honors and awards, and professional associations and bar member¬ 
ship. 

Authority for maintenance of the system: The Directory is main¬ 
tained pursuant to 5 U.S.C. 301 and 44 U.S.C. JIOI. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The Directory is used 
routinely by key officials of the Department as a source of infor¬ 
mation pertaining to the organization, functions, and staffing of 
OMF. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C F R. ^0.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
^^2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and dkposing of records in the system: 

Storage: The Directory is bound in book form and maintained in 
a file drawer. 

Retrievability: Information in the Directory is retrieved in any 
form, for briefing key officials within the Department. 

Safeguards: Access to the Directory is limited to key officials of 
the Department and is controlled by the Director, Management Pro¬ 
grams and Budget Staff. 

Retention and dkposal: Information contained in the Directory is 
retained for a period of one year and revised and republished on a 
yearly basis, with discarded material being promptly destroyed. 

System manager(s) and address: Director, Management Programs 
and Budget Staff; Office of Management and Finance; U.S. Depart¬ 
ment of Justice; 10th and Constitution Avenue, N.W.; Washington, 
D C. 20530. 

Notification procedure: Same as System Manager. 
Record access procedures: Same as Notification. 

Contesting record procedures: Same as Notification. 
Record source categories: Information in the Directory is volun¬ 

tarily provided by the individual key officials within OMF. 
Systems exempted from certain provisions of the act: None. 

Jl’STICE/OMF - 015 
System name: EEO (Equal Employment Opportunity) Volunteer 

Representative Roster. 
System location: .U S. Department of Justice; lOth and Constitu¬ 

tion Avenue, N W.; Washington, D C. 20530. 
Categories of individuals covered by the system: Employees of the 

Department of Justice who have volunteered to serve as EEO 
representatives. 

Categories of records in the system: The roster provides the 
representative's name, position, title, organization, office address 
and telephone number. 

Authority for maintenance of the system: The roster was 
estabhshed and is maintained pursuant to the following authorities: 
5 CFR Part 713, 28 CFR 42.2(a), and Department of Justice Order 
1713.5 (October 30, 1973). 

Routine uses of records maintained in the system. Including catego¬ 
ries of users and the purposes of such uses: The roster is used by 
Department personnel and applicants for Department jobs who 
have filed or contemplate filing discrimination complaints based on 
race, color, religion, sex, national origin, or age. 

Release of information to the news media: Information permitted 
to be rcleasted to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available*from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of inforfnation 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in file folders. 
Retrievability: Information from the roster is retrieved by name. 
Safeguards: Access to the roster is limited to those persons 

whose official duties require such access and to Justice Department 
employees and applicants for employment with the Department 
who have filed or contemplate filing discrimination complaints. 

Retention and dkposal: Information contained in the roster is 
retained for the duration of an individual's services as a volunteer 
EEO representative. 

System manager(s) and address: Director, Personnel and Training 
Staff; Office of Management and Finance; U.S. Department of 
Justice; lOth and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Notifkatioa procedure: Same as System Manager. 
Record access procedures: Same as Notification. 
Contesting record procedures: Same as Notification. 
Record source categories: Information in the file is voluntarily 

provided by employees who wish to serve as volunteer EEO 
representatives. 

Systems exempted from certain provkions of tbe act: None. 

JUSTICE/OMF • 016 
System name: Inter-Divisional Information System (IDIS), (A non- 

operational, deactivated system). 
System location: U.S. Department of Justice; 10th and Constitu¬ 

tion Avenue, N.W.; Washington, D.C. 20530. 
Categories of individuals covered by tbe system: Individuals who 

were allegedly involved or connected with civil disturbances or 
other activities. 
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Categories of records io the system: IDIS, consisted of two 
subsystems. The incident subsystem was used to establish a record 
of various events, such as meetings and demonstrations. The sub¬ 
ject subsystem provides individual's names, biographical sketches, 
and organizational affiliation(s). Some cross referencing between 
the two subsystems exists. 

Authority for maintenance of the system: The system is currently 
being maintained by reason of an agreement between the Depart¬ 
ment of Justice and members of the Committee^on the Judiciary of 
the United States Senate. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: There are no present or 
anticipated operational uses of IDIS records by Department of 
Justice personnel. IDIS material is exclusively used to respond to 
inquiries from citizen who are subject of the files and also may be 
used by litigants involved in court proceedings. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
SS2, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

RouUae uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2^ 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained on index cards and computer 
produced reports stored in locked cabinets. 

Retrievability: Index cards of the subject subsystem are filed 
alphabetically by individual name. 

Safeguards: IDIS information is maintained in secured storage 
devices in a locked room, rendered inaccessible for any operational 
use and accessible by a limited number of employees who must 
respond to Freedom of Information Act requests and to decrees in 
court proceedings. 

Retention and disposal: IDIS information will be maintained until 
such time as the legislative and executive branches of government 
agree to its disposal. 

System manager(s) and address: Director, Informatbn Systems 
Staff; U.S. Department of Justice; Office of Management and 
Finance; 10th and Constitution Avenue, N.W.; Washington, D.C. 
20530. 

Notification procedure: Address inquiries to the System Manager. 
Record access procedures: Access to information maintained in 

IDIS will be granted in accordance with the procedures set forth in 
28 C.F.R. 16.41. Requests for access will be directed to the System 
Manager. 

Contesting record procedures: Requests for correction of IDIS 
data will be processed in accordance with the procedures set forth 
in 28 C.F.R. 16.53. Requests for correction will be directed to the 
System Manager. 

Record source categories: Information in IDIS was derived from 
FBI reports and teletypes; U.S. Attorney Offices; the Bureau of 
Alcohol, Tobacco, and Firearms; U.S. Department of Treasury; 
citizen complaints; wire service clippings; and articles in periodi¬ 
cals. 

Systems exempted from certain provisions of .the act: None. 

JUSTICE/OMF • 017 
System name: Department of Justice Controlled Parking Records. 

System location: U.S. Department of Justice; 10th Street and 
Constitution Avenue, N.W.; Washington, D.C. 20530. 

Categories of individuals, covered by tbe system: Department of 
Justice employees who have applied for vehicle parking space 

which is assigned and controlled by the Department of Justice, per 
Department of Justice Order 2540.2C, November II, 1974. 

Categories of records in tbe system: This system contains copies 
of Form DOJ-362, Department of Justice Parking Space Application 
(DOJ Space), and Form DOJ-OT-20, Department of Justice Parking 
Space Application (DOJ Carpool Space), which have been 
completed and submitted by Department of Justice employees. 

Authority for maintenance of the system: This system is 
established and maintained in accordance with Federal Energy Of¬ 
fice (FEO) memorandum of January 17, 1974, Federal Management 
Circular 74-1 of January 21, 1974, and Federal Energy Office 
memorandum of April 5, 1974, as reflected in Federal Property 
Management (Temporary) Regulation D-47 of May 22, 1974. 
Operating procedures are contained in Department of Justice Order 
2450.2C of November II, 1974. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: These records are used 
to assign, identify and control the use of vehicle parking space for 
which the Department of Justice is responsible. 

Release of information to the news media; Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of -Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in a locked file cabinet. 
Retrievability: These records are indexed alphabetically, by the 

last name of the applicant, within the organizational element. 
Safeguards: Information contained in this system is unclassified 

and is disseminated on a need to know basis by the Office of the 
Director, Operations Support Staff, Office of Management and 
Finance. 

Retention and disposal: Although these records are currently 
retained as long as applicants remain as employees of the Depart¬ 
ment of Justice, the establishment of a disposal schedule is still 
pending. 

System manager(s) and address: Director; Operations Support 
Staff; Office of Management and Finance; U.S. Department of 
Justice; 10th Street and Constitution Avenue, N.W.; Washington, 
D C. 20530. 

Notification procedure: Same as System Manager. 
Record access procedures: Same as System Manager. 
Contesting record procedures: Same as System Manager. 
Record source categories: Applications from employees. 
Systems exempted from certain provisions of the act: None. 

JUSTICE/OMF - 018 
System name: Occupational Health Physical Fitness Files. 

System location: U.S. Department of Justice; lOth and Constitu¬ 
tion Avenue, N.W., Washington, D.C. 20530. 

Categories of individuals covered by the system: Em¬ 
ployee/participants in the DOJ Occupational Health Physical Fit¬ 
ness Program. 

Categories of records in the system: A separate file is established 
for each Program participant. Data contained in the file consists of 
a Medical History Questionnaire, Physician Consent Form, Partici¬ 
pant Waiver of Liability Form, Physical Fitness Profile, electrocar¬ 
diographic tracings. Anthropometric Measurement Record, Exer¬ 
cise Ftescription, Conditioning Record, attitudinal questionnaries, 
any positive test results and related correspondence. 
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Authority for maintenaBcc of the system: The files are maintained 
pursuant to < U S C 7‘)0I ^ 

Routine uses of records maiataiBed in the system, including catego¬ 
ries of users and the purposes of such uses: Data contained in each 
file will be used to evaluate the physical condition of each partici¬ 
pant and serve as a basis for preparation of the exercise prescrip¬ 
tion Changes in physiological and attitudinal data taken at several 
points throughout the penod of partK'ipation will be examined rela¬ 
tive to -program effect Data will be taken from each file and 
anonymously aggregated in order to examine group norms Use of 
this data is limited to the Occupational Health Physical Fitness Pro¬ 
gram staff and its contractors Research findings may -occasionally 
be published in professional journals but only in summary form 
Positive examination results will be referred to the participant's 
physician upon the wntten request of the participant 

Release of information to the news media Information permitted 
to be released to the news media and the public pursuant to 28 
C F R 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to S U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member’s "behalf when the Member or staff requests 
the information on behalf of and at the request of the 'individual 
who is the subject of the record. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service; A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information maintained in the system is manually stored 
in individual file folders. Summary data will be maintained in the 
computer data banks of the Department of Justice and the contrac- 
tor,-thc University of Maryland. 

Retrievability: File folders are maintained alphabetically by par¬ 
ticipant name. A 4-digit sequentially assigned number is used to 
imput computerized data which can subsequently be sorted against 
any other items pertaining to the participant. 

Safeguards: File folders are maintained in locked file cabinets. 
Access to identifiable information is limited to those Department of 
Justice employees and contract employees whose official duties 
require such access. 

Retention and disposal: Records identified to the participant are 
retained for as long as the participant is associated with the Pro¬ 
gram and for three years thereafter. Upon completion of the three- 
year holding period, the file is given to the participant, or 
destroyed, as determined by the participant. 

System manager(s) and address: Director, Operations Support 
Staff, Office of Management and Finance, U.S. Department .of 
Justice, 10th and Constitution Avenue, N.W., Washington, D.C. 
20530. 

Notification procedure: Same as the System Manager. 

Record access procedures: Same as the System Manager. 

Contesting record procedures: Same as the System Manager. 

Record source categories: Information is supplied by the in¬ 
dividual to whom the record pertains, and as a result of fitness 
evaluations conducted within the Program. 

Systems exempted from certain provisions of the act: None. 

JUSTICE/OMF • 019 

System name: Freedom of Information/Privacy Act Records. 

System location: U.S. Department of Justice, Office of Manage¬ 
ment and Finance, lOth & Constitution Avenue, N.W., Washington, 
D C. 20530. 

Categories of individuals covered by the system: Persons who 
request disclosure of records pursuant to the Freedom of Informa¬ 
tion Act; persons who pursuant to the Privacy Act request access 
to or correction of records pertaining to themselves contained in 
systenis of records maintained by the Office of Management and 

Finance, and, where applicable, persons about whom records have 
been requested or about whom information is contained in 
requested records 

Categories of records in the system: The system contains copies of 
all correspondence and internal memoranda related to Freedom of 
Information Act and Privacy Act requests or responses associated 
with the Office of Management and Finance; and related records 
necessary to the processing of such requests. 

Authority for maintenance of the system: This system is 
established and maintained pursuant to 44 U.S.C. 3101 and is main¬ 
tained to implement the provisions of 5 U.S.C. 552 and 552a and 
the provisions of 28 C.F.R 16.1 et. seq. and 28 C.F.R. 16.40 et. scq. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: A record maintained in 
this system may be disseminated as a routine use of such record as 
follows: (I) a record may be disseminated to a Federal agency 
which furnished the record for the purpose of permitting a decision 
as to access or correction to be made by that agency, or for the 
purpose of consulting with that agency as to the propriety of access 
or correction; (2) a record may be disseminated to any appropriate 
federal, state, local, or foreign agency for the purpose of verifying 
the accuracy of information submitted by an individual who has 
requested amendment or correction of records contained in a 
system of records maintained by the Office of Management and 
Finance; (3) records maintained on behalf of the U.S. Civil Service 
Commission may be disseminated to the U.S. Civil Service Com¬ 
mission on request, as the custodian of these records. 

Release of information to the news media: Information permitted 
to be released to the news media and the public pursuant to 28 
C.F.R. 50.2 may be made available from systems of records main¬ 
tained by the Department of Justice unless it is determined that 
release of the specific information in the context of a particular 
case would constitute an unwarranted invasion of personal privacy. 

Release of information to Members of Congress: Information 
contained in systems of records maintained by the Department of 
Justice, not otherwise required to be released pursuant to 5 U.S.C. 
552, may be made available to a Member of Congress or staff act¬ 
ing upon the Member's behalf when the Member or staff requests 
the information on behalf of and at the request of the individual 
who is the subject of the record. 

Routioc uses of records maintained In the system, including catego¬ 
ries of users and the purposes of such uses: Release of information 
to the National Archives and Records Service: A record from a 
system of records may be disclosed as a routine use to the National 
Archives and Records Service (NARS) in records management in¬ 
spections conducted under the authority of 44 U.S.C. 2904 and 
2906. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: A record contained in this system is stored manually in 
alphabetical order in file cabinets. 

Retrievability: A record is retrieved by the name of the individual 
or person making a request for access or correcton of records. 

Safeguards: Access to physical records is limited to personnel of 
the U.S. Department of Justice who have a need for the record in 
the performance of their duties under the Freedom of Information 
or Privacy Acts. The records are safeguarded and protected in ac¬ 
cordance with applicable Departmental and Civil Service Commis¬ 
sion regulations. 

Retention and disposal: A disposal schedule has not been 
estabhshed for these records. 

System manager(s) and address: Assistant Attorney General, Of¬ 
fice of Management and Finance: U.S. Department of Justice; 10th 
and Constitution Avenue, N.W.; Washington, D.C. 20530. 

Notification procedure: Same as the System Manager. 

Record access procedures: A request for access to a record con¬ 
tained in this system shall be made in writing with the envelope and 
the letter clearly marked (Freedom of Information) or 'Privacy Ac¬ 
cess Request*. Include in the request the name of the individual iq.- 
volved, his birth date and place, or any other identifying number or 
information which may be of assistance in locating the record. The 
requester will also provide a return address for transmitting the in¬ 
formation. Access requests will be directed to the system manager 
listed above. 

Contesting record procedures: Individuals desiring to contest or 
amend information maintained in the system should direct their 
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request to the system manager listed above, stating clearly and con¬ 
cisely what information is being contested, the reasons for contest¬ 
ing it, and the proposed amendment to the information sought 

Record source categories; The sources of information contained in 
this system arc the individuals and persons making requests, the 

systems of records searched in the process of responding to 
requests, and other agencies referring requests for access to or cor¬ 
rection of records originating in the Office of Management and 
Finance. 

Systems exempted from certain provisions of the act: None. 
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COMMUNITY SERVICES 
ADMINISTRATION 

PRIVACY ACT OF 1974 
Systems of Records; Annual Publication 

This IS to give notice that the CSA systems of records identified in 
the notice published in the Federal Register of September 15, 1976 at 
pp. 39684-8 continue in effect. The systems in their entirety are 
published as follows. 

Graciela (Grace) Olivarez. 
Director. 

TABLE OF CONTENTS 

Index of CSA Systems of Records 
Prefatory Statement of General Routine Uses 
Geographical Guidance for Acces.sing Systems of Records 
CSA Systems of Records—descnptions 

INDEX OF CSA SYSTEMS OF RECORDS 

CSA 1 Employee Applicants for Upward Mobility Program. 
CSA 2 Employee Attendance, Leave & Payroll Records. 
CSA 3 Employee Employment History, 
CSA 4 Employee Suggestion System. 
CSA 5 Employee of CSA and Other Government Agencies & In¬ 

vited Travelers’ Travel Records. 
CSA 6 Ereedom of Information Act Requests for Records. 
CSA 7 Inspection Reports on Grantees, Contractors and CSA 

Employees. 
CSA 8 Employee and Personnel System. 
CSA 9 Contractor Employee, Equal Employment Opportunity 

System. 
CSA 10 Eederal Employee Compensation Act System. • 
CSA 11 Eederal Motor Vehicle Accident Reporting System. 
CSA 12 Employee Equal Employment Opportunity System. 
CSA 13 Grantee Employee Equal Employment Opportunity 

System. 
CSA 14 Grantee Officer and Employee Biographical and Profes¬ 

sional Information Supplied to CSA. 

PREFATORY STATEMENT OF GENERAL ROITINE IJSF-S 
The following routine uses apply to and are incorporated by 

reference into, each system of records set forth below; 
(1) In the event that records in this system of records indicate a 

violation or potential violation of law, whether civil, criminal or 
regulatory in nature, and whether arising by statute or by regula¬ 
tion, rule or order issued pursuant thereto, the records may be 
referred, as a routine use, to the appropriate agency, whether 
Federal, State, local or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforc¬ 
ing or implementing the statute, or rule, regulation or order issued 
pursuant thereto. Furthermore, presentation of evidence and disclo¬ 
sure to counsel for litigants before any court, magistrate, or ad¬ 
ministrative tribunal, or in the normal process of discovery atten¬ 
dant to such litigation or procedures shall constitute a routine use 
of records in this system of records. 

(2) Records from this system of records may be disclosed as a 
“routine use” to a Federcil, State or local agency maintaining civil, 
criminal or other relevant enforcement information or other per¬ 
tinent information, such as current licenses, if necessary to obtain 
information relevant to an agency decision concerning the hiring or 
retention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant or other 
benefit. 

(3) Records from this system of records may be disclosed to a 
Federal agency, in response to its request, in connection with the 
hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information 
is relevant and necessary to the requesting agency's decision on the 
matter. 

A 
(4) A record from this system of records may be disclosed, as a 

routine use, to a member of Congress seeking formation concern¬ 
ing the individual, but only when the individual is a constituent of 
the member and has requested assistance from the member with 
respect to the sub)ect matter of the record. 

(Geographical Guidance (or Accessing Systems of Records 

Many CSA systems of records are maintained wholly or partially 
in the CSA Regional Offices. To facilitate access to such records, a 
listing of the CSA Regional Offices, the states served thereby, their 
addresses and telephone numbers are provided; 

Region 1 
Connecticut, Maine, Massachusetts, New Hampshire, Rhode 

Island, Vermont. John E. Kennedy Federal Building, Room 
E.400, Boston, Massachusetts 02203 (617) 223-4025. 

Region II 
New Jersey, New York, Puerto Rico, Virgin Islands. 26 

Eederal Plaza, 32nd Floor, New York, New York 10007 
(212) 264-1900. 

Region 111 

Delaware, District of Columbia, Maryland, Pennsylvania, 
Virginia, West Virginia. Gateway Building, 3535 Market 
Street, Room 2260, Philadelphia, Pennsylvania 19104 (215) 
597-1000 

Region IV 
Alabama, Florida, Georgia, Kentucky, Mississippi, North 

Carolina, South Carolina, Tennessee. 730 Peachtree Street, 
Room 1100, N.E., Atlanta, Georgia 30308 (404) 526-3172. 

Region V 
Illinois, Indiana, Michigan, Minnesota, Ohio, Wisconsin. 300 

South Wacker Drive, 24th Floor, Chicago, Illinois 60606 
(312) 353-5987. 

Region VI 
Arkansas, Louisiana, New Mexico, Oklahoma, Texas. 1200 

Main Sucet, Room Ml30, Dallas, Texas 75202 (214) 749- 
1.301. 

Region VII 
Iowa, Kansas, Missouri, Nebraska. 911 Walnut Street, Room 

13()0, Kansas City, Missouri 64106 (816) 374-3364. 

Region VIII 
Colorado, Montana, North Dakota, .South Dakota, Utah, 

Wyoming. Eederal Building, I%1 Stout Street, Room 12424, 
Denver, Colorado 80202 (303) 837-4767. 

Region IX 
Arizona, California, Guam, Hawaii, Nevada, Pacific Trust 

Territories. 450 Golden Gate Avenue, Box 36008, San 
Francisco, California 94102 (415) 556-5400. 

Region X 
Alaska, Idaho, Oregon, Washington. Arcade Pla7.a Building, 

Mail stop 105A, 1321 Second Avenue, Seattle, Washington 
98101 (206) 442-4910. 

CSA SYSTEMS OF RECORDS 

CSA—1 
System nante: Employee Applicants for Upward MobiUty Pro¬ 

gram—CSA 
System location: See system manager title and address below for 

location. 
Categories of individuals covered by the system: CSA employees 

making application for crossover positions. 
Categories of records in the system: Applications include, name, 

address, social security number, job title, grade, service time, sex, 
organizational element, present supervisor, work experience, edu¬ 
cation, training, awards, association memberships, co-worker 
evaluation and job evaluation. 

Authority (or maintenance of the system: FPM Chapter 410, EEO 
Act of 1972. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: See routine use para¬ 
graphs in Prefatory Statement. 
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Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Forms in file folders. 
Retrievability: Filed by name. 
Safeguards: Locked metal file cabinets accessible by authorized 

personnel only. 
Retention and disposal: Maintained for one year or until employee 

resigns, transfers or retires, then destroyed. 
System manager(s) and address: Training Officer, Manpower 

Management and Personnel Division, Community Services Ad¬ 
ministration, 1200 19th Street, N W , Washington, D.C. 20506 

Notification procedure: Information may be obtained from the 
Privacy Act Reviewing Officer at the appropnate address listed in 
Appendix A of the CSA rules and regulations published in this 
issue of the Federal Register 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 

C'ontesting record procedures: The CSA’s rules for access to 
records and for contesting content and appealing initial determina¬ 
tions by the individual concerned appear in the CSA rules and regu¬ 
lations published in this issue of the Federal Register. 

Record source categories: Subject individuals, supervisors and co¬ 
workers. 

CSA—2 
System name: Employee Attendance, Leave & Payroll 

Records—CSA 
System location: See System Manager title and address below for 

liKation. (Magnetic tapes of this system of records are located at 
the CSA Data Processing Center, 7981 Eastern Avenue, Silver 
Spring, Maryland 20910; and a currently updated record (one 
month) for emergency backup at the General Services Administra¬ 
tion, Region 5, 7th and D Streets, N.W., Washington, D.C.) 

Categories of individuals covered by the system: Current and past 
employees of the Community Services Administration and its 
predecessor agency, the Office of Economic Opportunity. 

Categories of records in the system: Individual employee pay data 
and leave records which include a pay folder containing copies of 
Allotment Forms, Health Benefit Forms, SF-50 Personnel Action 
forms. Payroll Listing and Tax Deductions. The system also 
produces Master Earnings History Files and numerous reports such 
as Bond Listings, Tax Withholdings, W-2 Listings with addresses, 
etc The records contain name, social security number and em¬ 
ployee number, grade, step, and salary, organization (code), retire¬ 
ment or FICA data as applicable. Federal, state, and local tax 
deductions, as appropriate, IRS tax lien data; savings bond and 
charity deductions, regular and optional Government life insurance 
deduction(s), health jury duty data, military leave data; pay dif¬ 
ferentials; union dues deductions, allotments, by type and amount; 
financial institution code and employee account number; leave 
status and leave data of all types (including annual, compensatory, 
jury duty, maternity, military, retirement disability, sick, trans¬ 
ferred, and without pay); time and attendance records, including 
number of regular, overtime, holiday, Sunday, and other hours 
worked; pay period number and ending date; cost of living al¬ 
lowances; mailing address, co-owner and/or beneficiary of bonds, 
marital status and number of dependents; and "Notification of Per¬ 
sonnel Action." The individual records listed herein are included 
only as pertinent or applicable to the individual employee. 

Authority for maintenance of the system: Title 6, GAO Policy and 
Procedures Manual, pursuant to 5 U S.C and sections 112(a) and 
in of the Budget and Accounting Procedures Act of 1950. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Transmittal of data to 
V S Treasury""to effect issuance of paychecks to employee and dis- 
tnbution of pay according to employee directions for savings 
Nmds, allotments, financial institutions and other authorized pur- 
p«iscs Reporting of tax withholdings to Internal Revenue Service 
and app''opriate State and local taxing authorities, FICA deductions 
to the Social Secunty Administration, dues deductions to the em¬ 
ployee union, withholdings for health insurance to the insurance 
watners and the U S Civil Service Commission, charity contribu¬ 
tion deductions to agents of charitable institutions, annual W-2 
statements to taxing authorities and the individual, employee retire¬ 
ment data to the Civil Service Commission. 

Policlet and praetkea for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Both manual and computer-produced paper copy, and 
magnetic tape. 

Retrievability: By name of employee and/or social security 
number. 

Safeguards: Physical, technical, and administrative security is 
maintained, with all storage equipment and/or rooms locked when 
not in use. Admittance, when open, is restricted to authorized per¬ 
sonnel only. All payroll personnel and computer operators and pro¬ 
grammers are instructed and cautioned on the confidentiality of the 
records. 

Retenthm and disposal: Retained on site until after GAO audit, 
then disposed of, or transferred to Federal Records Storage Cen¬ 
ters in accordance with the fiscal records program approval by 
GAO, as appropriate, or General Record Schedules of GSA. 

System manager(s) and address; Chief, Financial Policies, 
Procedures & Payroll Division, Office of the Controller, Communi¬ 
ty Services Administration, 1200 19th Street, N.W.. Washington, 
D C. 20506 

Notification procedure: Information may be obtained from the 
Privacy Act Reviewing Officer at the appropriate address listed in 
Appendix A of the CSA rules and regulations published in this 
issue of the Federal Register. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 

Contesting record procedures: The CSA's rules for access to 
records and for contesting content and appealing initial determina¬ 
tions by the individual concerned appear in the CSA rules and regu¬ 
lations published in this issue of the Federal Register. 

Record source categories: Subject individuals, supervisor, 
timekeepers, official personnel records and IRS. 

CSA—3 
System name: Employee Employment History—CSA 

System location: See System Manager title and address below for 
location. (Magnetic tapes of this system of records are located at 
the CSA Data Processing Center, 7981 Eastern Avenue. Silver 
Spring, Maryland 20910; and a currently updated record (one 
month) for emergency backup at the General ^rvices Administra¬ 
tion, Region 3, 7th and D Streets N.W., Washington, D.C.) 

Categories of individuals covered by the system: Current and past 
employees of the Community Services Administration and its 
predecessor agency, the Office of Economic Opportunity. 

Categories of records in the system: Data relating to the employ¬ 
ment of each CSA employee including name, social security 
number, position title, organizational element, veterans preference, 
entrance on duty date, pay plan and occupational code, last promo¬ 
tion date, tour of duty, tot^ federal service date, salary grade and 
step, retirement system, within-grade due date, actual ^ary, posi¬ 
tion type, physical handicap, educational level, appointment status, 
college major, birth date, and related data necessary to maintain 
the accuracy of the file. 

Authority for maintenance of the system: Title 5, U.S.C. Sections 
1302, 2951, 4118, 4308, and 4506. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: See routine use para¬ 
graphs in Prefatory Statement. 

To provide information to a prospective employer of a Govern¬ 
ment employee. 

To provide statistical and background information to Civil Ser¬ 
vice Commission. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: System is maintained on magnetic tape. 
Retrievability: By social security number/name. 
Safeguards: Physical, technical, and administrative security is 

maintained, with all storage equipment and/or rooms locked when 
not in use. Admittance when open, is restricted to authorized per¬ 
sonnel only. All personnel and computer operators and program¬ 
mers are instructed and cautioned on the confidentiality of the 
records. 

Retention and disposal: Retained on site, then disposed of, or 
transferred to Fedei^ Records Storage Centers, as appropriate, in 
accordance with General Record Schedules of GSA. 
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SyUcn iinni^rrH) ami miinaa: Chief, Manfmwer Management 
and Personnel Division, Communis Services Administration, 1200 

Street, N.W., Washington, D.C5. 20506. 
Nodfkatkm procedure: Information may be obtained from Um 

Privacy Act Reviewiim Officer at the appropriate address listed in 
Appendix A of the CSA rales and regulations pubbshed in this 
issue of the Federal Register. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title Usted above. 

Contesting record procedures: The CSA's rules for access to 
records and for contesting content and appeaUng initial determina¬ 
tions by the individual concerned ap|^r in the CSA rules and regu¬ 
lations pubbshed in this issue of the Federal Register. 

Record source categories: Subject individuals, supervisors and of¬ 
ficial personnel recoras. 

CSA—4 
System name: Employee Suggestion System—CSA 

System location: See system manager title and address below for 
location. 

Categories of individnals covered by the system: Current and past 
employees of CSA. 

Categories of records in the system: Name, position title, grade, 
social security number, organization element, appraisal of sug¬ 
gestion and supervisory evaluator's name. 

Authority for maintenance of the system: FPM Chapter 451-7. 
Routine uses of records maintained in the system, inclndiag catego¬ 

ries of users and the purposes of such uses: See routine use para¬ 
graphs in Prefatory Statement. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Forms and description of suggestion in file folders. 
Retrievability: File is retrieved by individual’s name. 
Safeguards: Locked metal file cabinets accessible by authorized 

personnel only. 
Retention and disposal: Maintained two years after close of case 

and then destroyed. 
System manages) and address: Chief, Manpower Management 

and Personnel Division, Community Services Administration, 1200 
19th Street, N.W., Washington, D.C. 20506, and at each CSA Re¬ 
gional Office the Personnel Officer, address above under 
“Geographical Guidance for Accessing Systems of Records.” 

NotRicatioo procedure: Information may be obtained from the 
Privacy Act Reviewing Officer at the appropriate address Usted in 
Appends A of the CSA rales and regulations pubbshed in this 
issue of the Federal Register. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress under the position title Usted above. 

Contesting record procedures: The CSA's rales for access to 
records and for contesting content and appealing initial determina¬ 
tions by the individual concerned appear in the CSA rales and regu¬ 
lations pubbshed in this issue of the Federal Register. 

Record source categories; Subject individual and evaluators of 
suggestion. 

CSA—5 
System name: Employees of CSA and Other Government Agencies 

& Invited Travelers’ Travel Records—CSA 
System location: Paper records, see System Manager Title and ad¬ 

dress below. Supporting records are maintained in other offices at 
Headquarters and each of the Regional Offices listed under Geo¬ 
graphical Guidance above. Magnetic tape records are at the CSA 
Data Processing Center, 7981 Eastern Avenue, Silver Spring, Mary¬ 
land 20910. 

Categories of individuals covered by the system: Employees of 
CSA, members of CSA Advisory Committees, other government 
agency employees and private persons traveling under invitation on 
official pre^gram matters. 

Categories of records in the system: Name, a<kiress, social securi¬ 
ty number; destination, itinerary, mode and purpose of travel; 
dates; expenses tnchiding amounts advanced (if any), amounts 
claimed and amounts reimbursed; travel orders, travel vouchers 
and receipts. 

AnthorRy lor maiutennnet of the system: Chapter 57, Subchapter 
1 of U.S.C. 5, Budget A Accounting Act of 1921, Accounting A Au¬ 
diting Act of 1950, and Federal Claim Collection Act of 1966. 

Routine uses of records maintained in the system, Mr lading entego- 
ries of naers and the purposes of such uses: Transmittal to U.S. Trea¬ 
sury for payment, to GAO for audit support of Accountable Of¬ 
fices and mternally to support disbursement of Federal funds. 

Policies and prnetkes for storing, retrieving, ■N^rttingt retaining, 
and disposiag of records in the system: 

Storage: Manual and computer-produced paper copy, and mag¬ 
netic tape. 

Retrievability: Filed by name, social security number m travel 
order number. 

Safegnards: Physical, technical, and administrative security is 
maintamed, with all storage equipment and/or rooms locked when 
not in use. Admittance, when open, is restricted to authorized per- 
soimel only. All processing personnel, including computer operators 
and programmers are instructed and cautioned on the confidentiali¬ 
ty of the records. 

Retention and disposal: Retained according to GSA Federal 
Travel Regulations and on site until after GAO audit, then disposed 
of, or transferred to Federal Records Storage in accordance with 
the fiscal records program approval by GAO, as appropriate, or 
(jeneral Record Schediws of GSA. 

System managerfs) and address: Chief, FinaiKe A Grants' 
Management Division, Office of the Controller, Community Ser¬ 
vices Administration, 1200 19th Street, N.W., Room 320, Washing¬ 
ton, D.C. 20506. 

Notification procedure: Information may be obtained from the 
Privacy Act Reviewing Officer at the appropriate address bsted in 
ApperKbx A of the CSA roles and regulations published in this 
issue of the Federal Register. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title bsted above. 

Contesting record procedures: The CSA's rules for access to 
records and for contesting content and appeabng initial determina¬ 
tions by the individual concerned appear in the CSA rules and regu¬ 
lations pubbshed in this issue of the Federal Register. 

Record source categories: Subject individuals, supervisors, and 
finance or accounting office stan^rds references. 

CSA—6 
System name: Freedom of Information Act Requests for 

Records—CSA 
System location: See System Manager’s Title and location below. 

Supp<Mting records are maintained in other offices at Headquarters 
and the Regional Offices. 

Categories of individuate covered by the system: Individuals who 
have requested records from CSA under the provisions of the 
Freedom of Information Act, as amended. 

Categories of records in the system: Name, address, and telephone 
number of requester; description or identification ^f records 
requested, furnished and/or denied; dates of request and response; 
amount of fees paid, reduced or waived, if any; payment 
delinquencies, if any; appeals of denials, final determinations; and 
names and titles of denying officials and determining officials. 

Authority (or maintenance of the system: Freedom of Information 
Act, as amended. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Annual Report to the 
Congress under section (d) of the Freedom of Information Act, as 
amended, and available for public inspection at all times. Also see 
routine use paragraphs of the Prefatory Statement above. 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Correspondence in file folders, manual chronological 
log, suspense control card file and accounts receivable record. 

RetrievMiility: FRed by requester name and/or chronological 
dates of action steps. 

Safeguards: Records are retained in locked furniture in secured 
rooms with access bmited to those whose official duties require ac¬ 
cess, and under supervisory controls as defined in the CSA Rules 
and Regulations pubbshed in the Federal Register. 
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RetentkNi and disposal: Retained on site, then disposed of. or 
transferred to Federal Records Storage Center, as appropriate, in 
accordance with General Record Schedules of GSA. 

System managerts) and addrcm: FOIA Records Officer, Office of 
Administration, Community Services Administration, 1200 I9th 
Street, N.W.. Washington. D.C. 20560. 

Notification priKedurc: Information may be obtained from the 
Privacy Act Reviewing Officer at the appropriate address listed in 
Appendix A of the CSA rules and regulations published in this 
issue of the Federal Register. 

Record accen procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 

Contesting record procedures: The CSA's rules for access to 
records and for contesting content and appealing initial determina¬ 
tions by the individual concerned ap^ar in the CSA rules and regu¬ 
lations published in this issue of the Federal Register. 

Record source categories: Requesters for information under FOIA 
and CSA officials and employees engaged in processing or making 
determinations on FOIA requests. 

CSA—7 
System name: Inspection Reports on Grantees, Contractors, and 

CSA Employees—CSA 
System location: Sec system manager title and address below for 

location. 
Categories of individuals covered by the system: Inspection reports 

of investigations in complaints alleging misfeasance, malfeasance 
and nonfeasance by employees of CSA, grantees, contractors and 
consultants. 

Categories of records in the system: Name, address, date and 
place of birth, citizenship, physical characteristics, employment his¬ 
tory. financial records, education, arrest records. Federal em¬ 
ployee's relatives, names of Rouses, relatives, references, personal 
associates, activities and conflict of interest. 

Authority for maintenance of the system: Title 18 U.S.C. including 
sections 201. 287, 508, 641, 1001, and 1913 and sections 602. 603, 
and 626 of the Community Services Act of 1974 (42 U.S.C. 2942, 
2943, and 297If). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: See routine use para¬ 
graphs in Prefatory Statement. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records in file folders. 

Retrievability: indexed by Grantees, Regional Officer, and/or in¬ 
dividual respondents against whom complaints have been filed. 

Safeguards; Padlock, bar type filing cabinets and used only by 
authorized screened personnel. 

Retention and disposal: Retired to Federal Records Center 3 years 
after close of case. 

System mahagerts) and address: Chief, Inspection Division, Of¬ 
fice of General Counsel, Community Services Administration, 1200 
19th Street, N.W., Washington, D.C. 20506. 

Notification procedure: Information may be obtained from the ap¬ 
propriate address listed in Appendix A of the CSA rules and regula¬ 
tions published at 40 FR 45300, October 1. 1975. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 

Contesting record procedures: CSA’s rules for access to records 
and appealing initial determinations by the individual concerned ap¬ 
pear in the CSA rules and regulations published m 40 FR 45300, 
October 1, 1975. 

Systems exempted from certain provisions of the act: Pursuant to 5 
U.S.C. 552a(kK2), this system is exempted from 5 U.S.C. 
552a(cK3), (d), (eKD, (eX4)(I). and (f)<4). The exemption of this in¬ 
formation is necessary to facilitate the enforcement of the Commu¬ 
nity Services Act of 1974 and other relevant statutes, and to avoid 
revealing and endangering sources of information. 

CSA—8 
System name: Employee and Personnel System—CSA 

System location: Chief, Manpower Management and Personnel 
Division. Community Services Administration, 12(X) 19th Street, 

NW., Washington, D.C. 20506, and at each CSA Regional Office, 
the Personnel Officer, address above under "Geographical 
Guidance for Accessing Systems of Records." 

System managcr(s) and address: Same as above. 
AH other information relating to this system of records is con¬ 

tained in the published notices by the Civil Service Commission in 
the Federal Register (40 FR 40782), August 27, 1975. 

CSA—9 
System name: Contractor Employee, Equal Employment Opportuni¬ 

ty System—CSA 
System location: Associate Director, Office of Human Rights, Com¬ 

munity Services Administration, 1200 19th Street, NW., Washing¬ 
ton, D.C. 20506, and at each CSA Regional Office, the Equal Em¬ 
ployment Opportunity Officer, address above under "Geographical 
Guidance for Accessing Systems of Records." 

System manager(s) and address: Same as above. 

All other information relating to this system of records is con¬ 
tained in the published notice on Equal Employment Opportunity 
under E.O. 11246, as amended—puMshed by the Department of 
Labor in the Federal Register (40 FR 41739), ^ptember 8, 1975. 

CSA—10 
System name: Federal Employee Compensation Act System—CSA 

System location: Chief, Manpower Management and Personnel 
Division, Community Services Administration, 1200 19tb Street, 
NW., Washington, D.C. 20506, and at each CSA Regional Office, 
the Personnel Officer, address above under "Geographical 
Guidance for Accessing Systems of Records." 

System managcr(s) and addrem: Same as above. 
All other information related to this system of records is con¬ 

tained in the published notices by the Department of Labor in the 
Federal Register (40 FR 41739), September 8, 1975. 

CSA—II 
System name: Federal Motor Vehicle Accident Reporting 

System—CSA 
System location: Chief, Office Services, Community Services Ad¬ 

ministration, 1200 19th Street, N.W., Washington, D.C. 20506, and 
at each CSA Regional Office, the Property Officer, address above 
under “Geographical Guidance for Accessing Systems of 
Records.” 

System manageris) and address: Same as above. 
All other information relating to this system of records is con¬ 

tained in the published notices by the General Services Administra¬ 
tion in the Federal Register (40 FR 39137), August 27, 1975. 

CSA—12 
System name: Employee Equal Employment Opportunity 

System—CSA 
System location: Associate Director, Office of Human Rights, Com¬ 

munity Services Administration, 1200 19th Street, N.W., Washing¬ 
ton, D.C. 20506, and at each CSA Regional Office, the Equal Em¬ 
ployment Opportunity Officer, address above under "Geographical 
Guidance for Accessing Systems of Records.” 

Categories of individuals covered by the system: Current and past 
employees and applicants for employment with CSA and its 
predecessor agency, the Office of Economic Opportunity, who 
have filed a complaint of discrimination against CSA. 

Categories of records in the system: Name, address, date and 
place of birth, race, religion, sex, age, education, employment his¬ 
tory, job performance, references, circumstances of alleged act(s) 
of discrimination, correspondence of parties involved, arid findings 
of Office of Civil Rights. 

Authority (or maintenance of the system: 5 U.S.C. 7151; 42 U.S.C. 
2()()0e et seq.; Executive Order 11478; 5 Code of Federal Regula¬ 
tions 713.222. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Files may be disclosed to 
the Civil Service Commission and the Equal Employment Opportu¬ 
nity Commission, to the Complainant(s) at an appropriate stage of 
the proceedings and to the respondent(s) if the EEO proceeding 
goes to administrative appeal; see also prefatory CSA routine use 
paragraphs appearing in 40 FR 45328, October 1, 1975. 
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Policies and practices lor storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Complaint records stored in file folders in locked file 
cabinets. 

Retrievability: File is retrieved by complainant's name or com* 
plainant docket number. 

Safeguards: Locked metal file cabinets accessible by authorized 
personnel only. 

Retention and disposal: Maintained five years after close of case, 
then destroyed. 

System manager(s) and address: Associate Director. Office of 
Human Rights, Community Services Administration, 1200 19th Street, 
N.W., Washington, D.C. 20506, and the Equal Employment Officer 
at each CSA Regional Office (see Geographical (juidance for Ac¬ 
cessing Systems of Records, 40 FR 45328, October 1, 1975). 

Notification procedure: Information may be obtained from the ap¬ 
propriate address listed in Appendix A of the CSA rules and regula¬ 
tions published at 40 FR 45300, October 1, 1975. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 

Contesting record procedures: CSA's rules for access to records 
and appealing initial determinations by the individual concerned ap¬ 
pear m the CSA rules and regulations published in 40 FR 45300, 
October 1. 1975. 

Systems exempted from certain provisions of the act: Pursuant to 5 
use. 552a(kH2), this system is exempted from 5 U.S.C. 
552a(cK3). (d), (eKl). (eK4KI). and (fK4). The exemption of this in¬ 
formation is necessary to protect the integrity of the EEO com¬ 
plaint resolution process. 

CSA—13 
System name: Grantee Employee Equal Employment Opportunity 

System—CSA 
System location: Associate Director .Office of Human Rights, Com- 

■munity Services Administration, 1200 19th Street, N.W., Washing¬ 
ton. D.C. 20506, and at each CSA Regional Office, the Equal Em¬ 
ployment Opportunity Officer, address above under “Geographical 
Guidance for Accessing Systems of Records." 

Categories of individuals covered by the system: Current and past 
employees and applicants for employment with CSA or OEO gran¬ 
tees who have filed a complaint of discrimination. 

Categories of records in the system: Name, address, date and 
place of birth, race, religion, sex, age, education, employment his¬ 
tory, job performance, references, circumstances of alleged act(s) 
of discrimination, correspondence of parties involved, and findings 
of Office of Civil Rights. 

Authority for maintenance of the system: 42 U.S.C. 2000d; 42 
U.S.C. 2971c; Executive Order 11764. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Files may be disclosed to 
the Equal Employment Opportunity Commission, to the Complai- 
nant(s) at an appropriate stage of the proceedings and to the 
respondent(s) if the EEO proceeding goes to administrative appeal; 
see also prefatory CSA routine use paragraphs appearing in 40 FR 
45328, October 1, 1975. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Complaint records stored in file folders in locked file 
cabinets. 

Retrievability: File is retrieved by complainant's name or com¬ 
plainant docket number. 

Safeguards: Locked metal file cabinets accessible by authorized 
personnel only. 

Retention and disposal: Maintained five years after close of case, 
then destroyed. 

System manager(s) and address: Associate Director, Office of 
Human Rights, Community Services Administration. 1200 19th Street, 
N.W., Washington, D.C. 20506, and the Equal Employment Otticer 

at each CSA Regional Office (see Geographical Guidance for Re¬ 
cessing Systems of Records, 40 FR 45328, October 1, 1975). 

Notification procedure: Information may be obtained from the ap¬ 
propriate address listed in Appendix A of the CSA rules and regula¬ 
tions published at 40 FR 45.300, October 1, 1975. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 
• Contesting record procedures: CSA's rules for access to records 
and appealing initial determinations by the individual concerned ap¬ 
pear in the CSA rules and regulations published in 40 FR 45300, 
October I, 1975. 

Systems exempted from certain provisions of the act: Pursuant to 5 
use. 552a(kK2), this system is exempted from 5 U.S.C. 
552a(cK3), (d), (eKD, (e)(4KI), and (fK4). The exemption of this in¬ 
formation is necessary to protect the integrity of the EEO com¬ 
plaint resolution process. 

CSA—14 
System name: Grantee Officer and Employee Biographical and 

Professional Information Supplied to CSA—CSA 
System location: At each CSA Regional Office, the Deputy Re¬ 

gional Director, see address under “Geographical Guidance for Ac¬ 
cessing Systems of Records." in the October I, 1975 Federal Re¬ 
gister at 40 FR 45328; for all Headquarters grants, including title 
VII, Economic Development, the Chief, Financial Management 
Division, Office of the (Controller, Community Services Administra¬ 
tion, 1200 19th Street, N.W., Washington, D.C. 20506. 

Categories of individuals covered by the system: Current and past 
officers, board members and employees of grantee organizations 
funded by the Community Services Administration. 

Categories of records in the system: Names and addresses of pol¬ 
icy advisory members of grantee boards, councils and committees, 
and biographical information for individuals selected or promoted 
to fill certain top grantee positions, including place and date of 
birth, citizenship, professional and educational experience, and or¬ 
ganizational affiliations. 

Authority for maintenance of the system: 42 U.S.C. 2791. 2795, 
and 27%. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: See prefatory CSA rou¬ 
tine use paragraphs appearing at 40 FR 45328. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the'system: , 

Storage: Paper records in file folders. 
Retrievability: File is retrieved by organization name of the em¬ 

ploying grantee organization and then searched by individual name. 
Safeguards: Locked metal file cabinets accessible by authorized 

personnel only. 
Retention and disposal: Retained on-site, then disposed of or 

transferred to Federal Records Storage Centers as appropriate, in 
accordance with General Record Schedules of CSA. 

System manager!s) and address: At each CSA Regional Office, 
the Deputy Regional Director, see address under “Geographical 
Guidance for Accessing Systems of Records.” 40 FR 45328; CSA 
Headquarters, Chief, Finance and Grants Management—see system 
location. 

Notification procedure: Information may be obtained from the 
Privacy Act Reviewing Officer at the appropriate address listed in 
Appendix A of the CSA rules and regulations published in the Oc¬ 
tober 1, 1975 issue of the Federal Register. 

Record access procedures: Requests and inquiries from individuals 
should be addressed to the system manager at the appropriate ad¬ 
dress and under the position title listed above. 

Contesting record procedures: CSA's rules for access to records 
and for contesting content and appealing initial determinations by 
the individual concerned appear in the CSA rules and regulations 
published in the October 1, 1975 issue of the Federal Register. 

Record source categories: Subject individuals and officers of the 
grantee organization. 
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ENERGY RESEARCH AND DEVELOPMENT 
ADMINISTRATION 

PRIVACY ACT OF 1974 

Systems of Records 

Pursuant to 5 U.S.C. 552a(eK4) of the Privacy Act of 1974 (Pub. L. 
93-579) the Energy Research and Development Administration 
(ERDA) IS publishing the annual notice of systems of records currently 
maintained by the agency. This notice updates the annual notice of 
systems of records published in the FtDHRAl Rl-.GiSTtR at 41 FR 
48272^8315, November 2. 1976. and at 41 FR 56884-56885, December 
30, 1976, and incorporates the changes set forth below; . 

System changes reflect corrections to system locations and notifica¬ 
tion procedures as noted in the following systems; 

System 1 

Remove the system locations in Schenectady Naval Reactors Office, 
Pittsburgh Naval Reactors Office, Los Alamos Area Office; Chicago 
and Idaho Operation Offices are removed as system locations and 
notification procedures; Albuquerque Operations Office is added as a 
system location. 

System 2 

Change the System Manager to “The Director, Administrative 
Services, Office of International Affairs.” 

System 3 

Change to categories of records in the system to . . GS-15 and 
above and appraisal of managerial potential for the agency Executive 
Development Program;” Storage is changed to “paper form ERDA 
622. ERDA 622A. ERDA 622B and ERDA 622C." 

System 4 

Change “Safeguards” to “Division of High Energy and Nuclear 
Physics Personnel,” and System Manager to “Division of High Energy 
and Nuclear Physics.” 

System 5 

Remove system locations at Schenectady Naval Reactors Office, 
Oak Ridge Operations Office, and Mound Laboratories; Albuquerque 
Operations Office and Oak Ridge Operations Office are removed as 
notification procedures. 

System 8 

Remove Los Alamos Area Office as a system location and Albu¬ 
querque Operations Office from notification procedures. 

System 10 

System location of Los Alamos Area Office is changed to “528 35th 
Street;" Rocky Flats Area Office and Brookhaven Area Office are 
added as system locations; “Categories of Individuals Covered” is 
changed to “ERDA employees as specified in Annex B, ERDAM 
Appendix 4124, Part II, and consultants and special Government 
employees of ERDA;” Categories of records begins with “ERDA 
Forms containing ..." 

System 11 

Add Clinch River Breeder Reactor Plant Project to system location. 

System 14 

Add Idaho Operations Office to system location and notification 
procedure. 

System 16 

Change Los Alamos Area Office location to 528 35th Street. 

System 17 « 

Add Schenectady Naval Reactors Office and Grand Junction Office 
to location and Idaho Operations Office to location and notification 
procedure; Chicago is removed as a location. 

System 18 

Add Albuquerque and San Francisco to location; Chicago Oper¬ 
ations Office is deleted as a system location. 
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System 19 

Add Schenectady Naval Reactors Office, Idaho Operations Office 
and Grand Junction Office to system kx:alion 

System 20 

Change system name to “Files on Operators of Federal Motor 
Vehicles—ERDA,” add Pittsburgh Energy Research Center to system 
location and notification procedure; change categories of individuals to 
“ERDA and ERDA contractor pervinncl," System Manager’s address 
IS changed to “Director, Division of Operational and Environmental 
Safety " 

System 23 

Remove Idaho Operations Office from system location and notifica¬ 
tion procedure; add “t" 3rd line to category of records in system. 

System 24 

System Uxration, add Bartlesville Energy Research Center, Grand 
Forks Energy Research Center, and Laramie Energy Research Center; 
System Manager is changed to “Director, Division of Operational and 
Environmental Safety ” 

Sy stem 25 

Add Shippingport Atomic Power Station to system name and to 
categories of individuals. 

Sy stem 26 

Remove Cincinnati Area Office, Paducah Area Office and Ports¬ 
mouth Area Office from system locations; Brookhaven Office is 
changed to Brookhaven Area Office; change division name to “Divi¬ 
sion of Operational and Environmental Safety.” 

System 29 

Categories of individuals is changexl to “Employees performing 
critical duties as enumerated in AEC Manual Appendix 0560, Part 11, 
(9).” 

Sy stem 30 

System locations added are Mare Island Naval Shipyard, Puget 
Sound Naval Shipyard and Pearl Harbor Naval Shipyard; Cincinnati, 
Paducah and Portsmouth Area Offices are removed; Brookhaven 
Office should read “Brookhaven Area Office;” add “Social Security 
number" to Retnevability; System Manager is changed to “Division of 
Operational and Environmental Safety “ 

System 32 

Grand Junction Office is added to system location; Storage is 
changed to “Paper file manually retreived.” 

System 33 

Add Pittsburgh Naval Reactors Office, Schenectady Naval Reactors 
Office and Grand Junction Office to system locations. 

System 35 

Add Schnectady Naval Reactors Office and Pittsburgh Naval Reac¬ 
tors to system location and Idaho Operations Office to system location 
and notification; Chicago Operations Office is removed from notifica¬ 
tion. 

System 36 

Add to system location San Francisco and Idaho Operations Offices; 
remove Chicago Operations Office from system location and notifica¬ 
tion. ^ 

System 38 

Add Idaho Operations Office to system location and notification; 
Grand Junction Office to system location, and remove Chicago Oper¬ 
ations Office from system location and notification. 

System 41 

Add P.O. Box 1069 to Schnectady Naval Reactors Office; remove 
Idaho Operations Office from system location and notification. 

System 42 

Remove Idaho Operations Office from system location and notifica¬ 
tion. 
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The notice covers all ERDA systems of records finally adopted up 
to and including September 26. 1977 

Dated: September 26. 1977 
Robert F Allnutt. 

Acting Atmtant Adminiunjtor 
for Administration. 

Table of Contents 

ERDA I Alien visits and participation—ERDA 

ERDA 2 Applications and reference checks for overseas employ¬ 
ment with International Atomic Energy Agency (IAEA)—ERDA 

ERDA ? ERDA Personnel—Appraisal and Development 
Records—ERDA 

ERDA 4 Census of High Energy Physicists—ERDA 

ERDA 5 Clearance Board Cases Administrative Review and Per¬ 
sonnel—ERDA 

ERDA 6 Compensation for Contractor Employees (25,000 dollars 
or more)—ERDA 

ERDA 7 Consultants to ERDA Contractors—(Directory 
of)-ERDA 

ERDA 27 Payroll and Leave—ERDA 

ERDA 28 Payroll and pay related data for employees of ter¬ 
minated contractors—ERDA 

ERDA 29 Personnel Assurance Records—ERDA 

ERD.A 30 Personnel radiation exposure information—ERDA 

ERDA 31 Personnel Records of Former and Present Contractor 
Employees—ERDA 

ERDA 32 Personnel Security Clearance Files—ERDA 

ERDA 33 Personnel Security Clearance Index—ERDA 

ERDA 34 (Reserved) 

ERDA 35 Security Education and/or Infraction Reports—ERDA 

ERDA 36 Special Access Authorization for Categories of Clas¬ 
sified Information—ERDA 

ERDA 37 Statistical Analysis Using Personnel Security 
Questionnaire (Mancuso Study)—ERDA 

ERDA 38 Employee and Visitor Access Control Record—ERDA 

ERDA 39 Weapon Data and Weapons Program Facili¬ 
ties—Access to—ERDA 

ERDA 8 Security Correspondence File—ERDA 

ERDA 9 Discrimination Complaint Files—ERDA 

ERDA 10 Employment and Financial Interests—ERDA 

ERDA 40 Nationwide Traineeship Reporting System—ERDA 

ERDA 41 Travel Files—ERDA 

ERDA 42 Document Distribution System—ERDA 

ERDA II ERDA Personnel—Supervisor Records—ERDA 

ERDA 12 ERDA Personnel Applicant Records— ERDA 

ERDA 13 ERDA Contractor Employee Insurance 
Claims—ERDA 

ERDA 14 ERDA Technology Training Program—Skill Training 
at Technician Level— ERDA 

ERDA 15 ERDA Personnel/General Employment 
Records—(Addendum to the U.S. Civil Service Commission 
Federal Register Notice of Records reporting CSC-General Person¬ 
nel Folder and Related Records)—ERDA 

ERDA 16 FHA Insured Loans (Certificates of Eligibili¬ 
ty)—ERDA 

ERDA 17 Firearms Qualifications Record—ERDA 

ERDA 18 Investigations Pertaining to Violations of Law and 
Losses of Security Interest—ERDA 

ERDA 19 Foreign Travel—ERDA 

ERDA 20 Government Driver’s License File—ERDA 

ERDA 21 Investigative Files—ERDA 

ERDA 22 Labor Standards Complaints and Grievance 
Filed—ERDA 

ERDA 23 Legal Office—Claims, Litigations, Criminal Violations, 
Patents, and other Legal Files—ERDA 

ERDA 24 Medical History System—ERDA and Contractor Em¬ 
ployees—ERDA 

ERDA 25 Nuclear Qualification Examination Records (for per¬ 
sonnel to be assigned to ships, shipyards and prototypes)—ERDA 

ERDA 26 Occupational and Industrial Health and Safety 
Records—ERDA 

Appendix AA Additional Routine Uses 

ERDA 1 
System name: 

Alien visits and participation—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington. D.C. 20545 

U.S. Energy Research and Development Administration 
Nevada Derations Office ’ 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Dayton Area Office - 
P.O. Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 
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u s. Energy Research and Development Administration 
Albuquerque Operations OfTice 
P O. Box 5400 
Albuquerque, New Mexico 871 IS 

U S. Energy Research and Development Administration 
Grand Junction Office 
P O Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Lr.s Vegas, Nevada 89114 

Categories of individuals covered by the system: U.S. Energy Research and Development Administration 
Resident aliens who visit and participate at Energy Research Ridge Operations Office 

and Development Administration Offices and Energy P-O- Box E 
Research and Development Administration contractor Oak Ridge, Tennessee 37830 
facilities. 

Categories of records in the system: 
Federal Agencies Indicies checks and Energy Research and 

Development Administration records regarding Alien visits 
and participation at Energy Research and Development 
Administration offices and/or contractor facilities. 

Authority for maintenance of the system: 
PUB L. 93-4.38 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Government agencies with military, intelligence, or law 
enforcement responsibilities—Investigative purposes and to 
refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in 
nature, to the appropriate agency charged with the 
responsibility oi investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. 

For additional routine uses see Appendix AA. 

Policies and practices fot* storing, retrieving, accessing, retaining, 
and disposing of records in the system: 
' Storage: Paper file, retrieved manually 

Retrievability: Indexed chronologically, name and visit number 
Safeguards: Access limited to employees with need-to-know; 

stored in security areas under guard and/or alarm protection 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Safeguards and Security, 
U.S. Energy Research and Development Administration, 
Washington, D.C. 20545 has been designated the Agency 

System Manager for this system. The managers and directors 
of field locations listed under notification below are 
designated system managers for their respective portions of 
this system. 

Notificatton procedure: a. U.S. Energy Research and Develop¬ 
ment Administration, Privacy Act Administration Officer's Mail 
Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C 20545 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office • 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: indicate full name, 
nationality; and, date and location of visit. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individual; reports from Federal Investigation Agencies 

conducting indices investigations; and, letters and/or plans 
from Energy Research and Development Administration 
operating office, operating divisions and Energy Research 
and Development Administration contractor facilities. 

Systems exempted from certain provisions of the act: The Adminis¬ 
trator has exempted this system from subsections (c)(3),(d),(e)<l), 
(eM4)(G),(H),(I), and (f) of 5 U.S.C. 552a under the Privacy Act of 
1974. This exemption applies only to information in this system of 
records which is exempt pursuant to 5 U.S.C. 552a(k) (I), (2) and 
(5). See ERDA rules, 10 CFR Chapter 111, Part 708. 

ERDA 2 
System name: 

Applications and reference checks for overseas employment 
with International Atomic Energy Agency (IAEA)—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

Categories of individuals covered by the system: 
U.S. citizens interested m employment with International 

Atomic Energy Agency, Vienna, Austria 
Categories of records in the system: 

Education, employment history, salary and personal reference 
checks 

Authority for maintenance of the system: 
Executive Order 10422, Executive Order 11552, PUB. L. 93- 

438 (42 U.S.C 5814), PUB L 83-703 as amended (42 U.S.C. 
2201), PUB. L. 93-409 (42 U S C. 5501 et seq ), PUB. L. 93- 
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473 (42 U.S.C. 5551 et seq ). PUB. L. 93-410 (30 U.S.C. 1101 
et seq ); PUB. L. 93-577 (42 U.S.C. 5901 et seq.), PUB. L. 
86-59^ (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

U.S. Mission to IAEA, Vienna and other governmental 
agencies interested in foreign programs. Evaluation prior to 
offers of employment IAEA—Evaluation prior to offers of 
employment plus selection for employment. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper files 
Retrievability: Name, specialty, IAEA organizational designation 
Safeguards: Maintained in safes, access is limited to personnel of 

IAEA Branch and Office of Assistant Director for Agreements and 
Liaison. 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA. Manual Appendix 0230, "Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Administrative Services, Office of Internal Affairs 
U.S. Energy Researcl^and Development Administration, 
Washington, D C. 20545, has been designated the Agency 

System Manager for this system. 
Notification procedure: 

a. U.S. Energy Research and Development Administration, 
Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

b. Required Identifying Information: Full name, field of 
specialization, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individuals seeking employment, references, and references 

and information provided by knowledgeable agency 
personnel. 

ERDA 3 
System name: 

ERDA Personnel—Appraisal and Development 
Records—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 - 
University Station 
Grand Forks, North Dakota 58201 

U.S. Energy Research and Development Administration 

Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 8.3401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box K80 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box-14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectqfjy, New York 12301 

Categories of individuals covered by the system: 
All Energy Research and Development Administration 

employees 
Categories of records in the system: 

Supervisor-employee appraisal, by name of employee, of 
performance, preparation of development plans, and, for 
employees GG-15 and above an appraisal of managerial poten¬ 
tial for the agency Executive Development Program 

Authority (or maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ). PUB. L. 93-577 (42 U.S.C. 5901 et 
seq.), PUB. L. 86-599 (30 U.S.C. 661 et seq ). Public Law 85- 
507, Executive Order 11348 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
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Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: On Paper Form ERDA 622, 622A, 622B. 622C. some older 
records on ERDA Form 625. 

Retrievability: Alphabetic by name 
Safeguards: Usually in file cabinet 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

.. System managerts) and address: 
The Director, Division of Personnel 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Pnvacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administartion 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 85202 

U.S. Energy Research and Development Administration 
Idaho Operations Office * 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 

Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Location(s), full name, 
social security number, date of birth, and time period. 

Record acces.s procedures: • 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From the supervisor and employee during the annual review, 

information is documented on the ERDA Form 622 or 625. 

ERDA 4 
System name: 

Census of High Energy Physicists—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 
Categories of individuals covered by tbe system: 

Scientists and graduate -students in the field of high energy 
, physics 
Categories of records in the system: 

Name, date of birth, education, employment history, research 
support agencies, technical specialities. 

Authority for maintenance of tbe system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq.), 
PUB. L. 93-473 (42 U.S C. 5551 et seq.), PUB. L. 93-410 (30 
U.S.C. 1101 et seq.), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Physicists, research organizations and various government 
organizations engaged in physics research—to obtain 
information on individuals and organizations engaged in high 
energy physics research. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Magnetic tape 
Retrievability: Alphabetical by name, employer or any other com¬ 

bination of data 
Safeguards: Access limited to Division of High Energy and Nuclear 

Physics Personnel, maintained in locked file cabinet in secured build¬ 
ing. 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERD.A are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, 
Division of High Energy and Nuclear Physics, 
U.S. Energy Research and Development Administration, 
Washington, D.C. 20545, has been designated the Agency 

System'Manager for this system. 
Notification procedure: 

a. U.S. Energy Research and Development Administration, 
Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) - 

Washington, D.C. 20545 
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b. Required Identifying Information: Requestor should provide 
his full name, and education (Degree, date and University). 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
High energy physics research group leaders and laboratory 

directors. Other personnel in field of high energy physics. 

ERDA 5 
System name: 

Clearance Board Cases Administrative Review and 
Personnel—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545. 

Categories of individuals covered by the system: 
Employees, access permittees, consultants and prospective 

employees of the Energy Research and Development 
Administration and Energy Research and Development 
Administration contractors and access permit holders. 

Categories of records in the system: 
Results of investigation concerning individuals processed for 

access authorizations (clearances). 
Authority for maintenance of the system: , 

PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 

• U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Personnel involved in administrative review—Information used 
for reference during review board hearings. Federal law 
enforcement and investigative agencies—To refer, where 
there is an indication of a violation of law, whether civil, 
criminal, or regulatory in nature, to the appropriate agency, 
whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper file manually retrieved; also maintained on mag¬ 

netic tape at Oak Ridge office. 
Retrievability: Indexed by name. 
Safeguards: Access limited to employees having need-to-know; 

stored in security areas under guard and/or guard protection. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Safeguards and Security 
U.S. Energy Reseafeh and Development Administration 

Washington, D.C. 20545, has been designated the Agency 
System Manager for this system. The managers and directors 
of field locations listed un^r Notification Ixlow are 
designated system managers for their respective portions of 

■ this system. 
Notification procedure: 

a. U.S. Energy Research and Development Administration. 
Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20.545 

b. Required Identifying Information: Full name, date of birth, 
social security number, clearance processing location, and 
time period. 

■Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Personnel Security Questionnaire and Fingerprint Card 

executed by individual; background investigation reports by 
Federal Bureau of Investigation. Civil Service Commission 
and other Government agencies conducting background 
investigations; summaries and transcripts of interviews with 
the individual; transcripts of Administrative Review Board 
hearings with individual; correspondence to individual 
concerning administrative processing of clearance action and 
local and state police agency reports. 

Systems exempted from certain provisions of the act: The Adminis¬ 
trator has exempted this system from subsections (cK3),(d),(eKI), 
(e)(4KG),(H),(I), and (f) of 5 U.S.C. 552a under the Privacy Act of 
1974. This exemption applies only to information in this system of 
records which is exempt pursuant to 5 U.S.C. 552a(k) (1). (2) and 
(5). See ERDA rules, 10 CFR Chapter 111, Part 708. 

ERDA 6 
System name: 

Compensation for Contractor Employees (25,000 Dollars or 
More)—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River<6reeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administraticn 
Idaho Operations Office 
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530 2nd Street 
I^ho Fidls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas. Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania I SI 22 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argoiuie, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

Categories of iodividualx covered by the system: 
Administrative, Professional, Scientific personnel. 

Categories of records in the system: 
Name, contractor, salary history, and current salary. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 
U.S.C. 1101 et seq.), PUB. L. 93-577 (42 U.S.C. 5901 et. 
seq.),. PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
Policies and nmcticcs for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: File cabinets in mail and file room. 
Retrievability: Alphabetically by name, usually on paper. 
Safeguards: Records kept in file cabinets in guarded buildings. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill as appropriate. 

System manager(s) and address: 
The Director, Division of Labor Relations 
UJS. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94616 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Full name, location of last 
employment, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From contractor salary administrative personnel. 

ERDA 7 
System name: 

Consultants to ERDA Contractors—(Directory of)—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 
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U S. Energy Resear«.h and Development Administration 
Idaho Operations Office 
5M) 2nd Street 
Idaho Falls, Idaho 8HOI 

irS Energy Research and Development Administration 
Nevada Operations Office 
PO Box 14100 
Las Vegas. Nevada 89114 

U S. Energy Research and Development .Administration 
Oak Ridge Operations Office 
P <). Box E 
Oak Ridge, Tennessee ^7830 

U S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P O Box 109 
West Mifflin, Pennsylvania 15122 

U S. Energy Research and Development Administration 
Richland Operations Office 
P O. Box 5.50 
Richland, Washington 99352 

U S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway. Wells Fargo Building 
Oakland, California 94612 

U S. Energy Research and Development Administration 
Savannah River (Operations Office 
P O. Box A 
Aiken, South Carolina 29801 

U S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P O. Box 1069 
Schenectady, New York 12301 

Categories of individuals covered by the system: 
Consultants to ERDA Contractors 

Categories of records in the system: 
Biographical notes, personal data/correspondence, employment 

history, education, salary/total compensation, area of 
specialization, contractual arrangements and duration, 
service provided and research support. 

Authority for maintenance of the system: 
PUB L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ). PUB. L. 9.3-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper 
Retrievability: Indexed chronologically, alphabetically by contrac¬ 

tor, alphabetically by consultant name. 
Safeguards: Secure and guarded building—access on need-to- 

know basis, combination locked files, locked file cabinets 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, "Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate 

System manager(s) and address: 
The Director, Division of Labor Relations 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notificatkm procedure: 

a. U.S. Energy Research and Development Administration, 
Prvacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20.545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P () Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne. Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P O. Box 14100 
Las Vegas, Nevada 89H4 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland. California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken. South Carolina 29801 

b. Required Identifying Information; Full name of consultant, 
name of contractor, area of contract work performed, and 
time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Reports from individuals, contractors, and Dun and Bradstreet. 

ERDA 8 
System name: 

Security Correspondence File—ERDA 
System location: 

U.S Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 
Categories of individuals covered by the system: 

Individual of interest to Energy Research and Development 
Administration officials. 

Categories of records in the system: 
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Correspondence received from individuals; news media; and, 
informational reports. 

Authority lor maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 u s e. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq.), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Federal law enforcement and investi^tive agencies—To refer, 
where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in 
nature, to the appropriate ^ency charged with the 
responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper file manually retrieved. 
Retrievability: Indexed by name. 
Safeguards: Access limited to individuals having need-to-know; 

stored in security area under guard protection. 
Retention and disposal: Records retention and disposal authorities 

are contained in EKDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate, 

System managerfs) and address: 
The Director, Division of Safeguards and Security 
U S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notifkatkm procedure: 
a. U S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

b. Required Identifying Information; Full name, date of birth, 
social security num^r, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individual and official records; news media; and, organizations. 

Systems exempted from certain provisions of the act: 
Administrator has exempted this system from subsections 

(c)(3),(d),(eKl), (eK4KG),(H),(I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(k) (1), (2) and (5). See ERDA 
rules, 10 CFR Chapter 111, I^rt 708. 

ERDA 9 

System name: 
Discrimination Complaint Files—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 

ISSUANCES ,>>3443 

P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
98(X) South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Envelopment Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Ct^rado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 2650S 

U.S. Energy Research and Development Administration 
Nevada O)^rations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Fovbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U S. Energy Research and Development Administration 
Savannah River Operations Office 
P O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
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Schenectady Naval Reactors Office 
P O. Box 1069 
Schenectady, New York 12301 

Categories of individuals covered by the system: 
Each ERDA employee. ERDA contractor employee, or 

Assigned Facilities contractor employee who has filed a 
written complaint of discrimination based on race, religion, 
national origin or sex with ERDA or with another Federal 
agency which has referred the complaint to ERDA 

Categories of records in the system: 
The complaint, investigative reports and related 

correspondence. 
Authority for maintenance of the system; 

Executive order 11246 PUB. L. 93-438 (42 U S.C. 5814). PUB 
L. 83-703 as amended (42 U.S.C. 2201), PUB. L. 93-409 (42 
u s e. 5501 el seq.). PUB. L. 93-473 (42 U.S.C. 5551 et 
seq ), PUB. L. 93-410 (30 U.S.C. 1101 et seq ), PUB. L. 93- 
577 (42 U.S.C. 5901 et seq.), PUB. L. 86-599 (30 U.S.C. 661 
et seq.).Executive Order 11478 PUB. L. 92-261. 

Routine uses of records maintained in the system, including catego- 
' rics of users and the purposes of such uses; 

Other federal state and local agencies—for purposes of 
considerations of charges, claims or appeals.CSC 
(Respecting complaints by ERDA Employees)—Equal 
Employment Opportunity enforcement purposes. U.S. Equal 
Employment Opportunity Commission, U.S. Department of 
Lal^r and State Fair Employment Commissions (Respecting 
complaints by contractor employees)—Equal employment 
opportunity enforcement purposes. 

For additional routine uses see Appendix A A 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper files 
Retrievahility: By name of complainant 
Safeguards: Stored in locked files in guarded buildings, with ac¬ 

cess only to those personnel involved in processing the complaint. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address; 
The Director, Office of Equal Opportunity 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has-been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office- 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls. Idaho 83401 

U.S. Energy Research and I3evelopment Administration 
Laramie F'nergy Research Center • 
P.O. Box 3395 

• University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge. Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development .Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information; Full name, and time 
period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Information is derived from personnel and payroll records and 

from interviews with ERDA and contractor employees. 

P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

ERDA 10 
System name: 

Employment and Financial Interests—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Office of the General Counsel 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
Office of the Chief Counsel 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
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Office of the Chief Counsel 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Junction Office 
Office of the Chief Counsel 
P.O. Box 2567 
Grand Junction, Colorado 81 SOI 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
Office of the Chief Counsel 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Richland Operations Office 
Office of the Chief Counsel 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
Office of the Chief Counsel 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 * 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
Office of the Chief Counsel 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
Office of the Chief Counsel 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
Office of the Chief Counsel 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
Office of the Chief Counsel 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
Office of the Chief Counsel 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
Office of the Counsel 
528 35th St. 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
Office of Counsel 
P.O. Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Brookhaven Area Office 
Upton, New York 11973 

U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 

Categories of individuals covered by the system: 

ERDA employees as specified in Annex B, ERDA Appendix 
4124, Part II, and consultants and special Government employ¬ 
ees of ERDA. 

Categories of records in the system: 
“Contains"; Information on ERDA Forms 443 and 269, including 

the name, position title, date of appointment; employment and 
financial interests; creditors, interests in real property; names 
and addresses of other persons requested to supply information; 
individual's certificate of truth and veracity. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq ), EO 11222 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Cognizant appointing officials—To assist the Agency, CSC and 
the President in determining whether individuals have 
conflicts or apparent conflicts of interest in the performance 
of official duties;/or counselling personnel in avoiding 
violations; for assignment of duties, law enforcement 

Counsel within the Agency and Department of 
Justice—Prosecution or determination as to law enforcement. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper files. 
Retrievability: Indexed by name 
Safeguards: Maintained in locked filing cabinets 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill as appropriate. 

System inanager(s) and address: 
The General Counsel, ERDA—Headquarters 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
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Savannah River Operations Office 
P O. Box A 
Aiken, South Carolina 29801 

h. Required Identifying Information Individual's name. F.RDA 
location of last employment or cognizant office, and time 
period 

Record access procedures; 
Refer to Notification Procedure 

Contesting record procedures: 
Refei to Headquarters. 

Record S4Mircc categories: 
Individual on whom the record is maintained ' 

ERDA 11 
System name: 

ERDA Personnel—Supervisor Records—^ERDA 
System hication: 

U S. I nergy Research and Development Administration 
(He.idquarters) 

Washi.igton, D.C. 20545 

U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P O Bax 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1?98 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forkf, North Dakota 58202 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Engergy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

. U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 

P O- Box 109 
West Mifflin, Pennsylvania |5|22 

I* S Enenzy Research and Development Administration 
Richland Operations Office 
PO Box <^0 
Richland, Washington 99352 

U S Energy Research and Development Administration 
San Francisco < >perations ()ffice 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U S. Energy Research and Development Administration 
Savannah River Operations Office 
P O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and E)evelopment Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P O Box U 
Oak Ridge, Tennessee 378.30 

Categories of individuals covered by the system: 
Current employees, in a few cases, records include former 

employees, assigned military personnel, or applicants 
Categories of records in the system: 

The contents vary from office to office, but include all or 
some of the following: copies and summaries of employment 
history, job descriptions, photography, education, address, 
next of kin, phone number, date of birth, awards and 
commendations received, participation in professional or 
community activities, training, earnings and leave data, 
travel actions, certification or qualification examinations, 
injury reports, appraisals, copy of ADP-produced Form 
ERDA-702, copy of Form ERDA-50, assignment records, 
security infraction notices, records of 
supervisory—employee discussions, reprimands, 
admonitions, adverse actions, contingency planning data, 
security clearance status, and government property in 
employee's possession. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper 
Retrievability: By name 
Safeguards: In files under control of supervisory official 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director of Personnel, U.S. Energy Research and 

Development Administration, Washington, D.C. 20545, has 
been designated the Agency System Manager for this 
system, l^e cognizant supervisor personnel in the 
appropiiate office and location listed under Notification if 
said personnel retain such records, are designated System 
Managers for their respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 2054S 

U.S. Energy Research and Development Administration i 
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Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 871 IS 

U S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1598 
Bartlesville, Oklahoma 74003 

U S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U S. Energy Research and Development Administration 
(irand Forks Energy Research Center 
Box 8213 
University Station 
(jrand Forks, North Dakota 58202 

U S Energy Research and Development Administration 
Idahi> Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

The Administrator has exempted this system from subsections 
(cK3), (d), (eKI). (eK4WG), (H), (I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
p^ursuant to 5 U.S.C. 552a(k)(5) and (6). See ERDA rules, 10 
CFR Chapter 111, Part 708. 

ERDA 12 
Sy.stem name: 

ERD.A Personnel Applicant Records—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 . 
Bartlesville, Oklahoma 74003 

U S. F'nergy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energ5^ Research and Development Administration 
Grand Eorks Energy Research Center 
Box 8213 
University Station 
Grand Eorks, North Dakota 58202 

U S. Energy Research and Development Administration 
Nevada Operations Office 
P O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O Box E 
Oak Ridge, Tennessee 37830 

U S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, CaUfomia 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.G. Box A 
Aiken, South Carolina ^'9801 

b. Required Identifying Information; Complete name, and, if 
appropriate, the geographic location(s), organization(s), the 
name of the supervisor where requester believes such 
records may be located, and the time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters 

Record source categories: 
The greatest majority of the data comes directly from the 

individuals or cognizant supervisory official; other data 
comes from copies of personnel action document. 

Systems exempted from' certain provisions of the act: 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street * 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
l.aramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Eorbes Aveque 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
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Richland, Washington 993S2 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, Calitomia 94612 

U S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

('ategorics of individuals covered by the system: 
Individuals applying for, or inquiring about, employment with 

ERDA 
C'ategorics of records in the system: 

Standard Form PI, “Personal Qualifications Statement”; 
letters of inquiry and general applications; resumes of 
personal data, education, and work experience; personnel 
evaluation forms; completed reference check letters or 
forms; interview summary sheets; education, military and 
employment history statements; correspondence related to 
recruitment, application and employment; test records and 
academic transcripts (as appropriate); other documents 
related to application and employment. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 221), PUB. L 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Key operating officials and supervisors (including military 
personnel assigned to ERDA or directly associated with the 
naval or military application functions of ERDA—Referrals 
of applicants, evaluation of qualifications and selection of 
candidates under consideration for employment, or in other 
activities directly concerned with their official 
responsibilities. 

Colleges and Universities participating in the ERDA recruiting 
program—Performance of regular practices in placement of 
students and in receiving information concerning evaluation 
or selection of their graduates. 

Other Government Investigative Agencies—In the event these 
records indicate a violation or potential violation of law, 
whether civil, criminal or regulatory in nature, and whether 
arising by general statute or particular program statute, or by 
regulation, rule or order issued pursuant thereto, the relevant 
records in the system of records may be referred, as a 
routine use, to the appropriate agency whether federal, state, 
local or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with 
enforcing or implementing the statute, or rule, regulation or 
order issued pursuant thereto. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper and punched cards 
Retrievability: Occupational category, name, date, register 

number; in college recruitment files, retrievable by education in¬ 
stitution's name 

Safeguards: Physical security varies: usually administratively-con- 
trolled access to authorized personnel in a locked and guarded 
building or in locked file cabinets. 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as approbate. 

System managers) and address: 
The Director of Personnel 

U.S. Energy Research and Development Administration 
Washington, D.C. 20S45, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 ^ 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Bbx 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 8.3401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Eievelopment Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administralion 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



PRIVACY ACT ISSUANCES 53449 

b. Required Identifying Information: Full name, social security 
number, date of birth, occupational category and location at 
which application or other material was submitted; in case of 
college recruitment material, applicable college or university 
name; and time period. < 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individuals seeking, or referred for, employment; personal 

references provided by individuals; personnel administrators, 
officials, assistants, and other staff; interviewers; current 
and former employers, teachers, supervisors, and other 
g()vernment agencies; Congressmen, testing officials. State 
Employment Service, and educational institutions 

Systems exempted from certain provisions of the act: 
The Adminfstrator has exempted this system from subsections 

(cK3), (d), (e)(1), (eK4KG), (H), (I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(kK5) and (6). Sqe ERDA rules, 10 
CFR Chapter 111, Part 708. 

ERDA 13 
System name: 

ERDA Contractor Employee Insurance Claims—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 
Categories of individuals covered by the system: 

Claimants under Workmen’s Compensation Insurance, Third 
party claimants against ERDA contractors. 

Categories of records in the system: 
Accident reports, physician statements, pictures, maps, 

sketches, claimant and witnesses statements, doctors and 
hospital bills, reports from engineering firms, claims activity 
reports. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201). PUB. L. 93-409 (42 U.S.C. 5501 et seq:), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 * 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Insurance companies—In administering problem claims against 
ERDA contractors and ERDA. State and local agencies—for 
consideration of insurance claims. Physicians—claim 
evaluation. Lawyers claim evaluation. State industrial 
commissions—claim evaluation. Claims—adjustment services 
firms—claim evaluation. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper, computer, printouts 
Retrievahility: By name, claim number. ■ 
Safeguards: Locked building. 

' Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Record^ within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill as appropriate. 

System managcr(s) and address: 
The Director, Division of Labor Relations 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. 
Nottficathm procedure: 

a. U.S. Energy Research and Development Administration, 
Privacy Act Administration Officer’s Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

b. Required Identifying Information; Full name and time 
period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From insurance company’s claim files and from claimants and 

witnesses. 

ERDA 14 
System name: 

ERDA Technology Training Program—Skill Training at 
Technician Level—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

Oak Ridge Associated Universities 
Oak Ridge Operations Office 
P.O. Box 117 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

Categories of individuals covered by the system: 
Technician skill level training for industrial employers within 

the energy industry, e g.. Construction, Electro/Mechanical 
Drafting, Inhalation Toxicologists, Radiation Monitoring, 
Welding Inspection, Vacuum Technology, and/ASer and 
Optics Technology. 

Categories of records in the system: 
Application for training assignment, work history, education, 

training evaluation. 
Authority for maintenance of the system: 

PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq.), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper and punched cards. 
Retrievahility: Participants name. 
Safeguards: Guarded building. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director 
Division of Labor Relations 
U.S. Energy Research and Development Administration 
Washington, D C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: / 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 • 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
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Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P. O. Box 550 
Richland, Washington 99352 

U.S. Energy Rc*search and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

b Required Identifying Information: Full name, training 
program, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From individuals and contractors by whom the individual is 

employed. 

ERDA 15 
System name: 

ERDA Personnel/General Employment Records—(Addendum 
to the U.S. Civil Service Commission Federal Register 
Notice of Records reporting CSC-General Personnel Records 
(Official Personnel Folder and Related Records))—F-RDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 ^ 
Las Vegas, Nevada 89114 

U.S. Energy Research and'Development Administration 
Oak Ridge Operations Office 

P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors (Jffice 
P.O. Box 109 • 
West Mifflin. Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

('ategorks of individuals covered by the system: Current and 
former employees, consultants, board members and applicants only 
to the extent they are considered for competitive selection. 

Categories of records in the system: 
Official Personnel Folders (SF-66), Service Record Cards (SF- 

7), records on suggestions and awards, training request and ' 
authorization data, training course evaluation statements, 
appraisals resulting from annual supervisor-employee review, 
pay requests and dispositions, reduction-in-force registers 

, . (including ssociated records of competitive levels and 
competitive areas), reemployment and repromotion priority 
lists, retirement associated eligibility and calculations, 
records on competitive selections (Form ERDA-178 and 
supporting documents), central copy of approved position 
descriptions, correspondence related to and copies of 
employee appeals, grievances, and complaints, including 
records of hearings or examiner's reports, lists of separated 
employees, correspondence from employees requesting 
transfer or reassignment, average grade data, data related to 
and derived from the "Personnel Automated Records and 
Information System" (PARIS). 

Authority for maintemiiice of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq.), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Operating officials, supervisors, and administrative staff 
(Including military personnel assigned to ERDA or directly 
associated with the naval or military application functions of * 
ERDA.) The employment and management of the personnel 
resources assigned to or considered for their organization, or 
in other activities directly concerned with their official 
responsibilities. 

Federal Bureau of Investigation or other Federal investigative 
organizations—To refer, where there is an indication of a 
violation or potential violation of law, whether civil, 
criminal, orregulatory in nature, to the appropriate agency, 
whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. Nuclear 
Regulatory Commission—Statistical and historical 
employment analysis. Congress; Office of Management and 
Budget—Agency employment and organization analysis. U.S. 
Civil Service Commission—Federal government 
employment, record keeping and reporting. 
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For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accesring, retaining, 

and disposing of records in the system: 
Storage: Paper, computer printouts, punched cards, mag-tape and 

disk, microfilm. 
Retrievability: Name, Social Security Number. 
Safeguards: Locked file cabinets, controlled access rooms; com¬ 

puter center access-control to automated personnel data base; 
locked records and guarded buildings. 

Retention and disposai: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, "Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Personnel 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration. 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 Soutl^ass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks -Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Ealls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box I4I00 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 

Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland OiKrations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Envelopment Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Complete name, and, if 
appropriate, the geographic location(s) and organization(s) 
where requester believes such record may be located, social 
security number, date of birth, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Data comes directly from individual to whom it applies or is 

derived from information he/she supplied, except 
information that is provided by agency officials and/or 
obtained from official personnel actions. 

Systems exempted from certain provisions of the act: 
The Administrator has exempted this system from subsections 

(cK3), (d), (eXl). (eK4KG). (H), (I), and (f) oi 5 U.S.C. 552a 
under the I^vacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(k)(5) and (6). See ERDA rules, 10 
CFR Chapter 111, Part 708. 

ERDA 16 
System name: 

FHA Insured Loans (Certificates of Eligibility)—ERDA 
System location: 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

Categories of individuals covered by the system: 
Persons having Certificates of Eligibility 

Categories of records in the system: 
Employment and Loan Information 

Authority for maintenance of the system: 
National Housing Act, PUB. L. 93-438 (42 U.S.C. 5814), PUB. 

L. 83-703 as amended (42 U.S.C. 2201), PUB. L. 93^ (42 
U.S.C. 5501 et seq ), PUB. L. 93-473 (42 U.S.C. 5551 et 
seq.), PUB. L. 93-410 (30 U.S.C. 1101 et seq ), PUB. L. 93- 
577 (42 U.S.C. 5901 et seq.), PUB. L. 86-599 (30 U.S.C. 661 

* et seq.) 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: 
Federal Housing Administration—For approval by area 

manager. (FHA) Personnel Processing of loan by FHA. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper. 
Retrievability: Subject file, name. 
Safeguards: Kept in locked building. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
Manager 
U.S. Energy Research and Development Administration 
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Albuquerque Operations Office 
P C. Box 5400 
Albuquerque, New Mexico 871 IS, has been designated the 

Agency System Manager for this system. 
Notificalioa procedure: 

a. U S Energy Research and Development Administration, 
Privacy Act Administration Officer’s Mail Addresses: 

U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O Box 5400 
Albuquerque, New Mexico 87115 

b. Required Identifying Information; Eull name of individual 
and time period. 

Record access procedures: 
Refer to Notification Procedure. 

U.S. Energy Research and Development Administraton « 
San Francisco Livermore Site Office 
Trailer 125, Room 106 
Livermore, California ^550 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O Box 2567 
Grand Junction, Colorado 81501 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individuals involved, employer, real estate broker 

ERDA 17 
System name: 

Firearms Qualifications Record—ERDA 
System Imation: 

U S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U S. Energy Research and Development Administration 
Amarillo Area Office 
Pantex Plant, P.O. Box 1086 
Amarillo, Texas 79105 

U S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U S. Energy Research and Development Administration 
Dayton Area Office 
Mound Laboratory, Box 66 
Miamisburg, Ohio 45342 

U.S Energy Research and Development Administration 
Kansas City Area Office 
2000 E. Bannister Road, P.O. Box 202 
Kansas City, Missouri Ml 41 

U S. Energy Research and Development Administraton 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Pinellas Area Office 
GE Pinellas Peninsula, P.O. Box 11500 
St. Petersburg, Florida 33733 

U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 

U.S. Energy Research and Development Administration 
Sandia Area Office 
Technical Area I, Kirtland Air Force Base-East 
Albuquerque, New Mexico 87115 

U.S Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P O Box 1069 
•Schenectady, New York 12301 

Categories of individuals covered by the system: 
Energy Research and Development Administration employees 

and Energy Research and Development Administration 
contractor employees who familiarir.e or qualify with 
firearms in performance of regular duties. 

Categories of records in the system: > 
Records of individual's annual qualification scores; approval of 

gun permits; accountability of firearms. 
Authority for maintenance of the system: 

PUB. L. 93-438 (42 U.S C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Wackenhut Services Incorporated (Nevada) Training and 
Administrative Personnel—Performance of regular duties 

Los Alamos County Sheriff—Deputation of individuals 

Los Alamos County Clerk—Recording of Deputy Commission 

Los Alamos District Court Clerk—Recording of Deputy 
Commission. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper file manually retrieved. 
RetrievabilHy: Indexed chronologically and by name. 
Safeguards: Access limited to employees having need-to-know; 

stored in security areas under guard and/or alarm protection. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: The Director, Division of 
Safeguards and Security 

U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
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Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

b. Required Identifying Information; Full name, date of birth, 
social security num^r, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 

Gun permit notifications and firearm qualifications results from 
individual and training personnel. 

ERDA 18 
System name: 

Investigations Pertaining to Violations of Law and Losses of 
Security Interest—ERDA 

System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Batavia Area Office 
P.O. Box 2000 
Batavia, Illinois 60510 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2i\d Street 
Idaho Falls, Idaho 83401 

U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P O Box 5400 
Albuquerque, New Mexico 87115 

U S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building. 
Oakland, California 94612 

Categories of individuals covered by the system: 
Energy Research and Development Administration and ERDA 

contractor employees; private citizens. 
Categories of records in the system: 

Reports to determine cause and circumstance of accidents 

and/or incidents; and, traffic violators. 
Authority for maintenance of the system: 

PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 u s e. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ). 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Federal, State and local law enforcement agencies—To refer, 
where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in 
nature, to the appropriate agency, whether Federal, state, or 
local, charged with the responsibility of investigating or 
prosecuting such violation or charged with enforcing or 
implementing the statute, or rule, regulation, or order issued 
pursuant thereto. 

Civil Service Commission—Investigative purposes 

Property Owners and Insurance Companies—Insurance claims 

ERDA Contractor Fire and Safety and Administrative 
Personnel—Evaluation of fire and safety incidents. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper file manually retrieved; also on photographs and 

tape recordings at Batavia Office. 
Retrievability: Indexed by name and chronologically. 
Safeguards: Access limited to individuals having need-to-know; 

maintained in locked and guarded buildings. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: The Director, Division of 
Safeguards and Security 

U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

' U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuqueque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U,S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

reOERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



TMTri ENERGY RESEARCH AND DEVELOPMENT ADMINISTRATION 

b. Required Identifying Information; Indicate full name, date 
of birth, employer, dates of employment and social security 
number. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Reports of investigations performed by security, fire, safety 

personnel; reports filed by local and state police 
de(»rtments; and, results of accident investigations and 
incidents. 

ERDA 19 
System name: 

Foreign Travel—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque. New Mexico 87115 

U.S. Energy Research and Development Administratioo 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

Categories of individuals covered by the system: 
Energy Research and Development Administration and ERDA 

contractor employees traveling to foreign countries. 
Categories of records in the system: 

Security evaluation of individual's access to classified 
information and background data relating to proposed 
foreign travel; travel itinerary and summary rep^ following 
completion of travel. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq.). 

PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq ) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Law enforcement and intelligence agencies—Post travel 
discussions. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 

Storage: Paper files, retrieved manually. 
Retrievability: Indexed by name and chronologically. 
Safeguards: Access limited to employees with need-to-know, 

stored in guarded buildings. 
Retentioo and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA arc destroyed by shredding, ^rn- 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: The Director, Division of 
Safeguards and Security 

U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

b. Required Identifying Information; Indicate full name, date 
of birth, employment location and dates of travel. 

Record access procedures: Refer to Notification Procedure. 
Conlesrtng record procedures: 

Refer to Headquarters. 
Record source categories: 

Individual and employer of individual. 
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Syslcnu exempted from certain provisions o( the act: 
The Administrator has exempted this system from subsections 

(cK3).(d).(eKl). (eK4KG).(H).(l). and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(k) (1), (2) and (5). See ERDA 
rules, 10 CFR Chapter 111, Part 708. 

ERDA 20 
System name: 

Files on Operators of Federally-Owned Motor Vehicles—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
P.O. Box 1398 
Bartlesville, Oklahoma 74003. 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
New Brunswick Laboratory 
P.O Box 150 
New Brunswick, New Jersey 08930 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395, University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Ave. 
Pittsburgh, Pennsylvania 15213 

Categories of individuals covered by the system: 

ERDA and ERDA contractor personnel, U.S. Geological Survey 
personnel, contractor personnel, U.S. Forest Service personnel, 
and Nuclear Regulatory Commission personnel 

Categories of records in the system: 
Government motor vehicle license applications, government 

motor vehicle operator’s driving record, record of tests, 
investigations pertaining to possible misuses of government 
equipment, and vehicle restrictions 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 
U.S.C. 1101 et seq.), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) CSC 
Regulations, 40 U.S.C. 471. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

National Safety Council and military personnel—Statistical, 
awards, determine qualifications for drivers license, 
employee's license history, managerial control 

Contractors—Same as above and investigation of possible 
misuse of government equipment. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper and punched cards 
Retrievahility: Alphabetic by name, chronological by expiration 

date, date of incident, and numeric by badge number 
Safeguards: Maintained in buildings with controlled access, com¬ 

bination file safe, and key lock file 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System managerfs) and address: The Director, Division of Operation¬ 
al and Environmental Safety 
' U.S. Energy Research and Development Administration * 

Washington, D.C. 20545, has been designated the Agency . 
System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 
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U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration_ 
Bartlesville Energy Research Center t 
Box 1398 ^ 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1.398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Devciopntent Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395, University Station 
Laramie, Wyoming 82071 

U.S Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Ave. 
Pitttsburgh. Pennsylvania 15213 

b. Required Identifying Information: Full name, location(s) of 
ERDA installation, where Government driver's license was 
issued, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From individual, examining physician, or nurse. National 

Driver Register, Department of Transportation, shipment 
security records and trip summaries, safety engineer, citizens ' 
observing misuse of government equipment, and police 

ERDA 21 
System name: 

Investigative Files—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

. U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Grand Fo^s Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
5.50 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada emigrations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 ' 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh fJaval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

Resident Investigators, Office of Internal Review, assigned at 
the following Operations Offices; 

Albuquerque Operations Office 
Chicago Operations Office 
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Nevada Operations Office 
Oak Ridge Operations Office 
Richland Operations Office 
San Francisco Operations Office 

Categories of individuab covered by the system: 
Current and former ERDA and contractor employees who are 

subjects of investigations, and individuals involved in 
miscellaneous investigative matters. 

Categories of records in the system: 
Investigative reports, memoranda, letters, and when applicable, 

performance evaluation of the assigned investigator. 
Authority for maintenance of the system: 

PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Federal, state and local law enforcement Agencies—To refer, 
where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in 
nature, to the appropriate agency, whether Federal, state, or 
local, charged with the responsibility of investigating or 
prosecuting such violation or charged with enforcing or 
implementing the statute, or rule, regulation, or order issued 
pursuant thereto. 

General Accounting Office—Administrative evaluation of 
agency procedures, upon request. 

Congress—Evaluation of agency procedures. 

Individuals Who File Discrimination Complaints Against 
ERDA—Review results of discrimination investigation. 

ERDA contractor management personnel on a need to know 
basis—Administrative evaluation and action. 

United States Department of Justice—Possible civil suits. 

Other Government Agencies—Evaluation with regard to 
personnel clearance and suitability investigations, upon 
request. 

Federal, state or local agencies authorized under the Civil 
Rights Act to redress equal opportunity 
complaints—Evaluation of investigations of discrimination 
complaints. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and dbposing of records in the system: 
Storage: Paper files and card indices 
Rctrievability: By name and case number 
Safeguards: Files are kept in at least key-locked cabinets, with 

access on a need-to-know basis. Files may be disclosed outside the 
agency only with the approval of the Director, Office of Audit and 
Inspection. 

Retention and dbposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: The Director, Office of Internal 
Review. 

U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 

a. U.S. Energy Research and Development Administration, 
Privacy Act Administration Officer’s Mail Address: 

U.S, Energy Research and Development Administration 
(Headquarters) 

Washington. D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
University Station 
Box 8213 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street ^ 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

* U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
133 Broadway, Wells Fargo Building , 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Full name, identity and 
address of employer, and dates of employment. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Information comes from ERDA and contractor records, 

employees of both, and other sources possessing information 
pertinent to an investigation. 

Systems exempted from certain provisions of the act: The Adminis¬ 
trator has exempted this system from subsections (cK3),(d),(eXI), 
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(3K4HG)(H),(I), and (f) of 5 U.S.C. 552a under the Privacy Act of 
1974. This exemption applies only to information in this system of 
records which is exempt pursuant to 5 U.S.C. 552s(k) (1), (2) and 
(5). See ERDA rules, 10 CFR Chapter 111, Part 708. 

ERDA 22 
System name: 

Labor Standards Complaints and Grievance Files—ERDA 
System location: 

U S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box .S400 
Albuquerque, New Mexico 87115 

U S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Ilhnois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
5.50 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

Categories of individuals covered by the system: 
Current and former contractor employees. 

Categories of records in the system: 
Complaints against contractors, labor unions. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 u s e. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq.), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

U.S. Dept, of Labor—Contract labor standards enforcement. 
For additional routine uses see Appendix AA. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in .the system: 

Storage: Paper 
Retrievahility: By individual name, by case number. 
Safeguards: Locked files. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 
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System manager(s) and address: 
The Director, 
Division of Labor Relations, 
U.S. Energy Research and Development Administration, 
Washington, D.c. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
• Chicago Operations Office ^ 

9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch Rfver Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
5.50 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

b. Required Identifying Information: Contractor, union, 
individuaFname, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From contractors, public, individuals. 

ERDA 23 

System name: 
Legal Office—Claims, Litigations, Criminal Violations, 

Patents, and other Legal Files—ERDA 

System location: 
U.S. Energy Research and E>evelopment Administration 

(Headquarters) 
Washington, D.C. 20545 

• 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 
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U.S. Energy Research and Development Administration 
Chicago Operatiims Office 
9K00 S^outh Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota .S8202, 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P O. Box 3395 
University Station 
Laramie. Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
Post Office Box 1069 
Schenectady, New York 12301 

Categories of individuals covered by the system: 
ERDA related debtors arid bankrupts; claimants-radiation, tort, 

patent;claimants with respect to employees compensation 
and workmen's compensation claims; radiation injury and 
other personal injury claims; property damage and other tort 
claims; patent claims and contract claims; injured parties, 
litigants and complaints generally; inventors; those against 
whom claims have been filed; persons suspected of violating 
criminal law. 

Categories of records in the system: ^ 
Claims of government against others; Administrative claims; 

personal injury, radiation injury, property damage and other 
tort claims; contract claims, litigation records, accident 
reports civil litigation; addendums^to inspection reports 

employment records consultants agreements, cases alleging 
discrimination, award, conflict of interest files, criminal 
litigation records. Personal Security Review Board cases, 
medical records, photographs, telephone records, 
investigations, government orders, inventions and 
correspondence and other data relating to the foregoing. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201),.PUB. L. 93-409 (42 U.S.C. 5501 et seq.), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 
u s e. 1101 et seq.), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Department of Justice, GAO, state and local law enforcement 
agencies; civil and criminal courts, administrative arbitrators, 
litigants, investigators, congress, attorneys, physicians, 
consultants, insurance earners—For appraisal, evaluation, 
settlement and denial of claims and other matters and as a 

. basis for advice by counsel and physiciians and as a basis 
for administrative and legal action and all matters pertaining 
thereto including civil and criminal remedies, law 
enforcement, disclosure when requesting information, and 
disclosure of requested information, maintenance of records. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, reUuning, 

and disposing of records in the system: 
Storage: Paper 
Retrievability: Name and control card locator 
Safeguards: Records maintained in vault and locked safes under 

surveillance during business hours, otherwise locked. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The General Counsel, U.S. Energy Research and Development 

Administration (Headquarters),Washington, D.C. 25045 has 
been designated the Agency system manager for this system. 
The Managers and Directors of the field locations listed 
under Notification below are designated System Managers 
for their respective portions of the system. 

Notification procedure: 
a. U.Sr Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Envelopment Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue i 
Argonne, Illinois 60439 1 

U.'S. Energy Research and Development«\dministration ] 
Grand Forks Energy Research Center j 
Box 8213 j 
University Station i 
Grand Forks, North Dakota 58202 ■ 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30. 1977 



.'>3460 ENERGY RESEARCH AND DEVELOPMENT ADMINISTRATION 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37t$50 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Full name of individual; 
approximate date of event, place of origin; category of 
re :ord, cognizant office 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refe to Headquarters. 

Record source categories: 
From individuals, inspection reports, other agencies. Office of 

General Councel attorneys and other agency officers and 
staif, contractors, investigators and auditors. 

Systems exempted from certain provisions of the act: 
, The Administrator has exempted this system from subsections 

(cK'),(d),(eKl), (c)(4KG),(H),(I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(k) (1), (2) and (5). See ERDA 
rules. 10 CFR Chapter 111, Part 708. 

ERDA 24 
System name: 

Medical History System-ERDA and Contractor 
Employees—ERDA 

System location: 
U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 Second Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U S. Energy Research and Development Administration 
Albuquerque Operations Office 
P O Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Naval Reactors Facility 
P O. Box 2068 
Idaho Falls, Idaho 83411 

U.S. Energy Research and Development Administration 
Bettis Atomic Power Laboratory 
P.O. Box“79 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania L5213 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
2006 E. Bannister, Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Grand Junction Office - 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Brookhaven National Laboratory 
Industrial Medicine Division 
Upton, New York 11973 

U.S. Energy Research and Development Administration 
Dayton Area Office 
Mound Laboratory, Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Bendix Corporation 
P.O. Box 1159 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Knolls Atomic Power Laboratory 
P.O. Box 1072 
Schenectedy, New York 12301 
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U S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

. U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
P.O. Box 880 
Morgantown, West Virginia 26505 

L' S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
P O Box 1398 
Bartlesville, Oklahoma 74003 

U S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P O. Box 3395 
University Station 
Laramie, Wyoming 82071 

Categories of individuals covered by the system: 

Employees of ERDA and ERDA contractor personnel. 
Categories of records in the system: 

Medical history on employee resulting from medical 
examinations and radiation exposure. In case of injury, 
description of injury occurrence and treatment. In addition, 
medical records of periodic physical examinations; and 
pyschological testing, routine first aid, and other visits. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as am(42 

U.S.C. 2201), PUB. L 93-409 (42 U.S.C. 5501 et seq ), PUB 
L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 U.S.C. 
1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et seq ), PUB. 
L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Physicians, U.S. Department of I^bor, various state's 
departments of labor and industries, and contractors—to 
describe and record information as a result of periodic and 
physical examinations to ascertain suitability of an employee 
to a better job assignment with regard to health, and to 
maintain a record of occupational injuries or illnesses. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Computer printouts, magnetic tape, paper, microfilm. 
Retrievahility: By name. Social Security number, plant area. 
Safeguards: Active records are maintained in locked file cabinet 

in a locked building. Inactive records are maintained in locked 
storage vault. 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, 
Division of Operational and Environmental Safety 
U.S. Energy Research and Development Administration, 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 
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U.S. Energy Research and Development Administration 
C'hicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
5.50 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 5.50 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O Box A 
Aiken. South Carolina 29801 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
P.O. Box 880 
Morgantown, West Virginia 26505 

b. Required Identifying Information: Applicable location or 
location or locations where individual is or was employed, 
full name of requester, social security number, employer(s), 
and time period. , 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters 

Record source categories: 
From individuals and employer payroll systems. Investigations 

of accidents or illnesses: From individual and his personnel 
and Medical records: Physician performing the examination. 

ERDA 25 
System name: 

Nuclear Qualification Examination Records (for personnel to 
be assigned to ships, shipyards, portotypies and shipping port 
Atomic Power Station)—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

Categories of individuals covered by the system: 
Candidates for positions: U.S. Naval nuclear ship commanding 

officers, engineering officers. Naval nuclear prototype plant 
managers. Naval reactors representatives, shipyard and 
prototype shift test engineers and shipping port Atomic Power 
Station operations supervisors and nuclear control operators. 

Categories of records in the system: 
Completed examinations and associated records necessary to 

locate the exams. 
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Authority for mainteiiMKC of the cystem: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201). PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ). PUB. L. 93-410 (30 
u s e. 1101 et seq ). PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ). PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

DOD—Performance of regular duties. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper 
Retrievability: Name and examination serial number 
Safeguards: Access controlled by cognizant engineer. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing. or burial in a sanitary latuifill, as appropriate. 

System manager(s) and address: 
The Director, Division of Naval Reactors, 
U S. Energy Research and Development Administration, 
Washington. D.C. 20545 has been designated the Agency 

System Manager for this system. 
Notification procedure: 

a. U.S. Energy Research and Development Administration, 
Ihivacy Act Admiriistration Officer’s Main Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

b. Required Identifying Information; Name, position for which 
examination taken and the approximate date of the exam. 

Record access procedures: 
Refer to Notification Procedure. 

Record source categories: 
From the individual to whom the records pertain. 

ERDA 26 
System uamc: 

Occupational and Industrial Health, and Safety 
Records—ERDA 

I 
U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 ^ 

I 
U.S. Energy Research and Development Administration i 
Chicago Operations Office I 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Brookhaven Area OfTice 
Upton, New York 11973 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 Second Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Nevada Test Site 
Mercury, Nevada 89023 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
New Brunswick Laboratory 
P.O. Box 150 
New Brunswick, New Jersey 08903 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters). 
Washington, D.C. 20545 

U.S. Energy Research and Development Adnunistration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Amarillo Area Office 
Pantex Plant , 
P.O. Box 1086 
Amarillo, Texas 79105 

U.S. Energy Research and Development Administration 
Dayton Area Office 
P.O. Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
P.O. Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research aiKl Development Administration 
Los Alamos Area Office 
180 6th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Puerto Rico Area Office 
P.O. Box BB 
San Juan, Puerto Rico 00935 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Idaho Branch Office 
P.O. Box 2469 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Shippingport Branch Office 
P.O. Box 11 
Shippingport, Pennsylvania 15077 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway 
Oakland, California 94612 

U.S. Energy Res^rch and Development Administration U.S. Energy Research and Development Administration 
Pinellas Area Office Savannah River Operations Office 
P.O. Box 11500 P.O. Box A 
St. Petersburg, Florida 33733 Aiken, South Carolina 29801 
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U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York I230I 

U.S. Energy Research and Development Administration 
West Milton Field Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Windsor iHcld Office 
P.O. Box 393 
Windsor, Connecticut 06095 

U.S. Energy Research and Development Administration 
Health and Safety Laboratory 
376 Hudson Street 
New York, New York 10014 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
P.O. Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395, University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213, University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
P.O. Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center . 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

Categories of individuals covered by the system: 
ERDA employees, contractor employees, and any other 

persons having access to ERDA facilitis. 
Categories of records in the system: 

Accident/incident information; occupational injury and illness 
experience; property damage experience; motor vehicle 
accidents 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Physicians—For purpose of treating patients. 
Property owners and insurance companies—For purpose of 

processing insurance claims. 
ERDA contractor safety and administrative 

personnel—Evaluation of safety incidents. 
ERDA contractors and consultants. States’ departments of 

labor and industries and other state agencies, U.S. 
Department of Labor, National Drivers' Registry, and 
Department of Transportation—for purposes of processing 
insurance claims and accident reporting. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Magnetic tape, punch cards, paper, microfilm 
Retrievability: alphabetic, numeric, or alphanumeric code Medical 

records and motor vehicle accident records—retrievable by name in 
the field organizations. 

Safeguards: Locked file cabinets, locked safes, guarded areas, 
secured buildings. 

Retention and disposal: Records retention and disMsal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, 
Division of Operational and Environmental Safety 
U.S. Energy Research and Development Administration. 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act, Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue , 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 

'' Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 • • 
Morgantown. West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration '’f 
. Oak Ridge Operations Office 

P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh. Pennsylvania 15213 
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U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

F 
U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, Calitomia 94612 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Full name, social security 
number, and/or birth date, geographic location of the 
accident and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record soorce categories: 
Individual concerned. 
Individual's supervisor. 
Medical officer—personal physician. 
Accident investigator. 
Investigation board. 
Investigating law enforcement officer. 
National Drivers Register, 
Previous employer records. 

ERDA 27 
System name: 

Payroll and Leave—ERDA 
System location: 

U.S. Energy Research and Development Administration 
Headquarters 

Office of the Controller 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
.Albuquerque Operation Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

t'alegorics of individuals covered by the system: 
ERDA Personnel and Consultants 

Categories of records In the system: 
Time and attendance records, consultant earning records, 

ERDA personnel earning records, payroll actions and 
deduction information, reauests and authorizations for 
overtime/night defferential, and CSC retirement records 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq.), PUB. L. 86-599 (30 U.S.C. 661 et seq.)ERDA PR 9- 
7.5005-9 & 9-15..5010-14 (d). Title 5, 31 USC 66A, and 
Federal Personnel Manual supplement 296-31/293-31 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Treasury Department—Collection of withheld taxes, printing 
payroll checks and issuing savings bonds 

Internal Revenue Service—Federal Inconve Tax Processing 
State and Local Governments—State and Local Income Tax 

processing 
Civil Service Commission—Retirement Records and Benefits 
Social Security Administration—Social Security Records and 

Benefits 
Department of Labor—Processing workmen's compensation 

claims 
DOD-Military Retired Pay Offices—Adjusting of Military 

Retirement 
Savings Institutions—Crediting accounts for savings made 

through payroU deductions 
Employee Unions—Crediting Accounts for employees with 

union dues deductions 
Health Insurance Carriers—To process insurance claims 
GAO-Audit—Verification of accuracy and legality of 

disbursement 
Veterans’ Administration—for evaluation of veteran’s benefits 

to which the individual may be entitled. 
States’ Departments of Employment Security—for determining 

entitlement to unemployment compensation or other State 
benefits. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the qnrtem: 
Storage: Paper, punched-cards, magnetic tape and disk, and 

microfiche 
Retrievabiiity: Individual name (alphabetic). Social Security 

Number, chronologically, and payroll number 
Safeguards: 

1. Access to magnetic tapes and disk files is controlled through 
established ERDA computer center procedures (personnel 
screening and physical security). 

2. Locked cabinets and desks 
3. Access or need to know basis 
4. Secure building 
5. Safe 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by jhredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System managerfs) and address: 
The Controller, 
Office of the Controller, 
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U.S. Energy Research and Development Administration 
Headquarters 

Washington, D.C. 2094S, has been designated the Agency 
System Manager for this system. 

The managers and directors ai field locations listed under 
notification below are designated system managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20S4S 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 54(X) 

I Albuquerque, New Mexico 871 IS 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information: Full name, social security 
number, location(s) of employment, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individual; Division of Personnel; personnel certifying Time 

and Attendance Records 

ERDA 28 
System name: 

Payroll and pay related data for employees of terminated 
contractors—ERDA 

System location: 
U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 

Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administratioa 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

Categories of individuals covered by the system: 
All types of former contractor employees 

Categories of records in the system: 
Employee payroll data from terminated contractors, 

employment history, job titles, complaints, salary reviews, 
etc. 

Authority for nuintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 u s e. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq.) PUB. L. 93-577 (42 U.S.C. 5901 et seq ), 
PUB. L. 86-599 30 U.S.C. 661 et seq.) 

Routine uses of records maintaiaed in the system, incloding catego¬ 
ries of users and the purposes of such naes: 

U.S. Department of Labor—to determine compliance with 
Federal labor laws. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper 
RetrievabilHy: Alphabetical by name, some by subject matter. 
Safeguards: ERDA holding records area. 
Retention and dispoal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within t^ ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill as appropriate. 

System managerfs) and address: 
The Director, Division of Labor Relations 
U.S. Energy Research and Development Administration, 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations Hsted under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

b. Required Identifyi^ Information: Full name, location(s) of 
employment, and time period. 

Record access procedures: 
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Refer to Notification Procedure. 
Contesting record procedures: 

Refer to Headquarters. 
Record source categories: 

From ERDA contractors. 

ERDA 29 
System name: 

Personnel Assurance Records—ERDA 
System location: 

U.S Energy Research and Development Administration 
Albuquerque Operations Office 
P O. Box 5400 
Albuquerque. New Mexico 87115 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

b. Required Identifying Information: Full name, date of birth, 
social security num^r, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individual and supervisor. 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas. Nevada 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, Cahfomia 94612 

Categories of individuals covered by the system: 

Employees performing critical Julies as enumerated in ERDA 
Manual, Appx 0560, Part II, Para. B(9). 

Categories of records in the system: 
Results of medical examinations, employment review, 

credit/consumer reports; and data for access authorizations 
(clearances). 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ). 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: paper file manually retrieved 
Retrievability: indexed by name 
Safeguards: access limited to employees having need-to-know; 

stored in locked file cabinets in secured buildings 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Military Applications, 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

ERDA 30 
System name: 

Personnel radiation exposure information—ERDA 
System location: 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Amarillo Area Office 
Pantex Plant 
P.O. Box 1086 
Amarillo, Texas 79105 

U.S. Energy Research and Development Administration 
Dayton Area Office 
P.O. Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
P.O. Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Pinellas Area Office 
P.O. Box 11500 
St. Petersburg, Florida 33733 

U.S. Energy Research and Development Administra’ion 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 

U.S. Energy Research and Development Administ ation 
Chicago Operations Office 
9800 South Cass Avenue ' 
Argonne, Illinois 60439 

U.S. Energy Research and Development Admini >tration 
Brookhaven Area Office 
Upton, New York 11973 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 Second Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Idaho Health Services Laboratory, CF-690 
INEL and Computer Science Center 
Idaho FaUs, Idaho 83401 
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U.S. Energy Research and Development Admioistratioo 
Nevada Operations Office 
P. O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administratioa 
Oak Ridge Operations Office 
P. O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
New Brunswick Laboratory 
P.O. Box 150 
New Brunswick, New Jersey 08903 

U.S. Energy Research and Development Administration 
Puerto Rico Office 
P.O. Box BB 
San Juan, Puerto Rico 00935 

U.S. Energy Research and Dcvel(^[>ment Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Idaho Branch Office 
P.O. Box 2469 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Shippingport Branch Office 
P.O. Box 11 
Shippingport, Pennsylvania 15077 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Weis Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
West Milton Field Office 
P. O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Windsor Field Office 
P.O. Box 393 
Windsor, Connecticut 06095 

U.S. Energy Research and Development Administration 
Health and Safety Laboratory 
376 Hudson Street 
New York, New York 10014 

U.S. Energy Research and Devekmment Administration, 
Hanford Environmental Health Foundation 

Kadlec Medical-Dental Building 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Batavia Area Office 
P.O. Box 2000 
Batavia, Illinois 60510 

U.S. Energy Research and Developinent Administration 
Health Physics and Safety Division 
Brookhaven National Laboratory, Bldg. 535 

20 N. Technology St. 
Upton. New York 11973 

U.S. Energy Research and Development Administration 
Division of Naval Reactors 
2521 Jefferson Davis Highway 
Arlington, Virginia 22202 

U.S Energy Research and Development Administration 
Naval Reactors Representative (Jffice 
Bldg. 178. Portsmouth Naval Shipyard, P.O. Box 2008 
Portsmouth, New Hampshire 03801 

U.S. Energy Research and Developntent Administration 
Naval Reactors Representative Office 
P O. Box 21 
Groton, Connecticut 06340 

U.S. Energy Research and Development Administration 
Naval Reactors Representative Office, P.O. Box 1687 
Pascagoula, Mississippi 39567 

U.S. Energy Research and Development Administration 
Naval Reactors Representative Office 
Newport News Shipbuilding & Dry Dock Co., P.O. Box 973 
Newport News, Virginia 23607 

U.S. Energy Research and Development Administration 
Naval Reactors Representative Office 
Charleston Naval Shipyard 
Building 195 
Charleston, South Carolina 29408 

U.S. Energy Research and Development Administration 
Naval Reactors Representative Office 
Norfolk Naval Shipyard, P.O.Box 848 
Portsmouth, Virginia 23705 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Laramie ^lergy Research Center 
P. O. Box 3395, University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Grand FoAs Ener^ Research Center 
Box 8213, University Station 
Grand Forks, North Dakota 58202 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
P. O. Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Naval Reactors Representative OfTice 
Mare Island Naval Shipyard, P.O. Box 2053 
Mare Island, California 94592 

U.S. Energy Research and Development Administration 
Naval Reactors Representative Office 
Puget Sound Naval Shipyard 
P.O. Box lA 
Bremerton, Washington 98314 

U.S. Energy Research and Development Administration 
Naval Reactors Representative Office 
Pearl Harbor Naval Shipyard 
P.O. Box 128 
FPO, San Francisco, California 96610 

Categories of individuals covered by the system: 

KDHAl REGISTEk, VOL. 42, NO. 190—fRIOAY, SEPTEMBER 30, 1977 



53468 PRIVACY ACT ISSUANCES 

ERDA personnel, contractor personnel, and any other persons 
having access to certain ERDA facilities. 

Categories of records in the system: 
ERDA and contractor personnel and other individuals' 

radiation exposure records; and other records in connection 
with the transuranic registry. 

Authority for maintenance of the system: 

PUB L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 83-703. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

U.S. Navy to monitor radiation exposure of Naval and other 
personnel at Navy activities. 

NRC—To monitor radiation exposure or contractor personnel. 
ERDA and contractors and consultants, other contractors, and 

organizations where radiation exposure exceed established 
levels, various States' departments and labor and 
industries—to monitor radiation exposure of personnel. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Computer printouts, paper, index cards, magnetic tape, 

punched cards, microfilm 
Retrievability: Name, alphabetical, numeric, alphanumeric code, 

chronological, social security number 
Safeguards: Locked file cabinets, locked safes, guarded areas, 

secured buildings 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Operational and Environmental Safety 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

.Washington, D.C. 20545 

U.S. Energy Research' and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 871 IS 

U.S. Energy Research and Development Administration 
. Bartlesville Energy Research Center 

Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
Box 8213 
University Station 
Grand Forks, North Dakota 58201 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Eneny Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82070 

U.S. Energy Research and Development Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Derations Office 
P.O. Box I4I00 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Fraitcisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information; Geographic location of 
individual while employee of AEC/ERDA or name of field 
office/contractor, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contcstiiig record procedures: 
Refer to Headquarters. 

Record source categories: 
Individual concerned, accident/incident investigation, film 

badges, dosimetry records, previous employee records 

ERDA 31 
System name: 

Personnel Records of Former and Present Contractor 
Employees—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquahers) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
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J Idaho Falls. Idaho 83401 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge. Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland. Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway. Wells Fargo Building 
Oakland, California 94612 

U.S. Ener^ Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

Categories of individuals covered by the system: 
Former and present contractor employees. 

Categories of records in the system: 
Name, employment history, earnings, medical history, etc. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq.), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Fed. Agencies—Possible violations of labor statutes under their 
jurisdiction. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper 
Retrievability: By contractor, by employees name and by subject 

name. 
Safeguards: In locked or guarded building. 
Retenthm and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System managerfs) and address: 
The Director 
Division of Labor Relations 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 

9800 South Cass Avenue 
Argonne, lUinois 60439 

U.S. Energy Research and Development Administratioo 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Nevada Oi^rations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

b. Required Identifying Information; Full name, location of 
employment, and period of employment. 

Record access procedures: 
Refer to Notification Procedure. 

Coutestittg record procedures: 
Refer to Headquarters. 

Record source categories: 
From contractors. 

ERDA 32 
System name: 

Personnel Security Clearance Files—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicimo (^rations Office 
9800 Muth Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Oi^rations Office . 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

FEDERAL REGISTER, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



53470 PRIVACY ACT ISSUANCES 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
RicMand, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94616 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken. South Carolina 29801 

• 
U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

Categories of individuals covered by the system: 
Employees and applicants for employment for ERDA and 

ERDA contractors; consultants; other individuals requiring 
access to classified information and facilities; access 
permittees who are authorized access in accordance with 10 
CFR, part 95. 

Categories of records in the system: 
Results of investigations concerning individuals processed for 

access authorizations (clearances). 
Authority for maintenance of the system: 

Public Law 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as 
amended (42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 
et seq ), PUB. L. 93-473 (42 U.S.C. 55M et seq ), PUB. L. 
93-410 (30 U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 
5901 et seq.), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Civil Service Commission, 

Defense Investigative Service, 

Department of Defense, 

Department of State, Nuclear Regulatory Commission, Central 
Intelligence Agency, 

Federal Bureau of Investigation, and 

U.S. Postal Inspectors 
To refer, where there is an indication of a violation or potential 

violation of law, whether civil, criminal, or regulatory in 
nature, to the appropriate agency, charged wiUi the 
responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. 

Joint Committee on Atomic Energy—Employment purposes. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage; Paper file, manually retrieved. 
Retrievability: Indexed by name and numerical file. 
Safeguards: Access limited to employees having need-to-know; 

stored in repository under either guaid or alarm protection. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, "Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Safeguards and Security 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago OjKrations Office 
9800 ^uth Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls. Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

b. Required Identifying Information; Full name, date of birth, 
soc^ security num^r, clearance processing location, and 
time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Personnel Security Questionnaire and fingerprint card executed 

by individual; background investigation reports by Federal 
Bureau of Investigation, Civil Service Commission and other 
Government agencies conducting background investi^tions; 
summaries and transcripts of interviews with the individual; 
interrogatory letters to the individual; local police 
departments reports; and, security infraction reports 
received from the individual’s su^rvisor. 

Systems exempted from certain provisions of the act: 
The Administrator has exempted this system from subsections' 

(cK3),(d),(cKI). (eK4KG),(H).(I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(k) (1), (2) and (5). See ERDA 
rules, 10 CFR Chapter III, Part 708. 
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ERDA 33 
System name: 

Personnel Security Clearance Index—ERDA 
System location: 

U S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Re^arch and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, Cahfomia 94612 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P O. Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

Categories of Individuals covered by the system: 
Energy Research and Development Administration employees 

and Energy Research and Development Administration 
contractor employees and access permittees for whom 
access authorizations, clearances, have been initiated, 
granted and/or terminated. 

Categories of records in the system: 
Records identifying history and status of processed access 

authorizations (clearances). 
Authority for maintenance of the system: 

PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq.), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained In the system, including catego* 
ries of users and the purposes of such uses: 

ERDA Contractor employees—Security and 
Administration—Performance of regular duties; 

Federal law enforcement, intelligence and investigative 
agencies and other Federal agencies possessing classified 
information—To refer, where there is an indication of a 
violation or potential violation of taw, whether civil, 
criminal, or regulatory in nature, to the appropriate agency, 
whether feder^, state, or local, charged with the 
responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. 

For additional routine uses see Appendix AA. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper file retrieved manually; also maintained on data 
cells, magnetic tape, punch cards and disc packs retrieved auto¬ 
matically. 

Retrievability: Indexed by name, and access authorization 
(clearance) number. 

Safeguards: Access limited to employees having need-to-know; 
stored in secured building subject to guard patrols and/or 4darm 
protection. 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System ;naaager(s) and address: 
The Di'ector, Division of Safeguards and Security 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, " 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque. New Mexico 87115 

U.S. Energy Research and Development Adn\inistration 
Chicago Operations Office 
9800 ^uth Cass Avenue 

. Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

U.S. Energy Research and Development Administration 
Nevada Derations Office 
P.O. Box 14100 

' Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 
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U.S. Energy Research and Development Administratioa 
Savannah River Operataons Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Sandia Area Office 
P.O. Box 5400 
Albuquerque, New Mexico 871 IS 

b. Required Identifying Information; Indicate full name, date 
of birth, social security number and dates of employment. 

Record acccas procedures: 
Refer to Notification Procedure. 

Contestiiig record procedures: 
Refer to Headquarters 

Record source categories: 

U.S. Energy Research and I>evelopment Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Ener^ Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

Personnel Security Questionnaire and fingerprint card executed 
by individual and records of Energy Research and 
Dievelopment Administration Personnel Security Offices. 

Systems exempted from certain provisions of the net: 
The Administrator has exempted this system from subsections 

(cK3).(d),(eXl). (eK4KG),(H).(I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
In’information in this system of records which is exempt 
pursuant to 5 U.S.C. 552a(k) (1), (2) and (5). See ERDA 
rules, 10 CFR Chapter 111, Part 708. 

ERDA 35 
System name: 

Security Education and/or Infraction Reports—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Division of Safeguards and Security 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland. Washington 99352 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Amarillo Area Office 
Pantex Plant, P.O. Box 1086 
Amarillo, Texas 79105 

U.S. Energy Research and Development Administration 
Dayton Area Office 
P.O. Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
P.O. Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Pinellas Area Office 
P.O. Box 11500 
St. Petersburg, Florida 33733 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors OfTice 
PO Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P O Box 1069 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

Categories of individuals covered by the system: 
Energy Research and Development Administration and Energy 

Research and Development Administration contractor 
employees having access authorization (clearance) to classify 
information and/or materials. 

Categories of records in the system: 
Records of security education lectures and investigative and 

summary reports of security infraction incidents. 
Authority (or maintenance of the system: 

PUB. L. 93-438 (42 U.S.C. 5814)t PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ). PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries jf users and the purposes of such uses: 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper file retrieved manually 
RetrievabilHy: Chronologically and by name 
Safeguards: Access limited to employees with need-to-know; 

stored in security areas 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion. Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System inanager(s) and address: 
The Director. Division of Safeguards and Security 
U.S. Energy Research and Development Administration '' 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The .Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portion of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 
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U.S. Energy Research and Development AdminisUalion 
Nevada Of^rations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P O Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P O. Box 550 
Richland, Washington 993S2 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Idaho Operations OlTice 
550 2nd Street 
Idaho Falls. Idaho 83401 

b. Required Identifying Information; FuH name, date of birth, 
social security num^r, employment date and location. 

Record access procedures: 
Refer to Notification Procedure. 

Cootcsliiig record procedures: 
Refer to Headquarters. 

Record source categories: 
Records from training officer; investigative reports from 

Security personnel and employee supervisor; and Local, 
State and Federal authorities. 

ERDA 36 
Sysleni name: 

Special Access Authorization for Categories of Classified 
Information—ERDA 

System location: 
U.S. Energy Research and Development Administration 
Division oi Safeguards and Security 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
RicMand Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Amarillo Area Office 
Pantex Plant, P.O. Box 1086 
Amarillo, Texas 79105 

U.S. Energy Research and Development Administration 
Dayton Area Office 
P.O. Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
P.O. Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Pinellas Area Office 
P O. Box 11500 
St. Petersburg, Florida 33733 

U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P O. Box 928 
Golden, Colorado 80401 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Sandia Area Office 
P.O. Box 5400 
Albuquerque, New Mexico 871 f5 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
San Francisco Operations OfTice 
1333 Broadway, Wells Fargo Building 
San Francisco, California 94612 

U.S. Energy Research and Development AdminiMration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

Categories of individuals covered by the system: 
Individuals authorized access to special categories of 

information and comparmentalized Energy Research and 
Development Administration facilities aailor areas. 

Categories of records in the system: 
Letters and memoranda of authorization to special categories 

of classified information. 
Authority for maintenance of the system: 

PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 
(42 U.S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq.) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

ERDA contractors—For purposes of performing contractual 
functions. 

“NATO, National Security Agency, and CIA—for determining 
individuals who have access to classified information 
generated by these agencies.” 

For additional routine uses see Appendix AA. 
Policies and practices tor storing, retrieving, acccaring, retaining, 

and disposing of records in the system: 
Storage: paper file; also nu^netic tape at Headquarters. 
Retrievability: indexed by name. 
Safeguards: access limited to employees with need-to-know; 

stored in security areas under either guard or alarm protection. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing. or burial in a sanitary landfill, as appropriate. 

System managrrif) and address: 
The Director, Division of Safeguards and Security 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
directors of the field locations listed under Notification 

' below are designated the System Managers for their 
respective portions of this system. 
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NotifkatkMi procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses; \ 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box I4I00 
Las Vegas, Nevada 89114 _ 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls, Idaho 83401 

b. Required Identifying Information; Full name, date of birth, 
where employed, clearance processing location, and time 
period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 

Requests for access from sponsoring work unit initiated by 
individual and supervisor. 

Systems exempted from certain provisions of the act: 
The Administrator has exempted this system from subsections 

(cM3),(d),(eKl), (eM4HG),(H),(I), and (f) of 5 U.S.C. 552a 
under the Privacy Act of 1974. This exemption applies only 
to information in this system of records which is exempt 
pursuant to 5 U.S C. 552a(k) (1). (2) and (5). See ERDA 
rules, 10 CFR Chapter 111, Part 708. 

. ERDA 37 
System name: 

Statistical Analysis Using Personnel Security Questionnaire ' 
(Mancuso Study)—ERDA 

System location: 
U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee, 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

Categories of individuals covered by the system: 
Energy Research and Development Administration employees, 

consultants and contractor employees and consultants who 
were granted Energy Research and Development 
Administration access authonzations (clearances); and 
employees of Manhattan Engineering District Project. 

Categories of records in the system: 
Records of employees of the Manhattan Engineering District 

Project; and, copies of Personnel Security Questionnaires 
after termination of employment. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 u s e. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
. PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577(42 U.S.C. 5901 et seq ), 
PUB. L. 86-599 (30 U.S.C. 661 et seq ). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

Mancuso Study—Statistical Analyses using Personnel Security 
Questionnaires 

Federal law enforcement and investigative agencies—To refer, 
where there is an indication of a violation or potential 
violation of law, whether civil, criminal or regulatory in 
nature, to the appropriate agency, whether Federal, state or 
local, charged with the responsibility of investigating or 
prosecuting such violation or charged with enforcing or 
implementing the statute, or rule, regulation, or order issued 
pursuant thereto. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
_ Storage: Paper file retrieved manually. 

Retrievability: Indexed by name. 
Safeguards: Maintained in guarded security areas in locked file 

cabinets; access limited to individuals having a need-to-know. 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Biomedical and Environmental 

Research 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 
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U S Kncrgy Research and Development Administration 
Richland Operations Office 
P O Box 550 
Richland, Washington 99352 

h Required Identifying Information; Full name and time 
period. 

Record acceM procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source catcgorica: 
. Clearance history of Manhattan Engineering District 

employees, access permittees payments for security 
clearances; and, reports from investigative agencies. 

ERDA 38 
System name: 

F.mployee and Visitor Access Control Record—ERDA , 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Amanllo Area Office 
Pantex Plant, P.O. Box 1086 
Amarillo, Texas 79105 

IT S. Energy Research and Development Administration 
Dayton Area Office 
P.O. Box 66 
Miamisburg, Ohio 45342 

U.S. Energy Research and Development Administration 
Kansas City Area Office 
P.O. Box 202 
Kansas City, Missouri 64141 

U.S. Energy Research and Development Administration 
Los Alamos Area Office 
528 35th Street 
Los Alamos, New Mexico 87544 

U.S. Energy Research and Development Administration 
Pinellas Area Office 
P.O. Box 11500 
St. Petersburg, Florida 33733 

U.S. Energy Research and Development Administration 
Rocky Flats Area Office 
P.O. Box 928 
Golden, Colorado 80401 

U.S. Energy Research and Development Administration 
Sandia Area Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Savannah River Operations Office, 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Adnunistration 
Oak Ridge Operations Office • 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U S Energy Research and Devekipment Administration 
Idaho Operations Office 
550 2nd Street 
Idaho Falls. Idaho 83401 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P O Box 2567 
Grand Junction, Colorado 81501 

Categories of individuals covered by the system: 
Individuals visiting Energy Research and Development 

Administration field offices, area offices and contractor 
facilities. ERDA employees seeking access to ERDA faeflities 
and classified records. 

Categories of records in the system: 
Records of individuals visiting Energy Research and 

Development Administration and employee identification 
files including photographs maintained for access purposes. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 U..S.C. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq.), PUB. L. 93-410 (30 
u s e. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq ), PUB. L. 86-599 (30 U.S.C. 661 et seq ). 

Routine uses of records maintafaied in the system, incinding catego¬ 
ries of users and the purposes of such uses: 

ERDA contractors—Control access to classtfied infonnation 
and areas 

Department of Defense Contractors—Authorize access to 
classified infonnation and areas. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, acccaring, retaining, 

and disposing of records in the system: 
Storage: Paper file, photo file, and microfiche retrieved manually. 
RetrievahUity: Indexed chronologically and by name. 
Safeguards: Access limited to employees with need-to-know; 

stored in guarded security areas. 
Retentien and diapaaal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within tte ERDA are destroyed by shreddii^, tam¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System nmnagcr(s) and addrem: 
The Direcor, Division of Safeguards and Secini^ 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Ehrectors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Dcvelopanent Administration, 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 
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U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
Idaho Operations OfTice 
550 2nd Street 
Idaho Falls, Idaho 83401 

b. Required Identifying Information; Name, social security 
number, date of bir^, clearance processing location, and 
time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures; 
Refer to Headquarters. 

Record source categories: 

Department of Defense, individual; Energy Research and 
Development Administration offices and contractors; 
National Aeronautics and Space Administration; and other 
Government agencies. 

ERDA 39 
System name: 

Weapon Data and Weapons Program Facilities—Access 
to—ERDA 

System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
i Nevada Operations Office 
' P.O. Box 14100 

Las Vegas, Nevada 89114 

. U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 

‘ Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
San Francisco Operation Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

Categories of individuals covered by the system: 
Employees of ERDA, DOD, and other Government agencies, 

and their contractors and consultants requiring access to 
weapon data and/or ERDA nuclear weapons program 
facilities. 

Categories of records in the system: 
Name, rank. Social Security Number, date of birth, 

citizenship, employer, type of clearance, number and date of 
clearance, categories of information requested and 
authorized, locations to be visited and dates of visit. 

Authority for maintenance of the system: 
PUB. L. 93-438 (42 U.S.C. 5814), PUB. L. 83-703 as amended 

(42 u s e. 2201), PUB. L. 93-409 (42 U.S.C. 5501 et seq ), 
PUB. L. 93-473 (42 U.S.C. 5551 et seq ), PUB. L. 93-410 (30 
U.S.C. 1101 et seq ), PUB. L. 93-577 (42 U.S.C. 5901 et 
seq.), PUB. L. 86-599 (30 U.S.C. 661 et seq ). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

DOD and DOD contractors, C.I.A., N.S.C., O.M.B., Executive 
Office of the President, N.A.S.A., N.R.C., Congress, State 
Department—for ERDA to maintain list of personnel 
authorized by ERDA to have access to nuclear weapon data 
and weapons facilities, and to provide clearance information 
on ERDA and ERDA contractors to other agencies. Other 
agencies have access to this system to determine whether 
ERDA or ERDA contractor personnel have appropriate 
clearances for access to their facilities. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Microfiche and paper files 
Retrievahility: Alphabetic by name, purpose, and facility to be 

visited , 
Safeguards: Maintained in buildings with controlled access 
Retention and disposal: Records retention and disposal authorities 

are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Director, Division of Military Application 
U.S. Energy Research and Development Administration 
Washington, D.C. 20545, has been designated the Agency 

System Manager for this system. The Managers and 
Directors of the field locations listed under Notification 
below are designated the System Managers for their 
respective portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albqquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration. 
Nevada Derations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Ener^ Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 
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U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information; Full name and time 
period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
From individual. Government agencies, employers 

ERDA 40 
System name: 

Nationwide Traineeship Reporting System—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 
Categories of individuals covered by the system: 

College graduate students participating in the ERDA sponsored 
traineeship/laboratory graduate program. 

Categories of records in the system: 
Academic background, employment history, traineeship area of 

study, and mailing/permanent addresses. 
Authority for maintenance of the system: 

Pub. L. 93-438 (42 U.S.C. 5814), Pub. L. 83-703 as amended (42 
U.S.C. 2201), Pub. L. 93-409 (42 U.S.C. 5501 et seq.). Pub. 
L. 93-473 (42 U.S.C. 5551 et seq ). Pub. L. 93-410 (30 U.S.C. 
1101 et seq^^). Pub. L. 93-577 (42 U.S.C. 5901 et seq ). Pub. L. 
86-599 (30 u s e. 661 et seq.). 

Routine uses of records maintained in the system, inclnding catego¬ 
ries of users and the purposes of such uses: 

University traineeship advisors—Compliance with contract 
terms covering traineeship administration functions; 
Contractor officials—For possible employment 
selection/notification. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper, punched cards, and magnetic tape. 
Retrievability: Individual name, institution,'laboratory, trainee- 

ship program class, and traineeship identification number. 
^^nards: Access to magnetic tapes is controlled through 

established ERDA computer center procedures (personnel screen¬ 
ing and physical seepnty); access on need to Know basis; and 
secure building. 

Retenthm and (Unwaal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion." Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System managcr(s) and address: 
The Director,C)ffice of University Programs, U.S. Energy 

Research and Development Administration (Headquarters), 
Washington, D.C. 20M5, has been designated the Agency 
System Manager for this system. “The Managers and 
Directors of the field locations listed under Notification have 
been designated the System Managers for their respective 
portions of this system.” 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer's Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

b. Required Identifying Information: Full name, social security 
number, and time period. 

Record access procedures: 
Refer to Notification Procedure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
University traineeship advisors. 

ERDA 41 
System name: 

Travel Files—ERDA 
System location: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Office of the Controller 
Washington, D.C. 20545 

U.S. Energy Reseaarch and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration - 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Schenectady Naval Reactors Office 
P.O. Box 1069' 
Schenectady, New York 12301 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Ener» Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

U.S. Energy Research and Development Administration 
Grand Junction Office 
P.O. Box 2567 
Grand Junction, Colorado 81501 

U.S. Energy Research and Development Administration 
Pittsburgh Naval Reactors Office 
P.O. Box 109 
West Mifflin, Pennsylvania 15122 

U.S. Energy Research and Development Administration 
Nevada Derations Office 
P.O. Box I4I00 
Las Vegas, Nevada 89114 

Categories of individuals covered by the system: 
ERDA Personnel, Interviewers, Invitational Travelers (other 

federal agencies and Congress). 
Categories of records in the system: 

Travel vouchers, authorizations, advance payment records, 
foreign travel requests and approvals, related 
correspondence, and real estate transaction documents. 

FEDERAL REGISTER, VOL. 4i, NO. 190—FRIDAY, SEPTEMBER 30. 1977 



5347H PRIVACY ACT ISSUANCES 

Authority for nuiintenaiicc of the system; 
Pub. L. 93-438 (42 U.S.C. 5814), Pub. L. 83-703 as amended <42 

U.S.C. 2201), Pub. L. 93-409 (42 U.S.C. 5501 ct scq ). Pub. 
L. 93-473 (42 U.S.C. 5551 et seq ). Pub. L. 93-410 (30 U S C. 
1101 ct seq ). Pub. L. 93-577 (42 U.S.C 5901 et scq ), Pub. L. 
86-599 (30 U.S.C. 661 et seq ). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: 

GAO Audit and Venfication of accuracy and legality of 
disbursements. Treasury Department—Production of checks 
for travel advances and payments. IRS—Taxable travel 
reimbursements. 

For additional routine uses see Appendix AA. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper, punched cards, magnetic tape and disk, and 

microfiche. 
Retrievability: Individual h'ame (alphabetic) and chronologically. 
Safeguards: Access to mag. 'tic tapes and disk files is controlled 

through established ERDA cci .outer center procedures (personnel 
screening and physical security), locked cabinets and desks; access 
on need to know basis; and secure building. 

Retention and disposal: Records retention and disposal authorities 
are contained in ERDA, Manual Appendix 0230, “Records Disposi¬ 
tion.” Records within the ERDA are destroyed by shredding, burn¬ 
ing, or burial in a sanitary landfill, as appropriate. 

System manager(s) and address: 
The Controller, Office of the Controller, U.S. Energy Research 

and Development Administration (He^qua’lers), 
Washington, D.C. 20545, has been designated the Agency 
System Manager for this system. The Managers and 
Directors of the field locations listed under notification have 
been designated System Manager for their respective 
portions of this system. 

Notification procedure: 
a. U.S. Energy Research and Development Administration, 

Privacy Act Administration Officer’s Mail Addresses: 

U.S. Energy Research and Development Administration 
(Headquarters) 

Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 South Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Clinch River Breeder Reactor Plant Project 
P.O. Box U 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office ' 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information; Full name, social secunty 
number, and location of employment, and time period 

Record access procedures: 
Refer to Notification Proij^dure. 

Contesting record procedures: 
Refer to Headquarters. 

Record source categories: 
Individual and ERDA approval officials. 

ERDA 42 

System name: Document Distribution System • ERDA 
System location: 
U.S. Energy Research and Development Administration 

(Headquarters) 
Washington. DTC. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 ^uth Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research (Tenter 
University Station Elox 8213 
Grand Forks, North Dakota 58201 

U.S. Energy Research and Development Administration 
Laramie Energy Research (Tenter 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and Development Administration 
Morgantown Energy Research (Tenter 
Box 880 
Morgantown. West Virginia 26505 

U.S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas. Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P.O. Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P.O. Box A 
Aiken, South Carolina 29801 

Categories of individuals covered by the system: Persons who have 
requested information which is distributed by ERDA on a routine 
basis. 
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Categories of records in the system: One record containing name and 
address and selection criteria. 

Authority for maintenance of the system: PUB.L. 93-438. 

' Routine uses of records maintained in the system, including categories 
of users and the purposes of such uses: For additional routine uses see 
Appendix AA. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Paper, punched cards, magnetic tape and disk, and micro¬ 
fiche. 

Retrievability: Records are retrieved by record identification code 
number and normally by type of information being disseminated, e g., 
M)lar, nuclear, etc., or by the occupation, profession or other stated 
interest of an individual, or by selective distributions such as high 
schools interested in films or public interest organizations in a specific 
Federal Region. 

Safeguards: Access limited to employee's with need in performance 
of duties. System maintained in buildings with controlled access. 
Computer information is controlled through established ERDA com¬ 
puter center procedures of personnel screening and physical security in 
secure building. 

Retention and disposal: Records retention and disposal authorities are 
contained in ERDA, Manual Appendix 0230, “Records Disposition.” 
Records within ERDA are destroyed by shredding, burning, or burial 
in a sanitary landfill as appropnate. 

System managerts) and address: Agency system manager 
The Director 
Division of Administrative Services 
Energy Research and Development Administration 
Washington, D.C. 20545. 
The managers and directors of field locations listed under Notifica¬ 

tion procedures below are designated system managers for their 
respective portions of this system. 

Notification (ikocedure: a. U.S. Energy Research and Development 
Administration, Privacy Act Administration Officer’s Mail Addresses; 

U.S. Energy Research and Development Administration 
(Headquarters) 
Washington, D.C. 20545 

U.S. Energy Research and Development Administration 
Albuquerque Operations Office 
P.O. Box 5400 
Albuquerque, New Mexico 87115 

U.S. Energy Research and Development Administration 
Bartlesville Energy Research Center 
Box 1398 
Bartlesville, Oklahoma 74003 

U.S. Energy Research and Development Administration 
Chicago Operations Office 
9800 ^uth Cass Avenue 
Argonne, Illinois 60439 

U.S. Energy Research and Development Administration 
Grand Forks Energy Research Center 
University Station ^x 8213 
Grand Forks. North Dakota 58201 

U.S. Energy Research and Development Administration 
Laramie Energy Research Center 
P.O. Box 3395 
University Station 
Laramie, Wyoming 82071 

U.S. Energy Research and E)evelopment Administration 
Morgantown Energy Research Center 
Box 880 
Morgantown, West Virginia 26505 

U S. Energy Research and Development Administration 
Nevada Operations Office 
P.O. Box 14100 
Las Vegas, Nevada 89114 

U.S. Energy Research and Development Administration 
Oak Ridge Operations Office 
P.O. Box E 
Oak Ridge, Tennessee 37830 

U.S. Energy Research and Development Administration 
Pittsburgh Energy Research Center 
4800 Forbes Avenue 
Pittsburgh, Pennsylvania 15213 

U.S. Energy Research and Development Administration 
Richland Operations Office 
P O Box 550 
Richland, Washington 99352 

U.S. Energy Research and Development Administration 
San Francisco Operations Office 
1333 Broadway, Wells Fargo Building 
Oakland, California 94612 

U.S. Energy Research and Development Administration 
Savannah River Operations Office 
P O Box A 
Aiken, South Carolina 29801 

b. Required Identifying Information- Name as it appears on the 
mailing label or number as it appears on the mailing label. 

Record access procedures: Refer to Notification Procedure. 
Contesting record procedures: Refer to Headquarters. 
Record source categories: Self-supplied by requesters. 
NOTE: There will be no new ERDA rules or changes to previously 

published rules resulting from the addition of this new system of 
records. 

APPENDIX AA 

Additional Routine Uses 
The following routine uses apply to and are incorporated by 

reference into each system of records as stated therein: 
1. In the event that a record within this system of records main¬ 

tained by this agency indicates a violation or potential violation of 
law, whether civil, criminal or regulatory in nature, and whether 
arising by general statute or particular program pursuant thereto, 
the relevant records in the system of records may be referred as a 
routine use to the appropriate agency, whether Federal, State, local 
or foreign, charged with the responsibility of investigating or 
prosecuting such violation or charged with e^orcing or implement¬ 
ing the statute, or rule, regulation or order issued pursuant thereto. 

2. A record from this system of records may be disclosed as a 
routine use to a Federal, State, or local agency maintaining civil, 
criminal, or other relevant enforcement information or other per¬ 
tinent information, if necessary to obtain information relevant to an 
Agency decision concerning the hiring or retention of an employee, 
the issuance of a security clearance, the letting of a contract, or the 
issuance of a license, grant, or other benefit. 

3. A record from tlus system of records may be disclosed, as a 
routine use, to a Federal agency, in response to its request, in con¬ 
nection with the hiring or retention of an employee, the issuance of 
a security clearance, the reporting of an investigation of an em¬ 
ployee, the letting of a contract, or the issuance of a license, grant, 
or other benefit by the requesting agency, to the extent that the in¬ 
formation is relevent and necessary to the requesting agency’s deci¬ 
sion on the matter. 

4. A record from this system of records may be disclosed, as a 
routine use, in response to a court subpoena, to appropriate parties 
engaged in litigation or in preparation of possible litigation such as 
potential witnesses for the purpose of securing their testimony 
when necessary to courts, magistrates or administrative tribunals, 
to parties and their attorneys for the puipose of proceeding with 
litigation or settlement of disputes, to individuals seeking informa¬ 
tion by using established discovery procedures, whether in connec¬ 
tion with civil, criminal, or regulatory proceedings. 

5. A record maintained by this agency to carry out its functions 
which relates to civil and criminal proceedings may be disclosed to 
the news media in accordance with guidelines contained in Depart¬ 
ment of Justice regulations 28 C.F.R. 50.2. 

6. A record maintained by this agency to carry out its functions 
may be disclosed to foreign governments in accordance with treaty 
obligations. 

7. A record from this system of records may be disclosed to the 
Office of Management and Budget in connection with the review of 
private relief legislation as set forth in OMB Circular No. A-19 at 
any stage of the legislative coordination and clearance process as 
set forth in that Circular. 

8. A record from this system of records may be disclosed, as a 
routine use, to ERDA contractors in performance of their con¬ 
tracts, and their officers and employees who have a need for the 
record in the performance of their duties subject to the same limita¬ 
tions applicable to ERDA officers and employees under the Privacy 
Act. 

9. Congressional Inquiries—disclosure may be made to congres¬ 
sional office from the record of an individu^ in response to inqui¬ 
ries, from the congressional office made at the request of that in¬ 
dividual. , 
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FEDERAL ENERGY ADMINISTRATION 
PRIVACY ACT OF 1974 

Systems of Records: Annual Publication 

Agency: Federal Energy Administration. 
Action: Annual Republication of Systems of Records. 
Summary: Pursuant to section 3(eX4) of the Privacy Act of 1974, 

5 L S C' ^^2a(cM4l. the Federal Energ> Administration (FEA) 
herebs publishes a notice of the existence and character of each of 
Its s\stems of records as currentK maintained by the agency. Such 
notice seas last previously published at 41 Fed Reg. 40076 
iSepiembcr 16, 19'’6) 

By nolKC being published simultaneously with this republication, 
FEA IS proposing two new systems of records to be designated as 

“FEA—22. Correspondence Files” and "FEA—23. Telephone 
Numbers of FEA Officwls " The test of the proposed system 
notices arc included in the list of system descriptions contained 
herein, and a Report on Neic Systems describing these systems is 
being submitted in accordance i*ith S U.S.C. S52a(ol. Office of 
Management and Budget (OMBI Circular No. A-lOX, and the trans¬ 
mittal memoranda thereto 

In addition. FEA is proposing in the companion notice to amend 
the routine uses for the records contained in FEA—X. Statements 
of Financial Interest. FEA—14. Employee Carpool Parking; 
FEA—IX. Mailing Lists for Requestors of Energy Related Informa¬ 
tion; and FEA—19. Congressional Constituent Inquiries. The texts 
of the proposed amendments are included in the appropriate system 
notice contained herein 

Should FEA receive any comments in response to the companion 
notice which would result in a change in the new or amended 
system descriptions as published herein. FEA will publish notice of 
such changes and amend the description of the appropriate system 
of records. 

Included in the Report on New Systems, but not in the com¬ 
panion notice, arc such of the amendments to FEA—I. FEA Per¬ 
sonnel Records and Management Informaiton System; FEA—X. 
FEA—IX; FEA—19. and FEA—20. Freedom of Information and 
Privacy Act Requests, as would change the number of types of in¬ 
dividuals on whom records arc maintained or would expand the 
type of information maintained Since these amendments do not in¬ 
volve an alteration of the routine uses of the systems, the Privacy 
Act does not require notice of them in the Federal Register. FEA 
has determined that a Report on New Systems is not required for 
any of the other amendments contained herein. 

For further information contact: 
John Treanor (Privacy Act Officer) 
12th and Pennsylvania Avenue, NW. 
Room 2121 
Washington. D.C. 20461 
(202) 566-9X40 

Susan Weinstein (Office of General Counsel) 
12th and Pennsylvania Avenue, NW. 
Room 6144 
Washington, D C. 20461 
(202) 566-9296 

Supplementary Information: 
I. Amendments not previously published to the FEA Notices of 

Systems of Recods (system names are as previously published, 
rather than as amended) 

A. FEA—1, FEA Personnel Records and Management Informa¬ 
tion System 

B. FEA—2. Payroll System 
C FEA—8, Confidential Statements of Employment and Finan¬ 

cial Interest 
D. FEA—9, Medical Records 
E. FEA—14. Employee Carpool Parking 
F. FEA—15, Employee Applications for Motor Vehicle Opera¬ 

tors Card ‘ 
G FEA—16. Intergovernmental Personnel Act (IPA) Contracts 
H FEA—18. Mailing Lists for Requestors of Energy Related In¬ 

formation 
I. FEA—19, Congressional Constituent Inquiries 
J. FEA—20, Fre^om of Information Act Requests for Records 

II. Previously Published Amendments to FEA System Notices 
I. Amendments not Previously Published to*the FEA Notices of 

Systems of Records 

A. FEA—I. FEA Personnel Records and Management Inlorma 
tion System 

Categories of records in the system: Also included in the system 
of records are copies of SF-256. “Sclf-idiuitification of Medical 
Disability “ The completion of this form is entirely voluntary and 
the information contained therein will be used only to establish pro¬ 
grams to facilitate the hiring, placement, and advancemnt of han¬ 
dicapped individuals in accordance with the Rehabilitation Act of 
1973 (Pub L. 93-112). 

B. FEA—2. Payroll System 
System location: The payroll system of records in now partially 

located in the FEA Regional Offices listed in Appendix A to the 
system description 

System maaager(s) and address: The Regional Administrators of 
the appropriate Regional Offices have been added as system 
managers. 

C. FEA—8. Confidential Statements of Employment and Finan¬ 
cial Interest 
System name: The system name “Statements of Financial Interest" is 

being substituted in order to accommodate the inclusion in the 
system of the non-confidential form “State of Known Financial 
Interest," an information-gathering mechanism developed to satis¬ 
fy the reporting requirement of section 522 of the Energy Policy 
and Conservation Act, Pub. L. 94-163. 

Categories of individuals covered by the system: In addition to 
those presently covered, individuals required by 10 CFR 203.26a to 
file a “Statement of Known Financial Interest” will be included in 
the system. 

Categories of records in the system: In addition to the records 
presently listed, the system will contain all known financial interests in 
energy businesses and properties held by individuals covered under 10 
CFR 203.26a during the previous calendar year. 

Authority for maintenance of the system: Section 522 of the Ener¬ 
gy Policy and Conservation Act, Pub. L. 94-163, is added to the-list 
of authorities. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: In addition to the routine 
uses listed in Appendix B, the “Statement of Known Financial In¬ 
terest” is available to any member of the public upon request. 

D. FEA—9. Medical Records 
System location: Medical records are now partially located in the 

Health Units associated with the FEA Regional Offices listed in 
Appendix A to the system descriptions. 

System manager(s) and address: The Regional Administrators of 
the appropriate Regional Offices have been added as a system 
managers. 

E. FEA—14, Employee Carpool Parking 
System location: The system of records is now partially located in 

the FEA Regional Offices Usted in Appendix A to the system 
descriptions. 

Categories of records in the system: The individual's social securi¬ 
ty number and employer are no longer retained in the system; how¬ 
ever. the state of vehicle registration and number of days per week 
in the carpool are now requested. 

Authority for maintenance of the system: Federal Management 
Circular 1-74 is deleted and substituted therefore is 41 CFR 101- 
20.117. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Social security numbers 
are no longer transmitted to the General Services Administration. 

RetrievabilHy: Social security numbers and total number of mem¬ 
bers of carpool are no longer identifying factors for retrieval of in¬ 
formation contained in the system. 

System manager(s) and address: For records maintained at the 
National Office the system manager has been changed to “Chief, 
Division of General Services” at the address presently listed. The 
Regional Administrators of the appropriate Regional Offices have 
been added as system managers. 

F. FEA—15, Employee Applications for Motor Vehicle Operators 
Card 

Retrievability: Information is retrievable by both applicant name 
and operator license number. G. FEA—16, Intergovernmental Per¬ 
sonnel Act (IPA) Contracts 
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G. FEA—16, Intergovenunental Personnel Act (IPA) Con¬ 
tracts 

System location: As a rcsuh of an internal FEA reorganization, 
this system h nos^ primarily located in the FEA Office of Congres¬ 
sional and Intergovernmental Affairs. The system is also partially 
located in the FEA Regional Offices listed in Appendix A to the 
system descriptions. 

System mnnageris) and address: At the National Office the 
system manager is now the Administrative Officer. Office of Con¬ 
gressional and Intergovernmental Affairs. The Regional Administra¬ 
tors of the appropriate Regional Offices also have been added as 
system managers. 

H. FEA—18, Mailing Lists for Requestors of Energy Related In¬ 
formation 

System location: National Office machine readable records are 
now located at Data Technology Industries. 6f»li Kenilworth 
Avenue, Riverdale, Maryland 20840. Mailing lists for press 
releases are now maintained by FEA. rather than the L S Treasury 
Printing Office. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The information is no 
longer possessed by or transmitted to the U.S Treasury, however, 
it is released to contractors handling bulk and single copy mailings 
for FEA 

I. FEA—19, Congressional Constituent Inquiries 
System locatiun: As a result of an internal FEA reorganization 

this system is now primarily located in Executive Communications. 
Office of the Administrator. The system is also partially located in 
the Regional Offices listed in Appendix A to the system descrip¬ 
tions. and in the office within FEA with responsibility for handling 
the substantive response to the request. 

Categories of indivMuals covered by the system: In addition to the 
individuals on whose behalf a request is made, the system covers 
the members of Congress making such requests. 

Categories of records in the system: Also included in the system is 
the FEA response to the inquiry 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: In addition to the routine 
uses previously listed, the information in the system is used to 
reference FEA responses to Congressional inquiries. 

Retrievability: Information is retrievable both by constituent 
name and the name of the member of Congress making a request. 

System managerisi and address: The National Office records are 
managed by the Special Assistant for Executive Communications. 
The Regional Administrators of the appropriate Regional Offices 
also have been added as system managers. 

Record source categories: The sources of information in this 
system include the subject individual, the members of Congress, 
and the drafter of the FEA response. 

J. FEA—20, Freedom of Information Act Requests for Records 
System name: To reflect a consolidation of the Freedom of Infor¬ 

mation and Privacy Act functions writhin FEA the system 
designation is now “FEA—20, Freedom of Information and 
Privacy Act Requests for Records.” 

Categories of individuals covered by the system: In addition to in¬ 
dividuals already covered, persons requesting copies of records 
from FEA under the Privacy Act of 1974 are now covered by the 
system. 

Authority for maintenance of the system: Added to the previously 
listed authorities is the Privacy Act of 19‘’4 (Pub. L. 9,1-579). 

11. Previously Published Amendments to FEA Systems Notices. 
In the year since the last publication by FEA of its compilation of 
the notices of its systems of records. FEA has published one new 
system notice at 41 Fed Reg n^84 (March II. 1977) describing 
FEA—21, Electric Rate Utility Demonstration Program, and notice 
of intention to adopt the system as proposed was published in 41 
Fed. Reg 22^88 (May 4. I9'’"') Also. FEA has noticed at 41 Fed. 
Reg. 22192 the change in location of FEA—7, Investigative Report 
Records, from the Office of Security to the Office of the Inspector 
General and the change in the system manager from the Director. 
Office of Security, to the Inspector General. These referenced 
changes to the descriptions of FEA systems of records arc incor¬ 
porated into the system notices contained herein. 

Issued at Washington. D C . September 16. 1977. 
Eric J. Fygi. 

Acting General Counsel. Federal Energy Administration. 

TABLE OF CONTENTS 
FEA—I. FEA Personnel Records and Management Information 

System 
FEa—2. Payroll System 
FEA—3. Accounts Payable Financial System 
FEA—4. Accounts Receivable Financial System 
FEA—5. Employee Travel Records (Domestic and Foreign) 
FEA—6, Personnel Security Records 
FEA—7. Investigative Report Records 
FEA—8. Statements of Financial Interest 
FEA—9. Medical Records 
FEA—10. Minority Group Data File 
FEA—II. Equal Opportunity Complaint Files 
FEA—12. Employee Assistance Pre^ram (Alcohol and Drug 

Abuse Program) 
FEA—13. Training Records 
FEA—14. Employee Carpool Parking 
FEA—15. Emplovce Applications for Motor Vehicle Operators 

Card 
FEA—16. Intergovernmental Personnel Act (IPA) Contracts 
FEA—17. Advisory Committees 
FEA—18. Mailing Lists for Requestors of Energy Related Infor¬ 

mation 
FEA—19. Congressional Constituent Inquiries 
FEA—20. Freedom of Information and Privacy Act Requests for 

Records 
FEA—21. Electric Rate Demonstration Data Base 
FEA—22, Correspondence Files 
FEA—23, Telephone Numbers of FEA Officials 
Note: Systems of records for the Federal Energy Administration 

are current as of August 31. 1976. 

FEA—1 
System name: FEA Personnel Records and Management Informa¬ 

tion System. 
Security classification: Unclassified. 
System location: For the National Office, the location of the 

records is Office of Personnel. Federal Energy Administration. 12th 
and Pennsylvania Avenue, NW., Washington. D.C. 20461, and the 
administrative office of each individual Office, eg.. Office of 
General Counsel, Office of Regulatory Programs. For the Regional 
Offices: The appropriate Regional Office, at the address listed in 
Appendix A. 

Categories of individuals covered by the system: All current em¬ 
ployees and applicants for employment by FEA, and all former em¬ 
ployees and applicants for employment by FEA whose records 
hav^ not yet been closed and disposed of by FEA in accordance 
with the Federal Records Act. 

Categories of records in the system: Official personnel folder, ser¬ 
vice record, position classification, personnel management data, ap¬ 
plicant supply, merit promotion records, civil service certification 
of eligibles, executive management files, incentive awards, 
grievances, employee relations, labor relations, ceiling control, 
working case files and operating field files; SF-256, Self-identifica¬ 
tion of Medical Disability. 

Authority for maintenance of the system: S U.S.C. 2102 et seq.. 
Federal Energy 'Administration Act of 1974; Executive Order 
11790; Civil Service Commission Regulations. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Records are used by per¬ 
sonnel office staff, and the staff of each Office's Administrative 
Officer, promotion panel members, internal auditors and Civil Ser¬ 
vice Commission auditors and investigators. Uses include staffing 
of vacancies, qualification of personnel for assignment, promotion 
and training, processing of personnel actions, management informa¬ 
tion reporting, adjudication of awards, grievances, appeals, labor- 
management negotiations, verification of employment, ceiling con¬ 
trol management; and the routine uses listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records, magnetic cards, computer tapes 
Retrievability: Name and social security number. 
Safeguards: Physical, technical, and administrative security is 

maintained, with all storage equipment and rooms locked when not 
in use. Access is restricted to authorized personnel only. All per¬ 
sonnel staff and computer operators and programmers are in¬ 
structed and cautioned with respect to the confidentiality of the 
records. 
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Retention and disposal: Retained on site as prescribed in Civil 
Service Commission Regulations, and general records schedules of 
the General Services Administration. 

System manager(s) and address: For records at the National Of¬ 
fice; 

Deputy Director of Personnel 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461. 

For records at FEA's Regional Offices; The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D.C. 20461. or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206 40 
FR 45610 (October 2. 1975)), 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, D.C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206 3, 40 
FR 45610 (October 2, 1975)). Access is restricted by reason of 
FEA’s claiming of exemptions authorized by 552 U.S C 552a (kK2, 
5). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration, Washington, D.C. 20461, or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA’s Privacy Act Regulations (10 
CFR 206.7. 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record, supervisors, other Government agencies, former employers, 
references provided by subject individual. 

Systems exempted from certain provisions of the act: Personnel in¬ 
vestigative records concerning current and former FEA employees 
and applicants for employment by FEA are exempted from certain 
of the Privacy Act’s requirements, in accordance with S U.S.C. 
552a(k)(2, 5). 

FEA-2 
System name: Payroll System. 

Security classification: Unclassified. 
System location: For the National Office the location of paper 

records is; 
Office of Payroll Operations Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washingtonf D.C. 20461. 

At the National Office the machine readable records are located 
at: 

DIPS Coordinator 
Department of Interior Building 
Room 1114 
18th and C Streets, NW. 
Washington, D.C. 20420. 

For the Regional Offices; The appropriate Regional Office at the 
address listed in Appendix A. 

Categories of individuals covered by the system: FEA employees 
Categories of records in the system: Name, social security 

number, grade, step, and salary; organization (code), location code, 
retirement or FICA data as applicable; Federal. State, and local tax 
deductions, as appropriate; IRS tax lien data; savings bond and 
charity deductions; regular and optional Government life insurance 
deduction(s), health insurance deduction and plan or code, cash 
award data; jury duty data; military leave data; pay differentials; 
union dues deductions; allotments, by type and amount, financial 
institution code and employee account number; leave status and 
leave data of all types (including annual, compensatory, jury duty, 
maternity, military, retirement, disability, sick, transferred, and 
without pay); time and attendance records, including number and 
ending date: cost of living allowances; mailing address, co-owner 
and/or beneficiary of bonds: marital status and number of depen¬ 
dents; and notification of personnel action. The individual records 
listed herein are included only as pertinent or applicable to the in¬ 
dividual employee. 

Authority for maintenance of the system: Section 112(a) and 113 of 
the Budget and Accounting Procedures Act of 1950 (31 US C 
66(a)); Federal Energy Administration Act of 1974. Executive 
Order 11790; Title 6, GAO Policy and Procedures Manual. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Transmittal of data to 
U S. Treasury for issuance of paychecks to employees and distribu¬ 
tion of pay according to employee direction, for savings bonds, al¬ 
lotments, financial institutions, and other authorized purposes, re 
porting of tax withholding to Internal Revenue Service and ap 
propriate State and local taxing authorities, FICA deductions to the 
Social Security Administration; dues deductions to labor unions 
withholdings for health insurance to the insurance carriers and the 
Civil Service Commission; charity contribution deductions to agents 
of charitable institutions; annual W-2 statements to taxing authori¬ 
ties and the individuals; savings deductions to agents of savings in¬ 
stitutions; and the routine uses listed in Appendix B 

Policies and practices for storing, retrieving, acce.ssing, retaining, 
and disposing of records in the system: 

Storage: Paper records and microfilm. 
Retrievability: Name, employee numbers and social security 

number. 
Safeguards: Physical, technical and administrative security is 

maintained, with all storage equipment and rooms locked when nut 
in use. Access is restricted to authorized personnel only. All payroll 
personnel and computer operators and programmers are instructed 
and cautioned with respect to the confidentiality of the records 

Retention and disposal: Retained on site until after General Ac¬ 
counting Office audit, then disposed of, or transferred to Federal 
records storage centers in accordance with the fiscal records pro 
gram approval by General Accounting Office, as appropriate, or 
general records schedules of General Services Administration 

System manager(s) and address: For records at the National Of¬ 
fice: 

Director, Office of Budget and Financial Management 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D.C. 20461. 

For records at FEA’s Regional Offices: The Regional Adminis 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration 
Washington, D.C. 20461, in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3, 40 FR 45610 (October 2, 1975)) In addi 
tion to the information specified in 10 CFR 206.3, the requestor 
should provide his name, social security number, period of emplov 
ment or employment assignment with FEA. 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration 
Washington, D.C. 20461, in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3, 40 FR 45610 (October 2, 1975)) 

Contesting record procedures: Requests by an individual to cor 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration, Washington, D.C. 20461, in accordance with FEA s 
Privacy Act Regulations (10 CFR 206.7, 40 FR 45613 (October 2. 
1975)). 

Record source categories: The individual who is the subject of the 
record, supervisors, timekeepers, official personnel records, and 
the IRS. 

Systems exempted from certain provisions of the act: None 

FEA—3 
System name: Accounts Payable Financial System. 

Security classification: Unclassified. 
System location: For the National Office, the location of paper 

records is: 
Financial Operations Office 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D.C. 20461. 

The machine readable records are located at 
Optimum Systems, Inc. 
5615 Fishers Lane 
Rockville, Maryland 20852. 
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For the Regional Offices: The appropriate Regional Office, at the 
address listed in Appendix A. 

Categories of individuals covered by the system: Creditors due 
money from the agency (including employees), former employees 
and members of the general public. 

Categories of records in the system: Name and address, amount 
owed and service performed; underpayment or other accounting in¬ 
formation; and invoice number. 

Authority for maintenance of the system: 5 U.SC 5701-09; 
Federal Energy Administration Act of 1974; Executive Order 
11790; Federal Property Management Regulations 101-7. Treasury 
Fiscal Requirements Manual. 

Routine uses of records maintained in the system, inciuding catego¬ 
ries of users and the purposes^ such uses: Paying creditors and the 
routine uses listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name and purchase order or contract number, as 

appropriate. 
Safeguards: Physical, technical and administrative security is 

maintained, with all storage equipment and rooms locked when not 
in use. Access is restricted to authorized personnel. 

Retention and disposal: Retained until payment is made and ac¬ 
count is audited, then disposed of in accordance with records con¬ 
trol schedule. 

System manager(s) and address: For records at the National Of¬ 
fice: 

Chief, Financial Operations 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington. D C. 20461. 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington, D.C. 20^1 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2, 1975)). In addition to the information 
specified in 10 CFR 206.3. the requestor should provide his name, 
social security number, period of employment, and employment as¬ 
signment within FE.A. 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington, D.C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206 3, 40 
FR 45610 (October 2, 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration, Washington. D.C. 20^1 or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA's Privacy Act Regulations (10 
CFR 206.7, 40 FR 4.5613 (October 2. 1975)). 

Record source categories; Subject individual, contracting officer 
and as appropriate, accounting records. 

Systems exempted from certain provisions of the act: None 

FEA—4 
System name: Accounts Receivable Financial System 

Security classification: Unclassified. 
System location: For the National Office, the location of paper 

records is: 
Financial Operations Office 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington. D.C. 20461. 

The machine readable records arc located at 
Optimum Systems, Inc. 
5615 Fishers Lane 
Rockville. Maryland 20852. 

For the Regional Offices: The appropriate Regional Office, at the 
address listed in Appendix A. 

Categories of individuals covered by the system: Debtors owing 
money to the agency, including employees, former employees, and 
other persons. 

Categories of records in the system: Name and address, services 
rendered, amount receivable and invoice number, if any. 

Authority for maintenance of the system: 5 U.S.C. 5701-09, 
Federal Energy Administration Act of 1974; Executive Order 
11790; Federal Property Management Regulations 101-7, Treasury 
Fiscal Requirements Manual. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Billing debtors, reporting 
to Civil Service Commission, and the routine uses listed in Appen¬ 
dix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records, magnetic tape, microfilm and microfiche 
Retrievability: Name or invoice number. 
Safeguards: Access to records is by authorized personnel only 
Retention and disposal: Retained until payment is received and 

account is audited, then disposed of in accordance with records 
control schedule. 

Chief. Financial Operations 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington. D.C. 20461. 

For records at FEA's Regnal Offices: The Regional Adminis 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, D.C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). In addition to the information 
specified in 10 CFR 206.3, the requestor should provide his name 
and address, and the invoice number. 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration. 
Washington, D.C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration. Washington, D.C. 20461, or to the Privacy'Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA's Privacy Act Regulations (10 
CFR 206.7, 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record, contracting officer, accounting records. 

Systems exempted from certain provisions of the act: None. 

FEA-5 
System name: Employee Travel Records (Domestic and Foreign). 

Security classification: Unclassified. 
System location: For the National Office, the location of the 

paper records is 
Office of Financial Operations 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW 
Washington, D.C 20461. 

The machine readable records are located at’ 
Optimum Systems. Inc 
5615 Fishers Lane 
Rockville, Maryland 20852. 

For the Regional Offices; The appropriate Regional Office, at the 
address listed in Appendix A. 

Categories of individuak covered by the system: Employees Ad 
visory Committee members and official guests of the agency 

System manager(s) and address: For records at the National Of 
fice: 
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Catc](orks of records io the system: Name, address, social securi¬ 
ty numbert destination, itinerary, mode and purpose of travel, date 
of travel, expenses—including amounts advanced (if any), amounts 
claimed, and amounts reimbursed. Travel orders, travel vouchers, 
receipts, and passport record card. 

Authority for maiatenaace of (he system: Budget A Accounting 
Act of 1921; Accounting A Auditing Act of 1950; Federal Claims 
Collection Act of 1966; Federal Energy Administration Act of 1974; 
Executive Order 11790. 

Routine uses of records maintained ia the system, including catego¬ 
ries of users and the purposes of such uses: Transmittal to U.S. Trea¬ 
sury for payment of claim, to State Department for passports, and 
the routine uses listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name, social security number, or travel order 

number. 
Safeguards; Records are located in lockable metal file cabinets or 

in metal file cabinets in secured rooms or secured premises, with 
access limited to those whose official duties require access. 

Retention and disposal: Retained according to GSA Federal 
Travel Regulations then disposed of according to records control 
schedule. 

System manager(s) and address: For records at the National Of¬ 
fice 

Chief. Financial Operations 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D C. 20461. 

For records at FEA’s Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington, D C. 20461. or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2, 1975)). In addition to the information 
specified in 10 CFR 206.3, the requestor should provide his name, 
travel order number, if known, and date of travel. 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington, D.C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration, Washington. D.C. 20^1. to or the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A, in accordance with FEA’s Privacy Act Regulations (10 
CFR 206.7. 40 FR 45613 (October 2. 1975)). 

Record source categories: Subject individuals, supervisors, and 
finance (or accounting) office standard references. 

Systems exempted from certain provisions of the act: None. 

FEA—6 
System name: Personnel Security Records. 

Security classification: Unclassified. Some classified material 
might be referenced. 

System location: 
Office of Security 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461. 

Categories of individuals covered by the system: 
1. Current and former FEA employees who hold sensitive posi¬ 

tions or with respect to whom suitability or security information ex¬ 
ists; applicants for FEA positions; FEA contractors and individuals 
employed by such contractors; and consultants and experts. 

2. All current and former FEA employees, contractors, con¬ 
sultants, experts and pre-appointment applicants for critical sensi¬ 
tive positions. 

3. All individuals who hold valid, permanent identification passes 
for FEA Headquarters offices 

4. All individuals who hold FEA credentials. 
Categories of records in the system: 
Category A—Personnel security folders: Name, grade, organiza¬ 

tion, date and place of birth and social security number. Contains 
requests for security clearance. CSC standard forms 85, 86. 87 anu 
171, and OS forms DPS 24 and 24A; results of national agency 
check and inquiries and a record of authorized individuals who 
have had access to the folder May also contain action checklist, 
termination check out sheet CSC standard forms 50, 52 or 73. as 
well as notification to Civil Service Commission of agency action 
on case. 

Category B—Personnel secunty index: Name, position, organiza¬ 
tion, social security number and dat^ and place of birth. May also 
contain position sensitivity description, date of appointment, date 
and type of clearance basis of clearance, briefing and debriefing 
data, date folder was retired and date folder was destroyed. 

Category C—Automatic data processing index: Name and social 
security number of persons included in records described above in 
Categories A and B Contains references to organization, position 
sensitivity, access clearances issued, security briefing data, date of 
background investigation, date of security interview and existence 
of personnel security folder or index card. 

(Category D—Identification pass index; Name, social security 
number, location, issue date and expiration date of passes issued to 
individuals who hold valid, permanent identification passes for 
FEA Headquarters offices, and a photograph of the individual. 

Category E—FEA credential index Name, organization, location 
and position of all individuals who hold FEA credentials. 

Authority for maintenance of the system: Categories A, B, and C: 
Executive Orders 10450 and 9830; Federal Personnel Manual, 
Chapters 731 and 736, and 5 U.S C. 301. Categories D and E: 5 
U.S.C. 301. All categories Federal Energy Administration Act of 
1974; Executive Order 11790. 

Routine uses of records maintained in the system, including catego* 
ries of users and the purposes of such uses: 

Category A: Adjudication of investigative material regarding 
agency personnel, contractors, and applicants with regard to loyal¬ 
ty. classified access, and suitability determinations. 

Category B: Same as category A. 
All categories may be disclosed for the routine uses listed in Ap¬ 

pendix B. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper records 
Retrievability: Categories A through D: Name. 
Category E: Name and credential number. 
Safeguards: 
Category A: Physical, technical, and administrative security is 

maintained, with all storage equipment and rooms locked when not 
in use. Access is restricted to authorized personnel only. User per¬ 
sonnel are instructed and cautioned with respect to the con¬ 
fidentiality of the records 

Category B; Physical, technical and administrative security is 
maintained with rooms locked when not in use. Access is restricted 
to authorized personnel only Users are instructed and cautioned 
with respect to the confidentiality of the records. 

Category C; Same as Category B above. 
Categories D and E Same as Category A above. 
Retention and disposal: 
Category A; Retained on site and destroyed one year after ter¬ 

mination or transfer.' 
Category B; Retained until five years after termination or 

transfer and then destroyed. 
Category C: Destroyed one year after entry into data base. 
Categories D and £: Destroyed eighteen months after termination 

or transfer. 
System manager(s) and address: 

Director, Office of Security 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington, D C 20461. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
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Washington, DC. 20461, in accordance with FEA’s Privacy Act 
Regulations (10 CFR :06.:t, 40 FR 45610 (October 2, 1975)1. 

Record access procedures: Requests hy an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, DC. 20461, m accordance with FEA's Privacy Act 
Regulations (10 CFR 206 5, 40 FR 45610 (October 2, 1975)). Access 
is restricted by reason of FFA's claiming of exemptions authorized 
by 5 U.S.C. 552a(kl(2, 5) 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration, Washington, D C. 20461, in accordance with FEA's 
Privacy Act Regulations (10 CFR 206.7, 40 FR 45613 (October 2, 
1975)). 

Record source categories: The individual who is the subject of the 
record, other sources contacted during security investigations and 
official records. 

Systems exempted from certain provisions of the act: Internal 
memoranda specifically identified us OS forms DPS 24 and 24A are 
exempted from certain of the Privacy Act's requirements, in ac¬ 
cordance with 5 u s e. 552a(kM2, 5). 

KEA—7 
System name: Investigative Report Records. 

Security classification: Unclassified. Some classified material 
might be referenced. 

System location: 
Office of the Inspector General 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington, D.C. 20461 

Categories of individuals covered by the system: Current and 
former employees and applicant for employment by FEA who have 
been the subject of an FEA investigation. 

Categories of records in the system: 
1. Case index sheets—contain chronological list of completed 

cases by their identifying case number and title of investigative re¬ 
port and/or the name of individual investigated. 

2. Investigative reports—contain reports of alleged or suspected 
impropriety, misconduct, or criminal or civil violations by FEA em¬ 
ployees, past and present, and other persons acting with them. 

Authority for maintenance of the system: 5 U.S.C. 301 and 303; 
Federal Energy Administration Act of 1974; Executive Orders 
10450, as amended, 11652, as amended, and 11790. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses are 
those listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Case number, title of investigative report and 

name. 
Safeguards: Information is kept in locked General Services Ad¬ 

ministration approved Class 6 security containers. Access is limited 
to investigative personnel and those persons or organization 
identified in Appendix B. 

Retention and disposal: Tenure of the employee, and in ac¬ 
cordance with Government Services Administration and Depart¬ 
ment of Justice records retention requirements. 

System manager(s) and address: 
Inspector General 
Office of the Inspector General 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D C. 20461 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D C. 20461. in accordance with FEA's Privacy Act 
Regulations (10 CFR 206.3. 40 FR 45610 (October 2, 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington D.C. 20461, in accordance with FEA’s Privacy Act 

Regulations (10 CFR 206 3. 40 FR 45610 (October 2, 1975)). Access 
is restricted by reason of FEA s claiming of exemptions authorized 
by 5 U.S.C 552a(k)(2. 5) 

Contesting record procedures: Request by an individual to correct 
or amend the content of a record containing information about him 
should be directed to the Privacy Act Officer, Federal Energy Ad¬ 
ministration. Washington, DC. 20461,, in accordance with FEA's 
Privaev Act Regulations (10 CFR 206.7. 40 FR 45613 (October 2, 
1975)). 

Record source categories: The individual who is the subject of the 
record, individual complaints, witnesses, respondents, confidential 
sources, agency files and records, and official Federal. State, or 
local records. 

Systems exempted from certain provisions of the act: Investigative 
reports concerning current and former FEA employees and appli¬ 
cants for employment by FEA are exempted from certain of the 
Privacy Act's requirements, in accordance with 5 U.S.C. 552a(k)(2. 
5). 

FEA—8 
System name: Statements of Financial Interest. 

Security classification: Unclassified. 
System location: For the National Office, the location of the 

paper records is 
Office of Personnel 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington. D C. 20461. 

For the Regional Offices; The appropriate Regional Office, at the 
address listed in Appendix A. 

Categories of individuals covered by the system: FEA regular em¬ 
ployees and FEA special employees required by 10 CFR. 203.25. 
203.26, or 203.26a to file such statements. 

Categories of records in the system: Name, employment status 
with FEA. date of entrance on duty, job title, type of employment; 
grade, office and division, room number and telephone extension; 
place of previous employment, kind of previous employment, 
description of financial interest in benefit plan maintained by a 
former employer, statement as to compensation received from 
former employer, statement as to reemployment rights with a 
former employer, statement as to reimbursement or payment of 
travel costs by former employer for move to duty station, state¬ 
ment as to former employer's associations with FEA; names of all 
corporations, companies, firms, or other business enterprises, part¬ 
nerships, nonprofit organizations, and educational institutions with 
which employee is connected as employee, officer, owner, director, 
member, trustee, partner, advisor, or consultant, or in which an 
employee has a continuing financial interest; creditors; interest in 
real property; self-assessment of private interests; official responsi¬ 
bilities; and all known financial interests in energy businesses and 
properties held during the previous calendar year. 

Authority for maintenance of the system: Federal Energy Adminis¬ 
tration Act of 1974; section 522, Energy Policy and Conservation 
Act (Pub. L. 94-163); 3 CFR 1964-1%5 Comp., 306; 5 CFR 735.104; 
Executive Orders 11222, 11790. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The “Statement of 
Known Financial Interest" is required by statute to be available to 
the public upon request. Other routine uses for records in the 
system are as listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records 
Retrievability: Name 
Safeguards: Records are maintaine in a Class C manipulation- 

proof. three way combination lock, steel container. Access is by 
authorized personnel only 

Retention and disposal: Records are maintained until the in¬ 
dividual severs connection with the agency. No time period for re¬ 
tention after severance or procedure for destruction has been 
developed as of this date 

System manager(s) and address: For records at the National Of¬ 
fice 

Director. Executive Program 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW 
Washington, D C 20461 
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Notificatioa procedure: Requests by an individual to determine if 
a system of records contains information about him should be 

I directed to the Privacy Act Officer. Federal Energy Administratum ^ 
Washington. DC. 20^1. in accordance with FEA’s Privaev Ad 
Regulations (10 CFR 20b 3. 40 FR 45bl0 (October 2 I97Sm | 

Record access procedures: Requests by an individual fur access to ! 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administratmn i 
Washington. DC. 20461. in accordance with FEA’s Privaev Act 
Regulations (10 CFR 206 3. 40 FR 45610 (October 2 I97S)) How 
ever, the access to medical records hi subject to the specnil 
procedures provided in 10 CFR 206.5(f). 40 FR 4'6I2 (T)ctobcr 2 

^ 1975) 

Contesting record procedures: Requests by an individual to cur 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy [ 
Administration. Washington. D C. 20^1. in accordance with FFA's I 
Privaev Act Regulations (10 CFR 206.7 . 40 FR 45613 (October 2. t 
1975)).' { 

Record source categories; The individual who is the subject of the I 
record, private physicians, medical institutHuis. Office of Workers 
Compensation Programs, military retired pay systems records | 
Federal civilian retirement systems, pay and leave records Civil 
Service Commission retirement, kfe insurance and health benefits 
records system. Civil Service Commission personnel management 
records system. 

Systems exempted from certain provisions of the art: None 

For records at FEA's Regional Offices The Regional Adminis¬ 
trator at the appropriate Regional Office 

Notification procedure; Requests by an individual to determine H 
a system of records contains information about bun should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate RcgKinal OffK'C. at the address listed m Appendix A. in 
accordance with FEA’s Privaev Act Regulations (10 CFR 206 3. 40 
FR 45610 (October 2. 1975)1. 

Record access procedures: Requests by an individual for access to 
a svstem of rcsivrds that contains information about him should be 
dirck.icd to the Privaev Act Officer. Federal Energy Admmistration. 
Washington. D.C 20461 or to the Privacy Act Offaer at the ap¬ 
propriate RegKinal Office, at the address listed in Appendix A. in 
accordance with FFA s Privaev Act RcgulatKins (10 CFR 206 3. 40 
FR 45610 (Octobei 2. I9'5)) 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. D C. 20461 or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the adddress listed in 
Appendix A. in accordance with FEA’s Privaev Act Regulations 
(10 CFR 206 7. 40 FR ^4613 (October 2. 1975)) 

Record source categories: The individual who is the subject of the 
records. 

Systems exempted from certain provisions of the act: None 

KEA-9 
System name: Medical Records. 

Security classification: Unclassified. 
System location: For the National Office the location of the 

records is: 
Health Unit 
Federal Energy Administration 
I2th and Pennsylvania Avenue. NW. 
Washington, D.C. 20461. 

For the Regional Offices: The Health Unit associated with the 
appropriate Regional Office at the address listed in Appendix A. 

Categories of iadividuals covered by tbe system: Present and 
former FEA employees. 

Categories of records in the system: Disability retirement records, 
health unit medical records, qualification examinations. Frtness-for- 
Duty Examinations. Alcohol/Drug patient information records, inju¬ 
ry compensation records, blood donor program records. 

Authority for maintenance of the system: 5 U.S.C. 7901; Federal 
Energy Administration Act of 1974; Executive Order 11790; and 
OMB Circular A-72. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and tbe purposes of such uses: Information in these 
records may be provided to officials of other Federal agencies and 
other Federal benefits programs, and to specific private contractors 
engaged in providing benefits under Federal contracts. Other rou¬ 
tine uses are listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records.. 
Retrlevability: Name, social security number, date of birth, and 

claim number. 
Safeguards; Physical and administrative security is maintained, 

with all storage equipment and riHims locked when not in use. Ac¬ 
cess is restricted to authorized personnel only All authorized per¬ 
sonnel arc instructed and cautioned with respect to the con¬ 
fidentiality of the records. 

Retention and disposal: Retained onsite as prescribed in Civil Ser¬ 
vice Commission regulation and general records schedules of 
General Services Administration. 

System manager(s) and address: For records at the National Of¬ 
fice; 

Deputy Director of Personnel 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D.C. 20461. 

For records located at the Health Units associated with FEA's 
Regional Offices; The Regional Administrator of the appropriate 
Regional Office. 

FEA-10 
System name: Minority Group Data File. 

Security classification: Classified. 
System location: 

Optimum Systems. Inc 
5615 Fishers Lane 
Rockville. Maryland 20852 

Categories of individuals covered by the system: All FE.A cm 
ployees. 

Categories of records iu the system: Name, social sccuritv 
number, minority group code, sex, grade level, occupational code 

Authority for maintenance of the system: Equal Employment Op 
portunity Act of 1972; Federal Energy Administration Act of 1974 
Executive Orders 11478. 11790; Federal Personnel Manual 713 
subchapter 3. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and tbe purposes of such uses: Monthly summary re¬ 
ports transmitted to the Civil Service Commission and the routine 
uses listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Computer disks. 
Retries ability: Name. 
Safeguards: Records are kept on computer disks with access 

limited to those whose official duties require access. 
Retention and disposal: No established guidelines with respect to 

retention or disposal or records. 
System manager(s) and address: , 

Director 
Office of Equal Employment Opportunity 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D.C. 20461. 
Project Manager ' 
Office of Data Services 
Federal Energy Administration 
2000 M Street. NW. 
Washington. D.C. 20461. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, DC. 20461, in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3, 40 FR 45610 (October 2, f975)) 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington, DC. 20461, in accordance with FEA’s Privacy Act 
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Regulations (10 CFR 206.3. 40 FR 45610 (October 2, 1975». Access 
is restricted by reason of FEA's exercising of the exemption 
authorized by 5 U.SC. 552a(kM4|. 

Contesting record procedures: Requests by an individual to cor* 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. D C. 20461. in accordance viith FEA's 
Privacy Act Regulations (10 CFR 206.7 . 40 FR 4^613'(October 2. 
1975)>. 

Record source categories: Agency personnel standard form 50 and 
the personnel officer 

Systems exempted from certain provisions of the act: These 
statistical records arc exempt from certain of the Privacy Act's 
requirements, in accordance uith 5 U.S.C. 552a(k)(4). 

FEA—11 

System name: Equal Opportunity Complaint Files. 
Security classification: Unclassified. 
System location: For the National Office, the location of the 

records is: 
Office of Equal Opportunity 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 26461. 

For the Regional Offices; The appropriate Regional Office at the 
address listed in Appendix A. 

Categories of individuals covered by the system: FEA employees 
or applicants for employment with FEA who have filed complaints 
in accordance with Federal Personnel Manual No. 713. 

Categories of records in the system: Name, address, job title, 
wage rate, earnings, dates of .employment, data on applications for 
employment, race. sex. work history: the complaint, investigation 
reports (with affidavits). Equal Opportunity (EG) Officer disposi¬ 
tion with respect to complaint, and agency head decision regarding 
complaint. 

Authority for maintenance of the system: Federal Energy Adminis¬ 
tration Act of 1974; Executive Orders 11478. 11790; Equal Employ¬ 
ment Opportunity Act of 1972; Federal Personnel Manual No. 713. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses listed in 
Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name. 
Safeguards: Records are located in a combination safe with ac¬ 

cess limited to those whose official duties require access. 
Retention and disposal: No guidelines have been established with 

respect to retention or disposal of records. 
System manager(s) and address: For records at the National Of¬ 

fice: 
Director 
Office of Equal Employment Opportunity 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. DC. 20461 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator at the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D C. 204M or to the Privacy .Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3. 40 
FR 45610 (October 2. 19'X)) 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act officer Federal Energy Administration. 
Washington. D C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA's Privaev Act Regulations (10 CFR 206.3. 40 
FR 45610 (October 2. 19-<!,. 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 

Administration. Washington. D.C. 20461 or to the Privacy Act Of 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA's Privacy Act Regulations (10 
CFR 206.7. 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record, co-workers, other employees. 

Systems exempted from certain provisions of the act: None 

FEA-12 
System name: Employee Assistance Program (Alcohol and Drug 

Abuse Program). 
Security classification: Unclassified. 
System location: For the National Office, the location of the 

records is; 
Office of Equal Opportunity 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461. 

For the Regional Offices: The appropriate Regional Office at the 
address listed in Appendix A. 

Categories of individuals covered by the system: Employees 
receiving counseling and referral services to resolve alcohol and/or 
drug abuse problems. 

Categories of records in the system: Name, address, job title, 
grade level, date of employment, work history, community social 
service agency referrals, medical reports. 

Authority for maintenance of the system: Comprehensive Alcohol 
Abuse and Alcoholism Prevention. Treatment and Rehabilitation 
Act of 1970; Federal Energy Administration Act of 1974; Executive 
Order 11790; Federal Personnel Manual letter No. 792-4 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses listed in 
Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name. 
Safeguards: Records are located in lockable metal file cabinets 

with access limited to those whose official duties require access. 
Retention and disposal: No established guidelines on retention 

and disposal of records. 
System manager(s) and address: For records at the National Of¬ 

fice: 
Director 
Office of Equal Employment Opportunity 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D.C. 20461. 

For records at FEA's Regional Offices; The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration 
Washington, D.C. 20461 or to the Privacy Act Officer at the a'p- 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206 3. 40 
FR 45610 (October 2, 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration 
Washington. D C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206 3 40 
FR 45610 (October 2. 1975)) 

Contesting record procedures: Requests by an individual to cor 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration. Washington, D.C. 20461 or to the Privacy Act Of 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA's Privacy Act Regulations (10 
CFR 206 7. 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record and the individual's supervisors. 

Systems exempted from certain provisions of the act: None 
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FEA—13 

^>slrm namt: Training Records. 
Security cUssifkatioa: Unclassified. 

System location: For the National Office, the location of the 
records IS 

Office of Training and Deselopment 
Federal Fnergy AdministratKin 
I2lh and Pennsylvania Avenue, NW 
Washington. DU 2tV4nl. 

For the Regional Offices The appropriate Regional Office at the 
addiess listed in Appendix A 

1 alcguries of individuals covered by the system: All individuals 
who have requested and participalcd in training programs ad¬ 
ministered by FFA. other agencies or other organi^ations. 

Uategories of records in the system: Name, grade, organi/attion, 
date of hirth. social security number; home address and telephone 
number and special interest area; education completed, course 
name, justification for attending the course, direct and indirect 
costs of training, coded information dealing with purpose, type, 
so'.ific. OF form 170. FEA forms 34. 35; course evaluation form, 
accounting records and central personnel data file quarterly training 
report 

Authority for maintenance of the system: Government Employees 
Frairing Act of 1958, Federal Energy Administration Act of 1974; 
Executive Order 11790, Federal Personnel Manual Regulation 
(FPMl Bulletin 290-15. FPM chapter 410 and Appendix A. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The information in these 
recorcs is transmitted to intra- and inter-agency program offices for 
purposes of determining eligibility for training; to Federal agencies, 
including the Civil Service Commission, as source documents for 
training reports; to training institutions that personnel have 
requested to attend; and to other Federal agencies as the informa¬ 
tion documents for payment of funds for training. Other routine 
uses are listed in Appendix B. 

Policies and practices for storing, retrieving, accessing, rctainiag, 
and disposing of records in the system: 

Storage: Paper records. 
Relricvability: Name and social security number. 
Safeguards: Secured in file cabinets, with access limited to those 

whose official duties require access. 
Retention and disposal: Training request and authorization 

retained for three years and destroyed. Other training records arc 
incorporated in the individual's personnel folder. 

System manager(s) and address: For records at the National Of¬ 
fice 

Director 
Office of Training and Development 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D.C. 20461. 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notifkatioa procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington, D C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206.3, 40 
FR 4^10 (October 2. 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington. D C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Coatesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should l>e directed to the Privacy Act Officer, Federal Energy 
Administration. Washington. D.C. 20^1 or to the Privacy Act Of- 
fKer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA's Privacy Act Regulations (10 
CFR 206.7. 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record and the individual's supervisors. 

Systems exempted from certain provisions of tlie act: None. 

FEA-14 
System name: Employee Carpool Parking. 

Security classifkation: Unclassified. 
System location: Fur the National Office the location of records 

IS 

Office of Administrative Programs 
Federal Fnergy Administration 
12th and Pennsylvania Avenue. NW. 
Washington, DC. 20461. 

For the Regional Offices: The appropriate Regional Office at the 
address listed m Appendix A. 

Categories of individuals covered by the system: All FEA Em¬ 
ployees located in the Federal Triangle (and some non-Federal em¬ 
ployees) who apply as members of a carpool for no-cost or 
reduced-rate parking assignments in the Great Plaza and West 
Court parking lots. 

Categories of records in the system: Name; Federal service com¬ 
putation date, office address and telephone; home address; make, 
year, state of registration, and tag number of pool vehicles; and 
number of days per week in the carpool. 

Authority for maintenance of the syslew: Federal Energy Adminis¬ 
tration Act of 1974; 41 CFR 101-20.117; Executive Order 11790; 
Federal Management Circular 1-74. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses are 
those listed in Appendix B. 
' Policies and praetkes for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrkvability: Name and location of parking assignment. 
Safeguards: Records are located in a lockabk metal file cabinet 

within a secured room. Access is limited to FEA personnel respon¬ 
sible for making parking assignments and to those FEA employees 
seeking to join a carpool which operates from their residence area. 

Retention and disposal: Retained for the duration of parking as¬ 
signments (not longer than six months), then destroyed after new 
semi-annual parking applications and assignments are made (usually 
April and October). 

System managcr(s) and address: For records at the National Of¬ 
fice 

Chief, Division of General Services 
Office of Administrative Programs 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D C. 20461. 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, DC 20461, in accordance with FEA's Privacy Act 
Regulations (10 CFR 206.3, 40 FR 45610 (October 2, 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, D.C. 20461, in accordance with FEA's Privacy Act 
Regulations (10 CFR 206 3. 40 FR 45610 (October 2, 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration. Washington, D.C. 2(M61, in accordance with FEA’s 
Privacy Act Regulations (10 CFR 206.7, 40 FR 45613 (October 2, 
1975)) 

Record source categories: The individual who is the subject of the 
record. 

Systems exempted from certain provisions of the act: None. 

FEA—15 
System name: Employee Applications for Motor Vehicle Operators 

Card. 
Security classification: Unclassified. 
System location: For the National Office, the' location of the 

records is' 
Offke of Administrative Programs 
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Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington,D C. 20461. 

For the Regional Offices: The appropriate Regional Office, at the 
address listed in Appendix A 

Categories of individuals covered by the system: Each FEA em¬ 
ployee whose )ob duties requires frequent or occasional use of 
Ciuvcrnment-owned or leased vehicles and who apply for motor 
vehicle operator cards (standard Form 46i. 

Categories of records in the system: Name, job title, office, physi¬ 
cal description, birthplace, social security number, type and serial 
number of state driver’s license, record of traffic arrests and/or ac¬ 
cidents over the past five years, and signature. A second form (SF- 
4'’l contains the employee's full name, date of birth, job title, home 
address, and general health history. 

Authority for maintenance of the system: Federal Energy Adminis¬ 
tration Act of 1974, Executive Order 11790; Federal Property 
Management Regulations concerning use of Government-owned and 
leased vehicles. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The routine uses listed in 
Appendix B 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper copy 
Retrievability: Name and operator license number. 
Safeguards; Records are located in a lockable metal file cabinet 

within a secured room Access is limited to FEA personnel respon¬ 
sible for preparing and issuing motor vehicle operator cards. 

Retention and disposal; Retained for the duration of motor vehi¬ 
cle operator's card (not lunger than three years), then destroyed 
after operator's card expires, is cancelled because employee leaves 
the agency, or is renewed by re-application. 

System manager(s) and address: For the records at the National 
(>ffice 

Deputy Director 
Office of Administrative Programs 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D.C. 20461. 

For records at FEA’s Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington, D.C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, inv 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington, D C 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. D C. 20461 or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A. in accordance with FEA's Privacy Act Regulations (10 
CFR 206 7. 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record 

Systems exempted from eertain provisions of the act: None. 

FEA—16 
System name: Intergovernmental Personnel Act (IPA) contracts. 

Security classification: Unclassified 
System location: For the National Office the location of records 

is 
Office of Congressional and Intergovernmental Affairs 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington, D C 20461 

For the Regional Offices; The appropriate Regional Office at the 
address listed in Appendix A. 

Categories of individuals eovered by the systcni: Individoab who 
are now or have been under IPA Contract to FEA. 

Categories of records in the system: Names, addresses, social 
security numbers, telephone numbers, salaries and related cor¬ 
respondence 

Authority for maintenance of the system: Federal Energy Adminis¬ 
tration Act of 1974; Executive Order 11790; Federal Personnel 
Manual, Chapter 334. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Transmittal of data to 
State and local governments or institutions of higher education to 
implement IPA contracts, and the routine uses listed in Appendix 
B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name, 
Safeguards: Records are located in lockable metal file cabinet 

with access limited to those whose official duties require access. 
Retention and disposal: Retained for five years and then 

destroyed. 
System manager(s) and address: For records at the National Of¬ 

fice: 
Administrative Officer 
Office of Congressional and Intergovernmental Affairs 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D C. 2Q461 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an indiviual to determine if a 
system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington. DC. 20461. in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3. 40 FR 45610 (October 2. 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, D.C. 20461. in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3 , 40 FR 45610 (October 2, 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration, Washington, D.C. 20^1, in accordance with FEA's 
Privacy Act Regulations (10 CFR 206.7, 40 FR 45613 (Octdber 2, 
1975)) 

Record source categories: The individual who is the subject of the 
record. State or local governments, institutions of higher education. 

Systems exempted from certain provisions of the act: None. 

FEA—17 
System name: Advisory Committees. 

Security classification: Unclassified. 
System location: 

Office of the Administrator 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. ^ 
Washington, D C 20461. 

Categories of individuals covered by the system: All individuals 
who are members of an FEA Advisory Committee. 

Categories of records in the system: Biographical Information, 
home address and telephone number, work address and telephone 
number, type of business or organizational affiliation, present posi¬ 
tion with business or other organization, number of years in present 
position, other related experience, congressional district and photo¬ 
graphs 

Authority for maintenance of the system: Federal Advisory Com¬ 
mittee Act, Federal Energy Administration Act of 1974; Executive 
Order 11790, and OMB Circular A-63. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The name and mailing 
address of an Advisory Committee member is provided to anyone 
requesting it Other routine uses are listed in Appendix B. 
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Policies and practices for storinK, retrievioR, accessinR, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name. 
Safeguards: Room secured by lock, with access limited to those 

whose official duties require access. 
Retention and disposal: Retained in binder while individual is a 

member of a committee. Upon termination, resumes are destroyed 
or returned to individual. 

System managerts) and address: 
Director Advisory Committee Management Office 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D C. 20461. in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3, 40 FR 45610 (October 2. 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington. D C. 20461. in accordance with FEA's Privacy Act 
Regulations (10 CFR 206.3. 40 FR 45610 (October 2, 1975)). 

Contesting record procedures: Requests by an individual to cor* 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration, Washington. D C. 20461, in accordance with FEA's 
Privacy Act Regulations (10 CFR 206.7, 40 FR 45613 (October 2. 
1975)). 

Record source categories: The individual who is the subject of the 
record, the individual’s supervisor, members of Congress and 
public interest groups. 

Systems exempted from certain provisions of the act: None. 

FEA—18 
System name: Mailing Lists for Requestors of Energy Related In¬ 

formation. 
Security classification: Unclassified. 
System location: For the National Office, the location of the 

paper records is: 
Office of Communications and Public Affairs 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington, D.C. 20461. 

For machine readable records, the location is: 
Data Technology Industries 
6611 Kenilworth Avenue 
Riverdale. Maryland 20840 

Except that certain records used as mailing lists for press 
releases and related materials are located at: 

Division of Printing Management 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461 

For the Regional Offices: The appropriate Regional Office, at the 
address listed in Appendix A. 

Categories of individuals covered by the system: Persons 
requesting energy related information. 

Categories of records in the system: Each of FEA's mailing lists 
contains the name and address of the subject individual. The mail¬ 
ing list for the “Energy Reporter" also contains the individual's 
employer or organizational affiliation and the individual's title or 
position. 

Authority for maintenance of the system: Federal Energy Adminis¬ 
tration Act of 1974; Executive Order 11790. 

Routine uses of.records maintained in the system, including catego¬ 
ries of users and the purposes of such usesi The records are released 
to contractors handling bulk and single copy mailings for FEA. 
Names and addresses of such contractors may be requested from 
the system manager. Other routine uses are as listed in Appendix 
B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Both manual and computer cards. 

Retrievability: Name or identifying number once the regional lo¬ 
cation of the individual is determined. 

Safeguards: Locked files. 
Retention and disposal; Recipients are acquired annually and the 

list is purged and updated. 
System manager(s) and address; 

Chief Division of Printing Management 
Office of Administrative Programs 
Federal Energy Administration 
Washington, D C. 20461. 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration. 
Washington. D.C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A. in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Record access procedures; Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington. D C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3, 40 
FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer, Federal Energy 
Administration, Washington, D.C. 20^1, or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A, in accordance with FEA’s Privacy Act Regulations (10 
CFR 206.7, 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record, generally as the result of a request for information by such 
individual. 

Systems exempted from certain provisions of the act: None. 

FEA—19 
System name: Congressional Constituent Inquiries. 

Security classification: Unclassified. 
System location: For the National Office the location of the 

records is: 
Executive Communications 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington, D.C. 20461 

National Office records are also located in the FEA office 
originating the response. 

For the Regional Offices; The appropriate Regional Office at the 
address listed in Appendix A. 

Categories of individuals covered by the system: Individuals on 
whose behalf there have been Congressional inquiries and members 
of Congress making requests on behalf of their constituents. 

Categories of records in the system: Name, address of constituent 
and date of letter by a Senator or member of Congress on behalf of 
the constituent; materials forwarded by a member of Congress; and 
FEA response. 

Authority for maintenance of the system: 5 U.S.C. 301; 44 U.S.C. 
3101; Federal Energy Administration, Act of 1974; Executive Order 
11790. 

Routine uses of records maintained in the system, including catego¬ 
ries ^f users and the purposes of such uses: 'The records are used to 
record Congressional inquiries on behalf of constituents, to ensure 
proper document control of the response; and to reference FEA 
responses to such inquiries. Other routine uses include those listed 
in Appendix B. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name of constituent and name of member of Con¬ 

gress. 
Safeguards: Records are located in lockable metal file cabinets in 

secured rooms or secured premises with access limited to those 
whose official duties require access.^ 
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Retention and disposal; The records are retained in accordance 
with the office's record control schedule. 

System managerls) and address: The National Office records are 
managed by; 

Special Assistant 
Executive Communications 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461 

For records at EEA’s Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. DC. 20461, in accordance with EEA's Privacy Act 
Regulations (10 CFR 206..1. 40 FR 45610 (October 2. 1975)). 

Record access procedures: Requests by an individual for acce<ft to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer, Federal Energy Administration, 
Washington, D.C. 20461. in accordance with FEA's Privacy Act 
Regulations (10 CFR 206..^, 50 FR 4.S610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. D C. 20461. in accordance with FEA's 
Privacy Act Regulations (10 CFR 206.7. 40 FR 45613 (October 2. 
1975)). 

Record source categories: Subject individual, member of Con¬ 
gress, and drafter of FFA response. 

Systems exempted from certain provisions qf the act: None. 

FEA—20 
System name; Freedom of Information and Privacy Act Requests 

for Records. 
Security classification: Unclassified. 
System location: For the National Office, the location of the 

records is: 
Freedom of Information Office 
Federal Energy Administration ^ 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461. 

For the Regional Offices: The appropriate Regional Office at the 
address listed in Appendix A. 

Categories of individuals covered by the system: Individuals 
requesting copies of records from the Federal Energy Administra¬ 
tion, including all primary operating units, under the provisions of 
the Freedom of Information Act; and under the Privacy Act of 
1974. 

Categories of records in the system: Name, address, and telephone 
number; description or identification of records requested, 
furnished, and/or denied; dates of request and response; amount of 
fees paid, if any; payment delinquencies, if any; final determina¬ 
tions of appeals or denials; and the names and titles of denying of¬ 
ficials and determining officials. 

Authority for maintenance of the system; Freedom of Information 
Act; Privacy Act of 1974. Federal Energy Administration Act of 
1974; Executive Order 11790. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Annual report to the 
Congress under section (d) of the Freedom of Information Act. as 
amended; and the routine uses listed in Appendix B. Available for 

' public inspection at all times. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper records. 
Retrievability: Name of requestor. 
Safeguards: Records are located in lockable metal file cabinets 

with access limited to those whose official duties require access, 
but records are availal^e for public inspection. 

Retention and disposal: Records are retained in accordance with 
the Freedom of Information Office record disposal schedule 

System manager(s) and address: 
Director 
Freedom of Information Office 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 

Washington. D.C. 20461. 
For records at FEA’s Regional Offices; The Regional Adminis¬ 

trator of the appropriate Regional Office. 
Notification procedure: Requests by an individual to determine if 

a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D.C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206.3, 40 
FR 4.S6I0 (October 2. 1975)). In addition to the information 
specified in 10 CFR 206.3. the requestor should provide name, ad¬ 
dress, and date, or approximate month and year, on which the 
request was made. 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington, D C. 20461 or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA's Privacy Act Regulations (10 CFR 206.3. 40 
FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration, Washington, D C. 20461 or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in Ap¬ 
pendix A in accordance with FEA’s Privacy Act Regulations (10 
CFR 206.7. 40 FR 45613 (October 2. 1975)). 

Record source categories: The individual who is the subject of the 
record. 

Systems exempted from certain provisions of the act: None. 

FEA-21 
System name: Electric rate demonstration data base. 

Security classification: Unclassified. 
System location: As broken out by project, the records will be 

located at the following participating utilities; 

Arizona—Solar Research Commission. 
Arizona Public Service Co. 

Arkansas—Public Service Commission. 
Arkansas Power & Light Co. 

California—Energy Resources Conservation and Development 
Commission and Public Utilities Commission. 

Pacific Gas & Electric Co.; San Diego Gas & Electric Co.; 
Southern California Edison Co.; Sacramento Municipal Utility 
District. 

Connecticut—Public Utilities Commission. 
Connecticut Light & Power Co. 

New Jersey—State Energy Office. 
Jersey Central Power & Light Co. 

New York—Public Service Commission. 

Consolidated Edison. 

North Carolina—Utilities Commission. 
Carolina Power & Light Co.; Blue Ridge Electric Membership 

Corp. 

Ohio—Public Utilities Commission. 
Dayton Power & Light Co.; Toledo Edison Co.; Buckey Power 

Co. 

Rhode Island—Public Utilities Commission. 
Blackstone Valley Electric Co. 

Vermont—Public Service Board. 
Green Mountain Power Co. 

Washington—State Energy Office. 
Seattle City Light (Department of Lighting, city of Seattle); Clark 

County Public Utilities District; Puget Sound Power & Light 
Co. . 

Wisconsin—Public Service Commission. 
Wisconsin Public Service Corp. 
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Puerto Rico—Commonwealth of Puerto Rico. 
Puerto Rico Water Resources Authority. 

Edmond Okla.—city of Edmond. 
Edmond Municipal Electric Co. 
Los Angeles—city of Los Angeles. 
Los Angeles Department of Water & Power. 

For the FLA National Office, the location of the records is Op¬ 
timum Systems. Inc . ^fil5 Fishers Lane. Rockville. Maryland 
20K'2 There arc no records at any of the FF.A regional offices. 

Categories of indisiduals covered by the system: All consumers of 
clevtrivitv partKipating in FEA-sponsored rate demonstration pro- 
yecls 

Categories of records in the system: Consumer identification 
number, rate code, historical data on past year's energy consump¬ 
tion. hourly current electrical consumption, household information 
iincluding age distribution and incomel. dvielling characteristics, 
fuel use information, water heating characteristics, and appliance 
inventory. The records maintained by the FEA and the EPRI will 
not contain name or other identifying particulars. 

Authority for maintenance of the system: Section 13 of the Federal 
Energy Administration Act of 1974: Executive Order 11790; section 
204 of the Energy Conservation and Production Act. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The participating utilities 
will use the records maintained for the following purposes: Mea¬ 
surement of price elasticity under various non-traditional rate 
forms, correlation of demographic characteristics with demand and 
usage patterns, analysis of shifts in usage patterns under various 
rate forms and at different times of day and seasons of the year, 
and determination of changes in load and capacity factors attributa¬ 
ble to experimental rates and/or load management techniques. The 
records maintained by the participating utilities will also be made 
available to the participating utilities' parent companies, the spon¬ 
soring state and local agencies, the FEA. and the Electric Power 
Research Institute, so that these parties can do analyses of the data 
simlar to those contemplated by the utilities. As previously noted, 
the records made available to the participating utilities' parent com¬ 
panies. the FEA and to EPRI will not contain name or other identi¬ 
fying particulars. The sponsoring state and local agencies will also 
use the records to deal with any complaints brought by participat¬ 
ing consumers of electricity. 

Storage: Machine readable only. 
Rcirievability: Machine readable records are retrievable by any 

data clement (except by name or EPRI and National Office FEA 
records) 

Safeguards: The contracts with the utilities stipulate that the utili¬ 
ty will exercise all diligence in controlling access to their computer 
facility and that only authorized members of the project team and 
other routine users will be allowed to use the data. At the FEA Na¬ 
tional Office, physical, technical and administrative security is 
maintained with all storage areas locked when not in use. Ad¬ 
mittance when open, is restricted to authorized personnel only. All 
personnel that handle or process the data are instructed and cau¬ 
tioned as to the confidentiality of the data and its proper disposi¬ 
tion Remote terminal users need special access code. 

Retention and disposal: At the participating utilities and the EPRI: 
three years after the completion of the test on the utility's system. 
At the FEA National Office: records will be destroyed within two 
years of completion of the last project. 

Retrievabiliiy: For Records at the Participating Utilities 
System manageris) and address: 
For Records at the Participating Utilities 

Arizona Public Service Co., 
411 North Central Ave.. 
Phoenix. Ariz. 85004. 

Arkansas Power & Light Co.. 
Box 551, 
Little Rock. Ark. 72203. 

Blackstone Valley Electric Co.. 
Washington Highway. Box llll. 
Lincoln. R.l. 02865 

Blue Ridge Electric Membership Corp.. 
1216 Blowing Rock Blvd. NE. 
Lenoir, N.C. 28645. 

Buckeye Power Co . 
4302 Indianola Ave . 
Columbus. Ohio 43214 

Carolina Power & Light, 
Box 551, 
Raleigh. N.C. 27602. 

Clark County Public Utilities District. 
1200 Fort Vancouver Way. Box 1626 
Vancouver, Wash. 98663. 

Connecticut Light & Power Co., 
P.O. Box 270. 
Hartord. Conn. 06101. 

Consolidated Edison, 
4 Irving Place. 
New York. N.Y. 10003. 

Dayton Power and Light Co.. 
25 North Main St., 
Dayton, Ohio 45401. 

Edmond Municipal Electric Co.. 
Edmond. Okla. 73034. 

Green Mountain Power Co.. 
I Main St.. 
Burlington, Vt. 05401. 

Jersey Central Power & Light Co., 
Madison Ave. and Punch Bowl Rd.. 
Morristown, N.J. 07960 

Los Angeles Department of Water and Power. 
Box III. 
Los Angeles, Calif. 90051. 

Pacific Gas & Electric Co.. 
77 Beale St., 
San Francisco^rCalif. 94106. 

Puerto Rico Water Resources Authority, Planning and 
Engineering, 

San Juan, P.R. 

Puget South Power & Light Co.. 
600 116th Street, NE., 
Bellvue. Wash. 98009. 

Sacramento Municipal Utility District, * 
6201 South St.. P.O. Box 15830, 
Sacramento, Calif. 95813. 

San Diego Gas & Electric Co., 
P.O. Box 800, 
San Diego, Calif. 92112. 

Seattle City Light (department of lighting, city of Seattle), 
1015 Third Ave., 
Seattle, Wash. 98104. 

Southern California Edison Co., 
P.O. Box 1831 
Rosemead, Calif. 91770. 

Toledo Edison Co.. 
300 Madison Ave., 
Toledo. Ohio 43652. 
Wisconsin Public Service Corp.. 
700 North Adams Ave., 
Green Bay. Wis. 54301. 

For the records at the FEA National Office: Electricity Utility 
Demonstration Program Manager, Regulatory Institutions Pro¬ 
grams, National Programs, Energy Conservation and Environment. 
Federal Energy Administration, 1200 Pennsylvania Avenue, NW., 
Washington, D.C. 20461. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
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directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. DC. 20461 in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.2. 40 FR 45610 (October 10. 1975)). The 
requests will in turn be forwarded to the appropriate participating 
utility maintaining the complete record pertaining to the individual. 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D C. FEA’s Privacy Act Regulations (10 CFR 206.3. 
40 FR 4^610 (October 2. 1975)) Requests will in turn be forwarded 
to the appropriate participating utility maintaining the complete 
record pertaining to the individual 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. DC 20461 in accordance with FEA's 
Privacy Act Regulations (10 CFR 206.7. 40 FR 45613 (October 2. 
1975)). Requests will in turn be ^forwarded to the appropriate par¬ 
ticipating utility maintaining the complete record pertaining to the 
indiv idual. 

Record source categories: Utilities participating in the electric rate 
demonstration project and individuals providing information. 

Systems exempted from certain provisions of the act: None. 

FEA—22 

System name: Correspondence Files. 
Security Classification: Unclassified. 
System location: For the National ()ffice the location is: 

Executive Communications 
Office of the Administrator 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D C. 20461 

Records for the National Office may also be located in the or¬ 
ganizational unit with FEA which originates the response to the 
correspondence or has jurisdiction over its subject matter. 

For records at FEA's Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Categories of individuals covered by the system: Individuals com¬ 
municating by letter with FFA. 

Categories of records in the system: Name, address of correspon¬ 
dent. and copies of the agency response. 

Authority for maintenance of the system: 5 U.S.C. 301: 44 U.S.C. 
^101. Federal Energv Administration Act of 1974. Executive Order 
11790. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records are used by 
FEA personnel to record written communications with FEA from 
correspondents outside of FEA. to ensure proper document control 
of the FEA response, as a reference for such response, iind for the . 
routine uses listed in Appendix B 

Policies and practices (or storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name of correspondent. 
Safeguards: Records arc located in lockable metal file cabinets in 

secured rooms or secured premises with access limited to those 
whose official duties require access 

Retention and disposal: Records arc retained in accordance with 
the office’s record control schedule 

System manager(s) and address: For records at the National Of¬ 
fice: 

Special Assistant 
Executive Communications 
Office of the Administrator 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington. D C. 20461 

The Administrative Officers of the appropriate National Office 
organizational sub-units are also system managers. 

For records at FEA’s Regional Offices: The Regional Adminis¬ 
trator of the appropriate Regional Office. 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration, 
Washington. D.C. 20461. or to the Privacy Act Officer at the ap¬ 

propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206.3, 
40 FR 45610 (October 2, 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D C. 20461, or to the Privacy Act Officer at the ap¬ 
propriate Regional Office, at the address listed in Appendix A, in 
accordance with FEA’s Privacy Act Regulations (10 CFR 206.3, 
30 FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. D C. 20461, or to the Privacy Act Of¬ 
ficer at the appropriate Regional Office, at the address listed in-Ap¬ 
pendix A. in accordance with FEA’s Privacy Act Regulations (10 
CFR 206.7, 40 FR 45613 (October 2. 1975)). 

Record source categories: Subject individuals and drafter of FEA 
response. 

Systems exempted from certain provisions of the Act: None. 

FEA-23 
System name: Telephone Numbers of FEA Officials. 

Security classification: Unclassified. 
System location: 

Office of the Administrator 
Federal Energy Administration 
12th and Pennsylvania Avenue, NW. 
Washington, D.C. 20461. 

Categories of individuals covered by the system: FEA senior staff 
officials. 

Categories of records in the system: Name and home telephone 
number. 

Authority for maintenance of the system: 5 U.S.C. 301; Federal 
Energy Administration Act of 1974; Executive Order 11790. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The records are available 
only to FEA staff within the Office of the Administrator and the 
energy policy staff within the Executive Office of the President. 
Telephone numbers will be given out on an individual basis from 
the list to those FEA officials'with a demonstrated need for the in¬ 
formation in the course of their official duties. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper records. 
Retrievability: Name of FEA official. 
Safeguards: Records arc located in lockable drawers in secured 

rooms with access limited to those whose official duties require ac¬ 
cess. 

Retention and disposal: Records are revised when appropriate, at 
which point the older records are destroyed. 

System manager(s) and address: 
Staff Assistant 
Office of the Administrator 
Federal Energy Administration 
12th and Pennsylvania Avenue. NW. 
Washington. D.C. 20461 

Notification procedure: Requests by an individual to determine if 
a system of records contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. D.C 20461, in accordance with FEA’s Privacy Act 
Regulations (10 CFR 206.3, 40 FR 45610 (October 2, 1975)). 

Record access procedures: Requests by an individual for access to 
a system of records that contains information about him should be 
directed to the Privacy Act Officer. Federal Energy Administration. 
Washington. DC. 20461. in accordance with FEA’s Privacy Act 
Regulations (10 C.F.R. 206.3. 40 FR 45610 (October 2. 1975)). 

Contesting record procedures: Requests by an individual to cor¬ 
rect or amend the content of a record containing information about 
him should be directed to the Privacy Act Officer. Federal Energy 
Administration. Washington. D C. 20461, in accordance with FEA’s 
Privacy Act Regulations (10 CFR 206.7, 40 FR 45613 (October 2, 
1975)). 

Record source categories: The subject individuals. 
System exempted from certain provisions of the Act: None. 
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APPENDIX A 
RcjikHi I 

( oniK'ctKut. Massachusetls. Nc\^ Hump>hire. Rhode 
Island Vermonl 

KcgKmal OffK'e 
Federal Energy Admini>tratH>n 
I'O Causeway Street. Room 700 
Boston. Massachusetts 02114 
tf>r» 22.V370! 

Region 2 
New Jersey. New York. Puerto Rko. Virgin Islands 

Regional OffKe 
Federal Energy Administration 
26 Federal Plaza. Room 3206 
New York. New York 10007 
(212) 264.1021 

Region 3 
IXdaw-are. District of ColumNa. Maryland. Pennsylvania. Vir¬ 

ginia. West Virginia 
RegKinal Office 
Federal Energy Administration 
Federal Office Building 
1421 Cherry Street. Room 1001 
Philadelphia. Pennsylvania 19102 
(215) W-3890 

Region 4 
Alabama. Canal Zone. Florida. Georgia. Kentucky. Mississippi. 

North Carolina. South Carolina. Tennessee 
Regional Office 
Federal Energy Administration 
1655 Peachtree Street, NE. 
8th Floor 
Atlanta. Georgia 30309 
♦404) 526-2837 

Region 5 
illmois. Indiana. Michigan. Minnesota, Ohio. Wisconsin 

Regional Office 
Federal Energy Administration 
175 West Jackson Street. Third Floor 
Chicago. Illinois 60604 
(312) 353-8420 

Region 6 
Arkansas. Louisiana. New Mexico. Oklahoma. Texas 

Regional Office 
Fc^Jeral Energy Administration 
P O Box 35228 
2626 West Mockingbird Lane 
Dallas, Texas 75235 
(214) 749-7345 

Region 7 
Iowa. Kansas. Missouri. Nebraska 

Regional Office 
Federal Energy Administration 
Federal Office Building 
P.O Box 2208 
112 East 12th Street 
Kansas City. Missouri 64142 
(816) 374-2061 

Region 8 
Colorado, Montana, North Dakota, South Dakota. Utah, Wyom¬ 

ing 
Regional Office 
Federal Energy Administration 
P.O. Box 26247—Belmar Branch 
1075 South Yukon Street 

Lakewood, Colorado 80226 
(W) 2.34-2420 

Regioa 9 
American Samoa, Arizona. California. Guam, Hawaii, Nevada, 

Trust Territory of the Pacific Islands 
Regional Office 
Federal Energy Administration 
111 Pine Street. Third Floor 
San Francisco, California 94111 
(415) 5.'6-72l6 

Region 10 
Alaska. Idaho, Oregon. Washuigton 

Regional Office 
Federal Energy Administration 
Federal Building 
915 Second Avenue 
Room 1992 
Seattle, Washington 98174 
(206) 442-7280 

APPENDIX B 
Routine Uses 

1. In the event that a system of records maintained by the FEA 
to carry out its functions indicates a violation or potential violation 
of law. whether civil, criminal or regulatory in nature, and whether 
arising by general statute or particular program pursuant thereto, 
the relevant records in the system of records may be referred, as a 
routine use, to the appropriate agency, whether Federal, State, 
local or foreign, charged with the responsibility of investigating or 
prosecuting such violation or charged with enforcing or implement¬ 
ing the statute, or rule, regulation or order issued pursuant thereto. 

2. A record from this system of records may be disclosed, as a 
routine use, to a Federal. State or local agency maintaining civil, 
criminal or other relevant enforcement information or other per¬ 
tinent information, such as current licenses, if necessary to obtain 
information relevant to an FEA decision concerning the hiring or 
retention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant or other 
benefit. 

3. A record from this system of records may be disclosed, as a 
routine use. to a Federal agency, in response to its request, in con¬ 
nection with the hiring or retention of an employee, the issuance of 
a security clearance, the reporting of an investigation to an em¬ 
ployee, the letting of a contract, or the issuance of a license, grant, 
or other benefit by the requesting agency, to the extent that the in¬ 
formation is relevant and necessary to the requesting agency's deci¬ 
sion on the matter. 

4. A record from this system of records may be disclosed, as a 
routine use, in the course of presenting evidence to a court, magis¬ 
trate or administrative tribunal, including disclosures to opposing 
counsel in the course of settlement negotiations. 

5. A record in this system of records may be disclosed, as a rou¬ 
tine use. to a member of Congress submitting a request involving 
the individual when the individual is a constituent of the member 
and has requested assistance from the member with respect to the 
subject matter of the record. 

6. A record in this system of records which contains medical 
and/or psychological information may be disclosed, as a routine 
use. to the physician or mental health professional of any individual 
submitting a request for access to the record under the Privacy Act 
of 1974 and FEA's Privacy Act Regulations if, in its sole judgment 
and good faith. FEA believes that disclosure of the medical and/or 
psychological information directly to the individual who is the sub¬ 
ject of the record could have an adverse effect upon that in¬ 
dividual, in accordance with the provisions of S U.S.C. SS2a(f)<3) 
and 10 CFR 206.5(f). 
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NATIONAL TRANSPORTATION POLICY 
STUDY COMMISSION 

PRIVACY ACT OF 1974 
Systems of Records; Annual Publication 

On December 10. 1976, there was published in the Federal Register 
41 FR 45158 a notice of Systems of Records pursuant to the 
provisions of the Privacy Act of 1974, Public Law 93-579 (5 USC 
552). The public was given the opportunity to submit not later than 
January 17, 1977, written comments concerning the proposed system 
of records. Comments were received by the Office of Management 
and Budget and were incorporated in the final system. 

The proposed system notices are hereby adopted as amended. 
Effective date: September 19, 1977. 
Signed at Washington, D.C., on September 15, 1977. 

John Wild, 
Executive Director. 

NTPSC—1 
System name: Payroll Records—National Transportation Policy 

Study Commission. 
System location: General Services Administration. Region 3 Of¬ 

fice, copies held by the Commission. (GSA holds records for the 
National Transportation Policy Study Commission under contract.) 

Categories of individuals covered by the system: Employees of the 
NTPSC and Commission members. 

Categories of records in the system: Varied payroll records, in¬ 
cluding, among other documents, time and attendance cards; pay¬ 
ment vouchers; comprehensive listing of employees; health benefits 
records, requests for deductions; tax forms, W-2 forms, overtime 
requests; leave data; retirement records. Records are used by Com¬ 
mission and GSA employees to maintain adequate payroll informa¬ 
tion for Commission employees, and otherwise by Commission and 
GSA employees who have a need for the record in the performance 
of their duties. 

Authority for maintenance of the system: 31 U.S.C., generally. 
Also, Section 154 of the Federal-Aid Highway Act of 1976 (P.L. 94- 
280). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: See Appendix. Records 
also are disclosed to GAO for audits; to the Internal Revenue Ser¬ 
vice for investigation; and to private attorneys, pursuant to a power 
of attorney. 

A copy of an employee’s Department of the Treasury Form W-2, 
Wage and Tax Statement, also is disclosed to the State, city or 
other local jurisdiction which is authorized to tax the employee’s 
compensation. The record will be provided in accordance with a 
withholding agreement between the State, city or other local ju¬ 
risdiction and the Department of the Treasury pursuant to 5 U.S.C. 
5516, 5517, or 5520, or, in the absence thereof, in response to a 
written request from an appropriate official of the taxing jurisdic¬ 
tion to Honorable Bud Shuster, Chairman, National Transportation 
Policy Study Commission, 1750 K St. NW, Rm 800, Washington, 
D C. 20006. The request must include a copy of the applicable statute 
or ordinance authorizing the taxation of compensation and should 
indicate whether the authority of the jurisdiction to tax the employee 
IS based on place of residence, place of employment, or both. 

Pursuant to a withholding agreement between a city and the De¬ 
partment of the Treasury (5 U.S.C. 5520), copies of executed city 
tax withholding certificates shall be furnished the city in resj^nse 
to written request from an appropriate city official to the Chair¬ 
man, the Honorable Bud Shuster. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: / 

Storage: paper and microfilm. 
Retrievability: Social Security Number. 
Safeguards: Stored in guarded building; released only to 

authorized personnel including among others, GSA liaison staff and 
payroll clerks and Commission administrative staff. 

Retention and disposal: Disposition of records shall be in ac¬ 
cordance with the HB GSA Records Maintenance and Disposition 
System (OAD P 1820.2). 

System managerfs) and address: Chairman, National Transporta¬ 
tion Policy Study Commission, 1750 K Street NW, Suite 800, 
Washington, D.C. 20006 

STUDY POLICY COMMISSION 5^495 

Notification procedure: Contact General Counsel or refer to Com¬ 
mission access regulations contained in 1 CFR Part 445. 

Record access procedures: Contact General Counsel or refer to 
Commission access regulations contained in 1 CFR Part 445. 

Contesting record procedures: Contact General Counsel or refer to 
Commission access regulations contained in I CFR Part 445. 

Record source categories: The subject individual; the Commission. 

NTPSC-2 
System name: General Financial Records—National Transportation 

Policy Study Commission. 
System location: General Services Administration, Central Office; 

copies held by the Commission. (GSA holds records for the Com¬ 
mission under contract.) 

Categories of individuals covered by the system: Employees of the 
Commission and members of the Commission. 

Categories of records in the system: SF-1038, Application and ac¬ 
count for advance of funds; Vendor register and vendor payment 
tape. Information is used by accounting technicians to maintain 
adequate financial information and by other officers and employees 
of GSA and the Commission who have a need for the record in the 
performance of their duties. 

Authority for maintenance of the system: 31 U.S.C., generally; 
also. Section 154 of the Federal-Aid Highway Act of 1976 (P.L. 9^ 
280). 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: See appendix. Records 
also are released to GAO for audits; to the IRS for investigation; 
and to private attorneys, pursuant to power of attorney. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper and tape. 
Retrievability: Manual and automated by name. 
Safeguards: Stored in guarded building; released only to 

authorized personnel including among others, GSA liaison staff and 
finance personnel; and Commission administrative staff. 

Retention and disposal: Disposition of records shall be in ac¬ 
cordance with the HB GSA Records Maintenance and Disposition. 

System managers) and address: Chairman, National Transpsorta- 
tion Policy Study Commission, 1750 K St. NW, Rm 8(X), Washington, 
D C. 20006. 

Notification procedure: Contact General Counsel or refer to Com¬ 
mission access regulations contained in 1 CFR Part 445. 

Record access procedures: Contact General Counsel or refer to 
Commission access regulations contained in 1 CFR Part 445. 

Contesting record procedures: Contact General Counsel or refer to 
Commission access regulations contained in 1 CFR Part 445. 

Record source categories: The subject individual; the Commission. 

NTPSC—3 
System name: General Informal Personnel Files—National Trans¬ 

portation Policy Study Commission. 
System location: National Transportation Policy Study Commis¬ 

sion, 1750 K St. NW, Rm 800, Washington, D C. 20006. 
Categories of individuals covered by the system: The members of 

the commission, staff and consultants, past and present. 
Categories of records in the system: Personnel qualifications state¬ 

ments, personnel action requests and notifications, delegations of 
authority, correspondence with the Commission members, oaths of 
office. 

Authority for maintenance of the system: Title S, U.S.C. generally. 
Also, Section 154 of the Federal-Aid Highway Act of 1976 (P.L. 94- 

' 280). 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Sm Appendix. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Paper. 
Retrievability: Manual. 
Safeguards: Stored in lockable file cabinets, released only to 

authorized personnel including among others, GSA liaison staff and 
Commission administrative staff. 

Retention and disposal: Retained until no longer needed, then 
discarded. 
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System numatcfts) aad address: Chainnan, National Transporta¬ 
tion Policy Study Commission. I7S0 K St. NW, Rm 800, Waking- 
ton. D C. 2000(). 

Notincatioa procedure: Contact General Counsel or refer to Com- 
missKMi access regulations contained in I CFR Part 44S. 

Record access procedures: Contact General Counsel or refer to 
Commission access regulations contained in I CFR Part 445. 

Contesting record procedures: Contact General Counsel or refer to 
CommissKin access regulations contained in I CFR Part 445. 

Record source categories: The subject individual; the Commission. 

APPENDIX—National Transportation Policy Study Commission 
In the event that a system of records maintained by this agency 

to carry out its functions indicates a violation or potential violation 
of law, whether civil, criminal or regulatory in nature, and whether 
arising by general statute or particular program statute, or by regu¬ 
lation, rule or order issued pursuant thereto, the relevant records in 
the system of records may be referred, as a routine use, to the ap¬ 
propriate agency, whether federal, state, local or foreign, chargik 
with the responsibiUty of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
r^ulation or order issued pursuant thereto. 

A record from this system of records may be disclosed as a 
“routine use" to a fedei^, state or local ageiKy maintaining civil, 
criminal or other relevant enforcement information or other per¬ 
tinent information, such as current Ucenses, if necessary to obtain 
information relevant to an agency decision coiKeming the hiring or 
retention of an employee, t^ issuance of a security clearance, the 
letting of a contract or the issuance of a license, grant or other 
benefit. 

A record from this system of records may be disclosed to a 

federal agency, in response to its request, in conaection with the 
hiring or retention of an employee, the issuance of a security 
clearance, the reporting of an investigation of an employee, the 
letting of a contract, or the issuance of a license, grant or other 
^nefit by the requesting agency to the extent that the information 
is relevant and necessary to the requesting agency's decision in the 
matter. 

A record from this system of records may be disclosed to an 
authorired appeal grievance examiner, formal complaints examiner, 
equal employment opportunity investigator, arbitrator or other duly 
authorized official engaged in investigation or settlement of a 
grievance, complaint, or appeal filed by an employee. A record 
from this system of records may be disclosed to the United States 
Civil Service Commission in accordance with the agency’s respon¬ 
sibility for evaluation and oversight of federal personnel manage¬ 
ment. 

A record from this system of records may be disclosed to of¬ 
ficers and employees of a federal agency for purposes of audit. 

The information contained in this system of records will be dis¬ 
closed to the Office of Management and Budget in connection with 
the review of private relief legislation as set Uirth in OMB Circular 
No. A-19 at any stage of the legislative coordination and clearance 
process as set forth m that Circular. 

A record from this system of records may be disclosed as a rou¬ 
tine use to a Member of Congress or to a Congressional staff 
member in response to an ii^ihry of the Congressional office made 
at the request of the individual about whom the record is main¬ 
tained. 

A record from this system of records may be disclosed to of¬ 
ficers and employees of the General Services Administration in 
connection with administrative services provided to this agency 
under agreement with GSA. 
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POSTAL SERVICE 
PRIVACY ACT OF 1974 

Systems of Records; Annual Publication. 
Agency: U.S. Postal Service. 

Action: Annual report, Advance Notice of major records system 
description changes, and final notice of minor records system descrip¬ 
tion changes. 

Summary: The primary purpose of this document is to publish the 
annual notice under S USC SS2a(eX4) of the systems of records, as 
defined in the Privacy Act of 1974, Pub. L. No. 93-579, which are 
maintained by the Postal Service. In the interests of providing com¬ 
plete, current information to the public in an easily accessible format, 
this document also provides fiiuJ notice of several records system 
description changes and advanced notice of several other changes. 

Dates; Effective dale of Parts (1) and (7): October 11, 1977. Com¬ 
ments on Parts (2), (3), (4), (S), (6) must be received on or before: 
October 11, 1977. 

Addresses: Records Officer, U.S. Postal Service, Washington, D.C. 
20260. 

For Further Information Contact: Mr. John E. Finlay, (202)245-4142. 
Supplementary Information: The last complete list of Postal Service 

Systems of Records was published in the Federal Register on 
Oictober 4, 1976 (41 FR 45132). Recent changes to this complete list 
appeared in the Federal Register on February 24, 1977 (42 FR 
10954), April 21, 1977 (42 FR 20806), and June 13, 1977 (42 FR 30259). 

In accordance with a provision of the Privacy Act Implementation 
guidelines issued by the Office of Management and Budget (40 FR 
28961:1), the Postal Service has instituted a regular program of review 
of its record keeping practices. As a result of the second comprehen¬ 
sive review (the results of the first review were reported in the 
Federal Register at 42 FR 10954 on February 24, 1977X the Postal 
Service has (I) ascertained that four systems of records are no longer 
necessary; (2) discovered two previously unannounced systems of 
records; and (3) determined that the implementation of national Ex¬ 
press Mail Service will require the creation of a new system of 
records. Also, the Postal Service has decided it is necessary (4) to 
combine into a single consolidated system two records systems previ¬ 
ously described separately; and (5) to rewrite the descriptions (k two 
other records systems to make th^ more accurate. The Postal Service 
has also determined it is necessary (6) to provide notice of the existence 
of heretofore unpublished routine uses for several systems of records; 
and (7) to make minor editorial corrections and revisions in the 
descriptions of numerous systems of records. Public comment is 
requested on proposed actions (2), (3), (4), (5), and (6) which are 
discussed more completely below. Actions (1) and (7) are effective 
immediately. 

Postal S^vicc regulations concerning the privacy of information 
appear in 39 CFR Part 266. Those Postal Service systems of records 
which are exempt from certain provisions of the Privacy Act are listed 
in 39 CFR 266.9(b). 

Part 1—Deletions of Four Systems of Reconb 

The Postal Service has determined, after a reassessment of USPS 
090.010—Non-Mail Services—Food Coupon Program Records, and 
USPS 140.010—Postage—Postage Refund Records, that the records 
contained in those systems are used exclusively for financial account¬ 
ing and are not maintained or used for the purpose of referring to 
information about an individual by name or other personal identifier. 
Therefore, those systems do not fall within the definition of a systems 
of records as that definition applies to the requirements of the Privacy 
Act. The Postal Service also determined that the continued 
maintenance of USPS 020.020—Communications (Public Relations)— 
Children’s Art Contest, and USPS 100.040—Office Administration— 
Response to General Services Administration (GSA) Basic Order 
Agreement (BOA) Solicitations, is no longer necessary and relevant to 
the accomplishment of a useful purpose of the Postal Service. 

Under 5 USC 552a(e) (1) and (4), effective immediately, the four 
systems of records identified above have been deleted from the list of 
systems which appeared in 41 FR 45132. Consequently, those systems 
do not appev in the new list which follows. This document constitutes 
the final notice of these deletions and changes. 

Part 2—Notice of Two Existing Systems 

As required by 5 USC S52a(eX4), this document presents initial 
statements of the existence and charac ter of two additional systems of 
recx’cds not previously mentioned in a published notice. USPS 120.098 
is now being included as the result of a reevaluation of records 
maintenance practices while USPS 200.010 was originally omitted due 
to administrative oversight. These systems are designated; 

(a) USPS 120.098—Personnel Records—Office of Workers’ Com¬ 
pensation Program (OWCP) Record Copies. 

(b) USPS 2(X).0I()—Non-Mail Monetai^ ClainiB—Relocation Assis¬ 
tance Claims. 

Part 3—Proposed Creation of Additional System 

In addition, the Postal Service proposes to implement Express Mail 
Service on a national basis. The implemenution of this service, which 
has been tested for several years, requires the establishment of a new 
system of records designated: 

USPS 160.030—Special Mail Services—Express Mail Service Insur¬ 
ance Claims for Loss, Delay and Damage. 

These records are required so that a customer’s claim for loss, delay 
or damage can be pursued and resolved. At required by 5 USC 
552(eK4), this document also presents an initial description of this 
system of records. 

The Postal Service invites public comment on proposed actions (2) 
and (3). The descriptions of tte new system appear as proposed in the 
following list of systems. 

Part 4—CanaoHdation of Two Systeam 

The Postal Service, primarily for ease of reference, has determined it 
is necessary to consolidate the descriptions of two record systems 
previously reported separately. The d^ription of USPS 130.030— 
Philately—Philatelic Automatic Distribution Service (PADSX should 
be combined with the notice of USPS 130.040—Philately—Philatelic 
Product Sales and Distribution. The Postal Service also determined that 
the description should be expanded in order to provide a more 
complete picture of the scope of information maintained. 

Part 5—General Notificatioa of Two System Descriptions 

The Postal Service has rewritten the description of two other 
previously reported record systems solely for the purpose of more 
closely aligning the descriptions to current organizational structure 
and functions. The records systems affected are USPS 160.010— 
Special Mail Services—Registered Mail Inquiry for Delivery and/or 
Application for Indemnity, and USPS IM.020—Special Mail Ser¬ 
vices—Request for Payment of Postal Insurance (Claim) Records. 

Public comment is invited on the modified descriptions of systems 
130.040, 160.010, and 160.020 which appear in the following list. 

Part 6—Rootiae Uses 

The Posul Service has determined that a few cases exist in which 
notice of several long-standing routine uses has not previously been 
published for public comment. The notice of these routine uses and the 
systems to which they apply follow: 

Transfer of Information to the Civil Service Coauaissioo: The Civil 
Service Commission (CSC) requires the Postal Service to provide 
information about its employees for the CSC Central Personnel Data 
File (CPDF). 

The CPDF is used primarily for the generation of statistics pertain¬ 
ing to the Federal work force. Details pertaining to the further 
purposes and uses of the CPDF may be acquired from the Civil 
Service Commission. Although the following routine use is presently a 
part of another related Post^ Service system of records, it has b^n 
determined to also include the use in USPS 050.020, Finance Re¬ 
cords—Payroll System, at this tune: 

"24. To provide data for the automated Central Personnel Data File 
(CDPF) maintained by the U.S. Civil Service Commission.’’ 

Transfer of Inactive Personnel Folders to the General Services Aifaain- 
istration: If an employee separates from the Postal Service and does 
not immediately bixome employed by the Federal Government, his 
Official Personnel Folder is transferred to inactive storage. The Gener¬ 
al Services Administration provides a central storage facility for these 
inactive personnel folders. This continuing piactice is reflected in the 
following routine use for USPS 120.070, personnel Records—General 
Personnel Folders (Official Personnel Folders and Records Related 
Thereto): 

“15. Inactive folders are transferred to the GSA National Personnel 
Records Center for permanent storage." 

Diadoaurc of Finployee Medical InfoimatioK Two routine uses are 
being proposed for inclusion in USPS 120.090, Personnel Records— 
Medical Records. 

a. The following routine use reflects the practice of obtaining 
professional medical assistance from private physicians when a Postal 
Service medical officer is either unavailable or the employee requests 
this action. These physicians provide medical services in connection 
with matters involving empfoyment related health and physical condi¬ 
tion. The routine use reads as follows; 
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“8. Records in this system may be disclosed to a private physician or 
other medical personnel retained by the Postal Service to provide 
medical services in connection with an employee’s health or physical 
condition which is related to his or her employment." 

b. The Postal Inspection Service provides for physical examinations 
to inspectors through a contract with an outside medical service 
organization. This organization performs the examinations and submits 
the results to the Postal Service for the purpose of determining the 
individual’s fitness for duty The routine use reads as follows: 

“9. May be disclosed to an outside medical service when that 
organization performs the physical examinations and submits the evalu¬ 
ations to the Postal Service pursuant to a contract with the USPS as 
part of an esublished Postal ^rvice health program; for the purpose of 
determining a postal employee's fitness for duty." 

Disclosure of Enployce Records: Two routine uses are bing proposed 
for inclusion in USPS 120.190, Personnel Records—Supervisor’s Per¬ 
sonnel Records. 

a. It has been determined that records from this system may properly 
be released to a labor organization when needed to administer its duties 
as the representative of postal employees. The proposed routine reads 
as follows: 

“3. Disclosure of records of discipline may be further made to a 
labor organization pursuant to the National Labor Relations Act upon 
its request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal employees 
in an appropriate bargaining unit.” 

b. When the Postal Service completes an adverse action against an 
employee, a record of that fact is included in the Official Personnel 
Folder (OPF). Since part of the information included in the OPF is 
derived from USPS 120.190, it is necessary that this system reflects the 
possible uses which might occur from such a transfer. The proposed 
use reads: 

“4. Records of discipline may become part of USPS 120.070 and 
would therefore be subject to disclosure under the routine uses of that 
system of records.” 

Transfer of Records to Inactive Storage: In addition to the above 
routine uses, the following use must be included in the description of 
several systems because the Postal Service has traditionally sent 
inactive records to Federal Records Centers for storage before their 
destruction. The Postal Service published a broad statement of this use 
in the introductory section of its previous annual systems notices. 

010.040 
010.080 
030010 
030 020 
050 020 
050.040 
060 010 
060 020 
070.010 
080.010 
080.020 
120.035 
120.090 
120.130 
120.150 
150.025 
160.010 
160 020 
180.010 
The applicable routine use follows: “Inactive records may be trans¬ 

ferred to a GSA Federal Records Center for storage prior to destruc¬ 
tion.” 

As required by 5 USC 552(eKll), interested persons are invited to 
submit written data, views or arguments on any of the above described 
proposed routine uses. 

Part 7—Editorial Correctioiu and Revisions 

The Postal Service has determined that it is necessary to make 
certain editorial corrections and revisions to various systems of records 
descriptions. These corrections and revisions do not reflect changes in 
the systems themselves, but are provided only as changes to the 
descriptions. These changes do not affect the general character or 
purpose of any system as described nor do they expand the population 
of individuals to which the systems apply. The modifications merely 
provide a more accurate description of the affected systems of records. 
The following consitutes final notice of the necessary changes: 

USPS 010.010—Collection and Delivery Records—Address Change 
and Mail Forwarding Records. 

Retention nnd diapoanl: Change to read, ”a. Source document re- 
uined for one year from effective date and then destroyed by shred¬ 

ding or burning, b. Information on magnetic tapes is retained for one 
year from effective date. At the end of that period, the tapes are 
erased.” 

USPS 0.30.010—Equal Employment Opportunity—EEO Discrimina¬ 
tion Complaint Investigations. 

Purpote. Change to read, “Used by EEO officers and the Civil 
Service Commission to adjudicate complaints of alleged discrimination 
and to evaluate the effectiveness of the EEO program.” 

Storage: Change to read, "Records are maintained in paper case files. 
Status information required by the Civil Service Commission is main¬ 
tained on A DP records.” 

Safeguards: Change to read, “Case files are maintained in file 
cabinets within locked rooms. ADP records are protected with pass¬ 
word security." 

ReteatioB and disposal; Change to read, “a. Precomplaint Records— 
Counselor’s notes are destroyed three months after a formal report is 
submitted to the EEO officer or three months following the final 
adjustment when made at that level, b. Formal complaint records—All 
closed cases are removed from the system quarterly. Each closed case 
is retained as follows: Official file, 4 years; any copies, 1 year; 
background documents not in case file, 3 years, c. ADP records— 
Clos^ case information is removed quarterly and stripped of personal 
identifiers. It is then movbd to an inactive file (not a system of records) 
for future comparative analyses.” 

USPS 050.005—Finance Records—Accounts Receivable File Mainte¬ 
nance. 

Categories of individuals covered by the system: Change to read, 
“Present and former employees, contractors, vendors and other individ¬ 
uals indebted to the Postal Service.” 

Retrievability: Change to read, "Records are normally retrieved by 
invoice number but may be retrieved, when necessary, by name of 
employee, contractor, vendor, or other indebted individual.” 

US^ 120.010—Personnel Records—Architect/Engineers Selection 
Records 

Categories of records in the system: Change to read, “Information 
profile on individual’s past experience and present qualifications in the 
field of providing architect-engineer service.” 

Routine nses of records maintained in the system, including categories 
of users and the purposes of such uses: Change to read, “Purpose—To 
facilitate the review and assessment of the qualifications of architect- 
engineer firms which have potential for selection and award of a 
contract to perform architect-engineer services under a designated 
facility project.” 

USPS 120.035—Personnel Records—Employee Accident Records 
Record source categories: Change to read, “USPS Accident Reports 

and OWCP Claim Forms.” 
USPS 120.036—Personnel Records—Employee Discipline, Griev¬ 

ance and Appeals Records. 
System name: Change to read, “Personnel Records—Grievance and 
Appeals Records for Non-Bargaining Unit Employees, 120.036.” 

USPS 120.070—Personnel Records—General Personnel Folders 
(Official Personnel Folder and Records Related thereto) 

Categories of records in the system: Change to read, “Applications, 
resumes, promotion/salary changes and other personnel actions, letters 
of commendations, records of disciplinary action, health benefit and 
life insurance elections and other documents pertinent to preemploy¬ 
ment, prior Federal employment and current service as prescribe by 
the Federal Personnel Manual and related USPS guidelines.” 

Authority for maintenance of the system: Change to read, “39 USC 
1001 and 39 USC 1005.” 

Retention and disposal: Change to read, “Paper records considered 
to be permanent are maintained until employee is separated, then they 
are sent to the National Personnel Records Center, St. Louis, foi 
storage, or to another Federal agency to which the individual transfers 
employment. Records consider^ to be temporary are destroyed two 
years after creation.” 

Record source categories: Change to read, “Individual employee, 
personal references, former employers and USPS 050.020 (Finance 
Records—Payroll System).” 

120.090—Personnel Records—Medical Records 
Routine usM of records maintained in the system, including categories 

of users and the purposes of such uses: Change the first routine use tc 
read, “1. Ipformation in these records may be provided to the Civil 
Service Commission in making determinations related to: a. Veterans 
Preference, b. Disability Retirement, c. Benefit Entitlement. 

USPS 120.110—Personnel Records—Personnel Investigation Re¬ 
cords 

System name: Change to read, “Preemployment Investigation Rec¬ 
ords, 120.110.” 

Categories of records in the system: Change to read, “Replies from 
character references, former employers and local police records; drug 
history records and other investigative reports used to determine 
suitability for employment. Other records filed with these are: 
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Annual Notice of Syateou of Records Civil Service Commission records (privacy system— 
CSC/GOVT-4) compiled through a National Agency Check and 
Inquiry (NACl) and forwarded to the USPS for assistance in making a 
hiring decision.” 

Retention and disposid; Change to read, 
"a. If an applicant is found unsuitable for employment, or if an 

employee is found unsuitable after he has begun work, all local 
mvesligative records which support the decision of unsuitability will 
be retained for a period of two years from the date action was taken to 
deny or terminate employment. 

b. If an employee is initially found suitable for employment as a 
result of a local investigation, and is ultimately retained v>pon receipt of 
the NACI report from the Civil Service Commission, the local 
tnvestigaiive reports will be retained for a period of two years from the 
date the employee is initially found suitable for employment. 

c. CSC NACl reports are retained in the same fashion as local 
investigative records." 

Records access procedures: Change to read, 
“a. Local Investigative Records—apply to the head of the postal 

facility where employed. Headquarters employees should submit re¬ 
quests to the System manager. 

b. CSC NACl Reports—a^mly to the Civil Service Commission as 
instructed by privacy system CSC/GOVT-4.” 

Contesting record procedures: Change to read, "(Sec Record access 
procedures above.)” 

Record source categories: Change to read, “Information is obtained 
primarily from local police records, former employers, and character 
references.” 

USPS 120.150—Personnel-Recruiting, Examining, Training and 
Placement Records, 

^ Routine usrs of records maintained in the system including categories of 
' users and the purposes of such uses: Delete Routine use number one (I). 

Retention and disposal: Change to read, “Records arc retained for 
penod of usefulness which vanes by type of record and ranges from 
one day to 10 years. Retention periods f^or individual record types may 
be found in official USPS records retention schedules. At the end of 

, period of usefulness, records are destroyed with the exception of lists 
. of eligibics and examination cards which are transferred to the Nation- 
I al Personnel Records Center, St. Louis, MO.” 
I USPS 120.190—Personnel Records—Supervisor’s Discretionary Re- 
I cords 
I System name: Change to read. “Personnel Records—Supervisor's 
’. Personnel Records, 120.190” 
1 Categories of records in the system: Change to read, “Records consist 

of summaries or excerpts from the following other USPS personnel 
systems: 120.036, 120.070, 120.150, 120.180, 120,210, as well as records of 
discipline. In addition, copies of other Postal Service records and records 
originated by the supervisor may be included at the supervisor’s 
discretion.” 

Retention and dlapoaal: Change to read, 
“ 1 Except for those records of discipline described in subparagraphs 

2, 3, and 4 below, supervisor’s personnel records may be retained for 
the duration of the supervisor-employee working relationship. Upon 
separation of an employee from the Postal Service, the entire file 
pertaining to that employee is destroyed by burning or shredding 
within 30 days. 

2. Counseling Records shall be destroyed after one year if there has 
been no disciplinary action initiated against the employee during that 
period. 

3. Letters of Warning shall be destroyed after two years if there has 
been no disciplinary action initiated against the employee during that 
period. 

4. A record of counseling, a letter of warning, or other disciplinary 
record, which has been relied upon in a sub^uent suspension or 
discharge, will be retained in this system in accord with subparagraphs 
I through 3 above. Such records also will be permanently filed in 
USPS 120.070, if the subsequent suspension or discharge ultimately is 
susuined or modified in a manner requiring the preparation of a Form 
50.” 

Record source categories: Change to read, “Other personnel records 
systems, supervisor notes, employees, postal customers.” 

USPS 130.010—Philately—Ben Franklin Stamp Club Sponsors Re¬ 
cords 

System name: Change to read, “Philately—Ben Franklin Stamp Club 
Direct Mail Responders List, 130.010.” 

USPS 130.020—Philately—Elementary School Teacher Records 
File 

System name: Change to read, “Philately—Educators Stamp Fun 
Mailing List, 130.020.” 

Roger P. Craig, 
Deputy General Counsel 

The following points are relevant to the annual notice of Postal 
Service systems of records provided in this document: 

a. All systems containing contract records, as well as other legal 
records relating to those contracts, are considered business records by 
the Postal Service, rather than systems of personal records, as that 
term is defined in the Privacy Act. According, these systems are not 
listed. 

b. All Postal Service records described in this list are subject to; 
I. The subpoena of a court of competent jurisdiction; 
2 Review by Congress or its representatives upon request 
c. The “routine use” ^rtion of each system notice contains, as the 

first item, the system “purpose” The "purpose” is included to provide 
clarity and promote understanding of the system by the layman. It may 
be defined as that activity performed by those officers and employees 
of the Postal Service who have a need for component records of the 
system in the performance of their duties. DisekMure accounting is not 
maintained by the Postal Service for any activity listed as a “purpose.” 

USPS OlO.ftlO 

System name: Collection and Delivery Records—Address Change 
and Mail Forwarding Records, 010.010 

System location: Post Offices. 
Categories of individuals covered by the system; Postal customers 

requesting mail forwarding services from their local postal facilities. 
Categories of records in the system: Records contain customer 

name, old address, new mailing address, mail forwarding instruc¬ 
tions, effective date, information as to whether the move is per¬ 
manent or temporary and the customer’s signature. 

Authority for maintenance of the system: 39 USC 403, 404. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
mail forwarding and address correction services to postal customers 
who have changed address. Use— 

1. Records about any named individual are made available to any 
member of public upon request. 

2. Disclosure may be made to a congressional office from the 
record of an iodividual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

4. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: The source document is stored in filing cabinets at the 
delivery unit. They are filed alphabetically by name within month 
or quarter. Records generated from the source document are stored 
on cards or list forms or recorded on magnetic tape where central 
markup is computerized. These records are filed alphabeticaUy by 
name and route number or zone. 

Retrievabilhy: This system of records is indexed by name and ad¬ 
dress. Information may be retrieved by route number or ZIP Code 
where a computerized system is in use. 

Safeguards: Access to and use of these records are limited to 
those persons whose official duties require such access. 

Retention and disposal: 
a. Source document retained for one year from effective date and 

then destroyed by shredding or burning. 
b. Information on magnetic tape is retained for one year from effective 

date. At the end of that period, the tapes are erased. 

System manageris) and address: APMG, Delivery Service Depart¬ 
ment, Headquarters. 

Notification procedure: Customers wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to their local postmaster. Inquiries should contain 
full name and address, effective date of change order, route 
number (if known) and ZIP Code. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
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Record source categories: The individual to whom the record per¬ 
tains. 

LSPS 010.020 
System name: Collection and Delivery Records—Boxholder 

Records, 010.020 
System location: Post Offices 
Categories of individuals covered by the system: Postal customers 

who have applied for lockbox or caller service, whether for private 
or public purposes. 

Categories of records in the system: Records are in card form and 
contain names, addresses, a record of payments, and the names of 
persons or agents whether family members or business associates 
or employees. 

Authority for maintenance of the system: 39 USC 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
post office box services to postal patrons. 

U se— 
1. To refer, where there is an indication of a violation or potential 

violation of law. whether civil, criminal, or regulatory in nature, to 
the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. Disclosed to Federal, State and local government agencies for 
use in connection w ith official business. 

3. Disclosed to persons authorized by law to serve judicial 
process when necessary to serve process. 

4. Disclosed to public when box is being used for purpose of 
doing or soliciting business with the public. 

5. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

6. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

7. Disclosure may be made from the record oF an individual, 
where ^rtinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is stored on card form filed in metal file 
cabinets. In locations where the records have been automated, in¬ 
formation may be found on magnetic tape, magnetic cards or mylar 
strips. 

Retrievability: Information is filed according to local needs, and 
the volume of records. Billing forms are filed numerically by box 
number within month in which rent is due. Applications are filed 
alphabetically by name of individual or firm. 

Safeguards: Access limited to employees working in the box- 
holder section. 

Retention and disposal: a. Billing forms are destroyed by 
shredding two years after closeout of the last entry. 

b. Boxholder applications are retained for two years after ter¬ 
mination of the rental. 

System manager(s) and address: 
APMG, Customer Services Department, Headquarters 
APMG, Finance Department, Headquarters 
APMG, Rates & Classification Department, Headquarters 

Notification procedure: Inquiries should be addressed to the local 
postmaster; requestors in person should identify themselves with 
drivers license, military, government or other form of identifica¬ 
tion. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: The individual to whom the record per¬ 

tains. 

USPS 010.030 
System name: Collection and Delivery Records—Carrier Drive-Out 

Agreements, 010.030 

System location: District Offices. Sectional Centers, Post Offices. 
Postal Data Centers. 

Categories of individuals covered by the system: Letter carriers 
who use privately owned vehicles to transport the mails pursuant to 
a valid agreement with the local postmaster. 

Categories of records in the system: Information in these records 
contain Route Number, name and address of carrier, social security 
number and effective dates of the agreement. 

Authority for maintenance of the system: 39 USC 1206. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
reimbursement to carriers driving their own vehicles. 

Use— 
1. Provide necessary tax information to Internal Revenue Ser¬ 

vice. 
2. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal or regulatory in nature, 
to the appropriate agency, whether Federal, state or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

3. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

6. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective baigaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his truest, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fiM against the U.S. Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is contained on preprinted forms, magnetic 
tape and computer printout reports. 

Retrievability: The system is indexed by employees' social securi¬ 
ty number, pay location number and pay period. 

Safeguards: Normal precautions of filing equipment and limited 
access and the physical security measures of the computer facility. 

Retention and disposal: Magnetic tape records are retained for 
two calendar years (January-December) and then deleted. Source 
forms are retained until a new or changed agreement and then 
destroyed by shredding or burning after one year. 

System manager(s) and address: APMG, Delivery Services De¬ 
partment. Headquarters. 

Notification procedure: A carrier wishing to know if there is infor¬ 
mation in this system of records concerning him should notify the 
post office worked of the pay periods the agreement was in force, 
the route worked, give his name and social security number. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: The individual to whom the record per¬ 

tains. 

USPS 010.040 
System name: Collection and Delivery Records—City Carrier Route 

Records, 010.040 
System location: Delivery Services Department, Headquarters, 

Regional Headquarters, Sectional Centers, Automatic Data 
Processing Centers, District Offices, Post Offices, and Postal Data 
Centers. 

Categories of individuals covered by the system: Letter carriers, 
substitute carriers and flexible employees. 

Categories of records in the system: Employee name, route 
number, age, length of service, leave time and whether or not a 
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transportation agreement exists. It also includes information per¬ 
taining to workload, work schedule, performance analysis and in¬ 
dividuals work habits inspection reports of employees, workload, 
and workload adjustments. Employee and examiners comments on 
route adjustments and inspection. 

Authority for maintenance of the system: 39 USC 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To assist 
management in evaluating mail delivery and collection operations 
and administering these functions efficiently. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, state, or local charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court of administrative body. 

5. Pursuant to the National l^bor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

7. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storing, retrieving, accessing, retaining, 
and di-sposing of records in the system: 

Storage: Information is contained on printed forms, computer 
tape, or computer printouts. 

Retrievability: The system is indexed by route number, employee 
name, or postal facility name. 

Safeguards: Access to and use of these records are limited to 
those persons whose official duties require such access. 

Retention and disposal: a. Route inspection records are retained 
for two years where inspections are made annually or more 
frequently, and for five years where inspections are made less than 
annually. Disposal of records is by shredding or burning, b. Other 
records in system are retained for a period of up to one year de¬ 
pending upon the criticality of the information and then destroyed 
by shredding or burning. 

System manager(s) and address: APMG, Delivery Services De¬ 
partment, Headquarters. 

Notification procedure: Inquiries should contain employees name 
and social security number, specify the type of information being 
requested, and forwarded to post office where employed. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record .source categories: From employees, carrier supervisors, 

and route inspectors. 

USPS 010.050 
System name: Collection and Delivery Records—Delivery of Mail 

Through Agents, 010.050 
System location: Sectional Centers, Post Offices 
Categories of individuals covered by the system: Postal customer 

requesting delivery of mail through an agent and the agent to whom 
the mail is to be delivered. 

Categories of records in the system: Records contain the name and 
address of customer, name and address of agent and the signatures 
of both parties. 

Authority for maintenance of the system: 39 USC, 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—It serves as 
the written authority for the delivery of mail other than as ad¬ 
dressed. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 

i 

to the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained in file cabinets on pre-printed 
forms. 

Retrievability: Forms are filed by customer name. 
Safeguards: Access is limited to postal employees in the delivery 

section. 
Retention and disposal: Records are maintained until contract is 

terminated then destroyed by shredding. 
System manager(s) and address: APMG, Customer Services De¬ 

partment, Headquarters 
Notification procedure: Submit to local postmaster proof of per¬ 

sonal identity and name. 
Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Co-signers of the request for delivery of 

mail through an agent. 

USPS 010.070 
System name: Collection and Delivery Records—Mailbox Irregulari¬ 

ties, 010.070 
System location: District Offices, Sectional Centers, Post Offices 
Categories of individuals covered by the system: Postal Service 

customers whose mailbox does not comply with USPS standards 
and regulations. 

Categories of records in the system: Information consists of the 
reports of irregularities as submitted by the carrier or route inspec¬ 
tor, the name and. address of customer and the date and signature 
of the postmaster. 

Authority for maintenance of the system: 39 USC, 403,404 
Routine uses of records maintained in the system, including catego¬ 

ries of iLsers and the purposes of such uses: Purpose—To provide for 
the efficient delivery of the mail. 

Use— 
1. Pursuant to the National Labor Relations Act, records from 

this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is recorded on pre-printed forms. 
Retrievability: Information is organized around route number. 
Safeguanls: File in cabinets and access is limited to those USPS 

personnel having a working requirement. 
Retention and disposal: Retained for one year after completed ac¬ 

tion and destroyed by shredding or burning. 
System managerfs) and address: APMG, Delivery Services De¬ 

partment, Headquarters 
Notification procedure: Information may be obtained from the 

local postmaster, by presenting identification as to name and ad¬ 
dress and zip code. 

Record access procedures: Make request of the local postmaster. 
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Cootesting record procedures: Make request of the local post¬ 
master. 

Record source categories: Carrier or route inspector. 

LISPS oid.eso 
System name: Collection and Delivery Records—Rural Carrier 

Routes. 010.080 
System location: Post Offices having rural carrier operations; 

Delivery Services Department, Sectional Centers; Regions; Dis¬ 
tricts; IVstal Data Centers. 

Categories of individuals covered by the system: Postal customers 
receiving rural mail delivery services, and rural carriers, substitute 
carriers and flexible employees. 

Categories of records in the system: Records contained in this 
system are: Employee workload, work schedule and performance 
analysis. Inspection reports of employees, workload and workload 
adjustments, route travel description, employee and examiners' 
comments on adjustments and inspeetkm. Employee name, route 
number, age, length of service, physical condition, quality of ser¬ 
vice and vehicle adequacy. Customer addresses and names of per¬ 
sons at address location (some rural routes only) 

Authority for maintenance of the system: 39 USC 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To assist 
management in evaluating rural mail delivery and collection op>era- 
tions and administering these functions efficiently and provide basis 
for payment of salary and vehicle maintenance allowance carriers. 

Use- 
1. Provide Bureau of the Census, Department of Commerce ad¬ 

dress information as requested to assist them in their statutory 
requirement of census taking. 

2. To refer, where there is an indication of a violation or poten¬ 
tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency whether Federal, state, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

3. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

6. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the coDective bargaining representative of postal em¬ 
ployees in an appopriate bargaining unit. 

8. Inactive records may be transferred to a GSA Federal Records 
Center for storage prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fil^ against the U.S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Preprinted forms or lists in ordinary file equipment or on 
computer tape and printouts. 

Retrievability: Records are maintained by name and address of 
customer, a.id by route number, employee name or postal facility 
name. 

Safeguards: Access to and use of these records are limited to 
those persons whose official duties require such access. 

Retention and disposal: a. Records in card or list form are main¬ 
tained as long as the customer resides on the route; they are 
destroyed by shredding one year after the customer moves, b. 
Route travel description records, and establishment and discon¬ 
tinuance orders are retained until route is discontinued and then 
transferred to the Federal Records Center within two years after 

discontinuance date. c. Trip reports are retained for three years and 
then disposed of by shredding or burning, d. Route inspection re¬ 
ports and mafl count records (mail counts made annually or more 
frequently) are retained for two years. Where mail counts are made 
less than annually records are retained until the next mail counts. 
Disposal of records is by shredding or burning, e. Other carrier 
records in system are retained for a period of up to one year de¬ 
pending upon the criticality of the information and then destroyed 
by shreddmg or burning. 

System managers) and address: APMG, Delivery Services De¬ 
partment, Headquarters. 

Notification procedure: Customers wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to their local postmaster. Inquiries should contain 
full name and address. Employee inquiries should state employee 
name and social security number, route number, specify the type of 
information being requested, and forward to post office where em¬ 
ployed. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: The customer to whom the record per¬ 

tains and from employees, carrier supervisors and route inspectors. 

USPS 020.010 
System name: Communications (Public Relations)—Biographical 

Summaries of Management Personnel for Press Release, 
020.010 

System location: Office of Public and Media Relations, Headquar¬ 
ters 

Office of Communications and Public Affairs, Regional 
Headquarters 

Categories of individuals covered by the system: USPS executives, 
directors and managers to include regional staff officers, division 
directors, district managers, sectional center managers and other 
key management officios who may have frequent contact with 
news media or pubUc speaking engagements. 

Categories of records in the system: Biographical summaries on 
sheets of paper plus photographs. Summaries include information 
as to present title and responsibility, length of service, age, place of 
birth, marital status and participation in local community activities. 

Authority for maintenance of the system: 39 USC, 401, 1001 
Routine uses of records maintained in the system, inciuding catego¬ 

ries of users and the purposes of such uses: Purpose and Routine 
Use— 
1. To provide the public with background information on postal 

management personnel in connection with public relations matters 
such as speaking engagements, media appearances, appearances be¬ 
fore civic, fraternal and employee organizations. 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained on regular bond paiier in file 
cabinets. 

Retrievability: Information is filed by name and title. 
Safeguards: File cabinets are located in communications offices 

where information is available only to individuals having a need for 
access. 

- Retention and dispoul: a. Biographical sketches maintained at re¬ 
gions are retained while the individual is assigned within the region. 
If individual is promoted to or assigned to a position within the 
USPS outside the Region, biographical information is forwarded to 
the appropriate Public Affairs office; if employment with the USPS 
is terminated, the sketch is destroyed by shredding. 

b. Biographical sketches maintained at USPS, Washington, DC, 
are retained indefinitely. 

System manager(s) and address: APMG, Employee and Public 
Communications, Headquarters 

Notification procedure: Inquiries should contain name and posi¬ 
tion held and presented to the Manager of Communications and 
Public Affairs where currently, or previously, employed. 
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Record access procedures: See "NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source catei^ries; The individual to whom the record per¬ 

tains. 
lisps 020.030 

System name: Communications (Public Relations)—Schmil Mailing 
l.ists 

System location: Customer Services Department, Headquarters 
Categories of individuals covered by the system: School principals 

and teachers of the participating schcHils in the various l.'SPS edu¬ 
cational material mailing programs. 

Categories of records in the system: Principal’s name or teacher’s 
name, schiH^I and address. 

Authority for maintenance of the system: 39 I'SC. 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To mail educa¬ 
tional material. 

Use— 
1. Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

2. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Magnetic tape and typed or handwritten forms. 
Retrkvability: Zip Code, Principal or teacher name, school name. 
Safeguards: Normal USPS physical security 
Retention and disposal: During length of program—3 years then 

destroyed by shredding or burning. 
System manager(s) and address: APMG, Customer Services De¬ 

partment, Headquarters. 
Notification procedure: Inquiries should be addressed to the 

SYSTEM MANAGER shown above providing the name and Zip 
Code. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information mail-out to principals and 

teachers. 

USPS 030.010 
System name: Equal Employment Opportunity—EEO Discrimination 

Complaint Investigations, 030.010 
System location: Office of Equal Employment Compliance, Employ¬ 

ee Relations Headquarters; EEO Onice at Regions, Post Offices, 
Sectional Centers, Bulk Mail Centers, Automatic Data Processing 
Centers and Postal Data Centers. 

Category of individuals covered by the system: Current and former 
postal employees, applicants for positions within the USPS and third 
party complainants. 

Categories of records in the system: Records contain names, work 
locations, dates, social security numbers, and other information as 
included on affidavits, interviews and investigative forms. 

Authority for auintenance of the system: Public Law 92-261, Equal 
Employment Act of 1972; Executive Order 11478. 

Routine uses of records maintained in the system, including categories 
of users and the purposes of such uses: Purpose—Used by EEO officers 
and the Civil Service Commission to adjudicate complaints of alleged 
discrimination and to evaluate the effectiveness of the EEO Program. 

Use— 
1. Information contained in this system of records may be disclosed 

to an authorized investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal complaint of discrim¬ 
ination filed against the U.S. Postal Service under 3 CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issue involved 
in the complaint. 

2. Disclosed to courts and counsel in the event of litigation. 
3. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination 
and clearance process as set forth in that Circular. 

4. Pursuant to the National Labor Relations Act, records from this 
system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 

collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

5. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

6. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

7. Inactive records may be transferred to a GSA Federal Records 
Center for storage prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispoaing of records iii the system: 

Storage: Records are maintained in paper case files. Status informa¬ 
tion required by the Civil Service Commission is maintained on ADP 
records. 

Retrievability: Files are accessed by case number, the custodian must 
also be furnished with the name of the complainant and the place 
where the complaint was filed. Case number consists of the last two 
digits of the year with case in chronological sequence. 

Safeguards: Case files are maintained in file cabinets within locked 
rooms. ADP records are protected with password security. 

Retention and disposal: a. Precomplaint records—Counselor’s notes 
are destroyed three months after a formal report is submitted to the 
EEO officer or three months following the final adjustment when 
made at that level, b. Formal complaint records—All closed cases are 
removed from the system quarterly. Each closed case is retained as 
follows: Official file, 4 years; any copies, 1 year; background docu¬ 
ments not in case file, 3 years, c. ADP records—Closed case informa¬ 
tion is removed quarterly and stripped of personal identifiers. It is then 
moved to an inactive file (Not a system of records) for future 
comparative analyses. 

System managers) and addresses: APMG, Employee Relations De¬ 
partment, Headquarters. 

Notification procedure: Individuals interested in finding out if there is 
information in this records system pertaining to them should contact 
EEO officers at the Region or Headquarters level, giving complainant 
name, postal location, region, file number and year. 

Records access procedures: See Notification procedure above. 
Conteatiiig records procedures: See Notification procedure above. 
Record source categories: Information is received from the complain¬ 

ant, respondent and from investigations and interviews. 
Systems exempted from certain provisions of the act: Reference 39 

CFR 266.9 for details. 

USPS 030.020 
System name: Equal Employment Opportunity—Equal Employment 

Opportunity Staff Selection Records, 030.020 
System location: Employee Relations Department, Headquarters, 

Regional Headquarters, Federal Records Centers 
Categories of individuals covered by the system: Candidates con¬ 

sidered by Promotion Boards for EEO staff position. 
Categories of records in the system: Name of candidate, level, ad¬ 

dress, service computation date, date of birth. Social Security 
Number, postal background, personal information required to as¬ 
sess employee qualifications for position, estimate of potential and 
record of members of Board. 

Authority for maintenance of the system: 39 USC 1001, Executive 
Orders 11478 and 11590 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To provide 
Headquarters with information needed to complete selection 
process. 

Use- 
1. USPS Promotion Board reviews these records to determine ap¬ 

plicant’s eligibility for appointment. 
2. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 
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3. IHirsuanI to the National Labor Relations Act. records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser- 
vKe is a party before a court or administrative body. 

Inactive records may be transferred to a GSA Federal Records Center 
pnor to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Postal Service under 5 CFR 71.3, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and dbposing of records in the system: 

Storage: Forms, paper files. 
Retrievabilhy: Name of applicant and pay location. 
Safeguards: Maintained in locked file cabinets within secured 

facility. 
Retention and disposal: Records are transferred to the Federal 

Records Center and maintained indefinitely. 
System manager(s) and address: APMG, Employee Relations De¬ 

partment, Headquarters 
Notifkation procedure: Inquiries should be addressed to the head 

of the facility where application was made. Inquiries should contain 
full name, position applied for, the date the ^omotion Board met 
and Social Security Number. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Employee, and employee personnel 

data. 

USPS 030.030 
System name: Equal Employment Opportunity—EEO Administrative 

Litigation C^ Files, 030.030 
System location: Law Department, Regional and National Headquar¬ 

ters. 
Categories of individuals covered by the sj^em: Employees and 

applicants for employment involved in EEO Litigation. 
Categories of records in the system: (a) Formal pleadings and memo¬ 

randa of law; (b) Other relevant documents; (c) Miscellaneous notes 
and case analyses prepared by Postal Service attorneys and other 
personnel; (d) Correspondence and telephone records. 

Authority for maintenance of the system: 39 USC 401, 409(d) 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such users: Purpose—This information is 
used to provide legal advice and representation to the Postal Service. 

Use— 
1. Pursuant to the National Labor Relations Act, records from this 

system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

2. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Posul Service is a 
party before a court or administrative body or other tribunal. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individu^. 

4. Transferred to Department of Justice, when needed by that 
department to perform properly iu duties as legal represenUtive of the 
Postal Service. 

5. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation, or 
order issued pursuant thereto. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrievability: By name of litigant(s). 
Safeguards: Records are maintained in ordinary filing equipment 

under general scrutiny of USPS legal counsels and staff. 
Retention and disposal: These case files are maintained for three (3) 

years following close of matter. 
System managerts) and address: General Counsel, Law Department, 

Headquarters. 
Notificatioo procedure: Persons interested in reviewing records with¬ 

in specific case files should submit their name; and case number, if 
known; to the General Counsel, Law Department, National Headquar¬ 
ters. 

Record access procedures: See “System Manager" above. 
Contesting record procedures: See “System Manager" above. 
Record source categories: (a) Individuals involved in EEO Litigation; 

(b) Counsel(s) and other representativefs) for parties in action other 
than Postal Service; (c) Other individuals involved in the development 
of EEO litigation. Source documents include administrative 
complaint/action file, and other records relevant to the case. 

USPS 040.010 
System name: Customer Programs—Memo to Mailers Address File, 

040.010 
System location: USPS Headquarters, Customer Services Depart¬ 

ment 
Categories of individuals Covered by the system: Subscribers to 

Memo to Mailers monthly newsletter. 
Categories of records in the system: Subscribers’ mailing ad¬ 

dresses and status of membership in Postal Customers Councils. 
Authority for maintenance of the system: 39 USC 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To prepare 
mailing labels for the monthly mailing of Memo to Mailers. 

Use— 
Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Magnetic tape and computer printout. 
Retrievability: Records are maintained by subscriber's name, 

city, state and ZIP Code. 
Safeguards: The list contractor is forbidden by contract to use the 

list for any other means than to produce mailing labels for the U.S. 
Postal Service. 

Retention and disposal: The master file is maintained indefinitely, 
and is updated each month. 

System manager!s) and address: APMG, Customer Services De¬ 
partment, Headquarters 

Notification procedure: Persons wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the SYSTEM MANAGER and supply their 
name and address. 

Record access procedures: See “SYSTEM MANAGER” above. 
Contesting record procedures: See “SYSTEM MANAGER” 

above. 
Record source categories: Subscribers, Postmasters, USPS 

Customer Service Representatives. 

USPS 040.020 
System name: Customer Programs—Sexually Oriented Advertise¬ 

ments, 040.020 
System location; Rates and Classification Department. Headquar¬ 

ters; Postal Data Center, Headquarters; Postal Data Center, New 
York; Postal Inspector-ln-Charge NYC and Los Angeles, CA. 

Categories of individuals covered by the system: Any adult who 
elects to have his name and address and that of his children under 
19 years of age, placed on the list of persons who do not wish to 
receive sexually oriented advertisements through the mail. 

Categories of records in the system: Records contain the name and 
address of head of household or other adult, the names and birth 
dates of children under 19 years of age. 
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Authority lor nuuntcnaacc of the syitcia: 39 USC, Section 3010 
Routine uses of records maintained in the system, rocludintt catego¬ 

ries of users and the purpoacs of such uses: ^rpose—To maintain a 
list, available to mailers of sexually oriented advertisements, of 
persons desiring not to receive such matter through the mails. 

Use— 
1. Upi>n payment of prescribed fee, provide mailers of sexually 

oriented advertisements a list of individuals who do not wish to 
receive SO A. 

2. To refer, where there is an indication of a violation or poten¬ 
tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

3. Disclosure may be made to a congressional office from the 
record of an individual m response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is stored on magnetic tape, computer prin¬ 
touts microfiche cards and preprinted forms. 

Retrievahility: Information is stored in ZIP Code sequence and in 
application number sequence. 

Safeguards: Printouts and microfiche are retained by the Office 
of Mall Classification and Postal Inspection Service; hard copy is 
maintained in file cabinets at Headquarters with limited access. 

Retention and disposal: a. Names are retained on the compu¬ 
terized list for a maximum of five years as prescribed by law. 

b. Forms, printouts and microfiche are retained indefinitely. 
c. Any records that are to be destroyed are shredded. 
System manageris) and address: APMG, Rates and ClassiFication 

Department, Headquarters 
Notification procedure: Customers will furnish the system 

manager their name, address, application number and the date of 
fihng. 

Record access procedures: See "NOTIFICATION” above. 
Contesting record procedures: See "NOTIFICATION” above. 
Record source categories: Customers filing to have their names 

placed on lists so as not to receive SO A. 

USPS 050.005 

System name: Finance Records—Accounts Receivable File Main¬ 
tenance, 050.00S 

System location: Postal Data Centers 
Categorica of iadividnals covered by the system: Present and former 

employees, contractors, vendors and other individuals indebted to the 
Postal Service. 

Categories of records in the system: Invoice number, location 
name. Social Security Number, employee name, designation code. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintaiiied in the system, inchidiiig catego¬ 

ries of users and the purposes of such uses: Purpose—To monitor 
and record collections made by the USPS. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Pursuant to the National Labor Relations Act. records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the coliective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

3. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged m the investigation of a forma] complaint of discrimination 
filed against the U S. Postal Service under 5 CFR 713, and the contents 
of the requested record arc needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complamt. 

Policies aad practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Stomge: Records are normally retreived by invoice number but may 
be retrieved, when ’ necessary, by name of employee, contractor, 
vendor, or other indebted individual. 

Retrievahility: Records are indexed by name of employee and his 
Social Security Number. 

Safeguards: Authorization is limited to personnel of the General 
Accounting section. Computerized records are subject to the securi¬ 
ty of the computer room. 

Retention and disposal: All information is retained for four years 
after claim is payed and then destroyed by burning or scratched. 

System maniiger(s) and address: APMG, Finance Department, 
Headquarters 

Notificatioa procedure: Individuals requesting information from 
this system of records wiU apply to the pertinent postal facility and 
present the debtor's name and Social Securitv Number. 

Record access procedures: See "NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Information is passed to this system 

from the Payroll Section, General Accounting Section, Claims Sec¬ 
tion, and Postmasters and Regional Offices. 

USPS 050.010 

System name: Finance Records—Employee Travel Records 
(Accounts Payable), 050.010 

System location: Postal Data Centers, Postal Service Personnel 
Offices. 

Categories of individuals covered by the system: USPS Employees 
on official travel. 

Categories of records in the system: Travel vouchers and travel 
advances containing employee name, social security number. Finance 
Number, basic travel information, and relocation data. 

Authority for maintenance of the system: 39 USC 1001, 2008 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—Reimburse 
Employees for official travel. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, agency, whether Federal, Slate, 
or local, charged with the responsibility of investigating or 
prosecuting such violation or charged with enforcing or implement¬ 
ing the statute, or'rule, regulation, or order issued pursuant thereto. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaii^g representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congmskmal office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. . 
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Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Postal Service under 5 CI'R 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is stored on pre-pnnted forms and magnetic 
tape. 

Retrievability: Information is indexed by social security number. 
Safeguards: Access is subject to computer center access control. 
Retention and disposal: Retained four years after payment and 

destroyed by burning or magnetic tape by scratching and reuse. 
System manager(s) and address: APMG, Finance Department, 

Headquarters. 
Notification procedure: Requests for information should be 

presented to Employee's Personnel Officer, furnishing name and 
social security number. 

Record access procedure: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information is received from the em¬ 

ployee filing a voucher. 

I'SPS 0S0.020 
System name: Finance Records—Payroll System, 050.020 

System location: Payroll system records are located and main¬ 
tained in all Departments, facilities and certain contractor sites of 
the Postal Service. However, Postal Data Centers are the main lo¬ 
cations for payroll information. 

Categories of individuals covered by the system: USPS Employees. 
Categories of records in the system: Records contain general 

payroll information including retirement deductions, family com¬ 
pensations, benefit deductions, accounts receivable, union dues, 
leave data, tax withholding, allowances, FICA taxes, salary, name, 
social security number, payments to financial organizations, dates 
of appointment or status changes, designation codes, position titles, 
occupation code, addresses, records of attendance, and other rele¬ 
vant payroll information. Also includes automated Form 50 records. 

Authority for maintenance of the system: 39 USC 401, 1003 , 5 
use 8339 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose— 

1. Information within the system is for handling all necessary 
payroll functions and for use by employee supervisors for the per- 
kvrmance of their managerial duties. 

2. To provide information to USPS Management and executive 
personnel for use in selection decisions and evaluation of training 
effectiveness. These records are examined by the Selection Com¬ 
mittee and Regional Postmasters General. 

3. To compile various lists and mailing lists, i.e.. Postal Leader, 
Women’s Programs Newsletter, etc. 

4. To support USPS Personnel Programs such as Executive 
Leadership, Nonbargaining Position Evaluations, Evaluations of 
Probationary Employees, Merit Evaluations, Membership and 
Identification Listings, Emergency Locator Listings, Mailing Lists, 
Women’s Programs and analysis of employees in various salary 
ranges. 

Use— 
1. Retirement Deduction—To transmit to the Civil Service Com¬ 

mission a roster of all USPS employees under Title S USC, Section 
8334, along with a check 

2. Tax withholdings—To disclose to Federal, state and local govern¬ 
ment agencies having taxing authority, pertinent records, relating to 
individual employees, including name, home address, social security 
number, wages and taxes withheld for other jurisdictions. 

3. Unemployment Compensation Data—To reply to State Unem¬ 
ployment Offices at the request of separated USPS employees. 

4. Employee Address File—For W-2 tax mailings and Postal mail¬ 
ing such as Postal Life, Postal Leaders, etc. 

5. Salary payments and allotments to financial organizations—To 
provide pertinent information to organizations receiving salary pay¬ 
ments or allotments as elected by the employee. 

6. FI (SS Tax) Deduction—To SS Administration as record of 
earnings under the SS Act for all casual employees not under 
retirement. 

7. Information from these records may be stored at emergency 
record centers. 

8. Determine eUgibility for coverage and payment of benefits 
under the Civil Service Retirement System, the Federal Employees’ 
Group Life Insurance Program and the Federal Employees Health 
Benefits Program and transfer related records as appropriate. 

9. Determine the amount of benefit due under the Civil Service 
Retirement System, the Federal Employees’ Group Life Insurance 
Program and the Federal Employees Health Benefits Program and 
authorizing payment of that amount and transfer related records as 
appropriate. 

10. Transfer to Office of Workers’ Compensation Program, 
Veterans Administration Pension Benefits Program, Social Security 
Old Age, Survivor and Disability Insurance and Medicare Pro¬ 
grams, mihtary retired pay programs, and Federal Civilian em¬ 
ployee retirement systems other than the Civil Service Retirement 
System, when requested by that program or system or by the in¬ 
dividual covered by this system of records, for use in determining 
an individual’s claim for benefits under such system. 

11. Transfer earnings information under the Civil Service Retire¬ 
ment System to the Internal Revenue Service as requested by the 
Internal Revenue Code of 1954, as amended. 

12. Transfer information necessary to support a claim for life in¬ 
surance benefits under the Federal Employees’ Group Life In¬ 
surance, 4 East 24th Street, New York, NY 10010. 

13. Transfer information necessary to support a claim for health 
insurance benefits under the Federal Employees Health Benefits 
Program to a health insurance carrier or plan participating in the 
program. 

14. To refer, where there is an indication of a violation or poten¬ 
tial violation of law, whether civil, criminal or regulatory in nature 
to the appropriate agency whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation or order issued pursuant thereto. 

15. To request information from a Federal, state or local agency 
maintaining civil, criminal, or other relevant enforcement or other 
pertinent information, such as Ucenses, if necessary to obtain rele¬ 
vant information to an agency decision concerning the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant or other 
benefit. 

16. As a data source for management information for prcxluction 
of summary descriptive statistics and analytical studies in support 
of the function for which the records are collected and maintained, 
or for related personnel management functions or manpower stu¬ 
dies; may also be utilized to respond to general requests for statisti¬ 
cal information (without [lersonal identification of individuals) 
under the Freedom of Information Act or to locate specific in¬ 
dividuals for personnel research or other personnel management 
functions. 

17. May be disclosed to the Office of Management and Budget m 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

18. Certain information pertaining to Postal Supervisors may be 
transferred to the National Association of Postal Supervisors. 

19. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

20. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

21. Pursuant to the National I,abur Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

23. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

24. To provide data for the automated Central Personnel Data File 
(CPDF) maintained by the U.S. Civil Service Commission. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
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filed against the U S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retriesing, acc^ing, retaining, 
and disposing of records in the system: 

Storage: Preprinted forms, magnetic tape, microforms, punched 
cards, computer reports and card forms. 

Retrievahility: These records are organized hy location, name and 
social security number. 

Safeguards: Records are contained in locked filing cabinets; are 
also protected by computer passwords and tape library physical 
security. 

Retention and disposal: Records are retained and updated 
throughout employment with the Pos^l Service. Upon separation 
records become historical data, this data is retained at the local site 
for two years then forwarded to the Federal Records Center 
nearest the pay location. 

System managerts) and address: APMCi, Finance Eiepartment, 
Headquarters. APMG, Employee Relations [Apartment. 

Notification procedure: Request for information on this system of 
records should be made to the head of the facility where employed, 
giving full name and social security number. Headquarters em¬ 
ployees should submit requests to the System Manager. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information is furnished by employees, 

supervisors and the Postal Source Data System. 

USPS 050.040 
System name: Finance Records—Uniform Allowance Program, 

050 040 
System locution: Postal facilities employing personnel entitled to 

uniform allowances and the Postal Data Center, St. Louis, MO 63180 
Categories of individuals coveted by the system: USPS Employees 

entitled to uniform allowances. 
Categories of records la the system: Information maintained includes 

name, social security number, designation code, account balance and 
pay location. 

Authority for maintenance of the system: 39 USC 1206 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To fund the 
procurement of uniforms. 

Use— 
1. Certain information may be furnished to a duly licensed uniform 

vendor from whom individual employees have made purchases for the 
purpose of accounting for payments. 

2. To refer, where there is an indication of a violation or poten¬ 
tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

3. Pursuant to the National Labor Relations Act, records from 
this systepi may be furnished to a labor organization upon its 
request when needed by that orgamzation to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

7. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil ^rvice 
Commission, upon his truest, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

PoIIcIk and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained on preprinted forms, 
microfilm and magnetic tape 

RctrievabilHy: System of records is indexed by Social Security 
Number. 

Safeguards: Forms are kept in file cabinets and magnetic tape and 
microfilm is subject to Computer Center access control. 

Retention and disposal: a. Fhe Uniform Allowance Payment 
Record Card is destroyed by shredding 90 days after payment. 

b. Pay listing information is retained for 12 years and then 
destroyed by shredding or burning. 

System managerts! and address: APMG, Finance Department, 
Headquarters. 

Notification procedure: Correspond with the head of the facility 
where employed, furnishing name and Social Security Number. 

Record access procedures: Sec “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Payroll system and Postmasters have 

input to this system of records. 

USPS 060.010 
.System name: Fraud and False Representation Records—Consumer 

Protection Case Records, 060.010 
System location: Consumer Protection Office, Law Department, 

USPS Headquarters. 
Categories of individuals covered by the system: Respondents in 

proceedings initiated pursuant to 39 USC subsection 3005; names of 
attorneys representing parties; assigned Postal Inspectors; and 
promoter of scheme. 

Categories of records in the system: Describes and provides histo¬ 
ry of the above and identifies interested parties. 

Authority for maintenance of the system: 39 USC subsection 3005. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purpmes of such uses: Purpose—Ready 
reference source for determining status of pending case and 
identification of postal employees most familiar therewith. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civU, criminal or regulatory in nature, 
to the appropriate agency, whether Federal, state, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargmning representative of postal em¬ 
ployees in an appropriate bargair.ing unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

5. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on printed 
forms. 

Retrievahility: Records are maintained by an alphabetic indexing 
by name of respondent. 

Safeguards: Records are maintained in closed filing cabinets 
under general scrutiny by personnel of the Law Department. 

Retention and disposal: Records in this system are maintained in¬ 
definitely. 

System manager(s) and address: Assistant General Counsel, Con¬ 
sumer Protection Office, Law Department, USPS Headquarters. 

Notification procedure: Customers wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the above SYSTEM MANAGER. Inquiries 
should contain full name, name by which respondent in proceeding" 
may have been designated; approximate time period in which 
proceedings may have been initiated. 
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Record access procedures; See SYSTEM MANACIER above. 
Contesting record procedures; See SV’STEM MANAGER abi>ve. 
Record source categories; Complaints, correspondence between 

parties involved and Postal Inspection Service investigative rcptirts, 

I'SPS 060.020 
System name; Fraud and False Representation 

Records—Prohibitory Order, 060.020 
System location; Consumer Protection, Law IX'partment, 

Headquarters. Postal .Service Centers, Regional Headquarters, Sec¬ 
tional Management Centers 

Categories of individuals covered by the system; Persons 
requesting prohibitory orders, the mailers against whom such or¬ 
ders are issued. 

Categories of records in the system; Applications for prohibitory 
orders, the mailing upon which request is predicated, the issued 
order and the registered mail receipt signed by mailer against whom 
order was issued. 

Authority for maintenance of the system: 39 USC 3008 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of .such uses: Purpose—To process 
request of an order to prohibit pandering advertisement and to 
determine whether violations of orders have occurred. Used by 
Consumer Protection Office and Regional Counsel to investigate 
violations of postal statutes. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal or regulatory in nature, 
to the appropriate agency, whether Federal. State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

4. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is maintained in letter form, handwritten 
and typed. 

Retrievability: Data may be found by prohibitory order number 
or by name of person requesting order. 

Safeguards: Records are maintained in closed filing cabinets 
Retention and disposal: Information is retained indefinitely. 
System manager(s) and address: Assistant General Counsel, Con¬ 

sumer Protection Office. Law Department. Headquarters 
Notification procedure: Name and address of person requesting 

prohibitory order should be furnished the SYSTEM MANAGER. 
Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Persons requesting prohibitory orders. 

USPS 070.010 

System name: Inquiries and Complaints—Correspondence Files of 
the Postmaster General, 070.010. 

System location: Office of the Postmaster General, USPS 
Headquarters. , 

Categories of individuals covered by the system: USPS employees 
and Postal Service customers who have corresponded with the Of¬ 
fice of the Postmaster General. 

Categories of records in the system; General postal information. 
Authority for maintenance of the system: 39 USC 401. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To maintain 
reference to letters from persons communicating with the Post¬ 
master General. 

Use— 
1. Periodically transferred to custody of National Archives and 

Records Service (NARS) for keeping as historical documentation. 
2. Pursuant to the National Labor Relations Act, records from 

this system may be furnished to a labor organization upon its 

request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropnate bargaining unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

5. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: In original typed, printed, or handwntten form. 
Retrievability: Records are filed by individual's name, chronologi¬ 

cally by date and by subject. 
Safeguards: Records are maintained in locked filing cabinets 

under scrutiny of PMG's secretary and in secured locked storage 
room with limited access. 

Retention and disposal: Records are maintained indefinitely. 
System managerts) and address: Postmaster General, Headquar¬ 

ters. 
Notification procedure: Inquiries should be addressed to the 

SYSTEM MANAGER above and should contain full name, date of 
letter, and subject. 

Record access procedures; See SYSTEM MANAGER above. 
Contesting record procedures; See SYSTEM MANAGER above. 
Record source categories; Persons communicating with the Post¬ 

master General. 

I SPS 070.020 

System name: Inquiries and Complaints—Government Officials’ 
Inquiry System, 070.020. 

System location; Government Relations Dept., USPS Headquar¬ 
ters. 

Categories of individuals covered by the system: Miscellaneous 
grouping of employees, former employees, applicants for employ¬ 
ment, contractors, lessors, and customers who have written to non¬ 
postal Government officials. 

Categories of records in the .system: Miscellaneous information 
relating to all facts of operation which stems from correspondence 
descried above 

Authority for maintenance of the system: 39 USC 401. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
USPS officials with the means of responding to inquiries from 
and/or for other government officials. 

Use— 
1. Pursuant to the National Labor Relations Act, records from 

this system may be furnished to a labor organiz^ion upon its 
request when needed by that organization to perfoim properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: In original, typed, printed, or handwritten form. 
Retrievability: Subject category as derived from correspondence 

and the inquiring official’s name. 

Safeguards: Records are maintained in closed file cabinets under 
general scrutiny of personnel of Government Relations Dept. 

Retention and disposal: These records are maintained for four 
years and then destroyed by shredding. 

System manager(s) and address: APMG, Government Relations 
Department, USPS Headquarters. 

Notification procedure: Persons wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the above SYSTEM MANAGER. Inquiries 
should contain full name, the name of the Government official to 
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whom he wrote, the nature of his inquiry, and the approximate 
date. 

Record access procedures: See SYSTEM MANAGER above. 
Contesting record procedures: See SYSTEM MANAGER above. 

. Record source categories: Non-postal Government officials. 

DSPS 070.040 
System name: Inquiries and Complaints— Customer Complaint Records, 

070040 

System location: Consumer Advocate, USES, Regional and Na¬ 
tional Headquarters, District Offices, Post Offices 

Categories of individuals covered by the system: USPS customers 
who have initiated complaints against the USPS. 

Categories of records in the system: The complainant's name, ad¬ 
dress, and nature of the specific complaint, and resolution of same. 

Authority for maintenance of the system: 39 USC 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To process 
USP.S customer complaints regarding mail services. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, State, or Ux;al, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organisation upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a parly before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: - 

Storage: Stored in file cabinets. 

Retrievability: Complaints are filed chronologically and by name 
of complainant. 

Safeguards: Records are maintained in closed filing cabinets. 
Retention and disposal: These records are retained for a period of 

one year after the complaint has been satisfied. 
System manager(s) and address: APMG, Customer Services De¬ 

partment, Headquarters 
Notification procedure: Customers wishing to know whether infor¬ 

mation about them is maintained in this system of records should 
address inquiries to the same facility to which they submitted their 
complaint. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: USPS customers. 

USPS 080.010 

System location: Chief Postal Inspector, Headquarters; Inspection 
Service Regional Headquarters; Division Headquarters. 

System location: Chief Postal Inspector, Headquarters, Inspection 
Service Regional Headquarters, Division Headquarters. 

Categories of individuals covered by the system: Persons related to 
mvestigations, including subjects of investigations, complainants, 
informants, witnesses, etc. 

Categories of records in the system: Reports of investigations con¬ 
ducted in criminal, civil, and personnel suitability background mat¬ 
ters, and information in various forms received from individuals, 
other law enforcement agencies and from the pubUc, including in- 
fvirmation compiled for the purpose of identifying criminal offen¬ 
ders and reports identifiable to individuals. Personal information in 
this system may include fingerprints, handwriting samples, reports 
of confidential informants, physical identifying data, voiceprints, 
polygraph tests, photographs, and individual personnel and payroll 
information. 

Authority for maintenance of the system: 39 USC 404 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: I^rpose—To provide in¬ 
formation related to investigation of criminal matters; employee 
and contractor background investigations or other Inspection Ser¬ 
vice activities. Use—A record maintained in this system of records 
may be disseminated as a routine use of such records as follows; 

1. In any case in which there is an indication of a violation or 
potential violation of law, whether civil, criminal, or regulatory in 
nature, the record in question may be disseminated to the ap¬ 
propriate Federal, state, local, or foreign agency charged with the 
responsibility for investi^ting or prosecuting such violation or 
charged with enforcing or implementing such law; 

2. In the course of investigating the potential or actual violation 
of any law, whether civil, criminal, or regulatory in nature, or dur¬ 
ing the course of a trial or heanng or the preparation for a trail or 
hearing for such violation, a record may be disseminated to a 
Federal, state, local or foreign agency, or to an individual or or¬ 
ganization, if there is reason to believe that such agency, individual 
or organization possesses information relating to the investigation, 
trial, or hearing and the dissemination is reasonably necessary to 
elicit such information or to obtain the cooperation of a witness or 
an informant. 

3. A record relating to a case or matter may be disseminated to a 
Federal, state, or local administrative or regulatory proceeding or 
hearing in accordance with the procedures governing such proceed¬ 
ing or hearing; 

4. A record relating to a case or matter may be disseminated in 
an aopropriate Federal, state, local or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice; 

5. A record relating to a case or matter may be disseminated to 
an actual or potential party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings; 

6. A record relating to a case or matter that has been referred by 
an agency for investigation, prosecution, or enforcement, or that 
involves a case or matter within the jurisdiction of an agency, may 
be disseminated to such agency to notify the agency of the status 
of the case or matter or of any decision or determination that has 
been made, or to make such other inquiries and reports as are 
necessary during the processing of the case or matter; 

7. A record relating to a person held in custody pending or during 
arraignment, trial, sentence, or extradition proceedings, or after 
conviction of after extradition proceeding; may be disseminated to 
a Federal, state, local or foreign prison, probation, parole, or par¬ 
don authority, or to any other agency or individual concerned with 
the maintenance, transportation or release of such a person; 

8. A record relating to a case or matter may be disseminated to a 
foreign country pursuant to an international treaty or convention 
entered into and ratified by the United States or to an executive 
agreement; 

9. A record may be disseminated to a Federal, state, local foreign 
or international law enforcement agency to assist in the general 
crime prevention and detection efforts of the recipient agency or to 
provide investigative leads to such agency; 

10. A record may be disseminated to a Federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the issuance of a security clearance, the reporting of 
an investigation of an employee, the letting of a contract, or the is¬ 
suance of a license, grant or other benefit by the requesting agen¬ 
cy, to the extent that the information relates to the requesting agen¬ 
cy’s decision on the matter; 

11. A record from this system may be disclosed to the public, 
news media, trade associations, or organized groups to provide in¬ 
formation of interest to the public concerning the activities and the 
accomphshment of the Postal Service or its employees; 

12. A record may be disseminated to a foreign country, through 
the United States Department of State or directly to the representa¬ 
tive of such country, to the extent necessary to assist such country 
in apprehending and/or returning a fugitive to a jurisdiction which 
seeks his return. 

13. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

14. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser^^ 
vice is a party before a court or administrative body. 

15. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
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duties as the collective barg^uning representative of postal em¬ 
ployees in an appropriate bargaining unit. 

17. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices lor storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information is collected on handwritten documents and 
located by computerized indexes. 

Retrievability: Information is located by the name of the in¬ 
dividual. 

Safeguards: Investigative records are maintained in locked file 
cabinets, safes, or secured areas under the scrutiny of Inspection 
Service personnel who have been subjected to security clearance 
procedures. Access is further restricted by computer passwords. 

Retention and disposal: Postal Service case records are main¬ 
tained for 30 years. Noncriminal records are maintained for S to 30 
years, depending on type. Exceptions may be granted in specific in¬ 
stances for indefinite retention. All records are destroyed by burn¬ 
ing, pulping or shredding. 

System maiiager(s) and address: Chief Postal Inspector, 
Headquarters. 

Notificatioa procedure: Persons wishing to know whether infor¬ 
mation about tiiem is contained in this system of records or if they 
were the subject of an investigation should furnish the SYSTEM 
MANAGER sufficient identifymg information to distinguish them 
from other individuals of like name; identifying data will include 
name, address, type investigation, dates, places and the individuals 
involvement. 

Record access procedures: Sec NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Personal interviews, written inquiries, 

and other records concerning persons involved with an investiga¬ 
tion. whether subjects, applicants, witnesses, references, or 
custodians of record information. 

Systems exempted from certain provisioas of the act: Reference 39 
CFR 266.9 for details. 

USPS 080.020 
System name: Inspection Requirements—Mail Cover Program, 

080.020 
System location: USPS Inspection Service National and Regional 

Headquarters; Divisional Headquarters 
Categories of individuals covered by the system: Individuals on 

whom a mail cover has been duly authorized to obtain information 
in the interest of (1) protecting the national security (2) locating a 
fugitive and (3) obtaining evidence of the commission or attempted 
commission of a crime which is punishable by imprisonment for a 
term exceeding one year. 

Categories of records in the system: Names and addresses of in¬ 
dividuals, inter-office niemorandums, and correspondence with 
other agencies. 

Authority for maintenance of the system: 39 USC 401, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: ^rpose—To investigate 
the commission or attempted commission of acts constituting a 
crime that is punishable by law. 

Use— 
1. Information from this system of records may be disclosed to 

an appropriate* law enforcement agency, whether federal, state or 
local, charged by law with the responsibility for investigating, 
prosecuting or otherwise acting with respect to protecting the na¬ 
tional security, locating a fugitive, or obtaining evidence of com¬ 
mission or attempted commission of a crime. 

2. A record relating to a case or matter may be disseminated in 
an appropriate Federal, state, local, or foreign court or grand jury 
proceeding in accordance with established constitutional, substan¬ 
tive, or procedural law or practice. 

3. A record relating to a case or matter may be disseminated to 
an actual or potenti^ party or his attorney for the purpose of 
negotiation or discussion on such matters as settlement of the case 
or matter, plea bargaining, or informal discovery proceedings. 
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4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party- before a court or administrative body. 

6. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Original typed documents and/or duplicate copies. 
Retrievability: Subject's name filed alphabetically by Fiscal year. 
Safeguards: Mail cover data is stored in locked cabinets or in a 

safe. Classified mail cover material and any mail cover data which 
involves national security is stored in a safe or in metal file 
cabinets equipped with either steel lockbar hasp and staple, or 
locking device and an approved three or more combination dial- 
type padlock from which the manufacturer's identification numbers 
have been obliterated. 

Retention and disposal: Files and records pertaining to mail 
covers are retained for eight years, and older data is destroyed by 
shredding or burning. 

System manager(s) and address: Chief Inspector, USPS 
Headquarters 

Notification procedure: Persons wilhing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the above SYSTEM MANAGER. Inquiries 
should contain full name and current address, together with previ¬ 
ous addresses for past eight years when applicable. 

Record access procedures: See SYSTEM MANAGER above. 
Contesting record procedures: See SYSTEM MANAGER above. 
Record source categories: Correspondence from requesting 

authority and record of action taken upon that request. 
Systems exempted from certain provisions of the act: Reference 39 

C.F.R. 266.9 for details. 

USPS 080.030 
System name: Inspection Requirements—Vehicular Violations 

Record System, 080.030 
System location: USPS National Headquarters (Procurement and 

Supply Department, Washington, DC 20260; Planning and New 
Development Department, Rockville, MD 208S2). Inspection Ser¬ 
vice, Special Investigations Division, Washington, DC 20260 and 
Rockville, MD 20852, Division Headquarters at Washington, DC 
20260, Denver, CO 80201; Seattle, WA 98111; Atlanta, GA 30302. 

Categories of individuals covered by the system: Persons who have 
been issued courtesy violation notices or violation notices by 
Security Police Officers. 

Categories of records in the system: Individual violator's name, 
state operator permit, state operator permit number, violation cited, 
date of citation, citation number issued, state automobile license 

- tag number, dates of court appearances. 
Authority for maintenance of the system: 40 USC 318, annually 

made applicable to the Postal Service by general provisions of the 
Treasury, Postal Service, and General (^vemment Appropriations 
Act. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To provide 
USPS management with information necessary for appropriate ad¬ 
ministrative remedial action.^Use— 

1. To provide information to local, state, and Federal enforce¬ 
ment, prosecutive and judicial officials. 

2. Disclosure may 1^ made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser 
vice is a party before a court or administrative body 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 
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Storage: In original, typed, printed or handwritten form. 
Retrievability: Records filed by name or violator in alphabetical 

order and by automobile license tag number. 
Safeguards: Records maintained in limited access Security Force 

Control Centers manned 24 hours and in National Headquarters, in 
l«h.ked filing cabinets in Procurement and Supply Department and 
Planning and New Development Department under general scru¬ 
tinizing of authorized personnel. 

Retention and dbposal: Records are maintained for two years and 
then destroyed. Some records may be retained longer when 
required for law enforcement investigations or court proceeding. 

System manager(s) and address: Chief Postal Inspector, USPS 
Headquarters. 

Notification procedure: Individuals wishing to know whether in¬ 
formation about them is maintained in this system of records 
should furnish name and residence address as follows: 

a. For National Headquarters. Inspector in Charge, Special In¬ 
vestigations Division, 475 L’Enfant Plaza West, SW, Washington, 
IX' 20260. 

b. For the Field: Inspector in Charge, USPS with appropriate 
field division title and address as listed above under “System l.oca- 
tion." 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Individual violators. Security Police Of¬ 

ficers, personnel observation, state motor vehicle registration bu¬ 
reaus, USPS Personnel Department, supervisory personnel of te¬ 
nant firms, USPS Parking Control Officer, prosecutive and judicial 
officials; motor vehicle operators’ permits, violator’s personal 
identification cards, personnel locator hsting and parking applica¬ 
tions. 

USPS 090.020 
System name: Non-Mail Services—Passport Application Records, 

090.020 
System location: Eight-hundred (880) Post OfTices in all states except 

New jersey. 
Categories of individuals covered by the system: Persons applying 

for passports. 
Categories of records in the system: Name, telephone number, and 

services received. 
Authority for maintenance of the system: 39 USC 401, 411, 22 

use 214 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To process the 
application of passports. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, State, local or foreign, 
charged with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing the statute, or 
rule, regulation, or order issued pursuant thereto. 

2. Records may be transferred to the State Department. 
3. Pursuant to the National Labor Relations Act, records from 

this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5 Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on printed 
forms in-hard copy. 

Retrievability: By name of applicant. 
Safeguards: Information in this system of records is maintained in 

file cabinets in the Accounting Unit. 

Retention and disposal: Information is retained at post offices for three 
months following the close of the quarter in which application is made. 

System manager(s) and address: APMG, Customer Services De¬ 
partment, Headquarters 

Notification procedure: A customer wishing to know whether in¬ 
formation about him is maintained in this system of records should 
address inquiries to the postmaster of the post office where a passport 
application was made. Inquiries should contain full name and date of 
application. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 

Record source categories: Information in this system of records is 
obtained from the applicant. 

USPS 090.030 
System name: Non-Mail Service—U S. Savings Bonds Application 

Record, 090.030 
System location: Selected Post Offices throughout the United 

States where the Postal Service is the issuing agent. 
Categories of individuals covered by the system: Persons applying 

for U.S. Savings Bonds to be issued in the names of natural per¬ 
sons in their own right only. 

Categories of records in the system: Name and address, number of 
bonds applied for and total amount of purchase. 

Authority for maintenance of the system: 39 USC 401, 411. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To process ap¬ 
plications for U.S. Savings Bonds. 

Use— 
1. Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

2. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

3. To refer, where there is an indication of a violation or poten¬ 
tial violator of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, state, local or foreign 
charged with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing the statute, or 
rule, regubtion, or order issued pursuant hereto. 

4. Records may be transferred to the Treasury Department. 
Policies and practices for storing, retrieving, accessing, retaining, 

and disposing of records in the system: 
Storage: Information in this system is maintained on printed 

forms in hard copy. 
Retrievability: By name of applicant. 
Safeguards: Information in this system of records is maintained 

on secure premises in file cabinets. 
Retention and disposal: Information in this system is maintained 

for two years and then destroyed. 
System manager(s) and address: APMG, Finance Department. 
Notification procedure: Customers wishing to know whether infor¬ 

mation about them is maintained in this system of records should 
address inquiries to the postmaster in whose facility the application 
was filed, inquiries should contain full name and address of 
customer. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information in this system of record is 

obtained from the applicant. 

USPS 100.010 
System name: Office Administration—Carpool Coordination/Parking 

Records System, 100.010 
System location: Employee Relations Department, Headquarters; 

PST&DI Centers, Procurement & Supply Department, Headquar¬ 
ters 

Categories of individuals covered by the system: U.S. Postal Serv¬ 
ice employees at headquarters and PST&DI Centers , 

Categories of records in the system: Records in this system con¬ 
tain name, address. Social Security Number and Finance number of 
employees. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
parking and carpooling services to employees. 

Use— 
1. To provide each employee of Headquarters, USPS. who 
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desires to join or establish a carpool with the listing of employees 
who Uve in his/her ZIP Code area. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Ehsclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on punched 
cards and printed forms. 

Retrievability: Alphabetical listing by each ZIP Code number in 
the surrounding area. 

Safeguards: Retained in file boxes under minimum security. 
Retention and disposal: Indefinite period and are destroyed by 

placing them in the trash. 
System manager(s) and address: APMG, Procurement & Supply 

Department, Headquarters 
Executive Manager, PST&DI Centers 
Notification procedure: Employees wishing to know whether in¬ 

formation about them is maintained in this system of records 
should address inquiries to the system manager where employed. 

Record access procedures: See "NOTIFICATION” above 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: From employee desiring participation in 

a carpool. 

USPS 100.020 

System name: Office Administration—Marketing Memo, 100.020 
System location: Regional Headquarters 
Categories of individuals covered by the system: USPS Central Re¬ 

gion Customer Service Representatives, District Managers, District 
Directors of Customer Services, Sectional Center Director of 
Customer Services, Regional Sales Division, BMC General 
Managers and Customer Engineers. 

Categories of records in the system: Name and address of em¬ 
ployees receiving newsletter 

Authority for maintenance of the system: 39 USC 401, 1001 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To distribute 
on a sales and marketing newsletter to Postal Service Marketing 
employees. 

Use- 
May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination and 
clearance process as set forth in that Circular. 

Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Addressograph plates. 
Retrievability: Employee name. 

Safeguards: Information in this system of records is maintained in 
closed file cabinets in secured facility. 

Retention and disposal: Information in this system is maintained 
only for as long as it is current and then is disposed of by usual 
means. 

System managerfs) and address: Regional Postmaster General, 
Central Region Headquarters 

Notification procedure: Employees wishing to know whether in- 
, formation about them is maintained in tMs system of records 

should address inquiries to the head of the facility where they are 
employed. 

Record access procedures: See "NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Information in this system is obtained 

from in-house listings of employees in marketing positions. 
Notification procedure: 00.030 

USPS 110.010 
System name: Personal Property—Management—Accountable Pro¬ 

perty Records, 110.010. 
System location: All USPS Components. 
Categories of individuals covered by the system: Employees as¬ 

signed accountable property. 
Categories of records in the system: Records controlling the is¬ 

suance of accountable Postal Service property, such as equipment, 
credentials, and controlled documents. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide a 
record of accountable property on hand and to whom it has been 
assigned. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate law enforcement agency, whether Federal, state, 
or local, charged with the responsibility of investigating or 
prosecuting such violation or charged with enforcing or implement- 
mg the statute, or rule, regulation or order issued pursuant thereto. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

5. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
requests when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on printed 
forms. 

Retrievability: Name of recipient of accountable property and 
types of equipment. 

Safeguards: Physical security. 

Retention and disposal: As long as individual is charged with 
equipment, records are returned to individual when he is no longer 
accountable. 

System managerfs) and address: (1) Chief Postal Inspector, 
Headquarters; (2) APMG, Procurement and Supply Department, 
Headquarters. 

Notification procedure: Employees wishing to know whether in- 
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formation about them is maintained in this system should address 
inquiries to the Custodian in the facility where assignment was 
made. Headquarters employees should submit request to the 
SYSTEM MANAGER. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: Sec NOTIFICATION above. 
Record source categories: Information is obtained by the in¬ 

dividual to whom the record pertains. 

USPS 120.010 
System name: Personnel Records—Architect Engineers Selection 

Records, 120.010 
System location: Real Estate and Buildings Department, USPS 

Headquarters and Postal Regions. 
Categories of individuals covered by the system: Professional 

Architect Engineers. , 
Categories of records in the system: Information profile on in¬ 

dividual's past experience and present qualifications in the field of 
providing ar^itect engineering services. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To facilitate 
the review and assessment of the qualifications of architect-en¬ 
gineer firms which have potential for selection and award of a contract to 
perform architect-engineer services under a designated facility project. 

Use- 
1. Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

2. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained on printed forms. 
Retrievabiiity: Records are indexed by state, city and name of in¬ 

dividual or firm. 
Safeguards: Records access is limited to authorized personnel in 

the Department of Real Estate and Buildings. Records are retained 
in filing receptacles in locked quarters and in a secured building 
facility. 

Retention and disposal: Records are retained for one year and 
then are destroyed. 

System manager(s) and address: APMG, Real Estate and Building 
Department, USPS Headquarters. 

Notification procedure: Persons desiring information about this 
system of records should address their inquiries to the designated 
SYSTEM MANAGER and provide his name and project title. 

Record access procedures: See SYSTEM MANAGER above. 
Contesting record procedures: See SYSTEM MANAGER above. 
Record source categories: Persons and firms interested in being 

considered for the negotiation and award of architect-engineering 
service contracts under the Major Facilities Program. 

USPS 120.020 

System name: Personnel Records—Blood Donor Record System, 
120.020 

System location; Health Units at USPS Facilities; District Chap¬ 
ters of the American Red Cross. 

Categories of individuals covered by the system: USPS employees 
who volunteer to join the USPS Blood Donor Program. 

Categories of records in the system: Name, address, pay location 
number, and information as to month they wish to donate blood. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide the 
USPS Blood Donation Program with Blood Bank information so 
that donors can be spread throughout the year in their donation. 

Use— 
1. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that or^nization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

3. Disclosure may be ma^ to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on magnetic 
tape, punched cards, preprinted forms and computer print^ re¬ 
ports. 

Retrievabiiity: Employee’s name and social security number. 
Safeguards: Maintained in closed file cabinets in secured facili¬ 

ties. 
Retention and disposal: These records are retained for a period of 

two years and then destroyed by shredding and automatic deletion 
in the case of computer information. 

System managerts) and address: APMG, Employee Relations De¬ 
partment, Headquarters 

Notification procedure: Employees wishing to know whether in¬ 
formation about them is maintained in this system of records 
should address inquiries to the head of the facility where employed. 
Headquarters employees should submit requests to the SYSTEM 
MANAGER. Inquiries should contain full name and social security 
number. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information is obtained from the in¬ 

dividual. 

USPS 120.030 

System name: Personnel Records—Contract Employee Assignment 
Records, 120.030 

System location: Logistics Department, Headquarters; Regional 
Offices, Sectional Centers; Bulk Mail Centers, Post Offices. 

Categories of individuals covered by the system: Persons uiKler 
contract with the USPS. 

Categories of records in the system: Name and social security 
number. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, iiKluding catego¬ 

ries of users and the purposes of such uses: Purpose—To ascertain 
employees having an assignment requiring access to mail or postal 
premises under contract with the USPS. 

Use— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal or regulatory in nature, 
to the appropriate agency, whether Federal, State, or local, chared 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

• 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per- 

' formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

FEDEKAL REGISTEt, VOL. 42, NO. 190—FRIDAY, SEPTEMBER 30, 1977 



53514 PRIVACY ACT ISSUANCES 

Storage: Original typed, printed or handwritten form. 
Retrievability: Name of contract employee. 
Safeguards: Retained in locked file cabinets by Administrative 

Official. 
Retention and disposal: Contract records are maintained for the 

life of the contract. Upon expiration of the contract, the records 
are held one year and then destroyed by shredding. 

System manager(s) and address: APMG, Logistics Department, 
Headquarters 

Notification procedure: Contractors wishing to know whether in¬ 
formation about them is maintained in this system of records 
should address inquiries to the head of the Regional Office where 
employed. Inquiries should contain full name and region where em¬ 
ployed. Headquarters contractors should submit requests to the 
SYSTEM MANAGER. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information is obtained from the con¬ 

tractor. 

USPS 120.033 
System name: Personnel Records—Contractor Employee Finger¬ 

print Records, 120.033 
System location: Logistics Department, Headquarters; Regional 

Headquarters; Sectional Centers; Bulk Mail Centers, Post Offices. 
Categories of individuals covered by the system: Persons under 

contract with the U SPS. 
Categories of records in the system: Name and social security 

number, fingerprints. 
Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: F^rpose—To provide in¬ 
formation to the Contracting Officer with regard to the USPS 
screening procedures if a contractor employee has had a previous 
arrest record. 

Use— 
1. All USPS fingerprint charts are sent to the Federal Bureau of 

Investigations. 
2. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: In original typed, printed or handwritten form. 
Retrievability: Contractor employee name. 
Safeguards: Maintained in locked file cabinets by Administrative 

Officials. 
Retention and disposal: Records are kept until employee leaves 

employment of USPS and then destroyed one year later by 
shredding. 

System manager(s) and address: APMG, Logistics Department, 
Headquarters 

Notification procedure: Inquiries should be addressed to the Re¬ 
gional Postmaster General within the region where employed. Inqui¬ 
ries should contain full name and social security number. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Contractor employed by the USPS. 

USPS 120.035 

System name: Personnel Records—Employee Accident Records, 
120.035 

System location: Safety offices in any USPS facility. 

Categories of individuals covered by the system: All postal em¬ 
ployees that have an accident that involves 100 dollars or more damage 
and/or an occupational injury or illness. 

Categories of records in the system: Name, address, age, sex and 
type of accident. 

Authority for maintenance of the system: Public I^ws 91-596 and 
94-82, Executive Orders 11807 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To provide 
data for analytical studies. 

Use— 
1. 
2. To furnish the US Department of Labor with serious accident 

reports, information to reconcile claims filed with the Office of 
Worker's Compensation, and quarterly and annual summaries of 
occupational injuries and illnesses; and to make information availa¬ 
ble to the Secretary of Labor upon his request. 

3. To refer, where there is an indication of a violation or poten¬ 
tial violation of law, whether civil, criminal or regulatory in nature, 
tb the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation or order issued pursuant thereto. 

4. To a court, party, or counsel for a party, to litigation involving 
accident or to which it is relevant or to persons insurance compa¬ 
nies or counsel for the foregoing settlement or attempting to settle 
claims involving the accident. 

5. May be disclosed to the Office of Management and Budget in 
connection with the review of private rehef legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

6. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

7. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

8. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

9. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fil^ against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storagf: Information in this system is maintained on index cards, 
magnetic tape, preprinted forms and computer print-outs. 

Retrievability: Employee name and social security number 

Safeguards: Maintained in closed file cabinets within secured 
facilities. 

Retention and disposal: Records are maintained locally for two years. 
Copies are maintained at National Headquarters for five years follow¬ 
ing the end of the calendar year to which they relate as required by 
OSHA. 

System manager(s) and address: APMG, Employee Relations De¬ 
partment, Headquarters. 

Notification procedure: Employees wishing to know whether m- 
formation about them is maintained in this system of records 
should address inquiries to the head of the facility where employed. 
Headquarters employees should submit requests to the SYSTEM 
MANAGER. Inquiries should contain full name, address, finance 
number and socid security number. 

Record access procedures: Sec NOTIFICATION above. 

Contesting record procedures: See NOTIFICATION above. 

Record source categories: USPS Accident Reports and OWCP claim 
forms. 
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DSPS 120.034 

Systeni nanic: Personnel Records—Employee Discipline, Grievance 
and Appeals Records, 120.036 

System location: All postal facilities 
CalcRorics of individuals covered by the system; Records are main¬ 

tained on non-bargaining employees in the Postal Service (PS), Postal 
Management Salary (PMS), Post Technical, Administrative, and Cleri¬ 
cal (FTAC), Postal Executive Salary (PES) (except officers) and Non- 
City Delivery (NCD) who have completed six months of continuous 
service in the U S. Postal Service or a minimum of twelve months of 
combined service, without break of a work day, in positions in the same 
line of work in the Civil Service and the Postal Service, unless any part of 
such service was pursuant to a temporary appointment in the competitive 
service with a definite time limitation. 

Categories of records in the sy.stem: Notice to employee of 
proposed action, reply to notice, summary of oral reply, employee 
notice of grievance, employee notice of appeal, records of hearing 
proceedings, appeal decisions from installation head, region or 
Headquarters, notice of action, investigative reports and related 
records. 

Authority for maintenance of the system: 39 USC 1001 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—Provides a 
grievance and appeal procedure for an employee, not subject to the 
provisions of a collective bargaining aveement, who alleges that 
his rights regarding compensation, benefits, or other terms and con¬ 
ditions of employment have been adversely affected. Use— 

1. To respond to a request from a member of Congress regarding 
the status of an appeal, complaint or grievance. 

2. To respond to a court subpoena and/or refer to a court in con¬ 
nection with a civil suit. 

3. To adjudicate an appeal, complaint, or grievance. 
4. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal or regulatory in nature, 
to Postal Inspection Service, or to the appropriate agency, whether 
Federal, State, or local, charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pur¬ 
suant thereto. 

5. To request information from a Federal, state or local agency 
maintaining civil, criminal, or other relevant enforcement or other 
pertinent information, such as licenses, if neccessary to obtain rele¬ 
vant information to an agency decision concerning the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant, or other 
benefit. 

6. To provide information or disclose to a Federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the letting of a contract, or issuance of a license, 
grant, or other benefit by the requesting agency to the extent that 
the information is relevant and necessary to the requesting agency’s' 
decision on that matter. 

7. May be disclosed to the Office of Management and Budget in 
connection with the review of private reUef legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

8. Records from the employee file will be disclosed to the 
Federal Employees Appeals Authority Office of the Civil Service 
Commission for action on Veterans Preference Appeals. 

9. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in aiv appropriate bai;^ining unit. 

10. Disclosure may be made to a con^ssional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

11. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his r^uest, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
Tiled against the U.S Postal Service under S CI^ 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on paper in the 
form of letters, forms, notices. In some instances, records of hear¬ 
ing proceedings are on magnetic tape. 

Retrievabilhy: Employee name 
Safeguards: Records are kept in locked filing cabinets or secured 

record storage rooms and are available only to authorized officials. 

Retention and disposal: Appeal records are kept for two years 
after close of file. All others are kept one year after close of file. 
Records are destroyed by shredding. 

System nuuiager(s) and address: APMG, Employee Relations De¬ 
partment, Headquarters 

Notification procedure: Field employees must submit a written 
request to the head of the field inst^lation where the action was in¬ 
itiated. Headquarters employees must submit a written request to 
the System Manager. He may also request permission to hsten to or 
record tape recordings of hearings. This must be done in the 
presence of a postal official. He must identify himself to the 
satisfaction of official authorized to aoprove request. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Employee initiating actions; employee's 

supervisors, management, complaining customer, law enforcement 
agencies, and others. 

USPS 120.038 

System name: Personnel Records—Employee Bicentennial Awards 
List, 120.038 

System location: Customer Services Department, Headquarters 
Categories of individuals covered by the system: U. S. Postal Ser¬ 

vice employees nominated for Bicentennial award. 
Categories of records in the system: Emplpyee's name, work loca¬ 

tion, supervisor and involvement in the Bicentennial. 
Authority for maintenance of the system: 39 USC 403, 404 
Routine uses of records maintained m the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To vei^y 
bicentennial involvement and to notify supervisor. 

Use—. 
1. Pursuant to the National l^bor Relations Act, records from 

this system may be furnished to a labor organization upon its 
request when needed by that or^nization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Qvil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
Til^ against the U.S Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Original letters in files. 
Retrievability: Employee name. 
Safeguards: Normal physical security with access limited to those 

members of the Bicentennial Branch. 
Retention and disposal: Three years, then destroyed by shredding 

or burning. 
System manager(s) and address: APMG, Customer Services De¬ 

partment, Headquarters 
Notification procedure: Inquiries should be addressed to the 

SYSTEM MANAGER as shown above, providing the employee’s 
name and state. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Bicentennial groups and Postal Service 

employees. 
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DSPS 120.040 
System name: Personnel Records—Employee Job Bidding Records, 

120.040 
System location: Most departments, facilities and certain contrac¬ 

tor sites of the Postal Service. 
Categories of individuals covered by the system: Employees who 

have made a “Bid for Preferred Assignment” with the USPS. 
Categories of records in the system: Knowledge of schemes, va¬ 

cant position characteristics, seniority of the employee, level of the 
candidate, and craft. 

Authority for maintenance of the system: 39 USC 1001, 1206 
Routine uses of records maintained in the system, including catego¬ 

ries of u.sers and the purposes of such uses: Purpose—To provide the 
Office of Personnel with fair and impartial information to match 
vacant position to the most qualified candidate. 

Use- 
1. To provide information for offical bulletin boards and release 

to various employee organizations. 
2. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Ehsclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fiM against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are stored on magnetic tape, punched cards, 
pre-printed forms and computer printed reports. 

Retrievability: This system is indexed by employee name and So¬ 
cial Security Number. 

Safeguards: Computer center access control and limitation within 
offices to those employees maintaining the system. 

Retention and disposal: Computer records are saved two years, 
then automatically deleted. Paper records are kept six months after 
a vacancy is filled, then destroyed. Some records are retained until 
employee separation. 

System manager(s) and address: APMG, Labor Relations Depart¬ 
ment, Headquarters 

Notification procedure: The employee should state the position of 
bid and identify himself with name. Social Security Number, clos¬ 
ing date of the bid notice, and forward this information to the head 
of the facility where employed. Headquarters employees should 
submit requests to the System Manager. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 

Record source categories: Employee personnel data, scheme 
knowledge, qualifications of the job and of the candidate, success¬ 
ful bidders notices from vacant duty assignment postings. 

USPS 120.050 
System name: Personnel Records—Employee Suggestion Control. 

120.050 
System location: USPS Headquarters, Regional Headqu2irters, 

Post Offices, Bulk Mail Centers, Postal Data Centers 
Categories of individuals covered by the system: USPS employees 
Categories of records in the system: Name of employee, employee 

number, employment location, suggestion number, subject, and 

decision. If adopted, estimate of benefits and recognition granted. 
Authority for maintenance of the system: Chapter 45 of Title 5, 

USC 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To provide a 
wurce of data on individual performance which is often one factor 
in identifying nominees for other individual recognitions including 
cash awards. This information also provides data on the effective¬ 
ness of the program which is summarized in an Annual Report. 

Use— 
1. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fil^ against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Information in this system is maintained on printed 
forms and on magnetic tape. 

Retrievability: Employee name, region where employed, pay lo¬ 
cation, and district. 

Safeguards: This information is maintained in file cabinets in 
secured facilities. 

Retention and disposal: Information in this system is retained for 
two years and then destroyed by shredding and automatic deletions 
for computer tapes. 

System manager(s) and address: APMG, Employee Relations De¬ 
partment, Headquarters 

Notification procedure: Employees wishing to know whether m- 
formation about them is maintained in this system of records 
should contact the head of the facility where employed. Also, employ- 

'ees who have appealed decisions or whose suggestions have been 
adopted nationwide should submit requests to the System Manager. 
Headquarters employees should submit all requests to the System 
Manager. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record'source categories: Information is obtained from the in¬ 

dividual making the suggestion. 

USPS 120.060 

System name: Personnel Records—Employement and Financial In 
terest Records, 120.060 

System location: Law Department, Headquarters, Offices of As 
sociate Ethical Conduct Officers at Headquarters, Regional 
Headquarters, and Postal Data Centers 

Categories of individuals covered by the system: USPS employees 
in levels 22 and above and Special Employees as determined by 
criteria established in Executive Order 11222 as implemented by 
Postal Service regulations, vix., 39 C.F.R. 447.41(a). 

Categories of records in the system' Employee name, title, salary, 
date of appointment to present position; list of organizations in 
which employee has a financial interest, types of indebtedness, in¬ 
terest in real property. 

Authority for maintenance of the system: Executive Orders 11222 
and 11590 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To review a 
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statement by designated Postal Service officials for possible con¬ 
flicts of interest. ' 

Use- 
1. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, acc-essing, retaining, 
and disposing of records in the system: 

Storage: Original preprinted forms. 
Retrievability: Records are filed by name of employee, but or¬ 

ganized according to organizational components. 
Safeguards: Records are kept in locked safe and access is limited 

to designated Postal Service officials on need-to-know basis. 
Retention and disposal: Records are maintained for as long as em¬ 

ployee is subject to reporting requirements and for two years 
thereafter. They are destroyed by shredding. 

Syatcn managerta) and address: General Counsel, Law Department, 
Headquarters. 

Notification procedure: Employees wishing to gain access to in¬ 
formation pertaining to them should direct inquiries to the head of 
the facility where employed. Headquarters employees should sub¬ 
mit requests to the SYSTEM MANAGER. Inquiries should contain 
full name and place of employment. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information submitted by individual em¬ 

ployee on PS Form 2417 and 2418. 

USPS 120.070 
System name: Personnel Records—General Personnel Folders (Official 

Personnel Folder and records related thereto), 120.070. 
System location: Personnel Offices of all USPS facilities; St. Louis 

Personnel Records Centei. 
Categories of individiials covered by the system: USPS employees. 
Categories of records in the system: Applications, resumes, promo¬ 

tion/salary changes and other Personnel Actions, letters of commenda¬ 
tion, records of disciplinary action, health benefit and life insurance 
elections and other documents pertinent to preemployment, prior 
Federal employment and current service as prescribed by the Federal 
Personnel Manual and related USPS guidelines. 

Authority for maiatenaace of the system: 39 USC l(X)l, lOOS. 
Routiae uses of records maiataiaed ia the system, iacludiag categories 

of users aud the purposes of such uses: Purpose—Used by administra¬ 
tors in Personnel OfTices and by individual employee supervisors to 
perform routine personnel functions. 

Use— 
1. To provide information to a prospective employer of a USPS 

employee or former USPS employee. 
2. To provide data for the automated Central Personnel Dau File, 

CPDF, maintained by U.S. Civil Service Commission. 
3. To provide statistical reports to Congress, agencies, and the public 

on characteristics of the USPS work force. 
4. To provide information or disclose to a Federal agency, in 

resptinse to its request, in connection with the hiring or retention of an 
employee, the letting of a contract, or issuance of a license,.grant, or 
otiwr benefit to the extent that the information is relevant and neces¬ 
sary. 

5. To request information from a Federal, State, or local agency 
maintaining civil, criminal, or other relevant enforcement or other 
pertinent information, relevant to a decision concerning the hiring or . 
retention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant, or other benefit. 

6. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, State, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 

with enforcing or implementing the statute, or rule, regulation, or 
order issued pursuant thereto. 

7. To provide data for the compilation of a local seniority list that is 
used by management to make decisions pertaining to appointment and 
assignments among craft personnel. The list is posted in local facilities 
where it may be reviewed by USPS employees. 

8. Transfer to the CSC upon retirement of an employee for process¬ 
ing retirement benefits. 

9. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination 
and clearance process as set forth in that Circular. 

10. Pursuant to the National Labor Relations Act, records from this 
system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

11. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congression¬ 
al office made at the request of that individual. 

12. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

13. Disclosure of relevant and necessary information pertaining to an 
employee's participation in health, life insurance and retirement pro¬ 
grams may be made to the Civil Service Commission and private 
carriers for the provision of related benefits to the participant (also see 
USPS 050.020). 

14. Information contained in this system of records may be disclosed 
to an authorized investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal complaint of discrim¬ 
ination filed against the U.S. Postal Service under 5 CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issue involved 
in the complaint. 

15. Inactive folders are transferred to the GSA National Personnel 
Records Center for storage. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fil^ against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per- 
performance of his duty to investigate a discrimination issue involved 
the complaint. 

Policies and practices for storing, retriering, accessing, retaining, and 
disposing of records in the system: 

Storage: Paper files, preprinted forms, Official Personnel Folders. 
Retrievability: Employee name and location of employment. 

Safeguards: Folders are maintained in locked cabinets to which only 
authorized personnel have access. 

Retention and disposal: Paper records considered to be permannnt 
are maintained until employee is separated, then they are sent to the 
National Personnel Records Center, St. Louis, for storage, or to 
another Federal agency to which the individual transfers employment. 
Records considered to be temporary are destroyed two years after 
creation. 

System managerfs) and address: APMG, Employee Relations De¬ 
partment, Headquarters. 

Notification procedure: Employees wishing to gain access to their 
Official Personnel folders should inquire to the facility head where 
employed. Headquarters employees should submit requests to the 
System manager. Former employees should submit requests to any 
Postal Service personnel officer, giving name, date of birth and social 
security number. 

Record access procedures: See Notification procedure above. 
Contesting record procedures: See Notification procedure above. 
Record source categories: Individual employee, personal references, 

former employers and USPS 050.020 (Finance Records—Payroll Sys¬ 
tem). 

USPS 120.080 
System name: Personnel Records—Master Minority File Records, 

120.080 

System location: Employee Relations Department, Headqud^ers 
and Postal Data Centers. 

Categories of individuals covered by the system: All USPS em¬ 
ployees. 
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Categories of records ia tke systen: Consists of the Minority Designa¬ 
tion Code and social security number of USPS employees. 

Authority for maintenaiKe of the system: 42 USC 2000e-l6, Ex¬ 
ecutive Orders 11478 and 11590 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To provide the 
USPS Office of Equal Employment Opportunity with minority 
statistics as required. 

Use— 
1 Disi'Iosure may be made to the Civil Service Commission for the 

overs ght and enforcement of Fetleral EEO regulations. 

Iiilurmaiion contained m this system of records may be disclosed to 
an authonzed investigator appointed by the Umted States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimmation issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Magnetic tapes 
Retrievability: Employee’s scKial security number.. 

Safeguards: Computer Password security, physical security, special¬ 
ized access instructions. 

Retention and disposal: Computer records are retained for two 
years. 

System managerts) and address: APMG, Employee Relations De¬ 
partment 

Notification procedure: Employees wishing to know whether a 
minority is maintained for them, should address inquiries to the 
SYSTEM MANAGER. Inquiries should contain full name and social 
security number. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: Sec NOTIFICATION above. 
Record source categories: Information is obtained from the em¬ 

ployee. 

USPS 120.090 
System name: Personnel Records—Medical Records, 120.090. 

System location: Postal Service medical facilities, control points and 
designee offices. 

Categories of individnab covered by the system: USPS employees 
present and former. 

Categories of records in the system: Name, address, and pertinent 
medical information, i.e., history, findings, diagnosis, and treatment. 

Authority for maintenance of the system: 39 U.S.C. 401, 1001. 
Routine uses of records maintained in the system: Purpose—To 

provide employees with necessary health care and to determine fitness 
for duty. 

Use— 
1. Information in these records may be provided to the Civil Service 

Commission in making the following determinations related to; 
a. Veterans Preference 
b. Disability Retirement 
c. Benefit Entitlement 
2. Information in these records may be provided to officials of other 

Federal agencies responsible for other Federal benefit programs ad¬ 
ministered by: 

a. Office of Workers’ Compensation Programs 
b. Retired Military Pay Centers 
c. Veterans Administration 
d. Social Security Administration 
e. Specific private contractors engaged in providing benefits under 

Federal contracts. 
3. Information in these records is used or a record may also be used: 
a. To refer, where there is an indication of a violation or potential 

violation of law, whether civil, criminal, or regulatory in nature, to the 
appropirate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation or order 
issued pursuant thereto. 

b. To request information from a Federal, state, or local agency, 
maintaining civil, criminal, or other relevant enforcement or other 
pertinent information, such as licenses, if necessary to obtain relevant 
information to an agency decision concerning the hiring or retention of 

an employee, the issuance of a security clearance, the letting of a 'i 
contract, or the issuance of a license, grant or other benefit. | 

c. To provide information or disclose to a Federal agency, in | 
response to lU request, in connection with the hiring or retention of an ii 
employee, the letting of a contract, or issuance of a license grant, or < 
other benefit by the requesting agency to the extent that the informa- : 
tion is relevant and necessary to the requesting agency’s decision on 
that matter. 

d. Used as a record in line of duty injury cases and referral to Public 
Health Services, HEW. j 

4. May be disclosed to the Office of Management and Budget in | 
connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination ' 
and clearance process as set forth in that Circular. 

5. Pursuant to the National Labor Relations Act, records from this | 
system may be furnished to a labor organization upon its request when ) 
needed by that organization to perform properly its duties as the | 
collective bargaining representative of postal employees in an appropri- ! 
ate bargaining unit. 

6. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from that congressional ofRce 
made at the request of that individual. 

7. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a \ 
party before a court or administrative body. j 

8. Records in this system may be disclos^ to a private physician or I 
other medical personnel retained by the Postal Service to provide 
medical services in connection with an employee's health or physical 
condition which is related to his or her employment. ' 

9. May be disclosed to an outside medical service when that 
organization performs the physical examinations and submits the eval- ' 
uations to the Postal Service pursuant to a contract with the USPS as 
part of an esublished Postal Service health program; for the purpose of 
determining a postal employee’s fitness for duty. 

10. Information contained in this system of records may be disclosed 
to an authonzed investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal conmlaint of discrim¬ 
ination filed against the U.S. Postal Service under S CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issue involved 
in the complaint. 

11. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Information contained in this system of records may be disclosed to 
an autho/ized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S. Posul Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storiag, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Preprinted forms and paper files. 
Retrierahility: Records are retrieved by employee name. 
Safeguards: Maintained in locked files. 
Retention and disposal: Records are destroyed by the 6th year after 

employee leaves the USPS. All records are shredded after six years. 
System nianageKs) and address: APMG, Employee Relations De¬ 

partment, Headquarters. 
Notification procedure: An employee wishing to know whether 

information about him is maintain^ in this system of records should 
address inquiries to the head of the facility where employed. Head¬ 
quarters employees should submit requests to the System manager. 
Inquiries should contain full name. 

Record access procedures: See Notification procedure above. 
Contesting record procedures: See Notification procedure above. 
Record source categories: USPS employees and medical staff. 

USPS 120.098 

System name: Personnel Records—Office of Workers* Compensation 
Program (OWCP) Record Copies, (Proposed). 120.098. 
System location: All postal facilities. 
Categories of taditridnala covered by the system: Postal employees 

who have voluntarily filed a claim for injury compensation. 
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Catesorkt of records in the system: Copies of Department of Labor 
forms consisting of claims and supporting information; Postal Service 
forms and correspondence related to the claim. 

Authority for maiatcaauce of the system: 39 U.S.C. 1005. 
Routiac uses of records maintained in the system, including categories 

of users aad the purposes of such uses: Purpose—This information is ' 
used to provide injury compensation to qualifying employees and to 
maintain a record of the events as a basis for managerial decisions. 

Use— 
1. To provide information to the Department of Labor for the 

purpose of determining whether a claimant qualifies for compensation 
and to what extent qualification applies. 

2. Pursuant to the National Labor Relations Act, records from this 
system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

4. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination 
and clearance process as set forth in that circular. 

5. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a party 
before a court or administrative body. 

6. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, to the 
appropriate agency, whether international. Federal, state or local, 
charged with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing the statute, rule, 
regulation or 6rder issued pursuant thereto. 

Polkiea aad practices for storiag, retriCTlng, accessing, retaining, and 
disposing of records in the system: 

Storage: Printed forms and correspondence. 
Retrierability: Records are retrieved alphabetically by name. 
Safeguards: Maintained in locked filing cabinets within the exclusive 

custody of the injury compensation control point. 
Retention and disposal: Records are destroyed two years after the 

employee has left the Postal Service. 
System managerts) aad address: APMG, Employee Relations De¬ 

partment, Headquarters. 
Notification procedure: Employees wishing to know whether infor¬ 

mation about them is maintained in this system of records should 
address inquiries to the head of the facility where employed. Head¬ 
quarters employees should submit requests to the System manager. 

Record access procedures: See Notification procedure above. (Note: 
The original case file is maintained by OWCP and must be requested 
from that^organization as provided for under Department of Labor 
Privacy Act System DOL/iESA-14.) 

Contesting record procedures: The contents of OWCP records may 
be contested only by contacting OWCP as provided for under the 
Department of Labor Privacy Act System DOL/ESA-14. 

Record source categories: Information is obtained from the claimant, 
the supervisor, witnesses, physicians, and Department of Labor. 

USPS 120.100 
System name: Personnel Records—Performance Awards System 

Records, 120.100 

System location: Headquarters Personnel Division and Inspection 
Service, and Inspection Service Regional and Divisional Offices; 
District Offices; Post Offices; Bulk Mail Centers; Postal Data Cen¬ 
ters. 

Categories of individuals covered by the system: USPS employees. 
Categories of records in the system: Name of employee, ‘mployee 

number, pay location, basis for award and award granted. 
Authority for maintenance of the system: Chapter 45 of Title 39, 

use 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To control and 
measure the effectiveness of the Cash Awards Program. 

Use— 
1. Information is summarized and furnished to the U.S. Civil Ser¬ 

vice Commission annually, to be included in the CSC report on in¬ 
centive awards to the president. 

2. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief leoislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

3. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fil^ against the U.S Postal Service under 3 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Magnetic tape and printed forms. 
Retrievability: Employee name, region where employed, pay lo¬ 

cation and district. 
Safeguards: Physical security. 
Retention and. disposal: Records are maintained for three years 

and then destroyed bv shredding. 
System manager(s) and address: APMG, Employee Relations De¬ 

partment, Headquarters 
Notification procedure: Employees wishino to know whether in¬ 

formation about them is maintained in this system of records 
should address inquiries to the head of the facility where employed. 
Headouarters employees should submit requests to the SYSTEM 
MANAGER. Inquiries should contain full name, and pay location. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information is obtained in summary 

printouts supplied to each region by Postal Data Centers. 

USPS 120.110 
System name: Personnel Records—Preemployment Investigation Rec¬ 

ords. 120.110. 
System location: Post OFTices/Facilities; Regional and National Head¬ 

quarters. 
Categories of individuals covered by the system: Postal Employees and 

applicants for employment. 
Categories of records in the system: Replies from character refer¬ 

ences, former employers and local police records; drug history records 
and other investigative reports us^ to determine suitability for em¬ 
ployment. Other records filed with these are: Civil Service Commis¬ 
sion records (privacy system—CSC/GOVT-4) compiled through a 
National Agency Check and Inquiry (NACI) and forwarded to the 
USPS for assistance in making a hiring decision. 

Authority for maintenance of the system: 39 USC 410(b), 1001. 
Routine uses of records maintained in the system, including categories of 

users and the purposes of such uses: Purpose—To determine suitability for 
employment. 

Use— 
1. To any agency from which information is requested in the course 

of an investigation, to the extent necessary to identify the individual, 
inform the source of the nature and purpose of the investigation, and to 
identify the type of information requested. 

2. In the event of an indication of any violation or potential violation 
of the law, whether civil, criminal, or regulatory in nature, and 
whether arising by.statute, or by regulation, rule or order issued 
pursuant thereto the relevant records in the system of records may be 
referred, as a routine use, to the appropriate agency, whether Federal, 
state, local or foreign, charged with the responsibility of investigating 
or prosecuting such violation or charge with enforcing or implement¬ 
ing the statute, or rule, regulation or order issued pursuant thereto; 
such referral shall also include, and be deemed to authorize (1) any and 
all appropriate and necessary uses of such records in a court of law and 
before an administrative board or hearing, including referrals related to 
probation and parole matters, and (2) such other interagency referrals 
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as may be necessary to carry out the receiving agency's assigned law 
enforcement duties. 

3. To a Federal agency, in response to its request, in connection with 
the letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the extent that the information is 
relevant and necessary to the requesting agency's decision on matters. 

4 May be discios^ to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth in 
OMB Circular No. A-i4 at any stage of the legislative coordination 
and clearance process as set forth in that Circular 

5. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

6. Disclosure may be made from the record of an individual, where 
pertinent, in any legal prcx:ceding to which the Postal Service is a party 
before a court or administrative body. 

7. Pursuant to the National Labor Relations Act. records from this 
system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

8. Information contained in this system of records may be disclosed 
to an authorized investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal complaint of discrim¬ 
ination filed against the U.S. Postal Service under S CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issue involved 
in the complaint. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fiM against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, said 
disposing of records in the system: 

Storage: Information is maintained on preprinted forms and correspon¬ 
dence. 

Retrievability: Information is indexed alphabetically by name. 
Safeguards: Information is stored in locked file cabinets accessible to 

those with an appropriate security clearance. 
Retention and disposal: a. If an applicant is found unsuitable for 

employment, or if an employee is found unsuitable after he has begun 
work, all local investigative records which support the decision of 
unsuitability will be retained for a period of two years from the date 
action was taken to deny or terminate employment, b. If an employee is 
initially found suitable for employment as a result of a local investiga¬ 
tion, and is ultimately retained upon receipt of the NACI report from 
the Civil Service Commission, the local investigative reports will be 
retained for a period of two years from the date the employee is 
initially found suitable for employment, c. CSC NACI reports are 
retain^ in the same fashion as loc^ investigative records. 

System managerts) and address; AFMG, Employee Relations Depart¬ 
ment. Headquarters. 

Notification procedure: Apply to the head of the postal facility where 
employed giving name. Headquarters employees should submit requests 
to the System manager. 

Record access procedures: a. Local Investigative records—Apply to 
the head of the postal facility w here employed. Headquarters employees 
should submit requests to the System manager, b. CSC NACI reports— 
Apply to the Civil Service Commission as instructed by privacy system 
CSC/GOVT-4. 

Contesting record procedures: See Record access procedures above. 
Record source categories: Information is obtained primarily from local 

police records, former employers, and character reference. 
Systems exempted from certain provisions of the act: Reference 39 CFR 

266.9 for details. 

USPS 120.126 
System name: Personnel—Personnel Research and Test Validation 

Records, 120.120 
System location: USPS National Test Administration Center, Los 

Angeles, CA; USPS National and Regional Headquarters; Bulk 
Mail Centers; District Offices; and the Oklahoma City Computer 
Center. 

Categories of individnals covered by the system: Applicants for 
postal employment and USPS employee applicants for reassignment 
and/or promotion. 

Categories of records in the system: Computer scannable answer 
sheets which contain the applicants' identification information and 
the applicants' answers to the test questions. 

Authority for maintenance of the system: 39 USC 401, 1001 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
verification of the applicants' test score. 

Use- 
1. Data are collected on a project by project basis and are used 

for the construction, analysis, and validation of written tests; for 
rese4rch on personnel measurement and selection methods and 
techniques and research on personnel management practices such 
as performance evaluation or productivity. Routine use includes the 
exchange of personnel records between the Civil Service Commis¬ 
sion and the Postal Service for personnel research purp^s and the 
use of personal identifier such as employee name to identify em¬ 
ployees included in research studies that extend over a period of 
time (longitudinal studies). No personnel decisions are maide in the 
use of these research records. Many data are collected under condi¬ 
tions assuring their confidentiality. This confidentiabty will be pro¬ 
tected. Personal information in this system of records is used by 
the personnel research staff in the Civil Service Commission or the 
U.S. Postal Service. 

2. To refer, where there is an indication of a violation or poten¬ 
tial violation of law, whether civil, criminal or regulatory in nature, 
to the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, or 
order issued pursuant thereto. 

3. To request information from a Federal, State or local agency 
maintaining civil, criminal, or other relevant enforcement or other 
pertinent information, such as licenses, if necessary to obtain rele¬ 
vant information to an agency decision concerning the hiring or re¬ 
tention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant or other 
benefit. 

4. To provide information or disclose to a Federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, the letting of a contract, or issuance of a license, 
grant, or other benefit by the requesting agency to the extent that 
the information is relevant and necessary to the requesting agency's 
decision on that matter. 

5. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

6. Pursuant to the National I^bor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

7. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

8. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
ni^ against the U.S Postal Service under S cre 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Answer sheets in handwritten form. 

Retrievability: This system of records is indexed by employee 
namn, batch number or employee's date of examination and ex¬ 
amination center administering the examination. 

Safeguards: These records are maintained in closed file cabinets 
in a secured facility. 
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Retention and disposal: These records are maintained for six 
months and then destroyed by shredding. 

Systenr manager(s) and address: APMG, Employee Relations De¬ 
partment, Headquarters 

Notification procedure: Persons wishing to know whether this 
system of records contains information on them should address 
inquiries to the head of the Test Administration Center where they 
were examined. Headquarters employees should submit requests 1o 
the System Manager. Inquiries should contain full name, Social 
Security Number, date of examination, examination numl^r, and 
place of participation in the examination. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See "NOTIFICATION” above. 
Record source categories: Applicants' test answers. 
Systems exempted from certain provisions of the act: Reference 39 

CFR 266.9 for details. 

USPS 120.130 
System name: Personnel Records—Postmaster Selection Program Rec¬ 

ords, 120.130 
System location: USPS Headquarters; Regional Headquarters. 
Categories of individuals covered by the system: USPS employees 

desiring to be considered for promotion to Postmaster position. 
Categories of records in the system: Name, address, date of birth, 

social security number, education summary, postal background, other 
employment experience. Postal Inspector’s Investigative Memoran¬ 
dum, and other pertinent personal information. 

Authority for maintenance of the system: 39 USC 401, 1001. 
Routine uses of records maintained in the system, including categories of 

users and the purposes of such uses: Purpose—To provide Regional 
Management Election Board and the National Management Selection 
Board with fair and impartial information to match requirements for 
Postmaster position to the best qualified candidate. 

Use— 
1. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination and 
clearance process as set forth in that Circular. 

2. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individu^. 

3. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

4. Information contained in this system of records may be disclosed 
to an authorized investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal complaint of discrim¬ 
ination filed against the U.S. Postal Service under S CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issued involved 
in the complaint. 

5. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, said 
disposing of records in the system: 

Storage: Printed, typed or handwritten forms. 
Retrievability: Applicant’s name and post office for which application 

was made. 
Safeguards: Locked file cabinets in a secured facility. 
Retention and disposal: Records for positions 24 and above are 

maintained at National Headquarters for two years. All records are 
maintained at Regional Headquarters for five years. Records are 
destroyed by shredding or burning. 

System manageris) and address: SAPMG, Employee and Labor 
Relations Group, Headquarters. 
. Notification procedure: Employees wishing to know whether this 
system of records contains information on them should address inquiries 

to the Regional Postmaster General of the region m which the application 
was made. Inquiries should contain full name, the postal facility to which 
application was made, title and place of employment 

Record accesbprocedures: See Notification procedure above. 
Contesting record procedures: See Notification procedure above 
Record source categories: Information is obtained from the employee. 

Postal background personnel data, and from forms completed by the 
employee. 

Systems exempted from certain provisions of the act: Reference 39 CFR 
266.9 for details. 

USPS 120.140 
System name: Personnel Records—Program for Alcoholic Recovery 

(PAR). 120.140 

System location: PAR offices. 

Categories of individuals covered by the system: USPS employees 
who volunteer for the Program 

Categories of records in the system: Number of counseling con¬ 
tacts and leave usage while participating m the Program, name and 
personal information necessary to assist employees in a Program of 
recovery. 

Authority for nuintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To provide 
Counselors with information to maintain caseload and follow-up 
counseling of individuals under the Program. Used as a manage¬ 
ment data source for statistical reporting on the Program. 

Use—None 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Printed forms and paper files. 
Retrievability: Employee name and case number. 
Safeguards: These confidential files are maintained iff locked file 

cabinets with hmited access to PAR personnel and in secured facili¬ 
ties. 

Retention and disposal: I. Case card is destroyed six years following 
close of case. 2. Correspondence and reports are destroyed after three 
years (field) or ten years (headquarters). 3 Historical case records card is 
destroyed six years after close of case file 4 Case files are destroyed three 
years after recovery or one year after participant terminates enrollment. 
All records are destroyed by shredding. 

^ System manageris) and address: APMG, Employee Relations 
Dept., Headquarters 

Notification procedure: Employees participating in the Program 
should address inquiries to the head of the facility where participat¬ 
ing in the Program. Inquiries should contain employees name and 
location of employment. Headquarters employees should submit 
requests to the SYSTEM MANAGER. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 

Record source categories: The participating employee, PAR counsel¬ 
or and the referring source. 

USPS 120.150 
System name: Personnel Records—Recruiting. Examining, Train¬ 

ing and Placement Records, 120.150. 
System locatioa: U.S. Postal Service personnel offices and/or other 

offices within Postal Service facilities authorized to make appointments 
to positions. 

Categories of individuals covered by the system: Job applicants. 
Categories of records in the system: Personal and professional 

resumes, personal applications, test scores, academic transcripts, 
letters of recommendation, notes and comments from interviews, 
investigations and related correspondence, promotion, merit forms and 
records, including those for the Initial Level Supervisor Selection. 
Management Associates, Management Trainee, and Executive Leader¬ 
ship Programs as well as those of applicants for PAR Counseling and 
MAS Instructorships. 

Authority for maintenance of the system: 39 USC 401, 1001. 
Roputine use of records maintained in the system, including categories 

of users and the purposes of such uses: Purpose— To provide managers 
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and supervisors information in recruiting and recommending appoint¬ 
ment of qualified persons to any grade level. 

Use— 
1. To exchange or furnish information to other employees or 

employment reference services. 
2. To refer, where there is an indication of a violation or potential 

violation of law, whether civil, criminal or regulatory in nature, to the 
appropriate agency, whether Federal, slate, or local, charged with the 
resptiiiMbility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation or order 
is>ued pursuant thereto. 

3. To request information from a Federal, stale, or local agency 
maintaining civil, criminal, or other relevant enforcement or other 
pertinent information, relevant to a decision concerning the hiring or 
retention of an employee, the issuance of a security clearance, the 
letting of a contract, or the issuance of a license, grant or other benefit. 

4 To provide information or disclose to a Federal agency, in 
response to its request, in connection with the hiring or retention of an 
employee, the letting of a contract or issuance of a license, grant, or 
other benefit by the requesting agency to the extent that the informa¬ 
tion IS relevant and necessary to the requesting agency's decision on 
that matter. 

5. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth in 
OMB Circular No. A-19 at any stage of the legislative coordination 
and clearance process as set forth in that Circular. 

6. Pursuant to the National Labor Relations Act, records from this 
system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro- 
pnate bargaining unit. 

7. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individuid. 

8. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body. 

9. Information contained in this system of records may be disclosed 
to an authorized investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal complaint of discrim¬ 
ination filed against the U.S. Postal Service under S CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issued involved 
in the complaint. 

10. Inactive records may be transferred to a GSA Federal Recoods 
Center prior to destruction. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fil^ against the U.S Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Paper files. Xerox copies, index cards, magnetic tape, 
punched cards, pre-printed forms, and computer printed reports. 

Retrievability: Employee name and social security number. 
Safeguards: Records are maintained in closed filing cabinets under 

scrutiny of designated managers within secured facilities. 

Retention and disposal: Records are retained for period of usefulness 
which vanes by type of record and ranges from one day to 10 years. 
Retention periods for individual record types may be found in official 
USPS records retention schedules. At the end of period of usefulness, 
records are destroyed with the exception of lists of eligibles and 
examination cards which are transferred to the National Personnel 
Records Center, St. Louis, MO. 

System managerfs) and address: APMG, Employee Relations De¬ 
partment, Headquarters. 

Notification procedure: Persons wishing to know whether informa¬ 
tion is contained on them in this system of records should address 
inquiries to the head of the facility to which application was made. 
Headquarters employees should submit requests to the System man¬ 
ager Inquiries should contain full name, social security number, and if 
applicable approximate date of application submitted and residence. 

Record access procedures: See Notification procedure above. 
Contesting record procedures: See Notification procedure above. 

Record source categories: Individual, school officials, former employ¬ 
ers, supervisors, named references, training coordinators. 

Systems exempted fiom certain provisions of the act: Reference 39 
CFR 266.9 for details. 

USPS 120.170 
System name: Personnel Records—Safe Driver Award Records, 

120170 
System location: Motor Vehicle Offices of Postal Facilities 
Categories of individuals covered by the system: USPS employees 

who are full-time drivers of postal vehicles. 
Categories of records in the system: Contains employees' name, 

yearly Safe Driver Awards and record of anv accidents in which 
employee is involved. 

Authority for maintenance of the system: 39 USC 401 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purooses of .such uses: F^rpose—To provide in¬ 
formation for awarding Safe Driver Awards. 

Use— 
1. To furnish information to the National Safety Council for 

award purposes. 
2. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordinat¬ 
ion and clearance process as set forth in that Circular. 

3. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
ni^ against the U.S Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investi^tor in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Records are maintained on index cards. 
Retrievability: Filed alphabetically by name of employee. 

Safeguards: Kept in closed file cabinet with limited access. 
Retention and dispt^l: Maintained on each full-time driver until 

he retires, or otherwise separates from full-time driving, and then 
destroyed bv shredding. 

System managerfs) and address: APMG, Employee Relations De¬ 
partment, Headquarters 

Notification procedure: Employees wishing to know whether in¬ 
formation about them is maintained in this system of records 
should address inquiries to the head of the facility where employed. 
Headquarters employees should submit the request to the SYSTEM 
MANAGER Inquiries should contain full name. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Information is obtained from the driver 

and from USPS accident reports. 

USPS 120.180 
System name: Personnel Records—Skills Bank (Human Resources 

Records), 120.180 
System location: Maintained by various postal facilities as deter¬ 

mined by local management. 
Categories of individuals covered by the system: USPS employees. 
Categories of records in the system: Employee name. Social 

Security Number, address, job position, educational background, 
special qualifications, skills, performance code, potential for ad¬ 
vancement code, career goals, sex, salary, and other personal infor¬ 
mation. (The various systems in existence may contain more or less 
information than specified herein.) 
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Authority for maintenance of the (ystcm: PuNic Law 92-261. 39 
use 401, 1001 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—Used by USPS 
management to place employees in new positions, and to assist in 
career planning and training in general; also used by management to 
provide statistics for management of personnel. 

Use— 
1. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

2. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appri>priate bargaining unit. 

3. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

4. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S Postal Service under S CFll 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposiag of records in the system: 

Storage: Printed forms, punched cards, magnetic tape, computer 
reports. 

Retrievability: Name and Social Security Number. 
Safeguards: Locked file cabinets, controlled access, computer 

password authentication, magnetic tape library, physical security. 
Retention and disposal: Maintained for the period employed and 

updated as employee status changes. Destroyed by shredding or 
computer erasure. 

System managerfs) and address: APMG, Employee Relations De¬ 
partment, Headquarters 

Notification procedure: Employees wishing to know whether such 
a system exists at their place of employment or whether informa¬ 
tion about them is maintained in this system of records should ad¬ 
dress inquiries to the head of the facility where employed. 
Headquarters employees should submit requests to the System 
Manager. Inquiries should contain full name. Social Security 
NumiKr, and place of employment. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Information is obtained directly form 

employee, and USPS personnel forms. 

USPS 120.190 
System name: Personnel Records—Supervisor’s Personnel Records, 

120.190. 
System locatiou: Any Postal facility. 
Categories of iMUTidnals covered by the system: USPS Employees. 
Categories of records in the system: Records consist of summaries or 

excerpts from the following other USPS personnel systems: 120.036, 
120.070, 120.150, 120.180, 120.210; as well as records of discipline. In 
addition, copies of other Postal Service records and records originated 
by the supervisor may be included at the supervisor’s discretion. 

Authority for smintenanre of the systeim 39 USC 401, 1001. 
Routine uses of records maintained in the systea^ including categories 

of users and the purposes of such uses: Purpose—To enable supervisors 
to efficiently manage assigned personnel. 

Use— 
1. Disclosure may be made to a congressional office from the record 

of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

2. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 

party before a court or administrative body. 
3. Disclosure of records of discipline may be further made to a labor 

organization pursuant to the National Labor Relations Act upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal employees 
in an appropriate bargaining unit. 

4 Records of discipline may become part of I SPS 12().<i'’n and 
would therefore be subject to disclosure under the routine uses of that 
system of records. 

5. Information contained in this system of records may be disclosed 
to an authorized investigator appointed by the United States Civil 
Service Commission, upon his request, when that investigator is 
properly engaged in the investigation of a formal complaint of discrim¬ 
ination filed against the U.S. Postal Service under 5 CFR 713, and the 
contents of the requested record are needed by the investigator in the 
performance of his duty to investigate a discrimination issue involved 
in the complaint. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
filed against the U.S Postal Service under 5 CFR 713, and the contents 
of the requested record arc needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policica and praetkea for atoring, retrieving, acceaaing, retaining, and 
dispoaing of recorda in the ayateai: 

Storage: Paper files. 
Retrievability: Indexed by employee name. 

Safeguards: Locked in supervisor’s desk or filing cabinets. 

Retention and disposal: 1. Except for those records of discipline 
described in subparagraphs 2, 3, and 4 below, supervisor’s personnel 
records may be retained for the duration of the supervisor-emf^yee 
working relationship. Upon separation of an employee from the Po^ 
Service, the entire file pertaining to that employee is destroyed by 
burning or shredding within 30 days. 

2. Counseling Records shall be destroyed after one year if there has 
been no disciplinary action initiated against the employee during that 
period. 

3. Letters of Warning shall be destroyed after two years if there has 
been no disciplinary action initiated against the employee during that 
period. 

4. A record of couseling, a letter of warning, or other disciplinary 
record, which has been relied upon in a subsequent suspension or 
discharge, will be retained in this system in accord with subparagraphs 
1 through 3 above. Such records also will be permanently filed in 
USPS 120.070, if the subsequent suspension or discharge ultimately is 
sustained or modified in a manner requiring the preparation of a Form 
50. 

System managerts) and address: APMG, Employee Relations De¬ 
partment, Headquarters. 

Notificatioa procedure: Employees wishing to know whether this 
system of recoitis contains information on them should address inquir¬ 
ies to the head of the facility where employed. Headquarters employ¬ 
ees should submit requests to the System manager. 

Record access procedures: See Notification procedure above. 
Contesting record procedares: See Notification procedure above. 
Record source categories: Other personnel records systems, supervi¬ 

sor notes, employees, postal customers. 

USPS 120.210 
System name: Personnel Records—Vehicle Maintenance and Opera¬ 

tors Records, 120.210 
System location: Vehicle Service Operations at Post Offices, Sec¬ 

tional Centers, District Offices, Regional Offices, Headquarters, 
Bulk Mail Centers, Postal Data Centers and Automatic Data 
Processing Centers. 

Categories of individuals covered by the system: USPS employees 
Categories of records in the system: Employee workload, work 

schedule, performance analysis and work habits. Employee name, 
age, length of service, physical condition, vehicle accidents, driving 
citations, safety awards records, driver license revocation and 
suspension, driving habits, vehicle training, results of driving tests 
qualifications to dnve vehicles. 

Authority for maintenance of the system: 39 USC 401 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—To provide 
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local post office managers, supervisors and Director of Fleet 
Management Operations with information to adjust workload, 
change schedules, change type equipment operated, lists of equip¬ 
ment assigned to employee, and used as a basis for corrective ac¬ 
tion or safe driving awards. 

Use— 
1. To provide GSA and USPS driver credentials. 
2. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, cnminal or regulatory in nature, 
to Postal Inspection Service, or to the appropriate agency, whether 
Federal. State or local, charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pur¬ 
suant thereto. 

3. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth 
in OMB Circular No. A-l*^ at any state of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

4. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

.S. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

6. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
Til^ against the U.S Postal Service under S CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Printed forms, and computer tapes. 
Retrievability: Employee name, vehicle number, route number, 

work order number and facility name. 
Safeguards: Records are maintained in closed file cabinets in 

secured facilities. 
Retention and disposal: a. Records pertaining to postal-owned 

vehicle driver's individual testing and driver's records are retained 
for three years after separation of the employee and destroyed by 
shredding. 

b. Accident reports are retained for three years and destroyed by 
shredding. 

c. Inspection reports are retained for two years after the date of 
the report and destroyed by shredding. 

d. Other records are retained as long as the individual is em¬ 
ployed as a vehicle operator, held for one year from the date of 
reassignment and destroyed by shredding. 

System manager(s) and address: APMG, DeUvery Services De¬ 
partment, Headquarters 

Notification procedure: Employees wishing to know whether in¬ 
formation about them is maintained in this system of records 
should address inquiries to the head of the facility where employed. 
Inquiries should contain employee's full name. Social Security 
Number, route number, work station and facility where employed. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: The employee, medical doctors, driver 

examiner/instructor state vehicle departments and supervisors. 

USPS 120 J20 
System name: Personnel Records—Arbitration Case Files, 120.220 

System location: Law Department, Regional and National Headquar¬ 
ters. 

Categories of individuals covered by the system: Employees involved 
in labor arbitration. 

Categories of records in the system: (a) Formal pleadings and memo¬ 
randa of law; (b) Other relevant documents; (c) Miscellaneous notes 
and case analyses prepared by Postal Service attorneys and personnel; 

(d) Correspondence and telephone records. 
Authority for maintenance of the system: 39 USC 401, 409(d) 
Routine uses of records maintained in the system, including categories 

•f users and the pnrpotes of such uses: Purpose—This information is 
used to provide legal advice and representation to the Postal Service. 

Use— 
1. Purusant to the National Labor Relations Act, records from this 

system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

2. Disclosure may be made from the record of an individual, where 
pertinent in any legal proceeding to which the Postal Service is a party 
before a court or administrative body or other tribunal. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individu^. 

4. Transferr^ to Department of Justice, when needed by that 
department to perform properly its duties as legal representative of the 
Postal Service. 

5. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation, or order 
issued pursuant thereto. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storge: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrievability: By name of litigant(s). 
Safeguards: Records are maintained in ordinary filing equipment 

under general scrutiny of USPS legal counsels and staff. 
Retention and disposal: These case files are maintained for three (3) 

years following close of matter. 
System managerts) and address: General Counsel, Law Department, 

Headquarters. 
Notificatioa procednre: Persons interested in reviewing records with¬ 

in specific case files should submit their name; and case number, if 
known, to the General Counsel, Law Department, National Headquar¬ 
ters. 

Record access procedures: See “System Manager” above. 
Contesting record procedures: See “System Manager” above. 
Record source categories: (a) Employees involved in labor arbitration 

cases; (b) Counsel(s) or other representative(s) for parties involved in the 
arbitration case other than Postal Service; (c) Arbitrators; (d) Other 
individuals involved in labor arbitration cases. Source documents include 
the formal case file, and other records relevant to the case. 

USPS 120.230 

System name: Personnel Records—Adverse Action Appeals (Adminis¬ 
trative Litigation Case Files) 120.230. 

System location: Law Department, Regional and National Headquar¬ 
ters. 

Categories of individuals covered by the system: Employees involved 
in Veterans' Appeal and other adverse action appeals. 

Categories of records in the system: (a) Formal pleadings and memo¬ 
randa of law; (b) Other relevant documents; (c) Miscellaneous notes 
and case analyses prepared by Postal Service attorneys and other 
personnel; (d) Correspondence and telephone records. 

Authority for maintenance of the system: 39 USC 401, 409(d). 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such uses: Purpose—This information is 
used to provide legal advice and representation to the Postal Service. 

Use— 
1. Pursuant to the National Labor Relations Act, records from this 

system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

2. Disclosure may be made from the record of an individual, where 
pertinent in any legal proceeding to which the Postal Service is a party 
before a court or administrative body or other tribunal. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional off) 
made at the request of that individuid. 
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4. Transferred to Department of Justice, when needed by that 
department to perform properly its duties as legal representative of the 
Postal Service. 

5. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, sUte, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation, or 
order issued pursuant thereto. 

Policiea and practicca for storiag, rctiieriag, acceuiag, retaining, and 
disposing of records in the system: 

Storge: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrierability: By name of litigant(s). 
Safeguards: Records are maintained in ordinary filing equipment 

under general scrutiny of USPS legal counsels and sufT. 
Retention and disposal: These case files are maintained for three (3) 

years following close of matter. 
System manageKs) and address: General Counsel, Law Department, 

Headquarters. 
Notification procedure: Persons interested in reviewing records with¬ 

in specific case files should submit their name; and case number, if 
known, to the General Counsel, Law Department, National Headquar¬ 
ters. 

Record access procedures: See “System Manager” above. 
Contesting record procedures: See “System Manager” above. 
Record source categories: (a) Employees involved in Veterans Ap¬ 

peals and other adverse actions appeals; (b) Counsel(s) or other 
representative(s) for parties in administrative litigation other than 
Postal Service; (c) Other individuals involved in appeals. Source docu¬ 
ments include the formal case file, and other records relevant to the 
case. 

USPS 120.240 

System name: Personnel Records—Garnishment Case Files, 120.240. 
System location: Law Department, Headquarters; Regional Counsel 

Offices, Regional Headquarters. 
Categories of individuals covered by the system: Employees involved 

in garnishment cases. 
Categories of records in the system: (a) Formal pleadings and memo¬ 

randa of law; (b) Other relevant documents; (c) Miscellaneous notes 
and case analyses prepared by Postal Service attorneys and other 
personnel; (d) Correspondence and telephone records. 

Authority for maintenance of the system: 39 USC 401, 409(d). 
Routine uses of records maintained in the system, includihg categories 

of users and the purposes of such uses: Purpose—This information is 
used to provide legal advice and representation to the Postal Service. 

Use— 
1. Pursuant to the National Labor Relations Act, records from this 

system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

2. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body or other tribunal. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

4. Transferred to Department of Justice, when needed by that depart¬ 
ment to perform properly its duties as legal representative of the Postal 
Service. 

5. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation, or 
order issued pursuant thereto. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrievability: By name of litigant(s) or case and state of court 
action. 

Safeguards: Records are maintained in ordinary filing equipment 
under general scrutiny of USPS legal counsels and staff. 

Retention and disposal: These case files are maintained for three (3) 
years following close of matter. 

System numagerts) and address: General Counsel, Law Department, 
Headquarters. 

Notification procedure: Persons interested in reviewing records with¬ 
in specific case files should submit their name; and case number, if 
known, to the General Counsel, Law Department, National 
Headquarters. 

Record access procedures: See “System Manager" above. 
Contesting record procedures: See “System Maiuiger” above. 
Record source categories: (a) Employees involved in garnishment 

cases; (b) Counsel(s) or other representatives for parties other than 
Postal Service; (c) Other individuals involved in garnishment cases. 
Source documents include internal memoranda and court related 
documents. 

USPS 130.010 
System name: Philately—Ben Franklin Stamp Club Direct Mail Re¬ 

sponders List, 130.010. 

System location: Office of Stamps, USPS Headquarters 
Categories of individuals covered by the system: Adult sponsors of 

stamp clubs for youth groups as well as club presidents of adult 
groups. 

Categories of records in the system: Name and address of club 
sponsors or president. 

Authority for maintenance of the system: 39 USC 401, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Ihirpose—As an adjunct 
to a philatelic program, lists of club sponsors or presidents of 
stamp clubs are used by Sectional Center personnel and District 
personnel as well as individual postmasters as follows: 

1. To assist sponsors in forming stamp clubs. 
2. Making contact with clubs to assist in program presentation 

and USPS cooperation at stamp shows and phdatelic exhibits. 
3. Responsiveness to philatelic sales reouests. 
4. Determining USPS needs of films, graphics, and publications 

related to philately. 
Use- 
5. Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

6. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper files. 
Retrievability: Indexed by name of individual within the club or 

stamp group to which he is associated. 
Safeguards: Records are maintained in closed file cabinets in 

secured facility. 
Retention and disposal: Records are maintained for one year and 

then destroyed by shredding. 
System manager(s) and address: APMG, Customer Services De¬ 

partment, Headquarters. 
Notification procedure: Customers wishing to know whther infor¬ 

mation about them is maintained in this system of records should 
address inquiries to the SYSTEM MANAGER above. Inquiries 
should contain full name, address, and the club or stamp group he 
is associated with. 

Record access procedures: See “SYSTEM MANAGER” above. 
Contesting record procedures: See “SYSTEM MANAGER” 

above. 
Record source categories: Information is obtained from the in¬ 

dividual. 

USPS 130.020 

System name: Philately—Educators Stamp Fun Mailing List, 130.020 
System location: Customer Services Department, Headquarters 
Categories of individuals covered by the system: Elementary 

school teachers in schools around the country. 
Categories of Records in the system: Teachers’ name, address oi 

school, number of students in the school, number of known stamp 
collectors in the school, existence of a stamp club. 
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Authorilj' lor niaiiiteuuice of th« syricn: 39 USC 401, 404 
Routine uses of records maintained in the system, iacludinc catego¬ 

ries of users and the purpoM of such uses: Purpose - These R^ords 
arc used by the Philatelic Education Division of the Office of 
Stamps to mail periodically issues of "Stamp Fun". 

Use— 
1. Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

2. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accevsing, retaining, 
and disposing of records in the system: 

Storage: Punched cards 
Retries ability: Index by coding number or school teacher name. 

Safeguards: Stored in locked room. 
Retention and disposal: Indefinitely with annual updates. 
System manager(s) and address: APMG, Customer Services De¬ 

partment, Headquarters. 
Notification procedure: Persons wishing to know whether infor¬ 

mation about them is maintained in this system of records should 
address inquiries to the above SYSTEM MANAGER. Inquiries 
should include full name and name and address of school. 

Record access procedures: See "SYSTEM MANAGER” above. 
Contesting record procedures: Sec "SYSTEM MANAGER” 

above. 
Record source categories: Return responses from national mailing 

of "Stamp Fun”. 

USPS 130.040 
Svstem name: Philately—Philatelic Product Sales and Distribution. 

130.040 
System location: Customer Services Department, Headquarters, and 

Contracted ADP Sites. 
Categories of indiriduals covered by the system: Customers who have 

initiated correspondence expressing an interest in philately by (1) 
responding to various philatelic product sales promotion programs by 
submitting order forms, business reply cards, or cut outs from posters 
and promotional literature, (2) providing postal clerks with name and 
address information to receive future philatelic product announce¬ 
ments. (3) opening subscription accounts for philatelic products, or (4) 
requesting products in unsolicited correspondence, such as letters. 

Categories of records in the system: Customer/subscriber name and 
account number, address, funds on deposit, remittance type and 
amount, order/product specifications, order history; also, special lists 
identifying individuals who have submitted b^ checks, special 
services customers/subscribers, and individuals who have registered 
multiple service comjirfaints. 

Authority for maintenance of the system: 39 USC 401, 404. 
Roatine uses of records maiatained la the system, iacludiag categories 

of users and the purposes of such uses: Ptirpose—(1) to operate a 
subscription service for customers who remit money for a particular 
philatelic product or products; (2) to maintain a file to send philatelic 
product announcements and sales literature to customers or sub¬ 
scribers; (3) to serve as a source for statistical dau for research and 
market analysis, billing and inventoi^ data, and mailing basis for 
product shipment and (4) to identify discrete groups of 
customers/subscribers for better order control and service. 

Use— 
1. Disclosure may be made where there is an indication of a violation 

or potential violation of law, whether civil, criminal or regulatory in 
nature, to the appropriate agency, whether Federal, state, or local, 
charged with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing the statute, or 
rule, regulation or order issued pursuant thereto. 

2. Disclosure may be made to a congressional ofRce from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individu^. 

3. Disclosure may be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or administrative body 

PoUcica and practicea for atoring, retrieving, acceaaing, retaining, and 
disposing of records in the system: 

Storage: Maintained in original typed or handwritten form, or 
microform, and on magnetic tape or disk and computer printouts. 

Retrievability: Records are indexed by customer/subscriber name and 
by account number, if assigned. 

Safeguards: Paper and microform records are maintained in closed 
filing cabmeu under general scrutiny of personnel of the Philatelic- 
Sales Division and the Building Security Guard Force, and when 
maintained on magnetic tape and disk, the information is protected by 
ADP physical, technical software and administrative security of the 
Headquarters Data Center or by contractors providing similar protec¬ 
tion which is subject to the audit and inspection of the USPS Inspec¬ 
tion Service. 

Retention and disposal: ADP and microform records arc maintained 
for three years after the individual has failed to make a purchase or has 
indicated no other interest. ADP records are obliterated after their 
period of usefulness; microform records are incinerated. Correspon¬ 
dence and other paper documents are retained for 3 years and then 
destroyed by shredding. 

System managers) and address: APMG, Customer Services Depart¬ 
ment. Headquarters. 

Notification procedure: Individuals wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the System Manager above. Inquiries should 
contain full name and address. 

Records access procedures: See Notification procedure above. 
Contesting record procedures: See Notification procedure above 
Record source categories: Information is obtained directly from the 

individual as is described in “Category of Individuals Covered by the 
System" above. 

USPS 140.010 
System name: Postage—Postage Refund Records, I40.UI0 

System location: Post Offices 
Categories of individuals covered by the system: Any postal 

customer who applies for a refund of funds previously given to the 
USPS for services, box rentals, postage meter setting, advance 
deposits, etc. 

Categories of records in the system: Name and address of 
customer and reason for request for refund. 

Authority for maintenance of the system: 39 USC 401, 403, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—Used as offi¬ 
cial documentation that a legal disbursement of postal funds has 
been made to customers for services not rendered after customer 
has paid for service or has advanced funds m anticipation of the 
service. 

Use— 
1. Provides management information for periodic financial audits 

of the system. 
2. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal or regulatory in nature, 
to Postal Inspection Service, or to the appropriate agency, whether 
Federal. State, or local, charged with the responsibility of in¬ 
vestigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pur¬ 
suant thereto. 

3. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Completed forms. 
Retrievability: Indexed by post office, name and accounting 

period. 
Safeguards: Maintained in closed file cabinet in secured facilities. 
Retention and disposal: Records are maintained for three years 

and then destroyed by shredding. 
System nuinager(s) and address: APMG, Finance Group, 

Headquarters. 
Notification procedure: Inquiries should be addressed to the 

postmaster within the facility where monies were deposited, 
ries should contain fuO name. 

• Record access procedures: Sec “NOTIFICATION” above. 
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Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Postal customer completing the form. 

LSPS 140.020 
system name: Postage—Postal Meter Records, 140.020 

System location: Post Offices 
Categories of individuals covered by the system: Meter users 
Categories of records in the system: Customer Name and address, 

meter update activity, schedule for meter upgradings for on-site 
meter settings, license application, and transaction documents. 

Authority fur maintenance of the system: 39 USC 401, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Purpose—To enable 
responsible administration of postal meter activities. 

llse— 
1. To refer, where there is an indication of a violation or poten¬ 

tial violation of law, whether civil, criminal, or regulatory in nature, 
to the appropriate agency, whether Federal, State, or local, charged 
with the responsibility of investigating or prosecuting such violation 
or charged with enforcing or implementing the statute, or rule, 
regulation, or order issued pursuant thereto. 

2. To disclose identity and address of meter user and identity of 
agent of user to any member of public upon request. 

3. Pursuant to the National l^bor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

4 Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

5. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative Dody. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

.Storage: Printed forms. 
Retrievahility: Records are indexed by customer name and by nu¬ 

meric file of postage meters. 

.Safeguards; Records are maintained in closed file cabinets in 
secured facilities. 

Retention and disposal: Records are maintained for one year after 
final entry or the duration of the license and then destroyed by 
shredding. 

System manager(s) and address: APMG, Customer Services De¬ 
partment, Headquarters 

Notification procedure: Persons wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the local postmaster from which license was 
obtained supplying name and meter number. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 

Record source categories: Information is obtained from the in- 
.dividual and officials making entries to reflect activities. 

USPS 150.010 
System name: Records and Information Management 

Records—Information Disclosure Accounting Records 
(Freedom of Information Act), 150.010 

System location: Records Officer, USPS Headquarters, and 
records Custodians at all USPS facilities. 

Categories of individuals covered by the system: USPS employees 
and citizens requesting information under the Freedom of Informa¬ 
tion Act. 

Categories of records in the system: Name of requestor and the 
type of information requested. 

Authority for maintenance of the system: 39 USC 401, 412; 5 USC 
552; Public Law 93-502 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Purpose—These records 
are kept in order to determine the status of information requested 
and to facilitate the processing of requests. 

Use— 
1. Disclosure may be made to a congressional office from the 

record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

2. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. > 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper files 
Retrievahility: Individuals name and date of request. 
Safeguards: Locked file drawers and access control. 
Retention and disposal: Records are maintained by Custodians 

and the Records Officer for a period of two years. The Headquar¬ 
ters Library and General Counsel keep permanently copies of legal 
proceedings and appeals related to these records. 

System manager(s) and address: Postal Service Records Officer, 
Headquarters 

Notification procedure: Persons wishing to know whether infor¬ 
mation about ^em is maintained in this system of re,pords should 
address inquiries to the Custodian at the facility where request was 
sent. Inquiries should contain full name and date of request. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Information is obtained from the in- -. 

dividual making the request. 
I 

USPS 150.015 
System name: Records and Information Management 

Records—Freedom of Information Appeals System, 150.015. 
System location: USPS National Headquarters, Law Department 
Categories of individuals covered by the system: The system en¬ 

compasses all individuals who submit appeals under the Freedom 
of Information Act from denials of access to or copies of records 
maintained by the Postal Service. 

Categories of records in the system: The system consists of copies 
of all correspondence relating to appeals from the denials of 
requests for access to or copies of records pursuant to the Freedom 
of Information Act,of pleadings on civil actions arising under the 
Act, and of other documents incidental thereto. 

Authority for maintenance of the system: 5 USC 552 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: ^rpose—To enable the 
General Counsel to carry out his duties as appellate authority and 
to comply with reporting requirements. Use— 

1. These records are used to provide information and records to 
the Department of Justice in its coordination of responses to 
requests for information and its representation of the Postal Service 
in civil actions, and to prepare reports required by 5 USC 552(d). 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: These records are stored in paper folders. 
Retrievahility: Alphabetically, by name of the requester except in 

those instances where a requester has an appeal filed on his behalf 
by an attorney. In those cases, the attorney's name might appear as 
the requester appellant. 

Safeguards: These records are stored in locked file cabinets. 
Retention and disposal: These records are kept indefinitely. 
System manager(s) and address: General Counsel, Law Depart¬ 

ment, National Headquarters. 
Notification procedure: Inquiries should be addressed to the 

System Manager above and should contain the name of the 
requester and the name of that person's attorney. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: The individual to whom the record per¬ 

tains, and that person's attorney. 

USPS 150.020 
System name: Records and Information Management 
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Records—Information Disclosure Accounting Records (Privacy 
Act). 150.020 

System location: Records Officer, USPS Headquarters and 
records Custodians at all USPS facilities. 

Categories of individuals covered by the system: Any USPS em¬ 
ployee or citizen who makes an inquiry under the Privacy Act. 

('ategories of records in the system: Name of inquirer and the type 
of information requested and USPS response thereto. 

Authority for maintenance of the system: 59 USC 401; Public Law' 
93-579. 88 Statute 18% 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: iKirpose—These records 
are to provide information related to requestors of personal infor¬ 
mation under the Privacy Act. 

Use— 
1. Disclosure may be made to a congressional office from the 

record of an individual m response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

2. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to wluch the Postal Ser¬ 
vice IS a party before a court or administrative body. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage; Paper files. 
Relrievability: Requesters' name and date of inquiry. 
.Safeguards: Locked file drawers and access control. 
Retention and disponal: Request letters and related correspondence 

are retained for two years. Accountings of disclosures are retained for 
five years or the life of the disclosed record, whichever is longer. All 
records are destroyed by burning or shredding. 

System manager(s) and address: Postal Service Records Officer, 
Headquarters. 

Notification procedure: Persons wishing to know whether infor¬ 
mation about them is maintained in this system of records should 
address inquiries to the Custodian at the facility where request was 
sent. Inquiries should contain full name, and date of the request. 

Record access procedures: See “NOTIFICATION” above. 
Contesting record procedures: See “NOTIFICATION” above. 
Record source categories: Information is obtained from the in¬ 

dividual making the request. 

USPS 150.025 
System name: Records and Information Management 

Records—Privacy Appeals System, 150.025. 
System location: Postal Service, National Headquarters. 
Categories of individuals covered by the system: The system en¬ 

compasses all individuals who submit appeals under the provisions 
of the Privacy Act of 1974. 

Categories of records in the system: The system consists of copies 
of all correspondence relating to appeals from Postal Service deni¬ 
als of amendment of recoids pursuant to the Privacy Act, of 
pleadings in civil actions arising under the Act, and of other docu¬ 
ments incidental thereto. 

Authority for maintenance of the system: 5 USC 552a 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: ^rpose—To enable the 
USPS Privacy Appeals Officer to carry out his duties as appellate 
authority and to comply with reporting requirements. Use— 

1. These records are used to provide information and records to 
the Department of Justice in its coordination of responses to 
requests for information and its representation of the Postal Service 
in civil actions and to prepare reports required by 5 USC 552a(p). 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

4. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storiag, retrieving, acccaaing, retaining, 
and disposing of records in the system: 

Storage: These records are stored as paper files. 
Retrievability: Alphabetically, by name of the requester except in 

those instances where a requester has an appeal filed on his behalf 

by an attorney. In those cases, the attorney’s name might appear as 
die requester appellant. 

Safeguards: These records are stored in locked cabinets. 
Retention and disposal: These records are kept indefinitely. 
'S;|'stem inanager(s) and address: Postal Service Privacy Appeals 

Officer, Headquarters. 

Notification procedure: Inquiries should be addressed to the 
System Manager above and should contain the name of the 
requester and name of attorney if apphcable. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: The mdividual to whom the record per¬ 

tains, and that person's attorney 

USPS 160.010 
System name: Special Mail Services— Insured and Registered Domes¬ 

tic Mail Inquiry and Application for Indemnity Records. 160.010. 
System location: Rates and Classification Department, Headquarters, 

Postal Data Center, St. Louis, MO; and Post Offices. 
Categories of individuals covered by the system: Insured and regis¬ 

tered domestic mail claimants/inquiries including mail senders and 
addresses. 

Categories of records in the system: Name and address of mail sender 
and addressee; declaration of claimant/inquirer; claim/inquiry status 
information. 

Authority for aulateaaace of the systeas: 39 USC 401, 404. 
Routine uses of records maiatained ia the system, includlag categories 

of users aad the purpoM of such uses: Purpose—This information is 
used in responding to inquiries on the status of domestic insured and 
registered mail, and in the adjudication of claims related to such mail. 

Use— 
1. To refer, where there is an indication of a violation or potential 

violation of law, whether civil, criminal or regulatory in nature, to the 
appropriate agency, whether Federal, State of local charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, rule, regulation or order 
issued pursuant thereto. 

2. To a congressional office from the record of an individual in 
response to an inquiry from the congressional office made at the 
request of that individual. 

3. Where pertinent, in any legal proceeding to which the Postal 
Service is a party before a court of administrative body. 

4. Pursuant to the National Labor Relations Act, to a labor organiza¬ 
tion upon its request when needed by that organization to perform 
properly its duties as the collective bargaining represenutive of postal 
employees in an appropriate bargaining unit. 

5. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Polkics and practices for storing, retrieviag, accessing, retaining, and 
disposiag of records ia the system: 

Storage: Handwritten and typed forms, magnetic tape, punched 
cards, computer printouts. 

Retrievability: Claimant/inquirer name, case number, registered arti¬ 
cle number. 

Safeguards: Handwritten and typed forms are maintained in steel file 
cabinets with use limited to claims personnel. Computer readable 
media are stored in protected areas, and access to the m^ia is confined 
to authorized data processing personnel. 

Retention and disposal: Domestic inquiries are maintained for two 
years. Claim records are maintained for one year at St. Louis Postal 
Data Center and then transferred to the Federal Records Center and 
maintained for another three years. All records are destroyed by 
shredding. 

System managerfs) aad address: APMG, Rates and Classification 
Department, Headquarters. 

Notification proc^ure: Persons wishing to know whether informa¬ 
tion about them is maintained in this system of records should address 
inquiries to the head of the facility where the insured or registered 
domestic claim was filed. If claim has been filed, inquiry should include 
claim number, date of claim, insured or registered number of article 
mailed. 

Record access procedures: NOTIFICATION PROCEDURE above 
Contesting record procednrss: See NOTIFICATION PROCE¬ 

DURE above. 
Record source categories: Information from the individual complet¬ 

ing the claim/inquiry form. 

USPS 160.020 

System name: Special Mail Services—Insured and Registered Inter¬ 
national Mail Inquiry and Application for Indemnity Records, 160.020 
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Syctem location: Rates and Classirication Department, USPS Head¬ 
quarters, Postal Data Center, St. Louts, MO; and International Adjust¬ 
ing Offices in Chicago, New York, New Oi leans and San Francisco 

Categories of iiidi?tdiiait covered by the system: Insured and regis¬ 
tered international mail claimants/inquirers, including mail sender and 
jddrcssces, declaration of claimants/inquirers, claim/inquiry status in¬ 
formation 

Authority for maintenaucc of the system: 39 USC 4UI, 404 
Routine uses of records maintained in the system, including categories 

of users aad the purposes of such uses: Purpose—This information is 
used in responding to inquiries regarding international mail, and in the 
adtudication of insured and registered iiiieriuitional mail claims. 

I'sc- 
1. To refer, wheie there is an indication of a violation or potential 

violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether international. Federal, slate or local 
charged with the responsibility of investigating or prosecuting such 
violation or charged with enforcing or implementing the statute, rule, 
regulation or order issued pursuant thereto. 

2. To a congressional office from the record of an individual in 
response to an inquiry from the congressional office made at the 
request of that individual 

3 Where pertinent, in any legal proceeding to which the Postal 
Service is a party before a court or administrative Ixxly. 

4 Pursuant to the National I abor Relations Act. to a labor organiza- 
tHin upon Its request when needed by that organization to perform 
properly its duties as the collective bargaining representative of postal 
employees in an appropriate bargaining unit. 

3 To refer an international mail inquiry or claim to the appropriate 
foreign postal authority when required for claim resolution. 

6. inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies aad practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Handwritten and typed forms, magnetic tape, punched 
cards, computer printouts. 

Retrievability: Claimant/inquirer name, case number, registered arti¬ 
cle number. 

Safeguards: Handwritten and typed forms are maintained in steel file 
cabinets with use limited to claims personnel Computer readable 
media are stored in protected areas, and access to the m^ia is confined 
to authorized data processing personnfcl. 

Retention and disposal: International inquines are maintained for 
three years. Claim records are maintained for one year at St. Louis 
Postal Data Center and then transferred to the Federal Records Center 
and maintained for another three years. All records are destroyed by 
shredding. 

System manageris) and address: APMG. Rate and Classification 
Department, Headquarters 

Notification proc^ure; Persons wishing to know whether informa¬ 
tion about them is maintained in this system of records should address 
inquiries to the head of the facility where the insured or registered 
foreign mail claim was filed. If claim has been filed, inquiry should 
include claim number, dale of claim, insured or registered number of 
article mailed. 

Record access procedures: See NOTIFICATION PROCEDURE 
above. 

Contesting record procedures: See NOTIFICATION PROCE¬ 
DURE above. 

Record source categories: Information from the individual complet¬ 
ing the claim/inquiry form. 

USPS 160.030 

System name: Special Mail Services—Express Mail Service Insur¬ 
ance Claims for Loss, Delay and Damage (Proposed), 160.030 

System iocattoa: Customer Services Department, USPS Headquar¬ 
ters. 

Categories of individuals covered by tbe system: Express Mail claim¬ 
ants and representatives. 

Categories of records in tbe system: Postal Service forms and corre¬ 
spondence related to the claims. 

Authority for maintenance of the system: 39 USC 401, 404 
Routine uses of records maintained in the system, incinding categoric 

of users and the purposes of snch uses: Purpose—This information is 
used in the adjudication of express mail service claims for loss, delay 
and damage. 

Use— 
1. To refer, where there is an indication of a violation or potential 

violation of law, whether civil, criminal or regulatory in nature, to the 
appropriate agency, whether international. Federal, state or local, 
charg^ with the responsibility of investigating or prosecuting such 

violation or charged with enforang or implementing the statute, rule, 
regulation or order issued pursuant thereto. 

2. Pursuant to the National Labor Relations Act, to a labor organiza¬ 
tion upon Its request when needed by that organization to perform 
properly its dunes as the colltx'live bargaining representative of postal 
employees m an appropriate bargaining unit 

3. To a congressional office from the record of an individual in 
response to an inquiry from the congressional office made at the 
request of that individual. 

4 Where pertinent, in any legal proceeding to which the Postal 
Service is a party before a court or administrative body. 

5. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set forth in 
OMB Circular No A-19 at any stage of the legislative coordination 
and clearance process as set forth in that Circular 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Stored m file cabinets in original, typed, handwritten, copied 
or printed form. 

Retrievability: Claims are ordered by date of mailing but are re¬ 
trieved by name of claimant through visual scanning. 

Safeguards: Maintained in steel file cabinets within the exclusive 
custody of Express Mail Marketing personnel in the Castomer Services 
Department and Claims Personnel in the Rates and Classification 
Department. 

Retention and disposal: Records are retained for one year then 
destroyed by shredding. 

System managerts) and address: APMG, Customer Services Depart¬ 
ment, Headquarters. 

Notifieation procedure; Claimants wishing to know whether informa¬ 
tion about them is maintained in this system of records should address 
inquiries to the SYSTEM MANAGER. 

Record access procedures: See NOTIFICATION PROCEDURE 
above. 

Contesting record procedures: See NOTIFICATION PROCE¬ 
DURE above. 

Record source categories; Information is obtained from the claimant 
or designated representative. 

USPS I70.9I6 
System name: Workload Reporting Records, 170.010 

System location: Workload Reporting Records are located and/or 
maintained in various Departments and Facilities of the USPS. 

C ategories of individuals covered by the system: USPS employees 
and contract employees assigned to work on specific projects. 

Categories of records in tbe system: May include employee initials 
and surname, organizational unit and division, work hours on daily, 
weekly, or pay period basis by course number designated, social 
security number, systems code, weekly totals and pay period totals, 
project number, project name, name of customer contact, esti¬ 
mated completion date, estimated resources, actual contact, and 
general remarks about the development of the project. 

Authority (or maintenance of tbe system: 39 USC 401, 404 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: ^rpose—The system is 
used to determine project costs for billing customers for services 
and by management to schedule work loads and staffing. 

Use— 
1. May be disclosed to the Office of Management and Budget in 

connection with the review of private relief legislation as set forth 
in OMB Circular No. A-19 at any stage of the legislative coordina¬ 
tion and clearance process as set forth in that Circular. 

2. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

3. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. 

4. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

Information contained in this system of records may be disclosed to 
an authorized investigator appointed by the United States Civil Service 
Commission, upon his request, when that investigator is properly 
engaged in the investigation of a formal complaint of discrimination 
fiM against the U.S. Postal Service under 5 CFR 713, and the contents 
of the requested record are needed by the investigator in the per¬ 
formance of his duty to investigate a discrimination issue involved in 
the complaint. 
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Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Printed forms, magnetic tape and disks. 
Retrievability: Employee initials and name, project number, 

system code, social security number, pay period or project name. 
Safeguards: Maintained in secured area within secured facility. 
Retention and disposal: In some cases, records are retained for 

one year and then automatically deleted from computer disks and 
paper files are destroyed by shredding. Some records are main¬ 
tained on computer tape beyond one year for historical and trend 
analyses. 

System managers) and address: The department or facility head 
where such records are required. 

Notification procedure: Employees wishing to gain access to this 
information should address inquiries to the department or facility 
head where employed at the time of work load reporting. Inquiries 
should contain lull name and project name and number. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record source categories: Prepared by employee or supervisor as 

activities occur. 

CSPS 180.010 
System name: Tort Claims—Tort Claims Records, 180.010 

System location: Law Department at Headquarters and Regions, 
Postal Inspection Service, Division Headquarters, Post Offices and 
Postal Data Centers. 

Categories of individuals covered by the system: Persons involved 
in accident as a result of postal operations or alleging money 
damages under the provisions of the Federal Tort Claims Act. 

Categories of records in the system: Accident reports, tort claims 
filed, documentary evidence in support of tort claims, and litigation 
arising out of tort claims. 

Authoritv for maintenance of the svstem: 28 USC 2671-80; 30 USC 
409(c) 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: I^rpose—Used by attor¬ 
neys and other employees of the Postal Service to consider, settle 
and defend against tort claims made against the USPS under the 
Federal Tort Claims Act. To refer to accident prevention and safety 
officers, manufacturers of equipment and supplies and their in¬ 
surers. 

Use— 
1. Transferred to Department of Justice, other government agen¬ 

cies, and other persons involved in a claim against the Postal Ser¬ 
vice, for use in ajudication, civil litigation and criminal prosecution. 

2. In the case of accidents, provide statistical information to 
members of the American Insurance Association Index System. 

3. Provide information to USPS accident prevention and safety 
officers. 

4. Furnish information to insurance companies that have named 
the United States as an additional insured or co-insured in liability 
insurance policies. 

5. Provide information to equipment manufacturers and their in¬ 
surers for claims considerations and possible improvement of 
equipment. 

6. To respond to a subpeona dueces tecum and other appropriate 
court order and'Summons. 

7. Pursuant to the National Labor Relations Act, records from 
this system may be furnished to a labor organization upon its 
request when needed by that organization to perform properly its 
duties as the collective bargaining representative of postal em¬ 
ployees in an appropriate bargaining unit. 

8. Disclosure may be made to a congressional office from the 
record of an individual in response to an inquiry from the congres¬ 
sional office made at the request of that individual. 

9. Disclosure may be made from the record of an individual, 
where pertinent, in any legal proceeding to which the Postal Ser¬ 
vice is a party before a court or administrative body. ' 

10. Inactive records may be transferred to a GSA Federal Records 
Center prior to destruction. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrievability: Information may be retrieved by person’s name or 
Postal Inspection Service case number. 

Safeguards: Records are maintained in ordinary filing equipment 
under general scrutiny of postal personnel. 

Retention and disposal: Paid claims records at Headc|uarters are 
retained for seven vears after payment; Postal Inspection Service 
files are retained for 25 years after closing; all other files are 
retained for five years after closing. All records are destroyed by 
shredding or burning. 

System manager(s) and address: General Counsel, l.aw Depart¬ 
ment, Headquarters 

Notification procedure: Furnish person's name, data and place of 
occurrence giving rise to a claim under the Federal Tort Claims 
Act, to the head of the facility where the claim was filed. 

Record access procedures: See NOTIFICATION above. 
Contesting record procedures: See NOTIFICATION above. 
Record, source categories: Claimants making demands for money 

damages, reports of postal employees involved in accidents, local 
police reports. Inspection Service investigative reports and Amer¬ 
ican Insurance Association Index reports. 

USPS 190.010 

System name: Labor Law Civil Action—Civil Action Case Files, 
190.010 

System location: Law Department, Regional and National Headquar¬ 
ters. 

Categories of individuals covered by the system: Individuals involved 
in litigation pertaining to employee and labor relations. 

Categories of records in the system: (a) Formal pleadings and memo¬ 
randa of law; (b) Other relevant documents (c) Miscellaneous notes 
and case analyses prepared by Postal Service attorneys and other 
personnel; (d) Correspondence and telephone records. 

Authority for audntenance of the system: 39 USC 401, 409(d) 
Routine uses of records maintained in the system, including categories 

of users and the purposes of such uses: Purpose—This information is 
used to provide legal advice and representation to th^ Postal Service. 

Use— 
1. Pursuant to the National Labor Relations Act, records from this 

system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

2. Disclosure may be made from the record of an individual, where 
pertinent in any legal proceeding to which the Postal Service is a party 
before a court or administrative body or other tribunal. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request of that individual. 

4. Transferr^ to Department of Justice, when needed by that 
department to perform properly its duties as legal representative of the 
Postal Service. 

5. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation, or 
order issued pursuant thereto. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrievability: By name of litigant(s). 
Safeguards: Records are maintained in ordinary filing equipment 

under general scrutiny of USPS legal counsels and staff. 
Retention and disposal: These case files are maintained for three (3) 

years following close of matter. 
System managerfs) and address: General Counsel, Law Department, 

He^quarters. 
Notification procedure: Persons interested in reviewing records with¬ 

in specific case files should submit their name; case number and court 
of record, if known, to the General Counsel, Law Department, 
National Headquarters. 

Record access procedures: See “System Manager" above 
Contesting record procedures: See “System Manager” above. 
Record source categories: (a) Individuals involved in litigation 

pertaining to employee and lalMr relations; (b) Counsel(s) and other 
representatives for parties in litigation other than Postal Service; (c) 
Other individuals involved in litigation pertaining to employee and 
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latxtr relations Source document include administrative complaint/ 
action file, grievance file, and/or other records relevant to the case. 

USPS 200.010 

System location: Non-Mail Monetary Oahn—Relocation Assistance 
Claims (Proposed), 200 010 

System location: USPS National Headquarters (Real Estate and 
Buildings Department), Washington, DC 20260, and all Regional Real 
Estate and Buildings Departments. 

CategortcB of IndiTidHak covered by the system: Owners and tenants 
of real property purchased or leased by the U.S. Postal Service. 

Categories of records la the system: Completed claim forms and other 
documents related to indemnifying occupants of property acquired by 
the U S. Postal Service. 

Antbority for maintenaacc of the system: Uniform Relocation and 
Assistance and Real Property Acquisition Policies Act of 1970 (P.L. 
91-646) and 39 USC 401. 

Routiac Bses of records amiataiaed ia the system, iadudiag categoric 
of users aad the purposes of such uses: Purpose—This information is 
used to adjudicate claims for reimbursement of relocation expenses 
incurred by owners and tenanu of real property acquired by the U.S. 
Postal Service. 

Use— 
1. Disclosure may be made to a congressional office from the record 

of an individual in response to an inquiry from the congressional office 
made at the request of that individuid. 

2. May be disclosed to the Office of Management and Budget in 
connection with the review of private relief legislation as set foi^ in 
OMB Circular No. A-19 at any stage of legis^ve coordination and 
clearance proceaa as set forth in that Circular. 

3. Disclosure nuy be made from the record of an individual, where 
pertinent, in any legal proceeding to which the Postal Service is a 
party before a court or ^ministrative body, or in connection with the 
settlement of any claim or the resolution of any dispute. 

4. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, rule, regulation, or order 
issued pursuant thereto. 

5. Inactive records amy be transferred to a OSA Federal Records 
Center for storage prior to destruction. 

6. May be disclos^ to a Federal compliance investigator for case or 
program review. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records ia tbc system: 

Storage: Stored in file cabinets in original, typed, printed or hand¬ 
written form. 

Retrievability: Claims are ordered and retrieved alphabetically by 
claimant name within project file. 

Safeguards: Maintained in locked file cabinets within the exclusive 
custody of Real Estate and Buildings Department management person¬ 
nel 

Retention and disposal: Records are retained for the life of the 
facility and then destroyed. 

System mansgerCs) aad address: APMG, Real Estate and Buildings 
Department, Headquarters. 
— Notification procedure: Claimants wishing to know whether and 
what information about them is maintained in this system of records 
should address inquiries to the same facility to which they applied for 
relocation benefits. 

Record nccem procedures: See NOTIFICATION PROCEDURE 
above. 

Contesting record procedures: See NOTIFICATION PROCE¬ 
DURE above. 

Record source categories: Information is obtained from previous 
dwelling owner or tenant claimant and Postal Service claim reviewers 
and adjudicators. 

USPS 200.020 

System name: Non-Mail Monetary Claims—Monetary Claims in¬ 
volving Present or Former employees (case files), 200.020. 

System location: Law Department, Headquarters; Regional Counsel 
Offices, Regional Headquarters. 

Categories of individnab covered by the system: Individuals involved 
in monetary claims cases. 

Categories of records ia the system: (a) Formal pleadings and memo¬ 
randa of law; (b) Other relevant documents (c) Miscellaneous notes 
and case analyses prepared by Postal Service attorneys and other 
personnel; (d) Correspondence and telephone records. 

Authority for maintenance of the system: 39 USC 401, 409(d). 
Routine uses of records maintained in the system, including categorim 

of users and the purposes of such uses: Purpose—This information is 
used to provide legal advice and representation to the Postal Service. 

Use— 
1. Pursuant to the National Labor Relations Act, records from this 

system may be furnished to a labor organization upon its request when 
needed by that organization to perform properly its duties as the 
collective bargaining representative of postal employees in an appro¬ 
priate bargaining unit. 

2. Disclosure may be made from the record of an individual, where 
pertinent in any legal proceeding to which the Postal Service is a party 
before a court or administrative body or other tribunal. 

3. Disclosure may be made to a congressional office from the record 
of an individual in response to an inquiry from the congressional office 
made at the request that individu^. 

4. Transferr^ to Department of Justice, when needed by that 
department to perform properly its duties as legal representative of the 
Postal Service. 

5. To refer, where there is an indication of a violation or potential 
violation of law, whether civil, criminal, or regulatory in nature, to the 
appropriate agency, whether Federal, state, or local, charged with the 
responsibility of investigating or prosecuting such violation or charged 
with enforcing or imiMementing the statute, or rule, regulation, or 
order issued pursuant thereto. 

Policks aad practices for storing, retrieving, accessing, retaiahig, and 
disposing of records in the system: 

Storage: Paper form, original or copies, preprinted or handwritten 
forms. 

Retrievability: By name of litigant(s). 
Safegnards: Records are maintained in ordinary filing equipment 

under general scrutiny of USPS legal counsels and staff. 
Retention and disposal: These case files are maintained for three (3) 

years following clow of matter. 
System manageris) aad address: General Counsel, Law Department, 

Headquarters. 
Notification procedure: Persons interested in reviewing records with¬ 

in specific case files should submit their name; and caw number, if 
known, to the General Counwl, Law Department, National Headquar¬ 
ters. 

Record acoem procedures: See “System Manager” above. 
Contesting record procedures: See “System Manager” above. 
Record source categories: (a) Individuals involved in monetary 

claims cases, (b) Counwl(s) or other representatives for parties in 
litigation other than Postal device. Source documents include records 
relevant to the caw. 

LIST OF U.S. POSTAL SERVICE FACIUTIES 
REFERENCED HEREIN 

The address of each Postal Service facility referred to in each 
system notice, other than post offices, and the geographical area 
served, is provided on the pages following. The addresses of in¬ 
dividual post offices are not provided because of their laige number 
and because that information is available locally to all concerned 
individuals. 

The addresses of all Postal facilities, to include locations in the 
Canal Zone, Guam-Samoa, Puerto Rko, and the Virgin Islands, are 
contained in THE DIRECH'ORY OF POST OFFICES, Publication 
26, Stock Number 3900-00247, available for sale by the Superinten¬ 
dent of Documents. U.S. Government Printing Office, Washington, 
D.C. 20402—Price 3.90. 

Postmasters, upon request, will supply the addresses of the Dis¬ 
trict Offices and Sectional Management Centers to which they re¬ 
port. 

The following excerpt of addresses and areas wrviced is pro¬ 
vided for convenience of Privacy Act correspondents, and obviates 
the repetition in each notice. All “Headquarters” addresses are: 

(Office), U.S. Postal Service, 475 L'Enfant IHaza West, SW., 
Washington, D.C. 20260. 

POSTAL SERVICE REGIONAL OiUCES 
Regional Postmaster General, Central Region, Main PO Bldg., 

CTikago, IL 60699. (Sutes serviced; IL, MI, OH, IN, KY, Wl, 
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MN. lA. MO. ND, SD. NE, KS (Except 679)). 
Regional Postmaster General, Eastern Region, PO Box 8601, 

Philadelphia. PA 19101. (States serviced: VA, WV, MD, DE. PA. 
DC, and those portions of New York State and New Jersey outside 
the Greater New York City Metropolitan area.) 

Regional Postmaster General, Southern Region, 5100 Popular 
Ave,. Memphis, TN 38166. (States serviced: TN, AL, MS, TX, 
LA. GA. FL, NC, SC, OK. AR and KS (679).) 

Regional Postmaster General, Northeast Region. Main PO Bldg , 
New York, NY 1(K)98. (States serviced: New York City. Rl, M.\. 
NH. VT, ME and those pcrrtions of New York State, Connecticut, 
and New Jersey within the New York City Metropolitan area, also 
Puerto Rico and Virgin Islands ) 

Regional Postmaster General, Western Region, 850 Cherry St., 
San Bruno, CA 94099. (States serviced: CA, NV, HI, AK, WA, 
OR. MT, ID, WY, UT. CO, AZ, NM. El Paso, TX Dist. and 
Guam.) 

INSPECTION SERVICE 
Chief Postal Inspector, U.S. Postal Service, 475 L’Enfant Plaza 

West. SW.. Washington DC 20260. 
Regional Chief Postal Inspector, Central Region. Chicago, Illinois 

60607. (States serviced: IL, Ml, OH, IN, KY. WT, MN, lA. MO, 
ND, SD. NE, and KS (ZIP Codes 660-678 only).). 

Regional Chief Postal Inspector, Eastern Region, No. 1 Decker 
Square, East Lobby, Bala Cynwyd, Pennsylvania 19004. (States 
serviced: VA, WV. MD, DE, PA. 1X7 and those portions of New 
York State and New Jersey outside the Greater New York City 
Metropolitan area.) 

Regional Chief Postal Inspector, Northeast Region, 2 Penn Plaza, 
20th Street, New York, New York 10097 (States serviced: New 
York City and those portions of New York State and New Jersey 
outside the Greater New York City Metropolitan area.) 

Regional Chief Postal Inspector, Southern Region, U.S. Postal 
Service, 5100 Poplar Avenue, Room 1510, Memphis, Tennessee 
38161 (States serviced: TN, AL, MS. TX. LA, GA, FL, NC, SC, 
OK, AR. and KS (ZIP Codes 67901-67954).) 

Regional Chief Postal Inspector, Western Region, 850 Cherry 
Street, San Bruno, California 94099. (States serviced: CA, NV, HI, 
AK. WA. OR, MT. ID, WY, UT, CO, AZ, NM, El Paso. TX, Dis 
trict and Guam.) 

Postal Inspector in Charge, Room 517, U.S. Post Office Federal * 
Annex, South Forsyth and West Hunter Streets, Atlanta. Georgia 
30.302. 

Postal Inspector in Charge, Room 537, Main Post Office Build¬ 
ing. Devonshire Street and Milk Street, Boston, Massachusetts 
02107. 

Postal Inspector in Charge, Room 257, U.S. Post Office and 
Court House, Georgia Ave. and East Ninth Street. Chattanooga, 
Tennessee 37401. 

Postal Inspector in Charge, Room 642, U.S. Post Office Building. 
Canal and Van Buren Streets, Chicago, Illinois 60607. 

Postal Inspector in Charge, Room 220, U.S. Post Office and 
Court House, Walnut St. and Government Square, Cincinnati, Ohio 
45201. 

Postal Inspector in Charge, Room 339, U.S. Post Office and 
Court House, 18th and Stout Streets. Denver, Colorado 80201. 

Postal Inspector in Charge, Room 400, General Post Office 
Building, 1401 West Fort Street, Detroit. Michigan 48232. 

Postal Inspector in Charge, Room 202, U.S. Postal Office Build¬ 
ing. Landcaster and Jennings Streets, Fort Worth, Texas 76101. 

Postal Inspector in Charge, P.O. Box 30456, Los Angeles, 
California 90030. 

Postal Inspector in Charge, U.S. Postal Service, P.O. Box 3180. 
Memphis, Tennessee 38103. 

Postal Inspector in Charge, Room 233, Post Office and Court 
House Building, Federal Square, Newark, New Jersey 07101. 

Postal Inspector in Charge, Room 4102, U.S. Post Office Main 
Office Building, Faghth Avenue and 33 Streets, New York, New 
York 10001. 

Postal Inspector in Charge, Rtwm 419, General Post Office 
Building, 30th and Market Street. Philadelphia, Pennsylvania 19101. 

Postal Inspector in Charge, 1500 Chamber of Commerce Building 
Pittsburgh, Pennsylvania 15219. 

Postal Inspector in Charge, Room 712, 200 South Hanley Build¬ 
ing. 200 South Hanley Rd., St. Louis, Missouri 63199. 

Postal Inspector in Charge, Room 309, U..S. Post Office and 
Customhouse, East Kellogg Blvd., and Jackson Street. St. Paul, 
Minnesota 55165. 

Postal Inspector in Charge, P.O. Box .367, San Francisco. Califor¬ 
nia 94101. 

Postal Inspector in Charge, Room 306, Main Post Office Build¬ 
ing, 3rd Avenue and Union .Street, Seattle, Washington 98111. 

Postal Inspector in Charge, Room 3016, City Post Office Build¬ 
ing. North Capitol Street and Massachusetts Avenue, W'ashington, 
D.C. 20013. 

Postal Inspector in Charge. Room 3400, Special Investigation 
Division, 475 L'Enfant Plaza West, SW., Washington, D.C. 20260. 

I SPS POSTAL DATA CENTERS 
Minneapolis Postal Data Center, Box 63, Main Post Office Build¬ 

ing, Minneapolis, MN 55470 (States serviced; IL. MI. OH, IN, KY, 
WT. MN, lA. MO. ND. SD. NE, KS. TN. AL. MS, TX. LA. GA. 
FL. NC. SC. OK. AR). 

New York Postal Data Center, General Post Office Building, 
New York. NY 10099. (States serviced; NY. NJ. CT, ME. MA. Rl. 
VT, VA. WV, MD, DE, PA, DC, Puerto Rico, and Virgin Islands). 

Saint Louis Postal Data Center, Post Office Building, Saint 
Louis, MO 63180 (Serves as national financial support). 

San Bruno Postal Data Center, 850 Cherry Street, San Bruno, 
CA 94097 (.States serviced: CA, NV. HI, AK, WA. OR. MT, ID. 
WY. UT. CO. AZ. NM. and Guam.) 

TRAINING INSTITUTE 
Postal Service Training and Development Institute, 7900 Wiscon¬ 

sin Avenue, Washington, D.C. 20014. 

BULK MAIL CENTERS 
Atlanta, 1805 Bolton Road, NW., Atlanta. GA 30369. 
Chicago, 7500 West Roosevelt Road, Building No. 1, Forest 

Park, IL 60|30. 
Cincinnati, 3055 Crescentville Road, Cincinnati, OH 45235. 
DaUas, P.O. Box 21106, DaUas, TX 75211. 
Denver, 7755 East 56th Avenue, Commerce City, CO 80022. 
Des Moines, 4000 NW., 109th Street, Des Moines, lA 50395. 
Detroit. 17500 Oakwood Boulevard, Allen Park, MI 48101. 
Greensboro, 3701 West Wendover Avenue, Greensboro, NC 

27495. 
Jacksonville, 7415 Commonwealth Avenue, Jacksonville, FL 

32099. 
Kansas City, 4900 Speaker Road, Kansas City, KS 66106. 
Los Angeles, 4701 South Eastern Avenue, Bell, CA 90201. 
Memphis, 1921 Elvis Presley Boulevard, Memphis, TN 38136. 
Minneapolis-St. Paul, 3165 South Lexington Avenue, St. Paul, 

MN 55121. 
New York, 80 County Road, Jersey City, NJ 07307. 
Philadelphia, 1900 Byberry Road, Philadelphia, PA 19116. 
Pittsburg, R.D. No. 2, Wexford, PA 15090. 
St. Louis, 5800 Phantom Drive, Hazelwood, MO 63042. 
San Francisco, 2501 Rydin Road, Richmond, CA 94850. 
SeatUe, P.O. Box 5000, Federal Way, WA 98002. 
Springfield, 190 Fiberloid Street, Springfield, MA 01151. 
Washington, 9201 Edgeworth Drive, Washington, D.C. 20027. 
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OFFICE OF TELECOMMUNICATIONS 
POLICY 

PRIVACY ACT OF 1974 

Systems of Records; Annual Publication 

In accordance with Section 552a(eK4) of the Privacy Act in 1974, 
the Office of Telecommunications Policy hereby publishes a listing of 
record systems maintained by this Office. There have been no changes 
since the previous annual publication of December 7, 1976 (41 FR 
53643), as amended on December 13, 1976 (41 FR 524263) 

William J Thaler, 
Acting Director. 

OTP File No. I 
System name: Bioeffects Project Resumes—OTP. 

System location: I8(K) G Street, N.W., Washington, D.C., 20504. 
Categories of individuals covered by the system: Principal in¬ 

vestigator. 
Categories of records in the system: This system contains ab- 

stnicts on Biological Effects of Nonionizing Electromagnetic Radia¬ 
tion research projects conducted or funded by the Federal Govern¬ 
ment. 

Authority fur maintenance of the system: E.xecutive Order No. 
11556, section 11, and Reorganization Plan No. 1 of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Identification of research 
projects. Used by OTP personnel and program personnel from 
other cognizant Federal agencies as part of ()TP’s coordination of 
the Federal Government's multiagency program to assess the 
biological effects of nonionizing electromagnetic radiation. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: File cabinet. 
Retrievability: Individual's name is used as one identifier of the 

project. Not alphabetical. 
Safeguards: Office locked after business hours. 
Retention and disposal: Records are retained permanently. 
System managerts) and address: Deputy Assistant Director for 

Frequency Management, Office of Telecommunications Policy, 
1800 G Street, N.W., Washington, D.C., 20504 (202) 395-5800. 

Notification procedure: Individuals seeking to determine i( the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Pait 
204. Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information comes from the agency 

conducting or sponsoring the research. 

OTP File No. 2 
System name: Congressional Relations System—OTP. 

System location: 1800 G Street, N.W., Washington, D.C., 20504. 
Categories of individuals covered by the system: Members of Con¬ 

gress who have corresponded with OTP. 
Categories of records in the system: Correspondence with mem¬ 

bers of Congress. 
Authority for maintenance of the system: Executive Order No. 

11556, section 11, and Reorganization Plan No. 1 of 1970. 
Routine uses of records maintained in the system, including catego¬ 

ries of users and the purposes of such uses: Files are maintained to 
appraise OTP Congressional liaison personnel of the interests of 
members of Congress. Records are for internal use only. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: File cabinets. — 
Retrievability: Alphabetically by name. 

.Safeguards: Administratively controlled access. 
Retention and disposal: Destroyed when member of Congress 

leaves office. 
Sy.slem managerts) and address: Assistant to the Director for Con¬ 

gressional and Media Relations. Office of Telecommunications Pol¬ 
icy, 1800 G Street, N W.. Washington, D C., 20504, (202) 395-5800. 

Notification procedure: Individuals seeking to determine if the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Part 
204 Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information in this system of records 

either comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials. 

OTP File No. 3 
System name: Contractor Record System—OI'P. 

System location: 18(X) G Street, N.W., Washington. D C., 20504. 
Categories of individuals covered by the system: Individuals doing 

work under contract to OTP. 
Categories of records in the system: Copies of ail invoices and 

bills and evaluations of contractors' performance. 
Authority for maintenance of the system: Executive Order No. 

11556, section 11, and Reorganization Plan of 1970. 
Routine u-ses of records maintained in the system, including catego¬ 

ries of u.sers and the purposes of such uses: Used to maintain a 
financial accounting of all contracts let by OTP. Evaluation of con¬ 
tractor's performance maintained for future reference in relation to 
subsequent contracts. Routine disclosure of information contained 
in the system of records may be made to other Federal agencies at 
their request. Routine disclosure of information contained in this 
system of records may be made to the Department of Justice in 
connection with actual or potential criminal prosecution or civil 
litigation, and in connection with requests for legal advice. Disclo¬ 
sure may be made during judicial processes. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: File cabinets. 
Retrievability: Contracts are filed by number. Record can be 

retrieved alphabetically by name by use of a 3 x 5 cross-reference 
card file. 

Safeguards: Locked file cabinets. 
Retention and disposal: Permanent retention. 
System manager(s) and address: Executive Officer, Office of 

Telecommunications Policy, 1800 G Street, N.W., Washington, 
D.C., 20504, (202) 395-5800. 

Notification procedure: Individuals seeking to determine if the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Part 
204. Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information in this system of records 

either comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials. 

OTP File No. 4 
System name: Employee Reports of Financial Interests and Em¬ 

ployment—OTP. 
System location: 1800 G Street, N.W., Washington, D.C., 20504. 
Categories of individuals covered by the system: All OTP person¬ 

nel at or above Government Service Grade 13. 
Categories of records in the system: OTP Forms 7 and 8, 

“Confidential Statement of Employment and Financial Interest,” 
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required of certain employees and contractors contain a statement 
of the financial interests of the employee or contractor and the 
members of his immediate family and the employment of the im¬ 
mediate family or any other employment by the OTP employee or 
contractor. 

Authority for maintenance of the system: Executive Order No. 
!I5.%, section 11. and Reorganization Plan No. I of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Used by authorized OTP 
personnel for ascertaining conflicts or apparent conflicts of interest 
and recommending appropriate action to the employee or to the 
OTP. Routine disclosure of information contained in this system of 
records may be made to the Department of Justice in connection 
with actual or potential criminal prosecution or civil litigation, and 
in connection with requests for legal advice. Disclosure may be 
made dunng judicial prixesses. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage; Maintained in alphabetical order in folder designated 
“financial interest reports.” 

Retrievability: Alphabetical by name. 
Safeguards: Kept in closed safe with combination UkIc except 

when being used by authorized OTP personnel who are instructed 
as to their confidentiality and permitted use. 

Retention and disposal; Maintained by OTP until employee leaves 
and then destroyed by burning. ■* 

System managerts) and address; Executive Officer, Office of 
Telecommunications Policy, 18t)0 G Street, N.W., Washington, 
D C., 20504, (202) 395-5HOO. 

Notification procedure: Individuals seeking to determine if the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Part 
204. Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 

Record source categories: Information in this system of records 
either comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials. 

OTP File No. 5 
System name: General Personnel Records (Official personnel folder 

and records related thereto)—OTP 
System location: 18(K) G Street, N.W., Washington, D.C.. 20504. 
C'ategories of individuals covered by the system: Current OTP em¬ 

ployees and those formerly employed by the OTP (death, resigna¬ 
tion, retirement, and separation). 

Categories of records in the system: This system consists of a 
variety of records relating to personnel actions and determinations 
made about an individual while employed in the Federal service. 
These records contam information about an individual relating to 
birth date; Social Security Number; veteran preference; tenure; 
handicap; past and present salaries, grades, and position titles; 
letter of commendation, reprimand, charges, and decision on 
charges; notice of reduction-in-force; locator files; personnel ac¬ 
tions. including but not limited to, appointment, reassignment, 
demotion, detail, promotion, transfer, and separation; training; 
minority group designator, records relating to life insurance, health 
benefits, and designation of beneficiary. training; performance 
ratings, data documenting the reasons for personnel actions or deci¬ 
sions made about an individual; awards; and other information 
relating to the status of the individual. 

This system also consists of a variety of records containing infor¬ 
mation about an individual relating to position management actions; 
position classification actions, promotion records; evaluation 
records; clearance upon separation, suggestion files, financial and 
tax matters, incoming letters of complaint, employee and former 
employee locator information, jury duty records; participation in 
and implementation of special emphasis programs; Combined 
Federal Campaign records; Unemployment Compensation notices; 
outside employment statements; savings bond records; and cor¬ 

respondence files pertaining to any of the persor nel information 
referred to in this notice. 

Authority for maintenance of the system: Execu ive Order No. 
11556, section II, and Reorganization Plan No. I of 970. 

Routine uses of records maintained in the system, iucluding catego¬ 
ries of users and the purposes of such uses: Information in these 
records is used or a record may be used: (a) To pn vide informa¬ 
tion to a prospective employer of an employee or former OTP em¬ 
ployee. (b) To provide data for the automated Central Personnel 
Data File (CPDF). (c) To provide data to update federal Auto¬ 
mated Career Systems (FACS), Executive Inventoiy File, and 
security investigations index on new hires, adverse actions, and ter¬ 
minations. (d) To provide information to a Federal agency, in 
response to its request, in connection with the hiring or retention of 
an employee, investigation for security clearance, the letting of a 
contract, or issuance of a license, grant, or other benefit by the 
requesting agency, to the extent that the information is relevant and 
necessary to the requesting agency's decision on the matter, (e) If 
necessary, obtain relevant information or other pertinent informa¬ 
tion to an agency decision concerning the hiring or retention of an 
employee, the issuance of a security clearance, the letting of a con¬ 
tract, or the issuance of a license, grant, or other benefit, (f) To 
request information from a Federal, State, or local agency main¬ 
taining civil, criminal, or other relevant enforcement or other per¬ 
tinent information, such as licenses, (g) Routine disclosure of infor¬ 
mation contained in this system of records may be made to the De¬ 
partment of Justice in connection with actual or potential criminal 
prosecution or civil litigation, and in connection with requests for 
legal advice. Disclosure may be made during judicial processes, (h) 
These records may ^so be disclosed to the Civil Service Commis¬ 
sion for the purpose of properly administering Federal Personnel 
Systems in accordance with applicable laws. Executive Orders, and 
regulations. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: File cabinet. 
Retrievability: Alphabetically by name. 
Safeguards: Kept in locked file- cabinet except when being used 

by authorized OTP personnel who are instructed as to their con¬ 
fidentiality and permitted use. 

Retention and disposal: Records are maintained permanently. 
System manaf^r(s) and address: Executive Officer, Office of 

Telecommunications Policy, 1800 G Street, N.W., Washington, 
D C.. 20504, (202) 395-5800. 

Notification procedure: Individuals seeking to determine if the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Part 
204. Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information in this system of records 

either comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials. 

OTP File No. 6 
System name: Inventory Control of Property—OTP. 

System location: 1800 G Street, N.W., Washington, D C., 20504. 
Categories of individuals covered by the system: OTP personnel. 
Categories of records in the system: Records of Federal Govern¬ 

ment Ptoperty charged out to OTP personnel. File card contains 
name of individual and a list of all property assigned to the in¬ 
dividual. 

Authority for maintenance of the system: Executive Order No. 
11556, section 11, and Reorganization Plan No. 1 of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Record is used when in¬ 
dividual separates from OTP to account for property charged out in 
the individual's name. Routine disclosure of information contained 
in this system of records may be made to the Department of Justice 
in connection with actual or potential criminal prosecution or civil 
litigation, and in connection with requests for legal advice. Disclo¬ 
sure may be made during judicial processes. 
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Policies and practices tor storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: 3x5 card file. 
Kelrievabilit>: Alphabetically by name. 
Safeguards: Administratively contrullcd access. 
Retention and disposal: Card destroyed when individual separates 

from OI P 
Svstem manageris) and address: Executive Officer, Office of 

Iclceommunications Policy, 1800 G Street, N.W., Washington, 
D C . 20504, (202) 395-5800 

Contesting record procedures: Individuals seeking to determine if 
the system of records contains a record pertaining to themselves 
may inquire in accordance with instructions appearing at 47 CFR 
Fart 204. Inquiries should be addressed to the system manager and 
include name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
('FR Part 204. Inquiries should be addressed to the system manager 
hsted above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information in this system of records 

cither comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials. 

OTP Kile No. 7 
System name: Library Circulation Control Records—OTP. 

System location: 1800 G Street, N.W., Washington, D.C., 20504. 

Categories of individuals covered by the sy.stem: I .ibrary users. 

Categories of records in the system: Individuals who borrow libra¬ 
ry materials, receive library materials on distribution, or request the 
purchase of library matenals. 

Authority for maintenance of the system: Executive Order No. 
11556, section II, and Reorganization Plan No. 1 of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: The information is used 
by the Library Staff to identify the location of materials withdrawn 
from the library collection and to distribute library publications in 
respi^nse to a request. Lists of names are used for the distribution 
of periodicals. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Distribution lists are maintained in folders in file 
cabinets. Book cards are kept in card files. 

Retrievability: By name of individual or publication. 

Safeguards: Administratively controlled access. 

Retention and disposal: Individual's name is crossed out when 
material is returned to the library, and is removed from distribution 
lists at such person’s request or when such person separates from 
OTP. <• 

System manager(s) and address: Executive Officer, Office of 
Telecommunications Policy, 1800 G Street, N.W., Washington, 
D.C., 20504, (202) 395-5800. 

Notification procedure: Individuals seeking to determine if the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Part 
204. Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 

Record source categories: Information in this system comes from 
the individuals to whom it pertains. 

OTP File No. 8 
System name: Military Personnel System—OTP. 

System location: 1800 G Street, N.W., Washington, D.C., 20504. 
Categories of individuals covered by the system: Military personn 

detailed to OTP. 

Categories of records in the system: System contains evaluation 
reports, job description, documents relating to assignments, and let¬ 
ters of commendation. 

Authority for maintenance of the system: AFR 36-10. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Used to prepare evalua¬ 
tion reports and correspondence relative to future assignment. Only 
user is the Military Assistant to the Director for purposes indicated. 
Information contained in the file relates to the individual’s assign¬ 
ment to OTP only. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Folders are maintained in file cabinets. 

Retrievability: Alphabetically by name. 

Safeguards: Maintained in lucked file cabinet. 
Retention and disposal: Destroyed when military detail is reas¬ 

signed from OTP 
System manager(s) and address: Military Assistant to the 

Director, Office of Telecommunications Policy, 1800 G Street, 
N.W., Washington, D.C., 20504, (202) 395-5800. 

Notification procedure: Individuals seeking to determine if the 
system of records contains a record pertaining to themselves may 
inquire in accordance with instructions appearing at 47 CFR Part 
204. Inquiries should be addressed to the system manager and in¬ 
clude name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information in this system of records 

either comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials. 

OTP File No. 9 
System name: Payroll/Personnel System—OTP. 

System location: General Services Administration, Region 3 Office; 
copies held by the Office of Telecommunications Policy. (GSA holds 
records for the Office of Telecommunications Policy under contract.) 

Categories of records maintained in the system: Varied payroll 
records including, among other documents, time and attendance cards; 
payment vouchers; comprehensive listing of employees; health benefit 
records, requests for deductions; tax forms, W-2 forms, overtime 
requests; leave data; retirement records. Records are used by OTP and 
GSA employees to maintain adequate payroll information for OTP 
employees, and otherwise by OTP and GSA employees who have a 
need for the record in the performance of their duties. 

Authority for the system: 31 U.S.C., generally. Also. Executive 
Order No. 11556, section 11, and Reorganization Plan No. 1 of 1970. 

Routine use of records: See Appendix. Records also are disclosed to 
GAO for audits; to the Internal Revenue Service for investigation; and 
to private attorneys, pursuant to a power of attorney. 

A copy of an employee’s Department of the Treasury Form W-2, 
Wage and Tax Statement, also is disclosed to the State, city, or other 
local jurisdiction which is authorized to tax the employee’s compensa¬ 
tion. The record will be provided in accordance with a withholding 
agreement between the State, city, or other local jurisdiction and the 
Department of the Treasury pursuant to 5 U.S.C. 5516, 5517, or 5520, 
or, in the absence thereof, in response to a written request from an 
appropriate official of the taxing jurisdiction to the Executive Officer, 
Office of Telecommunications Policy, 1800 G Street, N.W., Washing¬ 
ton. D.C. 20504. The request must include a copy of the applicable 
statute or ordinance authorizing the taxation of compensation and 
should indicate whether the authority of the jurisdiction to tax the 
employee is based on place Of residence, place of employment, or both. 

Pursuant to a w ithholding agreement between a city and the Depart¬ 
ment of the Treasury (5 U.S.C. 5520), copies of executed city with¬ 
holding certificates shall be furnished the city in response to written 
request from an appropriate city official to the Executive Officer. 

In the absence of a withholding agreement, the Social Security 
Number will be furnished only to a taxing jurisdiction which ha& 
furnished this agency with evidence of its independent authority to 
compel disclosure of the Social Security Number, in accordance with 
Section 7 of the Privacy Act, Pub. L. 93-579. 
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Policies and practices for storing and retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Paper and mierofilm. 
Retricvabilit) and accessing: Social Security Number. 
Safeguards: Stored in gumded building; released only to authorized 

personnel ^ 
Retention and disposal: Disposition of records shall be in accordance 

with the HB GSA Records Maintenance and Disposition System 
(OAD P 1X20.2). 

System manager: Executive Officer, Office of Telecommunications 
Policy, 1800 G Street. N.W.. Washington, D.C. 20504. 

Notification procedures: Refer to OTP access regulations contained 
m 47 CPR 204 

Record access procedures: Refer to OTP access regulations contained 
in 47 CFR 2(U. 

Contesting records procedures: Refer to OTP access regulations 
contained in 4"’ CFR 204. 

Categories of sources of records in the system: The subject individual; 
the officers of the OtTicc of Telecommunications Policy. 

Appendix—Office of Telecommunications Policy 
In the e\ent that a system of records maintained by this agency to 

carry out its functions indicates a violation or potential violation of 
law, whether civil, criminal or regulatory in nature, and whether 
arising by general statute or particular program statute, or by regula¬ 
tion. rule or order issued pursuant thereto, the relevant records in the 
svstem of records may be referred, as a routine use, to the appropriate 
agency, whether federal, state, local or foreign, charged with the 
respinisibility of investigating or prosecuting such violation or charged 
with enforcing or implementing the statute, or rule, regulation or order 
issued pursuant thereto. 

A record from this system of records may be disclosed as a “routine 
use" to a federal, state or local agency maintaining civil, criminal or 
other relevant enforcement information or other pertinent information, 
such as current licenses, if necessary to obtain information relevant to 
an agency decision concerning the hiring or retention of an employee, 
the issuance of a security clearance, the letting of a contract or the 
issuance of a license, grant or other benefit. 

A record from this system of records may be disclosed to a federal 
agency, in response to its request, in connection with the hiring or 
retention of an employee, the issuance of a security clearance, the 
rep<irting of an investigation of an employee, the letting of a contract, 
or the issuance of a license, grant or other benefit by the requesting 
agency, to the extent that the information is relevant and necessary to 
the requesting agency's decision in the matter. 

A record from this system of records may be disclosed to an 
authorized appeal grievance examiner, formal complaints examiner, 
equal employment opportunity investigator, arbitrator or other duly 
authorized official engaged in investigation or settlement or a griev¬ 
ance, complaint, or appeal filed by an employee. A record from this 
system of records may be disclosed to the United States Civil Service 
Commission in accordance w ith the agency's responsibility for evalua¬ 
tion and oversight of federal personnel management. 

A record from this system of records may be disclosed to officers 
and employees of a federal agency for purposes of audit. 

The information contained in this system of records will be disclosed 
to the Office of Management and Budget in connection with the 
review of private relief legislation as set forth in OMB Circular No. 
A-l*) at any stage of the legislative coordination and clearance process 
as set forth in that Circular. 

A record from this system of records may be disclosed as a routine 
use to a Member of Congress or to a Congressional staff member in 
response to an inquiry of the Congressional office made at the request 
of the individual about whom the record is maintained. 

A record from this system of records may be disclosed to officers 
and employees of the General Services Administration in connection 
with administrative services provided to this agency under agreement 
with GSA 

OTP File No. 10 
System name: Personnel Applicant Records—OTP. 

System location: 1800G Street, N.W.,Washington, D.C., 20504. 
Categories of individuals covered by the system: Individuals apply¬ 

ing for, or inquiring about, employment with OTP. 
Categories of records in the system: Contains original or copy of 

Standard Form 171, resume, evaluative remarks and any correspon¬ 
dence between the appUcant and the Division Director. 

Authority for maintenance of the system: Executive Order No. 
11.556, section II, and Reorganization Plan No. I of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Supervisory personnel 
evaluate qualifications and select candidates under consideration 
for employment. If no position is available, some applications are 
maintained for reference. Applications of successful candidates are 
removed to general personnel files. 

Routine disclosure of information contained in this system of 
records may be made to the Department of Justice in connection 
with actual or potential criminal prosecution or civil litigation, and 
in connection with requests for legal advice. Disclosure may be 
made during judicial processes. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: File cabinets. 
Relrievability: By name from folder designated "personnel.” 
Safeguards: Administratively controlled access to file cabinets 

which are locked after business hours. 
Retention and disposal: Files are maintained for approximately 

one year, then disposed of by burning. 
System manager(s) and’address: Files are maintained separately 

by division. Address inquiry to one of the following, as ap¬ 
propriate; Office of the Director; Office of the Assistant Director 
for Government Communications; Office of the Assistant Director 
for Frequency Management; Office of the Assistant Director for 
International Communications; Office of the Assistant Director for 
Executive Direction and Administration, Office of the General 
Counsel, Executive Officer. The Office of Telecommunications 
Policy, 1800 G Street, N.W., Washington, D C., 20504, (202) 395- 
5800. 

Conte.sting record procedures: Individuals seeking to determine if 
the system of records contains a record pcrUiining to themselves 
may inquire in accordance with instructions appearing at 47 CFR 
Part 204. Inquiries should be addressed to the sytem manager and 
include name and date of birth. 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire in accordance with instructions appearing at 47 
CFR Part 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: See Record access procedures. 
Record source categories: Information in this system of records 

either comes from the individual to whom it applies or is derived 
from information he supphed, except information provided by 
agency officials. 

OTP File No. 11 
System name: Travel Payment System—OTP. 

System location: 1800 G Street, N.W., Washington, D.C., 20504. 
Categories of individuals covered by the system: Personnel who 

travel on official business. 
Categories of records in the system? Travel authorizations, travel 

vouchers, and travel advance records, which contain the in¬ 
dividual’s name, residence, place and mode of travel, travel dates, 
amount of travel advance, expenses incurred, amount of advance 
outstanding. 

Authority for maintenance of the system: Executive Order No. 
11556, section 11, and Reorganization Plan No. I of 1970. 

Routine uses of records maintained in the system, including catego¬ 
ries of users and the purposes of such uses: Preparing disbursement 
schedules so that individual will be paid for travel expenses, 
recording the co^ of travel, and compiling cost and budget infor¬ 
mation. Routine msclosure of information contained in this system 
of records may be made to the Department of Justice in connection 
with actual or potential criminal prosecution or civil litigation, and 
in connection with requests for legal advice. Disclosure may be 
made during judicial processes. 

Policies and practices for storing, retrieving, accessing, retaining, 
and disposing of records in the system: 

Storage: Folder in file cabinet designated “travel.” 
Retrievability: Alphabetically by name. 
Safeguards: File cabinet is locked except when records are being 

used by authorized OTP personnel who are instructed as to their 
confidentiality and permitted use. 
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Kelenlinn and dKposal: Records on individuals vi'ho have 
separated from OI F arc destroyed by burning. 

System miinager(.s) and address: Kxecutive Officer, Office of 
lelccommunications Policy. IHOO O Street, N W., Washington, 
D C., 20S04. (202) 395-5W)0. 

Notification pnM;rdurc: Individuals seeking to determine if (he 
system of records contains a record perUiming to themselves may 
inquire in accordance with instructions appearing at 47 ('FR Fart 
204 Inquiries should be addressed to the system manager and in¬ 
clude name and date oi birth. 

I 

Record access procedures: Individuals seeking access to any 
record contained in the system of records or seeking to contest its 
content may inquire m accordance vsith instructions appearing at 47 
CFR Fart 204. Inquiries should be addressed to the system manager 
listed above. 

Contesting record procedures: .See Record access procedures. 
Record source categories: Information in this system of records 

either comes from the individual to whom it applies or is derived 
from information he supplied, except information provided by 
agency officials.0 
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Title 7—Agriculture 

SUBTITLE A—OFFICE OF THE 
SECRETARY OF AGRICULTURE 

part 1—ADMINISTRATIVE 
REGULATIONS 

Subpart G—Privacy Act Regulations 

Sec 
1.110 Purpose and scope. 
1 111 Definitions 
1 113 Procedures for requests pertaining to 

Individual records In a record sys¬ 
tem 

1 113 Times, places, and requirements for 
Identification of Individuals making 
requests. 

1 114 Disclosure of requested information 
to Individuals 

1.115 Special procedures; medical records. 
1 116 Request for correction or amendment 

to record 
1117 Agency review of request for correc¬ 

tion or amendment of record. 
1118 Appeal of Initial adverse agency 

determination on correction or 
amendment. 

1 119 Disclosure of record to person other 
than the Individual to whom It 
pertains. 

1 120 Fees 
1 121 Penalties. 
1 122 General Exemntlons [Reserved] 
1 123 Specific Exemptions. 

ArTTHoarry 5 U.S.C. 552a; Pub L 93-579. 

Subpart G—Privacy Act Regulations 

§ 1.110 Purpose and scope. 

This subpart contains the regulations 
of the U.S. Department of Agriculture 
iUSDA) implementing the Privacy Act 
of 1974 <5 U.S C. 552a >. It sets forth the 
basic responsibilities of each agency of 
USDA with regard to USDA’s compliance 
with the requirements of the Act. and 
offers guidance to members of the public 
who wish to exercise any of the rights 
established by the Act with regard to 
records maintained by an agency of 
USDA 

§ 1.111 Definitions. 

For purposes of this subpart the terms 
“individual." “maintain.” “record," “sys¬ 
tem of records," “statistical record,” and 
“routine use” shall have the meanings 
set forth in 5 U.S.C. 552a'a>. The term 
“agency" shall mean an agency of USDA. 
unless otherwise indicated. 

§ 1.112 Prorcdur*‘s for requests pertain¬ 
ing to individual records in u rec€>rd 
system. 

(a> Any individual who wishes to be 
notified if a system of records maintained 
by an agency contains any record per¬ 
taining to him. or to request access to 
such records, shall submit a written re¬ 
quest in accordance with the instruc¬ 
tions set forth in the system notice for 
that system of records. This request shall 
include: 

(1) The name of the individual mak¬ 
ing the request: 

<2) The name of the system of records 
fas set forth in the system notice to 
which the request relates»; 

f3) Any other information specified in 
the system notice; and 

14) When the request is one for access, 
a statement as to whether the requester 

desires to make a personal Inspiection of 
the records; or be supplied with copies by 
mail. 

(b> Any individual whose request 
under paragraph (a) of this section is 
denied may appeal that denial to the 
head of the agency which maintains the 
system of records to which the request 
relates. 

(c) In the event that an appeal under 
paragraph (b) of this section is denied, 
the requester may bring a civil action in 
federal district court to seek review of 
the denial. 

§ 1.113 Times, plares, and requirements 
for idenlidealion of individuals mak¬ 
ing requests. 

(a) If an individual submitting a re¬ 
quest for access under § 1.112 has asked 
that an agency authorize a personal in¬ 
spection of records pertaining to him. 
and the agency has granted that request, 
the requester shall present himself at the 
time and place specified In the agency’s 
response or arrange another, mutually 
convenient, time with the appropriate 
agency official. 

(b) Prior to inspection of the records, 
the requester shall present sufficient 
identification fe.g.. driver’s license, em¬ 
ployee identification card, social security 
card, credit cards) to establish that he is 
the individual to whom the records per¬ 
tain. If the requester is unable to pro¬ 
vide such identification, he shall com¬ 
plete and sign in the presence of an 
agency official a signed statement assert¬ 
ing his identity and stipulating that he 
understands that .knowingly or willfully 
seeking or obtaining access to records 
about another individual under false pre¬ 
tenses is a misdemeanor punishable by 
fine up to $5,000. No identification shall 
be required, however, when the records 
are ones whose disclosure is required by 
5 U.S.C. 552. 

<c) Any individual who has requested 
access to records about him via personal 
inspection, and who wishes to have an¬ 
other person or persons accompany him 
during this inspection, shall submit a 
written statement authorizing disclosure 
of the record in their presence. 

f d) Any individual having made a per¬ 
sonal inspection of records pertaining to 
him may request the agency to provide 
him copies of those records or any por¬ 
tion thereof. Each agency shall grant 
such requests but may charge fees in 
accordance with § 1.120. 

<e> If an individual submitting a re¬ 
quest for access under § 1.112 w'Lshes to 
be supplied with copies of the records by 
mail, he shall include with his request 
sufficient data for the agency to verify 
his identity. If the sensitivity of the rec¬ 
ords warrant it, however, the agency to 
which the request is directed may re¬ 
quire the requester to submit a signed, 
notarized statement indicating that he 
is the individual to whom the records 
pertain and stipulating he understands 
that knowingly or willfully seeking or ob¬ 
taining access to records about another 
individual under fal.se pretenses is a mis¬ 
demeanor punishable by fine up to $5,000. 
No identification shall be required, how¬ 

ever, when the records are ones whose 
disclosure Is required by 5 U.S.C. 552 
If the agency to which this request is di¬ 
rected determines to grant the requested 
access, it may charge fees in accordance 
with S 1.120 before making the necessary 
copies. 

§ 1.114 Disclosurp of rcqurslrd infor¬ 
mation to individuals. 

(a) Any agency which receives a re¬ 
quest or appeal under § 1.112 .should 
acknowledge the request or ap[>eal with¬ 
in 10 days of its receipt 'excluding Satur¬ 
days, Sundays, and legal public holi¬ 
days*. Wherever practicable, the ac¬ 
knowledgment should indicate whether 
or not access will be granted and. if .so, 
when and where. When access is to be 
granted, the agency should provide the 
access within 30 days of receipt of the 
request or appeal (excluding Saturdays, 
Sundays and legal public holidays' un¬ 
less. for good cause shown, it is unable 
to do so. If the agency is unable to meet 
this deadline, it shall inform the re¬ 
quester of this fact, the rea.sons for its 
inability to do .so, and an estimate of the 
date on which access will be granted 

(b> Nothing in 5 U.S.C. 552a or this 
subpart shall be interpreted to require 
that an individual making a request 
under § 1.12 be granted access to the 
physical record itself. ’The form in which 
a record is kept (e.g., on magnetic tape*, 
or the content of the record (e.g., a rec¬ 
ord indexed under the name of the re¬ 
quester may contain records which are 
not about the requester) may require 
that the record be edited or translated in 
.some manner. Neither of these proce¬ 
dures may be utilized, however, to with¬ 
hold information in a record about the 
requester. 

(c No agency shall deny any request 
under 5 1 112 for information concern¬ 
ing the existence of records about 'the 
requester in any system of records it 
maintains, or deny any request for ac¬ 
cess to records about the requester in 
any system of records it maintains, un¬ 
less that system is exempted from the 
requirements of 5 U.S.C. 552a(d) in 
§ 1 123. 

(d> If an agency receives a request 
pursuant to § 1.112'a) for access to rec¬ 
ords in a system of records it maintains 
which is so exempted, the system man¬ 
ager shall determine if the exemption 
is to be asserted. If he determines to 
deny the reouest. he .shall inform the 
requester of that determination, the rea¬ 
son for the determination, and the title 
and address of the agenev head to whom 
the denial can be appealed. 

(e) If the head of an agency deter¬ 
mines that an appeal pursuant to 
s l.ll2(b» is to be denied, he .shall inform 
the reouester of that determination, the 
rea.son therefor, and his right under 5 
U.S.C. 552a(g) to seek judicial review 
of the denial in federal district court. 

if) Nothing in 5 U.S.C. 552a or this 
subpart shall allow an individual access 
to any information complied in rea.son- 
able anticipation of a civil action or 
proceeding. 
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t 1.115 Special |»roc«liir«’*> mrdiral 

rei'ords. 

In the event an agency rereive.s a re¬ 
quest pursuant to § 1 112 for access to 
medical records (including psychological 
records) whose disclosure it determines 
would be harmful to the individual to 
whom they relate, it may refu.se to dis¬ 
close tlie records dii-ectly to the requester 
but .shall tran.smit them to a doctor des¬ 
ignated by that individual 

§ 1.116 KcqiicM f€»r rorrrrlion or 

anirndmonl to record. 

(a> Any individual who wishes to re¬ 
quest correction or amendment of any 
record pertaining to him contained in a 
system of records maintained by an 
agency shall submit that request in writ¬ 
ing in accordance with the instructions 
set forth in the system notice for that 
system of records. This request shall in¬ 
clude: 

(1) The name of the individual mak¬ 
ing the request; 

(2) Tlie name of the system of records 
(as set forth in the system notice to 
which the request relates*; 

(3) A description of the nature te.g.. 
modification, addition or deletion) and 
.substance of the correction or amend¬ 
ment requested: and 

(4) Any other information specified 
in the system notice. 

(b) Any individual submitting a re¬ 
quest pursuant to paragraph la* of this 
section shall include sufficient informa¬ 
tion in support of that request to allow 
the agency to which it is addressed to 
apply the standards set forth in 5 U.S.C. 
552(e) (1) and (5*. 

(c) Any individual whose request 
under paragraph (a) of this section is 
denied may appeal that denial to the 
head of the agency which maintains the 
system of records to which the request 
relates. 

(d) In the event that an appeal under 
paragraph (c) of this section is denied, 
the requester may bring a civil action in 
federal district court to seek review of 
the denial. 

§ 1.117 Agency review of request for cor¬ 

rection or amendment of record. 

(a) Any agency which receives a re¬ 
quest for amendment or correction under 
§ 1.116 shall acknowledge that request 
within 10 days of its receipt 'excluding 
Saturdays. Sundays and legal public 
holidays). It shall also promptly, either: 

(1) Make any correction, • deletion or 
addition with regard to any portion of a 
record which the requester believes is not 
accurate, relevant, timely or complete; or 

(2> Inform the requester of its refusal 
to amend the record in accordance with 
his request, the rea.son for the refusal, 
the procedures whereby he can appeal 
the fefusal to the head of the agency: 
and the title and business address of that 
official. If the agency informs the re¬ 
quester of its determination within the 
10-day deadline, a separate acknowl¬ 
edgment is not required. 

(b) If an agency Ls unable to comply 
with either paragraphs (at (D or '2) of 
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this section within 30 days of its re¬ 
ceipt of a request for correction or 
amendment, 'excluding Saturdays. Sun¬ 
days and legal public holidays'. it should 
inform the requester of that fict, the 
reasons therefor, and the approximate 
date on which a defermination w’ill be 
reached. 

>c» In conducting its review of a re¬ 
quest for correction or amendment, each 
agency shall be guided by the require¬ 
ments of 5 use 552a'e '!• and '5'. 

'’d' If an agency determines to grant 
all or any portion of a request for cor¬ 
rection or amendment, it shall 

' 1 • Advise the individual of that de¬ 
termination; 

'2' Make the requested correction or 
amendment; and 

• 3 • Inform any person or agency out¬ 
side USDA to whom the reebrd has been 
disclosed, and where an accounting of 
that disclosure is maintained in accord¬ 
ance with 5 U.S.C. 5a2a(C', of the oc¬ 
currence and substance of the correc¬ 
tion or amendments. 

• e' If an agency determines not to 
grant all or any portion of a request for 
correction or amendment, it shall: 

' 1) Comply with paragraph < d) of this 
section with regard to any correction or 
amendment which is made: 

(2) Advise the requester of its deter¬ 
mination and the reasons therefor; 

(3> Inform the requester that he may 
apiieal this determination to the head of 
the agency which maintains the system 
of records: and 

(4) Describe the procedures for mak¬ 
ing such an appeal, including the title 
and business address of the official to 
whom the appeal is to be addressed. 

(f) In the event that an agency re¬ 
ceives a notice of correction or amend¬ 
ment to information in a record con¬ 
tained in a system of records which it 
maintains, it shall comply with para¬ 
graphs (d) (2) and (3) of this section 
in the same manner as if it had made 
the correction or amendment itself. 

§ 1.118 .Appeal of initial adverse agency 

determination on correction or 

amendment. 

(a) Any individual whose request for 
correction or amendment under § 1.116 is 
denied, and who wishes to appeal that 
denial, shall address such appeal to the 
head of the agency which maintains the 
system of records to which the request 
relates, in accordance with the proce¬ 
dures set forth in the agency’s initial 
denial of the request. 

(b* The head of each agency shall 
make a final determination with regard 
to an appeal submitted under paragraph 
<a) of this section not later than 30 days 
(excluding Saturdays. Sundays, and legal 
public holidays' from the date on which 
the individual requests a review, unless, 
for a good cause shown, the head of the 
agency extends this 30-day period and so 
notifies the requester, together with an 
estimate of the date on which a final de¬ 
termination will be made. Such extension 
should be utilized only in exceptional cir¬ 
cumstances and should not normally ex¬ 
ceed 30 days. The delegation of authority 
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-set forth in this paragraph may not be 
redelegated. 

‘c* In conducting his review of an 
appeal .submitted under paragraph (a) 
of this section, the head of an agency 
shall be guided by the requirements of 
5 U.S.C. 552a(e) and »1) and (5). 

< d • If the head of an agency deter¬ 
mines to grant all or any portion of an 
appeal submitted under paragraph <a) of 
this section, he .shall inform the requester 
and the agency shall comply with the 
procedures set forth ms 1.117 id)<2) and 
dM3). 

'e.' If the head of an agency deter¬ 
mines in accordance with paragraph <c' 
of this section not to grant all or any 
portion of an appeal submitted under 
paragraph (a) of this section, he shall 
inform the requester: 

(1) Of this determination and the rea¬ 
sons therefor: 

(2) Of the requester’s right to file a 
concise statement of his reasons for dis¬ 
agreeing with the agency’s decision; 

(3) Of the procedures for filing such 
a statement of disagreement; 

(4) That such statements of disagree¬ 
ments will be made available to anyone 
to whom the record is subsequently dis¬ 
closed, together with (if the agency 
deems it appropriate) a brief statement 
by the agency summarizing its reasons 
for refusing to amend the record: 

(5) 'That prior recipients of the dis¬ 
puted record will be provided with a copy 
of the statement of disagreement, to¬ 
gether with (if the agency deems it ap¬ 
propriate) a brief statement of the 
agency’s reasons for refusing to amend 
the record, to the extent that an account¬ 
ing of disclosures is maintained under 5 
U.S.C. 552a(c); and 

(6) Of the requester’s right to 'eek 
judicial review of the agency’s deter¬ 
mination in accordance with 5 U S.C. 
552a(g). The agency shall insure that 
any statements of disagreement sub¬ 
mitted by a requester are handled in 
accordance with paragraphs (e) (4) and 
(5) of this section. 

§ 1.119 Disclosure of record to person 

other than the individual to whom it 

pertains. 

No agency shall disclose any record 
which is contained in a system of records 
it maintains, by any means of communi¬ 
cation to any person, or to another 
agency outside USDA, except pursuant 
to a written request by. or with the prior 
written consent of, the individual to 
whom the record pertains, unless the 
disclosure is authorized by one or more 
provisions of 5 U.S.C. 552a(b). 

§ 1.120 Fees. 

Any agency which provides copies of 
records pursuant to a request under this 
subpart may charge fees for the direct 
costs of producing such copies in accord¬ 
ance with Appendix A to Subpart A of 
this Part. No agency, however, shall 
charge any fee for searches necessary 
to locate records. Nor shall an agency 
charge any fees for copies or searches, 
when the requester sought to make a per¬ 
sonal inspection but was provided copies 
instead at the discretion of the agency 
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§1.121 Penallir*«. 

The criminal penalties which have 
been established for violations of the 
Privacy Act of 1974 are set forth in 5 
use 552a<i>. These penalties are ap¬ 
plicable to any officer or employee of an 
agency who commits any of the enu¬ 
merated acts. These penalties also apply 
to contractors and employees of such 
contractors who enter into contracts 
with an agency of USDA on or after Sep¬ 
tember 27. 1975. and who are considered 
to be employees of the agency within the 
meaning of 5 U S C 552a'm*. 

§1.122 lienrral exfiiiptions. 1 Ho- 
oCCM'd I 

§ 1.123 >[>ori(ir ovrniplions. 

Pursuant to 5 U S C 552a'k', the sys¬ 
tems of records • or portions thereof • 
maintained by agencies of USDA identi¬ 
fied below are exempted from the pro¬ 
visions of 5 use. 552a 'C'S', «d'. 
<e*<l',<e>'4t and 'I'. and 'f». 
The reasons for exempting each system 
are set out in the notice for that system 
published in the Federal Register. 

Agricultural. Stabilization and 

Conservation Service 

EEO Complaints and Discrimination In¬ 
vestigation Reports. USDA ASCS- 14. 

Investigation and Audit Reports, USDA ' 
ASCS 20 

Producer Appeals, USDA ASCS-23. 

Animal and Plant Health Inspection 

Service 

Meat and Poultry Inspection Program— 
Slaughter. Processing and* Allied Industrial 
Compliance Records System, USDA APHIS- 
1. 

Plant Protection and Quarantine Pro¬ 
grams Regulatory ViolatloiLs, USDA 
APHIS-2 

Veterinary Services Programs—Records of 
Accredited Veterinarians, USDA APHIS-3 

Veterinary Services Programs — Animal 
Quarantine Regulatory Actions. USDA 
APHIS-4. i 

Veterinary Services Programs — Animal 
Welfare and Horse Protection Regulatory 
Actions. USDA APHIS-5 

Farmers Home Administration 

Credit Report File, USDA FmHA-3. 

Food and Nutrition Service 

Civil Rights Complaints and investiga¬ 
tions. USDA FNS-1 

Claims Against Food Stamp Recipients, 
USDA FNS-3. 

Investigations of Fraud, Theft, or Other 
Unlawful Activities of Individuals Involving 
Food Stamps. USDA FNS-5. 

Forest Service 

Law Enforcement Investigation Records. 
USDA FS-33. 

Office of the General Counsel 

ANIMAL AND PLANT HEALTH INSPECTION 

DIVISION 

Cases by the Department under the Fed¬ 
eral Meat Inspection Act. the Poultry Prod¬ 
ucts Inspection Act. and the voluntary in¬ 
spection and certification provisions of the 
Agricultural Marketing Act of 1946, USDA 
OGC-8. 

Cases by the Department under the Horse 
Protection Act of 1970, USDA'OGC-9 

Cases by the Department under the Hu¬ 
mane Methods of Livestock Slaughter law 
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tie., the Act of August 27, 19581, USDA 
OC.C 10 

Cases by the Department under the Lab¬ 
oratory Animal Welfare Act, USDA OGC II 

Cases by the Department under the 28 
Hour Law as amended. USDA OCIC 12 

Cases by the Department under the vari¬ 
ous Animal QuaranUne and related laws, 
USDA CXtC 13 

Cases by the Department under the vari¬ 
ous Plant Protection and Quarantine and 
related laws. USD.4 OOC 14 

COMMUNITY DEVELOPMENT DIVISION 

Community Development Division Litiga¬ 
tion. USDA OOC 15 

Farmers Home Administration iFmHAi 
General Case Files, USDA OGC 16 

FOOD AND NUTRITION DIVISION 

Claims by and against USDA Under the 
Food Assistance Legislation, USDA OGC 17 

Perishable Agricultural Commodities, 
USDA OGC 18 

FOREIGN agriculture AND COMMODITY 

STABILIZATION DIVISION 

Agricultural Stabilization and Conserva¬ 
tion 5?ervlce lASCSt, Foreign Agricultural 
Service (FASi. and Commodity Credit Cor¬ 
poration Cases. USDA OGC 19 

Federal Corp Insurance Corporation 
(FCICi Cases. USDA OGC-20. 

MARKETING DIVISION 

.Administrative proceedings brought by the 
Department pursuant to the Plant Variety 
Protection Act, the Federal Seed Act, or the 
Agricultural Marketing Act of 1946, USDA 
OGC-22 

Cases brought by the Government pursu¬ 
ant to the Cotton Futures provisions of the 
Internal Revenue Code of 1954, USD.4 OGC- 
26 

Court cases brought by the Government 
pursuant to either the Agricultural Market¬ 
ing Act of 1946 or the Tobacco Inspection 
Act, USDA OGC-28 

Court ca.ses brought by the Government 
pursuant to either the Agricultural Market¬ 
ing Agreement Act of 1937, as amended, or 
the Anti-Hog-Cholera Serum and Hog Chol¬ 
era Virus Act. USDA OGC -29 

Court cases brought by the Government 
pursuant to either the Cotton Research and 
Promotion Act, Potato Research and Promo¬ 
tion Act or the Egg Research and Consumer 
Information Act, USDA OGC-30 

Court cases brought by the Government 
pursuant to either the Cotton Statistics and 
Estimates Act of 1927 or the United States 
Cotton Standards Act, USDA OGC -31. 

Court cases brought by the Government 
pursuant to either the Exp>ort Apple and Pear 
Act of the Export Grape and Plum Act. 
USDA OGC 32 

Court cases brought by the Government 
pursuant to either the Naval Stores Act. the 
Honeybee Act, the Vlrus-Serum-Toxln Act or 
the Tobacco Seed and Plant Exportation Act. 
USDA OGC-33 

Court ca.ses brought by the Government 
pursuant to either the Peanut Statistics Act 
or the Tobacco Statistics Act, USDA OGC 
34 

Court cases brought by the Government 
pursuant to either the Plant V'arlety Protec¬ 
tion Act or the Egg Products Inspection Act. 
USDA OGC 35. 

Court ca.ses brought by the Government 
pursuant to either the Produce Agency Act. 
or the Proceas of Renovated Butter Provi¬ 
sions of the Internal Revenue Code of 1954, 
USDA OGC-36 

Court cases brought bv the Gtovemment 
pursuant to either the United States Grain 
Standards Act or the Federal Seed Act, 
USDA, OGC-37. 
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Court cases brought by the Government 
pursuant to the Agricultural Fair Practices 
Act, USDA OGC 38. 

\ 

PACKERS AND STOCKYARDS DIVISION 

Packers and Stockyards Act, Administra¬ 
tive Ca.ses. USDA OGC 67 

Packers and Stockyards Act, Civil and 
Criminal Cases, USDA OGC 68. 

RESEARCH AND OPERATIONS DIVISION 

Personnel Irregularities. USDA OGC 73 

Office of Investigation 

Intelligence Records. USDA OI 2. 
Investigative Files and Subject Title 

Index. USDA OI -3. 

Office of the Secretary 

Non-Career Applicant File, USDA SEC 1. 

Appendix A—Internal Directives 

Section 1 General Requirements. Each 
agency that maintains a system of records 
subject to 5 U.S.C. 552a and the regulations 
of this Subpart shall: 

(ai Maintain in its records only such in¬ 
formation about an individual as is rele¬ 
vant and nece.ssary to accomplish a purptise 
of the agency required to be accomplished 
by statute or by executive order of the Presi¬ 
dent; 

(bi Collect information to the greatest ex¬ 
tent practicable directly from the subject in¬ 
dividual when the Information may result in 
adverse determinations about an individual’s 
rights, benefits, and privileges under Federal 
programs; 

ic) Inform each individual whom it asks 
to supply information, on the form which it 
u.ses to collect the information, or on a sepa¬ 
rate form that can be retained by the indi¬ 
vidual : 

(1) The authority (whether granted by 
statute, or by executive order of the Presi¬ 
dent t which authorizes the solicitation of 
the information and whether disclosure of 
such information is mandatory or voluntary; 

(2) The principal purpose or purposes for 
which the information is Intended to be 
used; 

(3» The routine uses which may be made 
of the information, as published pursuant 
to paragraph (d)(4) of this section; and 

(4) The effects on him. if any, of not pro¬ 
viding all or any part of the requested in¬ 
formation ; 

(d) Subject to the provisions of section 2 
of this Appendix, prepare for publication in 
the Federal Register at least annually a 
notice of the existence and character of each 
system it maintains, which notice shall in¬ 
clude: 

(1) The name and location (s) of the sys¬ 
tem: 

(2) The categories of individuals on whom 
records are maintained in the system; 

(3) The categories of records maintained 
in the system: 

(4) Eiach routine use of the records con¬ 
tained in the system, including the cate¬ 
gories of uses and the purpose of such use; 

(5) The policies and practices of the 
agency regarding storage, retrlevablllty. ac¬ 
cess controls, retention, and disposal of the 
records; 

(61 The title and business address of the 
agency official who is responsible for the 
system, of records; 

(7) The agency procedures whereby an in¬ 
dividual can be notified at his request if the 
system of records contains a record pertain¬ 
ing to him; 

(8) The agency procedures whereby an in¬ 
dividual can be notified at his request how 
he can gain access to any record pertaining 
to him contained in the system of records, 
and how he can contest its content; and 
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(9) The categories of sources of records In 
tho system: 

(e) Maintain all records which are used 
by the agency m making any determination 
about any individual with such accuracy, 
relevance, timeliness, and completeness as Is 
reasonably nece<.sary to assure fairness to 
the Individual In the determination; 

(f) Prior to disseminating any record 
about an Individual to any person other than 
an agency, unless the dissemination Is made 
pursuant to 5 U.S.C. 552a(b)(2) make rea¬ 
sonable efforts to assure that such records 
are accurate, complete, timely, and relevant 
for agency purposes; 

(g) Maintain no record describing how any 
individual exercises rights guaranteed by the 
First Amendment unless expressly author- 
i/.ed by statute or by the Individual about 
whom the record Is maintained, or unless 
pertinent to and within the scope of an au¬ 
thorized law enforcement activity; 

(h) Make reasonable efforts to-serve notice 
on an Individual when any record on such 
Individual Is made available to any person 
under compulsory legal process when such 
process becomes a matter of public record; 

(1) Establish rules of conduct for persons 
Involved In the design, development, opera¬ 
tion, or maintenance of any system of rec¬ 
ords. or In maintaining any record, and In¬ 
struct each such person with respect to such 
rules and the requirements of this section. 
Including any other rtiles and procedures 
adopted pursuant to this section and the 
penalties for noncompliance; 

(j) Establish appropriate administrative, 
technical, and physical safeguards to Insure 
the security and confidentiality of records 
and to protect against any anticipated 
threats or hazards to their security or Integ¬ 
rity which could result In substantial harm, 
embarrassment. Inconvenience, or unfairness 
to any Individual on whom Information is 
maintained. 

Skc. 2 Amendment of routine uses for an 
existing system of records, or establishment 
of a new system of records. 

(a) Any agency which Intends to add a 
routine use. or amend an existing one. In a 
system of records It maintains, shall, in ac¬ 
cordance with 5 U.S.C. 552a(e)(ll). Insure 
that 30 days advance notice of such action Is 
given by publication In the Federal Register 
and an opportunity provided for intere.sted 
persons to submit written data, views or 
arguments to the agency. 

(b) Any agency which Intends to estab¬ 
lish a new system of records, or to alter any 
existing system of records, shall Insure that 
adequate advance notice Is provided to Con¬ 
gress and the Office of Management and 
Budget to permit an evaluation of the prob¬ 
able or potential effect of such action on the 
privacy and other personal or property rights 
of individuals or the disclosure of Informa¬ 
tion relating to such Individuals, and Its 
effect on the preservation of the constitu¬ 

tional principles of federalism and separation 
of powers. Such notice Is required for any 
new system of records and for any alteration 
In an existing one which will; 

(1) Increase the number of types of In¬ 
dividuals oti whom records are maintained; 

(2) Expand the type or amount of Infor¬ 
mation maintained; 

(3) Increase the number or categories of 
agencies or other persons who may have ac¬ 
cess to those records; 

(4) Alter the manner In which the records 
are organized so as to change the nature or 
scope of those records (e.g., the combining 
of two or more existing systems); 

(5) Modify the way the system operates at 
Its location(s) In such a manner as to alter 
the procedures which Individuals can ex- 
ercl.se their rights under this Subpart; or 

(6) Change the equipment configuration 
on which the system Is operated so as to 
create the potential for greater access (e.g., 
adding a telecommunications capability). 

Sec. 3. Accounting of Certain Disclosures. 
Each agency, with respect to each system of 
records under Its control, shall: 

(a) Except for disclosures made under 5 
us e. 552a(b) (1) and (2), keep an accurate 
account of; 

(1) The date, nature, and purpose of each 
disclosure of a record to any person or agency 
outside the Department; and 

(2) The name and address of the person or 
agency to whom the dlsclasure Is made; 

(b) Retain the accounting made under 
paragraph (a) of this section for the longer 
of a period of five years, after the date of the 
dl-sclcsure for which the accounting Is made, 
or the life of the record disclosed: 

(c) Except for disclosures made under 5 
use. 552a(b)(7). make the accounting 
above available to the Individual named in 
the record at his request. 

Sec. 4. Government Contracts. When an 
agency within the Department provides by a 
contract for the operation by or on behalf 
of the agency of a system of records to ac¬ 
complish an agency function, the agency 
shall, consistent with Its authority, cause the 
requirements of this subpart to.be apolied 
to such system. For purposes of 5 U.S.C. 
5.52(a)(1) any such contractor or any em¬ 
ployee of such contractor. If such contract Is 
agreed to on or after September 27, 1975, 
shall be considered to be a employee of an 
agency and therefore subject to the criminal 
penalties set forth In that section. 

Sec. 5. Mailing Lists. No agency within the 
Department shall sell or rent any Individual’s 
name and address unless such action Is 
specifically authorized by law. This section 
shall not be construed to require, or to au¬ 
thorize, the withholding of names and ad- 
dres.ses whose disclosure Is required by 5 
u s e. 552. 

Sec. 6. Social security account numbers, (a) 
No agency shall deny, or permit any State or 
local government with whom It is involved 

In a cooperative venture to deny, to any In¬ 
dividual any right, benefit, or privilege pro¬ 
vided by law because of such Individual’s re¬ 
fusal to disclose his social security account 
number. 

(b) The provisions of paragraph (a) of 
this .Section shall not apply with respect to; 

(1) Any disclosure required by Federal 
statute; or 

(2) Any disclosure to any agency relating 
to a system of records It maintained prior to 
January 1. 1975. If such dlsclo.sure was re¬ 
quired under statute or regulation adopted 
prior to that date, to verify the Identity of an 
Individual. 

(c) Any agency In the Department which 
requests an individual to disclose his social 
security account number shall Inform that 
Individual whether the disclosure Is 
mandatory or voluntary, by what statutory 
or other authority the number Is solicited, 
and what uses will be made of It. 'The agency 
shall also Insure that this Information Is 
provided by a State or local government with 
whom It Is involved In a cooperative 
agreement. 

Sec. 7. Annual report. Each agency in the 
Department shall submit to the Office of the 
General Counsel prior to March 30 of each 
year (beginning March 30. 1976) a rep>ort 
containing the following information re¬ 
lated to Implementation of 5 U.S.C. 552a: 

(a) A summary of major accomplishments; 
(b) A summary of major plans for activi¬ 

ties In the upcoming year; 

(c) A list of the systems which were ex¬ 
empted during the year from any of the 
operative provisions of this Subpart pursuant 
to 5 use. 552a (j) and (k), whether or not 
the exemption was effected during that year, 
the number of Instances with respect to each 
system exempted In which the exemption 
was Invoked to deny access, and the reasons 
for Invoking the exemption; 

(d) A brief summary of changes to the 
total Inventory of personal data system sub¬ 
ject to this Subpart Including reasons for 
major changes; and 

(e) A general description of operational ex¬ 
periences Including estimates of the number 
of individuals (in relation to the total num¬ 
ber of records in the system): 

(1) Requesting information on the exist¬ 
ence of records pertaining to them; 

(2) Refusing to provide information; 
(3) Requesting acce.ss to their records; 
(4) Appealing Initial refusals to amend 

records; and 
(5) Seeking redress through the courts. 
Sec. 8 Effect of 5 U.S.C. 552. No agency In 

the Department shall rely on any exemotion 
In 5 U.S.C. 562 to withhold from an Individ¬ 
ual any record which Is otherwise accessible 
to such individual under the provisions of 
5 U.S.C. 552a and this Subpart. 

(5 u s e. 301,552a). 
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THI* 8—Ali«nt and Nafionolity 

CHAPTER I—IMMIGRATION AND 

NATURALIZATION SERVICE, DE¬ 

PARTMENT OF JUSTICE 

PART 103—POWERS AND DUTIES OF 

SERVICE OFFICERS; AVAILABILITY 

OF SERVICE RECORDS 

• • • • • 

Sec. 
103.20 Purpose and scope. 
103.21 Access by individuals to records 

maintained about them. 
103.22 Records exempt in whole or in part. 
103.23 Special access procedures. 
103.24 Requests for accounting of record 

disclosure. 
103.25 Notrice of access decisions: time 

limits. 
103.26 Fees for copies of records. 
103.27 Appeals from denials of access. 
103.28 Requests for correction of records. 
103.29 Records not subject to correction. 
103.30 Accounting for disclosures. 
103.31 Notices of subpoenas and emergen¬ 

cy disclosures. 
103.32 Information forms. 
103.33 Contracting record systems. 
103.34 Security of records systems. 
103.35 Use and collection of Social Security 

numbers. 
103.36 Employee standards of conduct with 

regard to privacy. 

Authority: The provisions of this Part 
lot Issued under sec. 501, 65 Stat. 290, sec. 
10». 66 SUt. 173: 31 U.S.C. 483a. 8 U.S.C. 
1103. Interpret or apply secs. 281, 332, 343, 
344, 405, 66 Stat. 230, 252, 263, 264, 280: 8 
U.S.C. 1351, 1443, 1454, 1455, 1101 and note: 
7 U.S.C. 2243. 

§ 103.20 Purpose and scope. 

(a) Sections 103.20 through 103.36 
comprise the regulations of the Ser¬ 
vice implementing the Privacy Act of 
1974, P.L. 93-597. The regulations 
apply to all records contained in sys¬ 
tems of records maintained by the Ser¬ 
vice which are identifiable by individ¬ 
ual name or identifier and which are 
retrieved by individual name or identi¬ 
fier, except those personnel records 
governed by Civil Service Commission 
regulations. The regulations set forth 
the procedures by which individuals 
may seek access to records pertaining 
to themselves and request correction 
of those records. The regulations also 
set forth the requirements applicable 
to Service employees maintaining, col¬ 
lecting, using or disseminating such re¬ 
cords. 

FEDERAL 

(b) The Associate Commissioner. 
Management, shall provide that the 
provisions of §$ 103.20 through 103.36 
of this chapter and 28 CFR 16.40 
through 16.56, and any revisions 
thereof, shsdl be brought to the atten¬ 
tion of and made available to: 

(1) Ecu;h employee at the time of is¬ 
suance of the aforesaid regulations 
and any sunendment thereto: and 

(2) Each new employee at the time 
of employment. 

(c) The Associate Commissioner, 
Management, shsdl be responsible for 
insuring that employees of the Service 
are trained in the obligations imposed 
by the Privacy Act of 1974 and by 
these regulations. 

§ 103.21 Access by individuals to records 
maintained about them. 

(a) Access to available records. An 
individual seeking sux;ess to records 
about himself in a system of records, 
which have not been exempted from 
access pursuant to the Privswiy Act of 
1974, shsdl present his request in 
person or in writing to the msinsiger of 
the psLTticulsir system of records to 
which he seeks su:cess. Systems msinag- 
ers are identified in the “Notice of 
Systems of Records” published by the 
National Archives and Records Ser¬ 
vice, Genersd Services Administration. 
Access to records in multiple systems 
of records shall be addressed to the 
Office of the Associate Commissioner, 
Management, which shsdl assist the 
requester in identifying his request 
more precisely and shall be responsi¬ 
ble for forwarding the request to the 
appropriate system msmagers. The use 
of Form G-657, Privsu:y Act Informa¬ 
tion Request, is recommended for 
rapid identification and to insure ex¬ 
peditious hsmdling. 

(b) Verification of identity. The fol¬ 
lowing stsmdards are applicable to smy 
individual who requests records con¬ 
cerning himself, imless other provi¬ 
sions for identity verification are 
specified in the published notice per¬ 
taining to the psuticular system of re¬ 
cords. 

(1) An individual seeking access to 
records about himself in person shall 
establish his identity by the presenta¬ 
tion of a single document bearing a 
photograph (such as a passport, alien 
registration receipt card or identifica¬ 
tion badge) or by the presentation of 
two items of identification which do 
not bear a photograph but do bear 
both a name and address (such as a 
driver’s license, or credit card). 

(2) An individual seeking access to 
records about himself by mail shall es¬ 
tablish his identity by a signature, sid- 
dress, date of birth. plsu:e of birth, 
alien or employee identification 
number, if any, and one other identifi¬ 
er such as a photocopy of an identify¬ 
ing document. 

(3) An individual seeking access to 
records about himself by mail or in 
person who csuinot provide the neces¬ 
sary documentation of identification 
may provide a notarized statement 
swearing or affirming to his identity 
and to the fact that he understsmds 
the penalties for false statements pur¬ 
suant to 18 U.S.C. 1001. Form G-652. 
“Affidavit of Identity,” may be ob¬ 
tained on request from the office of 
the system manager of a system of re¬ 
cords at a system location listed in the 
“Notice of Systems of Records” pub¬ 
lished in the Fede3Lal Register. 

(c) Verification of guardianship. 
The parent or guardian of a child or of 
a person Judicisdly determined to be 
Incompetent and seeking to act on 
behalf of such child or incompetent, 
shall, in addition to establishing his 
own identity, establish the identity of 
the child or other person he repre¬ 
sents ELS required in paragraph (b) of 
this section, and establish his own par- 
entEige of guardianship of the subject 
of the record by furnishing either a 
copy of a birth certificate showing 
parentage or a court order establish¬ 
ing the guardianship. 

(d) Accompanying persons. An indi- 
vidusd seeking to review records per¬ 
taining to himself may be accompa¬ 
nied by another individual of his own 
choosing. Both the individual seeking 
access and the individual tuxompany- 
ing him shall be required to sign the 
required form indicating that the Ser¬ 
vice is authorized to discuss the con¬ 
tents of the subject record in the pres¬ 
ence of both individuals. 

(e) Specification of records sought 
Requests for access to records, either 
in person or by mail, shall describe the 
nature of the records sought, the ap¬ 
proximate dates covered by the record, 
the system in which it is thought to be 
included as described in the “Notice of 
Systems of Records” published in the 
Federal Register, and the identity of 
the individual or office of the Service 
having custody of the system of re¬ 
cords. In addition, the published 
“Notice of Systems of Records” for in¬ 
dividual systems may include further 
requirements of specification, where 
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necessary, to retrieve the individual 
record from the system. 

S 103.22 Records exempt in whole or in 
part. 

(a) When an individual requests re¬ 
cords about himself which have been 
exempted from individual access pur¬ 
suant to 5 U.S.C. 552a(j) or (k)(3) or 
(k)(4) or which have been compiled in 
reasonable anticipation of a civil 
action or proceeding either in a court 
or before an administrative tribunal, 
the Service will neither confirm nor 
deny the existence of the record but 
shall advise the individual only that 
there is no record which is available to 
him pursuant to the Privacy Act of 
1974. 

(b) Individual requests for access to 
records which have been exempted 
from access pursuant to 5 U.S.C. 
S52a(k) shall be processed as follows: 

(1) Requests for information classi¬ 
fied by the Service pursuant to Execu¬ 
tive Order 11652 require the Service to 
review the information to determine 
whether it continues to warrant classi¬ 
fication under the criteria of sections 1 
and 5(B), (C), (D). and (E) of the Ex¬ 
ecutive Order. Information which no 
longer warrants classification under 
these criteria shall be declassified and 
made available to the individual, if not 
otherwise exempt. If the information 
continues to warrant classification, the 
individual shall be advised that the in¬ 
formation sought Is classified; that it 
has been reviewed and continues to 
warrant classification; and that it has 
been exempted from access pursuant 
to 5 U.S.C. 552a(k>(l). Information 
which has been exempted pursuant to 
5 U.S.C. 552a(j) and which is also clas¬ 
sified shall be reviewed as required by 
this paragraph but the response to the 
individual shall be in the form pre¬ 
scribed by paragraph (a) of this sec¬ 
tion. 

(2) Requests for information which 
has been exempted from disclosure 
pursuant to 5 U.S.C. 552a(k)(2) shall 
be responded to in the manner pro¬ 
vided in paragraph (a) of this section 
unless a review of the information in¬ 
dicates that the information has been 
used or is being used to deny the indi¬ 
vidual any right, privilege or benefit 
for which he is eli^ble or to which he 
would otherwise be entitled under 
Federal law. In that event, the individ¬ 
ual shall be advised of the existence of 
the record and shall be provided the 
information except’ to the extent it 
would identify a confidential source. If 
and only if information identifying a 
confidential source can be deleted or 
the pertinent parts of the record sum¬ 
marized in a manner which protects 
the identity of the confidential source, 
the document with deletions made or 
the summary shall be furnished to the 
requester. 

(3) Information compiled as part of 
an employee background investigation 

which has been exempted pursuant to 
5 U.S.C. 552a(k)(5) shall be made 
available to an individual upon request 
except to the extent that it identifies 
a confidential source. If and only if in¬ 
formation identifying a confidential 
source can be deleted or the pertinent 
parts of the record summarized in a 
manner which protects the identity of 
the confidential source, the document 
with deletions made or the -summary 
shall be furnished to the requester. 

(4) Testing or examination material 
which has been exempted pursuant to 
5 U.S.C. 552a(k)(6) shall not be made 
available to an individual if disclosure 
would compromise the objectivity or 
fairness of the testing or examination 
process but shall be made available if 
no such compromise possibility exists. 

(5) The Service records which are 
exempted and the reasons for the ex¬ 
emptions are enumerated in 28 CFR 
16.99. 

§ 103.23 Special access procedures. 

(a) Records of other agencies. When 
information sought from a system of 
records of the Service includes infor¬ 
mation: 

(1) That has been classified pursu¬ 
ant to Executive Order 11652, the re¬ 
quest shall be referred to the appro¬ 
priate classifying authority pursuant 
to 28 CFR 17.61 and the individual re¬ 
questing the record shall be so advised 
unless the record is also exempt from 
disclosure pursuant to 5 U.S.C. 552a (j) 
or (k); 

(2) That has been furnished by an¬ 
other component of the Department 
of Justice, the request shall be re¬ 
ferred to the component originating 
the information for a decision as to 
access or correction; 

(3) That has been furnished by an¬ 
other agency, the Service shall consult 
the other agency before granting 
access or making a correction and may 
refer the request to the other agency 
if referral will provide more expedi¬ 
tious access or correction, but the re¬ 
quester shall be notified of the refer¬ 
ral. 

(b) Medical records. When an indi¬ 
vidual requests medical records con¬ 
cerning himself, which are not other¬ 
wise exempt from disclosure, the 
system manager shall, if deemed nec¬ 
essary, advise the individual that re¬ 
cords will be provided only to a physi¬ 
cian designated in writing by the indi¬ 
vidual. Upon receipt of the designa¬ 
tion, the system manager will permit 
the physician to review the records or 
to receive copies of the records by 
mail, upon proper verification of iden¬ 
tity. The determination of which re¬ 
cords should be made available direct¬ 
ly to the individual and which records 
should not be disclosed because of pos¬ 
sible harm to the individual shall be 
made by the physician. 

§ 103.24 Requests for accounting of record 
disclosure. 

At the time of his request for access 
or correction or at any other time, an 
individual may request an accounting 
of disclosures made of his record out¬ 
side the Department of Justice. Re¬ 
quests for accounting shall be directed 
to the appropriate system manager 
listed in the "Notice of Systems of Re¬ 
cords”. Any available accounting, 
whether kept in accordance with the 
requirements of the Privacy Act or 
under procedures established prior to 
September 27, 1975, shall be made 
available to the individual except that 
an accounting need not be made avail¬ 
able if it relates to: (a) A disclosure 
with respect to which no accounting 
need be kept (see § 103.30(c) of this 
part); (b) A disclosure made to a law 
enforcement agency pursuant to 5 
U.S.C. 552a(b)(7); (c) An accounting 
which has been exempted from disclo¬ 
sure pursuant to 5 U.S.C. 552a (j) or 
(k). 

§ 103.25 Notice of access decisions; time 
limits. 

(a) Responsibility for notice. The 
system manager of the system from 
which information is sought or his del¬ 
egate has responsibility for determin¬ 
ing whether access to records is avail¬ 
able under the Privacy Act and for no¬ 
tifying the individual of that determi¬ 
nation in accordance with these regu¬ 
lations. If access is denied because of 
an exemption, the responsible person 
shall notify the individual that he 
may appeal that determination to the 
Deputy Attorney General within 
thirty working days of the receipt of 
the determination. 

(b) Time limits for access determina¬ 
tions. The time limits provided by 28 
CFR 16.45 shall be applicable to re¬ 
quests for access to information pursu¬ 
ant to the Privacy Act of 1974. 

§ 103.26 Fees for copies of records. 

The fees charged by the Service 
under the Privacy Act shall be those 
specified in 28 CFR 16.46. Remittances 
shall be made in accordance with 
§ 103.7(a). 

§ 103.27 Appeals from denials of acces. 

An individual who has been denied 
access by the Service to the records 
concerning him may appeal that deci¬ 
sion in the manner prescribed in 28 
CFR 16.47. 

§ 103.28 Requests for correction of re¬ 
cords. 

(a) How made. Unless a record is 
exempted from correction, an individ¬ 
ual may request amendment or correc¬ 
tion of a record concerning him by ad¬ 
dressing his request to the system 
manager of the system in which the 
record is maintained either in person 
or by mail, his identity to be estab- 
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lished as provided in § 103.21 of this 
part. The request must indicate the 
particular record involved, the nature 
of the correction sought, and the Justi¬ 
fication for the correction or amend¬ 
ment. Requests made by mail should 
be addressed to the system manager at 
the address specified in the “Notice of 
Systems of Records” published by the 
General Services Administration and 
shall be clearly marked on the request 
and on the envelope “Privacy Correc¬ 
tion Request.” Where the individual 
cannot determine the precise system 
manager or believes that the same 
record appears in more than one 
system, he may address his request to 
the offi(fe of the Associate Commis¬ 
sioner. Management. Immigration and 
Naturalization Service, 425 I Street 
NW.. Washington. D.C. 20536, which 
shall assist him in identifying the 
system or systems in which the record 
is located. 

(b) Initial determination. Within 10 
working days of the receipt of the re¬ 
quest. the appropriate Service official 
shall advise the individual that his re¬ 
quest has been received. If the record 
is to be amended or corrected, the 
system manager may so advise the in¬ 
dividual but if correction is refused, in 
whole or in part, it must be done by 
the head of the component in which 
the record is located, or his designee. 
If a correction is to be made, the indi¬ 
vidual shall be advised of his right to 
obtain a copy of the corrected record 
upon payment of the standard fee, es¬ 
tablished in 28 CFR 16.46. If a correc¬ 
tion or amendment is refused, in 
whole or in part, the individual shall 
be so advised, shall be given reasons 
for the refusal, and shall be advised of 
his right to appeal to the Deputy At¬ 
torney General in accordance with the 
procedures set forth in 28 CFR 16.48. 

(c) Appeals. A refusal, in whole or in 
part, to amend or correct a record may 
be appealed as provided in 28 CFR 
16.48. 

(d) Appeal determinations. 28 CFR 
16.48 provides for appeal determina¬ 
tions. 

(e) Statements of disagreement 
Statements of disagreement may be 
furnished by the individual in the 
mlinner prescribed in 28 CFR 16.48. 

(f) Notices of correction or disagree¬ 
ment When a record has been correct¬ 
ed. the system manager shall, within 
thirty working days thereof, advise all 
prior recipients of the record whose 
identity can be determined pursuant 
to the accounting required by the Pri¬ 
vacy Act or any other accounting pre¬ 
viously made, or the correction. Any 
dissemination of a record after the 

filing of a statement of disagreement 
shall be accompanied by a copy of that 
statement. Any statement of the Ser¬ 
vice giving reasons for refusing to cor¬ 
rect shall be included in the file, 

§ 103.29 Records not subject to correction. 

The following records are not sub¬ 
ject to correction or amendment by in¬ 
dividuals: 

(a) Transcripts or written state¬ 
ments made under oath; 

(b) Transcripts of Grand Jury Pro¬ 
ceedings, judicial or quasi-judicial pro¬ 
ceedings which form the official 
record of those proceedings; 

(c) Pre-sentence reports comprising 
the property of the courts but main¬ 
tained in Service files; and 

(d) Records duly exempted from cor¬ 
rection by notice published in the Fed¬ 
eral Register. 

§ 103.30 Accounting for disclosures. 

(a) An accounting of each disclosure 
of information for which accounting is 
required (see § 103.24 of this part) 
shall be attached to the relating 
record. A copy of Form G-657. “Priva¬ 
cy Act Information Request,” Form 
cj-658, “Record of Information Disclo¬ 
sure (Privacy Act),” or other disclo¬ 
sure document shall be used for this 
accounting. The system manager shall 
advise individuals, promptly upon re¬ 
quest as described in § 103.24. of the 
persons or agencies outside the De¬ 
partment of Justice to which records 
concerning them have been disclosed. 

(b) Accounting records, at a mini¬ 
mum, shall include the identification 
of the particular record disclosed, the 
name and address of the person or 
agency to which disclosed, and the 
date of the disclosure. Accounting re¬ 
cords shall be maintained for at least 5 
years, or until the record is de:itroyed 
or transferred to the Archives, which¬ 
ever is later. 

(c) Accounting is not required to be 
kept for disclosure made within the 
Department of Justive or disclosure 
made pursuant to the Freedom of In¬ 
formation Act. 

§ 103.31 Notices of subpoenas and emer¬ 
gency disclosures. 

(a) Subpoenas. When records con¬ 
cerning an individual are subpoenaed 
by a Grand Jury, court, or an quasiju¬ 
dicial agency, the official served with 
the subpoena shall be responsible for 
assuring that notice of its issuance is 
provided to the individual. Notice shall 
be provided within 10 days of the ser¬ 
vice of the subpoena or, in the case of 

a Grand Jury subpoena, within 10 
days of its becoming a matter of public 
record. Notice shall be mailed to the 
last known address of the individual 
and shall contain the following infor¬ 
mation: the date the subpoena is re¬ 
turnable, the court in which it is re¬ 
turnable, the name and number of the 
case or proceeding, and the nature of 
the information sought. Notice of the 
issuance of subpoenas is not required 
if the system of records has been 
exempted from the notice requirement 
pursuant to 5 U.S.C. 552a(j). by a 
Notice of Exemption publish^ in the 
Federal Register. 

(b) Emergency disclosures. If infor¬ 
mation concerning an individual has 
been disclosed to any person under 
compelling circumstances affecting 
health or safety, the individual shall 
be notified at his last known address 
within 10 working days of the disclo¬ 
sure. Notification shall include the fol¬ 
lowing information: the nature of the 
information disclosed, the person or 
agency to whom it was disclosed, the 
date of the disclosure, and the compel¬ 
ling circumstances justifying the disclo¬ 
sure. Notification shall be given by the 
officer who made or authorized the dis¬ 
closure. 
§ 103.32 Information forms. 

(a) Review of forms. The Service 
shall be responsible for the review of 
forms it uses to collect information 
from and about individuals. 

(b) Scope of review. The Service 
Forms Control Unit shall review each 
form to assure that it complies with 
the requirements of 28 CFR 16.52. 

§ 103.33 Contracting Record Systems. 

Any contract by the Service for the 
operation of a record system shall be 
in compliance with 28 CFR 16.53. 

§ 103.34 Security of Records Systems. 

The security of records systems shall 
be in accordance with 28 CFR 16.54. 

§ 103.35 Use and collection of Social Secu¬ 
rity numbers. 

The use and collection of Social Se¬ 
curity numbers shall be in accordance 
with 28 CFR 16.55. 

§ 103.36 Employee standards of conduct 
with regard to privacy. 

Service employees standards of con¬ 
duct with regard to privacy shall be in 
compliance with 28 CFR 16.56. 

(Sec. 103, 66 Stat. 173; 8 U.S.C. 1103) 
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16.46 Fees for copies of records. 
16.47 Appeals from denials of access. 
16.48 Requests for correction of records. 
16.49 Records not subject to correction. 
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16.51 Notices of subpoenas and emergency 

disclosures. 
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16.54 Security of records systems. 
16.55 Use and collection of Social Security 
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16.56 Elmployee standards of conduct with 

regard to privacy. 
16.57 Relationship of Privacy Act and the 

Freedom of Information Act. 

Subpart E—Exomptlen of Racard* Syctamt 

Undor Hia Privacy Act 

Sec. 
16.70 [Reserved] 
16.71 Exemption of the Office of the 

'Deputy Attorney General Systems. 
16.72-16.75 [Reserved] 
16.76 Exemption of the Office of Manage¬ 

ment and Finance Systems. 
16.77 [Reserved] 
16.78 Exemption of the Watergate Special 

Prosecution Force Systems—Limited 
Access. 

16.76 Exemption of Pardon Attorney 
System. 

16.80 [Reserved] 
16.81 Exemption of United States Attor¬ 

neys Systems—Limited Access. 
16.82-16.83 [Reserved] 
16.84 Exemption of Board of Immigration 

Appeals System. 
16.85 Exemption of Board of Parole Sys¬ 

tems—Limited access. 
16.86-16.87 [Reserved] 
16.88 Exemption of Antitrust Division Sys¬ 

tems. 
16.89 [Reserved] 
16.90 Exemption of Civil Rights Division 

Systems. 
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16.91 Exemption of Criminal Division Sys¬ 
tems—Limited access, as indicated. 

16.92 Exemption of Land and Natural Re¬ 
sources Division System. 

16.93 Exemption of Tax Division System- 
Limited access. 

16.94-16.95 [Reserved] 
16.96 Exemption of Federal Bureau of In¬ 

vestigation Systems—Limited access. 
16.67 Exemption of Bureau of Ihisons Sys¬ 

tems—Limited access. 
16.98 Exemption of Drug Elnforcement Ad¬ 

ministration Systems. 
16.99 Exemption of Immigration and Natu¬ 

ralization Service System—Limited 
access. 

16.100 Exemption of Law Enforcement As¬ 
sistance Administration System—Limit¬ 
ed access. 

16.101 Exemption of U.S. Marshals Service 
Systems—Limited access, as Indicated. 

Subpart D—Protaction of Privacy of 
Individual Rocords 

§ 16.40 Purpose and scope. 

(a) This subpart contains the regula¬ 
tions of the Elepartment of Justice im¬ 
plementing the Privacy Act of 1974. 
Pub. L. 93-579. The regulations apply 
to all records contained in systems of 
records mainjtained by the Depart¬ 
ment of Justice which are retrieved by 
individual name or identifier, except 
that for personnel records, where 
there is a conflict between these regu¬ 
lations and those of the Commission, 
Civil Service Commission regulations 
shall prevail. The regulations set forth 
the procedures by which individuals 
may seek access to records pertaining 
to themselves in these systems of re¬ 
cords and request correction of them. 
The regulations also set forth the re¬ 
quirements applicable to Department 
of Justice employees maintaining, col¬ 
lecting, using or disseminating such re¬ 
cords. These regulations are applicable 
to each Office, Division, Board, 
Bureau, Service and Administration of 
the Department (hereafter referred to 
as a “component"). 

(b) The Assistant Attorney General 
for Administration shall provide that 
the provisions of this subpart and any 
revisions thereof shall be brought to 
the attention of and made available to: 

(1) Each employee at the time of is¬ 
suance of this subpart and any lunend- 
ment thereto; and 

(2) Each new employee at the time 
of employment. 

(c) The Assistant Attorney General 
for Administration shall be responsi¬ 
ble for insuring that employees of the 
Department of Justice are trained in 
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the obligations imposed by the Privacy 
Act of 1974 and by these regulations, 
but each component of the Depart¬ 
ment is authorized to undertake train¬ 
ing for its own employees. 

§ 16.41 Acccm by individuals to records 
maintained about them. 

(a) Access to available records. An 
individual seeking access to records 
about himself in a system of records, 
which have not been exempted from 
access pursuant to the Privacy Act of 
1974, may present his request in 
person or in writing to the manager of 
the particular system of records to 
which he seeks access or to such other 
person as may be specified. System 
managers and others to whom re¬ 
quests may be presented are identified 
in the “Notice of Records Systems” 
published by the National Archives 
and Records Service, General Services 
Administration. Access to Department 
of Justice records maintained in Na¬ 
tional Archives and Records Service 
Centers may be obtained in accor¬ 
dance with the regulations issued by 
the General Services Administration. 
Access to records in multiple systems 
of records should be addressed to each 
component maintaining one of the sys¬ 
tems. If a requester seeks guidance in 
defining his request, he may write to 
the Information Systems Staff, Office 
of Management and Finance, Depart¬ 
ment of Justice, 10th and Constitution 
Avenue, N.W., Washington, D.C. 
20530. 

(b) Verification of identity. The fol¬ 
lowing standards are applicable to any 
individual who requests records con¬ 
cerning himself, unless other provi¬ 
sions for identity verification are 
specified in the published notice per¬ 
taining to the particulsu' system of re¬ 
cords. 

(1) An individual seeking access to 
records about himself in person may 
establish his identity by the presenta¬ 
tion of a single document bearing a 
photograph (such as a passport or 
identification badge) or by the presen¬ 
tation of two items of identification 
which do not bear a photograph but 
do bear both a name and address (such 
as a driver’s license, or credit card). 

(2) An individual seeking access to 
records about himself by mail shall es¬ 
tablish his identity by a signature, ad¬ 
dress, date of birth, place of birth, em¬ 
ployee identification number if any, 
and one other identifier such as a pho¬ 
tocopy of an identifying dociunent. 
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(3) An Individual seeking access to 
records about himself by mail or in 
person who cannot provide the neces¬ 
sary documentation of identification 
may provide a notarized statement, 
swearing or affirming to his identity 
and to the fact that he understands 
the penalties for false statements pur¬ 
suant to 18 U.S.C. 1001. Forms for 
such notarized statements may be ob¬ 
tained on request from the Informa¬ 
tion Systems Staff. Office of Manage¬ 
ment and Finance. U.S. Department of 
Justice, Washin^on, D.C. 20530. 

(c) Verification of guardianship. 
The parent or guardian of a minor or 
a person Judicially determined to be 
incompetent and seeking to act on 
behalf of such minor or incompetent 
shall, in addition to establishing his 
own identity, establish the identity of 
the minor or other person he repre¬ 
sents as required in paragraph (b) of 
this section and establish his own par¬ 
entage or guardianship of the subject 
of the record by furnishing either a 
copy of a birth certificate showing 
parentage or a court order establish¬ 
ing the guardianship. 

(d) Accompanying persons. An indi¬ 
vidual seeking to review records about 
himself may be accompanied by an¬ 
other individual of his own choosing. 
Both the individual seeking access and 
the individual accompanying him shall 
be required to sign the required form 
Indicating that the Department of 
Justice is authorized to discuss the 
contents of the subject record in the 
presence of both individuals. 

(e) Specification of records sought 
Requests for access to records, either 
in person or by mail shall describe the 
nature of the records sought, the ap¬ 
proximate dates covered by the record, 
the system or systems in which it is 
thought to be included as described in 
the “Notices of Records Systems” pub¬ 
lished by the General Services Admin¬ 
istration. and the identity of the 
system manager or component of the 
Department having custody of the 
system of records. In addition, the 
published “Notice of Systems Re¬ 
cords” for individual systems may in¬ 
clude further requirements of specifi¬ 
cation where necessary to retrieve the 
individual record from the system. 

§ 16.42 Records exempt in whole or in 
part. 

(a) When an individual requests re¬ 
cords about himself which have been 
exempted from individual access pur¬ 
suant to 5 U.S.C. 552a (j) or (k)(3) or 
(k)(4) or which have been compiled in 
reasonable anticipation of a civil 
action or proceeding either in a court 
or before an administrative tribunal, 
the Department of Justice will neither 
confirm nor deny the existence of the 
record but shall advise the individual 
only that there is no record which is 
available to him pursuant to the Priva¬ 
cy Act of 1974. 

PRIVACY ACT ISSUANCES 

(b) Individual requests for access to 
records which have been exempted 
from access pursuant to 5 U.S.C. 
552a(k) shall be processed as follows: 

(1) Requests for information classi¬ 
fied by the Department of Justice pur¬ 
suant to Executive Order 11652 re¬ 
quire the responsible component of 
the Department to review the infor¬ 
mation to determine whether it con¬ 
tinues to warrant classification under 
the criteria of sections 1 and 5 (B), (C), 
(D), and (E) of the Executive Order. 
Information which no longer warrants 
classification under these criteria shall 
be declassified and made available to 
the individual if not otherwise exempt. 
If the information continues to war¬ 
rant classification, the individual shall 
be advised that the information 
sought is classified, that it has been 
reviewed and continues to warrant 
classification, and that it has been 
exempted from access pursuant to 5 
U.S.C. 552a(k)(l). Information which 
has been exempted pursuant to 5 
U.S.C. 552a(j) and which is also classi¬ 
fied shall be reviewed as required by 
this paragraph but the response to the 
individual shall be in the form pre¬ 
scribed by paragraph (a) of this sec¬ 
tion. 

(2) Requests for information which 
has been exempted from disclosure 
pursuant to 5 U.S.C. 552a(k)(2) shall 
be responded to in the manner pro¬ 
vided in paragraph (a) of this section 
unless a review of the information in¬ 
dicates that the information has been 
used or is being used to deny the indi¬ 
vidual any right, privilege or benefit 
for which he is eli^ble or to which he 
would otherwise be entitled under fed¬ 
eral law. In that event, the individual 
shall be advised of the existence of the 
record and shall be provided the infor¬ 
mation except to the extent it would 
identify a confidential source. If and 
only if information identifying a confi¬ 
dential source can be deleted or the 
pertinent parts of the record summa¬ 
rized in a manner which protects the 
identity of the confidential source, the 
document with deletions made or the 
summary shall be furnished to the re¬ 
quester. 

(3) Information compiled as part of 
an employee background investigation 
which has been exempted pursuant to 
5 U.S.C. 552a(kK5) shall be made 
available to an individual upon request 
except to the extent that it identifies 
a confidential source. If and only if in¬ 
formation identifying a confidential 
source can be deleted or the pertinent 
parts of the record summarized in a 
maimer which protects the identity of 
the confidential source, the document 
with deletions made or the smnmary 
shall be furnished to the requester, 

(4) Testing or examination material 
which has been exempted pursuant to 
5 U.S.C. 552a(k)(6) shall not be made 
available to an individual if disclosure 

would comprise the objectivity or fair¬ 
ness of the testing or examination pro¬ 
cess but shall be made available if no 
such compromise possibility exists. 

§ 16.43 Special access procedures. 

(a) Records of other agencies. When 
information sought from a system of 
records in the Department of Justice 
includes Information: 

(1) That has been classified pursu¬ 
ant to Executive Order 11652, the re¬ 
quest shall be referred to the appro¬ 
priate classifying authority pursuant 
to 28 CFR 17.61 and the Individual re¬ 
questing the record shall be so advised 
unless the record is also exempt from 
disclosure pursuant to 5 U.S.C. 552a (j) 
or (k); 

(2) That has been furnished by an¬ 
other component of the Department, 
the request shall be referred to the 
component originating the informa¬ 
tion for a decision as to access or cor¬ 
rection; 

(3) That has been furnished by an¬ 
other agency, the Department shall 
consult the other agency before grant¬ 
ing access or making a correction and 
may refer the request to the other 
agency if referral will provide more ex¬ 
peditious access or correction, but the 
requester shall be notified of the re¬ 
ferral. 

(b) Medical Records. When an indi¬ 
vidual requests medical records con¬ 
cerning himself, which are not other¬ 
wise exempt from disclosure, the 
system manager shall, if deemed nec¬ 
essary. advise the individual that re¬ 
cords will be provided only to a physi¬ 
cian designated in writing by the indi¬ 
vidual. Upon receipt of the designa¬ 
tion, the system manager will permit 
the physician to review the records or 
to receive copies of the records by 
mail, upon proper verification of iden¬ 
tity. The determination of which re¬ 
cords should be made available direct¬ 
ly to the individual and which records 
should not be disclosed because of pos¬ 
sible harm to the individual shall be 
made by the physician. 

§ 16.44 Requests for accounting of record 
disclosures. 

At the time of his request for access 
or correction or at any other time, an 
individual may request an accounting 
of disclosures made of his record out¬ 
side the Department of Justice. Re¬ 
quests for accounting shall be directed 
to the system manager or other person 
specified in the “Notices of Records 
Systems.” Any available accounting, 
whether kept in accordance with the 
requirements of the Privacy Act or 
under procedures established prior to 
September 27, 1975 shall be made 
available to the individual except that 
an accounting need not be made avail¬ 
able if it relates to: (a) records with re¬ 
spect to which no accounting need be 
kept (see § 16.50(c) infra); (b) a disclo- 
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sure made to a law enforcement 
agency pursuant to 5 U.S.C. 552a 
(b)(7); (c) an accounting which has 
been exempted from disclosure pursu¬ 
ant to 5 U.S.C. 552a (J) or (k). 

S 16.45 Notice of access decisions; time 
limits. 

(a) Responsibility for notice. The 
head of the component maintaining 
the system from which information is 
sought or his delegate has responsibil¬ 
ity for determining whether access to 
records is available under the Privacy 
Act and for notifying the individual of 
that determination in accordance with 
these regulations. If access is denied 
because of an exemption, the responsi¬ 
ble person shall notify the individual 
that he may appeal that determina¬ 
tion to the Deputy Attorney General 
within thirty working days of the re¬ 
ceipt of the determination. 

(b) Time limits for access determina¬ 
tions. The following time limits shall 
be applicable to requests for access to 
information pursuant to the Privacy 
Act of 1974: 

(1) Any request concerning a single 
system of records all of which are 
maintained at the same location and 
none of which requires consultation 
with another component or agency 
shall be responded to within 20 work¬ 
ing days unless the records requested 
exceed the equivalent of 100 pages. 

(2) Any request concerning a single 
system of records some of which re¬ 
quire consultation with another com¬ 
ponent or agency shall be responded 
to within 25 working days unless the 
records requested exceed the equiv¬ 
alent of 100 pages. 

(3) Any request involving several sys¬ 
tems of records or one or more sys¬ 
tems maintained at different locations 
shall be responded to within 40 work¬ 
ing days. 

(4) Any request involving the equiv¬ 
alent of 100 pages or more, whether 
maintained in one system or several 
systems, shall be responded to within 
40 working days. 

(5) If a request under paragraphs (b) 
(2). (3) or (4) of this section presents 
unusual difficulties in determining 
whether the records involved are 
exempt from disclosure, the Deputy 
Attorney General, upon written re¬ 
quest of the responsible person, may 
extend the time period established by 
these regulations for an additional 15 
working days. 

§ 16.46 Fees for copies of records. 

(a) When charged. Fees pursuant to 
31 U.S.C. 483a and 5 U.S.C. 552a(fK5) 
shall be charged according to the 
schedules contained in paragraph (b) 
of this section for actual copies of re¬ 
cords provided to individuals unless 
the responsible person determining 
access, in his discretion, waives the fee 
for good cause (such as the inability of 

the individual to pay) or a separate fee 
schedule is established for an exempt 
system. Fees shall not be charged 
where they would amount, in the ag¬ 
gregate, to less than $3. 

(b) Fees charged. Fees may only be 
assessed for actual copies of materials 
furnished pursuant to the Privacy Act 
in accordance with the following 
schedule: 

(1) For copies of documents (maxi¬ 
mum of 10 copies will be supplied). 
$0.10 per page; 

(2) For computer material charges: 
(i) l-part paper per 1,000 pp. $11.00 
(II) 2-part paper per 1,000 pp. 22.80 
(III) 3-part paper per 1,000 pp. 38.17 
(Iv) 4-part paper per 1.000 pp.   48.32 
(V) 8-part paper per 1,000 pp. 83.97 
(vl) Stock Hollerith cards per 1,000. 1.98 
(vll) Magnetic tape per reel. 10.75 
(vlll) Disk pack, each. 775.00 

(3) For tape recordings and other 
audio records: 
(I) 45-mln cassette....... $0.58 
(II) 80-inln cassette.     .80 
(III) 90-tnln cassette. .77 

(4) For materials other than the 
common ones described in paragraphs 
(b) (1), (2) and (3) of this section, the 
direct costs of such materials to the 
government may be charged, but only 
if the requester has been notified of 
such cost before it is incurred. 

(c) Notice of anticipated charges. 
Where it is anticipated that zccess 
fees chargeable under this section will 
amount to more than $25, and the re¬ 
quester has not indicated in advance 
his willingness to pay fees as high as 
are anticipated, the requester shall be 
notified of the amount of the antici¬ 
pated fees before copies are made. The 
notification shall offer the requester 
the opportunity to confer with De¬ 
partment personnel with the object of 
reformulating the request so as to 
meet his needs at lower cost. 

(d) Form of payment Payment 
should be made by check or money 
order payable to the Department of 
Justice. No employee of the Depart¬ 
ment of Justice is authorized to accept 
payment of fees in cash. 

(e) Advance deposit Where the an¬ 
ticipated fee chargeable under this 
section exceeds $25, an advance depos¬ 
it of part or all of the anticipated fee 
may be required. 

S 16.47 Appeals from denials of access. 

An individual who has been denied 
access to records concerning him may 
appeal that decision to the Deputy At¬ 
torney General by filing a written 
appeal within 30 working days of the 
receipt of the denial. If the denial of 
access was made by a responsible 
person in the Office of the Deputy At¬ 
torney General, the appeal shall be to 
the Attorney General. The appeal 
shall be marked on its face and on the 
face of the envelope “Privacy Appeal- 
Denial of Access,” and shall be ad¬ 
dressed to the Office of the Deputy 

Attorney General. U.S. Department of 
Justice. Washington. D.C. 20530, or. if 
an appeal from a denial by the Deputy 
Attorney General, to the Assistant At¬ 
torney General. Office of Legal Coun¬ 
sel. at the same address. Appeals shall 
be determined in thirty working days 
unless the appropriate official, by 
notice to the individual, extends that 
period for an additional thirty work¬ 
ing days because of the volume of re¬ 
cords requested, the scattered location 
of records, the need to consult other 
agencies, or the difficulty of the legal 
issues involved, or other administra¬ 
tive difficulty. 

S 16.48 Requests for correction of records. 

(a) How Made. Unless a record is 
exempted from correction, an individ¬ 
ual may request amendment or correc¬ 
tion of a record concerning him by ad¬ 
dressing his request to the person re¬ 
sponsible for the system in which the 
record is maintained either in person 
or by mail. The request must indicate 
the particular record involved, the 
nature of the correction sought, and 
the justification for the correction or 
amendment. Requests made by mail 
should be addressed to the person 
specified in the Notice of Systems of 
Records published by the General Ser¬ 
vices Administration and shall be 
clearly marked on the request and on 
the envelope “Privacy Correction Re¬ 
quest.” Where the individual believes 
that the same record appears in more 
than one system, he should address 
his request to each person responsible 
for a system of records which may 
contain the record he seeks to correct. 

(b) Initial determination. Within 10 
working days of the receipt of the re¬ 
quest, the appropriate Department of¬ 
ficial shall advise the individual that 
his request has been received. If the 
record is to be amended or corrected, 
the system manager may so advise the 
individual but if correction is refused, 
in whole or in part, it must be done by 
the head of the component in which 
the record is located or his delegate. If 
a correction is to be made, the individ¬ 
ual shall be advised of his right to 
obtain a copy of the corrected record 
upon request. If a correction or 
amendment is refused, in whole or in 
part, the individual shall be so advised, 
shall be given reasons for the refusal, 
and shall be advised of his right to 
appeal the refusal to the Deputy At¬ 
torney General in accordance with the 
procedures set forth in this section. 

(c) Appeals. A refusal, in whole or in 
part, to amend or correct a record may 
be appealed to the Deputy Attorney 
General within 30 days of the receipt 
of notice of the refusal. If the refusal 
to correct was made by the Office of 
the Deputy Attorney General, the 
appeal shall be to the Attorney Gener¬ 
al. Appeals shall be in writing, shall 
set forth the specific item of Informa- 
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tion sought to be corrected, and the 
individual's documentation Justifying 
the correction. Appeals shall be ad¬ 
dressed to the Office of the Deputy 
Attorney General, U.S. Department of 
Justice, Washington, D.C. 20530 or, if 
an appeal from a denial by the Deputy 
Attorney General, to the Assistant At¬ 
torney General, Office of Legal Coun¬ 
sel, at the same address. They shall be 
clearly marked on the appeal and on 
the envelope, “I*rivacy Correction 
Appeal.” The appeal shall be decided 
within 30 working days unless the ap¬ 
propriate official shall extend the 
time for an additional 30 working days 
because of the need to obtain addition¬ 
al information, the volume of records 
involved, or the complexity of the 
issue, or other administrative difficul¬ 
ty. The requester shall be advised in 
advance of any such extension and 
shall be given the reasons therefor. 

(d) Appeal determinations. If the 
Deputy Attorney General or Attorney 
General determines that an amend¬ 
ment or correction is not warranted on 
the facts, he shall advise the individ¬ 
ual of his refusal to authorize correc¬ 
tion or amendment of the record, in 
whole or in part, and shall advise the 
individual of his right to provide for 
the record a “Statement of Disagree¬ 
ment.” The individual shall be advised 
also of his right to judicial review pur¬ 
suant to the PrivMy Act of 1974. 

(e) Statements of disagreement 
Statements of Disagreement may be 
furnished by the individual within 30 
working days of the date of receipt of 
the notice of refusal of the Deputy At¬ 
torney General or Attorney General 
to authorize correction. They shall be 
addressed to the Office of the Deputy 
Attorney General. U.S. Department of 
Justice, Washington. D.C, 20530. 
Statements may not exceed one typed 
page p>er fact disputed. Statements ex¬ 
ceeding this limit will be returned to 
the requester for condensation. Upon 
receipt of a statement of disagreement 
in accordance with this section, the 
Deputy Attorney General shall take 
steps to insure that the statement is 
included in the system or systems of 
records in which the disputed item is 
maintained and that the original 
record is so marked as to indicate that 
there is a statement of disagreement 
and where, within the system of re¬ 
cords, that statement may be found. 

(f) Notices of correction or disagree¬ 
ment When a record has been correct¬ 
ed the system manager shall, within 
thirty working days thereof, advise all 
prior recipients of the record whose 
identity can be determined pursuant 
to the accounting required by the Pri¬ 
vacy Act or any other accounting pre¬ 
viously made, of the correction. Any 
dissemination of a record after the 
filing of a statement of disagreement 
shall be accompanied by a copy of that 
statement. Any statement of the 

agency giving reasons for refusing to 
correct shall be included in the file. 

S 16.49 Records not subject to correction. 

The following records are not sub¬ 
ject to correction or amendment by in¬ 
dividuals; 

(a) Transcripts or written state¬ 
ments made under oath; 

(b) Transcripts of Grand Jury Pro¬ 
ceedings. judicial or quasi-judicial pro¬ 
ceedings which form the official 
record of those proceedings; 

(c) Pre-sentence reports comprising 
the property of the courts but main¬ 
tained in agency files; and 

(d) Records duly exempted from cor¬ 
rection by notice published in the Fed¬ 
eral Register. 

§ 16.50 Accounting for disclosures. 

(a) As soon as possible, but not later 
than September 27. 1975, each system 
manager, with the approval of the 
head of his component, shall establish 
a system of accounting for all disclo¬ 
sures of records, either orally or in 
writing, made outside the Department 
of Justice. Accounting procedures may 
be established in the least expensive 
and most convenient form that will 
permit the system manager to advise 
individuals, promptly upon request, of 
the persons or agencies to which re¬ 
cords concerning them have been dis¬ 
closed. 

(b) Accounting records, at a mini¬ 
mum. shall include the identification 
of the particular record disclosed, the 
name and address of the person or 
agency to which disclosed, and the 
date of the disclosure. Accounting re¬ 
cords shall be maintained until the 
record is destroyed or transferred to 
the Archives. 

(c) Accoimting is not required to be 
kept for disclosures made within the 
Department of Justice or disclosures 
made pursuant to the Freedom of In¬ 
formation Act. 

§ 16.51 Notices of subpoenas and emergen¬ 
cy disclosures. 

(a) Subpoenas. When records con¬ 
cerning an individual are subpoenaed 
by a Grand Jury, Court, or quasi-judi¬ 
cial agency, the official served with 
the subpoena shall be responsible for 
assuring that notice of its issuance is 
provided to the individual. Notice shall 
be provided within 10 days of the ser- 
vice> )f the subpoena or, in the case of 
a Grand Jury subpoena, within 10 
days of its becoming a matter of public 
record. Notice shall be mailed to the 
last known address of the individual 
and shall contain the following infor¬ 
mation: the date the subpoena is re¬ 
turnable. the court in which it is re¬ 
turnable, the name and niunber of the 
case or proceeding, and the nature of 
the information sought. Notice of the 
issuance of subpoenas is not required 
if the system of records has been 

exempted from the notice require¬ 
ment, pursuant to 5 U.S.C. 552a(J). by 
a Notice of Exemption published in 
the Federal Register. 

(b) Emergency disclosures. If Infor¬ 
mation concerning an individual has 
been disclosed to any person under 
compelling circumstances affecting 
health or safety the individual shall be 
notified at his last known address 
within 10 working days of the disclo¬ 
sure. Notification shall include the fol¬ 
lowing information; the nature of the 
Information disclosed, the {}erson or 
agency to whom it was disclosed, the 
date of the disclosure, and the compel¬ 
ling circumstances justifying the dis¬ 
closure. Notification shall be given by 
the officer who made or authorized 
the disclosure. 

§ 16.52 Information forms. 

(a) Review of forms. Except for 
forms developed and used by the Law 
Enforcement Assistance Administra¬ 
tion. the Drug Enforcement Adminis¬ 
tration, the Immigration and Natural¬ 
ization Service, the Bureau of Prisons, 
the Federal Bureau of Investigation 
and the U.S. Marshals Service for the 
collection of information from individ¬ 
uals. the Office of Management and 
Finance shall be responsible for re¬ 
viewing all forms developed and used 
by the Department of Justice to col¬ 
lect information from individuals. The 
Law Enforcement Assistance Adminis¬ 
tration. the Drug Enforcement Admin¬ 
istration, the Immigration and Natu¬ 
ralization Service, the Bureau of Pris¬ 
ons. the Federal Bureau of Investiga¬ 
tion and the U.S. Marshals Service 
shall each be responsible for the 
review of forms it uses to collect infor¬ 
mation from individuals. 

(b) Scope of review. The responsible 
offices shall review each form for the 
purpose of eliminating any require¬ 
ment for information that is not rel¬ 
evant and necessary to carry out an 
agency function and to accomplish the 
following objectives: 

(1) To insure that no information 
concerning religion, political beliefs or 
activities, association memberships 
(other than those required for a pro¬ 
fessional license), or the exercise of 
other First Amendment rights is re¬ 
quired to be disclosed unless such re¬ 
quirement of disclosure is expressly 
authorized by statute or is pertinent 
to and within the scope of an autho¬ 
rized law enforcement activity; 

(2) To insure that the form or ac¬ 
companying statement makes clear to 
the individual which information he is 
required by law to disclose and the au¬ 
thority for that requirement and 
which information is voluntary; 

(3) To insure that the form or ac¬ 
companying statement states clearly 
the principal purpose or purposes for 
which the information is being collect¬ 
ed. and summarizes concisely the rou- 
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tine uses that will be msule of the in¬ 
formation; 

(4) To insure that the form or ac¬ 
companying statement clearly indi¬ 
cates to the individual the effect in 
terms of rights, benefits or privileges 
of not providing all or part of the re¬ 
quested information; and 

(5) To insure that any form request¬ 
ing disclosilre of a Social Security 
Number, or an accompanying state¬ 
ment, clearly advises the individual of 
the statute or regulation requiring dis¬ 
closure of the number or clearly ad¬ 
vises the individual that disclosure is 
voluntary and that no consequence 
will flow from his refusal to disclose it. 
and the uses that will be made of the 
number whether disclosed mandatori- 
ly or voluntarily. 

(c) Revision of forms. Any form 
which does not meet the objectives 
specified in the Privacy Act and in this 
section, shall be revised to conform 
thereto. If revision, printing and dis¬ 
tribution cannot accomplished 
prior to September 27, 1975, a separate 
statement shall be prepared to accom¬ 
pany each form advising the individ¬ 
ual that the form is not in compliance 
with the Privacy Act and specifying 
the portions thereof which are not in 
compliance. The statement shall in¬ 
clude all the information necessary to 
accomplish the objectives specified in 
the Privacy Act and this section. 

S 16.53 Contracting records systems. 

(a) No component of the Depart¬ 
ment shall contract for the operation 
of a record system by or on behalf of 
the agency without the express ap¬ 
proval of the Attorney General. 

(b) Any contract which is approved 
shall contain the standard contract re¬ 
quirements promulgated by the Gen¬ 
eral Services Administration to insure 
compliance with the requirements im¬ 
posed by the Privacy Act of 1974. The 
contracting agency shall have respon¬ 
sibility for insuring that the contrac¬ 
tor complies with the contract require¬ 
ments relating to privacy. 

S 16.54 Security of records systems. 

(a) The Assistant Attorney General 
for administration shall have responsi¬ 
bility for developing Department regu¬ 
lations governing the security of sys¬ 
tems of records. Regulations relating 
to the security of automated systems 
shall be consistent with the guidelines 
developed by the National Bureau of 
Standards. 

(b) Each system manager, with the 
approval of the head of his compo¬ 
nent. shall establish administrative 
and physical controls, consistent with 
Department regulations, to insure the 
protection of records systems from un¬ 
authorized access or disclosure and 
from physical damage or destruction. 
The controls instituted shall be pro¬ 
portional to the degree of sensitivity 

of the records but at a minimum must 
insure that the records, are enclosed 
in a manner to protect them from 
public view, that the area in which the 
records are stored is supervised during 
all business hours to prevent unautho¬ 
rized personnel from entering the area 
or obtaining access to the records, and 
that the records are reasonably inac¬ 
cessible to unauthorized persons out¬ 
side of business hours. 

(c) Each system manager, with the 
approval of the head of his component 
shall adopt access restrictions to 
insure that only those individuals 
within the agency who have a need to 
have access to the records for the per¬ 
formance of their duties have access to 
them. Procedures shall also be adopt¬ 
ed to prevent accidental access to or 
dissemination of records. 

§ 16.55 Use and collection of Social Secu¬ 
rity numbers. 

(a) Each system manager of a 
system of records with utilizes the 
Social Security number as a method of 
identification without statutory au¬ 
thorization. or authorization by regu¬ 
lation adopted prior to January 1, 
1975, shall take steps to revise the 
system to avoid future collection and 
use of the Social Security number. 

(b) The head of each component of 
the Department shall take such mea¬ 
sures as are necessary to insure that 
employees authorized to collect infor¬ 
mation from individuals are advised 
that individuals may not be required 
to furnish Social Security numbers 
without statutory or regulatory au¬ 
thorization and that individuals who 
are requested to provide Social Securi¬ 
ty numbers voluntarily must be ad¬ 
vised that furnishing the number is 
not required and that no penalty or 
denial of benefits will flow from the 
refusal to provide it. 

§ 16.56 Employee standards of conduct 
with regard to privacy. 

(a) The head of each component of 
the Department shall be responsible 
for assuring that employees subject to 
his supervision are advised of the pro¬ 
visions of the Privacy Act. including 
the criminal penalties and civil liabil¬ 
ities provided therein, and that such 
employees are made aware of their re¬ 
sponsibilities to protect the security of 
personal information, to assure its ac¬ 
curacy. relevance, timeliness and com¬ 
pleteness, to avoid unauthorized dis¬ 
closure either orally or in writing, and 
to insure that no system of records re¬ 
trieved by individual identifier, no 
matter how small or specialized, is 
maintained without public notice. 

(b) Except to the extent permitted 
pursuant to the Privacy Act, employ¬ 
ees of the Department of Justice shall: 

(1) Collect no information of a per¬ 
sonal nature from individuals unless 
authorized to collect it to achieve a 

function or carry out a responsibility 
of the Department; 

(2) Collect from individuals only 
that information which is necessary to 
Department functions or responsibil¬ 
ities; 

(3) Collect information, wherever 
practicable, directly from the individ¬ 
ual to whom it relates; 

(4) Inform individuals from whom 
information is collected of the author¬ 
ity for collection, the purposes there¬ 
of, the uses that will be made of the 
information, and the effects, both 
legal and practical, of not furnishing 
the information; 

(5) Neither collect, maintain, use or 
disseminate information concerning 
an individual’s religious or political be¬ 
liefs or activities or his membership in 
associations or organizations, unless (i) 
the individual has volunteered such in¬ 
formation for his own benefit; (ii) the 
information is expressly authorized by 
statute to be collected, maintained, 
used or disseminated; or (iii) the activi¬ 
ties involved are pertinent to and 
within the scope of an authorized in¬ 
vestigation. adjudication or correction¬ 
al activity; 

(6) Advise their supervisors of the 
existence or contemplated develop¬ 
ment of any record system which re¬ 
trieves information about individuals 
by individual identifier; 

(7) Wherever required by the Act. 
maintain an accounting, in the pre¬ 
scribed form, of all dissemination of 
ipersonal information outside the De¬ 
partment, whether made orally or in 
writing: 

(8) Disseminate no information con¬ 
cerning individuals outside the De¬ 
partment except when authorized by 5 
U.S.C. 552a, including pursuant to a 
routine use published in the Federal 

Register. 

(9) Maintaih and process informa¬ 
tion concerning individuals with care 
in order to insure that no inadvertent 
disclosure of the information is made 
either within or without the Depart¬ 
ment; and 

(ID) Call to the attention of the 
proper Department authorities any in¬ 
formation in a system maintained by 
the Department which is not autho¬ 
rized to be maintained under the pro¬ 
visions of the Privacy Act of 1974, in¬ 
cluding information on First Amend¬ 
ment activities and information that is 
inaccurate, irrelevant or so incomplete 
as to risk unfairness to the individual 
concerned. 

(c) Heads of components within the 
Department shall, at least annually, 
review the record systems subject to 
their supervision to insure compliance 
with the provisions of the Privacy Act 
of 1974. 

516.57 Relationship of Privacy Act and 
the Freedom of Information Act. 

(a) Issuance of this section and ac¬ 
tions considered or taken pursuant 
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hereto are not to be deemed a waiver 
of the Government’s position that the 
materials in question are subject to all 
of the exemptions contained in the 
Privacy Act. By providing for exemp¬ 
tions in the Act. Congress conferred 
upon each agency the option, at the 
discretion of the agency, to grant or 
deny access to exempt materials unless 
prohibited from doing so by any other 
provision of law. Releases of records 
under this section, beyond those man¬ 
dated by the Privacy Act, are at the 
sole discretion of the Deputy Attorney 
General and of those persons to whom 
authority hereunder may be delegat¬ 
ed. Authority to effect such discretion¬ 
ary releases of records and to deny re¬ 
quests for those records as an initial 
matter is hereby delegated to the ap¬ 
propriate system managers as per the 
Notices of Systems of Records pub¬ 
lished in 40 Fkiwral Rxoistkr 167, 
pages 38703-38801 (August 27.1975). 

(b) Any request by an individual for 
information pertaining to himself 
shall be processed solely pursuant to 
this Subpart D. To the extent that the 
individual seeks access to records from 
systems of records which have been 
exempted from the provisions of the 
Privacy Act, the individual shall re¬ 
ceive, in addition to access, to those re¬ 
cords he is entitled to receive under 
the Privacy Act and as a matter of dis¬ 
cretion as set forth in paragraph (a), 
access to all records within the scope 
of his request to which he would have 
been entitled under the Freedom of 
Information Act. 5 U.S.C. 552, but for 
the enactment of the Privacy Act and 
the exemption of the pertinent sys¬ 
tems of records pursuant thereto. 
Only fees set forth in S 16.46 may be 
charged a requester as to any records 
to which access is granted pursuant to 
the provisions of this subsection. 

(c) When an individual requests 
access to records pertaining to crimi¬ 
nal, national sectirity or civil investiga¬ 
tive activities of the Federal Bureau of 
Investigation which are contained in 
systems of records exempted under 
provisions of the Privacy Act such re¬ 
quests shall be processed as follows: 

(1) Where the investigative activities 
involved have been reported to F.B.I. 
Headquarters, records maintained in 
the F.B.I.’s Central files will be pro¬ 
cessed; and, 

(2) Where the Investigative activities 
involved have not been reported to 
F.B.I. Headquarters, records main¬ 
tained in fUes of the Field Office iden¬ 
tified by the requester will be pro¬ 
cessed. 

Subport E—ExoMption of Record 
Systems Under the Privocy Act 

§16.70 [Reserved] 

§ 16.71 Exemption of the Office of the 
Deputy Attorney General Systems 

(a) The following systems of records 
are exempt from 5 UJS.C. 552a (dKl) 
and (eKl); 

Appointed Assistant United States 
Attorneys Personnel System (JUS- 
'nCE/DAO-OOD. 

(2) Assistant United States Attor¬ 
neys Applicant Records System (JUS- 
'nCE/DAG-002). 

Presidential Appointee Candidate 
Retards System (JUSTICE/DAG- 
009). 

(4) Presidential Appointee Records 
System (JUSTICE/DAO-010). 

(5) Special Candidates for Presiden¬ 
tial Appointments Records System 
(JUSTICE/DAG-011). 

(6) United States Judges Records 
System (JUSTICE/DAG-014). 

These exemptions apply only to the 
extent that information in those sys¬ 
tems is subject to exemption pursuant 
to 5 U.S.C. 552a (kK5). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (d)(1) because 
many persons are contacted who. with 
out an assurance of anonymity, refuse 
to provide information concerning a 
candidate for a judgeship or assistant 
UB. Attorney position. Permitting 
access to the information supplied by 
persons after a promise of confiden¬ 
tiality has been given, <x>uld reveal the 
identity of the source of the informa¬ 
tion and constitute a breach of the 
promised confidentiality on the part 
of the Department of Justice. Such 
breaches ultimately would restrict the 
free flow of information vital to a de¬ 
termination of a candidate’s qualifica¬ 
tions and suitability. 

(2) From subsection (eXl) because in 
the collection of information for inves¬ 
tigation and evaluative purposes, it is 
impossible to determine in advance 
what exact information may be of as¬ 
sistance in determining the qualifica¬ 
tions and suitability of a candidate. In¬ 
formation which may appear irrele¬ 
vant. when combined with other ap¬ 
parently irrelevant information, can 
on occasion, provide a composite pic¬ 
ture of a candidate for a position 
which assists in determining whether 
that candidate should be nominated 
for appointment. 

§§16.72-16.75 [Reserved] 

§ 16.76 Exemption of Office of Manage¬ 
ment and Finance Systems 

(a) ’The following system of records 
is exempt from 5 U.S.C. 552a(d): 

Controlled Substances Act Nonpub- 
Uc Records (JUSTIC:E/OMF-002). 

'This exemption applies only to the 
extent that information in this system 
is subject to exemption pursuant to 
552a (j). 

(b) Exemption from subsection (d) is 
justified for the following reasons: 

(1) Pub. L. 91-513 (Controlled Sub¬ 
stances Act), Sec. 4()4(b) states that 
the nonpublic record “shall be re¬ 
tained by the Department of Justice 

solely for the purpose of use by the 
courts in determining whether or not. 
in subsequent proceedings, such 
person qualifies under this subsec¬ 
tion.’’ It is therefore maintained that 
it is the intent of Congress that these 
nonpublic records, by definition, re¬ 
ceive no further exposure. 

(c) The following system of records 
is exempt from 5 UB.C. 552a(d): 

(1) Security Clearance Information 
System (SCIS)^ (JUSTICE/OMF- 
008)—Limited acc^. 

This exemption applies only to the 
extent that information in this system 
is subject to exemption pursuant to 
552a (j) and (k). 

(d) Exemption from subsection (d) is 
justified for the following reason: 

(1) Access to records in the system 
would reveal the identity(les) of the 
source(s) of information collected in 
the course of a background investiga¬ 
tion. Such knowledge might be harm¬ 
ful to the source who provided the in¬ 
formation as well as violate the explic¬ 
it or implicit promise of confidential¬ 
ity made to the source during the in¬ 
vestigation. 

(e) Consistent with the legislative 
purpose of the Privacy Act of 1974, 
the Office of Management and Fi¬ 
nance will grant access to nonexempt 
material in SCIS records which are 
maintained by the Security and Ad¬ 
ministrative Services Staff. Disclosure 
will be governed by the Department’s 
Privacy Regulations, but will be limit¬ 
ed to the extent that the identity of 
confidential sources will not be com¬ 
promised; subjects of an investigation 
of an actual or potential criminal vio¬ 
lation will not be alerted to the inves¬ 
tigation; the physical safety of wit¬ 
nesses. informants and law enforce¬ 
ment personnel will not be endan¬ 
gered; the privacy of third parties will 
not be violated; and that the disclo¬ 
sure would not otherwise impede ef¬ 
fective law enforcement. Whenever 
possible, information of the above 
nature will be deleted from the re¬ 
quested documents and the balance 
made available. The controlling princi¬ 
ple behind this limited access is to 
allow disclosures except those indicat¬ 
ed above. The decisions to release in¬ 
formation from this system will be 
made on a case-by-case basis.’’ 

(f) The following system of records 
is exempt from p U.S.C. 552a(d): 

(1) Freedom of Information/Privacy 
Act Records System (JUSTICE/OMF- 
019). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(kK2). 

(g) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (c)(3) because 
that portion of the Freedom of Infor¬ 
mation/Privacy Act Records System 
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that consists of investigatory materials 
compiled for law enforcement pur¬ 
poses is being exempted from access 
and contest: the provision for disclo¬ 
sure of accounting is not applicable. 

(2) Prom subsection (d) because of 
the need to safeguard the identity of 
confidential informants and avoid in¬ 
terference with ongoing investigations 
or law enforcement activities by pre¬ 
venting premature disclosure of iiifor- 
mation relating to those efforts. 

S 16.77 [Reserved] 

§ 16.78 Exemption of Watergate Special 
Prosecution Force Systems—Limited 
access. 

(a) The following systems of records 
are exempt from 5 U.S.C. 552a(c) (3) 
and (4). (d). (e) (1), (2) and (3). (e)(4) 
(O). (H) and (I), (e)(5). (f) and (g): 

(1) Watergate Special Prosecution 
Force Investigative and Prosecutory 
Pile (JUSTICE/WSPP-001). 

(2) Watergate Special Prosecution 
Force Automated Investigative File 
(JUSTICE/WSPF-002). 

These exemptions apply to the 
extent that information in these sys¬ 
tems is subject to exemption pursuant 
to 5 U.S.C. 552a (j) and (k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

Prom subsection (c)(3) because the 
release of the accounting of disclo¬ 
sures made under subsection (b) of the 
Act. including those disclosures per¬ 
mitted under the routine uses pub¬ 
lished for these systems of records 
would permit the subject of an investi¬ 
gation of an actual or potential crimi¬ 
nal, civil or regulatory violation to de¬ 
termine whether he is the subject of 
an investigation or to obtain valuable 
information concerning the nature of 
that investigation, material compiled 
during the investigation, and the iden¬ 
tity of witnesses and informants. Dis¬ 
closure of the accounting would there¬ 
fore present a serious impediment to 
law inforcement. In addition, disclo¬ 
sure of the accounting would amount 
to notice to the individual of the exis¬ 
tence of a record: such notice require¬ 
ment under subsection (f)(1) is specifi¬ 
cally exempted for these systems of 
records. 

(2) From subsection (c)(4) because 
an exemption is being claimed for sub¬ 
section (d) of the Act. This section is 
inapplicable to the extent that these 
systems of records are exempted from 
subsection (d). 

(3) Prom subsection (d) because 
access to the records contained in 
these systems would inform the sub¬ 
ject of an investigation of an actual or 
potential criminal, civil, or regulatory 
violation of the existence of that in¬ 
vestigation, of the nature and scope of 
the information and evidence obtained 
as to his activities, of the identity of 

witnesses and informants, or would 
provide information that could enable 
the subject to avoid detection or ap¬ 
prehension. These factors would pre¬ 
sent a serious impediment to effective 
law enforcement because they could 
prevent the successful completion of 
the investigation, endanger the phys¬ 
ical safety of witnesses or informants, 
and lead to the improper influencing 
of witnesses, the destruction of evi¬ 
dence. or the fabrication of testimony. 

(4) From subsection (e)(1) because 
the notices for these systems of re¬ 
cords published in the Federal Regis¬ 
ter set forth the basic statutory or re¬ 
lated authority for maintenance of 
these systems. However, in the course 
of criminal or other law enforcement 
investigations, cases, and matters the 
Watergate Special Prosecution Force 
will occasionally obtain information 
concerning actual or potential viola¬ 
tions of law that are not strictly 
within its statutory or other author¬ 
ity, or may compile information in the 
course of an investigation which may 
not be relevant to a specific prosecu¬ 
tion. In the interests of effective law 
enforcement, it is necessary to retain 
such information in these systems of 
records since it can aid in establishing 
patterns of criminal activity and can 
provide valuable leads for federal and 
other law enforcement agencies. 

(5) From subsection (e)(2) because in 
a criminal or other law enforcement 
investigation or prosecution, the re¬ 
quirement that the information be col¬ 
lected to the greatest extent practica¬ 
ble from the subject individual would 
present a serious impediment to law 
enforcement because the subject of 
the investigation or prosecution would 
be placed on notice as to the existence 
of the investigation and would there¬ 
fore be able to avoid detection or ap¬ 
prehension. to influence witnesses im¬ 
properly, to destroy evidence, or to 
fabricate testimony. 

(6) From subsection (e)(3) because 
the requirement that individuals sup¬ 
plying information be provided with a 
form stating the requirements of sub- 
sec.tion (e)(3) would constitute a seri¬ 
ous impediment to law enforcement in 
that it could compromise the existence 
of a confidential investigation or 
reveal the identity of witnesses or con¬ 
fidential informants. 
• (7) From subsection (e)(4) (G) and 
(H) because an exception is being 
claimed for subsections (d) and (f) of 
the Act. These subsections are inappli¬ 
cable to the extent that these systems 
of records are exempted from subsec¬ 
tions (d) and (f). 

From subsection (e)(4KI) because 
the categories of sources of the re¬ 
cords in these systems have been pub¬ 
lished in the Federal Register in broad 
generic terms in the belief that this is 
all that subsection (e)(4)(I) of the Act 
requires. In the event, however, that 

this subsection should be interpreted 
to require more detail as to the identi¬ 
ty of sources of the records in these 
systems, exemption from this provi¬ 
sion is necessary in order to protect 
the confidentiality of the sources of 
criminal and other law enforcement 
information. Such exemption is fur¬ 
ther necessary to protect the privacy 
and physical safety of witnesses and 
informants. 

(9) From subsection (e)(5) because in 
the collection of information for crimi¬ 
nal or other law enforcement purposes 
it is impossible to determine in ad¬ 
vance what information is accurate, 
relevant, timely and complete. With 
the passage of time, seemingly irrele¬ 
vant or untimely information may ac¬ 
quire new significance as further in¬ 
vestigation brings new details to light 
and the accuracy of such information 
can often only be determined in a 
court of law. The restrictions of sub¬ 
section (e)(5) would restrict the ability 
of trained investigators, intelligence 
analysts, and government attorneys to 
exercise their judgment in reporting 
on information and investigations and 
impede the development of criminal or 
other intelligence necessary for effec¬ 
tive law enforcement. 

(10) From subsection (f) because 
such notice to an individual would be 
detrimental to the successful conduct 
and/or completion of an investigation 
or prosecution pending or future. In 
addition, mere notice of the fact of an 
investigation could inform the subject 
or others that their activities are 
under or may become the subject of 
an investigation and could enable the 
subjects to avoid detection or appre¬ 
hension, to influence witnesses im¬ 
properly, to destroy evidence, or to 
fabricate testimony. Since an exemp¬ 
tion is being claimed for subsection (d) 
of the Act, the rules required pursuant 
to this subsection are inapplicable. 

(11) From subsection (g) because an 
exemption is being claimed for subsec¬ 
tions (d) and (f). 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974, 
the Watergate Special Prosecution 
Force will grant access to nonexempt 
material in records which are main¬ 
tained by the Watergate Special Pros¬ 
ecution Force. Disclosure will be gov¬ 
erned by the Department’s Privacy 
Regulations, but will be limited to the 
extent that the identity of confiden¬ 
tial sources will not be compromised: 
subjects of an investigation of an 
actual or potential criminal, civil or 
regulatory violation will not be altered 
to the investigation: the physical 
safety of witnesses, informants and 
law enforcement personnel will not be 
endangered: the privacy of third par¬ 
ties will not be violated: and that the 
disclosure would not otherwise impede 
effective law enforcement. Whenever 
possible, information of the above 
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nature will be deleted from the re¬ 
quested documents and the balance 
made available. The controlling princi¬ 
ple behind this limited access is to 
allow disclosures except those indicat¬ 
ed above. The decisions to release in¬ 
formation from these systems of re¬ 
cords will be made on a case-by-case 
basis. 

§ 16.79 Exemption of Pardon Attorney 
System. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a(d): 

(1) Executive Clemency Files (JUS- 
TICE/OPA-001). 

This exemption applies only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(j). 

(b) Exemption from subsection (d) is 
Justified for the following reasons: 

(1) Executive clemency files contain 
investigatory and evaluative reports 
relating to applicants for Executive 
clemency. Release of such information 
to the subject would Jeopardize the in¬ 
tegrity of the investigative process, 
invade the right of candid and confi¬ 
dential communications among offi¬ 
cials concerned with recommending 
clemency decisions to the President, 
and disclose the identity of persons 
who furnished information to the 
Government under an express or im¬ 
plied promise that their indentities 
would be held in confidence. 

(2) The purpose of the creation and 
maintenance of these files is to enable 
the Pardon Attorney to prepare for 
the President’s ultimate decisions on 
matters which are within the 
PTesident’s exclusive jurisdiction by 
virtue of Article II, section 2, clause 1 
of the Constitution, which commits 
pardons to the exclusive discretion of 
the President. 

§ 16.80 (Resenred] 

§ 16.81 Exemption of United State* Attor¬ 
neys Systems—Limited access. 

(а) The following systems of records 
are exempt from 5 U.S.C. 552a(c) (3) 
and (4), (d), (e) (1), (2) and (3), (eKA) 
(G) and (H), (e) (5) and (8), (f), (g) and 
(h): 

(1) Citizen Complaint Piles < JUS¬ 
TICE/USA-003). 

(2) Civil Case Files (JUSTICE/USA- 
005). 

(3) Consumer Complaints (JUS¬ 
TICE/USA-006). 

(4) Criminal Case Piles (JUSTICE/ 
USA-007). 

(5) Kline—District of Columbia and 
Maryland Stock and Land Interrela¬ 
tionship Filing System (JUSTICE/ 
USA-010). 

(б) Major Crimes Division Investiga¬ 
tion Piles (JUSTICE/USA-011). 

(7) Prosecutor’s Management Infor¬ 
mation System (PROMIS) (JUSTICE/ 
USA-012). 

(8) U.S. Attorney, District of Colum¬ 
bia Superior Court Division, Criminal 
Piles (JUSTICE/USA-014). 

(9) Pre-trial Diversion Program Files 
(JUSTICE/USA-015). 

These exemptions apply to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a (j) and (k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) FYom subsection (c)(3) because 
the release of the disclosure account¬ 
ing for disclosures pursuant ‘to the 
routine uses published for these sys¬ 
tems would permit the subject of a 
criminal investigation and/or civil case 
or matter under investigation, litiga¬ 
tion, regulatory or administrative 
review or action, to obtain valuable in¬ 
formation concerning the nature of 
the investigation, case or matter and 
present a serious impediment to law 
enforcement or civil legal activities. 

(2) Prom subsection (cK4) since an 
exemption is being claimed for subsec¬ 
tion (d), this subsection will not be ap¬ 
plicable. 

(3) Prom subsection (d) because 
access to the records contained in 
these systems would inform the sub¬ 
ject of criminal investigation and/or 
civil investigation, matter or case of 
the existence of that investigation, 
provide the subject of the investiga¬ 
tion with information that might 
enable him to avoid detection, appre¬ 
hension or legal obligations, and pre¬ 
sent a serious impediment to law en¬ 
forcement and other civil remedies. 

(4) Prom subsection (eKl) because in 
the course of criminal investigations 
and/or civil Investigations, cases or 
matters, the United States Attorneys 
often obtain information concerning 
the violation of laws or civil obliga¬ 
tions other than those relating to an 
active case or matter. In the interests 
of effective law enforcement and civil 
litigation, it is necessary that the 
United States Attorneys retain this in¬ 
formation since it can aid in establish¬ 
ing patterns of activity and provide 
valuable leads for other agencies and 
future cases that may be brought 
within the United States Attorneys’ 
offices. 

(5) Prom subsection (eK2) because in 
a criminal investigation the require¬ 
ment that information be collected to 
the greatest extent possible from the 
subject individual would present a se¬ 
rious impediment to law enforcement 
in that the subject of the investigation 
would be placed on notice of the exis¬ 
tence of the investigation and would 
therefore be able to avoid detection, 
apprehension or legal obligations and 
duties. 

(6) Prom subsection (eK3) because 
the requirement that individuals sup¬ 
plying information be provided with a 
form stating the requirements of sub¬ 

section (eK3) would constitute a seri¬ 
ous impediment to law enforcement in 
that it could compromise the existence 
of a confidential investigation, reveal 
the Identity of confidential sources of 
information and endanger the life and 
physical safety of confidential infor¬ 
mants. 

(7) Prom subsections (e)(4) (G) and 
(H) because these systems of records 
are exempt from individual access pur¬ 
suant to subsections (j) and (k) of the 
Privacy Act of 1974. 

(8) From subsection (e)(5) because in 
the collection of information for law 
enforcement purposes it is impossible 
to determine in advance what informa¬ 
tion is accurate, relevant, timely, and 
complete. With the passage of time, 
seemingly irrelevant or untimely infor¬ 
mation may acquire new significance 
as further investigation brings new de¬ 
tails to light and the accuracy of such 
information can only be determined in 
a court of law. The restrictions of sub¬ 
section (eK5) would restrict the ability 
of trained investigators and intelli¬ 
gence analysts to exercise their judg¬ 
ment in reporting on investigations 
and impede the development of intelli¬ 
gence necessary for effective law en¬ 
forcement. 

(9) Prom subsection (eK8) because 
the individual notice requirements of 
subsection (e)(8) could present a seri¬ 
ous impediment to law enforcement as 
this could Interfere with the United 
States Attorneys’ ability to issue sub¬ 
poenas and could reveal investigative 
techniques and procedures. 

(10) Prom subsection (f) because 
these systems of records have been 
exempted from the access provisions 
of subsection (d). 

(11) Prom subsections (g) and (h) be¬ 
cause these systems of records are 
compiled for law enforcement pur¬ 
poses and have been exempted from 
the access provisions of subsections (d) 
and (f). 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974, 
the Executive Office for United States 
Attorneys will grant access to nonex¬ 
empt material in records which are 
maintained by the United States At¬ 
torneys. Disclosure will be governed by 
the Department’s Privacy Regulations, 
but will be limited to the extent that 
the identity of confidential sources 
will not be compromised; subjects of 
an investigation of an actual or poten¬ 
tial criminal, civil or regulatory viola¬ 
tion will not be alerted to the investi¬ 
gation; the physical safety of wit¬ 
nesses, informants and law enforce¬ 
ment personnel will not be endan¬ 
gered, the privacy of third partries will 
not be violated; and that the disclo¬ 
sure would not otherwise impede ef¬ 
fective law enforcement. Whenever 
possible. Information of the above 
nature will be deleted frcun the re¬ 
quested documents and the balance 
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made available. The controlling princi¬ 
ple behind this limited access is to 
allow disclosures except those indicat¬ 
ed above. The decisions to release in¬ 
formation from these systems will be 
made on a case-by-case basis. 

(d) The following system of records 
is exempted pursuant to the provisions 
of 5 U.S.C. 552a(J)(2) from subsections 
(c) (3) and (4). (d). (e), (1). (2) and (3). 
(e) (4) (O). (H) and (I), (e) (5) and (8). 
(f) . and (g) of 5 U.S.C. 552a; in addi¬ 
tion, the following system of records is 
exempted pursuant to the provisions 
of 5 U.S.C. 552a (k)(l) and (k)(2) from 
subsections (cK3), (d), (e)(1), (eK4) 
(G), (H) and (I), and (f) of 5 U.S.C. 
552a; 
Freedom of Information/Privacy Act 
Records (JUSTICE/USA-009). 
These exemptions apply only to the 
extent that the records contained in 
this system have been obtained from 
other systems of records maintained 
by the U.S. Attorneys Offices for 
which exemptions from one or more of 
the foregoing provisions of the Privacy 
Act of 1974 have been promulgated. 
The exemption claimed for this 
system of records applies only to re¬ 
cords obtained from such other U.S. 
Attorneys Offices systems and only to 
the same extent as the records con¬ 
tained in such other systems have 
been exempted. 

(e) The system of records listed 
under paragraph (d) of this section is 
exempted for the following reasons: 

(1) In the course of processing re¬ 
quests for records pursuant to the 
Freedom of Information Act (5 U.S.C. 
552) or for access or correction of re¬ 
cords pursuant to the Privacy Act (5 
U.S.C. 552a). it is frequently necessary 
to search for records in systems of re¬ 
cords for which exemptions have been 
claimed pursuant to 5 U.S.C. 552a (j) 
or (k). When records are located in 
said systems, it Ls frequently necessary 
to prepare copies for the purpose of 
consulting with agency personnel or 
with other agencies, either with 
regard to determining whether or to 
what extent the records should be dis¬ 
closed, or access provided, or correc¬ 
tion made or denied or for review in 
the event of administrative appeal or 
Judicial review. 

(2) If records otherwise exempt pur¬ 
suant to published rules should lose 
their exempt character when taken 
from such exempt systems for the pur¬ 
pose of compliance with the Freedom 
of Information Act and the Privacy 
Act in reviewing such records and 
making a determination with regard to 
disclosiu*e. access, and the Department 
of Justice in claiming correction, the 
purpose of the Privacy Act in provid¬ 
ing such exemptions and such exemp¬ 
tions would be defeated and nullified. 
The proper, efficient, and timely pro¬ 
cessing of citizens’ requests pursuant 
to said Acts would be hindered and im¬ 
peded. 

S9 16.82-16.83 [Reserved] 

S 16.84 Exemption of Board of Immigra¬ 
tion Appeals System. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a(d) (2). (3) 
and (4); 

(1) Decisions of the Board of Immi¬ 
gration Appeals (JUSTICE/BIA-001). 

This exemption applies only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsections (d) (2). (3) and 
(4) because the decisions reflected con¬ 
stitute official records of opinions ren¬ 
dered in quasi-judicial proceedings. 
Administrative due process could not 
be achieved by the ex parte “correc¬ 
tion” of such opinions by the subject 
of the opinion. 

§ 16.85 Exemption of Board of Parole 
System—Limited access. 

(a) The following systems of records 
are exempt from 5 U.S.C. 552a (c) (3) 
and (4). (d). (e) (2) and (3). (e) (4) (G) 
and (H). (e) (8). (f) and (g): 

(1) Docket Scheduling and Control 
System (JUSTICE/BPR-001). 

(2) Inmate and Supervision Files 
System (JUSTICE/BPR-003). 

(3) Labor and Pension Case, Legal 
Pile, and General Correspondence 
System (JUSTICE/BPR-004). 

(4) Statistical. Educational and De¬ 
velopmental System (JUSTICE/BPR- 
006). 

(5) Workload Record, Decision 
Result, and Annual Report System 
(JUSTICE/BPR-007). 
These exemptions apply only to the 
extent that information in these sys¬ 
tems is subject to exemption pursuant 
to 5 U.S.C. 552a(j). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) Prom subsection (c)(3) because 
revealing disclosure of accountings to 
inmates and persons on supervision 
could compromise legitimate law en¬ 
forcement activities and Board of 
Parole responsibilities. 

(2) From subsection (c)(4) because 
the exemption from subsection (d) will 
make notification of disputes inappli¬ 
cable. 

(3) From subsection (d) because this 
is essential to protect internal process¬ 
es by which Board personnel are able 
to formulate decisions and policies 
with regard to federal prisoners and 
persons under supervision, to prevent 
disclosures of information to federal 
inmates or persons on supervision that 
would jeopardize legitimate correc¬ 
tional interests of security, custody, 
supervision, or rehabilitation, to 
permit receipt of relevant information 
from other federal agencies, state and 

local law enforcement agencies, and 
federal and state probation and Judici¬ 
al offices, to allow private citizens to 
express freeely their opinions for or 
against parole, to allow relevant crimi¬ 
nal history type Information of co-de¬ 
fendants to be kept in files, to allow 
medical, psychiatric and sociological 
material to be available to professional 
staff, and to allow a candid process of 
fact selection, opinion formulation, 
evaluation and recommendation to be 
continued by professional staff. The 
legal files contain case development 
material and, in addition to other rea¬ 
sons, should be exempt under the at¬ 
torney-client privilege. Each labor or 
pension applicant has had served upon 
him the material in his file which he 
did not prepare and may see his own 
file at any time. 

(4) From subsection (e)(2) because 
primary collection of information di¬ 
rectly from federal inmates or persons 
on supervision about criminal sen¬ 
tence, criminal records, institutional 
performance, readiness for release 
from custody, or need to be returned 
to custody is highly impractical and 
inappropriate. 

(5) From subsection (e)(3) because 
application of this provision to the op¬ 
erations and collection of information 
by the Board, which is primarily from 
sources other than the Individual, is 
inappropriate. 

(6) From subsections (e)(4) (G) and 
(H) because exemption from the 
access provisions of (d) makes publica¬ 
tion of agency procedures under (d) in¬ 
applicable. 

(7) From subsection (eK8) because 
the nature of the Board’s activities 
renders notice of compliance with 
compulsory legal process impractical. 

(8) From subsection (f) because ex¬ 
emption from the provisions of subsec¬ 
tion (d) will render compliance with 
provisions of this subsection inapplica¬ 
ble. 

(9) From subsection (g) because ex¬ 
emption from the provisions of subsec¬ 
tion (d) will render the provisions on 
suits to enforce (d) inapplicable. 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974, 
the Board of Parole will initiate a pro¬ 
cedure whereby present or former fed¬ 
eral inmates in custody or persons 
imder supervision may review copies 
of material in files relating to them 
which are maintained by the Board of 
Parole. Disclosure of the contents will 
be effected by providing copies of doc¬ 
uments to requesters through the 
mails. Disclosure will be limited to the 
extent that investigative data, letters 
or memoranda containing facts select¬ 
ed from the whole fact picture, and 
items of opinion, conclusion and rec¬ 
ommendation, items from exempt 
sources such as the courts, medical 
and psychiatric data harmful to con¬ 
tinuation of therapy, data which 
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would Jeopardize privacy rights of 
others, and information furnished 
with a legitimate expectation of confi¬ 
dentiality will not be made available. 
The controlling principle behind the 
limited access is to allow disclosures 
except those which would impair the 
integrity of the Board’s decision or 
policy making processes, the confiden¬ 
tiality of its sources, the effectiveness 
of the Department of Justice’s investi¬ 
gative proceses. and the privacy of 
third parties: or jeopardize the legiti¬ 
mate correctional interests of release 
from custody, supervision, control and 
rehabilitation and the decision and 
policy making processes connected 
therewith: the dociunentation of 
which is exemptable from the Privacy 
Act. The limitations on disclosure may 
be changed generally or in regard to 
certain documentation due to pending 
or future decisions and directions of 
the Department of Justice. 

$§16.86-16.87 [Reserved] 

$ 16.88 Exemption of Antitrust Division 
Systems. 

(a) The following systems of records 
are exempt from 5 U.S.C. 552a (cK3). 
(d), (eKl), (eM4) (G) and (H), and (f): 

(1) Computerized Document Retriev¬ 
al System—"United States v. Interna¬ 
tional Business Machines” ("CDRS— 
IBM") (JUSTICE/ATR-4)02). 

(2) Computerized Document Retriev¬ 
al System—“Tire cases” ("CDRS—Tire 
Cases”) (JUSTICE/ATR-003). 

These exemptions apply only to the 
extent that information in these sys¬ 
tems is subject to exemption pursuant 
to 5 U.S.C. 552a(k). It is noted howev¬ 
er. that the provisions of 5 U.S.C. 552a 
are not applicable to these systems by 
virtue of 5 U.S.C. 552a(dK5). 

(b) Exemption from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) Exemption from subsection (cK3) 
is justified because these systems are 
maintained only in aid of on-going 
antitrust enforcement proceedings 
(e.g., pretrial/trial). Documents re¬ 
trieved by using information ("key¬ 
words”) stored electronically in these 
systems are. and will be required in 
the ordinary course of conducting all 
proceedings in “United States v. The 
Goodyear Tire & Rubber Company,” 
Civil No. C-73-835 (N.D. Ohio). 
“United States v. The Firestone Tire 
& Rubber Company,” Civil No. C-73- 
836 (N.D. Ohio), and “United States v. 
International Business Machines,” 
Civil No. 69-Civ.-200 (S.D. N.Y.). Con¬ 
sequently, in the course of such pro¬ 
tracted and complex antitrust proceed¬ 
ings. the presentation, production or 
other routine and necessary disclosure 
of documents retrieved from these sys¬ 
tems will be required to be made 
before the courts and as otherwise re¬ 
quired by order of court or pursuant 
to binding niles of procedure. 

(2) 5 U.S.C. 552a(d) does not apply to 
these systems by virture of 5 U.S.C. 
552a(d)(5). In addition, exemptions 
from subsections (d), (e)(4) (G) and 
(H). and (f). all related to matters con¬ 
cerned with individual access to infor¬ 
mation in systems of records, are justi¬ 
fied under 5 U.S.C. 552a(k) because 
access to the documents retrievable 
from these systems and compiled for 
law enforcement purposes could result 
in the invasion of the privacy of pri¬ 
vate persons named or otherwise iden¬ 
tified in such documents as well as the 
unjustified disclosure of commercial 
and financial information of a confi¬ 
dential nature obtained from various 
firms connected with or involved in 
the referenced proceedings. 

(3) Exemption from subsection (eKl) 
is justified because the collection of 
documents prior to and during the ju¬ 
dicial proceedings necessarily involves 
the assemblage, indexing and storage 
in these types of systems of informa¬ 
tion relative to individuals who are not 
ultimately required to appear or oth¬ 
erwise connected with actual litiga¬ 
tion.” 

(c) The following system of records 
is exempt from 5 U.S.C. 552a(cK3), (d). 
(e)(4) (G) and (H), and (f). 

(1) Antitrust Caseload Evaluation 
System (ACES)—Monthly Report. 
(Justice/ATR-(K)9) 
These exemptions apply only to the 
extent that information in these sys¬ 
tems is subject to exemption pursuant 
to 5 U.S.C. 552a(k)(2). It is noted how¬ 
ever that the provisions of 5 U.S.C. 
552a are not applicable to these sys¬ 
tems by virtue of 5 U.S.C. 552a(dK5). 

(d) Exemption from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) Exemption from subsection (c)(3) 
is justified because these systems are 
maintained in aid of ongoing antitrust 
enforcement investigations and pro¬ 
ceedings. The release of the account¬ 
ing of disclosures made imder subsec¬ 
tion (b) of the Act would permit the 
subject of an investigation of an actual 
or potential criminal or civil violation 
to determine whether he is the subject 
of an investigation. Disclosure of the 
accounting would therefore present a 
serious impediment to antitrust law 
enforcement efforts. 

(2) 5 U.S.C. 552a(d) does not apply to 
these systems by virtue of 5 U.S.C. 
552a(d)(5). In addition, exemptions 
from subsections (d). (eK4) (G) and 
(H). and (f). all related to matters con¬ 
cerned with individual access to infor¬ 
mation in systems of records are justi¬ 
fied under 5 U.S.C. 552a(k)(2) because 
access to the information retrievable 
from this system and compiled for law 
enforcement purposes could result in 
the premature disclosure of the identi¬ 
ty of the subject of an investigation of 
an actual or potential criminal or civil 
violation and information concerning 

the nature of that investigation. This 
information could enable the subject 
to avoid detection of apprehension. 
This would present a serious impedi¬ 
ment to effective law enforcement 
since the subject could hinder or pre¬ 
vent the successful completion of the 
investigation. 

$ 16.89 [Reserved] 

$ 16.90 Exemption of Civil Rights Division 
Systems. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a(d): 

(1) Piles on Employment Civil 
Rights Matters Referred by the Equal 
Employment Opportunity Commission 
(JUSTICE/CRT-P07). 

This exemption applies to the extent 
that information In this system is sub¬ 
ject to exemption pursuant to 5 U.S.C. 
552a(k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (d) because this 
system contains investigatory material 
compiled by the Equal Opportunity 
Commission pursuant to its authority 
under 42U.S.C. 2000e-8. 42 U.S.C. 
20()()e-8(e) and 44 U.S.C. 3508 make it 
unlawful to make public in any 
manner whatsoever any information 
obtained by the Commission pursuant 
to the authority. 

(c) The following systems of records 
are exempt from 5 U.S.C. 552a (cK3) 
and (d): 

(1) Records Obtained by Office of 
Special Litigation Concerning Resi¬ 
dents of Certain State Institutions 
(JUSTICE/CRT-005). 

(2) Piles of Federal Programs Sec¬ 
tion, Civil Rights Division (JUSTICE/ 
CRT-006). 

These exemptions apply only to the 
extent that information in these sys¬ 
tems is subject to exemption pursuant 
to 5 U.S.C. 552(k). 

(d) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) Prom subsection (c)(3) because 
the release of the disclosure account¬ 
ing for disclosure pursuant to the rou¬ 
tine uses published for this system 
may enable the subject of an investi¬ 
gation to gain valuable information 
concerning the nature and scope of 
the investigation and seriously 
hamper law enforcement efforts. 

(2) Prom subsection (d) because 
freely permitting access to records in 
this system would compromise on¬ 
going investigations and reveal investi¬ 
gatory techniques. In addition, these 
records may be subject to protective 
orders entered by federal courts to 
protect their confidentiality. Many of 
the records contained in these systems 
are copies of documents which are the 
property of state agencies and were 
obtained imder express or implied 
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promises to strictly protect their confi¬ 
dentiality. 

(e) The following system of records 
is exempt from 5 U.S.C. 552a (c)(3). (d) 
and (g); 

(1) Central Civil Rights Division 
Index File and Associated Records 
(JUSTICE/CRT-001). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(J) and (k). 

(f) Exemptions from the particular 
subsections are justified for the follow¬ 
ing reasons: 

(1) Prom subsections (c)(3) and (d) 
for the reasons listed in 16.90(d)(1) 
and (2) above. 

(2) From subsection (g) because ex¬ 
emption from the provision of subsec¬ 
tion (d) will render the provisions on 
suits to enforce (d) inapplicable. 

(g) The following system of records 
is exempted pursuant to the provisions 
of 5 U.S.C. 552a(j)(2) from subsections 
(cK3), (d), and (g) of 5 U.S.C. 552a: in 
addition, the following system of re¬ 
cords is exempted pursuant to the pro¬ 
visions of 5 U.S.C. 552a(k)(2) from sub¬ 
sections (c)(3). and (d) of 5 U.S.C. 
552a: Freedom of Information/Privacy 
Act Records (JUSTICE/CRT-010). 

These exemptions apply only to the 
extent that the records contained in 
this system have been obtained from 
other systems of records maintained 
by the Civil Rights Division for which 
exemptions from one or more of the 
foregoing provisions of the Privacy 
Act of 1974 have been promulgated. 
The exemptions claimed for this 
system pf records apply only to re¬ 
cords obtained from such other Civil 
Rights Division systems and only to 
the same extent as the records con¬ 
tained in such other systems have 
been exempted. 

(h) The system of records listed 
under paragraph (g) of this section is 
exempted for the following reasons: 

(1) In the course of processing re¬ 
quests for records pursuant to the 
^eedom of Information Act (5 U.S.C. 
552) or for access or correction of re¬ 
cords pursuant to the Privacy Act (5 
U.S.C. 552a). it is frequently necessary 
to search for records in systems of re¬ 
cords for which exemptions have been 
claimed pursuant to 5 U.S.C. 552a (j) 
or (k). When records are located in 
said systems, it is frequently necessary 
to prepare copies for the purpose of 
consulting with agency personnel or 
with other agencies, either with 
regard to determining whether or to 
what extent the records should be dis¬ 
closed, or access provided, or correc¬ 
tion made or denied, or for review in 
the event of administrative appeal or 
judicial review. 

(2) If records otherwise exempt pur¬ 
suant to published rules should lose 
their exempt character when taken 
from such exempt systems for the pur¬ 

pose of compliance with the Freedom 
of Information Act and the Privacy 
Act in reviewing such records and 
making determination with regard to 
disclosure, access, and correction, the 
purpose of the Privacy Act in provid¬ 
ing such exemptions, and of the De¬ 
partment of Justice in claiming such 
exemptions would be defeated and 
nullified. The proper, efficient, and 
timely processing of citizens’ requests 
pursuant to said Acts would be hin¬ 
dered and impeded. 

S 16.91 Exemption of Criminal Division 
Systems—Limited access, as indicated. 

(a) The following systems of records 
are exempted pursuant to the provi¬ 
sions of 5 U.S.C. 552a(j)(2) from sub¬ 
sections (c) (3) and (4), (d). (e) (I). (2) 
and (3). (e)(4) (G). (H) and (I), (e) (5) 
and (8). (f) and (g) of 5 U.S.C. 552a; in 
addition, the following systems of re¬ 
cords are exempted pursuant to the 
provisions of 5 U.S.C. 552a (k)(l) and 
(k)(2) from subsections (c)(3), (d), 
(e)(1), (e)(4) (G), (H). and (I), and (f) 
of 5 U.S.C. 552a: 

(1) Central Criminal Division, Index 
Pile and Associated Records System of 
Records (JUSTICE/CRM-OOD—Limit¬ 
ed Access. 

(2) General Crimes Section, Crimi¬ 
nal Division, Central Index Pile and 
Associated Records System of Records 
(JUSTICE/CRM-004)—Limited Ac¬ 
cess, 

These exemptions apply to the 
extent that information in those sys¬ 
tems are subject to exemption pursu¬ 
ant to 5 U.S.C. 552a (j)(2), (k)(l) and 
(k)(2). 

(b) The systems of records listed 
under paragraphs b(l) and (b)(2) of 
this section are exempted, for the rea¬ 
sons set forth, from the following pro¬ 
visions of 5 U.S.C. 552a: 

(1) . (c)(3). The release of the disclosure ac¬ 
counting for disclosures made pursuant to 
subsection (b) of the Act, including those 
permitted under the routine uses published 
for these systems of records, would permit 
the subject of an investigation of an actual 
or potential criminal, civil, or regulatory vio¬ 
lation to determine whether he is the sub¬ 
ject of investigation, or to obtain valuable 
information concerning the nature of that 
investigation, and the information obtained, 
or the identity of witnesses and informants 
and would therefore present a serious im¬ 
pediment to law enforcement. In addition, 
disclosure of the accounting would amount 
to notice to the individual of the existence 
of a record; such notice requirement under 
subsection (f)(1) is specifically exempted for 
these systems of records. 

(2) . (cX4). Since an exemption is being 
claimed for subsection (d) of the Act (Access 
to Records) this subsection is inapplicable 
to the extent that these systems of records 
are exempted from subsection (d). 

(3) . (d). Access to the records contained in 
these systems would inform the subject of 
an investigation of an actual or potential 
criminal, civil, or regulatory violation of the 
existence of that investigation, or the 
nature and scope of the information and 

evidence obtained as to his activities, of the 
identity of witnesses and informants, or 
would provide information that could 
enable the subject to avoid detection or ap¬ 
prehension. These factors would present a 
serious impediment to effective law enforce¬ 
ment because they could prevent the suc¬ 
cessful completion of the investigation, en¬ 
danger the physical safety of witnesses or 
Informants, and lead to the improper influ¬ 
encing of witnesses, the destruction of evi¬ 
dence, or the fabrication of testimony. 

(4) . (e)(1). The notices of these systems of 
records published in the Federal Register 
set forth the basic statutory or related au¬ 
thority for maintenance of this system. 
However, in the course of criminal or other 
law enforcement investigations, cases, and 
matters, the Criminal Division or its compo¬ 
nents will occasionally obtain information 
concerning actual or potential violations of 
law that are not strictly within its statutory 
or other authority or may compile informa¬ 
tion in the course of an investigation which 
may not be relevant to a specific prosecu¬ 
tion, In the Interests of effective law en¬ 
forcement. it is necessary to retain such in¬ 
formation in these systems of records since 
it can aid in establishing patterns of crimi¬ 
nal activity and can provide valuable leads 
for federal and other law enforcement agen¬ 
cies. 

(5) . (e)(2). In a criminal investigation or 
prosecution, the requirement that informa¬ 
tion be collected to the greatest extent prac¬ 
ticable from the subject individual would 
present a serious impediment to law en¬ 
forcement because the subject of the inves¬ 
tigation or prosecution would be placed on 
notice as to the existence of the investiga¬ 
tion and would therefore be able to avoid 
detection or apprehension, to influence wit¬ 
nesses improperly, to destroy evidence, or to 
fabricate testimony. 

(6) . (eK3). The requirement that individ¬ 
uals supplying information be provided with 
a form stating the requirements of subsec¬ 
tion (eK3) would constitute a serious im¬ 
pediment to law enforcement in that it 
could compromise the existence of a confi¬ 
dential investigation or reveal the identity 
of witnesses or confidential informants. 

(7) . (eK4) (G) and (H). Since an exemption 
is being claimed for subsections (f) (Agency 
Rules) and (d) (Access to Records) of the 
Act these subsections are inapplicable to the 
extent that these systems of records are 
exempted from subsections (f) and (d). 

(8) . (eK4KI). The categories of sources of 
the records in these systems have been pub¬ 
lished in the Federal Register in broad ge¬ 
neric terms in the belief that this is all that 
subsection (eK4KI) of the Act requires. In 
the event, however, that this subsection 
should be interpreted to require more detail 
as to the identity of sources of the records 
in these systems, exemption from this provi¬ 
sion is necessary in order to protect the con¬ 
fidentiality of the sources of criminal and 
other law enforcement information. Such 
exemption is further necessary to protect 
the privacy and physical safety of witnesses 
and informants. 

(9) . (eK5). In the collection of information 
for criminal law enforcement purposes it is 
impossible to determine in advance what in¬ 
formation is accurate, relevant, timely, and 
complete. With the passage of time, seem¬ 
ingly irrelevant or untimely information 
may acquire new significance as further in¬ 
vestigation brings new details to light and 
the accuracy of such information can often 
only be determined in a court of law. The 
restrictions of subsection (eK5) would re- 
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restrictions of subsection (eK5) would re¬ 
strict the ability of trained investigators, in¬ 
telligence analysts, and govenunent attor¬ 
neys in exercising their Judgment in report¬ 
ing on information and Investigations and 
impede the development of criminal or 
other intelligence necessary for effective 
law enforcement. 

(10) . (eK8). The Individual notice require¬ 
ments of subsection (eK8) could present a 
serious impediment to law enforcement as 
this could interfere with the ability to issue 
warrants or subpoenas and could reveal In¬ 
vestigative techniques, procedures, or evi¬ 
dence. 

(11) . (f). Procedures for notice to an indi¬ 
vidual pursuant to subsection (fKl) as to 
the existence of records pertaining to him 
dealing with an actual or potential criminal, 
civil or regulatory investigation or prosecu¬ 
tion must be exempted because such notice 
to an individual would be detrimental to the 
successful conduct and/or completion of an 
Investigation or prosecution pending or 
future. In addition, mere notice of the fact 
of an investigation could inform the subject 
or others that their activities are under or 
may become the subject of an investigation 
and could enable the subjects to avoid de¬ 
tection or apprehension, to influence wit¬ 
nesses improperly, to destroy evidence, or to 
fabricate testimony. 

Since an exemption is being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules require pursuant to subsec¬ 
tion (f) (2) through (5) are inapplicable to 
these systems of records to the extent that 
these systems of records are exempted from 
subsection (d). 

(12) . (g). Since an exemption is being 
claimed for subsections (d) (Access to Re¬ 
cords) and (f) (Agency Rules) this section is 
inapplicable, and is exempted for the rea¬ 
sons set forth for those subsections, to the 
extent that these systems of records are 
exempted from subsections (d) and (f). 

(13) . In addition, exemption is claimed for 
these systems of records from compliance 
with the following provisions of the Privacy 
Act of 1974 (5 U.S.C. 552a) pursuant to the 
provisions of 5 U.S.C, 552a(kKl): subsections 
(cK3), (d), (eXl), (eK4) (G). (H) and (I) and 
(f) to the extent that the records contained 
in these systems are specifically authorized 
to be kept secret in the interests of national 
defense and foreign policy. 

(c) The following systems of records 
are exempted ptirsuant to the provi¬ 
sions of 5 U.S.C. 552a(JK2) from sub¬ 
section (c) (3) and (4), (d), (e) (1), (2) 
and (3), (e)(4) (G), (H) and (I), (e) (5) 
and (8), (f) and (g) of 5 U.S.C. 552a; 

(1) Criminal Division Witness Securi¬ 
ty Program. Pile System of Records 
(JUSTICE/CRM-002). 

(2) Narcotic and Dangerous Drug 
Witness Security, Program Pile 
System of Records (JUSTICE/CRM- 
009). 

These exemptions apply to the 
extent that information in these sys¬ 
tems are subject to exemption pursu¬ 
ant to 5 U.S.C. 552a(JK2). 

(d) The systems of re<x)rds listed 
under paragraphs (cKl) and (cK2) of 
this section are exempted, for the rea¬ 
sons set forth, from the following pro¬ 
visions of 5 U.S.C. 552a; 

(1). (cK3) The release of the disclosure ac¬ 
counting for disclosures made pursuant to 

subsection (b) of the Act, including those 
permitted under the routine uses published 
for these systems of records, would permit 
the subject of an investigation of an actual 
or potential criminal violation, which may 
include those protected under the Witness 
Security Program, to determine whether he 
is the subject of a criminal investigation, to 
obtain valuable Information concerning the 
nature of that investigation and the infor¬ 
mation obtained, or the identity of wit¬ 
nesses and informants and the nature of 
their reports, and would therefore present a 
serious impediment to law enforcement. In 
addition, disclosure of the accounting would 
amount to notice to the individual of the ex¬ 
istence of a record; such notice requirement 
under subsection (fKl) is specifically 
exempted for these systems of records. 
Moreover, disclosure of the disclosure ac¬ 
counting to an individual protected under 
the Witness Security Program could Jeopar¬ 
dize the effectiveness and security of the 
Program by revealing the methods and 
techniques utilized in relocating witnesses 
and could therefore Jeopardize the ability to 
obtain, and to protect the confidentiality of, 
information compiled for purposes of a 
criminal investigation. 

(2) . (cM4) Since an exemption Is being 
claimed for subsection (d) of the Act (Access 
to Records) this section is inapplicable. 

(3) . (d) Access to the records contained in 
these systems would inform the subject of 
an investigation of an actual or potential 
criminal violation, which may include those 
protected under the Witness Seciulty Pro¬ 
gram. of the existence of that Investigation, 
of the nature and scope of the information 
and evidence obtained as to his activities, of 
the Identity of witnesses and Informants, or 
would provide information that could 
enable the subject to avoid detection or ap¬ 
prehension. These factors would present a 
serious impediment to effective law enforce¬ 
ment because they could prevent the suc¬ 
cessful completion of the investigation, en¬ 
danger the physical safety of witnesses or 
informants, and lead to the improper influ¬ 
encing of witnesses, the destruction of evi¬ 
dence, or the fabrication of testimony. In 
addition, access to the records in these sys¬ 
tems to an individual protected under the 
Witness Security Program could Jeopardize 
the effectiveness and security of the Pro¬ 
gram by revealing the methcxls and tech¬ 
niques utilized in relocating witnesses and 
could therefore Jeopardize the ability to 
obtain, and to protect the confidentiality of. 
information compiled for purposes of a 
criminal investigation. 

(4) . Exemption is claimed from subsection 
(eXl) for the reasons stated in subsection 
(bX4) of this section. 

(5) . (eX2) In the course of preparing a 
Witness Security Program for an individual 
much of the Information is collected from 
the subject. However, the requirement that 
the information be collected to the greatest 
extent practicable from the subject individ¬ 
ual would present a serious impediment to 
criminal law enforcement because the indi¬ 
vidual himself may be the subject of a 
criminal investigation or have been a par¬ 
ticipant in. or observer of, criminal activity. 
As a result, it is necessary to seek informa¬ 
tion from other sources. In addition, the 
failure to verify the information provided 
from the individual when necessary and to 
seek other information could Jeopardize the 
confidentiality of the Witness S^urity Pro¬ 
gram and lead to the obtaining and mainte¬ 
nance of Incorrect and uninvestigated infor¬ 
mation on criminal matters. 

(6) . (eX3) The requirement that individ¬ 
uals supplying Information be provided with 
a form stating the requirements of subsec¬ 
tion (eX3) would constitute a serious im¬ 
pediment to law enforcement in that It 
could compromise or reveal the identity of 
witnesses and informants protected under 
the Witness Security Program. 

(7) . (eX4) (O) and (H). Since an exemption 
is being claimed for subsections (f) (Agency 
Rules) and (d) (Access to Records) of the 
Act these subsections are inapplicable. 

(8) . (eX4XI). The categories of sources of 
the records in these systems have been pub¬ 
lished in the Federal Register in broad ge¬ 
neric terms in the belief that this is all that 
subsection (eX4XI) of the Act requires. In 
the event, however, that this subsection 
should be interpreted to require more detail 
as to the identity of sources of the records 
in the system, exemption from this provi¬ 
sion is necessary in order to protect the con¬ 
fidentiality of the sources of (riminal law 
enforcement information and of witnesses 
and Informants protected under the Witness 
Security Program. 

(9) . Exemption is claimed from subsec¬ 
tions (eX5) and (eX8) for the reasons stated 
in subsection (bX9) and (bXlO) of this sec¬ 
tion. 

(10) . Procedures for notice to an individ¬ 
ual pursuant to subsection (fXl) as to the 
existence of records contained in these sys¬ 
tems pertaining to him would Inform the 
subject of an investigation of an actual or 
potential criminlal violation, which may in¬ 
clude those protected under the Witness Se¬ 
curity Program, of the existence of that in¬ 
vestigation. of the nature and scope of the 
information and evidence obtained as to his 
activities, of the identity of witnesses and 
iixformants, or would provide information 
that could enable the subject to avoid detec¬ 
tion or apprehension. These factors would 
present a serious impediment to effective 
law enforcement because they could prevent 
the successful conduct and/or completion of 
an investigation pending or future, endan¬ 
ger the physical safety of witnesses or infor¬ 
mants. and lead to the improper influencing 
of witnesses, the destruction of evidence, or 
the fabrication of testimony. In addition,' 
notices as to the existence of recorcis con¬ 
tained in these systems to an individual pro¬ 
tected under the Witness Security Program 
could Jeopardize the effectiveness and secu¬ 
rity of the Program by revealing the meth¬ 
ods and techniques utilized in relocating 
witnesses and could therefore Jeopardize 
the ability to obtain, and to protect the con¬ 
fidentiality of Information compiled for pur¬ 
poses of a criminal investigation. 

Since an exemption is being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules required pursuant to sub¬ 
section (fX2) through (5) are inapplicable. 

(11) . (g) Since an exemption is being 
claimed for subsections (d) (Access to Re¬ 
cords) and (f) (Agency Rules) this section is 
inapplicable and is exempted for the rea¬ 
sons set forth for those subsections. 

(e) The following systems of records 
are exempted pursuant to the provi¬ 
sions of 5 U.S.C. 552a(jK2) from sub¬ 
sections (c) (3) and (4). (d), (eK4) (O). 
(H) and (I), (f), and (g) of 5 U.S.C. 
552a: 

(1) Organized Crime and Racketeer¬ 
ing Section File Check Out System of 
Records (JUSTICE/CRM-011). 

(2) Organized Crime and Racketeer¬ 
ing Section Intelligence and Special 
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Services Unit. Information Request 
System of Records (JUSTICE/CRM- 
014). 

These exemptions apply to the 
extent that information in those sys¬ 
tems are subject to exemption pursu¬ 
ant to 5 U.S.C. 552a(J)(2). 

(f) The systems of records listed 
under paragraphs (e)(1) and (e)(2) of 
this section are exempted for the rea¬ 
sons set forth, from the following pro¬ 
visions of 5 U.S.C. 552a: 

(1) . (cK3>. The release of the disclosure ac¬ 
counting for disclosures nuule pursusuit to 
subsection (b) of the Act, Including those 
permitted under the routine uses published 
for these systems of records, would permit 
the subject of an investigation of an actual 
or potential criminal violation to determine 
whether he is the subject of a criminal in¬ 
vestigation and would therefore present a 
serious impediment to law enforcement. 
The records in these systems contain the 
names of the subjects of the files in ques¬ 
tion and the system is accessible by name of 
the person checking out the file and by 
name of the subject of the file. In addition, 
disclosure of the accounting would amount 
to notice to the individual of the existence 
of a record; such notice requirement under 
subsection (fXl) is specifically exempted for 
these systems of records. 

(2) . (cK4). Since an exemption is being 
claimed for subsection (d) of the Act (Access 
to Records) this section is inapplicable. 

(3) . (d). Access to the record contained in 
these systems would inform the subject of 
an investigation of an actual or potential 
criminal violation of the existence of that 
investigation. This would present a serious 
impediment to effective law enforcement 
bemuse it could prevent the successful com¬ 
pletion of the investigation, endanger the 
physical safety of witnesses or Informants, 
and lead to the improper influencing of wit¬ 
nesses, the destruction of evidence, or the 
fabrication of testimony. 

(4) . Exemption is claimed from subsec¬ 
tions (eK4) (O). (H) and (I) for the reasons 
stated in subsections (bK7) and (bK8) of this 
section. , 

(5) . (f). These systems may be accessed by 
the name of the person who is the subject 
of the file and who may also be the subject 
of a criminal investigation. Procedures for 
notice to an individual pursuant to subsec¬ 
tion (fXl) as to the existence of records per¬ 
taining to him, which may deal with an 
actual or potential criminal investigation or 
prosecution, must be exempted because 
such notice to an Individual would be detri¬ 
mental to the successful conduct and/or 
completion of the investigation or prosecu¬ 
tion pending or future. In addition mere 
notice of the fact of an Investigation could 
inform the subject or others that their ac¬ 
tivities are under or may become the subject 
of an investigation and could enable the 
subjects to avoid detection or apprehension, 
to influence witnesses improperly, to de¬ 
stroy evidence, or to fabricate testimony. 

Since an exemption is being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules required pursuant to sub¬ 
section (f) (2) through (S) are inapplicable. 

(6) . (g). Since an exemption is being 
claimed for subsections (d) (Access to Re¬ 
cords) and (f) (Agency Rules) of the Act this 
section is inapplicable and is exempted for 
the reasons set forth for those subsections. 

(g) The following system of records 
is exempted pursuant to the provisions 

of 5 U.S.C. 552a(j)(2) from subsections 
(c)(4). (d). (e)(4) (O), (H) and (I), (f) 
and (g) of 5 U.S.C. 552a. 

Piles of Names Checked to Deter¬ 
mine If Th<}se Individuals Have Been 
the Subject of an Electronic Surveil¬ 
lance System of Records (JUSTICE/ 
CRM-003). 

These exemptions apply to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C, 552a(J)(2). 

(h) The system of records listed 
under paragraph (g) of this section is 
exempted, for the reasons set forth, 
from the following provisions of 5 
U.S.C. 552a: 

(1) . (cK4). Since an exemption is being 
claimed for subsection (d) of the Act (Access 
to Records) this section is inapplicable to 
the extent that this system of records is 
exempted from subsection (d). 

(2) . (d). The records contained in this 
system of records generally consist of infor¬ 
mation filed with the court in response to 
the request and made available to the re¬ 
questor. To the extent that these records 
have been so filed, no exemption is sought 
from the provisions of this subsection. Occa¬ 
sionally. the records contain pertinent logs 
of intercepted communications and other 
investigative reports not filed with the 
court. These records must be exempted be¬ 
cause access to such records could inform 
the subject of an investigation of an actual or 
potential criminal violation of the existence of 
that investigation and of the nature of the 
information and evidence obtained by the 
government. This would present a serious 
impediment to effective law enforcement be¬ 
cause it could prevent the successful comple¬ 
tion of the investigation, endanger the 
physical safety of witnesses or Informants, 
and lead to the improper influencing of wit¬ 
nesses, the destruction of evidence, or the 
fabrication of testimony. 

(3) . Exemption is claimed from subsec¬ 
tions (eK4) (O), (H) and (I) for the reasons 
stated in subsections (bK7) and (bK8) of this 
section. 

(4) . (f). The records contained in this 
system of records generally consist of infor¬ 
mation filed with the court and made avail¬ 
able to the requestor. To the extent that 
these records have been so filed, no exemp¬ 
tion is sought from the provisions of this 
subsection. Occasionally, the records con¬ 
tain pertinent logs of intercepted communi¬ 
cations and other investigative reports not 
filed with the court. These records must be 
exempted from a requirement of notifica¬ 
tion as to their existence because such 
notice to an individual would be detrimental 
to the successful (x>nduct and/or completion 
of a criminal Investigation or prosecution 
pending or future. In addition, mere notice 
of the existence of such logs or investigative 
reports could inform the subject or others 
that their activities are under or may 
become the subject of an investigation and 
could enable the subjects to avoid detection 
or apprehension, to Influence witnesses im¬ 
properly. to destroy evidence or to fabricate 
testimony. 

Since an exemption is being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules required pursuant to sub¬ 
section (f) (2) through (5) are inapplicable 
to the extent that this system of records is 
exempted for subsection (d). 

(6). (g). Since an exemption is being 
claimed for subsections (d) (Access to Re¬ 

cords) and (f) (Agency Rules) this section is 
inapplicable, and is exempted for the rea¬ 
sons set forth for those subsections, to the 
extent that this system of records is 
exempted from subsection (d) and (f). 

(i) The following systems of records 
are exempted pursuant to the provi¬ 
sions of 5 U.S.C. 552a(J)(2) from sub¬ 
sections (c) (3) and (4). (d), (e) (1). (2) 
and (3). (e) (4) (G). (H) and (I). (e) (5) 
and (8). (f) and (g) of 5 U.S.C. 552a: 

(1) Information File on Individuals 
and Commercial Entities Known or 
Suspected of Being Involved in Fraud¬ 
ulent Activities System of Records 
(JUSTICE/CRM-006). 

(2) The Stocks and Bonds Intelli¬ 
gence Control Card File System of Re¬ 
cords (JUSTICE/CRM-021). 

These exemptions apply only to the 
extent that information in these sys¬ 
tems are subject to exemption pursu¬ 
ant to 5 U.S.C. 552a(J)(2). 

The systems of records listed in 
paragraphs (i)(l) and (i)(2) of this sec¬ 
tion are exempted, for the reasons set 
forth, from the following provisions of 
5 U.S.C. 552a: 

(1) . (cK3). The release of the disclosure ac¬ 
counting for disclosures made pursuant to 
subsection (b) of the Act, including those 
permitted under the routine uses published 
for these systems of records, would permit 
the subject of an investigation of an actual 
or potential criminal violation to determine 
whether he is the subject of a criminal in¬ 
vestigation, to obtain valuable information 
concerning the nature of that investigation, 
and the information obtained, or the identi¬ 
ty of witnesses and informants, and would 
therefore present a serious impediment to 
law enforcement. In addition, disclosure of 
the accounting would amount to notice to 
the individual of the existence of a record; 
and notice requirement under subsection 
(f)(1) is specifically exempted for this 
system of records. 

(2) . (cM4). Since an exemption is being 
claimed for subsection (d) of the Act (Access 
to Records) this section is inapplicable to 
the extent that this systems of records is 
exempted from subsection (d). 

(3) . (d). Access to the records contained in 
these systems would inform the subject of 
an investigation of an actual or potential 
criminal violation of the existence of that 
investigation, of the nature and scope of the 
Information and evidence obtained as to his 
activities, of the identity of witnesses and 
informants or would provide information 
that could enable the subject to avoid detec¬ 
tion or apprehension. These factors would 
present a serious impediment to effective 
law enforcement because they could prevent 
the successful (x>mpletion of the investiga¬ 
tion. endanger the physical safety of wit¬ 
nesses or informants, and lead to the im¬ 
proper influencing of witnesses the destruc¬ 
tion of evidence, or the fabrication of testi¬ 
mony. 

(4) . Exemption is claimed from subsec¬ 
tions (e) (1). (2) and (3). (eK4) (G). (H) and 
(I), (eX5) and (eK8) for the reasons stated in 
subsections (bK4). (bHS). (bK6). (bX7). 
(bX8), (bX9) and (bXlO) of this section. 

(5) . (f). Procedures for notice to an indi¬ 
vidual pursuant to subsection (fXl) as to 
the existence of records pertaining to him 
dealing with an actual or potential criminal 
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Investigation or prosecution must be 
exempted because such notice to an Individ¬ 
ual would be detrimental to the successful 
conduct and/or completion of an Investiga¬ 
tion or prosecution pending or future. In ad¬ 
dition. mere notice of the fact of an investi¬ 
gation could inform the subject or others 
that their activities are under or may 
become the subject of an investigation and 
could enable the subjects to avoid detection 
or apprehension, to influence witnesses im¬ 
properly, to destroy evidence, or to fabricate 
testimony. 

Since an exemption is being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules required pursuant to sub- 
sectkm (fX2) through (5) are Inapplicable to 
these systems of reccmls. 

(C). (g). Since an exemption is being 
claimed for subsections (d) (Access to Re¬ 
cords) and (f) (Agency Rules) this section is 
Inapplicable and is exempted for the rea¬ 
sons set forth for those subsections. 

(k) The following system of re<x>r(is 
is exempted pursuant to the provisions 
of 5 UjS.C. M2a(jK2) from subsections 
(c) (3) and (4). (d), (e) (1). (2) and (3). 
(eK4) (G). (H) and (I), (e) (5) and (8). 
(f) and (g) of section 5 UJS.C. 552a: 

Organized Crime and Racketeering 
Information System of Records (JUS¬ 
TICE/CRM-010). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(JX2). 

(l) The system of records listed in 
paragraph (k) of this section is 
exempt^ for the reasons set forth, 
from the following provisions of 5 
U.S.C. 552a: 

(1) . Exemption Is claimed from subsec¬ 
tions (cK3). (cK4) and (d) for the reasons 
stated in subsections (jXl). (jX2) and (jX3) 
of this section. 

(2) . (eXl). The notice for this system of 
records published in the Federal Register 
sets forth the basic statutory or related au¬ 
thority for maintenance of this system. 
However, in the course of organized crime 
investigations information will occasionally 
be obtained concerning actual or potential 
violations of law that are not strictly within 
statutory or other authority, or information 
may be compiled in the course of an investi¬ 
gation which may not be relevant to a spe¬ 
cific prosecution. In the interests of effec¬ 
tive law enforcement, it is necessary to 
retain such information in this system of re¬ 
cords since it can aid in establishing pat¬ 
terns of criminal activity and can provide 
valuable leads for federal and other law en¬ 
forcement agencies. 

(3) . Exemption is claimed from subsec¬ 
tions (e) (2) and (3). (e) (4) (O). (H) and (I). 
(e) (5) and (8) for the reasons ttoted in sub¬ 
sections (bXS), (bX6). (bX7). (bX8). (bX9) 
and (bX 10) of this section. 

(4) . Elxemption is claimed from sections (f) 
and (g) for the reasons stated in subsections 
(jX5) and (jX6) of this section. 

(m) The following system of re(x>rds 
is exempted pursuant to the provisions 
of 5 U.S.C. 552a(jK2) from subsections 
(c) (3) and (4). (d). (e) (1), (2) and (3). 
(eK4) (O). (H) and (I), (e) (5) and (8). 
(f) and (g) of 5 U.S.C. 552a; in a(idi- 
tion, the following systems of records 
are exempted pursuant to the provi¬ 

sions of 5 UJS.C. 552a(kKl) from sub¬ 
sections (c) (3). (d). (eKI), (eK4) (O). 
(H) and (I) and (f) of 5 U.S.C. 552a: 

Organized Crime and Racketeering 
Section. Criminal Division. General 
Index File and Associated Records 
System of Retards (JUSTICE/CRM- 
012). 

These exemptions apply to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a (j) (2) and (k) (1). 

(n) The system of records listed 
under paragraph (m) of this section is 
exempted, for the reasons set forth, 
from the following provisions of 5 
U.S.C. 552a: 

(1) . Exemption is claimed from subsec¬ 
tions (c) (3) and (4) and (d) for the reasons 
stated in subsections (jXl). (jX2) and (jXS) 
of this section. 

(2) . (eXl). The notice for this system of 
records published in the Federal Register 
sets forth the basic statutory or related au-* 
thorlty or maintenance of this system. How¬ 
ever. in the course of criminal investiga¬ 
tions. cases, and matters, the Organized 
Clime and Racketeering Section wiU occa¬ 
sionally obtain Information concerning 
actual or pot«itlal violations of law that are 
not strictly within its statutory or other au¬ 
thority. or may compile Information in the 
course of an investigation which may not be 
relevant to a specific prosecution. In the in¬ 
terests of effective law enforcement, it is 
ncessary to retain such information in this 
system of recmds since it can aid in estab¬ 
lishing patterns of criminal activity and can 
provide valuable leads for federal and other 
law enforcement agencies. 

(3) . Exemption is claimed from subsec¬ 
tions (e) (2) and (3), (eX4) (O), (H) and (I). 
(e) (5) and (8). (f) and (g) for the reasons 
stated in subsections (bX5), (bX4). (bX7), 
(bX8). (bX9). (bXlO), (bXll) and (bX12) of 
this section. 

(4) . In addition, exemption is claimed for 
this system of records from compliance with 
the following provisions of the Privacy Act 
of 1974 (5 U.S.C. 552a) pursuant to the pro¬ 
visions of 5 U.S.C. 552a(kXl): subsections 
(cX3), (d). (eXl). (eX4) (O). (H) and (I) and 
(f) to the extent that the records contained 
in this system are specifically authorized to 
be kept secret in the interests of natlmial 
defense and foreign policy. 

(o) The following systems of retards 
are exempted pursuant to the provi¬ 
sions of 5 U.S.C. 552a (jX2) from sub¬ 
sections (c) (3) and (4). (d). (e) (2) and 
(3). (eX4) (G). (H) and (I)» (eX8), (f) 
and (g) of 5 U.S.C. 552a: 
. (1) Requests to the Attorney Gener¬ 
al For Approval of Applications to 
Federal Judges for Electronic Inter¬ 
ceptions System of Records (JUS¬ 
TICE/ CRM-019). 

(2) Requests to the Attorney Gener¬ 
al For Approval of Applications to 
Federal Judges For Electronic Inter¬ 
ceptions in Narcotics and Dangerous 
Drug Cases System of Re<x>rd8 (JUS¬ 
TICE/CRM-020). 

These exemptions apply only to the 
extent that information in these sys¬ 
tems are subject to exempticm pursu¬ 
ant to 5 U.S.C. 552a(jX2). 

(p) The systems of records listed m 
paragraph (oXl) and (oX2) of this sec- I 
tion are exempted for the reasons set 
forth, from the following provisions of 
5 U.S.C. 552a: 

(1) . (cX3). The release of disclosure ac- 
(XHmting (or disclosures made pursuant to 
subsection (b) of the Act. Including those 
permitted under the routine uses published 
for these systems of records, would permit 
the subject of an electronic Interception to 
obtain valuable Information concerning the 
interception, including information as to 
whether he is the subject of a criminal in¬ 
vestigation, by means other than those pro¬ 
vided for by statute. Such information could 
Interfere with the successful conduct and/ 
or completion of a criminal investigation, 
and would therefore present a serious im¬ 
pediment to law enforcement. In addition, 
disclosxire of the accounting would amount 
to notice to the individual of the existence 
of a record; such notice requirement under 
subsection (fXl) is specifically exempted for 
these systems of records. 

(2) . (cX4). Since an exemption is being 
claimed for subsection (d) of the Act (Access 
to Records) this section is Inapplicable. 

(3) . (d). Access to the records contained in 
these systems would Inform the subject of 
an electronic Interception of the existence 
of such surveillance including Information 
as to whether he is the subject of a criminal 
Investigation by means other than those 
provided for by statute. This could Interfere 
with the successful conduct and/or comple¬ 
tion of a criminal investigation and there¬ 
fore present a serious impediment to law en¬ 
forcement. 

(4) . (eX2). In the context of an electronic 
Interception, the requirement that informa¬ 
tion be collected to ^e greatest extent prac¬ 
ticable from the subject individual would 
present a serious impediment to law en¬ 
forcement because the subject of the inves¬ 
tigation or prosecution would be placed on 
notice as to the existence of the investiga¬ 
tion and this would therefore destroy the 
efficacy of the Interception. 

(5) . (eX3). The requirement that individ¬ 
uals supplying Information be provided with 
a form stating the requirements of subsec¬ 
tion (eX3) would constitute a serious im¬ 
pediment to law enforcement in that it 
could compromise the existence of a confi¬ 
dential electronic interception or reveal the 
identity of witnesses or confidential infor¬ 
mants. 

(4). (eX4) (O) and (H). Since an exemption 
is being claimed for subsections (f) (Agency 
Rules) and (d) (Access to Records) of the 
Act these subsections are inapplicable. 

(7) . Exemption is claimed from subsec¬ 
tions (e)(4XI) and (eK8) for the reasons 
stated in subsections (bK8) and (bXlO) of 
this section. 

(8) . (f). Procedures for notice to an indi¬ 
vidual pursuant to subsection (fKl) as to 
the existence of records pertaining to him 
dealing with an electronic interception 
other than pursuant to statute must be 
exempted because such notice to an individ¬ 
ual would be detrimental to the successful 
conduct and/or completion of an investiga¬ 
tion peiKling or future. In addition, mere 
notice of the fact of an electronic intercep¬ 
tion could inform the subject or others that 
their activities are under or may become the 
subject of an investigation and could enable 
the subject to avoid detection or apprehen¬ 
sion. to influence sritnesses improperly, to 
destroy evidence, or to fabricate tntlmony. 
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since an exemption la being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules required pursuant to sub¬ 
section (fK2) through (5) are inapplicable to 
these systems of records to the extent that 
these systems of records are exempted from 
subsection (d). 

(9). (g). Since an exemption is being 
claimed for subsection (d) (Access to Re¬ 
cords) and (f) (Agency Rules) this section is 
inapplicable, and is exempted for the rea¬ 
sons set forth for those subsections, to the 
extent that these systems of records are 
exempted from subsection (d) and (f). 

(q) The following system of recorils 
is exempted pursuant to the provisions 
of 5 U.S.C. S52a(J)(2) from subsections 
(c) (3) and and (4), (d), (e) (2) and (3), 
(e)(4) (G), (H). and (I), (e)(8). (f) and 
(g) of 5 U.S,C. 552a; in addition the 
following system of records is exempt¬ 
ed pursuant to the provisions of 5 
U.S.C, 552a (kKl) and (k)(2) from sub¬ 
sections (cK3), (d), (e)(4) (O), (H) and 
(I), and (f) of 5 U.S.C. 552a; 

Witness Inununity Records System 
of Records (JUSTICE/CRM-022), 

These exemptions apply only to the 
extent that information in this system 
Is subject to exemption pursuant to 5 
U.S.C. 552a (J)(2) and (k)(l) and (k)(2). 

(r) The system of records listed 
under paragraph (q) of this section is 
exempted, for the reasons set forth, 
from the following provisions of 5 
U.S.C, 552a: 

(1) . (cK3) Release of the accounting of dis¬ 
closures made pursuant to subsection (b) of 
the Act, Including those permitted under 
the routine uses published (pr this system 
of records, (a) as to a witness for whom im¬ 
munity has been proposed, would inform 
the Individual of the existence of the pro¬ 
posed immunity prematurely, thus creating 
a serious impediment to effective law en¬ 
forcement in that the witness could flee, de¬ 
stroy evidence, or fabricate testimony; and 
(b) as to a witness to whom Immunity has 
been granted, or for whom it has been 
denied, would reveal the nature and scope 
of the activities, if any, of the witness 
known to the government, which would also 
create a serious impediment to effective law 
enforcement. 

(2) . (cK4) Since an exemption is being 
claimed for subsection (d) of the Act (A(x:ess 
to Records) this section is inapplicable to 
the extent that this system of re<x>rds is 
exempted from subsection (d). 

(3) . (d) Access to the records contained in 
this system (a) as to a witness for whom im¬ 
munity has been proposed, would inform 
the individual of the existence of the pro¬ 
posed immunity prematurely, thus present¬ 
ing a serious impediment to effective law en¬ 
forcement in that the witness could flee, de¬ 
stroy evidence, or fabricate testimony; and 
(b) as to a witness to whom immunity has 
been granted, or for whom It has been 
denied, would reveal the nature and scope 
of the activities, if any. of the witness 
known to the government, which would also 
create a serious impediment to effective law 
enforcement. 

(4) . (eK2) In a witness immunity request 
matter, the requirement that information 
be collected to the greatest extent practica¬ 
ble frbm the subject individual would pre¬ 
sent a serious impediment to law enforce¬ 

ment because the subject of the immunity 
request and often the subject of the under¬ 
lying investigation or prosecution would be 
placed on notice as to the existence of the 
investigation and would therefore be able to 
avoid detection or apprehension, to influ¬ 
ence witnesses improperly, to destroy evi¬ 
dence, or to fabricate testimony. 

(5) . Exemption is claimed from subsec¬ 
tions (eK3), (eK4) (O), (H) and (I), and 
(eK8) for the reasons stated in subsections 
(bH6). (bK7), (bX8) and (bXlO) of this sec¬ 
tion. 

(6) . (f). Procedures for notice to an Indi¬ 
vidual pursuant to subsection (fXl) as to 
the existence of records pertaining to him 
(a) as to a witness for whom Immunity has 
been proposed, would Inform the Individual 
of the existence of the proposed immunity 
prematurely, this presenting a serious im¬ 
pediment to effective law enforcement In 
that the witness could flee, destroy evi¬ 
dence, or fabricate testimony; and (b) as to 
a witness to whom immunity has been 
granted, or for whom it has been denied, 
would reveal the nature and scope of the ac¬ 
tivity, if any, of the witness known to the 
government, which would also create a seri¬ 
ous impediment to effective law enforce¬ 
ment. 

Since an exemption Is being claimed for 
subsection (d) of the Act (Access to Re¬ 
cords) the rules required pursuant to sub¬ 
section (fX2) through (5) are inapplicable to 
this system of records to the extent that 
this system of records is exempted from 
subsection (d). 

(7) . (g). Since an exemption is being 
claimed for subsections (d) (Access to Re¬ 
cords) and (f) (Agency Rules) this section is 
Inapplicable, and is exempted for the rea¬ 
sons set forth for those subsections, to the 
extent that this system of records is 
exempted for subsections (d) and (f). 

(8) . In addition, exemption is claimed for 
this system of recorcis from compliance with 
the following provisions of the Pi:ivacy Act 
of 1974 (5 U.S.C. 552a) pursuant to the pro¬ 
visions of 5 U.S.C. 552a(kXl): subsections 
(cX3), (d). (eXl), (eX4) (O), (H) and (I) and 
(f) to the extent that the records contained 
in this system are specifically authorized to 
be kept secret in the interests of national 
defense and foreign policy. 

(s) The following system of records 
is exempted pursuant to the provisions 
of 5 U.S.C. 552a(J)(2) from subsections 
(c) (3) and (4). (d), (e) (1), (2) and (3). 
(e) (4) (G). (H) and (I). (e) (5) and (8). 
(f) . and (g) of 5 U.S.C. 552a; in addi¬ 
tion. the following system of records is 
exempted pursuant to the provisions 
of 5 U.S.C. 552a (k)(l) and (k)(2) from 
subsections (c)(3). (d), (e)(1), (eK4) 
(G). (H) and (I), and (f) of 5 U.S.C. 
552a; 

(1) Freedom of Information/Privacy 
Act Records (JUSTIC:E/CRM-024). 

(2) These exemptions apply only to 
the extent that the records contained 
in this system have been obtained 
from other systems of records main¬ 
tained by the Criminal Division for 
which exemptions from one or more of 
the foregoing provisions of the Privacy 
Act of 1974 have been promulgated. 
The exemption claimed for this 
system of records applies only to re¬ 
cords obtained from such other Crixai- 
nal Division systems and only to the 
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same extent as the records contained 
in such other systems have been 
exempted. 

(t) The system of records listed 
under paragraph (s) of this section is 
exempted for the following reasons: 

(1) In the course of pr(x;essing re¬ 
quests for records pursuant to the 
^eedom of Information Act (5 U.S.C. 
552) or for access or correction of re¬ 
cords pursuant to the Privacy Act (5 
U.S.C. 552a). it is frequently necessary 
to search for records in systems of re¬ 
cords for which exemptions have been 
claimed pursuant to 5 U.S.C. 552a (J) 
or (k). When records are located in 
said systems, it is frequently necessary 
to prepare copies for the purpose of 
consulting with agency personnel or 
with other agencies, either with 
regard to determining whether or to 
what extent the records should be dis¬ 
closed or access provided, or correction 
made or denied, or for review in the 
event of administrative appeal or Judi¬ 
cial review. 

(2) If records otherwise exempt pur¬ 
suant to published rules should lose 
their exempt character when taken 
from such exempt systems for the piu*- 
pose of compliance with the Freedom 
of Information Act and the Privacy 
Act in reviewing such records and 
making determination with regard to 
disclosure, access, and correction, the 
purpose of the Privacy Act in provid¬ 
ing such exemptions, and of the De¬ 
partment of Justice in claiming such 
exemptions would be defeated and 
nullified. The proper, efficient, and 
timely processing of citizens’ requests 
pursuant to said Acts would be hin¬ 
dered and impeded. 

§ 16.92 Exemption of Land and Natural 
Resources Division Systems—Limited 
access, as indicated. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a (cK3) 
and (d): 

(1) Docket Card System (JUSTICE/ 
LDN-003). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(kK2). 

(b) Exemptions from the particular 
subsections are Justified for the fol¬ 
lowing reasons. 

(1) From subsection (c)(3) because 
that portion of the Docket Card 
System relating to enforcement of 
criminal provisions of the Refuse Act 
of 1899 (33 U.S.C. 407), Section 10 of 
the River and Harbor Act of 1899 (33 
U.S.C. 403), Section 5 of the Outer 
Continental Shelf Act (43 U.S.C. 1151 
et seq.), the Clean Air Act (42 U.S.C. 
1857 et seq.) and the Noise Control Act 
of 1972 (42 U.S.C. 4901). is being 
exempted from acc^ and contest; the 
provision for disclosure of accounting 
is not applicable. 

(2) From subsection (d) because of 
the need to safeguard the identity of 
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confidential informants and to facili¬ 
tate the enforcement of the criminal 
provisions of the above statutes. 

(c) The following system of records 
is exempt from 5 U.S.C. 552a (cK3) 
and (d): 

(1) Freedom of Information/Privacy 
Act Records System. (Justice/LDN- 
005). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(k)(2). 

(d) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons; 

(1) FYom subsection (cK3) because 
that portion of the Freedom of Infor¬ 
mation/Privacy Act Records System 
that cotisists of investigatory materials 
compiled for law enforcement pur¬ 
poses is being exempt from access and 
contest: the provision for disclosure of 
accounting is not applicable. 

(2) Prom subsection (d) because of 
the need to safeguard the identity of 
confidential informants and avoid in¬ 
terference with ongoing investigations 
or law enforcement activities by pre¬ 
venting premature disclosure of infor¬ 
mation relating to those efforts. 

§ I6.D2 Exemption of Tax Division 
System—Limited access. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a (d), (e) 
(2) and (3): 

(1) Tax Division Central Classifica¬ 
tion Cards, Index IDocket Cards and 
Associated Records (JUSTICE/TAX- 
001). 

These exemptions apply'only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a (j) and (k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

Prom subsection (d) because access 
to the records contained in this system 
would inform the subject of an investi¬ 
gation of the information and evi¬ 
dence obtained as to his activities, and 
of the identity of witnesses and infor¬ 
mants. The knowledge gained from 
such access to these records would pre¬ 
sent a serious impediment to effective 
law enforcement because it could be 
used to prevent the successful prosecu¬ 
tion of the case, endanger the physical 
safety of witnesses or informants, and 
lead to the improper influencing of 
witnesses, the destruction of evidence, 
or the fabrication of testimony. 

(2) Prom subsection (eK2) because in 
a criminal or other law enforcement 
investigation or prosecution, the re¬ 
quirement that information be collect¬ 
ed to the greatest extent practicable 
from the subject individual would 
alert the subject as the nature or exis¬ 
tence of the investigation and thereby 
present a serious impediment to effec¬ 
tive law enforcement. 
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(3) Prom subsection (e)(3) because 
the requirement that individuals sup¬ 
plying information be provided with a 
form specifying the requirements of 
(eK3) would constitute a serious im¬ 
pediment to law enforcement in that it 
could compromise the existence of a 
confidential investigation or reveal the 
identity of witnesses or confidential 
informants. 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974, 
the Tax Division will grant access to 
non-exempt material in records which 
are maintained by the Tax Division. 
Disclosure will be governed by the 
Department’s Privacy Regulations, 
but will be limited to the extent that 
the identity of confidential sources 
will not be compromised: subjects of 
an investigation of an actual or poten¬ 
tial criminal civil or regulatory viola¬ 
tion will not be alerted to the investi¬ 
gation: the physic^ safety of wit¬ 
nesses, informants and law enforce¬ 
ment personnel will not be endan¬ 
gered: the privacy of third parties will 
not be violated: and that the discosure 
would not otherwise impede effective 
law enforcement. Whenever possible, 
information of the above nature will 
be deleted from the requested docu¬ 
ments and the balance made available. 
The controlling principle behind this 
limited access is to disclosures except 
those indicated above. The decisions to 
release information from this system 
will be made on a case-by-case basis. 

§§ 16.94-16.95 (Reserved] 

§ 16.% Exemption of Federal Bureau of 
Investigation Systems—Limited access. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a (c) (3) 
and (4). (d). (e)(1), (2). and (3), (e)(4) 
(G) and (H). (e)(5) and (8). (f), (g) and 
(m): 

(1) Central Records System (JUS¬ 
TICE/FBI-002). 

These exemptions apply orJy to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a (j) or (k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons; 

(1) From subsection (c)(3) because 
the release of accounting disclosures 
would place the subject of an investi¬ 
gation on notice that he is under in¬ 
vestigation and provide him with sig¬ 
nificant information concerning the 
nature of the investigation, thus re¬ 
sulting in a serious impediment to law 
enforcement or background investiga¬ 
tions which may involve law enforce¬ 
ment aspects or the compromising ma¬ 
terial. 

(2) From subsections (cK4). (d), 
(eK4) (G) and (H). (f) and (g) because 
these provisions concern individual 
access to records and such accesss 
might compromise ongoing investiga¬ 

tions. reveal investigatory techniques 
and confidential informants, and 
invade the privacy of private citizens 
who provide information in connection 
with a particular investigation. In ad¬ 
dition. exemption from subsections 
(d), (e)(4) (G) and (H) is necessary to 
protect the security of information 
classified in the interest of national 
defense and foreign policy. 

(3) Prom subsection (e)(1) because 
information may be received in the 
course of a criminal, civil, or back¬ 
ground investigation which may in¬ 
volve a violation of law under the ju¬ 
risdiction of another govermnent 
agency but it is necesssary to maintain 
this information in order to provide 
leads for appropriate law enforcement 
and to establish patterns of activity 
which may relate to the jurisdiction of 
both the FBI and other agencies.- In 
addition, classified information may 
be received which relates to the consti¬ 
tutional powers of the President or 
the jurisdiction of some other agency. 
Such information is not susceptible to 
segregation. 

(4) From subsection (e)(2) because 
collecting information from the sub¬ 
ject of criminal or national security in¬ 
vestigations would thwart the investi¬ 
gation by placing the subject of the in¬ 
vestigation on notice. 

(5) Prom subsection (e)(3) because 
supplying an individual with a form 
containing the Information specified 
would result in a substantial invasion 
of privacy of the subject of the investi¬ 
gation would compromise the exis¬ 
tence of a confidential investigation, 
and would inhibit private cooperating 
with the FBI. 

(6) Prom (eK8) because the notice 
requirements of this provision could 
present a serious Impediment to law 
enforcement by revealing investigative 
techniques, procedures, and the exis¬ 
tence of confidential investigations. 

(7) Prom subsection (m) because if 
the system were ever operated by a 
contractor it would still be necessary 
to continue exemption from these 
same provisions. 

(c) The following system of records 
is exempt from 5 U.S.C. 552a (c) (3) 
and (4), (d), (e) (1), (2) and (3), (eK4), 
(G) and (H), (e) (5) and (8), (f), (g) and 
(m): 

(1) Electronic Surveillance (Elsur) 
Indices (JUSTICE/FBI-006). 

These exemptions apply only to the 
extent that information in the system 
is subject to exemption pursuant to 5 
U.S.C. 552a(J). 

(d) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) Prom subsection (cK3) because 
the release of accounting disclosures 
would place the subject of an investi¬ 
gation on notice that he is under in¬ 
vestigation and provide him with sig¬ 
nificant information concerning the 

1 
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nature of the investigation resulting in 
a serious impediment to law enforce¬ 
ment, 

(2) From subsections (cK4). (d), 
(eK4) (O) and (H), and (g) because 
these provisions concern an 
individual’s access to records which 
concern him and such access to re¬ 
cords in this system would compromise 
ongoing investigations, reveal investi¬ 
gatory techniques and confidential in¬ 
formants. and invade the privacy of 
private citizens who provide informa¬ 
tion in connection with a particular in¬ 
vestigation. 

(3) Prom subsection (eXl) because 
these indices must be maintained in 
order to provide the information as de¬ 
scribed in the “routine uses” of this 
particular system. 

(4) Prom subsections (e) (2) and (3) 
because compliance is not feasible 
given the subject matter o'f the indi¬ 
ces. 

(5) From subsection (eK5) because 
this provision is not applicable to the 
indices in view of the “routine uses” of 
the indices. For example, it is impossi¬ 
ble to predict when it will be necessary 
to utilize information in the system 
and, accordingly it is not possible to 
determine when the records are 
timely. 

(6) From subsection (eK8) because 
the notice requirement could present a 
serious impediment to law enforce¬ 
ment by revealing investigative tech¬ 
niques. procedures and the existence 
of confidential investigations. 

(7) From subsection (M) for the rea¬ 
sons stated in subsection (bX7) of this 
section. 

(e) The following system of records 
Is exempt from 5 U.S.C. 552a(c) (3) 
and (4). (d), (e) (1). (2) and (3). (eX4) 
(G) and (H). (e) (5) and (8). (f). (g) and 
(m): 

(1) Identification Division Records 
System (JUSTICE/FBI-009). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(j). 

(f) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (cX3) for the 
reasons stated in subsection (dXl) of 
this section. 

(2) From subsections (cX4). (d). 
(eX4) (G) and (H), (f) and (g) because 
these provisions concern an 
individual’s access to records which 
concern him. Such access is directed at 
allowing the subject of a record to cor¬ 
rect inaccuracies in it. Although an al¬ 
ternate system of access has been pro¬ 
vided in 28 CFR 16.30 to 34 and 28 
CFR 20.34, the vast majority of re¬ 
cords in this system concern lo';al ar¬ 
rests which it would be iniq;>propriate 
for the FBI to undertake to correct. 

(3) From subsection (eXl) because it 
is impossible to st^te with any degree 

of certainty that all information on 
these records is relevant to accomplish 
a purpose of the FBI, even though ac¬ 
quisition of the records from state and 
local law enforcement agencies is 
based on a statutory requirement. In 
view of the number of records in the 
system it is impossible to review them 
for relevancy. 

(4) From subsection (e)(2) because 
the records in the system are necessar¬ 
ily furnished by criminal justice agen¬ 
cies due to their very nature. 

(5) Prom subsection (eX3) because 
compliance is not feasible due to the 
nature of the records. 

(6) From subsection (e)(5) because 
the vast majority of these records 
come from local criminal justice agen¬ 
cies and it is administratively impossi¬ 
ble to ensure that the records comply 
with this provision. Submitting agen¬ 
cies are. however, urged on a continu¬ 
ing basis to ensure that their records 
are accurate and include all disposi¬ 
tions. 

(7) From subsection (eX8) becausse 
the FBI has no logical manner to as¬ 
certain whether process has been 
made public and compliance with this 
provision would, in any case, provide 
an impediment to law enforcement by 
interfering with the ability to issue 
warrants or subpoenas and by reveal¬ 
ing investigative techniques, proce¬ 
dures or evidence. 

(8) From subsection (m) for the rea¬ 
sons stated in subsection (bX7) of this 
section. 

(g) The following system of records 
is exempt from 5 U.S.C. 552a (c) (3) 
and (4). (d). (e) (I). (2) and (3). (e)(4) 
(G) and (H). (eX8). (f). (g) and (m): 

(1) National Crime Information 
Center (NCIC) (JUS’TICE/FBI-OOl). 

’These exemptions apply only to the 
extent that information in the system 
is subject to exemption pursuant to 5 
U.S.C. 552a(j) 

(h) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (c)(3) for the 
reasons stated in subsection (dXl) of 
this section. 

(2) From subsections (cX4), (d), 
(e)(4) (G) and (H). and (g) for the rea¬ 
sons stated in subsection (dX2) of this 
section. When records are properly 
subject to access by the individual, an 
alternate means of access is provided 
in subsection (i) of this section. 

(3) Prom subsection (eXl) because 
information contained in this system 
is primarily from state and local re¬ 
cords. and it is for the official use of 
agencies outside the Federal Govern¬ 
ment in accordance with 28 U.S.C. 534. 

(4) From subsecticms (e) (2) and (3) 
because it is not feasible to comply 
with these provisions given the nature 
of this syst^. 

(5) FitHn subsecticm (eX8) for the 
reasons stated in subsection (dX6) of 
this section. 

(6) From subsection (m) for the rea¬ 
sons stated in subsection (bX7) of this 
section. 

(i) Access to computerized criminal 
history records in the National Crime 
Information Center is available to the 
individual who is the subject of the 
record pursuant to procedures and re¬ 
quirements specified in the Notice of 
Systems of Records compiled by the 
National Archives and Records Service 
and published under the designation: 

National CMme Information Center 
(NOIC) (JUSnCE/PBI-OOl). 

Information on access is also pub¬ 
lished in the Appendix to Part 20 of 
the Code of Federal Regulations in re¬ 
lation to 28 CFR 20.34. 

9 16.97 Exemption of Bureau of Prisons 
Systems—Limited access. 

(a) The following systems of records 
are exempt from 5 U.S.C. 552a (c) (3) 
and (4), (d). (e) (2) and (3). (eX4XH). 
(eX8). (f) and (g): 

(1) Custodial and Security Record 
System (JUSTICE/BOP-001). 

(2) Industrial Inmate Empl03rment 
Record System (JUSTICJE/BOP-003). 

(3) Inmate Administrative Remedy 
Record System (JUSTICE/BOP-004). 

(4) Inmate Central Record System 
(JUSTICE/BOP-005). 

(5) Inmate Commissary Accounts 
Record System (JUSTIC^/BOP-006). 

(6) Inmate Physical and Mental 
Health Record System (JUSTICE/ 
BOP-007). 

(7) Inmate Safety and Accident 
Compensation Record System (JUS- 
TICE/BOP-008). 

(8) Federal Tax Claims Act Record 
System (JUSTICE/BOP-009). 

These exemptions apply only to the 
extent that ixiformation in these sys¬ 
tems is subject to exemption pursuant 
to 5 UJS.C. 552a(j). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (c)(3) because 
inmates will not be permitted to gain 
access or to contest contents of these 
record systems under the provisions of 
subsection (d) of 5 U.S.C. 552a. Reveal¬ 
ing disclosure accountings can compro¬ 
mise legitimate law enforcement ac¬ 
tivities and Bureau of Prisons respon¬ 
sibilities. 

(2) From subsection (cX4) because 
exemption from provisions of subsec¬ 
tion (d) will make notification of 
formal disputes inapplicable. 

(3) From subsection (d) because ex¬ 
emption from this subsection is essen¬ 
tia) to protect internal processes by 
which Bureau personnel are able to 
formulate decisions and policies with 
regard to federal prisoners, to prevent 
disclosure of information to federal in¬ 
mates that would jeopardize legiti¬ 
mate correctional interests of security, 
custody, or rehabilitation, and to 
permit receipt of relevant Infcxmation 
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from other federal agencies, state and 
local law enforcement agencies, and 
federal and state probation and Judici¬ 
al offices. 

(4) From subsection (eK2) because 
primary collection of information di¬ 
rectly from federal inmates about 
criminal sentences or criminal records 
Is highly impractical and inappropri¬ 
ate. 

(5) From subsection (e)(3) because in 
view of the Bureau of Prisons’ respon¬ 
sibilities. application of this provision 
to its operations and collection of in¬ 
formation is inappropriate. 

(6) From subsection (eK4KH) be¬ 
cause exemption from provisions of 
subsection (d) will make publication of 
agency procedures under this subsec¬ 
tion inapplicable. 

(7) From subsection (eK8) because 
the nature of Bureau of Prisons law 
inforcement activities renders notice 
of compliance with compulsory legal 
process impractical. 

(8) From subsection (f) because ex¬ 
emption from provisions of subsection 
(d) will render compiance with provi¬ 
sions of this subsection inapplicable. 

(9) From subsection (g) because ex¬ 
emption from provisions of subsection 
(d) will render provisions of this sub¬ 
section inapplicable. 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974 
(Pub. L. 93-579) the Bureau of Prisons 
will initiate a procedure whereby fed¬ 
eral inmates in custody may gain 
access and review their individual 
prison files maintained at the institu¬ 
tion of incarceration. Access to these 
files will be limited only to the extent 
that the disclosure of records to the 
inmate would jeopardize internal deci¬ 
sion-making or policy determinations 
essential to the effective operation of 
the Bureau of Prisons; to the extent 
that disclosure of the records to the 
inmate would jeopardize privacy rights 
of others, or a legitimate correctional 
interest of security, custody, or reha¬ 
bilitation; and to the extent informa¬ 
tion is furnished with a legitimate ex¬ 
pectation of confidentiality. The 
Bureau of Prisons will continue to pro¬ 
vide access to former inmates under 
existing regulations as is consistent 
with the interests listed above. Under 
present Bureau of Prisons regulations, 
inmates in federal institutions may file 
administrative complaints on any sub¬ 
ject under the control of the Bureau. 
This would include complaints per¬ 
taining to information contained in 
these systems of records.” 

S 16.98 Exemption of Drug Enforcement 
Administration Systems. 

(a) The following systems of records 
are exempt from 5 U.S.C. 552a (cK3), 
(d). (eK4) (G) and (H). and (f): 

(1) Automated Records and Consu- 
mated Orders System/Diversion Anal¬ 
ysis and Detection System (ARCOS/ 
DADS) (JUSTICE/DEA-004). 

(2) Controlled Substances Act Regis¬ 
tration Records (JUSTICE/DEA-OOS). 

(3) Registration Status/Investiga¬ 
tion Records (JUSTICE/DEA-016). 

(4) Drug Theft Reporting System 
(JUSTICE/DEA-023). 

These exemptions apply only to the 
extent that information in these sys¬ 
tems Is subjuct to exemption pursuant 
to 5 U.S.C. 552a(k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (cK3) because 
the revealing of the disclosure ac¬ 
counting pursuant to the routine uses 
published for these systems would 
enable the subject of an investigation 
to gain valuable information concern¬ 
ing the nature and scope of the inves¬ 
tigation and seriously hamper the reg¬ 
ulatory functions of the Drug Enforce¬ 
ment Administration. 

(2) From subsection (d) because 
access to records contained in these 
systems might provide the subject of 
an investigation information that 
could enable him to avoid compliance 
with the Drug Abuse Prevention and 
Control Act of 1970 (Pub. L. 91-513). 

(3) From subsections (eK4) (G) and 
(H) because these systems or records 
are exempt from individual access pur¬ 
suant to subsection (k) of the Act. 

(4) From subsection (f) because 
these systems are exempt from the 
access provisions of subsection (d). 

(c) The following systems of records 
are exempt from 5 U.S.C. 552a (c) (3) 
and (4). (d). (eKl), (2) and (3). (e)(4) 
(G) and (H). (e) (5) and (8), (f), (g) and 
(h): 

(1) Addict/Abusers System (JUS- 
TICE/DEA-001). 

(2) Air Intelligence Program (JUS- 
TICE/DEA-002). 

(3) Automated Intelligence Records 
(Pathfinder I) (JUSTICE/DEA-003). 

(4) DEA/FAA Trans-border Plight 
Plan Reporting System (JUSTICE/ 
DEA-007). 

(5) Defendant Data System (JUS- 
TICE/DEA-008). 

(6) Domestic Intelligence Data Base 
(JUSTICE/DEA-009). 

(7) International Intelligence Data 
Base (JUSTICE/DEA-011). 

(8) Investigative Reporting and 
Piling System (JUSTICE/DEA-012). 

(9) Office of Internal Security Re¬ 
cords (JUSTICE/DEA-014). 

(10) Operations FUes (JUSTICE/ 
DEA-815). 

(11) Security PUes (JUSTICE/DEA- 
017). 

(12) Source Registry Narcotics 
(SRN/1) (JUSTICE/DEA-018). 

(13) System to Retrieve Information 
from Drug Evidence (STRIDE) (JUS- 
TICE/DEA-019). 

(14) Drug Enforcement Administra¬ 
tion Semi-Automated Narcotic Traf¬ 
ficker ProfUes (KISS) (JUSTICE/ 
DEA-025). 

(15) Drug Enforcement Administra¬ 
tion Specialized Automated Intelli¬ 
gence Piles (JUSTICE/DEA-026). 

These exemptions apply only to the 
extent that information in these sys¬ 
tems is subjuct to exemptions pursu¬ 
ant to 5 U.S.C. 552a (j) and (k). 

(d) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From (cK3) because the release 
of the disclosure accounting for disclo¬ 
sure pursuant to the routine uses pub¬ 
lished for these systems would permit 
the subject of a criminal investigation 
to obtain valuable information con¬ 
cerning the nature of that investiga¬ 
tion and present a serious impediment 
to law enforcement. 

(2) From subsection (cK4) because 
an exemption is being claimed for sub¬ 
section (d), this subsection will not be 
applicable. 

(3) From subsection (d) because 
access to records contained in these 
systems would alert a subject to the 
existence of an investigation and 
thereby provide information to the 
subject which might enable him to 
avoid detection or apprehension, and 
present serious impediment to law en¬ 
forcement. 

(4) Prom subsection (eKl) because in 
the course of criminal investigations, 
the Drug Enforcement Administration 
often detects violation of non-drug re¬ 
lated laws. In the interests of effective 
law enforcement, it is necessary that 
DEA retain all Information obtained 
in criminal investigations because it 
can aid in establishing patterns of 
criminal activity and assist other law 
enforcement agencies that are charged 
with enforcing other segments of 
criminal law. 

(5) From subsection (eK2) because 
information collected to the greatest 
extent possible from the subject indi¬ 
vidual of a criminal investigation 
would provide the subject with valu¬ 
able information which might pre¬ 
clude detection or apprehension of the 
subject individual. 

(6) Prom subsection (e)(3) because 
the requirement that individuals sup¬ 
plying information be provided a form 
stat^g the requirements of subsection 
(eK3) would constitute a serious im¬ 
pediment to law enforcement in that it 
could compromise the existence of a 
confidential investigation, reveal the 
identity of confidential sources of in¬ 
formation and endanger the life or 
physical safety of confidential Infor¬ 
mants. 

(7) From subsections (eK4) (G) and 
(H) because these systems of records 
are exempt from individual access pur¬ 
suant to subsection (j) of the Privacy 
Act of 1974. 

(8) From subsection (eK5) because in 
the collection of information for law 
enforcement purposes it is impossible 
to determine in advance what informa- 
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tion is accurate, relevant, timely and 
complete. With the passage of time, 
seemingly irrelevant or untimely infor¬ 
mation may acquire new significance 
as further investigation brings new de¬ 
tails to light and the accuracy of such 
information can only be determined in 
a court of law. The restrictions im¬ 
posed by subsection (e)(5> would re¬ 
strict the ability of trained investiga¬ 
tors and intelligence analysts to exer¬ 
cise their judgment in reporting on in¬ 
vestigations and impede the develop¬ 
ment of criminal intelligence neces¬ 
sary for effective law enforcement. 

(9) Prom subsection (e)(8) because 
the individual notice requirements 
could present a .serious impediment to 
law enforcement by interfering with 
the Drug Enforcement Administra¬ 
tion’s ability to issue administrative 
techniques and procedures. 

(10) Prom subsection (f) because 
these systems have been exempted 
from the access provisions of subsec¬ 
tion (d). 

(11) Prom subsections (g) and (h) be¬ 
cause these systems are compiled for 
law enforcement purposes and have 
been exempted from the access provi¬ 
sions of subsections (d) and (f). 

(e) The following systems of records 
are from 5 U.S.C. 552a (d)(1) and 
(e)(1). 

(1) Grants of Confidentiality Piles 
(OCP) (JUSTICE/DEA-022). 

(2) DEA Applicant Investigations 
(JUSTICE/DEA-024). 
These exemptions apply only to the 
extent that information in these sys¬ 
tems is subject to eitemption pursuant 
to 5 U.S.C. 552a(k)(5). 

(f) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) Prom subsections (d)(1) because 
many persons are contacted who. with¬ 
out an assurance of anonymity, refuse 
to provide information concerning an 
applicant for a grant of confidentiality 
with DEA. Permitting access to the in¬ 
formation supplied by persons after a 
promise of confidentiality has been 
given could reveal the Identity of the 
source of the information and consti¬ 
tute a breach of the promised confi¬ 
dentiality on the part of the Drug En¬ 
forcement Administration. Such 
breaches ultimately would restrict the 
free flow of information vital to a de¬ 
termination of an applicant’s qualifi¬ 
cations for a grant. 

(2) Prom (eKl) because in the collec¬ 
tion of information for investigative 
and evaluative purposes, it is impossi¬ 
ble to determine in advance what 
exact information may be of assis¬ 
tance in determining the qualifications 
and suitability of a candidate. Infor¬ 
mation which may appear irrelevant, 
when combined with other apparently 
irrelevant information can on occasion 
provide a composite picture of an ap¬ 
plicant which assists in determining 

whether a grant of confidentiality is 
warranted. 

(g) The following system of records 
is exempted pursuant to the provisions 
of 5 U.S.C. 552a(j)(2) from subsections 
(c) (3) and (4). (d). (e) (1). (2) and (3). 
(eK4) (G). (H) and (I), (e) (5) and (8). 
(f), and (g) of 5 U.S.C. 552a; in addi¬ 
tion, the following system of records is 
exempted pursuant to the provisions 
of 5 U.S.C. 552a (k)(l) and (k)(2) from 
subsections (c)(3), (d), (e)(1), (e)(4) 
(G). (H) and (I), and (f) of 5 U.S.C. 
552a: 

Preedom of Information/Privacy 
Act Records (Justice/DEA-010). 
These exemptions apply only to the 
extent that the records contained in 
this system have been obtained from 
other systems of records maintained 
by the Drug Enforcement Administra¬ 
tion for which exemptions from one or 
more of the foregoing provisions of 
the Privacy Act of 1974 have been pro¬ 
mulgated. The exemption claimed for 
this system of records applies only to 
records obtained from such other 
Drug Enforcement Administration sys¬ 
tems and only to the same extent as 
the records contained in such other 
systems have been exempted. 

(h) 'The system of records listed 
under paragraph (G) of this section is 
exempted for the following reasons; 

(1) In the course of processing re¬ 
quests for records pursuant to the 
Preedom of Information Act (5 U.S.C. 
552) or for access or correction of re¬ 
cords pursuant to the Privacy Act (5 
U.S.C. 552a), it is frequently necessary 
to search for records in systems or re¬ 
cords for which exemptions have been 
claimed pursuant to 5 U.S.C. 552a (j) 
or (k). When records are located in 
said systems, it is frequently necessary 
to prepare copies for the purpose of 
consulting with agency personnel or 
with other agencies, either with 
regard to determining whether or to 
what extent the records should be dis¬ 
closed, or access provided, or correc¬ 
tion made or denied, or for review in 
the event of administrative appeal or 
judicial review. 

(2) If records otherwise exempt pur¬ 
suant to published rules should lose 
their exempt character when taken 
from such exempt systems for the pur¬ 
pose of compliance with the Freedom 
of Information Act and the Privacy 
Act in reviewing such records and 
making determination with regard to 
disclosure, access, and the Department 
of Justice in claiming correction, the 
purpose of the Privacy Act in provid¬ 
ing such exemptions, and such exemp¬ 
tions would be defeated and nullified. 
The proper, efficient, and timely pro¬ 
cessing of citizens’ requests pursuant 
to said Acts would be hindered and im¬ 
peded. 

§ 16.99 Exemption of Immigration and 
Naturalization Service Syiitem—Limit¬ 
ed access. 

(a) The following subsystems of the 
Immigration and Naturalization Ser¬ 
vice Index System are exempt from 5 
U.S.C. 552a (c) (3) and (4). (d). (e) (1). 
(2) and (3). (eK4) (G). (H) and (I), (e) 
(5) and (8). (f). (g). and (h): 

(1) Agency Information Control 
Record Index. 

(2) Alien Enemy Index. 
(3) Centralized Index. 
(4) Congressional Mail Unit Index. 
(5) Air Detail Office Index. 
(6) Anti-smuggling Index (general). 
(7) Anti-smuggling Information Cen¬ 

ters Systems for Canadian and Mexi¬ 
can Borders. 

(8) Border Patrol Sectors General 
Index System. 

(9) Contact Index. 
(10) Criminal, Immoral, Narcotic, 

Racketeer and Subversive Indexes. 
(11) En f orcement Correspondence 

Control Index System. 
(12) Document Vendors and Alterers 

Index. 
(13) Informant Index. 
(14) Suspect Third Party Index. 
(15) Examination Correspondence 

Control Index. 
(16) Extension Training Enrollee 

Index. 
(17) Intelligence Index. 
(18) Naturalization and Citizenship 

Indexes. 
(19) Personnel Investigations Unit 

Indexes. 
(20) Service Look-Out Subsystem. 
(21) White House and Attorney Gen¬ 

eral Co^espondence Control Index. 
(22) Fraudulent Dociunent Center 

Index. 
(23) Emergency Reassignment 

Index. 
(24) Alien Documentation, Identifi¬ 

cation, and Telecommunication 
(ADIT) System. 
These exemptions apply to the extent 
that information in these subsystems 
is subject to exemption pursuant to 5 
U.S.C. 552a (J) and (k). 

(b) Exemptions from the particular 
subsections are justified for the fol¬ 
lowing reasons: 

(1) From subsection (cK3) because 
the release of the dislosure accounting 
for disclosure pursuant to the routine 
uses published for these subsystems 
would permit the subject of a criminal 
or civil investigation to obtain valuable 
information concerning the nature of 
that investigation and present a seri¬ 
ous impediment to law enforcement. 

(2) From subsection (cK4) since an 
exemption is being claimed for subsec¬ 
tion (d), this subsection will not be ap¬ 
plicable. 

(3) From subsection (d) because 
access to the records contained in 
these subsystems would inform the 
subject of a criminal or civil investiga¬ 
tion of the existence of that investiga- 
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tion, provide the subject of the investi¬ 
gation with information that might 
enable him to avoid detection or ap¬ 
prehension. and present a serious im¬ 
pediment to law enforcement. 

(4) Prom subsection (eKl) because in 
the course of criminal or civil investi¬ 
gations. the Immigration and Natural¬ 
ization Service often obtains informa¬ 
tion concerning the violation of laws 
other than those relating to violations 
over which INS has investigative Juris¬ 
diction. In the interests of effective 
law enforcement, it is necessary that 
INS retain this information since it 
can aid in establishing patterns of 
criminal activity and provide valuable 
leads for those law enforcement agen¬ 
cies that are charged with enforcing 
other segments of the criminal law. 

(5) From subsection (eK2) because in 
a criminal or civil investigation, the re¬ 
quirement that information be collect¬ 
ed to the greatest extent possible from 
the subject individual would present a 
serious impediment to law enforce¬ 
ment in that the subject of the investi¬ 
gation would be placed on notice of 
the existence of the investigation and 
would therefore be able to avoid detec¬ 
tion or apprehension. 

(6) From subsection (eK3) because 
the requirement that individuals sup¬ 
plying information be provided with a 
form stating the requirements of sub¬ 
section (e)(3) would constitute a seri¬ 
ous impediment to law enforcement in 
that it could compromise the existence 
of a confidential sources of informa¬ 
tion and endanger the life or physical 
safety of confidential informants. 

(7) Prom subsection (e)(4) (G) and 
(H) because these subsystems of re¬ 
cords are exempt from individual 
access pu’^uant to subsection (J) of 
the Privacy Act of 1974. 

(8) Prom subsection (eK4)(I) because 
the Immigration and Naturalization 
Service maintains the confidentiality 
of sources of information in order to 
protect their privacy and physical 
safety and to maintain the confiden¬ 
tiality of their cooperation. The publi¬ 
cation of categories of sources would 
constitute a breach of confidentiality 
on the part of formation essential to 
effective law enforcement. 

(9) Prom subsection (e)(5) because in 
the collection of information for law 
enforcement purposes it is impossible 
to determine in advance what informa¬ 
tion is accurate, relevant, timely, and 
complete. With the passage of time, 
seemingly irrelevant or untimely infor¬ 
mation may acquire new significance 
as further investigation brings new de¬ 
tails to light and the accuracy of such 
information can only be determined in 
a court of law. The restrictions of sub¬ 
section (eK5) would restrict the'ability 
of traintd Investigators and intelli¬ 
gence analysts to exercise their Judg¬ 
ment in reporting on investigations 
and impede the development of criinal 

intelligence necessary for effective law 
enforcement. 

(10) Prom subsection (e)(8) because 
the individual notice requirements of 
subsection (eK8) could present a seri¬ 
ous impediment to law enforcement as 
this could Interfere with the Immigra¬ 
tion and Naturalization Service’s abili¬ 
ty to issue#administrative subpoenas 
and could reveal investigative tech¬ 
niques and procedures. 

(11) Prom subsection (f) because 
these subsystems of records have been 
exempted from the access provisions 
of subsection (d). 

(12) Prom subsection (g) because 
these subsystems of records are com¬ 
piled for law enforcement pur{>oses 
and have been exempted from the 
access provisions of subsections (d) 
and (f). 

(13) From subsection (h) because to 
permit the parent of any minor, or the 
legal guardian of an individual who 
has been legally declared incompen- 
tent to obtain access to a record which 
is exempt to the individual would be a 
serious impediment to law enforce¬ 
ment in that it would enable the indi¬ 
vidual by himself or through the aid 
of others, to avoid detection or appre¬ 
hension. 

(14) In addition, these subsystems of 
records are exempt from compliance 
with the following provisions of the 
Privacy Act of 1974 (5 U.S.C. 552a), 
subsections (c)(3). (d). (e)(14) (G). (H) 
and (I), and (f) to the extent that the 
records contained in these subsystems 
are classified pursuant to Executive 
order. 

(c) The Border Patrol Academy 
Index Subsystem is exempt from 5 
U.S.C. 552a (d) and (f). 

This exemption applies only to the 
extent that information in this subsys¬ 
tem is subject to exemption pursuant 
to 5 U.S.C. 552a(k). 

(d) Exemptions for the particular 
subsections are Justified for the fol¬ 
lowing reasons. 

(1) Prom subsection (d) because ex¬ 
emption is claimed only for those test¬ 
ing and examination materials used to 
determine an individual’s qualifica¬ 
tions for retention and promotion in 
the Immigration and Naturalization 
Service. This is necessary to protect 
the integrity of testing materials and 
to insure fair and uniform examina¬ 
tions. 

(2) Prom subsection (f) because the 
subsystem of records has been exempt¬ 
ed from the access provisions of sub¬ 
section (d). 

S 16.100 Exemption of Law Enforcement 
Assistance Administration System— 
Limited access. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a (d). (eK4) 
(G) and (H). and (f): 

(1) Investigative System JUSTICE/ 
LEAA-003). 

These exemptions apply only to the 
extent that information in this system 
in subject to exemption pursuant to 5 
U.S.C. 552(k). 

(b) Exemptions from the particular 
subsections are Justified for the fol¬ 
lowing reasons: 

(1) Prom subsection (d) because 
access to the investigation records con¬ 
tained in this system would inform the 
subject of an investigation of an actual 
or potential criminal violation of the 
existence of that investigation, of the 
nature and scope of the information 
and evidence obtained as to his activi¬ 
ties, of the identity of witnesses and 
informants, or would provide informa¬ 
tion that could enable the subject to 
avoid detection or apprehension. 
These factors would present a serious 
impediment to effective law enforce¬ 
ment because they could prevent the 
successful completion of the investiga¬ 
tion. 

(2) Prom subsections (e)(4) (G) and 
(H) because an exemption is being 
claimed from subsection (d). 

(3) Prom subsection (f) because 
notice to an individual pursuant to 
this subsection as to the existence of 
records pertaining to him dealing with 
an actual or potential criminal investi¬ 
gation or prosecution must be exempt 
because such notice to an individual 
would be detrimental to the successful 
conduct and/or completion of an in¬ 
vestigation or prosecution, pending or 
future. Additionally, mere notice of 
the fact of an investigation could 
inform the subject or others that their 
8u;tivities are under or may come 
under an investigation and could 
enable the subjects to avoid detection 
or apprehension, to destroy evidence, 
and to fabricate testimony. 

(c) Consistent with the legislative 
purpose of the Privacy Act of 1974, 
the Law Enforcement Assistance Ad¬ 
ministration will grant access to non¬ 
exempt material in the Investigative 
System (JUSTICE/LEAA-003). Disclo¬ 
sure to subjects of records contained 
in this system will be governed by the 
Department’s Privacy Regulations but 
will be limited to the extent that sub¬ 
jects of an investigation of an actual 
or potential criminal violation will not 
be alerted to the investigation, the 
physical safety of witnesses, and law 
enforcement personnel, the privacy of 
third parties will not be violated, and 
that the disclosure would not other¬ 
wise present an impediment to effctive 
law enforcement. Whenever possible, 
information of the above nature will 
be deleted from the requested docu¬ 
ments and the balance made available. 
Decisions to release information from 
this system will be made on a case-by- 
case basis. 

16.101 Exemption of U.S. Marshals Ser¬ 
vice Systems—Limited access, as indi¬ 
cated. 

(a) The following system of records 
is exempt from 5 U.S.C. 552a (c) (3) 
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and (4). (d). (e)(2) and (3). (e)(4) (G) 
and (H), (e)(8), and (f) and (g): 

(1) Warrant Information System 
(JUSTICE/USM-007). 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(j) 

(b) Exemptions from the particular 
subsections are Justified for the fol¬ 
lowing reasons: 

(1) Prom subsection (cK3) because 
the release of disclosure accounting 
for disclosure made pursuant to sub¬ 
section (b) of the Act, including those 
permitted under routine uses pub¬ 
lished for this system of records would 
permit a person tojletermlne whether 
he is the subject of a criminal investi¬ 
gation, and to determine whether a 
warrant has been issued against him, 
and therefore present a serious im¬ 
pediment to law enforcement. 

(2) Prom subsection (c)(4) since an 
exemption is being claimed for subsec¬ 
tion (d) of the Act, this section is inap¬ 
plicable. 

(3) Prom subsection (d) because 
access to records would inform a 
person for whom a federal warrant 
has been issued of the nature and 
scope of information obtained as to his 
activities, of the identity of infor¬ 
mants, and afford the person suffi¬ 
cient information to enable the sub¬ 
ject *to avoid apprehension. These fac¬ 
tors would present a serious impedi¬ 
ment to law enforcement in that they 
would thwart the warrant process and 
endange lives of informants etc. 

(4) Prom subsection (e)(2) because 
the requirement that information be 
collected to the greatest extent practi¬ 
cal from the subject individual would 
present a serious impediment to law 
enforcement because the subject of 
the investigation or prosecution would 
be placed on notice as to the existence 
of the warrant and would therefore be 
able to avoid detection or apprehen¬ 
sion. 

(5) Prom subsection (eK3) because 
the requirement that individuals sup¬ 
plying information be provided with a 
form stating the requirements of sub¬ 
section (e)(3) would constitute a seri¬ 
ous impediment to law enforcement in 
that it could compromise the existence 
of a confidential investigation or 
reveal identity of confidential infor¬ 
mants. 

(6) Prom subsections (e)(4) (G) and 
(H) since an exemption is being 
claimed for subsections (f) and (d) of 
the Act, these subsections are inappli¬ 
cable. 

(7) Prom subsection (e)(8) because 
the individual notice requirement of 
this subsection would present a serious 
impediment to law enforcement in 
that it would give persons sufficient 
warning to avoid warrants, subpoena, 
etc. 

(8) Prom subsection (f) because pro¬ 
cedures for notice to an individual pur¬ 
suant to subsection (fKl) as to exi^- 
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tence of records pertaining to him 
dealing with warrants must be 
exempted because such notice to indi¬ 
viduals would be detrimentsd to the 
successful service of a warrant. Since 
Em exemption is being claimed for sub¬ 
section (d) of the Act the rules re¬ 
quired pursuant to subsections (f) (2) 
through (5) are inapplicable to this 
system of records. 

(9) Prom subsection (g) since sm ex¬ 
emption is being claimed for subsec¬ 
tion (d) and (f) this section is inappli¬ 
cable imd is exempted for the reEisons 
set forth for these subsections. 

(c) The following system of records 
is exempt from 5 U.S.C. 552a (c) (3) 
and (4), (d), (e) (2) and (3), (e)(4) (G) 
and (H), (e)(8), (f)(2) and (g): 

(1) Witness Security System (JUS- 
TICE/USM-008). 

These exemptions apply only to the 
extent that information in this system 
Ls subject to exemption pursuant to 5 
U.S.C. 552a(J)(2). 

(d) Exemptions from the pEirticular 
subsections are Justified for the fol¬ 
lowing reiusons: 

(1) Prom subsection (cK3) because 
the release of the disclosure account¬ 
ing for disclosures made pursuimt to 
subsection (b) of the Act including 
those permitted under routine uses 
published for this system of records 
would hiunper the effective function¬ 
ing of the Witness Security Prognun 
which by its very nature requires strict 
confidentiality vis-a-vis the records. 

(2) Prom subsection (c)(4) for the 
resison stated in (b)(2) of this section. 

(3) Prom subsection (d) because the 
United States Marshals Service Wit¬ 
ness Security Program aids efforts of 
law enforcement officials to prevent, 
control or reduce crime. Access to re¬ 
cords would present a serious impedi¬ 
ment to effective law enforcement 
through revalation of confidential 
sources suid through disclosure of op¬ 
erating procedures of the prognun, 
smd through increiused exposiire of the 
program to the public. 

(4) Prom subsection (e)(2) because in 
the Witness Security Prognun the re¬ 
quirement that information be collect¬ 
ed to the greatest extent possible from 
the subject individuid would constitute 
EUi impediment to the prognun, which 
is sometimes dependent on sources 
other than the subject witness for ver¬ 
ification of information pertaining to 
the witness. 

(5) Prom subsection (eK3) for the 
reason stated in (b)(5) of this section. 

(6) Prom subsections (eK4) (G) suid 
(H) for the reason stated in (bK6) of 
this section. 

(7) Prom subsection (e)(8) ^or the 
reason stated in (b)(7) of this section. 

(8) Prom subsection (f)(2) since an 
exemption is being claimed for subsec¬ 
tion (d) of the Act the rules required 
pursuEuit to subsection (f) (2) through 
(5) su-e inapplicable to this system of 
records. 

(9) Prom subsection (g) for the 
reason stated in (b)(9) of this section. 
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(e) The following system of records 
is exempt from 5 U.S.C. 552 (c) (3) and 
(4), (d), (e) (2) and (3), (e)(4) (G) and 
(H), (f) and (g): 

(1) IntemEd Inspection Information 
System (JUSTICE/USM-002)—Umit- 
ed access. 

These exemptions apply only to the 
extent that information in this system 
is subject to exemption pursuant to 5 
U.S.C. 552a(kK5). 

(f) Exemptions from the particulEir 
subsections EU'e Justified for the fol¬ 
lowing reEusons: 

(1) Prom subsection (c)(3) because 
the releELse of the disclosure account¬ 
ing for disclosures made pursuant to 
subsection (b) of the Act where disclo¬ 
sure of such record would reveal a 
source who furnished information to 
the government in confidence. 

(2) Prom subsection (a)(4) for the 
reEison stated in (b)(2) of this section. 

(3) Prom subsection (d) because 
Eu;cess to information in this system 
which was obtained from a confiden¬ 
tial source would impede the effective 
investigation into employee conduct 
for purposes of determining suitabil¬ 
ity, eligibility, or quEdifications for 
Pederal employment in that it would 
inhibit furnishing of infomation by 
sources which desire to remain confi- 
dentiEd. 

(4) FYom subsection (e)(2) for the 
reason stated in (b)(4) of this section. 

(5) Prom subsection (e)(3) for the 

reEuson stated in (b)(5) of this section. 

(6) Prom subsections (e)(4) (G) Eind 
(H) for the reEuson stated in (b)(6) of 
this section. 

(7) Prom subsection (f) for the 
reason stated in (b)(8) of this section. 

(8) Prom subsection (g) for the 

reEison stated in (b)(9) of this section. 

(g) Consistent with the legislative 
purpose of the Privswjy Act of 1974, 
the United States MEirshals Service 
will gTEUit access to nonexempt materi- 
Ed in records which are maintEdned by 
the Service. Disclosure will be gov¬ 
erned by the DepEirtment’s PrivEuiy 
Regulations, but will be limited to the 
extent that the identity of confiden- 
tiEd sources will not be compromised; 
subjects of an investigation of an 
Eu;tual or potentiEd criminal, civil or 
regulatory violation will not be alerted 
to the investigation; the physicsd 
safety of witnesses, informEints Emd 
law enforcement personnel will not be 
endEuigered; the privEtcy of third pEir- 
ties will not be violated; Eind that the 
disclosure would not otherwise impe<Ie 
effective law enforcement. Whenever 
possible, information of the above 
nature will be deleted from the re¬ 
quested documents Euid the bEdance 
made avEdlable. The controlling princi¬ 
ple behind this limited Eux;ess is to 
Edlow disclosures except those indicat¬ 
ed above. The decisions to release in¬ 
formation from this system will be 
mEule on a case-by-case bEusis. 
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Authority: 5 U.S.C. 552a. 

§ 1006.1 Purpose and scope. 

(a) The purpose of this part is to es¬ 
tablish policies and procedures for im¬ 
plementing the Privacy Act of 1974 
(Pub. L. 93-579), particularly 5 U.S.C. 
552a as added by the Act. The main 
objectives are to facilitate full exercise 
of rights conferred on individuals 
under the Act and to insure the pro¬ 
tection of privacy as to individuals on 
whom CSA maintains records in sys¬ 
tems of records under the Act. CSA ac¬ 
cepts the responsibility to act prompt¬ 
ly and in accordance with the Act 
upon receipt of any inquiry, request or 
appeal from a citizen of the United 
States or an alien lawfully admitted 
for permanent residence into the 
United States. Further, CSA accepts 
the obligations to maintain only such 
information on individuals as is rel¬ 
evant and necessary to the perfor¬ 
mance of its lawful functions, to main¬ 
tain that information with such accu¬ 
racy, relevancy, timeliness and com¬ 

pleteness as is reasonably necessary to 
assure fairness in determinations 
made by CSA about the individual, to 
obtain information from the individ¬ 
ual to the extent practicable, and to 
take every reasonable step to protect 
that information from unwarranted 
disclosure. CSA will maintain no 
record describing how. an individual 
exercise rights guaranteed by the First 
Amendment unless expressly autho¬ 
rized by statute or by the individual 
about whom the record is maintained, 
or unless pertinent to and within the 
scope of an authorized law enforce¬ 
ment activity. 

(b) Matters outside the scope of this 
part include the following: 

(1) Requests under the Freedom of 
Information Act (5 U.S.C. 552). 

(2) Requests involving information 
pertaining to an individual which is in 
a record or file but not within the 
scope of a system of records notice 
published in the Federal Register. ' 

S 1006.2 Derinitions. 

(a) All terms used in this part which 
are defined in 5 U.S.C. 552a shall have 
the same meaning herein. 

(b) As used in this part; 
(1) The term “Act” means the Priva¬ 

cy Act of 1974, Pub. L. 93-579. 
(2) The term “CSA” means the Com¬ 

munity Services • Adiflinistration, for¬ 
merly Office of Economic Opportunity 
(OEO). 

(3) The term “Privacy Act Officer” 
means the official who carries the re¬ 
sponsibility for implementing and 
overseeing the Act in the Community 
Services Administration, making final 
determinations on appeals and prepar¬ 
ing rules and notices for publication in 
the Federal Register and reports to 
Congress, OMB and the President. 

(4) The term “Privacy Act Reviewing 
Officer” means the official designated 
at a specified CSA geographical loca¬ 
tion to oversee implementation of the 
Privacy Act within that designated 
area, to administer the records man¬ 
agement program and related training 
program within his jurisdiction, to act 
as liaison between the Privacy Act Of¬ 
ficer and System Managers, to assist 
local System Manager on Privacy Act 
access and amendment requests. 

(5) The term “System Manager” 
means the official responsible for the 
operation, maintenance, accuracy, se¬ 
curity, and use of a stated system of 
records and the individual who will re¬ 
ceive and act upon requests to acce^. 

amend, annotate or copy an 
individual's record in that system. 

(6) The term “inquiry” means either 
a communication asking for general 
information regarding the Act and/or 
CSA regulations thereunder or a com¬ 
munication from an individual asking 
if CSA maintains any record in a 
system of records pertaining to him or 
her. 

(7) The term “inquirer” means any 
individual directing an inquiry, as de¬ 
fined above, to CSA. 

(8) The term “request” means any 
written communication seeking disclo¬ 
sure or correction and/or amendment 
of a record or a copy of a record under 
the provisions of the Act. 

(9) The term “requester” means any 
individual submitting a request, as de¬ 
fined above, to CSA. 

(10) The term “appeal” means a 
written communication asking CSA to 
review and reverse an initial denial of 
a request for correction or amendment 
of a record. 

(11) The term “working days” means 
Monday through Friday, excepting 
Federal holidays. 

§ 1006.3 Procedures for requests pertain¬ 
ing to individual records in a record 
system. 

(a) Pursuant to 5 U.S.C. 552a(d)(l), 
any individual has the right to inquire 
concerning records pertaining to him 
and to request disclosure thereof with¬ 
out giving any justification for his in¬ 
quiry or request. An individual may 
not request disclosure of records not 
pertaining to him under this Act (see 
§ 1006.12 for penalties). CSA will re¬ 
spond to any inquiry or request con¬ 
cerning records maintained by CSA ac¬ 
cording to the procedures set out in 
this part. 

(b) (1) An inquiry imder the Privacy 
Act may be made either in person or 
by mail addressed to the appropriate 
system manager (see CSA notice of 
systems of records published in this 
issue) at 1200 19th Street. N.W., Wash¬ 
ington, D.C. 20506, if the record is 
maintained in CSA Headquarters or to 
the appropriate system manager in 
the appropriate Regional Office, if the 
record is maintained in a Regional 
Office (see CSA notice of systems of 
records published in this issue). If the 
inquirer is unsure where the record is 
maintained, if he cannot locate the 
system manager, or if he believes CSA 
maintains a record pertaining to him. 
but does not know which system of re- 
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cords might contain it. he may seek as¬ 
sistance in person from any Privacy 
Act Reviewing Officer listed in Appen¬ 
dix A to this part, or he may write to 
Privacy Act Officer, Conununity Ser¬ 
vices Administration. 1200 19th Street, 
N.W.. Washington. D.C. 20506. The of¬ 
fices of Privacy Act Reviewing Offi¬ 
cers and System Managers in CSA 
Headquarters are open to the public 
9:30 a.m. to 5:00 p.m. on working days; 
for the Regional Office see "Geo¬ 
graphical Guidance for Accessing Sys¬ 
tems of Records” published in the 
CSA Notice of Systems of Records. 

(2) An inquiry submitted by mail 
should be identified prominently both 
on the envelope and within the text as 
a “Privacy Act Request.” 

(c) If an inquiry is for general infor¬ 
mation regarding the Act and CSA 
regulations thereunder, no particular 
information is required. If an inquiry 
asks that CSA determine whether it 
maintains a record pertaining to the 
inquirer, the following information 
should be submitted: 

(1) Name. address, telephone 
number (optional) and signature of 
the inquirer; 

(2) Name, address and telephone 
(optional) of the individual to whom 
the record pertains, if the inquirer is 
either the parent of a minor or the 
legal guardian of the individual to 
whom the record pertains, and a certi¬ 
fied or authenticated copy of docu¬ 
ments establishing parentage or guar¬ 
dianship; 

(3) Whether the individual to whom 
the record pertains is a citizen of the 
United States or an alien lawfully ad¬ 
mitted for permanent residence into 
the United States; 

(4) Name of the system of records, as 
published in the Federal Register; 

(5) Location of the system of re¬ 
cords, published in the Ftoeral Regis¬ 
ter; 

(6) Such additional information as 
the inquirer believes might assist CSA 
in responding to the inquiry and in 
verifying identity (for example, date 
of birth, place of birth, names of par¬ 
ents, place of work, dates of employ¬ 
ment, position title, etc.); 

(d) (1) The effect of failure to pro¬ 
vide the information listed in (c)(l)-(6) 
of this section may be to delay or pre¬ 
vent CSA’s answering the inquiry. 

(2) CSA reserves the right to require 
compliance with the procedures ap¬ 
pearing at § 1006.4 (b) or (c) where cir¬ 
cumstances warrant. 

(e) CSA will make every effort to 
answer each inquiry within 10 working 
days of its receipt. If this is not possi¬ 
ble. CSA will send an acknowledgment 
to the inquirer, informing him of the 
status of the inquiry and asking for 
any further information needed in 
pr(x:essing it. Absent unusual circiun- 
stances (as described in § 1006.5(b)(2)), 
all inquiries will be answered within 30 
working days of their receipt. 

§ 1006.4 Times, places, and requirements 
for identification of individuals 
making requests. 

(a) Any individual may request 
access to records pertaining to him or 
her. The requester should make his re¬ 
quest either by mail or in person to 
the appropriate system manager as 
provided in § 1006.3(b)(1)—see CSA 
notice of systems of records published 
in this issue—and if unable to ascer¬ 
tain the appropriate system manager, 
to the appropriate Privacy Act Re¬ 
viewing Officer or to the Privacy Act 
Officer (see Appendix A). 

(b) All requests submitted by mail 
must: 

(1) Be signed by the requester and 
include his address and (optional) his 
telephone number. 

(2) Be identified prominently both 
on the envelope and in the letter as 
“Privacy Act Request.” 

(3) A statement signed by the re¬ 
quester that “I am aware that I 
am liable to criminal penalties under 
the Privacy Act, 5 U.S.C. 522a(i)(3) if I 
request a record under false pre¬ 
tenses.” 

(c) Each individual making a request 
in person will be required to: 

(1) Sign and date a statement that “I 
am requesting access to the following 
record(s) under the Privacy Act, I 
have read 5 U.S.C. 552a(iK3), and I am 
aware that I am liable to criminal pen¬ 
alties thereunder if I request a record 
under false pretenses.” 

(2) Furnish a reasonable amount of 
personal identification equivalent to 
that normally required for such com¬ 
mercial transactions as the acceptance 
of a personal check—i.e. employment 
identification card, driver’s license, 
credit cards. 

(3) In the case of especially sensitive 
records. CSA may seek independent 
verification of a requester’s identity by 
such means as telephone calls to his 
home or business address, personal 
identification by CSA employees, or 
other means which may seem appro¬ 
priate. 

(dXl) The disclosure of the informa¬ 
tion listed in paragraphs (b) and (c) of 
this section is voluntary, the effects of 
not providing it may be to prevent or 
delay the processing of his request and 
the information furnished will be used 
only to process his request or to en¬ 
force the provisions of 5 U.S.C. 
552a(i)(3)—see § 1006.12 and para¬ 
graphs (b) and (c) of this section. 

(2) When requesting the information 
listed in paragraph (c), the system 
manager shall inform the requester of 
the matters stated in paragraph (d)(1) 
of this section. 

(3) If a requester refuses to or is 
unable to comply with paragraph (b) 
or (c) of this section, CSA will consider 
alternative suggestions from the re¬ 
quester for establishing his identity. 
However, acceptance of such sugges¬ 

tions is at the discretion of CSA and 
failure to comply with paiagrapn (D> 

or (c) of this section may altogether 
prevent the processing of a request. 

(e) An individual acting as the 
parent of a minor or the legal guard¬ 
ian of the individual to whom a record 
pertains shall establish his or her per¬ 
sonal identity in the same manner pre¬ 
scribed in either S 1006.4 (b) or (c). In 
addition, such an individual shall es¬ 
tablish his or her identity in the repre¬ 
sentative capacity of parent or legal 
guardian. In the case of a legal guard¬ 
ian of an individual who has been de¬ 
clared incompetent due to physical or 
mental incapacity or age by a court of 
competent jurisdiction, the proof of 
identity shall be a certified or authen¬ 
ticated copy of the court’s order. A 
parent or legal guardian may act only 
for a living individual, not for a dece¬ 
dent. 

§ 1006.5 Disclosure of requested informa¬ 
tion to individuals. 

(a) Within 10 working days of the re¬ 
ceipt of a request by the appropriate 
system manager, he shall send the re¬ 
quester a written acknowledgment 
thereof, unless the request has been 
answered within this period. This ac¬ 
knowledgment shall include the date 
of his receipt thereof (which may be 
considerably delayed if a request by 
mail is not addressed and marked as 
required by § 1006.4(b) (1) and (2) or if 
the requester has been unable to iden¬ 
tify the appropriate system manager) 
and shall inform the requester of any 
furhter information needed in the pro¬ 
cessing of the request. Pursuant to 5 
U.S.C. 552a(eK3). CSA shall inform 
the requester whether such informa¬ 
tion is required to process the request 
under the Privacy Act or if it would 
merely facilitate processing the re¬ 
quest. CSA shall also inform him that 
disclosure thereof is voluntary, that 
there is no penalty for failure to re¬ 
spond, that the effects of not provid¬ 
ing the information may be to prevent 
or delay the processing of his request, 
and that the information furnished 
will be used only to process his request 
or for enforcement of the provisions of 
5 U.S.C. 552a(i)(3)—see § 1006.12. 

(b) (1) CSA will attempt whenever 
possible to review and answer requests 
within 10 working days of their receipt 
by the appropriate system manager. 
Absent unusual circumstances (as de¬ 
scribed below). CSA will answer a re¬ 
quest within 30 working days of the 
receipt thereof by the system man¬ 
ager, or within 20 working days of his 
receipt of the further information re¬ 
quested. 

(2) “Unusual circumstances” shall 
include circumstances where a search 
for and collection of requested records 
from inactive storage, field facilities or 
other establishments is required, cases 
where a voluminous amount of data is 
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Involved, instances where information 
on other individuals must be separated 
or expunged from the particular 
recon}, and cases where consultation 
with other agencies having a substan¬ 
tial interest in the determination of 
the request is necessary. 

(c) Grant of access—(1) Notification. 
An individual shall be granted access 
to a record pertaining to him or her. 
except where the provisions of para¬ 
graph (h) of this section apply. The 
Privacy Act Officer shall notify the in¬ 
dividual of such determination and 
provide the following information; 

(1) The methods of access, as set 
forth in paragraph (cK2) of this sec¬ 
tion. 

(ii) The place at which the record 
may be inspected. 

(iii) The earliest date on which the 
record may be inspected and the 
period of time that the records will 
remain available for inspection. In no 
event shall the earliest date be later 
than thirty days from the date of noti¬ 
fication. 

(iv) The estimated date by which a 
copy of the record could be mailed and 
the estimate of fees pursuant to 
§ 1006.11 of this part. In no event shall 
the estimated date be later than thirty 
days from the date of notification. 

(V) The fact that the individual, if 
he or she wishes, may be accompanied 
by another individual during personal 
access, subject to the procedures set 
forth in paragraph (g) of this section. 

(vl) Any additional requirements 
needed to grant access to a specific 
record. 

(2) Methods of access. The following 
methods of access to records by an in¬ 
dividual may be available depending 
on the circumstances of a given situa¬ 
tion: 

(i) Inspection in person may be had 
in the office specified by the system 
manager granting access, during the 
hours indicated in § 1006.3(b)(1). 

(ii) Transfer of records to a Federal 
facility more convenient to the indi¬ 
vidual may be arranged, but only if 
the system manager determines that a 
suitable facility is available, that the 
individual’s access can be properly su¬ 
pervised at that facility, and that 
transmittal of the records to that fa¬ 
cility will not unduly interfere with 
operations of CSA or involve unrea¬ 
sonable costs, in terms of both money 
and manpower. 

(iii) Copies may be mailed at the re¬ 
quest of the individual, subject to pay¬ 
ment of the fees prescribed in section 
1006.11 of this part. CSA. at its own 
initiative, may elect to provide a copy 
by mail, in which case no fee will be 
charged. 

(d) Access to medical records is gov¬ 
erned by the provisions of § 1006.6. 

(e) CSA shall supply such other in¬ 
formation and assistance at the time 
of access as to make the record intelli¬ 
gible to the individual. 
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(f) CSA reserves the right to limit 
access to copies and abstracts of origi¬ 
nal records, rather than the original 
records* This election would be appro¬ 
priate, for example, when the record is 
in automated data media such as tape 
or disc, when the record contains in¬ 
formation on other individuals, suid 
when deletion of information if per¬ 
missible under exemptions (for exam¬ 
ple. 5 U.S.C. 552a(kK2)). In no event 
shaJl original records of CSA be made 
available to the individual except 
under the immediate supervision of 
the system manager or his designee. 
Title 18, United States Code, section 
270(a) makes it a crime to conceal, mu¬ 
tilate, obliterate, or destroy siny record 
filed in a public office, or to attempt 
to do any of the foregoing. 

(g) A requester may be accompEuiied 
by one other individual of his or her 
choice. The requester shall submit to 
the system manager a signed, dated 
authorization of the presence of the 
other individual, specifictdly naming 
the other individual Euid describing 
the record requested. The other indi¬ 
vidual shall also sign this authoriza¬ 
tion in the presence of the system 
msmager. A requester shall not be 
asked to give any reason for deciding 
to be £ux;ompanied by another individ¬ 
ual during personttl access to a record. 

(h) A requester may be denied access 
to a record pertaining to him or her 
only upon a determination by a system 
manager that; 

(1) The record is subject to an ex¬ 
emption under $ 1006.13 or § 1006.14, * 
including an exemption determined by 
another agency as discussed in 
S 1006.13(b); 

(2) The record is information com¬ 
piled in reasonable anticipation of a 
civil Eu;tion or proceeding; 

(3) The requester has unreasonably 
failed to comply with the procedural 
requirements of this part. 

(i) The system mansiger shall notify 
the requester in writing of denial of 
access to records and this notice shall 
include the following information: 

(1) The system manager’s name tuid 
title or position; 

(2) The date of the denial; 
(3) The reasons for the denial in¬ 

cluding appropriate citations to the 
Act and/or these regulations; 

(4) The procedures for seeking fur¬ 
ther Eulministrative review of the 
denisd, including the name imd identi¬ 
ty of the responsible official. 

(j) If a request is psurtiEdly granted 
Euid partially denied, the system msui- 
ager shall follow the appropriate pro- 

'cedures of this section as to the re¬ 
cords within the grant imd those 
within the denisd. 

§ 1006.6 Special procedures: medical re¬ 
cords. 

(a) Whenever a requester seeks 
access to his medical records the 
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system manager will ask the requester 
for: 

(1) The name and address of his 
physician or psychologist; 

(2) Specific, written consent for CSA 
to consult this physician or psycholo¬ 
gist if CSA believes such consultation 
advisable; 

(3) Specific, written consent for CSA 
to provide these records to this physi- 
clsin or psychologist if CSA believes 
the requester’s access thereto should 
be effected under the guidance of his 
physician or psychologist. 

(b) The system manager will concur¬ 
rently forwEU'd the requester’s medical 
record to a CSA medical officer for 
review and a determination whether 
consultation with and/or transmittal 
of this record to the requester’s physi¬ 
cian or psychologist is indicated. If the 
medical officer finds either or both of 
these procedures to be indicated, he 
shall proceed accordingly. In any 
event, the medical officer shall inform 
the system manager regarding the rec¬ 
ommended conditions for the 
requester’s access to his or her medical 
records. 

(c) If the requester refuses to give 
any or all of the information sought 
under section (a)(1) or refuses the con¬ 
sents sought under (a)(2) and (a)(3) 
and the CSA medical officer has found 
that disclosure without safeguards 
would be likely to have an adverse 
effect on him or her, CSA will refuse 
the requester access to the records, 
following the procedures of § 1006.5(i). 

(d) When asking for the information 
and consents listed in section (a) the 
system manager shall inform the re¬ 
quester that response is purely volun¬ 
tary, that there is no penalty for re¬ 
fusal to respond, that the effects of 
not responding or of a partial response 
may be as stated in section (c), and 
that the information and consents 
given will be used only to process the 
request suid will be destroyed when it 
has been answered. 

§ 1006.7 Request for correction or amend¬ 
ment to record. 

(a) Pursuant to 5 U.S.C. 552a(d)(2) 
Euiy individuELl has the right to request 
a correction or amendment of a record 
or records pertaining to him. including 
the deletion of material or the inclu¬ 
sion of additional materiEd therein. An 
individuEd may not seek Eunendment of 
records not pertsdning to him under 
this Act (see § 1006.12 for penalties). 
CSA will respond to any request for 
such records maintained by CSA Etc- 
cording to the procedures set out in 
this pEut. except that requests for 
amendment of records originating in 
another Etgency will be referred to that 
Eigency within ten working days Emd 
notice of such referrEd will be sent to 
the requester. 

(b) All requests for correction or 
Eunendment of records must: 
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(1) Be submitted in writing, be 
signed by the requester, and include 
his address and (optional) his tele¬ 
phone number; 

(2) Specify the record(s) and 
system(s) of records involved (e.g. de¬ 
scription, title, date and portion of 
record to be corrected or amended); 

(3) Specify the exact changes re¬ 
quested indicating specific deletions, 
substitutions, and additions (submis¬ 
sion of an edited copy of the record(s) 
showing all changes requested is desir¬ 
able as it would facilitate consider¬ 
ation of the request and prevent mis¬ 
understanding of the changes request¬ 
ed). 

(4) State that the request is made 
pursuant to the Privacy Act—for re¬ 
quests by mail, the letter should be 
identified prominently both on the en¬ 
velope and within the text as a “Priva¬ 
cy Act Request.” 

(5) Be addressed or presented in 
person to the appropriate system man¬ 
ager as provided for inquiries in 
§1006.3(bKl) (see CSA notice of sys¬ 
tems of records published in this issue 
for appropriate system manager). 

(6) Include a statement of the basis 
for the requested correction or amend¬ 
ment. with all supporting doctiments 
and materials the requester believes 
relevant; this statement should, at a 
minimum, identify the standard(s) 
under the Act which the requester 
wishes to invoke—i.e, whether the in¬ 
formation in the record is unneces¬ 
sary, irrelevant, inaccurate, or incom¬ 
plete (see 5 U.S.C. 552a(e)(5)). 

(c) Special identification require¬ 
ments; 

Normally a request for correction or 
amendment of a record will have been 
preceded by a request for disclosure of 
this record under § 1006.4. If the re¬ 
quester has already identified himself, 
no proof of his identity other than his 
signature (see § 1006.7(bKl)) will nor¬ 
mally be required. In the event that 
CSA is not satisfied as to the 
requester’s identity, the requester may 
be required to comply with the re¬ 
quirements for identification set forth 
in § 1006.4(b). In such cases, CSA will 
notify the requester within 10 days of 
the identification required and will 
proceed with the processing of his re¬ 
quest. but will not comply with or 
deny the request until requester fur¬ 
nishes the required identification. 

$ lt06.8 Agency review of request for cor¬ 
rection or aaMndnient of record. 

(a) Within 10 working days from the 
receipt of a request by the appropriate 
system manager, he shall send the re¬ 
quester a written acknowledgement of 
the receipt thereof, unless the request 
has been answered within this period. 
This acknowledgement shall follow 
the format indicated in $ 1006.5(a). 

(b) (1) CSA will attempt whenever 
possible to review and answer requests 

within 10 working days of their receipt 
by the appropriate system manager. 
Absent unusual circumstances (as de¬ 
scribed in § 1006.5(bK2). CSA will 
answer a request within 30 days of the 
receipt thereof by the system man¬ 
ager. or within 20 working days of his 
receipt of the further information re¬ 
quested. 

(2) If owing to unusual circum¬ 
stances. CSA cannot make a determi¬ 
nation within these time limits, the re¬ 
quester will be advised in writing of 
the reason therefor and the estimated 
date by which the response will be 
made. 

(c) In its response, CSA will either: 
(1) Make the requested correction or 

sunendment and sidvise the individual 
in writing of such action, providing 
either a copy of the corrected or 
amended record or a statement as to 
the means whereby the correction or 
amendment was effected in cases 
where a copy cannot be provided (for 
example, erasure of information from 
a record maintained only in an elec¬ 
tronic data bank); or 

(2) Inform the individual in writing 
that his or her request is denied and 
provide the following information: 

(i) The system manager’s name and 
title and position; 

(ii) 'The date of the denial; 
(ill) The reasons for the denial in¬ 

cluding citation to the appropriate sec¬ 
tions of the Act and this part; and 

(iv) The procedures for appeal of the 
denial as set forth in § 1006.9 including 
the name and address of the Privacy 
Act Officer. 

(d) Whenever an individual’s record 
is corrected or amended pursuant to a 
request by that individual, the system 
manager shall see to the notification 
of all persons and agencies to which 
the corrected or amended position of 
the record has been disclosed prior to 
its correction or amendment, if an ac¬ 
counting of such disclosure required 
by the Act was made. ’The notification 
shall require a recipient agency main¬ 
taining the record to acknowledge re¬ 
ceipt of the notification, to correct or 
amend the record and to apprise any 
agency or person to which it had dis¬ 
closed the record of the substance of 
the correction or amendment. 

(e) The following criteria will be con¬ 
sidered by'the system manager in re¬ 
viewing a request for correction or 
amendment: 

(1) The sufficiency of the evidence 
submitted by the individual; 

(2) The factual accuracy of the in¬ 
formation; 

(3) The relevance and necessity of 
the information in terms of pun>ose 
for which it was collected; 

(4) The timeliness and currency of 
the information in light of the pur¬ 
pose for which it was collected; 

(5) The completeness of the infor¬ 
mation in terms of the purpose for 
which it was collected; 

(6) The degree of possibility that 
denial of the request could unfairly 
result in determinations adverse to the 
individual; 

(7) The character of the record 
sought to be corrected or amended; 
and 

(8) The propriety and feasibility of 
complying with the specific means of 
correction or amendment requested by 
the individual. 

(f) CSA will not undertake to gather 
evidence for the individual, but does 
reserve the right to verify the evidence 
which the individual submits. 

(g) Correction or amendment of a 
record requested by an individual will 
be denied only upon a determination 
by the system manager that: 

(1) ’The individual has failed to es¬ 
tablish, by a preponderance of the evi¬ 
dence, the propriety of the correction 
or amendment in light of the criteria 
set forth in paragraph (e) of this sec¬ 
tion; 

(2) ’The record sought to be correct¬ 
ed or amended was compiled in a ter¬ 
minated judicial, quasi-judicial or 
quasi-legislative proceeding to which 
the individual was a party or partici¬ 
pant; 

(3) The information in the record 
sought to be corrected or amended, or 
the record sought to be amended, is 
the subject of a pending judicial, 
quasi-judicial or quasi-legislative pro¬ 
ceeding to which the individual is a 
party or participant; 

(4) The correction or amendment 
would violate a duly enacted statute or 
promulgated regulation; or 

(5) The individual unreasonably has. 
failed to comply with the procedural 
requirements of this part. 

(h) If a request is partially granted 
and partially denied, the system man¬ 
ager shall follow the appropriate pro¬ 
cedures of this section as to the re¬ 
cords within the grant and the records 
within the denial. 

§ 1006.9 Appeal of initial adverse agency 
determination on correction or amend¬ 
ment or access. 

(a) When a request has been denied 
under §S 1006.5 or 1006.8, the requester 
may appeal the denial to the Privacy 
Act Officer, Office of Adminstration, 
Community Services Administration, 
1200 19th Street, NW., Washington, 
D.C. 20506. An appeal should be iden¬ 
tified both on the envelope and in the 
text as a Privacy Act Appeal. 

(b) An appeal shall Include a copy of 
the original request, the initial denial, 
and a statement of the reasons why 
the requester believes the initial 
denial to be in error. 'The Privacy Act 
Officer may seek additional Informa¬ 
tion needed to assure that his final de¬ 
termination is fair and equitable; in 
such instances, the additional informa¬ 
tion shall be disclosed to the requester 
to the greatest extent possible and he 
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shall be allowed an opportunity to 
comment thereon. No personal appear¬ 
ance or hearing will be allowed. 

(c) The Privacy Act Officer shall de¬ 
termine the appeal and mail his deter¬ 
mination in writing to the requester 
within 30 days of his receipt of the 
appeal, unless the Director of CSA ex¬ 
tends this period for an additional 30 
working days at the request of the Pri¬ 
vacy Act Officer. The Director shall 
take such an extension only if he 
deems it necessary for a fair and equi¬ 
table determination of the appeal and 
he shall notify the requester of the 
reasons for any such extension. 

(d) If the appeal is determined in 
favor of the requester, the final deter¬ 
mination shall be an order for full or 
partial release of the documents re¬ 
quested or shall include the specific 
corrections or amendments to be made 
and a copy thereof shall be transmit¬ 
ted promptly both to the individual 
and to the system manager who issued 
the initial denial. Upon receipt of such 
final determination, the system man¬ 
ager shall promptly take the actions 
set forth in § 1006.8(b)(1) and (c). 

(e) If the appeal is denied, the final 
determination shall be transmitted 
promptly to the individual and shall 
cite the reasons for the denial. The 
notice of final determination shall also 
include the following information; 

(1) That the individual has a right to 
file a concise statement of reasons for 
disagreeing with the final determina¬ 
tion; the statement ordinarily should 
not exceed one page and CSA reserves 
the right to reject a statement of ex¬ 
cessive length; such a statement shall 
be filed with the Privacy Act Officer, 
should identify the date of the final 
determination, and should be signed 
by the individual; the Privacy Act Of¬ 
ficer shall acknowledge receipt of such 
statement and inform the individual 
of the date on which it was received. 

(2) That any such disagreement 
statement filed by the individual will 
be noted in the disputed record and 
that a copy of the statement will be 
provided to persons and agencies to 
which the record is disclosed subse¬ 
quent to the date of receipt of such 
statement. 

(3) That CSA may append to any 
such disagreement statement filed by 
the individual, a copy of the final de¬ 
termination or summary thereof 
which also will be provided to persons 
and agencies to which the disagree¬ 
ment statement is disclosed. 

(4) That the requester has a right to 
judicial review of the final determina¬ 
tion under 5 U.S.C. 552a(gKl)(A) or 
(B). as limited by U.S.C. 552a(g)(5). 

(f) In making the final determina¬ 
tion, the Privacy Act Officer shall 
employ the criteria set forth in 
§ 1006.8(e) and shall deny an appeal 
only on the. grounds set forth in 
§ 1006.8(g). 
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(g) If an appeal is psutially granted 
and partially denied, the Privacy Act 
Officer shall follow the appropriate 
procedures of this section as to the re¬ 
cords within the grant and those 
within the denial. 

(h) Although a copy of the final de¬ 
termination. or a summary thereof, 
will be treated as part of the 
individual’s record for purposes of dis¬ 
closure in insUuices where the individ¬ 
ual has filed a disagreement state¬ 
ment. it will not be subject to correc¬ 
tion or amendment by the individual. 

§ 1006.10 Disclosure of record to person 
other than the individual to whom it 
pertains. 

(а) CSA may disclose a record per¬ 
taining to an individual to a person 
other than the individual only in the 
following instances; 

(1) Upon written request by the indi¬ 
vidual. including authorization under 
§§ 1006.5(g) and 1006.6; 

(2) With the prior written consent of 
the individual; 

(3) To a parent or legtil guardian 
under 5 U.S.C. 552a(h); 

(4) When required by the Act and 
not covered explicitly by the provi¬ 
sions of 5 U.S.C. 552a(b); Euid. 

(5) When permitted under 5 U.S.C. 
552a(b)(l) through (11), which read as 
follows; 

(1) To those officers and employees of the 
agency which maintains the record who 
have a need for the record in the perfor¬ 
mance of their duties; 

(2) Required under section 552 of this 
title; 

(3) For a routine use as defined in subsec¬ 
tion (aK7) of this section; 

(4) To the Bureau of the Census for pur¬ 
poses of planning or carrying out a census 
or survey or related activity pursuant to the 
provisions of title 13; 

(5) To a recipient who has provided the 
agency with advance adequate written as¬ 
surance that the record will be used solely 
as a statistical research or reporting record, 
and the record is to be transferred in a form 
that is not individually identifiable: 

(б) To the National Archives of the United 
States as a record which has sufficient his¬ 
torical or other value to warrant its contin¬ 
ued preservation by the United States Gov¬ 
ernment, or for evaluation by the Adminis¬ 
trator of General Services or his designee to 
determine whether the record has such 
value. 

(7) To another agency or to an instrumen¬ 
tality of any governmental Jurisdiction 
within or under the control of the United 
States for a civil or criminal law enforce¬ 
ment activity if the activity is authorized by 
law. and if the head of the agency or instru¬ 
mentality has made a written request to the 
agency which maintains the record specify¬ 
ing the particular portion desired and the 
law enforcement activity for which the 
record is sought; 

(8) To a person pursuant to a showing of 
compelling circumstances affecting the 
health or safety of an Individual if upon 
such disclosure notification is transmitted 
to the last known address of such individ¬ 
ual; 
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(9) To eiLher House of Congress, or, to the 
extent of matter within its jurisdiction, any 
committee or subcommittee thereof, any 
joint committee of Congress or subcommit¬ 
tee of any such joint committee: 

(10) To the Comptroller General, or any 
of his authorized representatives, in the 
course of the performance of the duties of 
the General Accounting Office; or • 

(11) Pursuant to the order of a court of 
competent jurisdiction. 

(b) The situations referred to in 
paragraph (aK4) of this section in¬ 
clude the following; 

(1) 5 U.S.C. 552a(c)(4) requires dis¬ 
semination of a corrected or amended 
record or notation of a disagreement 
statement by CSA in certain circum¬ 
stances; 

(2) 5 U.S.C. 552a(d) requires disclo¬ 
sure of records to the individual to 
whom they pertain, upon request; 

(3) 5 U.S.C. 552(g) authorizes civil 
action by an individual and requires 
disclosure by CSA to the court; 

(4) Section 5(eK2) of the Act autho¬ 
rizes release of any records or informa¬ 
tion by CSA to the PrivEwiy Protection 
Study Commission upon request of the 
Chairman; and 

(5) Section 6 of the Act authorizes 
the Office of Management and Budget 
to provide CSA with continuing over¬ 
sight and assistance in implementation 
of the Act. 

(c) The system manager shall keep 
an accoimting of each disclosure by 
him of any record contained in a 
system of records in accordance with 5 
U.S.C. 552a (c) (1) and (2). Except for 
a disclosure made under 5 U.S.C. 552a 
(b)(7), the system mansiger shall make 
such £u:coLmting available to any indi¬ 
vidual, insofar as it pertains to that in¬ 
dividual. on request submitted in ac¬ 
cordance with § 1006.4 of this part. 
The system manager shall make rea¬ 
sonable efforts to notify any individ¬ 
ual when Einy record in a system of re¬ 
cords is disclosed to any person under 
compulsory legal process, promptly 
upon being informed that such process 
has become a matter of public record. 
He shall also transmit to the 
individual’s last known address notifi¬ 
cation of any disclosure pursuant to a 
showing of compelling circumstances 
under 5 U.S.C. 552a(b)(8). 

§ 1006.11 Fees. 

(a) The only fees charged a request¬ 
er imder the provisions of this part 
shall be for copying records at his or 
her request. 

(b) (1) The copying fees chsirged 
under the Privacy Act shall be: 

(i) For duplication of paper docu¬ 
ments up to 8” X 14” $.10 per copy 
page. 

(ii) For duplication of microfiche in 
4x6 inch diazo film copies at 24 x re¬ 
duction $.10 per fiche. 

(iii) For duplication of paper records 
from microfiche records $.10 per page. 

(iv) For computer records. In most 
instEinces records maintained in the 
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computer data base are available also 
in printed form and the standard fee 
of $.10 per copy page shall apply. How¬ 
ever. a record must exist at the time of 
the request, and it is not required that 
a record be “created” or compiled 
from the data base for the purpose of 
furnishing information not already 
provided in existing records. A record 
that IS maintained by computer is nor¬ 
mally deemed to exist for this purpose 
only if retrievable in approximately 
the form desired, without reprogram¬ 
ming. 

(2) When no specific fee has been es¬ 
tablished for a copying service, the 
Privacy Act Officer is authorized to es¬ 
tablish an appropriate fee based on 
the direct costs of providing the ser¬ 
vice in question. 

(3) Services performed that are not 
required under the Privacy Act, such 
as formal certification or authentica¬ 
tion of records may be subject to 
charges under the Federal User 
Charge Statute (31 U.S.C. 483a) or 
other applicable statutes, depending 
on the services performed. 

(c) (1) CSA will waive any copying 
fee totaling less than $5.00 but con¬ 
temporaneous requests shall be added 
together to determine the total fee. 

(2) The Privacy Act Officer may, at 
his discretion, waive fees based on a 
petition for waiver by a requester stat¬ 
ing that he or she is indigent and 
unable to pay said fees. 

(3) It is the policy of CSA to provide 
the requester with one copy of each 
record corrected or amended pursuant 
to § 1006.8(c). 

(4) As required by the United States 
Civil Service Commission, CSA will 
charge no fee for a single copy of a 
personnel record covered by the 
Commission’s government-wide pub¬ 
lished notice of systems of records. 

(d) (1) If a requester is requesting a 
copy of a record, the request should 
state that he will promptly pay all ap¬ 
plicable fees. In his request he may 
either; 
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(1) Agree to pay all fees up to a .speci¬ 
fied limit; or 

(ii) Indicate that he wishes to be ad¬ 
vised of the estimated fees. 

(2) If the requester elects alternative 
(ii) or if the estimated fees exceed the 
limit he has indicated, the request 
shall be processed as indicated in 
§ 1006.5, but no copies shall be sent to 
the requester until he has been in¬ 
formed of the estimated fees and 
agreed to pay them, except that if 
their estimated amount is less than 
$10.00, copies will be sent the request¬ 
er without such notification unless he 
has specifically set a limit of less than 
$10.00. Estimates of fees will be com¬ 
municated to the requester as soon as 
possible so as to avoid delay in fur¬ 
nishing copies of records requested. If 
the requester is unwilling to pay the 
estimated fees, he ‘may reduce the 
volume of copies requested so as to 
reduce the fee to an amount he is will¬ 
ing to pay. 

(e) Full or partial payment of fees in 
advance may be required if the esti¬ 
mated fees are in excess of $50.00, or if 
the requester is known to have failed 
to pay any previous fee due to CSA 
under either 45 CFR or 1005 or 1006 

(f) Remittances shall be in the form 
of a personal check or bank draft 
drawn on a bank in the United States 
or a postal money order. Remittances 
shall be made payable to the Commu¬ 
nity Services Administration and 
mailed to Privacy Act Officer, Commu¬ 
nity Services Administration, 1200 
19th Street, N.W.. Washington, D.C. 
20506 

§ 1006.12 Penalties. 

In 5 U.S.C. 552a(i) the Act estab¬ 
lished criminal penalties for certain 
actions in violation thereof. The provi¬ 
sions of 5 U.S.C. 552a(i)(3) concern the 
actions of requesters; the section reads 
thus; 

Any person who knowingly and willfully 
requests or obtains any record concerning 
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an individual from an agency under fal.se 
pretenses shall be guilty of a misdemeanor 
and fined not more than $5000. 

§ 1006.13 General Exemptions. 

(a) xCSA does not assert any general 
exemptions under 5 U.S.C. 552a(j). 

(b) Individuals may not have access 
to records maintained by CSA but 
originating with another agency which 
has determined by regulation that 
such information is subject to a gener¬ 
al exemption under 5 U.S.C. 552a(j). If 
such records are within a request for 
access. CSA will advise the requester 
of their existence and of the name and 
address of the source agency which 
the requester must contact for any 
further information. 

§ 1006.14 Specific Exemptions. 

(a) Under the authority granted him 
by 5 U.S.C. 552a(kK2). the Director of 
CSA hereby exempts the system enti¬ 
tled "Inspection Reports on Grantees. 
Contractors, and CSA employees” 
from the provisions of 5 U.S.C. 
552a(c)(3), (d). (eK4)(I) and (f)(4). The 
reasons for asserting this exemption 
are to maintain the ability to obtain 
necessary information,' to prevent sub¬ 
jects of investigation from frustrating 
the progress of the investigation or of 
subsequent law enforcement activities, 
to avoid revelation of the identities of 
persons who have furnished or will 
furnish information to CSA in confi¬ 
dence, and to ensure the safety of 
these sources and of personnel en¬ 
gaged in investigations conducted for 
law enforcement purposes. Any person 
may still seek access to these records 
under the Freedom of Information 
Act; any Privacy Act Request seeking 
records under this exemption will be 
processed under the substantive provi¬ 
sions of the Freedom of Information 
Act. 
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CHAPTER III—ENERGY RESEARCH AND 
DEVELOPMENT ADMINISTRATION 

PART 708—RECORDS MAINTAINED ON 
INDIVIDUALS 

Sec. 
708.1 Purpose and scope. » 
708.2 Policy. 
708.3 Definitions. 
708.4 Delegation of authority. 
708.5 Privacy Act Administration Officers. 
708.6 Requests for information, access or 

amendment. 
708.7 Identification of Individuals making 

requests. 
708.8 Disclosure of requested Information 

to individuals. 
708.9 Medical and psychological records. 
708.10 Disclosure of record to person other 

than the individual to whom It 
pertains. 

708.11 Accounting for disclosures. 
708.12 Appeal of initial adverse ERDA deter¬ 

minations for access or amend¬ 
ment. 

708.13 Specific exemptions. 
708.14 Eistablishment of new or revised sys¬ 

tems of records. 
708.15 Fees. 
708.16 Requests under false pretenses. 
708.17 Employee standards of conduct with 

regard to privacy. 
708.18 Publication of annual notices. 
708 19 Requirements tor annual report. 
708.20 Litigation. 
708.21 Effect of Freedom of Information Act. 
708.22 Use and collection of social security 

numbers. 
708.23 Exempted system of records. 

Authority: (5 U.S.C. 652a(f)): (42 U.S.C. 
5815). (42 U.S.C. 2201). 

§ 708.1 Purpose and scope. 
(a> This laart contains the regulations 

of ERDA implementing the Privacy Act 
of 1974. Pub. L. 93-579. The regulations 
aopiy to all records maintained by ERDA 
which are identifiable by individual name 
or identifier and all systems of such rec¬ 
ords which are retrieved bv name or 
other identifier. These regulations are 
also applicable to contractors and their 
employees to the extent required by 5 
U.S.C. 552a(m). The regulations set forth 
the procedures by which individuals may 
seek access to records concerning them¬ 
selves and request C(jrrection of those 
records. The regulations also set forth 
the requirements applicable to ERDA 
employees maintaining, collecting, using 
or disseminating such records. 
§ 708.2 Policy. 

In compliance with the Privacy Act of 
1974, 5 U.S.C. 552a and in accordance 
with the requirements and procedures of 
this part. ERDA has a positive and con¬ 
tinuing obligation to: 

(a) Identify each system of records 
which ERDA maintains and review the 
content of the system to assure that orly 
that information is maintained which is 
necessary and relevant to a function 
which ERDA is authorized to perfcxm by 
law or Executive order, and that no in¬ 
formation about the political ot religious 
beliefs and activities of individuals is 
maintained except as provided in the 
Act. 

(b) Collect informatifxi to the greatest 
extent practicable directly from the sub¬ 

ject individual when the InfcHmation 
which may result in adverse determina¬ 
tions about that individual’s rights, bene¬ 
fits, and privileges under Federal pro¬ 
grams: and inform individuals wh(xn 
ERDA asks to supply informatlMi about 
themselves of the purposes for which the 
informaticm will be used and their rights, 
benefits, or obligations with respect to 
supplying that data. 

(c) Elstablish reasonable administra¬ 
tive, technical, and physical safeguards 

I to assure that rec(»ds are disclosed only 
to those who are authorized to have ac¬ 
cess and otherwise to protect against 
any anticipated threats or hazards to 
their security or integrity w'hich could 
result in substantial harm, embarrass¬ 
ment, inconvenience, or unfairness to 
any individual on whom information is 
maintained. 

(d) Maintain an accoimting of all dis¬ 
closures of information frc«n systems of 
records except those to personnel within 
EIRDA who have an official need to know 
or to the public under the Freedom of 
Information Act, and make that ac¬ 
counting available as provided in the 
Act. 

(e) When using a record or disclosing 
it to someone other than an agency, as¬ 
sure that it is as accurate, relevant, 
timely and complete as is reascmably nec¬ 
essary to assure fairness to the individ¬ 
ual. 

(f) Permit individuals to have access 
to records pertaining to th^nselves and 
to have an opportunity to request that 
such records be amended. 

(g) Inform prior recipients when a rec¬ 
ord is amended pursuant to the request 
of an individual or when a statement of 
disagreement has been filed: advise any 
subsequent recipient that a record is dis¬ 
puted; and provide a copy of the state¬ 
ment of disagreement to both prior and 
subsequent recipients of the disputed in¬ 
formation. 

§ 708.3 Definitions. 

As used in this part: 
(a) The term "agency” means agency 

as defined in U.S.C. 552a(a). It includes 
any executive department, military de¬ 
partment, Government corporation. Gov¬ 
ernment-controlled corporation or other 
establishment in the executive branch of 
the Government including the Executive 
Office of the President or any independ¬ 
ent regulatory agency. 

(b) The term "individual” means a 
citizen of the United States or an alien 
lawfully admitted for permanent resi¬ 
dence. but does not include proprietor¬ 
ships, businesses and corporations. ^ 

(c) The term "maintain” means main¬ 
tain. collect, use. or disseminate. 

(d) The term "record” means any 
item, collection, or grouping of informa¬ 
tion about an individual that is main¬ 
tained by or for ERDA, including, but not 
limited to, education, financial transac¬ 
tions. medical history, and rlminal or 
employment history and that contains 
that individual’s name, or the identifying 
number, symbol, -or other identifying 
particulars assigned to that individual. 

such as a finger or voice print or photo¬ 
graph. 

(e) The term "system of records” 
means a group of any records under 
ERDA control from which Information is 
retrieved by the name of the individual 
or by some identifying number, symbol, 
or other Identifying particulars assigned 
to the individual. 

(f) The term "statistical record” 
means a record in a system of records 
maintained for statistical research or re¬ 
porting purposes only and is not used in 
whole or in part in making any deter¬ 
mination about an identifiable individ¬ 
ual, except as provided by 13 U.S.C. sec¬ 
tion 8. 

(g) The term “routine use” means 
with respect to the disclosure of a record, 
the use of such record for a purpose 
which is compatible with the purpose for 
which it was collected. 

(h) The term "ERDA” means the 
Elnergy Research and Development Ad¬ 
ministration established by the Energy 
Reorganization Act of 1974 (Pub. L. 93- 
438). 

(i) The terms “ERDA Officer or em¬ 
ployee,” and “ERDA personnel” mean 
employees, consultants, and members of 
advisory boards, committees and panels 
of ERDA: members of boards designated 
by the Administrator, Deputy Adminis¬ 
trator, or other designees of the Adminis¬ 
trator or Deputy Administrator to pre¬ 
side at adjudicatory proceedings; where 
assigned to duty with ERDA, officers or 
employees of other Government agen¬ 
cies, including military personnel; and 
contractors and employees of contrac¬ 
tors having access to ERDA records or 
operating a system of records on behalf 
of EIRDA to accomplish an ERDA func¬ 
tion, to whom the requirements of 5 
U.S.C. 552a are deemed to be applicable. 

(j) 'The term “Administrator” means 
the Administrator of the Elnergy Re¬ 
search and Development Administra¬ 
tion provided for in section 102(a) of the 
Elnergy Reorganization Act of 1974. 

(k) The term “Deputy Administra¬ 
tor” means the Deputy Administrator 
provided for in section 102(b) of the En¬ 
ergy Reorganization Act of 1974. 

(l) The term "Assistant Administra¬ 
tor" means an Assistant Administrator 
provided for in section 102(d) of the 
Elnergy Reorganization Act of 1974 or 
such other Assistant Administrators as 
appointed imder section 102(f) of the 
Energy Reorganization Act of 1974.' 

(m) The term “System Manager” 
means the EIRDA official who is respon¬ 
sible for an ERDA system of records as 
designated in the system notice of that 
system of records published by EIRDA in 
the Federal Register. 

(n) The term “Privacy Act Adminis¬ 
tration Officer” (PAAO) is the desig¬ 
nated official at ERDA installations 
(identified in § 708.5 (a) and (b)) to 
whom an individual shall address any 
request for information concerning rec¬ 
ord, for correction of records, or other¬ 
wise, in exercising individual rights un¬ 
der the Privacy Act. 

(o) The term "Privacy Review Official” 
means the Deputy Administiutor. or any 
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Deputy Assistant Administrator, 'who 
hears an appeal of a denial to amend 
records or a denial to gain access to 
records. 

(p)’ The term “working days" means 
ail days except Saturdays, Sundays, and 
legal public holidays. 

§ 708.4 Delegation of authority. 

(a) The Administrator has designated 
the Assistant Administrator for Admin¬ 
istration to exercise control and super¬ 
vision over the ERDA compliance with 
5 U.S.C. 552a, to carry out on behalf of 
ERDA the provisions of 5 U.S.C. 552a 
with respect to the responsibilities for 
implementing the Act for ERDA, includ¬ 
ing: 

(1) Designation of personnel at Head¬ 
quarters to carry out the various func¬ 
tions as necessary to the Implementation 
of the Act. 

(2) Publish ERDA rules, public notices 
of systems of records, rtxles pertaining to 
exemptions. 

(3) Provide procedures and training 
to employees as appropriate. 

(4) Maintain liaison with heads of 
held organizations in connection with 
their responsibilities under the Privacy 
Act. 

(b) Directors of Energy Research Cen¬ 
ters and Managers of Operations Offices 
are designated to administer the provi¬ 
sions of the Act and applicable regula¬ 
tions within their respective jurisdic¬ 
tions; to act ais Systems Managers with 
respect to systems or parts of systems 
maintained within their jursidictions; 
and to name personnel as appropriate to 
perform the functions of Privacy Act 
Administration Officer. 

§ 708.5 Privacy Act Administration Of¬ 
ficers. 

(a) There shall be designated at 
ERDA Headquarters by the Assistant Ad¬ 
ministrator for Administration a Privacy 
Act Administration Officer whose address 
is U.S. Energy Research and Develop¬ 
ment Administration, Headquarters, 
Washington. D.C. 20545. 

(b) There shall be designated by the 
Director or Manager for each of the fol¬ 
lowing ERDA held organizations a Pri¬ 
vacy Act Administration Officer with the 
following specified mailing addresses; 

(1) U.S. Energy Research and De¬ 
velopment Administration, Albuquerque 
Ooeratlons Office, P.O. Box 5400, Albu¬ 
querque, New Mexico 87115. 

(2) U.S. Energy Research and De¬ 
velopment Administration, Bartlesville 
Energy Research Center, Box 1398, 
Bartlesville, Oklahoma 74003. 

(3) U.S. Eiiergy Research and Devel¬ 
opment Administration, Chicago Opera¬ 
tions Office, 9800 South Cass Avenue. 
Argonne, Illinois 60439. 

(4) U.S. Energy Research and Devel¬ 
opment Administration. Grand Forks 
Energy Research Center, University Sta¬ 
tion, Grand Forks, North Dakota 58201. 

(5) UJ3. Energy Research and Devel¬ 
opment Administration, Idaho Opera¬ 
tions Office, 550 2nd Street. Idaho Falls, 
Idaho 83401. 

(6) U.S. Energy Research and Devel¬ 
opment Administration, Laramie Energy 

Research Center, P.O. Box 3395, Univer¬ 
sity Station, Laramie. Wyoming 82070. 

(7) U.S. Energy Research and Devel¬ 
opment Administration. Morgantown 
Energy Research Center, Box 880, Mor¬ 
gantown, West Virginia 26505. 

(8) U.S. Energy Research and Devel¬ 
opment Administration, Nevada Opera¬ 
tions Office, P.O. Box 14100, Las Vegas. 
Nevada 89114. 

(9) U.S. Energy Research and Devel¬ 
opment Administration, Oak Ridge Op¬ 
erations Office, P.O. Box E, Oak Ridge. 
Tennessee 37830. 

(10) U.S. Energy Research and Devel¬ 
opment Administration, Pittsburgh 
Energy Research Center, 4800 Forbes 
Avenue, Pittsburgh, Pennsylvania 15213. 

(11) U.S. Energy Research and Devel¬ 
opment Administration, Richland Op¬ 
erations Office, P.O. Box 550, Richland. 
Washington 99352. 

(12) U.S. Energy Research and Devel¬ 
opment Administration, San Francisco 
Operations Office, 1333 Broadway. Wells 
Fargo Building, Oakland, California 
94616. 

(13) U.S. Energy Research and Devel¬ 
opment Administration, Savannah River 
Operations Office, P.O. Box A, Aiken. 
South Carolina 29801. 

§ 708.6 Requests for information, ac¬ 
cess or amendment. 

(a) The procedures outlined below ap¬ 
ply to the following types of requests 
under the Privacy Act of 1974 made by 
individuals concerning records about 
themselves: 

(1) Request to determine if informa¬ 
tion on the requestor is included in a sys¬ 
tem of records. 

(2) Request for access to a record. 
(3) Request for an accounting of 

disclosures. 
(4) Request for amendment of a 

record. 
(b) (1) Request imder paragraph (a) 

of this section must conform to the 
following: 

(1) All requests must be in writing un¬ 
less waived by the System Manager. 

(il) All requests must be directed to 
the appropriate Privacy Act Administra¬ 
tion Officer or if it is inconvenient or 
impossible to ascertain the appropriate 
Privacy Act Administration Officer, re¬ 
quests may be directed to the Privacy Act 
Administration Officer, ERDA Head¬ 
quarters. Washington, D.C. 20545. 

(ill) The requestor must supply the 
Privacy Act Administration Officer with 
information sufficient to process the 
request. 

(2) Minimum information is: 
(i) Name and address of individual. 
(il) Identity of the S3rstem of records. 
(ili) Nature of the request. If a re¬ 

quest for amendment, a complete and 
comprehensive description of the 
amendment. 

(iv) Required identifying information 
such as location if known, full name, 
birth date, etc. as specified in the “Notice 
of System of Records” to assist in iden¬ 
tifying the request. 

(c) Processing requests; 

(1) The Privacy Act Administration 
Officer will record the date and time of 
receipt of a request. 

(2) Within 10 working days of receipt 
of a request completed in accordance 
with paragraph (b) of this section, the 
Privacy Act Administration Officer will 
ascertain the responsible System 
Manaiger, and will dispatch the request 
to him. 

(3) The Privacy Act Administration 
Officer will acknowledge the request to 
the individual within 10 working days of 
receipt of the request. 

(i) If the request is incomplete or 
incomprehensible, the Privacy Act Ad¬ 
ministration Officer will request addi¬ 
tional information or clarification of the 
initial request in the acknowledgment, 
and will offer assistance to the individual 
as appropriate. 

(ii) If the request is sufficient for proc¬ 
essing, the acknowledgment should iden¬ 
tify the System Manager. 

(4) Access to ERDA records main¬ 
tained in National Archives and Record 
Systems Centers may be obtained in ac¬ 
cordance with the regulations issued by 
the General Services Administration. 

§ 708.7 Id«ntifie«tion of individuals 
making requests. 

The following minimum standards are 
applicable to any individual who requests 
records concerning himself but addi¬ 
tional requirements for verification of 
identity with respect to particularly 
sensitive records may be required. 

(a) An individual seeking access to 
records about himself in person may es¬ 
tablish his identity by the presentation 
of a single doemnent bearing a photo¬ 
graph (such as a passport or identifica¬ 
tion badge) or by the presentation of two 
items of identification which do not bear 
a photograph but do bear both a name 
and address (such as a driver’s license, or 
credit card). 

(b) An individual seeking access to 
records about himself by mail shall es¬ 
tablish his identity by a signature, ad¬ 
dress, date of birth, employee identifica¬ 
tion number, if any. and one other iden¬ 
tifier such as a photocopy of a driver’s 
license or other document. 

(c) An individual seeking access to 
records about himself by or in per¬ 
son who cannot provide the necessary 
documentation of identification may pro¬ 
vide a notarized statement, swearing or 
affirming to his identity and to the fact 
that he understands the penalties for 
false statements pursuant to 18 UB.C. 
1001. 

§ 708.8 Disclosure of requested infor¬ 
mation to individuals. 

(a) The System Manager will record 
the date and time of his receipt of a 
request. 

(b) Preliminary review of the request 
should be completed within 10 days and 
if conditions such as the ones below exist, 
the individual should be apprised of than 
as soon as possible. Conditions include: 

(1) The system of records exempted 
in whole or in part from the provi5ion(s) 
requiring compliance with the request. 
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(2) Need for further information by 

the System Manager to process the re¬ 
quest, e«., more data is required to de¬ 
termine the location of the record. 

(c) Upon receipt of a request from the 
Privacy Act Administration Officer, the 
System Manager shall promptly take the 
following actions, as appropriate: 

(1) Inform the individixal whether or 
not any information on him is included 
in the system. 

(2) Grant or deny access to records. 
(3) Grant or deny access to accounting 

of disclosures. 
(4) Amend or decline to amend a 

record. 
(d) If a request is denied, the indi¬ 

vidual must be informed of the System 
Manag*‘r’s determination, including an 
explanation of the reasons for not grant¬ 
ing the request, the procedures for re¬ 
questing review of the denial, and the 
name and address of the ERDA official 
to contact for appeal. Denial of a re¬ 
quest may be based in whole or part on 
an exemption. If materlsd has been de¬ 
leted from a record furnished to the 
individual there shall also be furnished 
a brief explanation of why the material 
was delet^. 

(1) Requests for access to classified 
information shall be coordinated with 
a representative of the Division of Clas¬ 
sification or the field organization 
coimterpart prior to final action. 

(2) Nothing in this part shall allow an 
individual access to any information 
compiled in reasonable anticipation of 
any civil action or proceeding in either 
a court or an administrative tribunal. 

(e) If the Ssrstem Manager is unable, 
for good cause, to complete action on 
his request within 30 calendar days after 
his receipt of the request, the individual 
should be informed in writing within 
such 30 days as to the reasons for the 
delay and when c(»npletion of the action 
is anticipated. 

(f) When informaticm is soufi^t from a 
system of records that includes infor¬ 
mation from another Federal agency, the 
System Manager receiving the request 
shall consult with the appropriate agency 
prior to determining whether the infor¬ 
mation may be disclosed or not, but the 
decision as to whether the record shall 
be disclosed, shall be made by the Sys¬ 
tem Manager maintaining the record. 

(g) Gramting Access—Special Consid¬ 
erations: 

(1) Associates in attendance—^When 
an individual is granted access to his 
record, he may be accompanied by a 
person of his choosing. The System 
Manager may require the individual to 
furnish a written statement authorizing 
discussions of the record in the accom¬ 
panying person’s pres^ce. 

(2) Copies of the record—Once access 
is granted, the individual has the right 
to have a copy made of all or any por¬ 
tion of the record upon pavment of fees 
to the extent provided for in § 708.15. 

(3) The parent of a minor or legal 
guardian, may act (m behalf of the indi¬ 
vidual for purposes under this part. Hie 
System Manager shall require the person 
to provide prc^r identification estab- 
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lishing guardianship. The parent or 
guardian of a minor or a person Judi¬ 
cially determined to be incompetent 
shall, in addition to establishing the 
identity of the minor or other person 
he represents as required in section 708.7, 
establish his own parentage or guardian¬ 
ship by furnishing a copy of a birth 
certificate showing parentage or a court 
order establishing the guardianship. 

§ 708.9 Medical and paychological rec¬ 

ords. 

When an individual requests medical 
or psychological records concerning him¬ 
self, the System Manager may advise the 
individual that these records will be pro¬ 
vided only to a physician designated in 
writing by the individual. Upon receipt 
of the designation and upon proper veri¬ 
fication of identity, the System Manager 
will permit the physician to review the 
records or to receive copies of the records 
for purposes of determining whether any 
such records should not be disclosed to 
the individual because of possible harm. 

§ 708.10 Disclosure of record to person 

other than the individual to whom it 

pertains. 

(a) ERDA shall not disclose any rec¬ 
ord which is contained in a system of rec¬ 
ords by any means of communication to 
any person, or to another agency, except 
pursuant to a written request by, or with 
the prior written consent of, the indi¬ 
vidual to whom the record pertains, un¬ 
less the disclosure of such record falls 
within one of the disclosure categories 
enumerated below in section 708.10(a) 
(1) through 708.10(a) (11) of this part. 
Disclosure categories: 

(1) Disclosure to ERDA officers or em¬ 
ployees who have a need for the record 
in the performance of their duties. 

(2) Disclosure required under the 
Freedom of Information Act. 

(3) IMsclosure for a routine use as de¬ 
fined in i 708.3(g) of this part and de¬ 
scribed in the notice of tte system of 
records as published in the Fedbeal 

Rbgistkr. 

(4) Disclosure to the Bureau of the 
Census fmr purposes of planning or carry¬ 
ing out a census or siuwey or rdated ac¬ 
tivity pursuant to the provisions of Title 
13 of the UB. Code. 

(5) Dtsdosure to a recipient wiio has 
provided the Syst^ Manager of the 
system of recmds from which he has 
requested a record with advance ade¬ 
quate written assurance that the recrad 
will be used solely as a statistical research 
or reporting recmxl, and the record is to 
be transferred in a form that is not in¬ 
dividually identifiaMe. It is the respon¬ 
sibility of the System Manager of the 
system of records from which it is desired 
to disclose a record of an identifiable in¬ 
dividual to assure that the identity of the 
individual caimot be determined or de¬ 
duced by combining various statistical 
records. Records may be disclosed by 
ERDA for statistical research or report¬ 
ing purposes only after ERDA has re¬ 
ceived and evaluated a written statement 
which: 

(i) states the purpose for requesting 
the records: and 

(il) certifies that they will only be used 
as statistical records. 

(6) Disclosiue to the National Archives 
of the United States of a record which 
has sufficient historical or other value to 
warrant its continued preservation by 
the United States Government, or for 
evaluation by the Administrator of Gen¬ 
eral Services or his designee to determine 
whether the record has such value. 

(7) Disclosure to another agency or to 
an instrumentality of any governmental 
Jurisdiction within or under the con¬ 
trol of the United States for a civil or 
criminal law enforcement SM:tivity if the 
activity is authorized by law, and if the 
head of the agency or instrumentality 
has made a written request to ERDA 
specifying the particular portion desired 
and the law enforcement activity for 
which the record is sought. Blanket re¬ 
quests for all records pertaining to an 
individual are not permitted, but a court 
order may be sought as a basis for dis¬ 
closure. (See paragraph (a)*(ll) of this 
section.) A record may also be disclosed 
by ETtDA to a law enforcement agency at 
the initiative of ERDA when a violation 
of law is suspected, provided that such 
type of disclosure has been established in 
advance as “routine use.” 

(8) Disclosure to a person pursuant to 
a showing of compelling circumstances 
affecting the health or safety of an in¬ 
dividual if uipon such disclosure notifica¬ 
tion is transmitted to the last known ad¬ 
dress of such individual. The individiial 
to whom the record pertains need not 
necessarily be the individual whose 
health or safety is at peril. 

(9) Disclosure to either House of Ocm- 
gress, or to the extent of matter within 
its Jurisdiction, any committee or sub¬ 
committee thereof, any Joint committee 
of Congress or subcommittee of any such 
Joint cOTunittee.^ 

(10) Disclosure to the Comptroller 
General, or any of his auttundzed repre¬ 
sentatives, in the course of the perform¬ 
ance of the duties of the General Ac¬ 
counting Office. 

(11) Disclosure pursuant to the order 
of a coiirt of competent Jurisdiction. 
§ 708.11 Accounting for diadosnm. 

(a) As soon as possible, but not later 
than September 27, 1975, each System 
Manager shall establish a system of ac¬ 
counting for all disclostires of records, 
either orally or in writing, made to other 
than ERDA personnel. Accounting pro¬ 
cedures may be eatablished in the least 
expensive and most convenient form that 
will permit the System Manager to ad¬ 
vise individuals, promptly upon request, 
of the persons or agencies to which rec¬ 
ords concerning than have been dis¬ 
closed. 

(b) Accoimting records, at a minimiiTn 
shall include the Identification of the 
particular record disclosed, the name and 
address of the person or agency to which 
disclosed, and the date of the disclosure. 

(c) Accounting is not required to be 
kept for disclosure made pursuant to 
the Freedom of Informaticm Act. 
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§ 708.12 Appeal of initial adverse ERDA 

determinations for access or amend¬ 

ment. 

(a) If axi individual’s request, either 
for access or amendment of records made 
under procedures set forth in this part, 
is denied in whole or in part by the Sys¬ 
tem Manager, as provided in section 
708.8, the individual shall have the right 
to appeal such Initial determination of 
denial to the ERDA Privacy Review Of¬ 
ficial; and the individual shall be noti¬ 
fied of the System Manager’s determi¬ 
nation and the procedure for exercising 
the right of appeal therefrom. 

(b) At>peals shall be filed by the re¬ 
questing individual within 60 calendar 
days after receipt of the initial denial by 
written request mailed to the Privacy 
Act Administration Officer at ERDA 
Headquarters. Both the appeal letter and 
its covering envelope should be marked 
"Privacy Act Appe^’’ or otherwise so as 
to clearly Identify that a Privacy Act 
appeal is being made. The 60 day time 
limit may be waived by the Privacy Re¬ 
view Official for good cause shown. 

(c) Appeals shall be deemed to have 
been received on the date and time 
stamped thereon by the Privacy Act 
Administration Officer, at ERDA Head¬ 
quarters. 

(d) Upon receipt of an appeal, the 
Privacy Act Administration Officer at 
ERDA Headquarters, shall promptly so 
advise the Privacy Review Official and 
the System Manager responsible for the 
original denial. ’The System Manager 
shall arrange to have the aivropriate 
records, including the initial written de¬ 
nial transmitted to the Privacy Review 
Official. 

(e) Final determination of the Privacy 
Review Official of an appeal shall be com¬ 
pleted within 30 working days from date 
of receipt of the appeal by the Privacy 
Act Administration Officer at Headquar¬ 
ters unless the Administrator determines 
that a fair and equitable review cannot 
be completed within that time. If addi¬ 
tional time is required, the individual 
will be informed by the Privacy Review 
Official in writing of the reasons for the 
delay and of the date on which the re¬ 
view is expected to be (XMnpleted. 

(f) ' ’The Privacy Review Official shall 
consult with counsel prior to making a 
determination. 

(g) If the Privacy Review Official de¬ 
termines that access to or amendment of 
the record is not warranted on the facts, 
he shall advise the individual of his re¬ 
fusal to authorize access or amendment, 
m whole or in part, and he shall advise 
the individual of his right to provide for 
the record a “statement of disagree¬ 
ment.’’ The individual shall be advised 
also of his right to judicial review pur¬ 
suant to the Privacy Act of 1974. 

<h) A statement of disagreement may 
be furnished by the individual within 30 
calendar days of the date of his receipt 
of the notice of refusal of the Privacy 
Review Official to authorize access or 
simendment. Such statement of disagree¬ 
ment shall be addressed to Privacy Act 
Administration Officer, ERDA Head¬ 
quarters, Washington, D.C. 2064S. Upon 

receipt of a statement of disagreement 
in accordance with this section the Sys¬ 
tem Manager shall Include the statement 
in the system of records in which the 
disputed record is maintained, and he 
shall have the original record marked as 
to indicate that the record is subject to 
a statement of disagreement, and where, 
within the system of records, that state¬ 
ment may be found. 

(i) When a record has been corrected 
or a statement of disagreement has 
been filed, the System Manager shall, 
promptly thereafter, advise all prior' re¬ 
cipients of the record whose identity 
can be determined pursuant to the ac- 
coimting required by the Privacy Act or 
any other accounting previously made of 
the correction or of the filing of the 
statement of disagreement. Any dissemi¬ 
nation of a record after the filing of a 
statement of disagreement shall be ac¬ 
companied by a copy of that statement 
and any statement of ERDA giving rea¬ 
sons for refusing to correct included in 
the file. 

(j) Decisions of the Privacy Review 
Official shall be the final decisions of the 
Administrator. 
§708.13 Specific exemptions. 

(a) Ihe Administrator may promul¬ 
gate rules, in accordance with the 
requlronents (including general notice) 
of sections 553(b) (1), (2), and (3), (c), 
and (e) of the Administrative Procedure 
Act to exempt any sjrstem of records 
within ERDA from subsections (c) (3), 
(d). (e)(1). (e)(4). (O). (H), (I), and 
(f) of section 3 of the Privacy Act, U the 
system of records is: 

(1) ESIDA records that are specifically 
authori2«d under criteria established un¬ 
der statute or an Executive Order to be 
kept secret in the interest of national 
defense or foreign policy, and are in fact 
properly classified pursuant to such Ex¬ 
ecutive Order. Restricted Data and For¬ 
merly Restricted Data under the Atomic 
Energy Act of 1954, as amended, are in¬ 
cluded in this exemption. 

(2) Investigatory material cmnplled 
for law enforconent inuix)6es. Provided, 
however, that if any individual is de¬ 
nied any right, privilege, or benefit that 
he would otherwise be entitled by Fed- 
ral law, or for which he would otherwise 
be digible, as a result of the msdntenance 
of such material, such matoial shall be 
provided to such individual, except to the 
extent that the disclosure of such ma¬ 
terial would reveal the identity of a 
source who furnished Information to the 
Government under an express promise 
that the identity of the source would be 
held in confidence, or. prior to Septem¬ 
ber 27. 1975, under an imidled m*oml8e 
that the identity of the source would be 
held in confidence. 

(3) Required by statute to be main¬ 
tained and used solely as statistical rec¬ 
ords. 

(4) Investigatory material ctxnpiled, 
solely for the puniose of detamlning 
suitability, dlglbility, or qualifications 
for Pedoid civilian emidoyment, mili¬ 
tary service. Federal contracts, or access 
to classified information, but (mly to the 

extent that the disclosure of such mate¬ 
rial would reveal the identity of a source 
who furnished Information to the Gov¬ 
ernment under an express promise that 
the identity of the source would be held 
in confidence, or. prior to S^tember 27, 
1975, under an implied promise that the 
identity of the source would be held in 
confidence. 

(5) Testing or examination material 
used solely to determine individual quali¬ 
fications for appointment or promotion 
in the Federal Service the disclosiu^ of 
which would compromise the objectivity 
or fairness of the testing or examination 
process. 

(b) Establishing exemptions: 
(1) It will be the responsibility of the 

System Manager of a system ot records, 
all or a portion of which he feels should 
be exempted from certain of the provi¬ 
sions of the Privacy Act, to inform the 
Administrator through the Assistant Ad¬ 
ministrate: for Administration of the 
need for such an exemption giving a de¬ 
scription of the system of records, or 
portion thereof, which is to be exempt; a 
statement of the provision or provisions 
of the Privacy Act from which it is de¬ 
sired to exempt the system of records or 
portion thereof; and the reascms there¬ 
for. 

(2) Before seeing any exemption for 
systems of records under S 708.13(a) (1). 
the System Manager shall consult with 
the cognizant representative of the Divi¬ 
sion of Classification, ERDA Headquar¬ 
ters. 

(3) When the Administrator deter¬ 
mines that a system of records or portion 
thereof maintained by ERDA should be 
exemoted from certain of the provisions 
of 5 U.S.C. 552a. a notice shall be pub¬ 
lished in the Fedxbal Rxczsm which 
specifies the name of the system of rec¬ 
ords involved, and the specific provisions 
of the Privacy Act from which the system 
of records or portion thereof is to be 
exempted and ^e reasons therefor. 

(c) Prior to making a determination 
to deny access to a record in a system 
of records having an approved exemp¬ 
tion for classified material (See | 708.13 
(a) (1)). the Svstem Manager shall con¬ 
sult with the Division of Classification, 
or its field organization counterpart, to 
verify the current classification status 
of the information in the requested 
record. 

§ 708.14 EsuMuhment of new or re¬ 

vised systems of records. 

(a) In designing or developing a pro¬ 
posed system of records the proposer 
such system shall consider if: 

(1) ’The system of records is relevant 
and necessary to accomplish a purpose 
of the agency required to be accom¬ 
plished by statute or by an Executive 
Order of the President. 

(2) The informatiim is collected to 
the greatest extent practicable directly 
from the subject individual when the in¬ 
formation may result in adverse deter¬ 
minations about an individual’s rights, 
benefits and privileges under Federal 
programs. 
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(b) The Assistant Administrator for 
Administration shall report the details 
of a new or revised system of records to 
the Office of Management and Budget 
and Congress to permit an evaluation of 
the privacy Impact of the proposal and 
the impact on the system before the sys¬ 
tem can become operational. A copy also 
must be provided to the Privacy Protec¬ 
tion Study Commission. 

(c) A system notice shall be published 
in the Federal Register for each new or 
revised system of records at least 30 cal¬ 
endar days before its effective date. 

(d) The System Manager must assure 
that adequate administrative, technical 
and physical safeguards have been de¬ 
signed into the system of records to in¬ 
sure the security and confidentiality of 
the records as required by law. 

§ 708.15 Fees. 

(a) No charge shall be made for dupli¬ 
cation of records when the cost is less 
than $10. 

(b) No fee will be charged when 
ERDA makes a copy of a record as a 
necessary part of the process of making 
the record available for review as dis¬ 
tinguished from responding to a request 
by an individual for a copy of a record. 

(c) No charge shall be made to an in¬ 
dividual for the time spent searching for 
requested records, or for time spent in 
reviewing records to determine if they 
fall within the requirements of the Act. 

(d) When an individual requests 
copies of his record in cases other than 
above, the following charges shall apply: 

(1) Sizes up to 8V^xl4 inches made on 
office copying machines—10 cents per 
page copy. Larger sizes—10 cents for 
each 8V^xl4 inch unit or fraction thereof 
per page copy. 

(2) For copies made on other than of¬ 
fice copying machines, the fee charged 
will be ERDA’s direct cost of making the 
copy (printing, typing, or photocopying 
and related personnel and equipment 
costs). 

(e) No records shall be made available 
to a requestor until the charges provided 
herein are paid in full. Checks, drafts, or 
other negotiable instnunents shall be 
made payable to the Energy Research 
and Development Administration. 

§ 708.16 Requests under false pre¬ 

tenses. 

Title 5 UB.C. 552a(i) (3) provides that 
any person who knowingly and willfully 
requests or obtains any record concern¬ 
ing an individual from an agency under 
false pretenses shall be guilty of a mis¬ 
demeanor and fined not more than 
$5,000. 

§ 708.17 Employee standards of conduct 

with regard to privacy. 

(a) Heads of Divisions and Offices, 
Headquarters, Directors of Energy Re¬ 
search Centers and Managers of Opera¬ 
tions Offices shall assure that ERDA 
personnel subject to their supervision are 
advised of the provisions of the Privacy 
Act. including the criminal penalties and 
civil liabilities provided therein, and that 
such ERDA personnel are made aware of 

their responsibilities to protect the se¬ 
curity of personal information, to assure 
its accuracy, relevance, timeliness and 
completeness, to avoid unauthorized dis¬ 
closure either orally or in writing, and to 
insure that no sjnstem of records con¬ 
cerning individuals, no matter how small 
or specialized, is maintained without 
public notice. 

(b) ERDA personnel shall: 
(1) Collect no information of a per¬ 

sonal nature from individuals unless au¬ 
thorized to collect it to achieve a func¬ 
tion or carry out a responsibility of 
ERDA: 

(2) Collect or maintain only that 
information about individuals which is 
necessary to ERDA functions or responsi¬ 
bilities; 

(3) Collect information, wherever pos¬ 
sible, directly from the individual to 
whom it relates; 

(4) Inform individuals from whcrni in¬ 
formation is collected of the authority 
for collection, the purposes thereof, the 
uses that will be made of the informa¬ 
tion. and the effects, both legal and prac¬ 
tical. of not furnishing the information; 

(5) Neither collect, maintain, use nor 
disseminate information concerning an 
individual’s religious or political beliefs 
or activities or his membership in associ¬ 
ations or organizations, unless (1) the 
individual has volunteered such infor¬ 
mation for his own benefit: (ID the in¬ 
formation is expressly authorized by 
statute to be collected, maintained, used 
or disseminated; or (ill) the activities in¬ 
volved are pertinent to and within the 
scope of an authorized investigation or 
adjudication activity; 

(6) Advise their supervisors of the ex¬ 
istence or contemplated development of 
any system of records which retrieves in¬ 
formation about individuals by Individual 
identifier; 

(7) Maintain an accounting, in the 
prescribed form, of all disclosures of in¬ 
formation to other than ERDA personnel, 
whether made orally or in writing; 

(8) Disclose no information concern¬ 
ing individuals to other than ERDA per¬ 
sonnel except when' authorized by 5 
U.S.C. 552a or pursuant to a routine use 
published in the Federal Register; 

(9) Maintain and process information 
concerning individuals with care in order 
to insure that no inadvertent disclosure 
of the information is made to other than 
ERDA personnel: and 

(10) Call to the attention of the 
proper ERDA authorities any informa¬ 
tion in a system maintained by ERDA 
which is not authorized to be maintained 
under the provisions of the Privacy Act 
of 1974, including Information on First 
Amendment activities, information that 
is inaccurate, irrelevant or so incomplete 
as to risk unfairness to the individual 
concerned. 

(c) Heads of Divisions and Offices, 
Headquarters. Directors of Energy Re¬ 
search Centers and Managers of Opera¬ 
tions Offices shall, at least annually, re¬ 
view the system of records subject to 

their supervision to insure compliance 
with the provisions of the Privacy Act of 
1974. 
§ 708.18 Publication of annual notices. 

(a) A system notice of the existence 
and character of an ERDA system of 
records shall be published annually in 
the Federal Register in accordance with 
the format and rules prescribed by the 
General Services Administration, which 
notice shall include: * 

(1) The name and location(s) of the 
system; 

(2) The categories of individuals on 
whom records are maintained in the 
system; 

(3) The categories of records main¬ 
tained in the system; 

(4) Each routine use of the records 
contained in the system, including the 
categories of users and the purpose of 
such use; 

(5) The policies and practices of ERDA 
regarding storage, retrievabllity, access 
controls, retention, and disposal of the 
records; 

(6) The official title and business ad¬ 
dress of the official who is the System 
Manager responsible for the system of 
records; and 

(7) The categories of sources of rec¬ 
ords in the system. 

(b) At least 30 calendar days prior to 
the formal annual publication of infor¬ 
mation under paragraph (a)(4) (routine 
nw routine use or intended routine use 
of the information in the system, and 
shall provide an opportunity for inter¬ 
ested persons to sumbit written data, 
views, or arguments to EIRDA. 

(c) In accordance with reporting re¬ 
quirements issued by the Office of Man¬ 
agement and Budget, and following the 
publication of the initial notices of ERDA 
system of records existing on Septem¬ 
ber 27.1975, ERDA shall provide to Con¬ 
gress, the Office of Management and 
Budget, and the Privacy Protection Study 
Commission advance notice of any pro¬ 
posal to establish or alter any ERDA 
system of records. 

§ 708.19 Requirements for annual re¬ 

port. 

Each year, ERDA shall submit a report 
covering the preceding calendar year to 
the Office of Management and Budget 
for referral by the President to the Con¬ 
gress. The report shall include the in¬ 
formation requested in Instructions of 
and at the time specified by the Office 
of Management and Budget. 

§ 708.20 Litigation. 

In any instance in which ERDA or an 
ERDA employee is sued in connection 
with any requirement or responsibility 
under this part, the matter shall 
promptly be referred to the General 
Counsel together with a report on the 
details., 
§ 708.21 Effect of Freedom of Informa¬ 

tion Act. 

ERDA shall not rely on any exemption 
contained In the Freedom of Information 
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Act (5 U.8.C. 552(b)) to withhold from 
the Individual to which it pertains, any 
record which Is otherwise accessible to 
such Individual under this part. 

§ 708.22 Use and collection of social 
security numbers. 

(a) The System Manager of each sys¬ 
tem of records which utilizes social secu¬ 
rity numbers as a method of identiflca- 
tlon without statutory authorization or 
authorization by regulation adopted 
prior to January 1. 1975, shall take steps 
to revise the system to avoid future col¬ 
lection and use of the social security 
numbers. 

(b) Heads of Divisions and OfDces, 
Directors of Energy Research Centers 
and Managers of Operations Offices shall 
take such measures as are necessary to 
Insure that employees authorized to 
collect information from individuals are 

advised that individuals may not be re¬ 
quired to furnish social security num¬ 
bers without statutory or regulatory au¬ 
thorization, and that individuals who are 
requested to provide social security num¬ 
bers voluntarily must be advised that 
furnishing the number is not required 
and that no penalty or denial of benefits 
will fiow from the refusal to provide it. 

§ 708.23 Exempted systems of records. 

(a) The following ERDA systems of 
records are exempted from 5 U.S.C. 552a, 
(c)(3), (d), (e)(1), (e)(4) (G), (H), (I), 
and (f). These exemptions apidy only to 
information in these systems which is 
exempt pursuant to 5 U.S.C. S52a(k) (1), 
(2) and (5): 

(1) Allen Visits and Participation—^KBOA 
(ERDA 1). 

(3) Clearance Board Cases Administrative 
Review and Personnel—ERDA (ERDA 5). 

(3) Security Correspondence Pile—^ERDA 
(ERDA 8). 
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(4) Foreign Travel—ERDA (ERDA 10). 
(5) Investigative Piles—ERDA (ERDA 31). 
(6) Legal Office—Claims, Litigations, Crim¬ 

inal Violation, Patents, and other Legal 
Piles—ERDA (ERDA 33). 

(7) Personnel Security Clearance Piles— 
ERDA (ERDA 33). 

(8) Personnel Security Clearance Plies In¬ 
dex (Automated)—ERDA (ERDA 33). 

(9) Special Access Authorization for Cate¬ 
gories of Classified Information—^EOIDA 
(ERDA 36). 

(b) The foHowing systems of records 
are exempt from 5 U.S.C. 552a, (c)(3), 
(d), (e)(1), (e)(4)(0), (H), (I), and 
(f). These exemptions apply only to in¬ 
formation in these systems which is ex¬ 
empt pursuant to 5 U.S.8. 552a(k) (5) 
and (6); 

. (1) ERDA Personnel i^>pllcant Records— 
ERDA (ERDA 13). 

(3) ERDA Personnel-Supervisor Records— 
ERDA (ERDA 11). 

(3) ERDA Personnel/Oeneral Employment 
Records—EHDA (ERDA IS). 
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Title 10—Energy 

CHAPTER II—FEDERAL ENERGY 
ADMINISTRATION 

PART 206—PRIVACY ACT 

Collection, Maintenance, Access and Dis¬ 
semination OF Personal Information 
About Individuals in Systems of Records 
Maintained by FEA 

Sec. 
206.1 Purpose and scope. 
206.2 Definitions. 
206.3 Procedures for requesting informa¬ 

tion about or for access to an 
individual's records in a system of re¬ 
cords. 

206.4 Procedures for identifying the indi¬ 
vidual making the request. 

206.5 Disclosure of requested information 
to individuals. 

206.6 Disclosure to other agencies or per¬ 
sons other than the Individual to whom 
the record pertains. 

206.7 Request for correction or amend¬ 
ment of record. 

206.8 FEA review of request for correction 
or amendment of a record. 

206.9 Appeals of denial of request for cor¬ 
rection or amendment of a record. 

206.10 Content of systems of records. 
206.11 Collection of information by FEA 

about an individual for a system of re¬ 
cords. 

206.12 Public notice of systems of records. 
206.13 Criminal penalties. 
206.14 General exemptions. [Reserved] 
206.15 Spiecific exemptions. 
206.16 Pees. 
206.17 Exceptions, exemptions, interpreta¬ 

tions, rulings and rulemakings. 
206.18 Addresses of FEA Regional Offices. 

Authority: (Privacy Act of 1974 (Pub. L. 
93-579, 5 U.S.C. 552a); Federal Energy Ad¬ 
ministration Act of 1974 (Pub. L. 93-275); 
E.O. 11790 (39 FR 23185)). 

§ 206.1 Purpose and scope. 

(a) This part establishes the meth¬ 
ods and procedures by which the Fed¬ 
eral Energy Administration is imple¬ 
menting the Privacy Act of 1974 (I^b. 
L. 93-579, 5 U.S.C. 552a). This part ap¬ 
plies to all records maintained by FEA 
that contain personal information 
about an individual, identify that indi¬ 
vidual by name or identifying number, 
symbol, or other identifying particular 
and are contained in a system of re¬ 
cords from which such information is 
retrieved by the individual’s name or 
identifying number, symbol or other 
identifying particular 

(b) Subject to the general and specif¬ 
ic exemptions claimed by FEA in 

§§206.14 and 206.15, or any exemp¬ 
tions provided by the Privacy Act of 
1974 that are claimed by another 
agency, or unless otherwise provided 
by such Act and this part, this part 
prohibits FEA From disclosing any 
re<x>rd that is contained in a system of 
records by any means of communica¬ 
tion to any i>erson or to another 
agency, except pursuant to a written 
request by or with the prior written 
consent of the individual to whom the 
record pertains. 

§ 206.2 DeflnUionB. 

“Agency” means “agency” as defined 
in 5 U.S.C. 551(1) and includes any ex¬ 
ecutive department, military depart¬ 
ment. Government corporation. Gov¬ 
ernment controlled corporation, or 
other establishment in the executive 
branch of the Government (including 
the Executive Office of the President), 
or any independent regulatory agency. 

“Act” means the “Privacy Act of 
1974,” Pub. L. 93-579, 5 U.S.C. 552a. 

“FEA” means the Federal Energy 
Administration, including the Admin¬ 
istrator of FEA or his delegate, and 
when appropriate, includes persons 
under contract with FEA for the oper¬ 
ation by or on behalf of FEA of a 
system of records to accomplish an 
FEA function, and employees of such 
person. 

“Individual” means a living person 
who is a citizen of the United States or 
an alien lawfully admitted for perma¬ 
nent residence. For purposes of this 
part, the parent of any minor, or the 
legal guardian of any individual who 
has been declared to be incompetent 
due to physical or mental incapacity 
or age by a court of competent juris¬ 
diction, may act on behalf of the indi¬ 
vidual. 

“Legal public holiday” means New 
Year’s Day, Washington’s Birthday, 
Memorial Day, Independence Day 
Labor Day, Columbus Day, Veterans’ 
Day, Thanksgiving Day. Christmas 
Day, and any other day appointed as a 
national holiday by the President or 
the Congress of the United States. 

“Maintain” includes maintain, col¬ 
lect. use or disseminate. 

“Records” means any item, collec¬ 
tion, or grouping of information about 
an individual that is maintained by 
the FEA in a system of records, or, if 
appropriate, another agency including, 
but not limited to. his education, fi¬ 
nancial transactions, medical history, 
and criminal or employment history 
and that contains his name, or the 
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identifying number, symbol, or other 
identifying particular assigned to the 
individual, such as a finger or voice 
print or a photograph. 

“Routine use” means, with respect 
to the disclosure of a record, the use 
of such record for a purpose that is 
compatible with the purpose for which 
it was collected. 

“System of records” means a group 
of any records under the control of 
the FTIA or, if appropriate, another 
agency from which information is re¬ 
trieved by the name of the individual 
or by some identifying number, 
symbol, or other identifying particular 
assigned to the individual. 

“Statistical record” means a record 
in a system of records maintained for 
statisticsd research or reporting pur¬ 
poses only and not used in whole or in 
part in making any determination 
about an identifiable individual except 
as provided by section 8 of title 13. 
United States Code. 

Throughout this part, the use of a 
word or term in the singular shall in¬ 
clude the plural Find the use of the 
male gender shall include the female 
gender. 

§ 206.3 Procedures for requesting infor¬ 
mation about or for access to an 
individual’s records in a system of re¬ 
cords. 

(a) Any individual may request in¬ 
formation regarding whether a system 
of records maintained by the FEA con¬ 
tains Euiy information pertaining to 
him, and may request access to his 
record or to any information pertain¬ 
ing to him that is contained in a 
system of records, unless such access 
has been restricted by a general or 
specific exemption claimed by FEA, as 
provided in §§ 206.14 and 206.15, or by 
another agency. All such requests 
shall be directed to the Privacy Act 
Officer, Federal Energy Administra¬ 
tion. Washington. D.C. 20461, or to the 
Privacy Act Officer at the FEA Re¬ 
gional Offices, at the addresses listed 
in § 206.18. The consideration by FEA 
of requests submitted by mail will be 
facilitated if the envelope in which the 
request is mailed has the words “PRI¬ 
VACY ACT REQUEST ” in capital let¬ 
ters on the front of it. 

(b) (1) A request for information 
about a record or for access to a recxird 
or to information pertaining to him 
that is contained in a system of re¬ 
cords may be made by mail or in 
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person during FEA's regular business 
hours. 

(2) The regular business hours of 
the FEA National Office are 8 a.m. to 
4:30 p.m. Requests made in person 
should be directed to the Privacy Act 
Officer. Federal Energy Administra¬ 
tion, 12th and Pennsylvania Avenue 
NW., Washington. D.C., or to the Pri¬ 
vacy Act Officer at the FEA Regional 
Offices, at the addresses listed in 
$206.18. 

(c) tl) The request, whether by mail 
or in person, shall be in writing and 
signed by the individual making the 
request and include (i) the full name 
(including the middle name) of the in¬ 
dividual seeking the information or 
record, his home address and tele¬ 
phone numb^, his business address 
and telephone number; (ii) a certified 
or authenticated copy of documents 
establishing parentage or legal guar¬ 
dianship, if appropriate, and (iii) if the 
waiver of an exemption, as provided in 
$ 206.15 (a) and (c), is sought in accor¬ 
dance with the procedures stated in 
such section, a statement of the 
grounds on which such waiver is 
sought. 

(2) In addition, the request should 
(i) specify the title and identifying 
number of the system of records, 
which appears in the notice of systems 
publish^ in the Federal Register by 
the FEA; (ii) provide such additional 
identifying information, if any. as may 
be required by the description of the 
system contained in the notice or as 
will assist FEA in responding to the re¬ 
quest, e.g., location of the record as 
stated in the Federal Register; and 
(iii) describe the information sought 
or the time, place, or form of access, as 
appropriate. 

(d) Any request not addressed and 
marked as specified in paragraph (a) 
of this section shall be forwarded im¬ 
mediately to the Privacy Act Officer. 
A request that is improperly addressed 
by an individual shall not have been 
“received” for purposes of measuring 
time periods in this section until 
actual receipt by the Privacy Act Offi¬ 
cer. In each instance when a request 
so forwarded is received by the Priva¬ 
cy Act Officer, the individual making 
the request shall be notified that the 
request was improperly addressed and 
the date when the request was re¬ 
ceived by the Privacy Act Officer. 

(e) When access to a record or infor¬ 
mation pertaining to the individual 
that is contained in a system of re¬ 
cords is requested, the individual 
either will be notified in writing where 
and when he may obtain access to the 
records requested or, if further ar¬ 
rangements are required, will be given 
the name, address and telephone 
number of the person at FEA responsi¬ 
ble for such arrangements. 

(f) Assistance in preparing a request 
for information about a record or for 
access to a record or to information 

pertaining to the individual that is 
contained in a system of records may 
be obtained from the Privacy Act Offi¬ 
cer, Federal Energy Administration, 
12th and Pennsylvania Avenue NW., 
Washington. D.C., 20461. 

$ 206.4 Procedures for identifying the in¬ 
dividual making the request. 

(a) When a request for information 
about or for access to a record or to in¬ 
formation pertaining to an individual 
that is contained in a system of re¬ 
cords has been made pursuant to 
§ 206.3, the FEA shall require reason¬ 
able identification of the individual 
making the request before information 
will be given or access will be granted, 
to insure that information is given or 
records are disclosed only to the 
proper person. 

(b) Subject to paragraphs (c) and (d) 
of this section, an individual making a 
request may establish his identity by: 

(1) Including with his request if sub¬ 
mitted by mail, a photocopy of two 
identifying documents bearing his 
name and signature, one of which 
shall bear his current home or busi¬ 
ness address; or 

(2) Appearing at the FEA National 
Office or appropriate Regional Office 
during the regular business hours and 
presenting either of the following: 

(i) One identifying document bear¬ 
ing his photograph and signature, 
such as a driver’s license or passport; 
or 

(ii) Two identifying documents bear¬ 
ing his name and signature, one of 
which shall bear his current home or 
business address; or 

(3) Providing such other proof of 
identity as the FEA deems satisfactory 
in the circumstances of a particular re¬ 
quest. 

(c) If the Privacy Act Officer or 
other designated FEA official deter¬ 
mines that the information in the 
record is so sensitive that unautho¬ 
rized access could cause harm or em¬ 
barrassment to the individual whose 
record is involved, or if the individual 
making the request Is unable to pro¬ 
duce satisfactory evidence of identity 
under paragraph (b) of this section, 
the individual making the request may 
be required to submit a notarized 
statement attesting to his identity and 
that he Is familiar with \nd under¬ 
stands the criminal penalties provided 
under section 1001 of Title 18 of the 
United States Code for making false 
statements to a Government agency 
and under section 552a(i)(3) of the Act 
for obtaining records under false pre¬ 
tenses. Copies of these statutory provi¬ 
sions and forms of such notarized 
statements may be obtained upon re¬ 
quest from the Privacy Act Officer, 
Federal Energy Administration, 12th 
and Pennsylvania Avenue NW., Wash¬ 
ington, D.C. 20461. 
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(d) Parents of minors and legal 
guardians. (1) An individual acting as 
the parent of a minor or the legal 
guardian of the individual to whom a 
record pertains shall establish his per¬ 
sonal identity in the same manner pre¬ 
scribed in either paragraphs (b) or (c) 
of this section. (A parent or legal 
guardian may act only for a living in¬ 
dividual. not for a decedent.) 

(2) In addition to such identification, 
such person shall establish his identity 
in the representative capacity of 
parent or legal guardian. In the case 
of the parent of a minor, the proof of 
identity shall be a certified or authen¬ 
ticated copy of the minor’s birth certi¬ 
ficate. In the case of a legal guardisui 
of an individual who has been declared 
incompetent due to physical or mental 
incapacity or age by a court of compe¬ 
tent jurisdiction, the proof of identity 
shall be a certified or authenticated 
copy of the order from a court of com¬ 
petent jurisidiction. 

(e) An individual shall not be re¬ 
quired to state a reason or otherwise 
justify his request for information 
about or for access to a record or to in¬ 
formation pertaining to him that is 
contained in a system of records. 

$206.5 Disclosure of requested informa¬ 
tion to individuals. 

(a) Each request for information 
about or for access to a record or to in¬ 
formation pertaining to him that is 
contained In a system of records shall 
be acted upon promptly. Every effort 
will be made to respond within ten 
days (excluding Saturdays, Sundays 
and legal public holidays) of the date 
of receipt. If a response csuinot be 
made within ten days due to unusual 
circumstances. FEA shall send an ac¬ 
knowledgment during that period pro¬ 
viding information on the status of 
the request and asking for such fur¬ 
ther information els may be necessary 
to respond to the request. The term 
“imususil circumstances” as used in 
this section shall include circum- 
stEuices where a search for and collec¬ 
tion of requested records from insictive 
storage, field fELcilities or other estEib- 
llshments Eire required, cases where a 
voluminous amoimt of data is in¬ 
volved, InstEinces where information 
on other individuEils must be sepEirated 
or expunged from the pEirticulEir 
record, and cases where consultations 
with other agencies having a substEin- 
tiEil interest in the determination of 
the request Is necessary. 

(b) (1) Any individusil who has re¬ 
quested access to a record or to infor¬ 
mation pertEiining to him that is con- 
tEiined in a system'of records, other 
thEin mediCELl records, in the msinner 
prescribed in $206.3, Eind hEis identi- 
hed himself els prescribed in $206.4, 
shall be permitted to review the record 
or information Eind have a copy made 
of elU or siny portion thereof in a form 
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comprehensible to him upon payment 
of the fee, if applicable, for copying 
services set forth in §206.17, unless 
such information or access is denied 
on the grounds stated in paragraph (e) 
of this section. Upon the request of an 
individual, a person of the individual's 
own choosing may accompany him to 
review the record at PEA. but the indi¬ 
vidual shall first furnish to the Priva¬ 
cy Act Officer a written statement au¬ 
thorizing discussion of that 
individual’s record in the accompany¬ 
ing person’s presence. 

(2) The si^ecial procedures pertain¬ 
ing to requests for information about 
or access to the individual’s medical 
records are stated in paragraph (f) of 
this section. 

(c) Where record of a document con¬ 
taining information about an individ¬ 
ual also contains information not per¬ 
taining to him, the portion not per¬ 
taining to the individual shall not be 
disclosed, except to the extent the in¬ 
formation is available to any person 
under the Freedom of Information 
Act. If the record sought cannot be 
provided for review and copying in a 
meaningful form, the PEA shall pro¬ 
vide to the individual a report of the 
information pertaining to the individ¬ 
ual that is contained in the record 
which report shall be complete and ac¬ 
curate in all material aspects. 

(d) Grant of access—il) Notification. 
An individual shall be provided infor¬ 
mation about or granted access to a 
record or information pertaining to 
him that is contained in the system of . 
records, unless the request has been 
denied in accordance with paragraph 
(e) of this section. The Privacy Act Of¬ 
ficer shall notify the individual of 
such determination and provide the 
following information: 

(i) Whether there is a record or in¬ 
formation pertaining to him that is 
contained in a system of records; 

(ii) The methods of access, as set 
forth in paragraph (d)(2) of this sec¬ 
tion; 

(iii) The place at which the record or 
information may be inspected; 

(iv) The earliest date on which the 
record or information may be inspect¬ 
ed and the period of time that the 
record or information will remain 
available for insi>ection (In no event 
shall the “earliest date” be later than 
thirty days (excluding Saturdays, Sun¬ 
days and legal public holidays) from 
the date of notification.); 

(V) The estimated date by which a 
copy of the record could be mailed and 
the estimate of fees that would be 
charged to provide other than the first 
copy of the record, pursuant to 
§ 206.17 (In no event shall the “esti¬ 
mated date” be later than thirty days 
(excluding Saturdays. Sundays and 
legal public holidays) from the date of 
notification.); 

(Vi) The fact that the individual, if 
he wishes, may be accompanied by an¬ 
other i>erson during the in-person 
review of the record or information, 
subject to the procedures set forth in 
paragraph (b) of this section; and 

(vii) Any additional requirements 
that must be satisfied in order to pro¬ 
vide information about or to grant 
access to the requested record or infor¬ 
mation. 

(2) Methods of access. The following 
methods of access to records or infor¬ 
mation pertaining to an individual 
that is contained in a system of re¬ 
cords may be available to that individ¬ 
ual depending on the circumstances of 
a particular request: 

(i) Inspection in person may be had 
in the office specified by PEA during 
the regular business hours; 

(ii) 'Transfer of records to a Federal 
facility more convenient to the indi¬ 
vidual may be arranged, but only if 
PEA determines that a suitable facili¬ 
ty is available, that the individual’s 
access can be properly supervised at 
that facility, and that transmittal of 
the records or information to that fa¬ 
cility will not unduly interfere with 
operations of the PEA or involve un¬ 
reasonable costs, in terms of both 
money and manpower; and 

(iii) The requested number of copies 
may be mailed at the request of the in¬ 
dividual. subject to payment of the 
fees prescribed in § 206.17. 

(e) Initial denial of access. (This sec¬ 
tion does not apply to the denial of a 
request for waiver of an exemption 
made in accordance with § 206.15(a) 
and (c).): 

(1) Grounds. A request by an individ¬ 
ual for information about or access to 
a record or information pertaining to 
that individual that is contained in a 
system of records may be denied only 
upon a determination by the I*rivacy 
Act Officer that: 

(1) The Record is subject to an ex¬ 
emption under §§ 206.14 or 206.15, or 
to an exemption claimed by another 
agency; or 

(ii) The record is information com¬ 
piled in reasonable anticipation of a 
civil action or proceeding; or 

(iii) The individual unreasonably has 
failed to comply with the procedural 
requirements of this part. 

(2) Notification. The Privacy Act Of¬ 
ficer shall give written notice of the 
denial of a request for information 
about or access to records or informa¬ 
tion pertaining to the individual that 
is contained in a system of records, 
which notice shall include the follow¬ 
ing information: 

(i) The Privacy Act Officer’s name 
and title or position: 

(ii) The date of the denial; 
(iii) The reasons for the denial, in¬ 

cluding citation to the appropriate sec¬ 
tion of the Act and this part; and 

(iv) The individual’s right to judicial 
review under 5 U.S.C. 552a(g)(l)(B). as 
limited by § 552a(g)(5). 

(f) Special procedures for medical re¬ 
cords—i\) Statement of physician or 
mental health professional. When an 
individual requests access to records or 
information pertaining to him that in¬ 
clude medical and/or psychological in¬ 
formation, the PEA, if it deems it nec¬ 
essary under the particular circum¬ 
stances, may require the individual to 
submit with the request a signed state¬ 
ment by his physician or a mental 
health professional indicating that, in 
his view, disclosure of the requested 
records or information directly to the 
individual will not have an adverse 
effect on the individual. 

(2) Designation of physician or 
mental health professional to receive 
records. If the PEA believes, in good 
faith, that disclosure of medical and/ 
or psychological information directly 
to an individual could have an adverse 
effect on that individual, the individ¬ 
ual may be asked to designate in writ¬ 
ing a physician or mental health pro¬ 
fessional to whom he would like the 
records to be disclosed, and disclosure 
that otherwise would be made to the 
individual will instead be made to the 
designated physician or mental health 
professional. 

(g) The PEA shall supply such other 
information and assistance at the time 
of an individual’s review of his record 
as is necessary to make the record in¬ 
telligible to the individual. 

(h) The PEA reserves the right to 
limit access to copies and abstracts of 
original records instead of the original 
records. This election would be appro¬ 
priate, for example, when the record is 
in an automated data media such as 
tape or disc, when the record contains 
information on or about individuals, 
and when deletion of information is 
permissible under exemptions pro¬ 
vided by the Act. In no event shall 
original records of the PEA be made 
available to the individual except 
under the immediate supervision of 
the Privacy Act Officer or his desig¬ 
nee. Title 18, United States Code, sec¬ 
tion 2701(a) makes it a crime to con¬ 
ceal, mutilate, obliterate, or destroy 
any record filed in a public office, or 
to attempt to do any of the foregoing. 

(i) Nothing in this section shall: 

(1) Require the disclosure of records 
in systems of records subject to an ex¬ 
emption under §§ 206.14 or 206.15 or to 
an exemption claimed by another 
agency; 

(2) Allow an individual access to any 
Information compiled in reasonable 
anticipation of a civil action or pro¬ 
ceeding or a criminal proceeding; or 

(3) Require the furnishing of infor¬ 
mation or records that cannot be re¬ 
trieved by the name or by some other 
identifying number, symbol or identi- 
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fying particular of the individual 
making the request. 

9 206.6 Disclosure to other agencies or 
persons other than the individual to 
whom the record pertains. 

(а) The PEA shall not disclose to 
any agency or to any person other 
than the individual who is the subject 
of the record, by any means of com¬ 
munication, a record pertaining to 
that individual that is contained in a 
system of records, except under the 
following circumstances: 

(1) The individual to whom the 
record pertains has given his written 
consent to the disclosure or has made 
a written request for such disclosure: 

(2) The disclosure is to officers and 
employees of the PEA wrio have a 
need for the record in the perfor¬ 
mance of their duties; 

(3) The dislcosure is required under 
the Preedom of Information Act (5 
U.S.C. 552): 

(4) The disclosure is for a routine 
use as defined in § 206.2 and described 
in the Pederal Register notice for 
that system of records; 

(5) The disclosure is made to the 
Bureau of the Census for purposes of 
planning or carrying out a census or 
survey or related activity pursuant to 
the provisions of Title 13 of the 
United States Code; 

(б) The disclosure is made to a re¬ 
cipient who has provided the agency 
with advance adequate written assur¬ 
ance that the record will be used 
solely as a statistical research or re¬ 
porting record, and the record is to be 
transferred in a form that is not indi¬ 
vidually identifiable; 

(7) The disclosure is made to the Na¬ 
tional Archives of the United States as 
a record which has sufficient histori¬ 
cal or other value to warrant its con¬ 
tinued preservation by the United 
States Government, or for evaluation 
by the Administrator of General Ser¬ 
vices or his designee to determine 
whether the record has such value; 

(8) The disclsoure is made to an¬ 
other agency or to an instrumentality 
of any governmental jurisdiction 
within or under the control of the 
United States for a civil or criminal 
law enforcement activity if the activ¬ 
ity is authorized by law and if the 
head of the agency or instrumentality 
has made a written request to the PEA 
specifying the particular portion de¬ 
sired and the law enforcement activity 
for which the record is sought; 

(9) The disclosure is made to a 
person pursuant to a showing of com¬ 
pelling circumstances affecting the 
health or safety of an Individual if 
upon such disclosure notification is 
transmitted to the last known address 
of such individual; 

(10) The disclosure is made to either 
House of Congress, or. to the extent of 
matter within its jurisdiction, any 
committee or subcommittee thereof, 
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any joint committee of Congress or 
subcommittee of any such joint com¬ 
mittee: 

(11) The disclosure is made to the 
Comptroller General, or any of his au¬ 
thorized representatives, in the course 
of the performance of the duties of 
the General Accounting Office: 

(12) The disclosure is made pursuant 
to the order a court of competent ju¬ 
risdiction; or 

(13) The disclosure is required by 
the Act and not covered explicitly by 5 
U.S.C. 552a(b). 

(b) The situations referred to in 
paragraph (a)(13) of this section in¬ 
clude the following: 

(1) 5 U.S.C. 552a(c)(4) requires dis¬ 
semination of a corrected or amended 
record or notation of a disagreement 
statement by the PEA in certain cir¬ 
cumstances; 

(2) Section 5(e)(2) of the Act autho¬ 
rizes release of any records or informa¬ 
tion by the PEA to the Privacy Protec¬ 
tion Study Commission upon request 
of the Chairman; and 

(3) Section 6 of the Act authorizes 
the Office of Management and Budget 
to provide the PEA with continuing 
oversight and assistance in implemen¬ 
tation of the Act, which may necessi¬ 
tate the release of records or informa¬ 
tion to that office. 

(c) (1) Por each system of records 
under its control, except disclosures 
made with the consent of the individ¬ 
ual to whom the record pertains, dis¬ 
closures to authorized officers and em¬ 
ployees of PEA and disclosures re¬ 
quired by the Preedom of Information 
Act, PEA shall keep an accurate ac¬ 
counting of: 

(1) The date, nature, and purposes of 
each disclosure of a record made to 
any person or to another agency; and 

(ii) The name and address of the 
person or agency to which the disclo¬ 
sure was made. 

(2) The accounting shall be retained 
for at least five years or the life of the 
record, whichever is longer, after the 
disclosure for which the accounting is 
made. 

(d) The accounting described in 
paragraph (c) of this section shall be 
made available to the individual 
named in the record upon written re¬ 
quest to the Privacy Act Officer, Ped¬ 
eral Energy Administration, 12th and 
Pennsylvania Avenue NW., Washing¬ 
ton, D.C. 20461, except that the ac¬ 
counting shall not be revealed with re¬ 
spect to disclosures made under para¬ 
graph (a)(8) of this section, pertaining 
to law enforcement EWJtivity, and to 
disclosures involving systems of re¬ 
cords for which PEA has claimed an 
ei^mption from certain requirements 
of the Act, as provided in §§ 206.14 and 
206.15, or with respect to which an¬ 
other agency htis claimed an exemp¬ 
tion. 

(e) Whenever an amendment or cor¬ 
rection of a record or a notation of dis¬ 
pute concerning the accuracy of re¬ 
cords is made by the PEA in accor¬ 
dance with §§ 206.8 and 206.9, PEA 
shall inform any person or other 
agency to whom the record was previ¬ 
ously disclosed if an accounting of the 
disclosure was made pursuant to the 
requirements of paragraph (c) of this 
section, unless the disclosure was 
made pursuant to paragraph (a)(8) of 
this section or the disclosure involved 
a system of records for which PEA has 
claimed an exemption from certain re¬ 
quirements of the Act, as provided in 
§§ 206.14 and 206.15, or with respect to 
which another agency has claimed an 
exemption. 

(f) The PEA shall make reasonable 
efforts to serve notice on an individual 
when any record containing informa¬ 
tion about such individual in a PEA 
system of records is made available to 
any person under compulsory legal 
process when such process becomes a 
matter of public record. 

(g) Prior to disclosing any record 
about an individual to any person 
other than an agency, unless the dis¬ 
closure is pursuant to paragraph (a)(3) 
of this section, PEA shall make rea¬ 
sonable efforts to assure that such re¬ 
cords are accurate, complete, timely, 
and relevant for PEA’s purposes. 

§ 206.7 Request for correction or amend¬ 
ment of a record. 

(a)(1) Any individual may request 
the correction or amendment of infor¬ 
mation pertaining to him that is con¬ 
tained in a system of records main¬ 
tained by the PEA (i) if he believes 
such information is not relevant or not 
necessary to accomplish a purpose 
that PEA is required to accomplish by 
statute or by executive order of the 
President, or (ii) if the information is 
to be used by PEA in making any de¬ 
termination about the individual if he 
believes such information is not as ac¬ 
curate, relevant, timely or complete as 
is reasonably necessary to assure fair¬ 
ness in any determination about the 
individual. 

(2) A request for amendment or cor¬ 
rection may be made by mail or in 
person and shall be directed to the 
Privacy Act Officer, Pederal Energy 
Administration, 12th and Pennsylva¬ 
nia Avenue NW., Washington, D.C. 
20461, or to the Privacy Act Officer at 
the PEA Regional Offices, at the ad¬ 
dresses listed in §206.18. Requests 
made in person must be submitted 
during the regular business hours of 
the PEA National Office or Regional 
Office, which for the National Office 
are 8 a.m. to 4:30 p.m. If the request is 
submitted by mail the envelope in 
which the request is mailed should 
have the words “PRIVACY ACT RE¬ 
QUEST AMENDMENT” in capital let¬ 
ters on the front of it. 
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(b) (1) A request for correction or 
amendment shall (i) be in writing and 
signed by the person making the re¬ 
quest; (ii) describe the particular 
record to be corrected or amended 
with sufficient specificity to permit 
the record to be located among those 
maintained by PEA, including, if possi¬ 
ble, the title, identifying number, and 
location of the system of records, as 
stated in the Notice of Systems of Re¬ 
cords published in the Federal Regis- 
TEP, and (iii) specify the nature of the 
correction or amendment sought, in¬ 
cluding the .specific words to be de¬ 
leted from the record or added to it. as 
appropriate, and the justification for 
the requested change, including all 
available supporting documents and 
materials that substantiate the state¬ 
ment. The statement of justification 
for the change should identify the 
basis for the request, that is, whether 
the information in the record is unnec¬ 
essary. inaccurate, irrelevant, untime¬ 
ly or incomplete. 

(2) The individual making the re¬ 
quest may be required to provide the 
information specified in § 206.3 and 
§ 206.4 to simplify identification of the 
record and permit verification of the 
identity of the person making the re¬ 
quest. 

(c) (1) Receipt of a request for cor¬ 
rection or amendment shall be ac¬ 
knowledged in writing within ten days 
(excluding Saturdays. Sundays and 
legal public holidays), except that if 
the individual is given notice within 
the ten-day period that his request 
will or will not be complied with, no 
acknowledgement is required. 

(2) The acknowledgement shall con¬ 
tain an estimate of the time within 
which action will be taken on the re¬ 
quest and. if necessary, shall request 
such additional information as may be 
necessary to act on the request. The 
estimate of time may take into ac¬ 
count unusual circumstances that will 
delay the response. "Unusual circum¬ 
stances” as used in this section shall 
include circumstances where a search 
for and collection of requested records 
from inactive storage, field facilities or 
other establishments are required, 
cases where a voluminous amount of 
data is involved, instances where infor¬ 
mation on other individuals must be 
separated or expunged from the par¬ 
ticular record, and cases where consul¬ 
tations with other agencies having a 
substantial interest in the determina¬ 
tion of the request are necessary. 

(3) Any request not addressed and 
mailed as specified in paragraph (a) of 
this section shall be forwarded imme¬ 
diately to the Privacy Act Officer. A 
request that is improperly addressed 
by an individual shall not have been 
“received” for purposes of measuring 
time periods in this section until 
actual receipt by the Privacy Act Offi- 
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cer. In each instance when a request 
so forwarded is received by the Priva¬ 
cy Act Officer, the individual making 
the request shall be notified that the 
request was improperly addressed and 
the date when the request was re¬ 
ceived by the Privacy Act Officer, 

(d) Assistance in preparing a request 
to correct or amend a record may be 
obtained from the Privacy Act Officer, 
Federal Energy Administration, 12th 
and Pennsylvania Avenue NW.. Wash¬ 
ington. D.C. 20461. 

§ 206.8 FEA review of request for correc¬ 
tion or amendment of record. 

(a) Within 30 days after acknowledg¬ 
ing receipt of a request (excluding Sat¬ 
urdays, Sundays and legal public holi¬ 
days), or after receiving such further 
information as may have been request¬ 
ed by FEA, or after arriving at a deci¬ 
sion within the ten days, the Privacy 
Act Officer shall either: 

(1) Make the requested correction or 
amendment and sidvise the individual 
in writing of such action, providing 
either a copy of the corrected or 
amended record, or a statement as to 
the means whereby the correction or 
amendment was accomplished in cases 
where a copy cannot be provided (for 
example, erasure of information from 
a record maintained only in an elec¬ 
tronic data banlrt; or, 

(2) Inform the individual in writing 
that his request is denied and provide 
the foliowring information; 

(i) The Privacy Act Officer’s name 
and title and position; 

(ii) The date of the denial; 
(iii) The reasons for the denial, in¬ 

cluding citation to the appropriate sec¬ 
tions of the Act and this part; and 

(iv) The procedures for appeal of the 
deniEil of a request for correction or 
amendment as set forth in § 206.9, in¬ 
cluding the name suid stddress of the 
FEA Office or officisd with the respnin- 
sibility for considering appeals. 

(3) If the Privacy Act Officer cannot 
make the determination within thirty 
days, the individusd will be advised in 
writing of the reason therefor and of 
the estimated date by which the deter¬ 
mination will be made. 

(b) Whenever an individual's record 
is corrected or amended pursuiuit to a 
request by that individual, the Privacy 
Act Officer shall notify all persons 
and agencies to which the corrected or 
amended portion of the record had 
been disclosed prior to its correction or 
amendment, if an accounting of such 
disclosure required by the Act was 
made. The notification shall require a 
recipient Eigency maintaining the 
record to Eu:knowledge receipt of the 
notification, to correct or amend the 
record and to apprise smy agency or 
person to which it hsul disclosed the 
record of the substance of the correc¬ 
tion or Eunendment. 

(c) The following criteria will be con¬ 
sidered by the Privacy Act Officer in 
running a request for correction or 
amendment. 

(1) The sufficiency of the evidence 
submitted by the individual; 

(2) The factual accuracy of the in¬ 
formation; 

(3) The relevance and necessity of 
the information in relation to the pur¬ 
pose for which it was collected; 

(4) If such information is used in 
making any determination about the 
individual, whether the information is 
as accurate relevant, timely, and com¬ 
plete as is reasonably necessary to 
assure fairness to the individual in 
such determination; 

(5) The degree of possibility that 
denial of the request could unfairly 
result in determinations adverse to the 
individual: 

(6) The nature of the record sought 
to be corrected or amended; and. 

(7) The propriety and feasibility of 
complying with the specific means of 
correction or amendment requested by 
the individual. 

(d) The FTIA will not undertake to 
gather evidence for the individual but 
does reserve the right to verify the evi¬ 
dence that the individual submits. 

(e) Correction or amendment of a 
record requested by an individual shall 
be denied only upon a determination 
by the Privacy Act Officer that; 

(1) The individUEd hEis failed to es¬ 
tablish. by a preponderance of the evi- 
6ence, the propriety of the correction 
or Eimendment in relation to the crite¬ 
ria stated in paragraph (c) of this sec¬ 
tion; 

(2) The record sought to be correct¬ 
ed or amended was compiled in a ter¬ 
minated judicial, quasi-judicial or 
quELsi-legislative proceeding to which 
the individual weis a party or partici- 
PEUit; 

(3) The record sought to be correct¬ 
ed or amended is the subject of a 
pending Judicial, quasi-judicial or 
quEisi-legislative proceeding to which 
the individusd is a pEirty or participant. 

(4) The correction or amendment 
would violate a duly enEicted statute or 
promulgated regulation; or, 

(5) The individual unreasonably has 
failed to comply with the procedural 
requirements of this part. 

(f) If a request is pEirtially granted 
and pEutiEdly denied, the Privacy Act 
officer shall follow the appropriate 
procedures of this section eis to the re¬ 
cords within the grant and the records 
within the denial. 

§ 206.9 Appeals of denial of requests for 
correction or amendment of a record. 

(aKI) Any individusd may appetd the 
denlEd of a request made by him ffor 
correction or Eimendment of a record 
issued pursuEUit to § 206.8. 

(2) An appeal shall be filed within 30 
days Eifter the service of the denial. 
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When an appeal is filed by mail, the 
postmark is conclusive as to timeliness. 
(Service by FEA of the denial of a re¬ 
quest may be by personal service or by 
registered, certified or regular United 
States Mail. Service upon an 
individual’s duly authorized represen¬ 
tative shall constitute service upon the 
individual.) 

(bXl) The appeal shall be in writing 
and shall be hied with the Office of 
Exceptions and Appeals, Federal 
Energy Administration, Washington, 
D.C. 20461. The consideration by FEA 
of appeals submitted by mail will be 
facilitated if the envelope in which the 
appeal is mailed has the words “PRI¬ 
VACY ACT APPEAL" in capital let¬ 
ters on the front of it. 

(2) An appeal not addressed and 
marked as specified in paragraph 
(b)(1) of this section shall be forward¬ 
ed immediately to the Office of Excep¬ 
tions and Appeals, an appeal that is 
not properly addressed by an individ¬ 
ual shall not have been “received” for 
purposes of measuring the time peri¬ 
ods in this section until actual receipt 
of the appeal by the Office of Excep¬ 
tions and Appeals. In each instance 
when an appeal so forwarded Is re¬ 
ceived. the individual filing the appeal 
shall be notified that the appeal was 
improperly addressed and the date 
when the appeal was received by the 
Office of Exceptions and Appeals. 

(c) Content of appeal (1) The appeal 
shall include the following: (i) A copy 
of the original request for correction 
or amendment; (ii) a copy of the initial 
denial; and (ill) a statement of the rea¬ 
sons why the initial denial is believed 
to be in error. The appeal shall be in 
writing and shall be signed by the indi¬ 
vidual. 

(2) The record requested to be cor¬ 
rected or amended will be supplied to 
the Office of Exceptions and Appeals 
by the Privacy Act Officer who issued 
the initial denial. While such record 
normally will comprise the entire 
record on appeal, the Office of Excep¬ 
tions and Appeals may seek such addi¬ 
tional information as is necessary to 
assure that the final determination is 
fair and equitable and, in those such 
instances, the additional information 
will be disclosed to the individual 
making the appeal and, consistent 
with the time periods provided in 
paragraph (e) of this section, an op¬ 
portunity will be provided for com¬ 
ment thereon. 

(d) No personal appearance or hear¬ 
ing on appeal will be allowed. 

(e) The Office of Exceptions and Ap¬ 
peals shall act upon the appeal and 
issue a final determination in writing 
no later than thirty days (excluding 
Saturdays, Sundays and legal public 
holidays) from the date on which the 
appeal is received; provided that the 
Director of the Office of Exceptions 
and Appeals may extend the thirty- 
day period upon a determination that 
a fair and equitable review cannot be 
made within that period, but only if 
the individual is advised in writing of 
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the reason for the extension, the 
notice of extension shall include the 
estimated day by which a final deter¬ 
mination will be issued, which shall 
not be later than the sixtieth day (ex¬ 
cluding Saturdays. Sundays cuid legal 
public holidays) after receipt of the 
appeal unless unusual circumstances, 
as defined in § 206.7(c)(2). are present. 

(f) If the appeal is granted, that de¬ 
termination shall Include the specific 
corrections or amendments to be made 
and a copy thereof shall be transmit¬ 
ted promptly both to the individual 
and to the Privacy Act Officer who 
issued the initial denial. Upon receipt 
of that determination, the Privacy Act 
Officer promptly shall take the ac¬ 
tions set forth in §§ 206.6(e) and 
206.8(b). 

(g) If the appeal is denied, the final 
determination shall be triuismitted 
promptly to the individual and shall 
state the reasons for the denial. The 
notice of that determination also shall 
include the following information; 

(1) The right of the individual to file 
with the Office of Exceptions and Ap¬ 
peals a concise signed statement of 
reasons for disagreeing with the final 
determination, receipt of which state¬ 
ment shall be acknowledged by the 
Office of Exceptions and Appeals; 

(2) The fact that any such disagree¬ 
ment statement filed by the individual 
shall be noted in the disputed record 
and that a copy of the statement shall 
be provided by the Privacy Act Officer 
to persons and agencies to which the 
record is disclosed subsequent to the 
date of receipt of such statement; 

(3) The fact that the FEA shall 
append to any such disagreement 
statement filed by the individual a 
copy of the final determination or 
summary thereof that also will be pro¬ 
vided to persons and agencies to which 
the disagreement statement is dis¬ 
closed; and, 

(4) The right of the individual to ju¬ 
dicial review of the final determina¬ 
tion under 5 U.S.C. 552a(g)(I)(A). as 
limited by 5 U.S.C. 552a(g)(5). 

(h) In deciding the appeal, the 
Office of Exceptions and Appeals shall 
determine whether the denial of the 
request was erroneous in fact or in 
law. 

(i) If an appeal is partially granted 
and partially denied, the Office of Ex¬ 
ceptions and Appeals shall follow the 
appropriate procedures of this section 
as to the records within the grant and 
the records within the denial. 

(j) Although a copy of the final de¬ 
termination or a summary thereof will 
be treated as part of the individual’s 
record for purposes of disclosure in in¬ 
stances where the individual has filed 
a disagreement statement, it will not 
be subject to correction or amendment 
by the individual. 

§ 206.10 Content of systems of records. 

(a) The FEA shall maintain in its re¬ 
cords only such information about an 
individual as is relevant and necessary 
to accomplish a purpose FEA is re¬ 
quired to accomplish by statute or by 
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executive order of the President, 
unless an exemption to this require¬ 
ment has been claimed by FEA, as pro¬ 
vided in §§ 206.14 and 206.15, or by an¬ 
other agency. 

(b) The FEA shall maintain no 
record describing how smy individual 
exercises rights guaranteed by the 
First Amendment unless expressly au¬ 
thorized by statute or by the individ 
ual about whom the record is main¬ 
tained or unless pertinent to and 
within the scope of an authorized law 
enforcement activity. 

(c) The FT3A shall maintain all re¬ 
cords that are used by it in making 
any determination about any individ 
ual with such accuracy, relevance, 
timeliness and completeness as is rea¬ 
sonably necessary to assure fairness to 
the individual in such determination. 

§ 206.11 Collection of information by FEA 
about an individual for a system of re¬ 
cords. 

(a) The FEA shall collect informa¬ 
tion. to the greatest extent practica¬ 
ble. directly from the subject individ¬ 
ual when the information may result 
In adverse' determinations about an 
individual’s rights, benefits and privi¬ 
leges under Federal programs, unless 
an exemption from the Act to this re¬ 
quirement has been claimed by FEA as 
provided in §§ 206.14 and 206.15, or by 
another agency. 

(b) Unless an exemption from the 
Act has been claimed by FEA, as pro¬ 
vided in §§206.14 and 206.15, or by an¬ 
other agency, FEA shall inform each 
individual whom it asks to supply in¬ 
formation by a statement on the form 
or other means' by which it uses to col¬ 
lect the information, or on a separate 
form that can be retained by the indi¬ 
vidual. of the following: 

(1) The authority (whether granted 
by statute or by executive order of the 
President) that authorizes the solicita¬ 
tion of the information and whetjier 
disclosure of such information is man¬ 
datory or voluntary: 

(2) The principal purpose or pur¬ 
poses for which the information is in¬ 
tended to be used; 

(3) The routine uses that may be 
made of the information, as published 
in the Federal Register pursuant to 
the requirements of the Act: and 

(4) The effect on him, if any. of not 
providing all or any part of the re¬ 
quested information. 

§206.12 Public notice of systems of re¬ 
cords. 

(a)(1) The F^A shall publish in the 
Federal Register at least annually a 
notice of the existence and character 
of each of its system of records, which 
notice shall include: 

(i) The name and location of the 
systems 

(ii) The categories of individuals on 
whom records are maintained in the 
system; 

(iii) The categories of records main¬ 
tained in the system: 

(iv) Each routine use of the records 
contained in the system, including the 
categories of users and the purpose of 
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such use. subject to paragraph (c) of 
this section: 

(V) The policies and practices of the 
FEIA regarding storage, retrievability, 
access controls, retention, and disposal 
of the records: 

< vi) The title and business address of 
the PEA official who is responsible for 
the system of records; 

(vii) The procedures whereby an in¬ 
dividual can be notified at his request 
if the system of records contains a 
record pertaining to him: 

(viii) The procedures whereby an in¬ 
dividual can be notified at his request 
how he can gain access to any record 
pertaining to him contained in the 
system of records, and how he can 
contest its content: and 

(ix) The categories of sources of re¬ 
cords in the system. 

(2) Notwithstanding the require¬ 
ments of paragraph (a)(1) of this sec¬ 
tion. the notice of such systems of re¬ 
cords shall not include the informa¬ 
tion in paragraphs (aKl)(vii)-(ix) of 
this section if PEA has claimed a gen¬ 
eral or specific exemption from the re¬ 
quirements of the Act. as provided in 
§§ 206.14 and 206.15, or such exemp¬ 
tions have been claimed by another 
agency. 

(b) Copies of the notices as printed 
in the Federal Register shall be avail¬ 
able in the PEA National Office and in 
each Regional Office; Locations of the 
Regional offices are listed in § 206.18. 
Requests by mail should be sent to 
Privacy Act Officer. Federal Energy Ad¬ 
ministration, Washington. D.C. 20461. 
The first copy W'ill be furnished free of 
charge. A charge reflecting the costs of 
printing and handling may be made for 
each additional copy. 

(c) At least 30 days (including Satur¬ 
days, Sundays, and legal public holi¬ 
days) prior to the implementation of 
any new routine use of a record in a 
system of records, or at least 30 days 
prior to publication of the annual 
notice of such routine uses, as pro¬ 
vided in paragraph (a)(1) of this sec¬ 
tion, PEA shall publish in the Federal 
Register notice of any new routine 
use or intended routine use of a record 
in the system of records, and shall pro¬ 
vided an opportunity for interested 
persons to submit written comments 
consisting of data, views, or arguments 
regarding such use to PEA. 

§ 206.13 Criminal penalties. 

(a) The Act provides, in pertinent 
part, that: Any person who knowingly 
and willfully requests or obtains any 
record concerning an individual from 
an agency under false pretenses shall 
be guilty of a misdeameanor and fined 
not more than $5,600. (5 U.S.C. 
552a(i)(3)) 

(b) A person who falsely or fraudu¬ 
lently attempts to obtain records 
under the Act also may be subject to 
prosecution under such other criminal 
statutes as 18 U.S.C. 494, 495, and 
1001. 

§ 206.14 General exemptions. (Reserved] 

$206.15 Specirir exemptions. 
The specific exemptions determined 

to be necessary and proper with re¬ 
spect to systems of records maintained 
by the PEA, including the parts of 
each system to be exempted, the provi¬ 
sions of the Act' from which they are 
exempted, and the justification for the 
exemption are as follows; 

(aHl) Exempt under S U.S.C. 
S52a(kX2). The systems of records 
exempt are; 

(1) PEA-1: PEA Personnel Records 
and Management Information System 
(only personnel investigative records 
concerning current and former PEA 
employees and applicants for employ¬ 
ment by PEA): 

(ii) PEA-6: Personnel Security Re¬ 
cords (only the memoranda specifical¬ 
ly identified as OS forms DPA 24 and 
24A); and 

(ili) FEA-7: Investigative Report Re- 
(xirds (only investigative report re¬ 
cords concerning current and former 
FTLA employees and applicants for em¬ 
ployment by PEA). 

(2) The foregoing are exempted 
from 5 U.S.C. 552a(c)(3) <accounting of 
disclosures), (d) (access to records), 
and (eKI) (type of information main¬ 
tained). The reasons for asserting the 
exemption are to prevent subjects of 
investigation from frustrating the in¬ 
vestigatory process, to insure the 
proper functioning and integrity of 
law enforcement activities, to prevent 
disclosure of investigative techniques 
and to maintain the ability to obtain 
necessary information. 

(3) (i) Notwithstanding the exemp¬ 
tion from the Act’s requirement that 
PEA upon request, provide an individ¬ 
ual with information about or access 
to his record or to any information 
pertaining to him that is contained in 
the systems of records identified in 
paragraphs (a)(1) (i), (ii) and (iii) of 
this section, access to investigatory 
materials compiled for law enforce¬ 
ment purposes shall be provided to an 
individual upon his request, made in 
a(x;ordance with $ 206.3, if such indi¬ 
vidual is denied any right, privilege, or 
benefit that he would otherwise be en¬ 
titled to by Pederal law. or for which 
he would otherwise be eligible, as a 
result of the maintenance of such ma¬ 
terial by the PEA, except to the 
extent that the disclosure of such ma¬ 
terial would reveal the identity of a 
source who furnished information to 
the Government under an express 
promise that the identity of the source 
would be held in confidence, or, prior 
to September 27, 1975, under an im¬ 
plied promise that the identity of the 
source would be held in confidence. 

(ii) Waiver of exemption. )A) PEA 
may, upon request filed in accordance 
with § 206.3, waive the exemption from 
the requirement to grant access with 
respect to any record in the systems of 
records identified in paragraphs 
(aMlKi), (11) and «ili) of this section, 
subject to the limitation as to records 
that would reveal the identity of cer¬ 
tain sources as stated in paragraph 

(a)<3)(iiMB) of this section, for good 
cause showrn. The exercise of PEA’S 
discretion with respect to waiver of 
the exemption shall be final. 

iB) PEA may. upon request made in 
accordance with $ 206.3, waive the ex¬ 
emption from the requirement to 
grant access with respect to records 
identified in paragraphs (a)(l)(i). (ii) 
and <iii> of this section containing ma¬ 
terial or information that would reveal 
the identity of a source who was given 
an assurance of confidentiality if such 
source consents to the release of such 
material or information to the individ¬ 
ual. or if PEA determines that such 
material or information is not adverse 
or detrimental to the individual, or for 
good cause shown. The exercise of 
FEIA's discretion with respect to 
waiver of the exemption shall be final. 

(bXl) Exempt under S U.S.C. 
5S2aik)<4). The system of records 
exempt is the FEA-10 Minority Group 
Data Pile. 

<2) The foregoing is exempted from 
5 U.S.C. 552a(c)(3) (accounting of dis¬ 
closures), (d) (access to records) and 
<f> )pr(x;edures for access). The system 
of records is used for statistical re¬ 
search or reporting purposes only and 
is not used in whole or in part in 
making any determination about the 
rights, benefits or entitlements identi¬ 
fiable with the individual, except as 
provided by section 8 of title 18 of the 
United States Code. 

<CMl) Exempt under 5 U.S.C. 
SS2aikHS). The systems of records 
exempt are: 

<i) FEA-1: PEA Personnel Records 
and Management Information System 
(only personnel investigative records 
concerning current and former PEA 
employees and applicants for employ¬ 
ment by PEA); 

(ii) FEA-6: Personnel Security Re¬ 
cords (only the memoranda identified 
as OS forms DPS 24 and 24A): and 

(iii) FEA-7: Investigative Report 
Record (only investigative report re¬ 
cords concerning current and former 
PEA employees and applicants for em¬ 
ployment by PEA). 

(2) The foregoing are exempted 
from 5 U.S.C. 552(c)(3) (accounting of 
disclosures) (d) (access to records), and 
(e)(1) (type of information main¬ 
tained); but only to the extent that 
the disclosure of the investigatory ma¬ 
terials would reveal the identity of a 
source who furnished information to 
the Government under an express 
promise that the identity of the source 
would be held in confidence, or, prior 
to September 27, 1975, under an im¬ 
plied promise that the identity of the 
source would be held in confidence. 
The reasons or asserting the exemp¬ 
tion are to maintain the ability to 
obtain candid and necessary informa¬ 
tion. to fulfill commitments made to 
sources to protect the confidentiality 
of information, to avoid endangering 
these sources and, ultimately to facili¬ 
tate proper selection or continuance of 
the best applicants or persons for a 
given position or contract. 
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(3) Waiver of exemption. PEA, may, 
upon request made in accordance with 
§ 206.3, waive the exemption from the 
requirement to ?rant access to records 
identified in paragraphs (cKlKi), (ii) 
and (iii) of this section containing ma¬ 
terial or information that would reveal 
the identity of a source who was given 
an assurance of confidentiality if such 
source consents to the release of such 
material or information to the individ¬ 
ual, or if PEA determines that such 
material or information is not adverse 
or detrimental to the individual, or for 
good cause shown. The exercise of 
PEA’S discretion with respect to the 
waiver of the exemption shall be final. 

§ 206.16 Fees. 

(a) The only fees to be charged to or 
collected from an individual under the 
provisions of this part are for copying 
records at the request of the individ¬ 
ual. The fee charged may not exceed 
the direct cost of making the copy (i.e. 
printing, typing, or photocopy and re¬ 
lated personnel and equipment costs). 

(1) No fees shall be charged or col¬ 
lected for the following: search for 
and retrieval of the records review of 
the records, copying by the PEA inci¬ 
dent to granting access, copying at the 
initiative of the PEA without a re¬ 
quest from the individual, transporta¬ 
tion of records and personnel, and 
first class postage. 

(2) It is the policy of the PEA to pro¬ 
vide an individual with one copy of 
each record corrected or amended pur¬ 
suant to request without charge. 

(3) As required by the United States 
Civil Service Commission in its pub¬ 
lished regulations implementing the 
Act, the PEA will charge no fee for a 
single copy of a personnel record cov¬ 
ered by that Commission’s Govern¬ 
ment-wide published notice of systems 
of records. 

(b) The schedule of fees is as follows: 
(1) $0.10 per each copy of each page, 

when the aggregate of fees for copying 
is more than $3.00. 

(2) Por other forms of copying and 
other forms of materials (e.g., cas¬ 
settes, computer materials), the direct 
cost of the materials, [>ersonnel, and 
equipment, shall be charged, but only 
with prior specific approval of the 
person making the request. 

(c) The PEA may, upon application 
by an individual, furnish any records 
without charge or at a reduced rate, if 
it determines that such waiver or re¬ 
duction of fee is in the public interest. 

(d) Requests for copies of documents 
should be addressed to Privacy Act Of¬ 
ficer. Pederal Energy Administration, 
Washington, D.C., 20461, or to the Pri¬ 
vacy Act Officer at the PEA Regional 
Offices, at the addresses listed in 
§206.18. 

(e) Payment should be made by 
check or money order payable to the 
Treasury of the United States. 

(f) Advance payment of all or part of 
the fee may be required at the discre¬ 
tion of the PEA. Unless the individual 
requesting the copies specifically 
states that he Ls willing to pay what¬ 

ever fees are assessed by PEA for 
meeting the request or alternatively 
specifies an amount in excess of $25 
that he is willing to pay and which in 
fact covers the anticipated fees for 
meeting the request, a request that is 
expected to involve assessed fees in 
excess of $25 shall not be deemed to 
have been received, for purposes of 
the time periods specified in 
§§ 206.5(a). 206.7(c)(1) and 206.9(e). 
until the individual making the re¬ 
quest is advised of the anticipated 
cost, agrees to bear it, and makes any 
advance deposit required. Such notifi¬ 
cation shall be made by the Privacy 
Act Officer promptly upon receipt of 
the request. 

§ 206.17 Exceptions, exemptions and inter¬ 
pretations, rulings and rulemaking. 

(a) Applications for exceptions, ex¬ 
emptions or requests for interpreta¬ 
tions relating to this part shall be filed 
in accordance with the procedures pro¬ 
vided in Subparts D, E and F, respec¬ 
tively, of Part 205 of this chapter. Rul¬ 
ings shall be issued in accordance with 
the procedures of Subpart K of Part 
205 of this chapter. Rulemakings shall 
be undertaken in accordance with the 
procedures provided in Subpart L of 
Part 205 of this chapter. 

(b) As used in this section, the 
term— 

"Exception” means the waiver or 
modification of the requirements of a 
regulation, ruling or generally applica¬ 
ble requirement under a specific set of 
facts. 

“Exemption” means the release 
from the obligation to comply with an 
entire part, or subpart thereof, of Part 
206 of this chapter. 

“Interpretation” means a written 
statement issued by the mA General 
Counsel, in response to a written re¬ 
quest, that applies the regulations, 
rulings, and other precedents previous¬ 
ly issued by the FEA to the particular 
facts of a prospective or completed act 
or transaction. 

“Ruling” means an official interpre¬ 
tative statement of general applicabil¬ 
ity issued by the FT]A General Counsel 
and published in the Federal Regis¬ 
ter that applies the FEA regulations 
to a specific set of circumstances. 

§ 206.18 Addresses of FEA Regional 
OfOces. 

Region 1 

Connecticut. Maine. Massachusetts. New 
Hampshire. Rhode Island, Vermont: Re¬ 
gional Office. Federal Energy Administra¬ 
tion. 150 Causeway Street. Room 700, 
Boston, Massachusetts 02114, (617) 223- 
3701. ' 

Region 2 
New Jersey, New York, Puerto Rico, Virgin 

Islands; Regional Office, Federal Energy 
Administration, 26 Federal Plaza. Room 
3206, New York, New York 10007, (212) 
264-1021. 

Region 3 
Delaware, District of Columbia, Maryland, 

Pennsylvania. Virginia. West Virginia; Re¬ 
gional Office, Pederal Energy Administra¬ 

tion. Federal Office Building. 1421 Cherry 
Street, Room 1001, Philadelphia. Pennsyl¬ 
vania 16102, (215) 597-3890. 

Region 4 

Alabama. Canal Zone, Florida. Georgia. 
Kentucky. Mississippi, North Carolina. 
South Carolina. 'Tennessee; Regional 
Office. Federal Energy Administration. 
1655 Peachtree Street, N.E., 8th Floor. At¬ 
lanta Georgia 30309. (404) 526-4484. 

Region 5 
Illinois. Indiana. Michigan. Minnesota. 

Ohio, Wisconsin; Regional Office. Federal 
Energy Administration. 175 West Jackson 
Street. Third Floor, Chicago, Illinois 
60604, (312) 353-0540. 

Region 6 
Arkansas. Louisiana. New Mexico, Oklaho 

ma, Texas; Regional Office, Federal 
Energy Administration. P.O. ^x 35228, 
2626 West Mockingbird Lane, Dallas, 
Texas 75235, (214) 749-7345. 

Region 7 
Iowa, Kansas. Missouri, Nebraska; Regional 

Office, Federal Energy Administration. 
Federal Office Building, P.O. Box 2208. 
112 East 12th Street, Kansas City. Missou¬ 
ri 64142, (816) 374-2061. 

Region 8 
Colorado, Montana. North Dakota, South 

Dakota. Utah, Wyoming; Regional Office. 
Pederal Energy Administration. Post 
Office Box 26247, Belmar Branch. 1075 
South Yukon Street, Lakewood. Colorado 
80226, (303) 234-2420. 

Region 9 
American Samoa. Arizona. California. 

Guam, Hawaii, Nevada, 'Trust Territory of 
the Pacific Islands; Regional Office, Fed¬ 
eral Elnergy Administration, 111 Pine 
Street, Third Floor, San Francisco, Cali¬ 
fornia 94111, (415) 556-7216. 

Region 10 
Alaska, Idaho, Oregon. Washington; Re¬ 

gional Office, Pederal Energy Administra¬ 
tion, F'ederal Office Building, 915 Second 
Avenue. Room 1992. Seattle. Washington 
98174, (206) 442-7280. 

TitI* 39—Postal Sorvico 

CHAPTER I—UNITED STikTES POSTAL 
SERVICE 

PART 261—RECORDS AND 
INFORMATION MANAGEMENT 

Sec. 
261.1 Purposes and scope. 
261.2 Authority. 
261.3 Policy. 
261.4 Responsibility. 

Authority; 39 U.S.C. 401. 

§ 261.1 Purpose and scope. 

As a result of the Postal Reorganiza¬ 
tion Act, 39 U.S.C. 410, the United 
States Postal Service is no longer sub¬ 
ject to the provisions of the Pederal 
Records Act of 1950, or any of its sup¬ 
porting regulations which provide for 
the conduct of records management in 
Federal agencies. The objective of 
Parts 261 through 268 is to provide the 
basis for a Postal Service-wide records 
and information management program 
affecting all organizationid compo¬ 
nents having the custody of any form 
of information and records. 
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§261.2 Authority. 

ta) 39 U.S.C. 401(5) states that the 
Postal Service has the power to ac¬ 
quire property it deems necessary or 
convenient in the transaction of its 
business and to hold, maintain, sell, 
lease or otherwise dispose of such 
property. 

(b> 39 CFR 224.3(bK3) assigns to the 
Management Information Systems De¬ 
partment responsibility for the man¬ 
agement of records and to the Postal 
Service Records Officer located within 
that Department responsibility for re¬ 
tention. security and privacy of Postal 
Service records and the power to au¬ 
thorize the disclosure of such records 
and their disposal by destruction or 
transfer, included is the authority to 
issue records management policy and 
to delegate to take appropriate action 
if the policy is not adhered to or if 
questions of interpretation of proce¬ 
dure arise. 

§261.3 Policy. 

It is the policy of the Postal Service; 
(a) To. as appropriate, create, pre¬ 

serve. protect and disclose records 
which contain adequate and proper 
documentation of the organization, 
functions, policies, decisions, oper¬ 
ations. procedures, activities and 
transactions of the Postal Service. 

<bi To reduce to an absolute mini¬ 
mum the records holdings of the 
Postal Service by strict adherence to 
established records retention sched¬ 
ules. 

• c* To transfer records to appropri¬ 
ate storage areas as soon as they 
become inactive or are no longer of 
value to the Postal Service. 

§ 261 4 Responsibility. 
(a) The Records Officer administers 

the Postal Service Records and Infor¬ 
mation Management program through 
a headquarters organizational compo¬ 
nent and through contacts in each 
headquarters department. Postal 
Servce Region, district, data process¬ 
ing center and other major Postal 
Service installations. 

«bt Postal Service managers are re- 
sponsibile for administering records 
and information management polices 
and for complying with all handbooks, 
directives, and instructions in support 
of this {X)licy. 

PART 262—RECORDS AND 
INFORMATION MANAGEMENT 

DEFINITIONS 

Sec 
262 1 Custodian. 
262 2 Records. 
262 3 Non record material. 
262 4 Information. 
262 5 Information system (System of re¬ 

cords). 
262 6 Information system executive. 

Authority 39 U.S.C. 401. Pub. L. 93-579. 
88SUt 1896 

§2621 ( ustodian. 

The Postmaster or other head of a 
. facility such as a Postal Data Center, 

mailbag depository, management sec¬ 
tional center, district office or Region¬ 
al Headquarters, or a group or depart¬ 
ment of Headquarters, who maintains 
USPS records. 

§ 262.2 Records. 
Any medium, regardless of form or 

characteristics (paper, film, magnetic 
surfaces, etc.), that contains informa¬ 
tion developed or received by the 
United States Postal Service in con¬ 
nection with the transaction of its 
business and retained in its custody. 

(a) Types of Records.—\l) Official 
Record—primary copy of any record 
created or the original received by any 
Postal Service organizations compo¬ 
nent in the line of its duties or func¬ 
tion. 

(2) Duplicate Records—additional 
copies of the official record. 

(3) Historical Records—Postal Ser¬ 
vice records which may have value 
beyond their scheduled destruction 
date or which are required to be per¬ 
manently retained. 

(4) Vital Records—Records which 
are necessary for the effective oper¬ 
ation of the Postal Service or the pro¬ 
tection of its interests, its employees, 
its contractors or the general public. 

(b) Categories of Records. (1) Re¬ 
cords (.Active)—records for which the 
retention period has not yet expired 
and which are in regular use. 

(2) Records (/nacfiue).—records for 
which the retention period has not yet 
expired and which are not in regular 
use. 

§ 262.3 Non-record material. 
Includes blank forms and surplus 

publications, handbooks, circulars, 
bulletins, announcements, and other 
directives, as well as any material not 
directly assosicated with the transac¬ 
tions of Postal Service business. 

§ 262.4 Information. 
A combination of data which has the 

potential to service a useful purpiose. 
(a) Types of Information. (1) Gener¬ 

al Information, that information 
which is available to the public with¬ 
out restriction. 

(2) Restricted Information—that in¬ 
formation which because of federal 
statute or USPS regulation, cannot be 
released to the public. (Includes, but is 
not limited to. personal and national 
defense information.) 

(3) Discretionary Information—that 
information which is available to the 
public only on a selective basis. 

(4) Critical Information—that infor¬ 
mation for which integrity must be as¬ 
sured in order for the Postal Service to 
effectively perform its mission, or to 
prevent significant financial loss. 
(This information is contained within 
Vital Records.) 

(5) Sensitive Information—that in¬ 
formation which is either restricted, 
discretionary or critical in nature. 

§ 262.5 Information system (system of re¬ 
cords). 

A methodology which receives, ac¬ 
cesses and processes groups of records 

in an efficient manner for the purpose 
of producing useable output records. 

§ 262.6 Information system executive. 

The Postal Service Manager who 
prescribes the existence of and the 
policies for an information system. 

PART 263—RECORDS RETENTION 

AND DISPOSITION 

Sec. 
263 1 Purpose and scope. 
263 2 Policy. 
263.3 Responsibility. 
263.4 Records retention schedules. 
263.5 Records disposal. 

Authority: 39 U.S.C. 401 

§ 263.1 Purpose and scope. 

This part contains the policy and 
general regulations pertaining to the 
retention and disposition of records 
and information throughout all orga¬ 
nizational levels and components. 

§ 263.2 Policy. 

It is the policy of the United States 
Postal Service to establish and main¬ 
tain schedules specifying the retention 
periods required for all official and du¬ 
plicate record copies. F^uthermore, it 
is the policy that all duplicate record 
copies and non record material will be 
disposed of as soon as they have 
served their purpose. 

§ 263.3 Renponsibility. * 

(a) Records Officer. The Records Of¬ 
ficer has the responsibility for provid¬ 
ing for the establishment of retention 
schedules and has the authority to ap¬ 
prove them. Furthermore, he has the 
authority to dispose of Postal Service 
records by transfer or destruction. 

• b* Custodians. Custodians are re¬ 
sponsible for the retention and 
prompt disposal of records in their 
custody and for delegating in writing, 
persons to perform these duties. 

§ 263.4 Records retention schedules. 

The following retention schedules 
will be maintained within the Postal 
Service 

(a» General schedule. 
(b > Headquarters schedule. 
<c) Regional schedule. 
(d) District schedule. 
«e) Inspection service schedule. 
I f) Postal data centers schedule. 
<g) Automatic data processing cen¬ 

ters schedule 
I h t Post Office schedule. 
(i) Other facility schedules. 

§ 263.5 Records disposal. 

All disposals of records containing 
sensitive information, i.e. transfers to 
records storage centers, destruction, 
transfers external to the USI*S, and 
maintenance of accounting records re¬ 
garding such disposal, must be accom¬ 
plished in accordance with procedures 
issued by the Records Officer. 
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PART 264—VITAL RECORDS 

Sec. 
264.1 Purpose and scope. 
264.2 Policy. 
264.3 Responsibility. 
264.4 Protection of vital records. 

Authority; 39 U.S.C. 401. 

$ 264.1 Purpose and scope. 

The reconstruction costs of certain 
necessary information would be finan¬ 
cially prohibitive and certain records 
are so critical to the continuity of op 
erations of the Postal Service that 
their loss coufd paralyze operations. 
Therefore, to protect this information 
from loss, specific controls are re¬ 
quired which affect all organizational 
components having the custody of in¬ 
formation and records defined as 
being “vital”. 

§ 264.2 Policy. 

It is the policy of the United States 
Postal Service to maintain duplicate 
record copies of all records and infor¬ 
mation considered vital to the continu¬ 
ity of its operations and the protection 
of its interests and those of its employ 
ees. contractors, and the general 
public. Vital record copies will be 
maintained at protected locations ac¬ 
cessible to management and operating 
personnel in times of emergency. 

9 264.3 Responsibility. 

(a) Records Officer. The Records Of 
ficer. in cooperation with the Chief In 
spector. is responsible for the estab 
lishment of the vital records program, 
has the authority to categorize records 
as vital, and to ensure Postal Service¬ 
wide compliance with supportive pro 
cedures. 

(b) Custodians. Custodians have the 
responsibility to ensure that vital re 
cords procedures are followed and that 
vital record copies are deposited at the 
designated emergency relocation cen¬ 
ters. 

§ 264.4 Protection of vital records. 

Complete procedures concerning the 
identification, processing, protection, 
and transfer of vital records are pro 
vided by the Records Officer. 

PART 266—PRIVACY OF 
INFORMATION 

Sec. , 
266.1 Purpose and scope. 
266.2 Policy. 
266.3 Responsibility. 
266.4 Collection and disclosure of personal 

information 
266.5 Notification 
266.6 Procedures for requesting inspection 

and copying. 
266.7 Procedures for requesting amend 

ment. 
266.8 Schedule of fees. 
266.9 Exemptions. 

Authority 39 U.S C 401 Pub L. 
93-579. 88 Stat. 1896 

§ 266.1 Purpose and scope. 

This part is intended to protect indi ¬ 
vidual privacy and affects ali personal 

information collection and usage ac¬ 
tivities of the entire U.S. Postal Ser¬ 
vice. This includes the information in¬ 
terface of Postal Service employees to 
other employees, to individuals from 
the public at large, and to any private 
organization or governmental agency. 

9 266.2 Policy. 

It is the policy of the U.S. Postal 
Service to insure that any record 
within its custody that identifies or de¬ 
scribes any characteristic or provides 
historical information about an indi¬ 
vidual or that affords a basis for infer¬ 
ring personal charactei^tics. or things 
done by or to such individual; and the 
record of any affiliation with an orga¬ 
nization or activity, or admission to an 
institution, is accurate, pertinent, com¬ 
plete. timely, relevant, and reasonably 
secure from unauthorized access. Ad¬ 
ditionally, it is the policy to provide 
the means for individuals to know: (a) 
Of the existence of all Postal Service 
personal information systems, (b) the 
recipients and usage made of such in¬ 
formation. (c) what personal informa¬ 
tion is optional or mandatory to pro¬ 
vide to the Postal Service, (d) the pro¬ 
cedures for individual review and 
update of all relevant personal infor¬ 
mation. (e) the reproduction fees for 
personal records, and (f) the proce¬ 
dures for individual legal appeal in 
cases of dissatisfaction. 

9 266.3 Responsibility. 

• a* Records Officer. The Records Of¬ 
ficer will insure Postal Service-wide 
compliance to this policy. 

<b> Custodian. Custodians are re¬ 
sponsible for adherence to this part 
within their respective units and in 
particular for affording individuals 
their rights to inspect and obtain 
copies of records concerning them. 

(c) Information System Executive. 
These managers are responsibile for 
reporting the existence of personal re¬ 
cords systems, changes to the contents 
of those systems, and changes of rou¬ 
tine use to the Records Officer and 
also for establishing the relevancy of 
information within those systems. 

9 266.4 Collection and disclosure of per¬ 
sonal information. 

^a> The following rules govern the 
collection of personal information 
throughout Postal Service operations: 

• 1 • The Postal Service will: 
< i> Collect, solicit and maintain only 

such personal information as is rel¬ 
evant and necessary to accomplish a 
purpose required by statute or Execu¬ 
tive Order, 

• ii • Collect information, to the great¬ 
est extent practicable, directly from 
the subject individual when such in¬ 
formation may result in adverse deter¬ 
minations about an individual’s rights, 
benefits or privileges. 

<iiii Inform any individual requested 
to disclose personal information 
whether that disclosure is mandatory 
or voluntary, by what authority it is 
solicitated, the principal purposes for 

which it is intended to be used, the 
routine uses which may be made of it, 
and any penalties and specific conse¬ 
quences for the individual, which are 
known to the Postal Service, which 
will result from nondisclosure. 

(2) The Postal Service will not dis¬ 
criminate against any individual who 
fails to provide personal information 
unless that information is required or 
necessary for the conduct of the 
system or program in which the indi¬ 
vidual desires to participate. 

(3) No information will be collected 
(or maintained) describing how indi¬ 
viduals exercise rights guaranteed by 
the First Amendment unless the Post¬ 
master General specifically deter¬ 
mines that such information is rel¬ 
evant Sind necessary to carry out a 
statutory purpose of the Postal Ser¬ 
vice. 

(4) The Postal Service will not re¬ 
quire disclosure of any individual’s 
Social Security account number or 
deny a right, privilege or benefit be¬ 
cause of the individual’s refusal to dis¬ 
close the number unless disclosure is 
required by Federal law. 

(b) Disclosures. (1) Disclosure: Limi¬ 
tations On. The Postal Service will not 
disseminate personal information 
unless reasonable efforts have been 
made to assure that the information is 
accurate, complete, timely and rel¬ 
evant and unless: 

(1) The individual to whom the 
record pertains has requested in writ¬ 
ing that the information be dissemi¬ 
nated, or 

(ii) It has obtained the prior written 
consent of the individual to whom the 
record pertains, or 

(iii) The dissemination is in accor¬ 
dance with subsection (2) hereof. 

(2) Dissemination of personal infor¬ 
mation may be made: 

(i) To a person pursuant to a re¬ 
quirement of the Freedom of Informa¬ 
tion Act (5 U.S.C. 552); 

(ii) To those officers and employees 
of the Postal Service who have a need 
for such information in the perfor¬ 
mance of their duties; 

(iii) For a routine use as contained in 
the system notices published in the 
Fedkral Register; 

(iv) To a recipient who has provided 
advance adequate written assurance 
that the information will be used 
solely as a statistical reporting or re¬ 
search record, and to whom the infor 
mation is transferred in a form that is 
not individually identifiable; 

(V) To the Bureau of the Census for 
purposes of planning or carrying out a 
census or survey or related activity 
pursuant to the provisions of Title 13, 
UJ5. Code; 

(vi) To the National Archives of the 
United States as a record which has 
sufficient historical or other value to 
warrant its continued preservation by 
the United States Government, or for 
evaluation by the Administrator of 
General Services or his designee to de¬ 
termine whether the record has such 
value; 

(vii) To a person pursuant to a show- 
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ing of compelling circumstances af¬ 
fecting the health or safety of an indi¬ 
vidual. if upon such disclosure notifi¬ 
cation is transmitted to the last known 
address of such individual, 

(viii) To a Federal agency or to an 
instrumentSLlity of any governmental 
Jurisdiction within or under the con¬ 
trol of the United States for a civil or 
criminal law enforcement activity, if 
such activity is authorized by law and 
if the head of the agency or instru¬ 
mentality has made a written request 
to the Postal Service specifying the 
particular portion of the record de¬ 
sired and the law enforcement activity 
for which the record is sought, 

(ix) To either House of Congress or 
its committees or subcommittees to 
the extent of matter within their ju 
risdiction: 

(X) To the Comptroller General or 
any of his authorized representatives 
in the course of the performance of 
the duties of the General Accounting 
Office; 

(xi) Pursuant to the order of a court 
of competent jurisdiction. 

(3) Names and Addresses of Postal 
Customers. The disclosure of lists of 
names or addresses of Postal custom¬ 
ers or other persons to the public is 
prohibited (39 U.S.C. 412) Names or 
addresses will be disclosed only in 
those cases permitted by 39 CFR 
265.6(d) relating to the Release of In¬ 
formation. 

(4) Employee Job References. A 
credit bureau or commercial firm from 
which an employee is seeking credit 
may be given the following informa¬ 
tion upon request: length of service, 
job title, and salary 

(5) Employee Job References. Pro¬ 
spective employers of a Postal employ 
ee or a former Postal employee may be 
furnished with the information in 
§ 266.4(b)(4) above, in addition to the 
date and reason for separation if appli 
cable. 

(c) Correction Disclosure Any 
person or other agency to which a per 
sonal record has been or is to be dis 
closed shall be informed of any correc 
tions or notations of dispute relating 
thereto affecting the accuracy timeli 
ness or relevance of that personal 
record. 

(d) Recording of Disclosure <1) An 
accurate accounting of each disclosure 
will be kept in all instances except 
those in which disclosure is made to 
Postal Service employees in the per¬ 
formance of their duties or is required 
by the Freedom of Information Act (5 
U.S.C. 552), 

(2) The accounting will be main¬ 
tained for at least five «5' years or the 
life of the record, whichever is longer 

(3) The accounting will be made 
available to the individiuai named in 
the record upon inquiry except for 
disclosures made pursuant to provision 
4(b)(2)(viii) above relating to law en 
forcement activities 

§ 266.5 Notification. 

(a) Notification of Systems The fol 
lowing procedures permit individuals 

to determine the types of perfonnel 
records systems maintained by the 
Postal Service. 

(1) Upon written request, the Postal 
Service will notify any individual 
whether a specific system named by 
him contains a record pertaining to 
him. See § 266.6 for suggested form of 
request. 

(2) The Postal Service shall publish 
annually in the Federai, Register a 
notice of existence and character of all 
personal systems of records. This 
notice will contain the following infor¬ 
mation: 

(i) Name and*l(x»tion of the system, 
(ii) Nature and purposes of the 

system. 
(iii) Categories of individuals on 

whom personal information is main¬ 
tained and categories of personal in¬ 
formation generally maintained in the 
system, 

(iv) Confidentiality requirements 
and the extent to which access con¬ 
trols apply to such information, 

(V) Postal Service policies and stan¬ 
dards regarding the safeguarding and 
disclosure of information, information 
storage, duration of retention of infor¬ 
mation, and elimination of such infor¬ 
mation from the system. 

(Vi) Routine uses made by the Postal 
Service of the personal information 
contained in the system, including the 
categories of users and the purpose of 
the use. 

(vii) Title and official address of the 
custodian, 

(viii) Procedures by which an indi¬ 
vidual can be informed if a system 
contains personal information piertain- 
ing to him gain access to such infor¬ 
mation. and contest the accurancy, 
completeness, timeliness, relevance 
and necessity for retention of the in¬ 
formation, 

(ix) Categories of sources of such 
personal information. 

• X) System status—either develop¬ 
mental or operational. 

<b) Notification of Disclosure. The 
Postal Service shall make reasonable 
efforts to serve notice on an individual 
before any piersonal information on 
such individual is made available to 
any pierson under compulsory legal 
process when such process becomes a 
matter of public record. (Also see. 
§ 266.4(b) (l)(ii) and (2)(vii).) 

(c) Notification of Amendment (See 
§ 266.7 (b)(3) relating to amendment of 
records upon request.) 

(d) Notification of New Use. Any 
newly intended use of personal infor¬ 
mation maintained by the Postal Ser¬ 
vice will be published in the Federal 
Register thirty (30) days before such 
use become operational. Public views 
may then be submitted to the Records 
Officer. 

(e) Notification of Exemptions. The 
Postal Service will publish within the 
Federal Register its intent to exempt 
any system of records and shall speci¬ 
fy the nature and purpose of that 
system. 

S 266.6 Procedures for requesting inspec¬ 
tion and copying. 

The purpose of this section is to pro¬ 
vide procedures by which an individual 
may have access to personal informa¬ 
tion within a comprehensible format. 

(a) Submission of Requests for 
Access. (1) Manner of Submission. In¬ 
quiries regarding the contents of re¬ 
cords systems or access to personal in 
formation should be in writing and di¬ 
rected to the custodian of the official 
record, if known, or to the Records Of 
fleer. United States Postal Service, 
Washington, DC 20260. Inquiries 
should be clearly marked. "Privacy 
Act Request”. Any inquiry concerning 
a specific system of records should 
provide the Postal Service with the in 
formation contained under "Notifica 
tion” for that system as published in 
the Federal Register. If the informa ' 
tion supplied is insufficient to locate 
or identify the record, the requester 
will be notified promptly and, if possi 
ble, informed of additional informa 
tion required. If the requester is not a 
Postal Service employee, he should 
designate the post office at which he 
wishes to review or obtain copies of re 
cords. 

(2) Third Party Inquiries. Anyone 
desiring to review or copy records per¬ 
taining to another person must have 
the written consent of that person. 

(3) Period for Response by Custodi¬ 
an. Upon receipt of an inquiry, the 
custodian will respond with an ac¬ 
knowledgement of receipt within ten 
(10) days. If the inquiry requires the 
custodian to determine whether a par¬ 
ticular record exists, the inquirer shall 
be informed of this determination as a 
part of the acknowledgement letter. 

(b) Compliance with Request for 
Access. (1) Notification of Time and 
Place for Inspection. When a request¬ 
ed record has been identified and is to 
be disclosed, the custodian shall 
ensure that the record is made avail¬ 
able promptly and shall immediately 
notify the requester where and when 
the record will be available for inspec¬ 
tion or copying. Postal Service records 
will normally be available for inspec¬ 
tion and copying during regular busi¬ 
ness hours at the postal facilities at 
which they are maintained. The custo 
dian may, however, designate other 
reasonable locations and times for in¬ 
spection and copying of some or all of 
the records within his custody. 

(2) Identification of Requester. The 
requester must present personal iden¬ 
tification sufficient to satisfy the cus¬ 
todian as to his identify prior to 
record review. Examples of sufficient 
identification are a valid driver's li¬ 
cense, medicare card, and employee 
identification cards. 

(3) Responsibilities of Requester 
The requester shall assume the follow 
ing responsibilities regarding the 
review of official personal records, 

(1) Requester must agree not to leave 
Postal l^rvices premises with official 
records unless specifically given a copy 
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for that purpose by the custodian or 
his representative. 

(il) Requester must sign a statement 
indicating he has reviewed a specific 
recordis) or category of record. 

(Hi) Requester may be accompanied 
by a person he so chooses to aid in the 
inspection of information; however, re¬ 
quester must furnish the Postal Ser¬ 
vice with written authorization for 
such review in that person’s presence. 

(4) Special Rules for Medical Re¬ 
cords. A medical record shall be dis¬ 
closed to the requester to whom it per¬ 
tains unless, in the Judgment of the 
custodian, access to such record could 
have an adverse effect upon such indi¬ 
vidual. When the custodian, in consul¬ 
tation with a medical doctor, deter¬ 
mines that the disclosure of medical 
information could have an adverse 
effect upon the Uidividual to whom it 
pertains, the custodian will transmit 
such information to a medical doctor 
named by the requesting individual. 

(5) Limitations on Access. Nothing in 
this section shall allow an individual 
access to any information compiled in 
reasonable anticipation of a civil 
action or proceeding. Other limita¬ 
tions on access are those specifically 
addressed in §§ 266.6(b)(4) above and 
266.9 below. 

(c) Response When Compliance Is 
Not Possible. A reply denying a writ¬ 
ten request to review a record shall be 
in writing signed by the custodian or 
other appropriate official and shall be 
made only if such a record does not 
exist or does not contain personal in¬ 
formation relating to the requester, or 
is exempt from disclosure. This reply 
shall include a statement regarding 
the determining factors of denial, and 
the right to obtain judicial review in a 
district court. 

§ 266.7 Procedures for requesting amend¬ 
ment. 

(a) Submission of Requests for 
Amendment Upon review of a person¬ 
al record pertaining to an individual, 
that individual may submit a request 
to amend the record. This request will 
be submitted in writing to the custodi¬ 
an and will include a statement of the 
amendment requested and the reasons 
therefor which normally will relate to 
such characteristics as relevance, accu¬ 
racy, timeliness or completeness. 

(b) Action to be Taken by the Custo¬ 
dian. Upon receiving an amendment 
request, the custodian shall promptly: 

(1) Acknowledge in writing receipt of 
the request within ten flO) working 
days. 

(2) Make such Inquiry as is necessary 
to determine whether the amendment 
is appropriate, and 

(3) Correct or eliminate any infor¬ 
mation that is found to be Incomplete, 
inaccurate, not relevant to a statutory 
purpose of the Postal Service, or not 
timely, and notify the requester when 
this action is complete, or 

(4) Not later than thirty (30) work¬ 
ing days after receipt of a request to 
amend, notify the requester of a deter- 
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mination not to amend and of the 
individual’s right to appeal. 

(c) Appeal Procedure. (1) if a request 
to inspect, copy, or amend a record is 
denied, in whole or in part, or if no de¬ 
termination is made within the period 
prescribed by this part, the requester 
may appeal to the U.S. Postal Service 
Privacy Appeals Officer, U.S. Postal 
Service, Washington. D.C. 20260. 

(2) The requester should submit his 
appeal in writing within thirty (30) 
days of the date of denial, or within 
ninety (90) days of such request if the 
appeal is from a failure of the custodi¬ 
an to make a determination. The 
letter , of appeal should include, as ap¬ 
plicable: 

(1) Reasonable identification of the 
record access to which or the amend¬ 
ment of which was requested. 

(ii) A statement of the Postal Service 
action or failure to act and of the 
relief sought. 

(iii) A copy of the request, of the no¬ 
tification of denial and of any other 
related correspondence. 

(3) Any record found on appeal to be 
incomplete, inaccurate, not relevant, 
or not timely, shall within thirty (30) 
working days of the date of such find¬ 
ings be appropriately amended. 

(4) The decision of the U.S. Postal 
Service Privacy Appeals Officer, con¬ 
stitutes the final decision of the Postal 
Service on the right of the requester 
to inspect, copy, change, or update a 
record. The decision on the appeal 
shall be in writing and in the event of 
a denial shall set forth the reasons for 
such denial and state the individual’s 
right to obtain judicial review in a dis¬ 
trict court. An indexed file of decisions 
on appeals shall be maintained by the 
Records Officer. 

(d) Submission of Statement of Dis¬ 
agreement If the final decision does 
not satisfy the requester, any state¬ 
ment of reasonable length provided by 
that Individual setting forth a position 
regarding the disputed information, 
will be accepted and included in the 
relevant personal record. 

(e) Availability of Assistance in Ex¬ 
ercising Rights. The USPS Records 
Officer is available to provide an indi¬ 
vidual with assistance in exercising 
rights pursuant this part. 

§ 266.8 Schedule of fees. 

(a) Policy. The purpose of this .sec¬ 
tion is to establish fair and equitable 
fees to permit reproduction of records 
to concerned individuals while sub¬ 
stantially covering the direct costs in¬ 
curred by the Postal Service. 

(b) Reproduction. (1) For reproduc¬ 
ing any paper or micrographic record 
or publication, the fee is $.10 per page. 
Computer reports will be provided at 
$.015 per page. No charge will be made 
if the total fees authorized by this 
Part in compliance with a request or 
series of related requests is less than 
$1.00. 

(2) The Postal Service may at its dis- 

53.589 

cretion make coin-operated copy ma¬ 
chines available at any location. In 
that event, the requester will be given 
the opportunity to make copies at his 
own expense. 

(3) The Postal Service will not nor¬ 
mally furnish more than one copy of 
any record. 

(c) Limitations. No fee will be 
charged to any individual for the pro¬ 
cess of retrieving, or amending re¬ 
cords. 

§ 266.9 Exemptions. 

(a) Subsections 552a (j) and (k) of 
Title 5. U.S. Code, empower the Post¬ 
master General to exempt systems of 
records meeting certain criteria from 
various other subsections of section 
552a. With respect to systems of re¬ 
cords so exempted, nothing in this 
part shall require compliance with 
provisions hereof implementing any 
subsections of section 552a from which 
those systems have been exempted. 

(b) Pursuant to, and to the extent 
permitted by, subsection 552a (j) and 
(k) of title 5, United States Code, the 
following systems of records main¬ 
tained by the Postal Service are 
exempted from the designated subsec¬ 
tions of section 552a of title 5. United 
States Code: 

(1) Postal Inspection Service Investi¬ 
gative Piles System from 5 U.S.C. 552a 
(c) (3) and (4). (d)(l)-(4). (eKl)-(3), 
(e) (4) (G) and (H). (e) (5) and (8). (f). 
(g). and (m). 

(2) Postal Inspection Service Mail 
Cover Program Records from 5 U.S.C. 
552a (c) (3) and (4). (d)(l)-(4). (e)(1)- 
(3). (e)(4) (G) and (H). (e)(5). (e)(8). 
(f) . (g) and (m). 

(3) Postal Service Personnel Investi¬ 
gations Records from 5 U.S.C. 552a 
(d) (l)-(4) and (e)(1) to the extent that 
information in the system is subject to 
exemption under 5 U.S.C. 552a(k)(5) 
as relating to the identity of a source 
who furnished information to the 
Government in confidence as a part of 
an investigation conducted solely for 
the purpose of determining suitability, 
eligibility, or qualfications of an indi¬ 
vidual for employment. 

(4) Postal Service Recruiting, Exam¬ 
ining and Placement Records from 5 
U.S.C. 552a (d)(l)-(4). (e)(1), (e)(4) (G) 
and (H), and (f) to the extent that in¬ 
formation in the system is subject to 
exemption pursuant to 5 U.S.C. 
552a(k) (5) and (6) as relating to test¬ 
ing or examination material as to the 
identity of a source who has furnished 
information to the Government in 
confidence as a part of an investiga¬ 
tion conducted solely for the purpose 
of determining suitability, eligibility 
or qualifications of an individual for 
employment. 

(5) Postal Service Research and Test 
Validating Records from 5 U.S.C. 552a 
(d)(l)-(4), (e)(4) (G) and (H), and (f) to 
the extent that information in the 
system is subject to exemption pursu¬ 
ant to 5 U.S.C. 552a(k)(6) as relating 
to testing and examination material. 
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(6) Postal Service Equal Employ 
ment Opportunity Discrimination 
Complaint Investigations and Counsel 
ings from 5 U.S.C 552a 
(eK4) (G) and tHi and >{> to the 
extent that information in the system 
is subject to exemption pursuant to 5 
U.S.C. 552a(k)(5i as material compiled 
for law enforcement purposes 

(7) Postal Service Postmaster Selec¬ 
tion Program Records from 5 I'S C 
552a(d)(l)-(4) and texl' to the extent 
that information in the system is sub 
ject to exemption under 5 U S C 
552a(kH5) as relating to the identity 
of a source who furnished informaiion 
to the Government in confidence as a 
part of an investigation conducted 
solely for the purpose of determining 
suitability, eligibility or qualifications 
of an individual for employment 

PART 267—PROTECTION OF 

INFORMATION 

Sec. 
267.1 Purpose and scope 
267.2 Policy 
267.3 Responsibility 
267.4 Information security standards 

Authority 39 U.S.C 401 Pub L 93 5"9 
88 SUt. 1896. 

§ 267.1 Purpose and scope. 

This Part addresses the protection 
of information and records in the cus 
tody of the Postal Service throughout 
all phases of information flow and 
within all organization components, 
and includes micromated, manual and 
data processing information 

§267.2 Policy. 

Consistent with the responsibility of 
the Postal Service to make its official 
records available to the public to the 
maximum extent required by the 
public interest, and to insure the secu 
rity, confidentiality and integrity of 
official records containing personal in 
formation, it is the policy of the Postal 
Service to maintain definitive and uni 
form information security safeguards. 
These safeguards will have as their 
purpose: 

(a) Insuring the effective operation 
of the Postal Service through appro¬ 
priate controls over critical informa¬ 
tion, and 

(b) Protecting personal privacy and 
the public interest by limiting unau¬ 
thorized access to restricted and dis¬ 
cretionary information 

§ 267.3 Responsibility 

(a) Chief Postal Inspector and USPS 
Records Officer The Chief Inspector 
and the Records Officer will insure 
within their respective areas of juris¬ 
diction: 

(1) Postal Service wide compliance 
with this policy and related standards 
and procedures, and 

PRIVACY ACT ISSUANCES 

(2) that remedial action is taken 
when violations or attempted viola¬ 
tions of these standards and proce¬ 
dures occur. 

(b) Custodians. All custodians are re¬ 
sponsible for insuring that informa¬ 
tion security standards and procedures 
are followed and that all relevant em¬ 
ployees participate in the information 
security awareness programs. 

§ 267.4 Information security standards. 

(a) The Postal Service will operate 
under a uniform set of information se¬ 
curity standards which address the 
following functional aspects of infor¬ 
mation flow and management: 

(1) Information system development.' 
(2) Information collection. 
(3) Information handling and pro¬ 

cessing. 
(4) Information dissemination and 

disclosure, 
(5) Information storage and destruc¬ 

tion. 
(b) Supplementing this list are infor¬ 

mation security standards pertaining 
to the following administrative areas: 

(1) Personnel selection and training, 
(2) Physical environment protection, 
(3) Contingency planning. 
i4) Information processing or stor¬ 

age system procurement. 
<5) Contractual relationships. 

PART 268—PRIVACY OF 

INFORMATION—EMPLOYEE RULES 
OF CONDUCT 

Sec. 
268.1 General Principles. 
268.2 Consequences of Non-Compliance. 

Authority; 39 USC 401; Pub. L. 93-579. 88 
Stat. 1896. 

§ 268.1 General Principles. 

In order to conduct its business, the 
Postal Service has the need to collect 
various types of personal information 
pertaining to its customers and em¬ 
ployees. Information of this nature 
has been entrusted to the Postal Ser¬ 
vice, and employees handling it have 
an ethical obligation to hold it in con¬ 
fidence and to actively protect it from 
uses other than those compatible with 
the purpose for which the information 
was collected. This obligation is legally 
imposed by- the Privacy Act of 1974, 
which places specific requirements 
upon all Federal agencies, including 
the Postal Service, and their employ¬ 
ees. In implementation of these re¬ 
quirements, the following rules of con¬ 
duct apply: 

(a) Except as specifically authorized 
in § 266.4(b)(2) of this chapter, no em¬ 
ployee shall disclose, directly or indi¬ 
rectly, any personal record to any 
person or organization. Managers are 
to provide guidance in this regard to 
all employees who must handle per¬ 
sonal information. 

(b) No employee will maintain a 

secret system of personal records All 
personal records systems must be re 
ported to the Records Officer 

(c) All employees shall adhere strict 
ly to the procedures established by the 
United States Postal Service to ensure 
the confidentiality and integrity of 
personal information collected, main 
tained and used for official Posta^ Ser 
vice business. Employees shall oe held 
responsible for any infractions and or 
violation of these procedures. 

§ 268.2 C'onHequence8 of Non-< omplianre 

(a) The Privacy Act authorizes any 
individual, whether or not an employ 
ee, to bring a civil action in United 
States District Court to obtain .judicial 
review of the failure of the Postal Ser 
vice to comply with the requirements 
of the Act or its implementing reguia 
tions. In certain instances of willfut or 
intentional non-compliance, the plain 
tiff may recover damages from tne 
Postal Service in the minimum 
amount of $1,000 together with costs 
of the action and attorney fees 

(b) The Act provides criminal sane 
tions for individuals, including em 
ployees, who violate certain of its pro 
visions. 

(1) Any officer or employee who by 
virtue of his employment or position, 
has possession of. or access to official 
records which contain individually 
identifiable information and who 
knowing that disclosure of the specific 
material is prohibited by Postal Ser 
vice regulations, willfully discloses tne 
material to a person or agency not en 
titled to receive it, shall be guilty of a 
misdemeanor and fined not more than 
$5,000. 

(2) Any officer or employee who will 
fully maintains a system of records 
without meeting the notice require 
ments set forth in Postal Service regu 
lations shall be guilty of a misdemean 
or and fined not more than $5,000. 

(3) Any person who knowingly and 
willfully requests or obtains any 
record concerning another individual 
from the Postal Service under false 
pretense shall be guilty of a misde 
meanor and fined not more than 
$5,000. 

(c) In addition to the criminal sane 
tions, any employee violating any pro 
visions of these rules of conduct is sub 
ject to disciplinary action which may 
result in dismissal from the Postal Ser 
vice. « 

PART 447—CODE OF ETHICAL 

CONDUCT FOR POSTAL EMPLOYEES 

§ 447.91 Statutes and Regulations Applica 
ble to Postal Employees. 

(jj) Privacy Act of 1974 <5 USC. 
552a). 
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would you 
llko to know 

if any changes have been made in 

certain tKles of the CODE OF 
FEDERAL REGULATIONS without 

reading the Federal Register every 

day? If so, you may wish to subscribe 
to the “Cumulative List of CFR 

Sections Affected," the “Federal 
Register Index," or both. 

Cumulative List of CFR Sections Affected 

$10.00 
per year 

The "Cumulative List of CFR Sections 
• Affected" is designed to lead users of 

^ V Federal Regulations to 
^ ^ amendatory actions published in the 

Federal Register, and is issued 
monthly in cumulative form. Entries 

indicate the nature of the changes. 

Federal Register Index $8.00 
per year 

Indexes covering the 
contents of the daily Federal Register are 
issued monthly, quarterly, and annually.. 

Entries are carried primarily under the 
names of the issuing agencies. Significant 

subjects are carried as cross-references. 

A finding aW is inciudsd in each publication which Nsts 
Fedaral Ragistar paga numbart with tha data of publication 

In tha Fadarai Ragistar. 

Nota to FR Subscribars: FR Indexes and the 
"Cumulative List of CFR Sections Affected” will continue 

to be mailed free of charge to regular FR subscribers. 
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Mail order form to: 
Superintendent of Documents, U.S. Government Printing Office, Washington, D.C. 20402 

There Is erKlosed |u ..for. . subser{ption(s) to the publications cheeked below: 

CUMULATnre UST OF CFR SECTIONS AFFECTED ($10.00 a year domestic; $12.50 foreign) 

FEDERAL REGISTER INDEX ($$.00 a year domestic; $10.00 foreign) 

Name. 

E Street Address. 

I City- State ZIP 

Make check payable to the Superintendent of Doeumtnts * CfOi rw-o-se-000 
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