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What’s the problem with SQL?



SQL is awesome
● Direct access to (practically) live data

● SQL is easy for non-tech people to learn***

SELECT <what you want> FROM <the table> WHERE <my conditions are met>







In Ubuntu and Mac OSX, this can be accomplished quite simply through a utility called ssh-keygen. By typing in that command, you'll be 
prompted for some more information. For example (from Ubuntu):

$ ssh-keygen
Generating public/private rsa key pair.
Enter file in which to save the key (/home/halfak/.ssh/id_rsa):
Enter passphrase (empty for no passphrase):  
Enter same passphrase again:  
Your identification has been saved in /home/halfak/.ssh/id_rsa.
Your public key has been saved in /home/halfak/.ssh/id_rsa.pub.
The key fingerprint is:
6e:63:4a:66:8b:67:4f:90:31:7c:f0:bc:69:50:4a:00
The key's randomart image is:
+--[ RSA 2048]----+
|  E...o .        |
|     o *         |
|      * +        |
|       * o       |
|      o S        |
|       +         |
|      + *        |
|     =o* .       |
|    .oo..        |
+-----------------+

It's up to you whether you'd like to set a passphrase or not. A good rule of thumb is to set a passphrase if anyone else has access to the 
machine that you will be working from.

By default, running ssh-keygen will have created two files for you:

● id_rsa - This file is your "private key". Do not give it to anyone else, ever. Do not store it in a public place. You will use this file to 
prove your identity.

● id_rsa.pub - This file is your "public key". You'll be giving this to Wikimedia labs to use to authenticate you.

https://en.wikipedia.org/wiki/Ssh-keygen










In summary
1. Figure out that you want SQL access (Institutional knowledge) 

a. Also find my documentation on how to get it

2. Sign up with Wikitech.wikimedia.org (Wiki literacy) 
3. File a request for shell access and tools access (Wiki literacy)
4. Generate & upload your cryptographic keys (CLI & Encryption literacy)
5. Connect to IRC to ask for approval (IRC literacy)
6. Use complex proxy configuration to SSH to tool labs (SSH literacy)
7. Use command-line utilities to connect and query the databse (CLI literacy)
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And then, figure out how SQL works!
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OK.  But what kind of queries might I 
write?



















Questions?

https://quarry.wmflabs.org
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