
Mobile Device Tracking Can:
• Pinpoint, display, and record 

your location
• Activate by default

Be Vigilant!
• Help ensure troop safety
• Avoid compromise and 

tracking of sensitive data
• Protect National security
• Protect America!

Your location data from fitness trackers, 
smartphones, tablets, and other devices, 
aggregated with data from others in your 
organization, can be very revealing.

• Know your devices’ capabilities
• Configure settings to secure information
• Read manufacturer’s fine print
• Opt out of information sharing
• Don’t share sensitive information online
• Follow local Commander guidance

For more information, visit https://iase.disa.mil

Are you wearing or 
using a GPS-enabled 

mobile device?

Keep your location to yourself!


